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House of Representatives 
The House was not in session today. Its next meeting will be held on Tuesday, February 12, 2008, at 12:30 p.m. 

Senate 
MONDAY, FEBRUARY 11, 2008 

The Senate met at 2 p.m., and was 
called to order by the Honorable JIM 
WEBB, a Senator from the Common-
wealth of Virginia. 

PRAYER 
The Chaplain, Dr. Barry C. Black, of-

fered the following prayer: 
Let us pray. 
Eternal God, who restores our souls, 

enable us to live in Your company and 
dwell in Your presence. Inspire our 
Senators. Uphold them by Your spirit 
and strengthen them with Your hands. 
When tomorrow’s responsibilities loom 
large, remind them that You can turn 
their obstacles into opportunities. For-
give them when they doubt the effec-
tiveness of spiritual weapons such as 
love, patience, and kindness. Teach our 
lawmakers that any success alien to 
Your way is worse than failure, and 
that any failure directed by Your spirit 
is better than victory. Give them cour-
age and resolution to do their duty and 
a heart to be spent in Your service and 
in doing all the good they can. 

We pray in the Name of our Lord and 
Saviour. Amen. 

f 

PLEDGE OF ALLEGIANCE 
The Honorable JIM WEBB led the 

Pledge of Allegiance, as follows: 
I pledge allegiance to the Flag of the 

United States of America, and to the Repub-
lic for which it stands, one nation under God, 
indivisible, with liberty and justice for all. 

f 

APPOINTMENT OF ACTING 
PRESIDENT PRO TEMPORE 

The PRESIDING OFFICER. The 
clerk will please read a communication 

to the Senate from the President pro 
tempore (Mr. BYRD). 

The bill clerk read the following let-
ter: 

U.S. SENATE, 
PRESIDENT PRO TEMPORE, 

Washington, DC, February 11, 2008. 
To the Senate: 

Under the provisions of rule I, paragraph 3, 
of the Standing Rules of the Senate, I hereby 
appoint the Honorable JIM WEBB, a Senator 
from the Commonwealth of Virginia, to per-
form the duties of the Chair. 

ROBERT C. BYRD, 
President pro tempore. 

Mr. WEBB thereupon assumed the 
chair as Acting President pro tempore. 

f 

RECOGNITION OF THE MAJORITY 
LEADER 

The ACTING PRESIDENT pro tem-
pore. The majority leader is recog-
nized. 

f 

SCHEDULE 

Mr. REID. Mr. President, after my 
remarks and that of the distinguished 
Republican leader, we will resume con-
sideration of S. 2248, the Foreign Intel-
ligence Surveillance Act. Senators will 
debate the remaining amendments to 
the legislation this afternoon. There 
will be no rollcall votes today. How-
ever, Senators should expect to begin 
voting on remaining amendments to-
morrow morning at about 10 a.m. Ev-
eryone should know that under the 
order that is now before the Senate, all 
debate will have to be completed 
today. 

MEASURES PLACED ON THE CAL-
ENDAR—S. 2596, S. 2615, S. 2616, 
and S. 2619 
Mr. REID. Mr. President, I have one 

small item of business. It is my under-
standing there are four bills due for 
second readings. 

The ACTING PRESIDENT pro tem-
pore. The Senator is correct. The clerk 
will report the bills by title for the sec-
ond time. 

The bill clerk read as follows: 
A bill (S. 2596) to rescind funds appro-

priated by the Consolidated Appropriations 
Act, 2008, for the City of Berkeley, Cali-
fornia, and any entities located in such city, 
and to provide that such funds shall be trans-
ferred to the Operation and Maintenance, 
Marine Corps account of the Department of 
Defense for the purposes of recruiting. 

A bill (S. 2615) to extend the Protect Amer-
ica Act of 2007 for 15 days. 

A bill (S. 2616) to authorize certain pro-
grams and activities in the Forest Service, 
the Department of Interior, and the Depart-
ment of Energy, and for other purposes. 

A bill (S. 2619) to protect innocent Ameri-
cans from violent crime in national parks. 

Mr. REID. Mr. President, I object to 
further proceedings with respect to 
these bills en bloc. 

The ACTING PRESIDENT pro tem-
pore. Objection having been heard, the 
bills will be placed on the calendar. 

f 

TRIBUTE TO CONGRESSMAN TOM 
LANTOS 

Mr. REID. Mr. President, when I was 
elected to Congress in 1982, I had the 
opportunity to visit over the telephone 
on many occasions with a new Con-
gressman named TOM LANTOS. He was 
new from California. He was very inter-
ested in my election. He helped me 
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raise some money for that election, 
made many phone calls, and reached 
out to me as a friend. So when I came 
to Washington, I had the opportunity 
to meet him personally. That was the 
beginning of the development of a real 
friendship. 

I have traveled with TOM LANTOS 
overseas. He led delegations. When I 
was a new Senator, I traveled with 
him. Senator Daschle led a trip. One of 
the places we went was to Hungary, 
and we had the opportunity to have 
TOM LANTOS show us around Budapest. 
Why was that important? It was impor-
tant because the Nazis waited until to-
ward the end of the war before they 
moved in to disperse the Jews out of 
Budapest and Hungary generally. 

He was one of the Jews in Budapest 
they captured on many occasions. He 
escaped the Nazis on seven different oc-
casions. They would capture him; he 
would get away. He said one reason he 
was able to escape as much as he did 
was that he had long blond hair, and 
the Nazis didn’t figure he was Hun-
garian. He actually took us to places 
where he had been captured, arrested 
by the Nazis in Budapest. It was a won-
derful time we spent with him for 2 
days in Budapest. 

This morning, our country grieves 
the loss of truly an American hero, 
Congressman TOM LANTOS, chairman of 
the Foreign Affairs Committee in the 
House of Representatives. He was born 
in Budapest, Hungary. When he was 16 
years of age, Hitler and the Nazis occu-
pied his country. He and his family, 
like so many other Hungarian Jews, 
were captured, rounded up, beaten, and 
taken away, sent to labor camps. As I 
have indicated, he was a hard one to 
stay captured; he got away. 

It was through him I first learned 
about the struggles that people have on 
a personal, individual basis. He was a 
man who protected his girlfriend, his 
friend Annette at the time. They were 
both saved by the great Swedish dip-
lomat after whom we have streets 
named in Washington, DC. He was able 
to escape many times but not his fam-
ily. All of them were killed. 

All alone, a teenager, with little 
cause for hope, after the war, he moved 
through displaced persons camps. TOM 
LANTOS remained optimistic. He re-
fused to give up. He spent a couple 
years wandering around Europe after 
the war. 

He wrote an essay on President 
Franklin Roosevelt, and because of this 
essay, he earned an academic scholar-
ship to study in the United States. He 
came on a converted World War II 
troop ship in 1947. He brought with him 
only one possession. It was a large 
Hungarian salami, but when he arrived, 
it was confiscated by Customs officials. 
So it is neither a cliche nor an exag-
geration to say that TOM LANTOS came 
to America with nothing. 

This ‘‘American by choice,’’ as he 
was fond of calling himself, earned a 
BA and a master’s degree from the Uni-
versity of Washington-Seattle and a 

Ph.D. from the University of Cali-
fornia. Soon after he arrived here, he 
married his childhood sweetheart, An-
nette Lantos. 

For the next three decades, he and 
Annette lived in the San Francisco 
area. TOM worked as a professor in eco-
nomics, an international affairs ana-
lyst, and an economist in many dif-
ferent areas, testifying in cases, con-
sulting generally. In less than three 
decades after becoming a U.S. citizen, 
TOM LANTOS became a Congressman. 
He brought to Washington remarkable 
depth of knowledge and intellect and 
stood out as a powerhouse from the day 
he arrived in Washington. 

As I indicated, I had the honor of 
serving with him in Congress, but I 
also served with him on the House For-
eign Affairs Committee as it was then 
called, and, as everyone else, I found 
him blessed with the mind of a scholar 
and grace of a gentleman. TOM LANTOS 
could deliver a speech. He still had the 
Hungarian accent, but he could bring 
an audience to its feet. He was a great 
speaker. 

I can recall no one in Congress who 
did not admire this fine man. He and 
Annette were always there to talk 
about their lives together as kids, teen-
agers. They had been together 60, 70 
years. Raoul Wallenberg was the Swed-
ish diplomat. Because of TOM LANTOS, 
there is a street named after him in 
Washington, DC, right by the Holo-
caust Memorial. 

I can recall no one, Democrat or Re-
publican, who didn’t relish the oppor-
tunity to work with him. Once TOM 
LANTOS said: 

I like to work hard to make this a better 
country, to provide a just government for 
our people and make sure we have learned 
from the past. 

TOM LANTOS did just that—leaving an 
indelible mark on issue after issue 
from health care, Social Security, to 
the environment, the budget, foreign 
affairs, of course, but also was his love 
of animals. He had a caucus in the Con-
gress he worked on dealing only with 
animals. He loved animals and wanted 
to make sure they were treated appro-
priately. 

He cochaired the congressional 
human rights caucus where he fiercely 
advocated the spread of liberty 
throughout the world. His convictions 
were so deeply rooted that he and four 
other Members of Congress were ar-
rested in 2006 for protesting the geno-
cide in Darfur at the Sudanese Em-
bassy. 

After years in the minority, Con-
gressman LANTOS finally achieved his 
dream of chairing the House Foreign 
Affairs Committee, but it lasted only 
one year. He was diagnosed being sick 
right before Christmas, the first knowl-
edge he had esophageal cancer, and he 
passed away within the last 24 hours. 

We were all deeply saddened to hear 
he was sick. I was stunned when I 
learned he was so sick he would retire 
to fight cancer. The fight did not last 
long. 

I talked today with HOWARD BERMAN, 
who will replace him as chair of that 
committee. He told me he visited TOM 
in Washington at his house. He said he 
handled his oncoming death the way he 
handled so many things: with great 
dignity and understanding. 

TOM leaves behind a great family. He 
has two daughters, Annette, the same 
name as his wife, and Katrina. These 
are two beautiful women, as beautiful 
on the inside as they are on the out-
side. These 2 daughters gave TOM and 
Annette 17 grandchildren and two great 
grandchildren. He doted on those 
grandchildren. A number of us here had 
him contact us for things dealing with 
his grandchildren, making sure they 
got in the school they were supposed 
to, jobs he wanted them to get. He 
cared about every one of those 17 
grandchildren. 

Landra and I have 16 grandchildren, 
but we have 5 children. He had 2 daugh-
ters with 17 grandchildren. 

The Lantos family is truly in our 
hearts today. TOM said once: 

It is only in the United States that a 
penniless survivor of the Holocaust and a 
fighter in the anti-Nazi underground could 
have received an education, raised a family, 
and had the privilege of serving the last 
three decades of his life as a Member of Con-
gress. I will never be able to express fully my 
profoundly felt gratitude to this country. 

That is what TOM LANTOS said and he 
meant every word of it. He benefited 
from the limitless opportunity Amer-
ica affords, but America benefited far 
more from the service of Congressman 
TOM LANTOS. 

So today we pause to express our pro-
found affection and appreciation and 
gratitude for this wonderful man. Con-
gressman TOM LANTOS was a great 
American. His spirit will be sorely 
missed and his legacy never forgotten. 

f 

ORDER OF BUSINESS 

Mr. REID. Mr. President, we have a 
very busy week ahead. We are going to 
finish, as I have indicated, the debate 
on FISA tonight. We will have a series 
of votes. We have about seven or eight 
votes we have to complete tomorrow. 
We have postcloture debate tomorrow. 
We need to finish this bill tomorrow, 
and we will finish it tomorrow. We will 
complete it. 

We are going to take a run at the In-
dian health bill. I spoke with Senator 
DORGAN this morning. He said he has 
had a good working relationship with 
JON KYL and they are very close to 
being able to finish this bill. 

We are going to bring up the con-
ference report on intelligence author-
ization this week. The legislation con-
tains an important provision that 
would ensure one standard of interro-
gation across the U.S. Government re-
quiring the CIA to abide by the Army 
Field Manual dealing with interroga-
tion techniques. 

That matter has, it appears, a 60-vote 
point of order against it. We under-
stand that. I hope we don’t have to file 
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cloture on it. I recognize we have that 
one vote, and I am happy to arrange a 
convenient time for everyone to vote. 
We could move that very quickly, but 
it is important we do this work. 

We have other things we are looking 
forward to. I am going to meet with 
the Republican leader as soon as we 
finish here to talk about other things 
we can do so we can be keyed up to 
work when we come back. We have 3 
weeks when we come back after the 
Presidents Day recess. The last week of 
that work period we will be dealing 
with the budget. After that, we are out 
for the recess for Easter. Then we come 
back and have an 8-week work period. 
So we have a lot to do. We think we 
can do all that, plus more. 

It is going to be a short but very 
issue-packed time this year. We have 
the Presidential elections that are 
winding down, at least the nomination 
process, and then we have all the sen-
atorial elections around the country 
that also take a little extra time. 
Hopefully, we can join together and get 
some things done. 

f 

RECOGNITION OF THE 
REPUBLICAN LEADER 

The ACTING PRESIDENT pro tem-
pore. The Republican leader. 

f 

LEGISLATIVE ACCOMPLISHMENTS 

Mr. MCCONNELL. Mr. President, last 
week was a good example of what we 
can accomplish when we work with in-
stead of against each other. We were 
able to pass an economic growth pack-
age on an overwhelmingly bipartisan 
basis, which the President will sign 
this week. We have another chance in 
the current week to put up a bipartisan 
win by passing legislation on the For-
eign Intelligence Surveillance Act. 
That bill, reported out of the Intel-
ligence Committee, has broad bipar-
tisan support. It came out of that com-
mittee 13 to 2. I am confident with the 
help of our friends on the other side of 
the aisle we can work through pending 
amendments, send this over to the 
House, and then on to the President for 
his signature this week before the Pro-
tect America Act expires on Saturday. 

f 

TRIBUTE TO TOM LANTOS 

Mr. MCCONNELL. Mr. President, on 
another subject, I, too, want to talk 
about the passing of our good friend, 
TOM LANTOS. It would have been easy 
to excuse TOM LANTOS for turning 
against the world after the sufferings 
he endured as a young man. But the 
reason we admire certain people is they 
do not do what we would expect them 
to do in the face of extraordinary 
trials. They transcend them. And that 
is why a cold wind swept through the 
Capitol this morning when we heard 
that TOM had passed away. 

America’s history is a history of un-
likely success stories, but even by 

American standards, TOM’s was stun-
ning. When the Nazis invaded Hungary 
in the frenzied last months of the war, 
he threw on a cadet’s uniform and se-
cretly funneled food and medical sup-
plies to those in hiding. He later said 
he assumed he wouldn’t make it out 
alive, but he ‘‘wanted to be of some 
use.’’ 

He would add many more years to be 
of use—not only to his beloved wife An-
nette and their large extended family 
or to the people of California’s 12th 
District but to suffering and oppressed 
people. His own bitter experiences led 
him to make no distinction at all 
among those who were denied their 
basic human rights. He would always 
be grateful for the honor of being able 
to help them. Well into his seventies, 
he said he still got goosebumps looking 
up at the flag on the Capitol on his 
morning walk to work. 

TOM and I had our differences on do-
mestic issues, but it was a great mark 
of his commitment to human rights 
that he frequently joined Republicans 
when these rights were at stake. He 
worked with the Republicans to intro-
duce a resolution expressing solidarity 
with Israel in its fight against ter-
rorism. He worked with the Repub-
licans to get funds to fight AIDS 
around the world. Every year since 
2003, he and I were the House and Sen-
ate sponsors of the Burmese Freedom 
and Democracy Act. 

We were also united in our strong 
support for Israel. We took leading 
roles in the House and Senate on the 
Palestinian Anti-Terrorism Act. And 
we were united in our concerns about 
Iran. TOM introduced the Iran 
Counterproliferation Act in the House. 
I cosponsored it in the Senate. 

When TOM was diagnosed with a life- 
threatening illness last month, he re-
sponded again in an extraordinary way. 
He responded with gratitude. He said: 

It is only in the United States that a 
penniless survivor of the Holocaust and a 
fighter in the anti-Nazi underground could 
have received an education, raised a family, 
and had the privilege of serving the last 
three decades of his life as a Member of Con-
gress. 

We know TOM’s decision to retire was 
especially painful, since he had just 
last year been named chairman of the 
House Committee on Foreign Affairs, a 
committee he had served on for 26 
years. It was a position he said he had 
been preparing for his whole life. 

With his distinctive accent, his 
grace, and his deep learning—he spoke 
five languages and devoted 6 hours a 
day to reading books and magazines— 
TOM always gave the impression of 
being a true gentleman of the House, 
and he was. But he was just as tough. 
TOM LANTOS accomplished something 
few people do in life: he committed 
himself to an ideal and followed 
through on it until the end. He gave it 
everything he had, and America ad-
mires him for it. 

I want to express Elaine’s and my 
deepest sympathies to Annette. We got 

to know TOM and Annette on several 
trips abroad, which is a way you make 
friendships around here, both across 
the aisle and in the other body. An-
nette and TOM lived near us here on 
Capitol Hill. I recall frequently seeing 
Annette out walking the dog. So we 
grieve for her and their daughters and 
the entire extended Lantos family on 
their loss. 

Mr. President, I yield the floor. 
Mr. HATCH. Mr. President, I want to 

spend a few moments to eulogize our 
old friend, the chairman of the House 
Foreign Affairs Committee, TOM LAN-
TOS. He has been one of my dear friends 
all these years. I have been here 31 
years, and he was here 26 years. He and 
Annette have really been wonderful 
people in Elaine’s and my life. 

Mr. President, this morning began 
sadly, as the two leaders have said, 
with the news of the death of Congress-
man TOM LANTOS, one of the giants 
among the Democrats in the House, 
and, frankly, among all Members of 
Congress during the last 28 years. Con-
gressman LANTOS had been diagnosed 
with cancer a few months ago, and had 
recently announced he would not run 
for a 14th term for the 12th District of 
California, which he so ably served 
since 1980. 

TOM LANTOS led a remarkable life. A 
Hungarian Jew, he lived what he said 
was a happy childhood until the Hun-
garian fascist allies of Hitler brought 
the Holocaust to Hungary. Through 
most of the war, he was interned in 
various forced labor camps, some from 
which he escaped, and was at least once 
recaptured, following a beating that he 
later said, ‘‘I was pleasantly surprised 
to survive.’’ 

After a final escape, he spent the re-
mainder of the war in hiding, pro-
tected, as so many Hungarian Jews 
were, by Raoul Wallenberg, the man 
who risked his life to protect as many 
of Hungary’s Jews as he could and who 
vanished into the Soviet camps at the 
end of the war. One of the great days of 
my life was to pay homage to Raoul 
Wallenberg at the monument in Eu-
rope. 

Six hundred thousand Hungarian 
Jews perished in the Holocaust, includ-
ing TOM LANTOS’s family. One of the 
first initiatives of Congressman LAN-
TOS upon coming to the House of Rep-
resentatives in 1980 was to pass legisla-
tion granting Raoul Wallenberg U.S. 
citizenship. 

TOM LANTOS was, in his words, ‘‘an 
American by choice,’’ and to know him 
was to see that every day of his life he 
embraced the opportunities an immi-
grant can find in this great country. He 
arrived penniless to this country, as 
my two colleagues have said. Accord-
ing to his biography, his only posses-
sion was ‘‘a precious Hungarian sa-
lami,’’ which was confiscated upon ar-
rival, as my colleagues mentioned. But 
with a scholarship and hard work, he 
earned a Ph.D. in economics and 
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taught at San Francisco’s State Uni-
versity for almost three decades, devel-
oping, during that time, his credentials 
as a commentator on world affairs. 

TOM LANTOS brought to the House his 
passionate patriotism and the drive of 
a survivor. When people would com-
ment on the demands of his work, 
which included regular travel to his 
constituency 3,000 miles away, his glob-
al travels as a Member of the House 
Foreign Affairs Committee, which he 
recently chaired, and the hectic pace of 
his other congressional assignments, 
he would be quick to remind us that 
this was nothing in comparison to 
what he had faced as a young man. 

He founded the House Human Rights 
Caucus, a platform which he used to 
highlight the human rights abuses 
around the world, and with which he 
became inextricably associated. For 
many of us in Congress and for many 
oppressed through the world, Congress-
man LANTOS was the chairman for 
human rights. 

He was a Democrat who believed in 
the use of American power for good and 
who understood the nuances of subtle, 
as well as confrontational, diplomacy. 

For example, he kept trying to get a 
visa to visit Tehran because he be-
lieved there was always room to talk 
with enemies as well as friends. But 
when asked what he would say to the 
dictators in Tehran, he was less than 
subtle: 

I will tell the Iranians the truth—that it’s 
a great country and they need to be re-
integrated into the family of civilized na-
tions and that they must give up their luna-
tic notions. 

Less than subtle, to be sure, but 
truthful. It is hard to disagree with 
this view, Mr. President. 

TOM LANTOS also recognized that di-
plomacy could fail and the use of the 
U.S. military could achieve noble ends. 
He was a strong supporter of the mili-
tary during the Cold War, supported 
military assistance to Israel, urged 
President Clinton to lead NATO forces 
against Milosevic’s genocide, and sup-
ported our interventions in Iraq, al-
though, to be fair to him, he was crit-
ical, as many of us have been, about 
the implementation of our invasion of 
Iraq. 

The point is, TOM LANTOS represented 
the wing of the Democratic Party that 
kept central our national security con-
cerns, that recognized our duty in the 
world, and accepted that the use of 
force is sometimes required. This is the 
wing of the Democratic Party that 
needs to survive if that party is to re-
main relevant to the events in the 
world that will continually shape us. 

I am honored to have been a friend of 
TOM LANTOS for decades. We loved each 
other. We showed that love repeatedly 
over the years. He was a dear friend, 
and I want everybody to know just how 
deeply I felt about him. Our staffs 
worked together well, and he always 
had my admiration and respect. 

I will never forget a tour he gave me 
and Senators REID and Daschle of the 

old Jewish ghetto in Budapest when 
our separate codels happened to be in 
that city at the same time in 1996. 
Later, he gave us a personal tour of the 
magnificent Hungarian Parliament 
building. One of the first post-Com-
munist governments was in power, and 
they so highly regarded TOM LANTOS 
for his heritage, as well as his anti- 
Communist stance throughout his life, 
that he was granted free access 
throughout the building. He even knew 
where to turn the lights on. 

The prayers and thoughts of Elaine 
and I go out to Annette, his beautiful 
wife of 58 years, whom he married in 
California, but who, like himself, was a 
survivor of the Holocaust in Hungary 
and was actually a childhood sweet-
heart. The fact that they loved each 
other as long as they have, that they 
came from similar backgrounds, and 
worked together daily throughout 
their lives only makes her loss that 
much sadder. 

Our condolences go out to her and 
their two wonderful children. And I be-
lieve there are 18 grandchildren. But 
the death of TOM LANTOS is a great 
loss, as well, to his constituents, to his 
colleagues in the House, to his party, 
and to all of us in Congress. It is a loss 
to our great Nation and to all those 
who strive in solidarity for the cause of 
human rights. 

TOM LANTOS was slight of build, but 
he was a giant. He was a moral force 
who used the authority of a survivor 
from the Holocaust, of an American 
immigrant, and of a scholar and leader 
to show the great institution of Con-
gress how it can lead in a dangerous 
and often immoral world. 

Elaine and I loved TOM, we love An-
nette, and we hope we can be of some 
assistance to Annette and her family 
as we move into the future. But we will 
miss TOM very badly. What a great and 
noble man who suffered so much for 
freedom. 

I thank the Chair. 
The ACTING PRESIDENT pro tem-

pore. The Senator from Arizona. 
Mr. KYL. Mr. President, that was a 

very fine tribute from the Senator 
from Utah to a very fine man. I had the 
honor of serving with TOM LANTOS in 
the House of Representatives, and I 
certainly join all others who mourn his 
death today. 

I wonder if I might ask the Senator 
from California—I think she would like 
to make a FISA presentation. I under-
stand the Senator would like to have 
about an hour. Is that how long she 
plans to speak? 

Mrs. FEINSTEIN. I thank the Sen-
ator. I would like to say a few words 
about TOM LANTOS, he was a friend, and 
also speak on two amendments on the 
Foreign Intelligence Surveillance Act. 

Mr. KYL. I wonder if, in the spirit 
the Senator and I have frequently re-
solved matters, I have about 10 min-
utes of presentation. Perhaps if we can 
enter into an agreement, you proceed 
and make your comments about Rep-
resentative LANTOS, I will speak for my 

10 minutes or so, with the under-
standing that you then conclude the 
remainder of your remarks. We could 
propose that in the form of a unani-
mous consent agreement. Would that 
be acceptable? 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

The Senator from California is recog-
nized. 

Mrs. FEINSTEIN. Mr. President, I 
had the great pleasure of knowing TOM 
LANTOS as a friend and as a mentor. I 
have known him for many years. I last 
spoke with him about 3 weeks ago, 
maybe 4, and he said he was going to 
forego treatment, that he was ready for 
whatever would come, that he and An-
nette were going to remain in Wash-
ington, that he was very content with 
his medical treatment at Bethesda, and 
he did not believe he would try any-
thing heroic. 

Those of us who know, know cancer 
of the esophagus is devastating and un-
relenting. From that point on, I began 
to think quite a bit about TOM LANTOS. 
I thought back when Yahoo had the 
confrontation with China and did not 
stand up but gave in to China, and TOM 
stood on his feet, with amazing blue 
eyes and his gray hair, and said: They 
are moral pygmies. 

He called it as it was. He stood for 
human rights. After 30 years in the 
House, he became Chairman of the For-
eign Relations Committee. Regretfully, 
his life ended before he had much more 
time than a year in that position. 

TOM LANTOS represented the district 
directly to the south of my city, San 
Francisco. He was a wonderful Rep-
resentative. I watched him over the 
past 30 years as time went on. I 
watched his 18 grandchildren grow. I 
remember meeting them in the airport 
in Denver. I do not know whether 
Members know this; some of them were 
home schooled, and they went to col-
lege at the age of 14. That is pretty 
amazing; all high achievers, all very 
close, a tight family; a wife who was 
his childhood sweetheart. 

This does not often happen. But then 
if you think back to Hungary in those 
days, and you think back to a young, 
blue-eyed man in the camps, escaping 
at night, being caught, coming back, 
leaving again, becoming part of Raoul 
Wallenberg’s group, coming to this 
country, becoming educated and all the 
greatness of the country opening before 
him. 

He truly measured up to the great-
ness of America. I was very proud to 
call TOM LANTOS a friend and a mentor. 
He will be missed. He will be missed in 
his district, he will be missed in Cali-
fornia, and he will be missed in the 
United States. 

I yield the floor. 
f 

RESERVATION OF LEADER TIME 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
leadership time is reserved. 
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FISA AMENDMENTS ACT OF 2007 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
Senate will resume consideration of S. 
2248, which the clerk will report. 

The bill clerk read as follows: 
A bill (S. 2248) to amend the Foreign Intel-

ligence Surveillance Act of 1978, to mod-
ernize and streamline the provisions of that 
Act, and for other purposes. 

Pending: 
Rockefeller-Bond amendment No. 3911, in 

the nature of a substitute. 
Whitehouse amendment No. 3920 (to 

amendment No. 3911), to provide procedures 
for compliance reviews. 

Feingold amendment No. 3979 (to amend-
ment No. 3911), to provide safeguards for 
communications involving persons inside the 
United States. 

Feingold-Dodd amendment No. 3912 (to 
amendment No. 3911), to modify the require-
ments for certifications made prior to the 
initiation of certain acquisitions. 

Dodd amendment No. 3907 (to amendment 
No. 3911), to strike the provisions providing 
immunity from civil liability to electronic 
communication service providers for certain 
assistance provided to the Government. 

Bond-Rockefeller modified amendment No. 
3938 (to amendment No. 3911), to include pro-
hibitions on the international proliferation 
of weapons of mass destruction in the For-
eign Intelligence Surveillance Act of 1978. 

Feinstein amendment No. 3910 (to amend-
ment No. 3911), to provide a statement of the 
exclusive means by which electronic surveil-
lance and interception of certain commu-
nications may be conducted. 

Feinstein amendment No. 3919 (to amend-
ment No. 3911), to provide for the review of 
certifications by the Foreign Intelligence 
Surveillance Court. 

Specter-Whitehouse amendment No. 3927 
(to amendment No. 3911), to provide for the 
substitution of the United States in certain 
civil actions. 

Mr. KYL. Mr. President, today we are 
debating the amendments to the For-
eign Intelligence Surveillance Act. I 
am going to say a few words about why 
Congress ought to provide legal relief 
to those private entities that have 
aided the United States in our war 
against al-Qaida and, in particular, one 
of the amendments that will be voted 
on tomorrow. 

I begin by quoting a passage in an 
opinion by Justice Cardozo, from the 
time when he was the chief judge of the 
New York Court of Appeals. In the 1928 
decision Baggington v. Yellow Taxi 
Corp., this is what Justice Cardozo had 
to say about the legal immunities that 
should be provided to private parties 
that assist law enforcement efforts: 

The rule that private citizens acting in 
good faith to assist law enforcement are im-
mune from suit ensures that the citizenry 
may be called upon to enforce the justice of 
the State, not faintly and with lagging steps, 
but honestly and bravely and with whatever 
implements and facilities are convenient and 
at hand. 

We need to encourage citizen involve-
ment in our efforts against al-Qaida. 
We know that good intelligence is the 
best way to win the war against those 
terrorists, and if we want to monitor 
al-Qaida, we need access to the infor-
mation which is available through the 
telecommunications companies. 

We asked them for help, and they 
provided that help at a critical time, 
after 9/11. We need to know, for exam-
ple, whether al-Qaida terrorists are 
planning other attacks against us. 
When we ask parties to assist us, such 
as those telecommunications compa-
nies that assisted us after 9/11, we want 
them to reply not faintly and with lag-
ging steps but, rather, in Justice 
Cardozo’s words: We want them to an-
swer the call honestly and bravely and 
with whatever implements and facili-
ties are conveniently at hand. 

In today’s technological world, what 
that means is that when we ask these 
telecommunications companies for 
their support, they provide the incred-
ibly intricate and advanced technology 
at their disposal to assist us in under-
standing what communications al- 
Qaida is having with each other. 

Now, tomorrow we are going to be 
voting on some amendments which, in 
my view, weaken and in one case would 
actually strip the liability protections 
the Intelligence Committee bill pro-
vides to such private parties. I think 
these amendments are unwise. 

Certainly, I urge my colleagues to re-
ject them. Let me focus on one of them 
today, one that relates to a subject 
called substitution. The idea is that 
while it would be unfair to hold these 
telecommunications companies respon-
sible for coming to the aid of the Gov-
ernment in its time of need, that they 
should be immune from liability, that 
we should somehow substitute the U.S. 
Government in their place and that 
would somehow balance the equities 
here of having the matter litigated and 
yet protecting the telecommunication 
companies. 

There are several reasons why this 
simply does not work. In the first 
place, it would still be required to re-
veal the identity of the company in-
volved. Part of this entire matter is 
protecting the identity of the company 
so it does not lose business around the 
world and so it is not subject to the 
kind of abuse that would otherwise 
occur. 

In addition to that, full discovery 
could be conducted. In other words, 
depositions could be taken, interrog-
atories could be served. In every re-
spect, the company is not protected 
from the legal process, it is simply not 
liable at the end of the day; it would 
only be the Government that would be 
liable. 

But the individuals of the company 
and the company itself would still be 
subject to all the rigors of litigation 
which we are trying to protect them 
from. The litigation does not go away. 
In addition to that, a method has been 
set up to litigate this before the FISA 
Court, which misunderstands what the 
FISA Court is. The FISA Court is not 
like the Ninth Circuit Court of Ap-
peals. The FISA Court is individual 
judges called upon primarily to issue 
warrants that permit the Government 
to engage in its intelligence oper-
ations. 

So you do not have a court sitting 
the way you do in a typical Federal 
district court or a circuit court. This 
FISA Court would presumably have to 
litigate whether the companies are en-
titled to substitution, so it is not a free 
substantiation but, rather, if they can 
prove that they are entitled to the sub-
stitution. 

Finally, the point of having this li-
ability protection for the Govern-
ment’s purpose is first and foremost be-
cause of the need to protect its sources 
and methods of intelligence collection 
from the enemy or from the public at 
large. Of course, if you still have the 
litigation ongoing, if you still have the 
process, it is just that Party A is liable 
rather than Party B. 

You still have the threat that 
sources and methods could be com-
promised, information relating to the 
activity could be disclosed, as it has in 
the current debate. We should remind 
ourselves that what we are debating 
publicly is a system of collection that 
has been, to some extent, defined by 
public discussion of matters that were 
and should have been totally classified. 

We have given the enemy a great deal 
of information about how to avoid the 
kind of collection that is vital to our 
efforts. That is the kind of thing we are 
trying to prevent. So substitution, sim-
ply substituting the Government as a 
party for the phone companies does not 
solve that problem either. The bottom 
line is, that as with these other amend-
ments, the so-called substitution 
amendment is not a good amendment, 
it should be rejected, and I hope at the 
end of the day we will have been able 
to vote it down. 

Let me conclude by repeating some 
of the things the Statement of Admin-
istrative Policy stated in quoting the 
Intelligence Committee’s conclusions 
in its report. 

Al-Qaida has not ceased to exist in 
years since the September 11 attacks. 
It still exists and it still seeks the 
wholesale murder of American civil-
ians. We know how devastating such 
attacks can be. And we know that once 
an attack is underway—once a plane 
has been hijacked, or a bomb has been 
assembled—it is too late. We need to 
stop al-Qaida attacks before they are 
executed, before they are being carried 
out. We need to act at a time when 
such attacks are still being planned or 
when al-Qaida terrorists are still being 
prepared. 

To gather this type of intelligence— 
the intelligence needed to stop a ter-
rorist attack—we will need the assist-
ance of private parties. Information 
about al-Qaida’s communications, its 
travel, and other activities often is in 
the hands of private parties. If we want 
to monitor al-Qaida we will need access 
to information. And when tele-
communications companies or others 
are asked for their help in tracking, for 
example, an al-Qaida cell that may be 
operating in this country, we do not 
want those parties to reply ‘‘faintly 
and with lagging steps.’’ Rather, in 
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Justice Cardozo’s words, we want them 
to answer the call for assistance ‘‘hon-
estly and bravely and with whatever 
implements and facilities are conven-
ient at hand.’’ 

The Senate Intelligence Committee 
bill contains provisions that ensure 
that results that future requests for as-
sistance will be met ‘‘honestly and 
bravely,’’ rather than with fear of be-
coming embroiled in litigation. Tomor-
row the Senate will be voting on 
amendments that seek to strip out or 
weaken the legal protections that the 
Intelligence Committee bill provides to 
private parties that assist anti-
terrorism investigations. These amend-
ments are unwise, and I would strongly 
urge my colleagues to reject them. 

As the Statement of Administration 
Policy on the Judiciary Committee bill 
notes, the failure to provide strong 
legal protections to private parties 
would undermine U.S. efforts to re-
spond to and stop al-Qaida in two ways: 
first, it allows the continuation of liti-
gation that has already resulted in 
leaks that have done serious damage to 
U.S. counterterrorism efforts. This liti-
gation is inherently and inevitably 
damaging to U.S. efforts to monitor al- 
Qaida’s communications. As one Intel-
ligence Committee aide aptly charac-
terized the situation, allowing this liti-
gation to go forward would be the 
equivalent of allowing the legality of 
the Enigma code-breaking system to be 
litigated during World War II. 

In addition, the failure to provide 
protection to third parties who have 
assisted the United States would un-
dermine the willingness of such parties 
to cooperate with the Government in 
the future. And such cooperation is es-
sential to U.S. efforts to track al- 
Qaida. As the SAP on this bill further 
explains: 

In contrast to the Senate Intel-
ligence Committee bill, the Senate Ju-
diciary Committee substitute would 
not protect electronic communication 
service providers who are alleged to 
have assisted the Government with 
communications intelligence activities 
in the aftermath of September 11th 
from potentially debilitating lawsuits. 
Providing liability protection to these 
companies is a just result. In its Con-
ference Report, the Senate Intelligence 
Committee ‘‘concluded that the pro-
viders . . . had a good faith basis for re-
sponding to the requests for assistance 
they received.’’ 

The Committee further recognized 
that ‘‘the Intelligence Community can-
not obtain the intelligence it needs 
without assistance from these compa-
nies.’’ Companies in the future may be 
less willing to assist the Government if 
they face the threat of private lawsuits 
each time they are alleged to have pro-
vided assistance. 

The Senate Intelligence Committee 
concluded that: ‘‘The possible reduc-
tion in intelligence that might result 
from this delay is simply unacceptable 
for the safety of our Nation.’’ Allowing 
continued litigation also risks the dis-

closure of highly classified information 
regarding intelligence sources and 
methods. In addition to providing an 
advantage to our adversaries by reveal-
ing sources and methods during the 
course of litigation, the potential dis-
closure of classified information puts 
both the facilities and personnel of 
electronic communication service pro-
viders and our country’s continued 
ability to protect our homeland at 
risk. It is imperative that Congress 
provide liability protection to those 
who cooperated with this country in its 
hour of need. 

The ramifications of the Judiciary 
Committee’s decision to afford no re-
lief to private parties that cooperated 
in good faith with the U.S. Government 
in the immediate aftermath of the at-
tacks of September 11 could extend 
well beyond the particular issues and 
activities that have been of primary in-
terest and concern to the Committee. 
The Intelligence Community, as well 
as law enforcement and homeland secu-
rity agencies, continue to rely on the 
voluntary cooperation and assistance 
of private parties. A decision by the 
Senate to abandon those who may have 
provided assistance after September 11 
will invariably be noted by those who 
may someday be called upon again to 
help the Nation. 

Many members of the Senate Major-
ity insist that there be stringent con-
gressional oversight of these intel-
ligence-collection programs. No one 
disputes that point. All agree that we 
need oversight over the intelligence 
agencies. That is why this Congress 
and previous Congresses have agreed on 
a bipartisan basis to create robust 
oversight of U.S. intelligence gath-
ering, even when such intelligence 
gathering is directed at foreign targets. 
The agencies executing wiretaps and 
conducting other surveillance must re-
port their activities to Congress and to 
others, so that opportunities for do-
mestic political abuse of these authori-
ties are eliminated. 

I conclude by asking: what is the 
Senate’s goal? Do we want to allow our 
intelligence agencies to be able to ob-
tain the assistance of telecommuni-
cations companies and other private 
parties when those agencies are inves-
tigating al-Qaida? If so, then we need 
to create a legal environment in which 
those companies will be willing to co-
operate—an environment in which 
their patriotic desire to assist the 
United States does not conflict with 
their duties to their shareholders to 
avoid expensive litigation. 

We need to write the laws to ensure 
against the domestic political abuse of 
surveillance authority, and we have 
done that. The question now is whether 
we want to give our intelligence agents 
the tools that they need to track al- 
Qaida. We should do so, and in order to 
do so, we must defeat amendments that 
would weaken the bill’s legal protec-
tions for private parties who assist the 
government’s efforts against al-Qaida. 

To conclude, we obviously want to 
write our laws to ensure that in intel-

ligence collection, and any kind of this 
activity, the rights of American citi-
zens are fully protected, that we pro-
tect against domestic political abuse of 
surveillance authority. We have done 
that. 

The question now is whether we want 
to give our intelligence agencies the 
tools they need to track al-Qaida and 
other terrorists. We should do so, and 
in order to do so, we have to defeat 
amendments that would weaken the In-
telligence Committee bill, which lays 
out a good process for balancing the eq-
uities involved and ensuring that we 
have provided not only the Govern-
ment agencies what they need to do 
the job we have asked them to do but 
also to protect the private parties 
whom the Government has asked to 
volunteer to help and which up to now 
they have been able to do because they 
felt that what they did would be pro-
tected from liability. 

Without that liability protection, the 
kind of negative results would occur 
which I have identified. 

So I hope that when this substan-
tiation amendment comes before us, we 
will vote it down and that we will also 
reject the other amendments which are 
designed to weaken the Intelligence 
Committee FISA bill. 

Mr. HATCH. Would the Senator from 
California yield for a unanimous con-
sent request? 

Mrs. FEINSTEIN. I will yield. 
Mr. HATCH. I ask unanimous consent 

that I be permitted to speak imme-
diately following the Senator from 
California. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

AMENDMENT NO. 3910 
Mrs. FEINSTEIN. Mr. President, I 

rise to speak on two of the amend-
ments in the list of amendments to be 
voted on tomorrow. The first is amend-
ment 3910. That relates to making the 
Foreign Intelligence Surveillance Act 
the exclusive authority for conducting 
electronic surveillance. This is cospon-
sored by Chairman ROCKEFELLER, 
Chairman LEAHY, by Senators NELSON 
of Florida, WHITEHOUSE, WYDEN, 
HAGEL, MENENDEZ, SNOWE, SPECTER, 
SALAZAR, and I ask unanimous consent 
to add Senator CANTWELL to that list. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mrs. FEINSTEIN. For the informa-
tion of my colleagues, I do not intend 
to modify this amendment, and so I 
will be seeking a vote on the amend-
ment as it is currently drafted. 

I voted in support of the FISA bill as 
a member of the Intelligence Com-
mittee. But I made clear in that com-
mittee, as well as in statements called 
additional views, which are attached to 
the report of the bill, that I coauthored 
with Senators SNOWE and HAGEL that 
changes were necessary. 

In the Judiciary Committee, we were 
able to secure improvements to the In-
telligence Committee’s bill that I be-
lieved were needed. Most importantly, 
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the Judiciary Committee added strong 
exclusivity language similar to the 
amendment I have now before the Sen-
ate. 

Unfortunately, the Judiciary pack-
age was not adopted on the floor. So 
the amendments we present are de-
signed to restore the exclusivity lan-
guage I believe is vital to FISA and 
goes to the heart of the debate on this 
bill, which is whether this President or 
any other President must follow the 
law. 

With strong exclusivity language, 
which is what we try to add, we estab-
lish a legislative record that the lan-
guage and the intent of the Congress 
compels a President now and in the fu-
ture to conduct electronic surveillance 
of Americans for foreign intelligence 
purposes within the parameters and 
confines of this legislation. 

The amendment makes the following 
important changes to the bill: 

First, it reinforces the existing FISA 
exclusivity language in title 18 of the 
U.S. Code by restating what has been 
true in the statute since 1978—that 
FISA is the exclusive means for con-
ducting electronic surveillance, period. 
So legislative intent is clear. 

Second, the amendment answers the 
so-called AUMF; that is, the authoriza-
tion to use military force loophole used 
by the President to circumvent FISA. 

What is that? The administration has 
argued that the authorization of mili-
tary force against al-Qaida and the 
Taliban implicitly authorized warrant-
less electronic surveillance. This is an 
argument embroidered on fiction, made 
up from nothing. 

Nonetheless, the executive has cho-
sen to use it. 

Under our amendment, it will be 
clear that only an express statutory 
authorization for electronic surveil-
lance in future legislation shall con-
stitute an additional authority outside 
of FISA. In other words, if you are 
going to conduct surveillance outside 
of FISA, there has to be a law that spe-
cifically enables you to do so. Other-
wise, you stay within FISA. 

Third, the amendment makes a 
change to the penalty section of FISA. 
Currently, FISA says it is a criminal 
penalty to conduct electronic surveil-
lance except as authorized by statute. 
This amendment specifies that it is a 
criminal penalty to conduct electronic 
surveillance except as authorized by 
FISA or another express statutory au-
thorization. This means that future 
surveillance conducted under an AUMF 
or other general legislation would 
bring on a criminal penalty. So follow 
the law or else there is a criminal pen-
alty. 

Fourth, the amendment requires 
more clarity in a certification the Gov-
ernment provides to a telecommuni-
cations company when it requests as-
sistance for surveillance and there is 
no court order. Henceforth, the Gov-
ernment will be required to specify the 
specific statute upon which the author-
ity rests for a request for assistance. 

I believe our amendment will 
strengthen the exclusivity of FISA. I 
believe it is critical. Without this 
strong language, we run the risk that 
there will be future violations of FISA, 
just as there have been present viola-
tions of FISA. History tells us that this 
is very possible. 

Let me go into the history for a 
minute because it is interesting how 
eerily similar events of the past were 
to events of today. Let me tell this 
body a little bit about something 
called Operation Shamrock. 

In its landmark 1976 report, the 
Church Committee disclosed, among 
other abuses, the existence of an Oper-
ation titled ‘‘Shamrock.’’ What was 
Shamrock? It was a program run by 
the NSA and its predecessor organiza-
tions from August of 1945 until May of 
1975. That is, for 30 years, the Govern-
ment received copies of millions of 
international telegrams that were sent 
to, from, or transiting the United 
States. The telegrams were provided by 
major communications companies of 
the day—RCA Global and ITT World 
Communications—without a warrant 
and in secret. A third company, West-
ern Union International, provided a 
lower level of assistance as well. 

It is estimated that at the height of 
the program, approximately 150,000 
communications per month were re-
viewed by NSA analysts. So telegrams 
coming into the country and going out 
of the country all went through NSA. 

According to the Church Committee 
report, the companies agreed to par-
ticipate in the program, despite warn-
ings from their lawyers, provided they 
received the personal assurance of the 
Attorney General and later the Presi-
dent that they would be protected from 
lawsuit. 

The NSA analyzed the communica-
tions of Americans in these telegrams 
and disseminated intelligence from 
these communications in its reporting. 

If all of this history sounds eerily fa-
miliar, it should. The parallels between 
Shamrock and the Terrorist Surveil-
lance Program are uncanny, especially 
when one considers that FISA was 
passed in 1978 as a direct result of the 
Church Committee’s report. Yet here 
we are, same place, again today. 

Almost immediately after the Church 
Committee’s report was unveiled, Con-
gress went to work on what is now the 
Foreign Intelligence Surveillance Act 
to put an end to warrantless surveil-
lance of Americans. FISA states that 
when you target surveillance on Amer-
icans, you need a court order, period. 

Some of my colleagues argue that 
FISA was not the exclusive authority 
since 1978 and that the President has 
inherent article II authorities to go 
around FISA. 

On the first point, the legislative his-
tory and congressional intent from 1978 
is clear: Congress clearly intended for 
FISA to be the exclusive authority 
under which the executive branch may 
conduct electronic surveillance. 

Let me read what the Congress wrote 
in 1978 in report language accom-
panying the bill: 

[d]espite any inherent power of the Presi-
dent— 

That means despite any article II au-
thority— 
to authorize warrantless electronic surveil-
lance in the absence of legislation, by this 
bill and chapter 119 of title 18, Congress will 
have legislated with regard to electronic sur-
veillance in the United States, that legisla-
tion with its procedures and safeguards, pro-
hibits the President, notwithstanding any 
inherent powers, from violating the terms of 
that legislation. 

That is the report language written 
in 1978. 

The congressional debate also took 
on the Supreme Court’s decision in the 
Keith case in which the Court ruled 
that since Congress hadn’t enacted leg-
islation in this area at that time, then 
it simply left the Presidential powers 
where it found them. Right? Wrong. In 
response to the Court’s decision, the 
1978 congressional report stated the fol-
lowing: 

The Foreign Intelligence Surveillance Act, 
however, does not simply leave Presidential 
powers where it finds them. To the contrary, 
this bill would substitute a clear legislative 
authorization pursuant to statutory, not 
constitutional, standards. 

Clear. Distinct. Definitive. 
It is important that the record here 

today clearly reiterates that in 1978 
there was an unambiguous position 
that FISA was the exclusive authority 
under which electronic surveillance of 
Americans could be conducted. This 
was in the bill language and the report 
language as passed by the 95th Con-
gress. 

But FISA’s exclusivity was recog-
nized not just by the Congress. The ex-
ecutive branch also agreed that FISA 
was controlling and that any and all 
electronic surveillance would be con-
ducted under the law. 

President Carter at the time issued a 
signing statement to the bill. This 
wasn’t a signing statement like we see 
today. It was not used to express the 
President’s disagreement with the law 
or his intent not to follow part of the 
law. Rather, President Carter used his 
statement to explain his understanding 
of what the law meant. 

Here it is in direct quote: 
The bill requires, for the first time, a prior 

judicial warrant for all electronic surveil-
lance for foreign intelligence or counter-
intelligence purposes in the United States in 
which communications of U.S. persons might 
be intercepted. 

Again, clear, distinct, definitive. 
By issuing this statement, President 

Carter and the executive branch af-
firmed not only Congress’s intent to 
limit when the executive branch could 
conduct surveillance, but it ratified 
that Congress had the power to define 
the parameters of executive authority 
in this area. 

So there was an abuse—Operation 
Shamrock—similar to this incident 
with the telecoms today, followed by a 
clear act of Congress in passing FISA, 
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followed by a clear statement of the ex-
ecutive affirming the meaning of FISA. 
Together, these acts were taken to end 
the exercise of unchecked executive au-
thority. Here we are, back in 1978 
today. 

Despite the 1978 language and 
Congress’s clear willingness to amend 
FISA to make it apply to the new war 
against terrorism early in its tenure, 
the Bush administration decided that 
it would act outside the law. This was 
a conscious decision. Not one part of 
FISA was ever tried to be put under 
the auspices of the FISA law and the 
Foreign Intelligence Surveillance 
Court. That was both wrong and unnec-
essary. 

To justify this mistake, the Depart-
ment of Justice developed a new con-
voluted argument that Congress had 
authorized the President to go around 
FISA by passing the authorization for 
use of military force against al-Qaida 
and the Taliban. Can anybody really 
believe that? This, too, was wrong. I 
was there. I sat in most meetings. I 
defy anybody in this body to come for-
ward and tell me privately or publicly 
that going around FISA was ever con-
templated by the AUMF. In fact, it was 
not. It was never even considered. 

Apparently not confident of its 
AUMF argument, the administration 
decided to also assert a broad theory of 
Executive power, premised on Article 
II of the Constitution. These are the 
powers of the President. 

Under this argument, the Bush ad-
ministration asserted that despite con-
gressional action, the President has 
the authority to act unilaterally and 
outside of the law if he so chooses, sim-
ply by virtue of his role as Commander 
in Chief. While Presidents throughout 
history all tried to expand their power, 
this new twist would place the Presi-
dent of the United States outside the 
law. Taken to its logical conclusion, if 
the Congress cannot enact statutes 
that the President must follow, then he 
is above the law. I disagree with that 
position. I do not believe anyone can be 
above the rule of law. But I am not the 
only one. 

Justice Jackson described it best in 
his Youngstown opinion. In 1952, 
against the backdrop of the Korean 
war, the Supreme Court addressed the 
issue of when congressional and execu-
tive authorities collide in the Youngs-
town Sheet and Tube Company v. Saw-
yer. The question presented in Youngs-
town was whether President Truman 
was acting within his constitutional 
powers when he issued an order direct-
ing the Secretary of Commerce to take 
possession of and operate most of the 
Nation’s steel mills. In other words, 
the Government was going to take over 
the steel mills. 

The Truman administration argued 
that the President was acting within 
his inherent power as Commander in 
Chief in seizing the steel mills, since a 
proposed strike by steelworkers would 
have limited the Nation’s ability to 
produce the weapons needed for the Ko-
rean war. 

The Bush administration today is 
making the very same argument. It is 
asserting that the President’s constitu-
tional authorities as Commander in 
Chief trump the law. However, in a 6- 
to-3 decision in Youngstown, the Su-
preme Court held that President Tru-
man exceeded his constitutional au-
thority. Justice Jackson authored the 
famous concurring opinion, setting 
forth the three zones into which Presi-
dential actions fall. 

The first zone: When the President 
acts consistently with the will of Con-
gress, the President’s power is at its 
greatest. 

Two: When the President acts in an 
area in which Congress has not ex-
pressed itself, there is an open question 
as to the scope of congressional and 
Presidential authority. So we know the 
first two. 

The third zone: When the President 
acts in contravention of the will of 
Congress, Presidential power is at its 
lowest. 

That is where we are right now. 
Clearly, President Bush acted outside 
of the scope of the law. According to 
Youngstown, his power is at its lowest. 
The only way to test that is to bring a 
case before the Supreme Court again. 
But the fact the Court ruled against 
Truman in a situation of war—in a sit-
uation where a strike would have shut 
down the steel mills, when Truman 
tried to use his commander in chief au-
thority to seize the steel mills, the 
Court said: You cannot do that, and 
then it went on to define the different 
zones of Presidential authority. It is a 
big opinion, and it is one which is often 
quoted in our judicial hearings on Su-
preme Court nominees. 

Justice Jackson also wrote: 
When the President takes measures incom-

patible with the expressed or implied will of 
Congress— 

Which is this case— 
his power is at its lowest ebb, for then he can 
rely only on his constitutional powers, 
minus any constitutional powers of Congress 
over the matter. 

Now, this is key, this last part: Al-
though Justice Jackson’s opinion was 
not binding at the time, the Supreme 
Court has since adopted it as a touch-
stone for understanding the dimensions 
of Presidential power. The Youngstown 
case is as important today as it was 
then. 

That is why I am proposing this 
amendment. I want to make it crystal 
clear, and my cosponsors want to make 
it crystal clear, that Congress has 
acted to prohibit electronic surveil-
lance on U.S. persons for foreign intel-
ligence purposes outside of FISA, and 
this amendment does that. 

One day this issue is going to be be-
fore the Court, and on that day I want 
the Justices to be able to go back and 
see the legislative intent; the legisla-
tive intent as it was in the Judiciary 
Committee, the legislative intent as it 
is here on the floor, and the legislative 
intent of this amendment to strength-
en the exclusivity parts of FISA. 

What we have here is a case of his-
tory repeating itself: abuse followed by 
a clear statement from Congress, then 
another abuse with the Terrorist Sur-
veillance Program. It too should be fol-
lowed by a clear statement from Con-
gress. 

Now is the time for the Congress of 
the United States to reassert its con-
stitutional authorities and pass a law 
that clearly and unambiguously pro-
hibits warrantless surveillance outside 
of FISA. Now is the time to say that no 
President, now or in the future, can op-
erate outside of this law. 

I mentioned that in 2001 the Presi-
dent chose to go outside of FISA. In 
January of 2007, after the Intelligence 
Committee learned about the full di-
mensions of the law, guess what. The 
executive branch brought it to the 
Court and bit by bit put the program 
under the Foreign Intelligence Surveil-
lance Court. Today, the entire program 
is within the parameters of the Foreign 
Intelligence Surveillance Court. 

What I am saying to this body is it 
was a terrible misjudgment not to do 
so in 2001, because I believe the Foreign 
Intelligence Surveillance Court would 
have given permission to the program. 
So I believe this amendment is abso-
lutely crucial, and I very much hope it 
will pass tomorrow. 

Now, if I may, I wish to speak in sup-
port of my amendment to replace the 
full immunity in the underlying bill 
with a system of FISA Court review. 
This is amendment No. 3919. I am 
joined in this amendment by Senators 
BILL NELSON, BEN CARDIN, and KEN 
SALAZAR. I ask unanimous consent to 
add Senator WHITEHOUSE as a cospon-
sor, and I know that Senator WHITE-
HOUSE wishes to come to the floor to 
speak to this amendment. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

Mrs. FEINSTEIN. This amendment is 
about allowing a court to review the 
request for immunity for the tele-
communications companies, but in a 
way that is carefully tailored to meet 
this unique set of suits. It allows for 
the good faith defense if the companies 
reasonably believed the assistance they 
provided the Government was legal. 

As Members know, the FISA Court 
comprises 11 Federal district court 
judges appointed by the Chief Justice. 
It has heard thousands of applications 
for FISA warrants and has recently 
made determinations on the execu-
tive’s procedures under the Protect 
America Act. In January of 2007, the 
Court put the entire Terrorist Surveil-
lance Program under its jurisdiction. 
Its judges and its staff are experts in 
surveillance law, and the Court pro-
tects national security secrets. 

Let me describe the amendment 
briefly. Under this amendment, the 
FISA Court is directed to conduct a 
tailored, three-part review. 

Part one: The FISA Court will deter-
mine whether a telecommunications 
company actually provided the assist-
ance to the Federal Government as 
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part of the Terrorist Surveillance Pro-
gram. If not, those cases are dismissed. 
So if you didn’t give help and you have 
litigation pending, the case is dis-
missed, period. 

Second: If assistance was provided, 
the Court would review the request let-
ters sent from the Government to the 
companies every 30 to 45 days. The 
FISA Court would then have to deter-
mine whether these letters, in fact, 
met the requirements of the applicable 
law. There is law on this. It is part of 
FISA. It is 18 U.S.C. 2511. If they met 
the requirements, the cases against the 
companies are dismissed. 

Now, let me tell my colleagues what 
the law says. Sections 2511(2)(a)(ii)(A) 
and (ii)(B) state that companies are al-
lowed to provide assistance to the Gov-
ernment if they receive a certification 
in writing by a specified person (usu-
ally the Attorney General or a law en-
forcement officer specifically des-
ignated by the Attorney General). 

The certification is required to state 
that no warrant or court order is re-
quired by law, that all statutory re-
quirements have been met, and that 
the specified assistance is required by 
the Government. Now that is what the 
law says. It is short, it is succinct, it is 
to the point. 

The question is: Do the specifics of 
the actual documents requesting as-
sistance meet the letter of this law 
with respect to contents and timing. If 
they did, the companies would be 
shielded from lawsuits. Why? Because 
that is the law. That is what the law 
says. No one would want us not to fol-
low the law. 

Finally, in any case where the de-
fendant company did provide assist-
ance but did not have a certification 
that complied with the requirements I 
have read, the FISA Court would assess 
whether the company acted in good 
faith, as has been provided under com-
mon law. 

There are several cases of common 
law that describe what is called the 
good faith defense—the U.S. v. Barker, 
Smith v. Nixon, Halperin v. Kissinger, 
and Jacobson v. Bell Telephone. So 
there is common law on the subject. 

There would be at least three lines of 
defense for defendant companies in this 
situation. They could argue that the 
assistance was lawful under the stat-
utes other than 18 U.S.C. 2511—the law 
I have cited; that they believed, per-
haps wrongly, that the letters from the 
Government were lawful certifications; 
or that complying with the request for 
assistance was lawful because the 
President had article II authority to 
conduct this surveillance. They could 
make their arguments, and the plain-
tiffs, against the defendant companies, 
could make their arguments. 

In this case, the FISA Court would 
then determine whether the company 
acted in good faith and whether it had 
an objectively reasonable belief that 
compliance with the Government’s 
written request or directives for assist-
ance were lawful. If the Court finds 

that the company met this standard, 
the lawsuits would be dismissed. 

I believe this very narrow three-part 
test strikes the right balance between 
the competing interests in the immu-
nity debate. This amendment neither 
dismisses the cases wholesale, nor does 
it allow the cases to proceed if the 
companies had an objectively reason-
able belief that their compliance was 
lawful. 

Let me point out for a moment some 
of the history relevant to this issue. 

First: Requests for assistance from 
the Government to the telecoms came 
about 1 month following the worst ter-
rorist attack against our Nation. That 
is fact. There was an ongoing acute na-
tional threat. That is a fact. The ad-
ministration was warning that more 
attacks might be imminent. That was 
fact. And we now know that there was 
a plot to launch a second wave of at-
tacks against the west coast. 

Two: Certain telecom companies re-
ceived letters every 30 to 45 days from 
very senior Government officials. That 
is fact. I have read them. The letters 
said the President had authorized their 
assistance. That is fact. They also said 
the Attorney General had confirmed 
the legality of the program. That is 
fact. These assurances were from the 
highest levels of the Government. 

Third: Only a very small number of 
people in these companies had the se-
curity clearances to be allowed to read 
the letters, and they could not consult 
others with respect to their legal re-
sponsibility, nor are these tele-
communication company executives 
expert in separation of powers law—ei-
ther article II legal arguments or the 
flawed AUMF argument. 

Fourth: As I mentioned, common law 
has historically provided that if the 
Government asks a private party for 
help and makes such assurances that 
help is legal, the person or company 
should be allowed to provide assistance 
without fear of being held liable. That 
is true. Common law does this. One 
would think this would be especially 
true in the case of protecting our Na-
tion’s security. 

Fifth, taking no legislative action on 
the pending cases ignores the fact that 
these companies face serious, poten-
tially extraordinarily costly litigation 
but are unable at the present time to 
defend themselves in court. The Gov-
ernment has invoked the state secrets 
defense. 

Now, this is a sort of insidious de-
fense. It places the companies in a fun-
damentally unfair place. Individuals 
and groups have made allegations to 
which companies cannot respond. They 
cannot answer charges, nor can they 
respond to what they believe are 
misstatements of fact and untruths. 

Bottom line, they cannot correct 
false allegations or misstatements, 
they cannot give testimony before the 
court, and they cannot defend them-
selves in public or in private. 

While I have concerns about striking 
immunity altogether or substituting 

the Government for the companies, I 
don’t believe full immunity is the best 
option without having a court review 
the certification and the good-faith de-
fense. 

Currently, under FISA there is a pro-
cedure that allows the Government to 
receive assistance from telecommuni-
cations companies. As I have already 
described, title 18 of the U.S. Code, sec-
tion 2511, states that the Government 
must provide a court order or a certifi-
cation in writing that states: 

No warrant or court order is required by 
law, that all statutory requirements have 
been met, and that the specified assistance is 
required, setting forth the period of time 
during which the provision of the informa-
tion, facilities, or technical assistance is au-
thorized and specifying the information, fa-
cilities, or technical assistance required. . . . 

That is it. Under the law, these are 
the circumstances under which a tele-
communications company may provide 
information and services to the Gov-
ernment. Unfortunately, the adminis-
tration chose not to go to the FISA 
Court in the fall of 2001 for a warrant. 
I will never understand why. Instead, it 
asserted that Article II of the Constitu-
tion allowed the President to act out-
side of FISA. 

However, as I said, by January of 
2007—more than 5 years later—the en-
tire Terrorist Surveillance Program 
was, in fact, brought under the FISA 
Court’s jurisdiction. So, ultimately, 
the administration agreed that the pro-
gram can and should be conducted 
under the law. 

Senators NELSON, CARDIN, SALAZAR, 
WHITEHOUSE, and I believe the question 
of whether telecommunications compa-
nies should receive immunity should 
hinge on whether the letters the Gov-
ernment sent to these companies met 
the requirements of 18 U.S.C. 2511 or, if 
not, if the companies had an objection-
ably reasonable belief their assistance 
was lawful, and what that objective be-
lief was. 

In other words, we should not grant 
immunity if companies were willingly 
and knowingly violating the law. 

So the best way to answer this ques-
tion is to allow an independent court, 
skilled in intelligence matters, to re-
view the applicable law and determine 
whether the requirements of the law or 
the common law principle were, in fact, 
met. If they were, the companies would 
receive immunity; if not, they would 
not. But a court would make that deci-
sion, not a body, some of whom have 
seen the letters but most of whom have 
not. But it would be a court that is 
skilled in this particular kind of law. 

I want to briefly comment on proce-
dure. I very much regret that this 
amendment faces a 60-vote threshold 
when the other two amendments relat-
ing to telecom immunity face majority 
votes. Clearly, someone was afraid this 
might get a majority vote and, there-
fore, they put on a 60-vote require-
ment. 

This, I believe, is prejudicial, and it 
places a higher burden on this amend-
ment. And the irony is, this amend-
ment could be an acceptable solution 
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for the other House, which has passed a 
bill that doesn’t contain any provisions 
for immunity and has said they would 
not provide any provision for immu-
nity. This is the way to handle that 
particular issue. 

I, therefore, urge my colleagues to 
support this amendment both on the 
merits and so that we can finish the 
FISA legislation. I hope the conferees 
will take a strong vote on this amend-
ment—whether it reaches 60 Senators 
to vote aye or not—as a signal that it 
is a good solution when the legislation 
goes to conference. 

Mr. President, I ask for the yeas and 
nays on both of these amendments. 

The ACTING PRESIDENT pro tem-
pore. Is there objection to asking for 
the yeas and nays on the two amend-
ments at this time? 

Without objection, it is so ordered. 
Is there a sufficient second? 
There is a sufficient second. 
The yeas and nays were ordered. 
The ACTING PRESIDENT pro tem-

pore. The Senator from Utah is recog-
nized. 

Mr. HATCH. Mr. President, for the 
last 6 months I have come to the floor 
on numerous occasions to offer my sup-
port of the limited immunity provi-
sions in the Rockefeller-Bond bill. 

In addition to my views on this sub-
ject, there are countless Americans 
who have expressed their support for 
the immunity provision. 

In fact, I ask unanimous consent to 
have printed in the RECORD a letter 
sent to the Senate leadership last 
month, which is signed by 21 State at-
torneys general, which expresses their 
strong support for the immunity provi-
sion included in this bill. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 

DECEMBER 11, 2007. 
RE FISA Amendments Act of 2007 (S. 2248). 

Hon. HARRY REID, 
Senate Majority Leader, 
Washington, DC. 
Hon. MITCH MCCONNELL, 
Senate Minority Leader, 
Washington, DC. 

DEAR MAJORITY LEADER REID AND MINOR-
ITY LEADER MCCONNELL: We understand that 
the Senate will soon consider S. 2248, the 
FISA Amendments Act of 2007, as recently 
reported by the Senate Select Committee on 
Intelligence. Among other things, the bill 
would directly address the extensive litiga-
tion that communications carriers face 
based on allegations that they responded to 
requests from the government regarding cer-
tain intelligence-gathering programs. For a 
number of reasons, we support these care-
fully crafted provisions of the bill that the 
Intelligence Committee adopted on a bi-par-
tisan basis. 

First, protecting carriers from this unprec-
edented legal exposure is essential to domes-
tic and national security. State, local and 
federal law enforcement and intelligence 
agencies rely heavily on timely and respon-
sive assistance from communications pro-
viders and other private parties; indeed, this 
assistance is utterly essential to the agen-
cies’ functions. If carriers and other private 
parties run the risk of facing massive litiga-
tion every time they assist the government 

or law enforcement, they will lack incen-
tives to cooperate, with potentially dev-
astating consequences for public safety. 

Second, the provisions of the bill are con-
sistent with existing, long-standing law and 
policy. Congress has long provided legal im-
munity for carriers when, in reliance on gov-
ernment assurances of legality or otherwise 
in good faith, they cooperate with law en-
forcement and intelligence agencies. But be-
cause the government has invoked the ‘‘state 
secrets privilege’’ with respect to the subject 
matter of the cases, the carriers are disabled 
from mounting an effective defense, they are 
not permitted to invoke the very immunities 
written into the law for their benefit, and 
they cannot rebut the media storm that has 
damaged the companies’ reputations and 
customer relationships. The immunity provi-
sions of S. 2248 would overcome this paradox, 
but not simply by dismissing the pending 
cases outright. Instead, they would establish 
a thoughtful, multi-step process involving 
independent review by the Attorney General 
and the courts that, only when completed, 
would lead to dismissal of the claims. 

Third, cases against the carriers are nei-
ther proper nor necessary avenues to assess 
the legality of the government’s intel-
ligence-gathering programs. Government en-
tities or officials are already parties in over 
a dozen suits challenging the legality of the 
alleged programs, and the immunity provi-
sions in S. 2248 would have no impact on 
these claims. In short, Congress should not, 
in a rush to hold the government account-
able for alleged wrongdoing, burden these 
carriers with the substantial reputational 
damage and potentially ruinous liability 
that could flow from these suits. If these al-
leged programs were legally infirm, the gov-
ernment, not private actors who acted in 
good faith and for patriotic reasons, should 
answer for them. 

For these reasons, we urge that any FISA- 
reform legislation adopted by the Senate in-
clude the carrier-immunity provisions cur-
rently contained in S. 2248. 

Hon. W.A. Drew Edmondson, Attorney 
General of Oklahoma; Hon. J.B. Van 
Hollen, Attorney General of Wisconsin; 
Hon. John Suthers, Attorney General 
of Colorado; Hon. Patrick Lynch, At-
torney General of Rhode Island; Hon. 
Bill McCollum, Attorney General of 
Florida; Troy King, Attorney General 
of Alabama; Hon. Dustin McDaniel, At-
torney General of Arkansas; Hon. 
Thurbert E. Baker, Attorney General 
of Georgia; Hon. Paul Morrison, Attor-
ney General of Kansas; Hon. Kelly 
Ayotte, Attorney General of New 
Hampshire. 

Hon. Jon Bruning, Attorney General of 
Nebraska; Hon. Wayne Stenehjem, At-
torney General of North Dakota; Hon. 
Roy Cooper, Attorney General of North 
Carolina; Hon. Henry McMaster, Attor-
ney General of South Carolina; Hon. 
Tom Corbett, Attorney General of 
Pennsylvania; Hon. Greg Abbott, At-
torney General of Texas; Hon. Larry 
Long, Attorney General of South Da-
kota; Hon. Bob McDonnell, Attorney 
General of Virginia; Hon. Mark 
Shurtleff, Attorney General of Utah; 
Hon. Darrell McGraw, Attorney Gen-
eral of West Virginia; Hon. Bob McKen-
na, Attorney General of Washington. 

Mr. HATCH. Mr. President, here is 
the list of the attorneys general who 
signed this letter endorsing the immu-
nity provision in the original Rocke-
feller-Bond bill. They are attorneys 
general from the States of Wisconsin, 
Rhode Island, Oklahoma, Colorado, 
Florida, Alabama, Arkansas, Georgia, 

Kansas, Utah, Texas, New Hampshire, 
Virginia, North Dakota, North Caro-
lina, South Carolina, Pennsylvania, 
South Dakota, Nebraska, West Vir-
ginia, and Washington. 

In addition, I ask unanimous consent 
to have printed in the RECORD four let-
ters sent from law enforcement organi-
zations, all in support of the immunity 
provision of the bill. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 

NATIONAL SHERIFF’S ASSOCIATION, 
Alexandria, VA, November 13, 2007. 

Hon. PATRICK J. LEAHY 
Chairman, Committee on the Judiciary, U.S. 

Senate, Washington, DC. 
Hon. ARLEN SPECTER, 
Ranking Member, Committee on the Judiciary, 

U.S. Senate, Washington, DC. 
DEAR CHAIRMAN LEAHY AND RANKING MEM-

BER SPECTER: On behalf of the National Sher-
iffs’ Association (NSA), I am writing to urge 
you to support Section 202 of the FISA 
Amendments Act of 2007 (S. 2448). This exten-
sion of retroactive immunity under the 
terms referenced in this section would have 
a significant impact on the cooperative rela-
tionship between the government and the 
private companies to safeguard public safe-
ty. 

As you know, the electronic surveillance 
for law enforcement and intelligence func-
tions depends in great part on the coopera-
tion of the private companies that operate 
the nation’s telecommunication system. Sec-
tion 202 would provide much needed liability 
relief to electronic communication service 
providers that assisted the intelligence com-
munity to implement the President’s sur-
veillance program in the aftermath of Sep-
tember 11, 2001. The provision of retroactive 
immunity would help ensure that these pro-
viders who acted in good faith to cooperate 
with the government when provided with 
lawful requests in the future. 

The nation’s sheriffs recognize the critical 
role that electronic communication service 
providers play in assisting intelligence offi-
cials in national security activities. How-
ever, given the scope of the current civil 
damages suits, we are gravely concerned 
that, without retroactive immunity, the pri-
vate sector might be unwilling to cooperate 
with lawful government requests in the fu-
ture. The possible reduction in intelligence 
that might result from protracted litigation 
is unacceptable for the security of our citi-
zens. 

As the Senate considers the FISA Amend-
ments Act of 2007, we strongly urge you to 
help preserve the cooperative relationship 
between law enforcement and the private 
sector by supporting Section 202. 

Sincerely, 
SHERIFF CRAIG WEBRE, 

President. 

THE NATIONAL TROOPERS COALITION, 
Washington, DC, November 12, 2007. 

Hon. PATRICK J. LEAHY, 
Chairman, Senate Judiciary Committee, Wash-

ington, DC. 
Hon. ARLEN SPECTER, 
Ranking Member, Senate Judiciary Committee, 

Washington, DC. 
DEAR CHAIRMAN LEAHY AND RANKING MEM-

BER SPECTER: As the Senate Judiciary Com-
mittee gets set to consider legislation that 
would update the Foreign Intelligence Sur-
veillance Act (FISA), the National Troopers 
Coalition wishes to express its support for 
Section 202 of the FISA Amendments Act of 
2007. This section is of particular importance 
to the NTC and law enforcement in general 
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because it will have a significant impact on 
the cooperative relationship between govern-
ment and the private sector in relation to 
public safety. 

Section 202 provides much needed relief 
from mass tort litigation relief to tele-
communications companies that helped pro-
tect our nation after the horrific attacks of 
September 11, 2001. Should this narrow provi-
sion not be adopted, we believe that all lev-
els of law enforcement will suffer by losing 
the cooperation of vital allies in our ongoing 
fight againt crime. The chilling effect will be 
that businesses may feel compelled to avoid 
the risk of litigation by declining to cooper-
ate with law enforcement even though they 
have every reason to believe the request is 
lawful. 

In the weeks following the 9/11 attacks, 
some telecommunications companies were 
apparently asked by the President for their 
assistance with intelligence activities, aimed 
at preventing similar attacks in the future. 
These companies were assured that their 
compliance was necessary and deemed lawful 
by the Attorney General. Upon complying 
with the government’s request, and pro-
viding information that would keep the 
American people safe, these companies now 
face the prospect of years of litigation, even 
though they cannot defend themselves in 
court due to the highly classified nature of 
the governmental program they were assured 
was legal. This is disheartening, to say the 
least. 

The nation’s State Troopers understand 
the vital role that private businesses play in 
emergency situations and criminal inves-
tigations, and we are concerned that if these 
companies continue to be dragged through 
costly litigation for having responded in 
these circumstances, it will deter their vol-
untary cooperation with law enforcement 
authorities in the future. When it comes to 
protecting the public from terrorists, sophis-
ticated international gangs and on-line pred-
ators, government counts on its private sec-
tor partners for help. We cannot afford to 
send the message that if you cooperate with 
law enforcement you will be sued. 

As the Senate considers this legislation, 
we strongly urge you to help preserve the co-
operative relationship between law enforce-
ment and private businesses by supporting 
Section 202. 

Sincerely, 
DENNIS J. HALLION, 

Chairman. 

NATIONAL NARCOTIC OFFICERS’ 
ASSOCIATION’S COALITION, 

West Covina, CA, November 14, 2007. 
Re Support for Section 202 of the FISA 

Amendments Act of 2007 

Hon. PATRICK LEAHY, 
Chairman, Senate Committee on the Judiciary, 

Washington, DC. 
Hon. ARLEN SPECTER, 
Ranking Member, Senate Committee on the Ju-

diciary, Washington, DC. 
DEAR CHAIRMAN LEAHY AND RANKING MEM-

BER SPECTOR: I am writing on behalf of the 
forty-four state narcotic officers’ associa-
tions and the more than 69,000 law enforce-
ment officers represented by the National 
Narcotic Officers’ Associations’ Coalition 
(NNOAC) to encourage your strong support 
for Section 202 of the FISA Amendments Act 
of 2007. 

Section 202 provides much-needed relief 
from mass tort litigation towards tele-
communications companies that helped pro-
tect our nation after the horrific attacks of 
September 11, 2001. Should this provision not 
be adopted, we believe that federal, state and 
local law enforcement will suffer by losing 
important voluntary cooperation of allies in 

our national fight against crime. Private 
corporations and business may decide to 
avoid the risk of litigation by declining to 
cooperate with law enforcement—even if 
they have every reason to believe the request 
for their help is lawful and just. 

The NNOAC understands and appreciates 
the vital role that private businesses play in 
emergency situations and criminal inves-
tigations. Our membership is very concerned 
that if these corporate entities continue to 
be dragged through costly litigation for hav-
ing responded during dire circumstances— 
like the terrorist attacks occurring on Sep-
tember 11, 2001—it will have a chilling effect 
on the private sector’s voluntary coopera-
tion with law enforcement in the future. The 
United States government cannot afford to 
send the message to corporate America that 
if you cooperate with law enforcement and 
the office of the United States Attorney Gen-
eral, you will get sued. 

Thank you for your consideration of this 
important provision and your continued sup-
port towards law enforcement. I am happy to 
discuss this issue further. 

Sincerely, 
RONALD E. BROOKS, 

President. 

INTERNATIONAL ASSOCIATION 
OF CHIEFS OF POLICE, 

Alexandria, VA, November 15, 2007. 
Hon. PATRICK LEAHY, 
Chair, Committee on the Judiciary, U.S. Senate, 

Washington, DC. 
DEAR CHAIRMAN LEAHY: As President of the 

International Association of Chiefs of Police 
(IACP), I am writing to express my support 
for Section 202 of the FISA Amendments Act 
of 2007. This section is of particular impor-
tance to law enforcement because it will 
have a significant impact on the vital coop-
erative relationship between government 
and the private sector that is necessary to 
promote and protect public safety. 

As you know, Section 202 provides relief 
from litigation to telecommunications com-
panies that responded to the government’s 
request for assistance following the horrific 
attacks of September 11, 2001. It is my belief 
that failure to adopt this provision could 
jeopardize the cooperation of vital allies in 
our ongoing fight against crime and ter-
rorism. Businesses often feel compelled to 
avoid the risk of litigation by declining to 
cooperate with law enforcement even though 
they have every reason to believe the request 
is lawful. 

Police chiefs understand the vital role that 
private businesses often play in emergency 
situations and criminal investigations, and 
we are concerned that if these companies are 
faced with the threat of litigation for re-
sponding in these circumstances, it will have 
a chilling effect on their voluntary coopera-
tion with law enforcement authorities in the 
future. 

At this critical time in history, when fed-
eral, state, tribal and local law enforcement 
agencies are striving to protect the public 
from terrorists, sophisticated international 
gangs, online predators, and other violent 
criminals, it is extremely important that we 
be able to rely on the private sector for 
much needed assistance. 

Therefore, as the Senate considers this leg-
islation, I urge you to help preserve the co-
operative relationship between law enforce-
ment and private businesses by supporting 
Section 202. 

Thank you for your attention to this im-
portant matter and for your efforts on behalf 
of law enforcement. 

Sincerely, 
RONALD C. RUECKER, 

President. 

Mr. HATCH. Mr. President, The first 
letter is from the National Sheriffs As-

sociation on behalf of 20,000 nationwide 
sheriffs. It states in part: 

The Nation’s sheriffs recognize the critical 
role that electronic communication service 
providers play in assisting intelligence offi-
cials on national security activities. We are 
gravely concerned that, without retroactive 
immunity, the private sector might be un-
willing to cooperate with lawful Government 
requests in the future. The possible reduc-
tion in intelligence that might result from 
protracted litigation is unacceptable to the 
security of our citizens. We strongly urge 
you to help preserve the cooperative rela-
tionship between law enforcement and the 
private sector by supporting the immunity 
provision of this bill. 

The other letters include one from 
the National Troopers Coalition, on be-
half of its 40,000 members, one from the 
International Association of Chiefs of 
Police, on behalf of its 21,000 members, 
and one from the National Narcotics 
Officers’ Association’s Coalition on be-
half of its 69,000 members. All of these 
letters support the retroactive immu-
nity provision. 

I have to tell you, when 150,000 law 
enforcement personnel with tremen-
dous experience and expertise say they 
support telecom retroactive immunity, 
we should be listening and we should be 
giving this great weight. They know 
firsthand the dangers we face and they 
know what is at stake. 

Let me talk a little about the Fein-
stein amendment No. 3910 on exclusive 
means. S. 2248 already has an exclusive 
means provision that is identical to the 
first part of the distinguished Sen-
ator’s amendment. That provision sim-
ply restates Congress’s intent back in 
1978, when FISA was enacted, to place 
the President at his lowest ebb of au-
thority in conducting warrantless for-
eign intelligence surveillance. 

The current provision in S. 2248 was 
acceptable to all sides in the Intel-
ligence Committee because it main-
tains the status quo with respect to the 
dispute over the President’s constitu-
tional authority to authorize warrant-
less surveillance. 

Unfortunately, the amendment of the 
distinguished Senator from California 
is a significant expansion of the bipar-
tisan provision that we enacted in the 
Intelligence Committee bill. Her 
amendment goes further by stating 
that only an express statutory author-
ization for electronic surveillance, 
other than FISA or the criminal wire-
tap statutes, shall constitute addi-
tional exclusive means. 

This attempts to prohibit the Presi-
dent’s exercise of his judicially recog-
nized article II authority to issue war-
rantless electronic surveillance direc-
tives. 

During the next attack on our coun-
try or in the face of an imminent 
threat, the Congress may not be in a 
position to legislate an express author-
ization of additional means. We may 
get intelligence information about an 
imminent threat during a lengthy re-
cess, over a holiday. Air travel may be 
inhibited. 

The bottom line is, we don’t know 
what tomorrow will bring. Yet this 
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provision of the distinguished Senator 
from California would raise unneces-
sary legal concerns that might impede 
effective action by the executive 
branch to protect this country. 

This amendment would also make 
members of the intelligence commu-
nity who conduct electronic surveil-
lance at the direction of the President 
subject to the FISA criminal penalty 
provisions of a $10,000 fine and impris-
onment for not more than 5 years. 

Virtually all of these people are not 
partisan people. They are people who 
continue on regardless of what admin-
istration is involved. They are there to 
do the job to protect us. They are not 
partisans. We should not treat them as 
such, and certainly we should not be 
saying that if they make a mistake, 
they are subject to a criminal provi-
sion of a $10,000 fine or imprisonment 
of not more than 5 years. Also, it is 
likely these criminal penalties would 
apply to any service provider who as-
sisted the Government in conducting 
such electronic surveillance. That 
makes it even tougher to get their co-
operation. Up until now they have been 
willing to cooperate because they real-
ize how important this work is, and 
they have the request of high-level offi-
cials in the Government. That should 
be enough to protect them. They are 
doing it patriotically, to protect our 
country. They should not be hampered 
nor should their general counsels have 
to make a decision that the U.S. Gov-
ernment will have to go to court, with 
all of the delays involved in that, in 
order to do what it takes to protect the 
people in this country. 

Regardless of what the skeptics and 
critics have said about the President’s 
Terrorist Surveillance Program, the 
Constitution trumps the FISA statute. 
If a Government employee acts under 
the color of the President’s lawful exer-
cise of his constitutional authority, 
that employee should not be subject to 
a criminal penalty. 

In my opinion, the current restate-
ment of exclusive means is fair and 
keeps the playing field level, and it is 
enough. Ultimately, the Supreme 
Court may decide whether Congress 
has the authority to limit the Presi-
dent’s authority to intercept enemy 
communications. Until then, it is my 
hope that we don’t try to tilt the bal-
ance in a way that we may someday 
come to regret. 

I urge my colleagues to vote against 
this exclusive means amendment. 

The next Feinstein amendment is No. 
3919. This amendment alters the immu-
nity provision of the Rockefeller-Bond 
bill. I will oppose this amendment. 

As has been said countless times, the 
immunity provision in this legislation 
was created after months of extensive 
debate and negotiation between the 
Congress and the intelligence commu-
nity. 

I cannot emphasize enough the pains-
taking work that the Intelligence Com-
mittee undertook in order to create 
this immunity provision. The chairman 

of the Senate Select Committee on In-
telligence stated the following in the 
Intelligence Committee report: 

The [Intelligence] Committee did not en-
dorse the immunity provision lightly. It was 
the informed judgment of the Committee 
after months in which we carefully reviewed 
the facts in the matter. The Committee 
reached the conclusion that the immunity 
remedy was appropriate in this case after 
holding numerous hearings and briefings on 
the subject and conducting a thorough exam-
ination of the letters sent by the U.S. Gov-
ernment to the telecommunications compa-
nies. 

The administration wanted more 
than what is in this bill, and they did 
not get it. In a bipartisan way, we 
came together to come up with this 
bill, and it should not be tampered 
with now on the floor. 

Let’s look at what this means in re-
lation to ongoing litigation. Since this 
immunity compromise provides no im-
munity for Government agencies or of-
ficials, the following seven cases will 
continue to be unaffected by this legis-
lation. The immunity provision of the 
Senate Select Committee on Intel-
ligence bill still allows TSP challenges 
in the al-Haramain Islamic Founda-
tion, Inc. v. George W. Bush case, the 
ACLU v. National Security Agency 
case, the Center for Constitutional 
Rights v. George W. Bush case, the 
Guzzi v. George W. Bush case, the Hen-
derson v. Keith Alexander case, the 
Shubert v. George W. Bush case, and 
the Tooley v. George W. Bush case. 

I wish to draw attention to the first 
case. The al-Haramain Islamic Founda-
tion has been designated by the De-
partment of the Treasury as a ‘‘spe-
cially designated global terrorist’’ for 
providing support to al-Qaida and was 
similarly designated by the United Na-
tions Security Council. If there ever 
was a case that should be dismissed, 
this is it—a terrorist organization pro-
viding support to al-Qaida sues the 
President for listening to their ter-
rorist conversations. Unbelievable. And 
yet since the immunity provision in 
this bill is silent on the issue, the case 
will go on. 

I highlight this case to remind people 
the provision in the bill already rep-
resents a compromise. The provision in 
the original bill passed by a 13-to-2 bi-
partisan vote out of the Intelligence 
Committee on which I serve. Despite 
repeated attempts to tweak this com-
promise, it remains the most appro-
priate and just mechanism for the reso-
lution of this issue. 

Just like the faulty ideas of Govern-
ment indemnification and Government 
substitution, the Foreign Intelligence 
Surveillance Court review of certifi-
cations is yet another alternative that 
fails to improve on the original bipar-
tisan immunity compromise we have in 
the bill before us. 

I will oppose any provisions which 
weaken the immunity compromise. 
This amendment we are debating will 
do exactly that. Rather than rely on 
the carefully crafted language, this 
amendment introduces radically new 

ideas which completely change the dy-
namics of the immunity provision of 
the bipartisan bill. Rather than allow-
ing the presiding district judge to re-
view the Attorney’s General certifi-
cation called for in this bill, this 
amendment unnecessarily expands the 
Foreign Intelligence Surveillance 
Court jurisdiction into areas unheard 
of when this court was created nearly 
30 years ago and equally unheard of in 
the year 2008. 

Let’s remember what it is that the 
Foreign Intelligence Surveillance 
Court was created to do: 

A court which shall have jurisdiction to 
hear applications for and grant orders ap-
proving electronic surveillance. 

That is the mission of the FISC. So 
the FISC hears applications for and 
grants orders approving electronic sur-
veillance. That is it. That is all they 
were created to do and rightly so. 
These are judges from all over the 
country who serve on the FISC at spe-
cial times and do read these briefs, do 
read these legal matters that come be-
fore them, and then do exactly that, ‘‘a 
court which shall have jurisdiction to 
hear applications for and grant orders 
approving electronic surveillance.’’ 

Yet this legislation will completely 
alter the nature of this court by trans-
forming it into a trial court for adver-
sarial litigation. This completely al-
ters the intention of FISA from 1978 
which carefully created this court. The 
role of the FISC, or Federal Intel-
ligence Surveillance Court, has been 
greatly misunderstood during this de-
bate. 

I suggest we pay close attention to 
the recent opinion from the FISC, 
which is only the third public opinion 
in the history of the FISC, and that is 
over a 30-year period. The importance 
of this quote has been emphasized 
many times by Senator BOND, and this 
is what the FISC said: 

Although the FISC handles a great deal of 
classified material, FISC judges do not make 
classification decisions and are not intended 
to become national security experts. Fur-
thermore, even if a typical FISC judge had 
more expertise in national security matters 
than a typical district court judge, that ex-
pertise would not be equal to that of the ex-
ecutive branch which is constitutionally en-
trusted with protecting the national secu-
rity. 

I understand there are certain Sen-
ators in this body who dislike Presi-
dent Bush. That is their right. But on 
the other hand, there may come a time 
when a President of their party may 
have to protect our country. They 
ought to think it through because they 
are taking away the tools that are nec-
essary to protect our country in a zeal 
to go beyond what the FISC was ever 
designated to do. 

Going beyond the fact this amend-
ment would turn the role of the FISA 
Court on its head, let’s look at what 
the FISC is asked to do in this amend-
ment. According to the language, li-
ability protection would only occur in 
three limited instances: One, the statu-
tory defense in 18 U.S.C. 2511(2)(a)(ii) 
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has been met. Two, the assistance of 
electronic surveillance service pro-
viders was undertaken on good faith 
and pursuant to an ‘‘objectively rea-
sonable belief’’ that compliance with 
the Government’s directive was lawful. 
And three, assistance was not provided. 

Regarding the first instance in which 
litigation would be dismissed, we need 
to realize 18 U.S.C. 2511 is not the only 
statute that allows the Government to 
receive information from telecommuni-
cations companies. There are numerous 
statutes which authorize the Govern-
ment to receive information from pri-
vate businesses. Here is a list not 
meant to include all such statutes. 
Look at this list: 

18 U.S.C. 2516; 18 U.S.C. 2518, 18 U.S.C. 
2512(2)(a)(ii), 18 U.S.C. 2511(3)(b)(iv), 50 
U.S.C. 1802(a), 50 U.S.C. 1804, 50 U.S.C. 
1805, 50 U.S.C. 1811, 50 U.S.C. 1861, 18 
U.S.C. 2702(b)(5), 18 U.S.C. 2702(c)(5), 18 
U.S.C. 2702(b)(8), 18 U.S.C. 2702(c)(4), 18 
U.S.C. 2703(a), 18 U.S.C. 2709, 50 U.S.C. 
1842, 18 U.S.C. 3127, 50 U.S.C. 1843, and 
50 U.S.C. 1844, to mention a few. 

Regarding the second narrow in-
stance of dismissal of litigation, the 
phrase ‘‘objectively reasonable belief’’ 
is not defined in the legislation. What 
does this mean? How can it not be 
given a definition if the court is sup-
posed to rely on it? Are we going to 
turn it over to the court to define it? 
Again, that is not the mission of the 
court. The court is not skilled in intel-
ligence matters, except to the extent 
they have to know about it to be able 
to approve the various requests that 
are made of them, and there is no way 
it is going to be as skilled as the intel-
ligence community. 

So this amendment would grant the 
FISC new jurisdiction to review past 
conduct of private businesses utilizing 
a standard which did not exist at the 
time of the supposed activity and a 
standard which is not even defined in 
the legislation which creates it. Wow. 

In addition, this amendment would 
allow plaintiffs and defendants to ap-
pear before the Federal Intelligence 
Surveillance Court. But we should 
know the FISC is not a trial court. It 
has never had plaintiffs in ongoing 
civil litigation appear before it in its 
nearly 30 years of existence. 

There are approximately 40 civil 
cases which are ongoing out of this 
matter. Would all these plaintiffs ap-
pear before FISC? How would classified 
information, therefore, be protected? 
This amendment would create an en-
tirely new role for the FISC, thus aban-
doning the very formula by which the 
FISC was created in the first place. Re-
member, the FISC was created to be a 
specialized court. Yet the expansion of 
FISC jurisdiction and duty required by 
this amendment brings us down a road 
where the FISC could be transformed 
from a specialized court to an append-
age of the Federal district court. That 
precedent set by this amendment could 
forever alter the role of the FISC. 

Quite simply, the FISC is not a trial 
court, nor should it be. Quite simply, 

the FISC is not a forum for adversarial 
litigation, nor should it be. 

This amendment extends the ration-
ale that the answer to any question 
during this debate is ‘‘have the FISC 
look at it.’’ The role of the FISC is vi-
tally important, but the FISC is not 
the answer to every question during 
this debate. Misguided attempts to ex-
pand the FISC to be the purported so-
lution to any alleged problem with ter-
rorist tracking are impractical, imper-
ceptive, and inappropriate. 

We are long past the time for guess-
work, and we need to support the tried- 
and-true bipartisan immunity provi-
sion as appropriate remedy to a critical 
problem. I reiterate my strenuous ob-
jection to this amendment, and I urge 
my colleagues not to support an 
amendment which introduces far too 
many unanswered questions into a de-
bate which needs none. 

AMENDMENT NO. 3912 
With regard to amendment No. 3912 

regarding bulk collection, this amend-
ment did pass out of the Judiciary 
Committee, but it passed on a 10-to-9 
party-line vote after only four minutes 
of discussion. This Judiciary substitute 
was tabled by the full Senate by a 60- 
to-36 vote, and this amendment is one 
of the reasons it was. 

There is confusion about the need for 
this amendment. Does it preclude bulk 
collection or not? The text of the 
amendment seems to indicate that no 
bulk collection is permitted. Yet the 
author of the amendment states there 
is an exception for military operations. 
I have read the amendment, and I don’t 
see any exception listed. Perhaps he is 
referencing comments in the Judiciary 
Committee report. But committee re-
ports are not law. 

The Attorney General and Director 
of National Intelligence have carefully 
reviewed this amendment, and they 
have stated that if this amendment is 
in a bill which is presented to the 
President, they will recommend that 
the President veto the bill, and I agree 
with that recommendation. 

AMENDMENT NO. 3979 
With regard to the Feingold amend-

ment No. 3979 on sequestration of U.S. 
person communications, I am very con-
cerned about the substance of this 
amendment, as are many of my col-
leagues. In addition, the Attorney Gen-
eral and Director of National Intel-
ligence have thoroughly reviewed this 
amendment, and they recently sent a 
letter to the Senate stating: 

This amendment would eviscerate critical 
core authorities of the Protect America Act 
and S. 2248. Our prior letter and Statement 
of Administration Policy explained how this 
type of amendment increases the danger to 
the Nation and returns the intelligence com-
munity to a pre-September 11th posture that 
was heavily criticized in congressional re-
views. It would have a devastating impact on 
foreign intelligence surveillance operations. 
It has never been the case that the mere fact 
that a person overseas happens to commu-
nicate with an American triggers a need for 
court approval. Indeed, if court approval 
were mandated in such circumstances, there 

would be grave consequences for the intel-
ligence communities’ efforts to collect for-
eign intelligence. 

The last part of this has been under-
lined. 

Accordingly, if this amendment is part of a 
bill that is presented to the President, we, as 
well as the President’s other senior advisors, 
will recommend that he veto the bill. 

Unlike many of the amendments we 
have debated here on the Senate floor, 
this amendment did not receive a vote 
in either the Intelligence or Judiciary 
Committees. Not that that is limiting, 
but the amendment itself is not a 
healthy one on its face. Yet this 
amendment is among the most drastic 
in terms of affecting the efficiency and 
effectiveness of our intelligence collec-
tion processes. This amendment im-
poses tremendous restrictions in which 
the intelligence community is limited 
in what information they can receive 
and how this information can be 
shared. 

That is what I think we were shocked 
to find when 9/11 occurred, that our 
various intelligence community orga-
nizations—FBI, CIA, et cetera—were 
not sharing information. Now that we 
have solved that problem, why go 
back? 

The massive reorganization of our 
collection techniques which would be 
required by this amendment is cer-
tainly obvious. The author of the 
amendment has recognized this as well, 
previously stating: 

I do understand this amendment imposes a 
new framework that may take some time to 
implement. 

We need to remember the purpose of 
this bill is, and always has been, to en-
able the intelligence community to 
target foreign terrorists and spies over-
seas. But in order to make sure we are 
not missing valuable intelligence, we 
need to get all of a target’s commu-
nications, not only when that target is 
talking with other people overseas, and 
that may mean intercepting calls with 
people inside the United States. In 
fact, those may be the most important 
calls to try to prevent an attack in the 
United States. 

I understand there is concern about 
the impact of foreign targeting on U.S. 
persons. But we have a lot of protec-
tions built into this new bill that came 
out of the Intelligence Committee on a 
13-to-2 bipartisan vote. I have been to 
this floor on numerous occasions and 
highlighted how the Foreign Intel-
ligence Surveillance Court’s role in all 
aspects of foreign intelligence collec-
tion is being greatly expanded by this 
bill, far beyond the 1978 FISA statute. 

In addition, the Senate agreed to an 
amendment by Senator KENNEDY that 
would make it clear you cannot use au-
thorities in this bill to require commu-
nications where the sender and all in-
tended recipients are known to be in 
the United States. We shouldn’t go any 
farther. 

The intelligence community must 
use minimization procedures. Our ana-
lysts are familiar with these proce-
dures. They have used them for a long 
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time without any known abuses. Yet 
the scope of this amendment seems to 
represent no confidence in the mini-
mization procedures used by the U.S. 
Government. Keep in mind, these mini-
mization procedures were enacted over 
30 years ago, and this bill will author-
ize the FISC to review and approve 
them for the first time. 

This bill goes farther than ever be-
fore in our history in striking a bal-
ance between intelligence collection 
and protection of civil liberties. Per-
sonally, I am proud of this bill. I think 
all in the Intelligence Committee 
should have stuck with it, and we 
should not be trying to amend it at 
this point, especially with amendments 
that aren’t going to work and will di-
minish our ability to get the intel-
ligence we need to protect our citizens. 
Now I believe that in this bill we are 
protecting the civil liberties of ordi-
nary Americans, but we also need to 
make sure our intelligence community 
isn’t blind to information which may 
ultimately prove to be critical. 

Section (a)(1) of this amendment 
would not allow the collection of cer-
tain communications if the Govern-
ment knows before acquisition a com-
munication is to or from a person rea-
sonably believed to be in the United 
States. The Government knows when it 
targets foreign citizens in foreign coun-
tries that they might call or be called 
by U.S. persons. These are called ‘‘inci-
dental communications.’’ Under the 
limitations in this amendment, the 
Government could not initiate the col-
lection in the first place under many 
circumstances. This essentially undoes 
the authority granted in section 703 of 
this bill and will cause us to go deaf to 
our enemies. 

The Director of National Intelligence 
has told us before that speed and agil-
ity are essential in tracking terrorists 
and preventing terrorist attacks. Yet 
even if collection could somehow begin 
under the dangerous restrictions in 
this amendment, analysts would have 
to go through hoop after hoop after 
hoop to use information that has for-
eign intelligence value. Remember, if 
it doesn’t have foreign intelligence 
value, any U.S. person information 
would already have been minimized. 

I do not understand why we would set 
up unnecessary roadblocks and slow 
this process down when we already 
have so many substantial protections 
in place. The Director of National In-
telligence has stated this amendment 
would cause significant operational 
problems for the intelligence commu-
nity that could lead to intelligence 
gaps. I affirm this statement. Knowing 
this, it would be irresponsible to hand-
cuff our intelligence community with 
these additional restrictions. 

I urge my colleagues to join me in 
opposing this dangerous amendment. 

I emphasize again: We have brilliant, 
knowledgeable, well-trained, decent, 
honorable people who are here, no mat-
ter who is President, in the business of 
protecting our citizens from terrorist 

acts. And this bill, which passed 13 to 2 
on a bipartisan vote out of the Intel-
ligence Committee, provides more 
checks on these good people than the 
FISA Act of 1978 did, and that act has 
worked very well through all those 
years. The reason we are doing this bill 
is because we are in a new age, with 
new methods of communication that 
simply were not covered by the 1978 
act, to put it in simple terms. 

This is a complex thing, and I think 
we have to be very careful if we go be-
yond what the Intelligence Committee 
bill has said we should do. It was a bill 
worked out after months of hearings 
and work by the Intelligence Com-
mittee. I believe, in the Senate, I have 
probably been on the Intelligence Com-
mittee longer than anybody else, and I 
want to protect our people too. I want 
to protect them in a multiplicity of 
ways. But one of the most important 
ways we can protect them in this day 
of Islamic fascism is to give them the 
tools to do it and not restrict and ham-
per them from doing it—keeping in 
mind that they are honest, non-par-
tisan citizens who are more interested 
in protecting Americans and getting 
the information we need to protect ev-
erybody than the partisans and some-
times uninformed people make them 
out to be. 

Yes, any administration can put the 
top-level people in, but it is those who 
collect this information on a daily 
basis, minimize this information when 
it needs to be minimized, and work to 
do it in an honorable fashion who do 
the work. We should not be tying their 
hands and hampering them from get-
ting the work done in this day and age 
when we have so many problems, and it 
looks to me as if we are going to have 
them for many years to come. 

Mr. President, I yield the floor. 
The ACTING PRESIDENT pro tem-

pore. The Senator from Rhode Island. 
AMENDMENT NO. 3919 

Mr. WHITEHOUSE. Mr. President, I 
am glad to have had the occasion to be 
on the floor and hear the words of the 
very distinguished Senator from Utah, 
who has served with such distinction 
on the Intelligence Committee for so 
long, but I would respond to him first 
that this much-touted 13-to-2 vote in 
the Intelligence Committee, as shown 
by the record of the additional views of 
the members of the Intelligence Com-
mittee, reflected the consensus of the 
Intelligence Committee that this was a 
work in progress; that it should go on 
to the Judiciary Committee, which was 
its next stop, and then to the floor. 
There was no sense that the work on 
the bill should stop at the time it left 
the Intelligence Committee. 

Indeed, in the 13-to-2 vote, there were 
9 Senators who offered additional views 
suggesting changes or differences in 
the legislation. So I don’t think it 
would be wise or appropriate for this 
body to take a look at what the Intel-
ligence Committee did and say that be-
cause the number appears to be 13 to 2 
on the surface that we are not going to 

do our job of continuing to work on 
this work in progress. 

In that spirit, I rise today to support 
amendment No. 3919, on good faith de-
terminations, offered by Senators 
FEINSTEIN and NELSON. In the divisive 
debate we are having over immunity, 
Senator FEINSTEIN’s amendment is a 
commendable effort to find middle 
ground, to which Senator FEINSTEIN 
has brought great diligence and care. 
Senator SPECTER and I have offered a 
broader approach, but I also support 
the Feinstein-Nelson amendment. 

This amendment goes forward with 
the first half of Specter-Whitehouse. It 
provides for an independent judicial re-
view of the companies’ good faith. 
Specter-Whitehouse then provides for 
substitution of the Government in 
place of the companies, which would 
protect plaintiffs’ legitimate rights to 
continue legitimate litigation, includ-
ing the right to conduct discovery. 

Substitution also avoids the problem 
of uncompensated congressional termi-
nation of ongoing litigation—a separa-
tion of powers problem. Senator FEIN-
STEIN’s alternative at least provides for 
the bare minimum of a judicial deter-
mination whether the defendant com-
panies were acting in compliance with 
the law or with the reasonable good 
faith belief that they were in compli-
ance. I would note this is probably the 
lowest possible standard. We don’t even 
require companies to have been acting 
within the law. All we require in this 
amendment is that they have a reason-
able and good faith belief they were 
acting within the law. 

As I have said before, both of the all- 
or-nothing approaches we are presented 
with here are flawed. Full immunity 
would strip the plaintiffs of their day 
in court and take away their due proc-
ess rights without any judicial deter-
mination that the companies acted in 
good faith. That is not fair. Nothing 
suggests this isn’t legitimate litiga-
tion, and it is wrong to take away a 
plaintiff’s day in court without a 
chance to show why doing so may not 
be warranted. 

I hope in this Chamber we can all 
agree that if the companies did not act 
reasonably and in good faith they 
shouldn’t get protection. If we agree on 
that, the question becomes where the 
good faith determination should be 
made. I think it should be in court, and 
that is where Senator FEINSTEIN’s 
amendment puts it—in this case, the 
FISA Court. First, it should not be 
here. We in Congress are not judges, 
and good faith is a judicial determina-
tion. We should leave this key deter-
mination to the judicial branch of Gov-
ernment. The companies have, of 
course, asserted that they acted in 
good faith. But we surely should not 
rely on one side’s assertions in making 
a decision of this importance. 

Moreover, most Senators have not 
even been read into the classified ma-
terials that would allow them to reach 
a fair conclusion. This body is literally 
incapable of forming a fair opinion 
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without access by most Members to the 
facts. So this is the wrong place to 
have it. We need to provide a fair 
mechanism for a finding of good faith 
by a proper judicial body with the 
proper provisions for secrecy, which 
the FISA Court has. If we do not do 
this, we are simply acting by brute po-
litical force, and doing so in an area 
where there are significant constitu-
tional issues. Congress cutting off the 
ongoing work of the judicial branch 
may well violate the boundary that 
keeps the legislative and judicial 
branches separate—a cornerstone of 
our Constitution. 

In an opinion written by Justice 
Scalia, the U.S. Supreme Court said 
that the Framers of the Federal Con-
stitution had what they called ‘‘the 
sense of a sharp necessity to separate 
the legislative from the judicial power, 
prompted by the crescendo’’—was the 
word they used—‘‘of legislative inter-
ference with private judgments of the 
courts.’’ 

If there were ever a case of legisla-
tive interference with private judg-
ment of the courts, this is it. On the 
other hand, consider the fact that the 
Government has forbidden these de-
fendants to defend themselves. By in-
voking the state secrets privilege, the 
Government has gagged the companies. 
In my view, that is not fair either, par-
ticularly if the Government put these 
companies in this mess in the first 
place. So both of the all-or-nothing ap-
proaches are flawed. 

I think Senator SPECTER and I have 
come up with the best answer: substi-
tution. But Senator FEINSTEIN’s 
amendment at least requires the FISA 
Court to make an initial determination 
that the companies either did not pro-
vide assistance to the Government—ob-
viously, if they did not do anything, 
they should not be liable—or were ac-
tually complying with the law. Clearly, 
if they complied with the law, they 
should not be liable—or were at least 
acting with a reasonable good-faith be-
lief that they were complying with the 
law—again, the lowest possible stand-
ard. If we cannot agree on this, then we 
have really taken our eyes off of our 
duties. The difference then becomes 
that once that good-faith determina-
tion is made, the Specter-Whitehouse 
amendment would lead to substitution, 
whereas the Feinstein-Nelson amend-
ment would lead to a termination of 
the claims. 

Both of these approaches are better 
than the all-or-nothing alternative we 
otherwise face, and both share the 
same goal: to use existing procedures 
and existing rules and existing courts 
to unsnarl this litigation and move it 
toward a just and a proper conclusion. 

I urge my colleagues to support both 
the Specter-Whitehouse and the Fein-
stein-Nelson amendments. 

I make one final point. Senator 
HATCH pointed out that the people who 
serve us in our intelligence community 
are honorable, are well trained, are in-
telligent, are decent, and are trying to 

do the right thing. I do not challenge 
any of that. 

As the U.S. attorney, I worked with 
FBI agents day-in and day-out, Secret 
Service agents, Drug Enforcement Ad-
ministration agents, Alcohol, Tobacco 
and Firearms agents—all decent, hon-
orable, hard working, well trained, try-
ing to do the right thing. In that envi-
ronment, they are all very comfortable 
that the structure we have put in place 
for domestic surveillance, to protect 
American’s rights, is a useful thing, it 
is important infrastructure of Govern-
ment. 

I see what we are trying to do now 
not as a criticism of the people in the 
intelligence community but, rather, as 
being an attempt to build out the in-
frastructure, the infrastructure that 
balances freedom and security in this 
new area of international surveillance, 
in just the same way we put restric-
tions on our agents at home. 

As attorney general, I actually had 
to personally get the wiretaps for the 
State of Rhode Island from the pre-
siding judge of the superior court. I 
would say the same thing about the 
Rhode Island State troopers with 
whom I worked in those cases. 

Agents and police officers who have 
this responsibility do not resent the 
fact that they are given a structure to 
work within. I doubt that the intel-
ligence community would resent a sen-
sible measure that would allow a judi-
cial determination before an American 
company has a finding of good faith 
made about it. 

I yield the floor, and I suggest the ab-
sence of a quorum. 

The PRESIDING OFFICER (Ms. KLO-
BUCHAR). The clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. FEINGOLD. I ask unanimous 
consent that the order for the quorum 
call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

AMENDMENT NO. 3979 
Mr. FEINGOLD. Madam President, 

today I want to address several of the 
pending amendments to the FISA legis-
lation, and I will indicate the amend-
ment number of each one as I discuss 
it. First is what we call the Feingold- 
Webb-Tester amendment No. 3979. I 
wish to address some of the arguments 
that have been made in opposition to 
Feingold-Webb-Tester and to set the 
record straight about what the amend-
ment does. The Senator from Missouri 
has suggested it would cut off all for-
eign intelligence collection because the 
Government would not be able to de-
termine in advance whether commu-
nications are foreign to foreign. This is 
preposterous. The whole point of the 
amendment is to allow the Government 
to acquire all communications of for-
eign targets when it does not know in 
advance whether they are purely for-
eign or have one end in the United 
States. 

The administration also argues we 
should not pass the Feingold-Webb- 

Tester amendment because it would be 
difficult and time consuming to imple-
ment. That is no reason to oppose the 
amendment. I understand the amend-
ment imposes a new framework, and 
that is precisely why the amendment 
grants the Government up to a year be-
fore it goes into effect. 

I also wish to make clear that the 
amendment does not force the Govern-
ment to determine the location of 
every person and every e-mail the Gov-
ernment acquires, contrary to what 
has been suggested. The amendment 
only requires that the Government de-
termine whether one end of a commu-
nication is in the United States where 
reasonably practicable, based on proce-
dures approved by the FISA Court. In 
some instances, that would be easy to 
do, while in others it would not be fea-
sible at all. The court-approved proce-
dures will take those differences into 
account. 

It is also not true that the amend-
ment would harm our nonterrorism 
foreign intelligence operations. This 
amendment leaves intact the 
warrantless acquisition of any foreign- 
to-foreign communications and any 
communications where the Govern-
ment doesn’t know in advance whether 
they are to or from people in the 
United States. Even for communica-
tions where the Government knows 
they involve Americans in the United 
States, no court order is actually re-
quired for communications relating to 
terrorism or anyone’s safety. 

This is much broader than the pre- 
Protect America Act law. None of this 
would have been possible 7 months ago. 
Let’s not forget the justification for 
this legislation has always been about 
terrorism and foreign-to-foreign com-
munications. Last month, the Vice 
President defended the Protect Amer-
ica Act by talking about ‘‘one foreign 
citizen abroad making a telephone call 
to another foreign citizen abroad about 
terrorism.’’ The Feingold-Webb-Tester 
amendment allows those calls to be 
monitored without a warrant. 

The Feingold-Webb-Tester amend-
ment allows the Government to get the 
information it needs about terrorists 
and about purely foreign communica-
tions, while providing additional 
checks and balances for communica-
tions between people in the United 
States and their overseas family mem-
bers, friends, and business colleagues. I 
urge my colleagues to support the 
Feingold-Webb-Tester amendment. 

Let me next turn to Amendment No. 
3912, which has been referred to as the 
bulk collection amendment. I wish to 
again stress the importance of my 
amendment prohibiting the bulk col-
lection of Americans’ international 
communications. The bill we are debat-
ing is supposedly intended to permit 
monitoring of foreign-to-foreign com-
munications and the tracking of ter-
rorists overseas without a warrant. It 
is not supposed to allow the Govern-
ment to collect all communications 
into or out of the United States, but 
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that is exactly what the Government 
could seek to do with these authorities, 
which is why this amendment is crit-
ical. I have yet to hear any real argu-
ments against it. 

The DNI’s recent letter opposing the 
amendment fails to come up with any 
substantive arguments. Instead, it de-
scribes hypothetical situations that 
clearly wouldn’t be affected by the 
amendment. In order to protect the 
international communications of inno-
cent Americans at home, the amend-
ment simply requires that the Govern-
ment is seeking foreign intelligence in-
formation from its targets. In the only 
examples cited in the letter—a neigh-
borhood or group of buildings or geo-
graphic area that the U.S. military is 
about to invade—clearly, the Govern-
ment has that purpose. The notion that 
the Government could not make a 
good-faith certification to the court 
that it is seeking foreign intelligence, 
which is all this amendment requires, 
is simply ludicrous. What is telling 
about the DNI’s letter, besides that it 
includes no real arguments against the 
amendment, is what it does not say. It 
does not refute the danger this amend-
ment is intended to address: the bulk 
collection of all communications be-
tween the United States and Europe or 
Canada or South America or, indeed, 
the world. 

The DNI has testified that the PAA 
would authorize that kind of massive, 
indiscriminate collection of Ameri-
cans’ communications, and the admin-
istration has never denied that this bill 
could, too, unless we pass this amend-
ment. In fact, this letter does nothing 
to reassure the American people the 
Government could not and would not 
collect all their international commu-
nications. Worse, the letter argues that 
a prohibition on that kind of massive 
collection would not ‘‘appreciably 
enhanc[e] the privacy interests of 
Americans.’’ If the DNI does not think 
the privacy interests of Americans 
would be affected by the collection of 
all their international communica-
tions, potentially vacuuming up their 
communications not just with for-
eigners overseas but with Americans 
overseas as well, then that is all the 
more reason to be concerned. 

Serious constitutional issues are at 
stake. The administration is effec-
tively telling us it intends to ignore 
them. 

Let me also respond to a statement 
by the chairman of the Intelligence 
Committee last week that a dragnet of 
all international communications of 
Americans would probably violate the 
fourth amendment. I am pleased to 
hear the chairman acknowledge that 
the surveillance the administration 
would like to conduct would violate 
the constitutional rights of Americans, 
but how could we possibly expect this 
administration—an administration 
that has already demonstrated indiffer-
ence to Americans’ privacy and has al-
ready said that bulk collection would 
be ‘‘desirable’’—to hold back. Nor 

should we rely on the FISA Court to 
stop this, as the chairman has sug-
gested. If Congress believes something 
is unconstitutional, we have absolutely 
no business authorizing it. We have 
been warned, and now we need to act 
by passing my modest bulk collection 
amendment. 

I reserve the remainder of my time 
on amendment No. 3902. 

As to the Dodd-Feingold immunity 
amendment No. 3907, I am pleased to 
join my colleague in offering this 
amendment to strike the immunity 
provision. I ask unanimous consent 
that I be yielded 15 minutes to speak 
on the Dodd amendment and that the 
time be charged to the proponents of 
the amendment. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. FEINGOLD. I thank the Senator 
from Connecticut. 

AMENDMENT NO. 3907 
I strongly support Senator DODD’s 

amendment to strike the immunity 
provision from this bill. I thank him 
for his leadership on the issue. I offered 
a similar amendment in the Judiciary 
Committee, and I supported a similar 
amendment in the Intelligence Com-
mittee when it was offered by the Sen-
ator from Florida, Mr. NELSON. Con-
gress should not be giving automatic 
retroactive immunity to companies 
that allegedly cooperated with the 
President’s illegal NSA wiretapping 
program. This provision of the bill is 
both unnecessary and unjustified, and 
it will undermine the rule of law. Ret-
roactive immunity is unnecessary be-
cause current law already provides im-
munity from lawsuits for companies 
that cooperate with the Government’s 
request for assistance, as long as they 
receive either a court order or a certifi-
cation from the Attorney General that 
no court order is needed and the re-
quest meets all statutory require-
ments. 

Companies do not need to do their 
own analysis of the court order or the 
certification to determine whether the 
Government is, in fact, acting lawfully. 
But if requests are not properly docu-
mented, FISA instructs the telephone 
companies to refuse the Government’s 
request and subjects them to liability 
if they instead decide to cooperate. 
This framework, which has been in 
place for 30 years, protects companies 
that act at the request of the Govern-
ment, while also protecting the privacy 
of Americans’ communications. Some 
supporters of retroactively expanding 
this provision argue that the telephone 
companies should not be penalized if 
they relied on high-level Government 
assurance that the requested assist-
ance was lawful. As superficially ap-
pealing as that argument may sound, it 
utterly ignores the history of the FISA 
statute. 

Telephone companies have a long his-
tory of receiving requests for assist-
ance from the Government. That is be-
cause telephone companies have access 
to a wealth of private information 

about Americans, information that can 
be a very useful tool for law enforce-
ment. But that very same access to pri-
vate communications means telephone 
companies are in a unique position of 
responsibility and public trust. Yet be-
fore FISA, there were basically no 
rules to help the phone companies re-
solve this tension, between the Govern-
ment’s request for assistance in foreign 
intelligence investigations and the 
companies’ responsibilities to their 
customers. This legal vacuum resulted 
in serious Government abuse and over-
reaching. 

The Judiciary Committee has heard 
testimony about this system from 
Mort Halperin, a former Nixon admin-
istration official who was himself the 
subject of a warrantless wiretap and 
was involved in the drafting of the 
FISA law in the 1970s. He testified that 
before FISA: 

Government communication with the tele-
phone company . . . could not have been 
more casual. A designated official of the FBI 
called a designated official of [the company] 
and passed on the phone number. Within 
minutes all of the calls from that number 
were being routed to the local FBI field of-
fice and monitored. 

Not surprisingly, this casual ad hoc 
system failed to protect Americans’ 
privacy. The abuses that took place are 
well documented and quite shocking. 
With the willing cooperation of the 
telephone companies, the FBI con-
ducted surveillance of peaceful antiwar 
protesters, journalists, steel company 
executives, and even Martin Luther 
King, Jr., an American hero whose life 
we recently celebrated. 

So Congress decided to take action. 
Based on the history of and potential 
for Government abuses, Congress de-
cided it was not appropriate for tele-
phone companies to simply assume 
that any Government request for as-
sistance to conduct electronic surveil-
lance was legal. 

Let me repeat that. A primary pur-
pose of FISA was to make clear once 
and for all that the telephone compa-
nies should not blindly cooperate with 
Government requests for assistance. At 
the same time, however, Congress did 
not want to saddle telephone compa-
nies with the responsibility of deter-
mining whether the Government’s re-
quest for assistance was a lawful one. 
That approach would leave the compa-
nies in a permanent state of legal un-
certainty about their obligations. So 
Congress devised a system that would 
take the guesswork out of it com-
pletely. Under that system, which is 
still in place today, the companies’ 
legal obligations and liability depends 
entirely on whether the Government 
has presented the company with a 
court order or a certification stating 
that certain basic requirements have 
been met. 

If the proper documentation is sub-
mitted, the company must cooperate 
with the request and will be immune 
from liability. If the proper docu-
mentation has not been submitted, the 
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company must refuse the Govern-
ment’s request or be subject to possible 
liability in the courts. 

AT&T, which was the only telephone 
company in existence at the time in 
the 1970s, was at the table when FISA 
was drafted. As Mr. Halperin described 
in his testimony, the company: 
received the clarity that it sought and de-
served. The rule, spelled out clearly in sev-
eral places in the legislation and well under-
stood by all, was this: If [the phone com-
pany] received a copy of a warrant or certifi-
cation under the statute, it was required to 
cooperate. If it did not receive authorization 
by means outlined in the statute, it was to 
refuse to cooperate and was to be subjected 
to state and federal civil and criminal pen-
alties for unlawful acquisition of electronic 
communications. 

The telephone companies and the 
Government have been operating under 
this simple framework for 30 years. 
Companies have experienced, highly 
trained and highly compensated law-
yers who know this law inside and out. 
In view of this history, it is inconceiv-
able that any telephone companies 
that allegedly cooperated with the ad-
ministration’s warrantless wiretapping 
program did not know what their obli-
gations were. It is just as implausible 
that those companies believed they 
were entitled to simply assume the 
lawfulness of a Government request for 
assistance. This whole effort to obtain 
retroactive immunity is based on an 
assumption that does not hold water. 

Quite frankly, the claim that any 
telephone company that cooperates 
with a Government request for assist-
ance is simply acting out of the sense 
of patriotic duty doesn’t fare much bet-
ter. Recently, we learned that tele-
communications companies actually 
have cut off wiretaps when the Govern-
ment failed to promptly pay its bills. 

The Department of Justice Office of 
Inspector General released a report last 
month finding that ‘‘late payments 
have resulted in telecommunications 
carriers actually disconnecting phone 
lines established to deliver surveillance 
to the FBI, resulting in lost evidence.’’ 
Since when does patriotic duty come 
with a price tag? Evidently, assisting 
the Government’s criminal intelligence 
investigation efforts fell somewhere 
below collecting a paycheck on the 
companies’ lines of priorities. 

Some of my colleagues have argued 
the telephone companies alleged to 
have cooperated with the program had 
a good-faith belief their actions were in 
accordance with the law. But there is 
an entire statute in addition to the cer-
tification provision that already pro-
vides telephone companies with a pre-
cisely defined good-faith defense. 
Under this provision, which is found in 
section 2520 of title 18, if the company 
is relying in good faith on a court order 
or other statutory legislative author-
ization, they have a complete defense 
to liability. This is a generous defense, 
but as generous as it is, it is not unlim-
ited. The court must find that the tele-
phone company determined in good 
faith that there was a judicial, legisla-

tive, or statutory authorization for the 
requested assistance. 

I also wish to address the argument 
that retroactive immunity is necessary 
because the telephone companies can’t 
defend themselves in court. When I 
hear this argument, I can’t help but 
think that this administration has 
staged the perfect crime: enlist private 
companies to allegedly provide assist-
ance in an illegal Government pro-
gram, then prevent any judicial in-
quiry into the program by claiming a 
privilege—the so-called state secrets 
privilege—that not only shields your 
own actions from scrutiny but enables 
the companies to evade judicial scru-
tiny as well by claiming that they are 
defenseless. All the administration 
needs to get away with this is 
Congress’s blessing. 

That is exactly why immunity is the 
wrong solution. Think about what we 
would be doing. We would be saying 
that in matters of national security, 
you can break the law with impunity 
because the courts can’t handle na-
tional security materials. This is out-
rageous. Do we really want to create a 
law-free zone for crimes that involve 
national security matters? If the Gov-
ernment’s use of the state secrets 
privilege is interfering with holding 
companies accountable for alleged vio-
lations of the law, the solution isn’t to 
shrug and just give up on account-
ability; the solution is to address the 
privilege head-on and make sure it 
doesn’t become a license to evade the 
laws we have passed. 

In any event, the notion that the 
Federal courts can’t handle national 
security matters is insulting to the 
judges this body has seen fit to con-
firm, and it is contrary to the facts. 
Cases involving classified information 
are decided routinely by the Federal 
courts. That is why we have a statute— 
the Classified Information Procedures 
Act—to govern how courts handle clas-
sified materials. Pursuant to that stat-
ute, courts have in place procedures 
that have successfully protected classi-
fied information for many years. There 
is no need to create a ‘‘classified mate-
rials’’ exception to our justice system. 

That brings me to another issue. I 
have been discussing why retroactive 
immunity is unnecessary and unjusti-
fied, but it goes beyond that. Granting 
companies that allegedly cooperated 
with an illegal program this new form 
of automatic retroactive immunity un-
dermines the law that has been on the 
books for decades, a law that was de-
signed to prevent exactly the type of 
actions that allegedly occurred here. 
Remember, telephone companies al-
ready have absolute immunity if they 
complied with the applicable law, and 
they have an affirmative defense if 
they believed in good faith that they 
were complying with that law. So the 
retroactive immunity provision we are 
debating here is necessary only if we 
want to extend immunity to companies 
that did not comply with the applica-
ble law and did not even have a good- 

faith belief that they were complying 
with it. So much for the rule of law. 
Even worse, granting retroactive im-
munity under these circumstances will 
undermine any new laws we pass re-
garding Government surveillance. If we 
want companies to follow the law in 
the future, it certainly sends a terrible 
message, and sets a terrible precedent, 
to give them a ‘‘get out of jail free’’ 
card for allegedly ignoring the law in 
the past. 

I find it particularly troubling when 
some of my colleagues argue that we 
should grant immunity in order to en-
courage the telephone companies to co-
operate with the Government in the fu-
ture. Let’s take a close look at that ar-
gument. 

Telephone companies are already le-
gally obligated to cooperate with a 
court order, and as I have mentioned, 
they already have absolute immunity 
for cooperating with requests that are 
properly certified. So the only thing we 
would be encouraging by granting im-
munity here is cooperation with re-
quests that violate the law. That is ex-
actly the kind of cooperation FISA was 
supposed to prevent. 

Let’s remember why: These compa-
nies have access to our most private 
conversations, and Americans depend 
on them to respect and defend the pri-
vacy of these communications unless 
there is clear legal authority for shar-
ing them. They depend on us to make 
sure the companies are held account-
able for betrayals of that public trust. 
Instead, this immunity provision would 
invite the telephone companies to be-
tray that trust by encouraging co-
operation with a legal Government pro-
gram. 

Since 9/11, I have heard it said many 
times that what separates us from our 
enemies is respect for the rule of law. 
Unfortunately, the rule of law has 
taken it on the chin from this adminis-
tration. Over and over, the President 
and his advisers have claimed the right 
to ignore the will of Congress if and 
when they see fit. Now they are claim-
ing the same right for any entity that 
assists them in that effort. It is time 
for Congress to state clearly and un-
equivocally: When we pass a law, we 
mean what we say, and we except the 
law to be followed. That goes for the 
President, it goes for the Attorney 
General, and it goes for the telephone 
companies. The rule of law is not less 
important after 9/11. We can and we 
must defeat al-Qaida without breaking 
the law or sacrificing Americans’ basic 
rights. 

We have a choice. The Senate can 
stand up for the rule of law and let 
these cases go forward in the courts or 
we can decide to give our blessing to an 
administration that broke the law and 
the companies that allegedly helped it, 
and we can signal that we stand ready 
to bail them out the next time they de-
cide to ignore the law. I urge my col-
leagues not to take that step. Support 
the rule of law by voting in favor of the 
Dodd-Feingold amendment No. 3907. 
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I again thank my colleague from 

Connecticut for his tremendous leader-
ship on this issue. It has been ex-
tremely helpful in this effort. I sin-
cerely thank him. 

I ask unanimous consent that my re-
maining time be reserved. 

Madam President, I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Connecticut is recognized. 
Mr. DODD. Madam President, before 

our colleague from Wisconsin leaves 
the floor, let me thank him for his 
leadership on this issue, along with 
many others associated with this piece 
of legislation: the reverse targeting 
and the bulk collection issues which he 
has raised, which seem so obvious and 
so clear that you wonder why they 
even have to be a subject of debate. 
The clear reaction, in fact, from lead-
ing authorities, including those of the 
intelligence agencies, has been to state 
categorically that the very actions he 
wants to exclude from this legislation 
are prohibited under law. Reverse tar-
geting is unconstitutional, and bulk 
collection is unattainable. But some in 
the administration have said: Were 
bulk collection possible, we believe we 
have the right to do it. The idea of 
bulk collection without following the 
rule of law should violate the sensibili-
ties of every single Member of this 
body. 

This debate and this discussion are 
very important. This has gone on now 
since back in December—actually, be-
fore then. The Senator from Wisconsin 
sits on both the Judiciary Committee 
and the Intelligence Committee, and so 
he has been deeply involved in these 
issues for a long time. 

What I wish to state at the outset is 
that these amendments we are offering 
should not be the subject of some sort 
of political divide between Democrats, 
Republicans, liberals, conservatives, 
moderates, or whatever definitions one 
wants to apply to the people who serve 
here. This is about the rule of law. It is 
about the Constitution of the United 
States, and the idea that this issue and 
debate should somehow be divided 
along those lines ought to be offensive 
to every single Member of this body. 
Every single one of us, on the day we 
raise our right hand and take the oath 
of office, swear to uphold the Constitu-
tion of the United States. That is noth-
ing less than what we are engaged in 
with this debate. 

We have been asked to subscribe to 
the false dichotomy that in order for us 
to be more secure as a nation, we must 
give up some of our rights. The Senator 
from Wisconsin and the Senator from 
Connecticut believe very firmly that 
quite the opposite is true: that if you 
begin to give up rights, you become 
less secure, as a people and as a nation. 
Our deep concern is that that is ex-
actly the path we seem to be following 
these days with the refusal to adopt 
the Feingold amendments in dealing 
with reverse targeting and bulk collec-
tions. It is what I am fearful may be 
the case when we try to strike title II 

of the Foreign Intelligence Surveil-
lance Act and prohibit the retroactive 
immunity being sought by the adminis-
tration and by a handful of telephone 
companies. 

Let me remind our colleagues that 
when this proposal was first made to 
the Intelligence Committee, the pro-
posal was to grant immunity to anyone 
involved in the collection of this infor-
mation, including those who allegedly 
authorized it at the executive branch. 
So while I am critical of what is in the 
Intelligence Committee bill that has 
been brought to us by my friend from 
West Virginia and my friend from Mis-
souri, Senator ROCKEFELLER and Sen-
ator BOND, I wish to begin by thanking 
them for having rejected the adminis-
tration’s earlier request that there be 
broad-based immunity granted to ev-
eryone involved in warrantless wire-
tapping. But it is instructive to know 
what the administration wanted at the 
outset: complete immunity for every-
one associated with this vacuum-clean-
ing operation, who eavesdropped on 
millions of phone conversations, e- 
mails, and faxes over the last 5 years. 

Why were they seeking immunity for 
everyone involved in this? I think the 
answer becomes abundantly clear. 
There is a great concern that the 
courts may conclude that, in fact, what 
was done was illegal and that those 
who participated in it might be held 
liable. 

Again, I thank the Intelligence Com-
mittee for narrowing this request. 
However, title II of this bill would still 
provide telecommunications corpora-
tions retroactive immunity for their 
warrantless and possibly—possibly—il-
legal spying on their very customers. 

Much more than a few companies and 
a few lawsuits are at stake. Equal jus-
tice is at stake—justice that does not 
place some corporations outside of the 
rule of law. 

Openness is at stake—an open debate 
on security and liberty, and an end to 
warrantless wiretapping of Americans. 

Senator FEINGOLD laid out the his-
tory of FISA in eloquent terms this 
afternoon, going back to the 1970s and 
describing the genesis of this law that 
has been amended, I might add, many, 
many times over the last 30 years. It 
has been amended periodically to con-
form to the emerging technologies, the 
emerging abilities of those who would 
do us harm, and the emerging strate-
gies that would allow us to collect the 
information that would minimize their 
ability to do just that. 

So over the years, this body has been 
asked to modify that law. Almost with-
out exception, I think it is important 
to point out, this body has amended 
that law almost unanimously, because 
all of us recognize that it is critically 
important that we have the ability to 
determine who would do us harm, how 
they would do that harm, and to stop it 
before it happens. There is not a single 
Member of this body who is not deeply 
committed to that goal. We all under-
stand and are deeply committed to the 

idea that we ought to do everything we 
can to protect ourselves. But we also 
understand, and have since the 1970s, 
the importance not only of gathering 
the information from those who would 
do us injury but simultaneously doing 
that which is also critical for our sur-
vival as a nation; that is, protecting 
the liberties and rights of this country. 

They are what makes us unique as a 
nation. We were really the first Nation 
that insisted that we were a nation of 
laws and not men. It was a unique idea 
in the annals of recorded history; but 
at the founding of this great Republic, 
we declared that we were going to do 
things differently. In fact, many have 
argued over the years that if we were 
looking for pure efficiency, this is the 
last form of government we would have 
designed. But the Framers of our Con-
stitution were interested in other 
things than just efficiency. Had effi-
ciency been the goal, they certainly 
would have thought of a more stream-
lined system. But they set up a system 
that not only determined what we did 
but how we did things: establishing co-
equal branches of Government—an ex-
ecutive, legislative, and judicial 
branch—coequal branches of Govern-
ment, and insisting that there be 
checks and balances, because the 
Framers had been through a system in 
which a king and a handful of people 
decided the fate of not only their own 
nation but the colonies they con-
trolled. So they set up this cum-
bersome, less efficient system because 
they were deeply determined to protect 
the rule of law that never allowed one 
individual or a handful of individuals 
decide the fate of a nation. 

So it is important to understand the 
genesis of this tension which has ex-
isted in our country for more than 200 
years: protecting our security and pro-
tecting our liberties. I am not sug-
gesting that it is always easy to strike 
the perfect balance, but over the years 
we have tried as a nation, from one 
generation to the next, to try to keep 
that balance, that tension, in place so 
that not one side or the other would 
dominate. In our time, the challenge is 
to balance our need to gather informa-
tion with the protection of privacy and 
the rights that all Americans seek, re-
gardless of geography or ideology. 

That has been the tension that con-
fronts us and that is what brings me to 
this debate, calling upon my colleagues 
to support the amendment Senator 
FEINGOLD is offering to strike title II of 
this legislation. 

Retroactive immunity stands against 
the very principles Senator FEINGOLD 
has outlined, which I have tried to de-
scribe. Under retroactive immunity, 
the law will forbid some of our fellow 
citizens from having their day in court. 

On what basis are we asked to pass 
retroactive immunity? On trust. There 
are classified documents, we are told, 
that prove the case beyond the shadow 
of a doubt; but, of course, we are in the 
allowed to see them. I have served in 
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this body for 27 years. Yet I am not al-
lowed to see these documents. Retro-
active immunity allows the President 
to stand up and say: Trust me, I know 
what I am talking about, and you 
don’t. 

There is only one way to settle the 
issue at stake today. Not simply on 
trust, not the opinion of a handful of 
individuals—as much as we may ad-
mire or like them—but in our courts. 
We are not judges. We are members of 
a legislative body. 

Real judges and juries—whose courts 
ought to be our pride, not our embar-
rassment—deserve to do their jobs and 
decide these cases. By striking this 
title of the bill, we would allow them 
to. 

That is all we are asking. Let’s have 
the courts decide. We are not here to 
assign guilt or innocence. That is not 
our job as legislators. We are here to 
hold open the courthouse door, to en-
sure a fair hearing to American citi-
zens seeking redress. I, for one, will ac-
cept whatever verdict results. 

This is not a Democratic or Repub-
lican issue; this is a rule-of-law issue. 
It is about striking the right balance 
between liberty and security. I have 
absolutely rejected, as I said a few mo-
ments ago, the false dichotomy that 
tells us to choose one over the other. 
And If a Democratic President were 
seeking to grant retroactive immunity, 
I would object as stridently and pas-
sionately as I am this afternoon. This 
should not be a partisan issue. We 
should all be in favor of allowing our 
courts to perform their constitutional 
responsibility to determine whether 
these companies should be held ac-
countable. 

I believe that when surveillance is 
fully under the rule of law, Americans 
will only be more secure. To claim oth-
erwise is an insult to our intelligence, 
our common sense, and our proud tra-
dition of law. 

I don’t know how many colleagues 
have seen the movie called ‘‘A Man For 
All Seasons.’’ It is the story of St. 
Thomas More, who was the only indi-
vidual in history that I know of who 
achieved the trifecta of being a lawyer, 
a politician, and a saint—a rare com-
bination in any generation. In the 
movie, St. Thomas More was asked if 
he would be willing to cut down every 
law in England to get his hands on the 
devil. More answered: Absolutely not. 
He said: 

When the last law was down, and the Devil 
turned ’round on you, where would you hide, 
the laws all being flat? This country is plant-
ed thick with laws, from coast to coast— 
Man’s laws, not God’s! And if you cut them 
down . . . do you really think you could 
stand upright in the winds that would blow 
then? 

Those laws know no secrecy, Madam 
President, they know no distinctions 
for power or wealth. They live, that is, 
in openness. And when that openness 
has been defended, when the facts are 
in light, where they belong, I welcome 
all my colleagues’ ideas in the great 

and ongoing debate on security and lib-
erty in this century—a debate in the 
open, and open to us all. 

It can begin by adopting this amend-
ment striking retroactive immunity. 
We can allow the courts to do their 
jobs to determine whether what hap-
pened was legal. 

There are those who would argue the 
telecoms’ actions were legal—but none 
of us know that for sure. If we don’t 
adopt this amendment, we will never 
know. Whatever happened will be bur-
ied for all of history. We will have set 
the precedent that on the mere word or 
request of the administration—or any 
future administration—that tele-
communications companies, or others 
who can collect millions of volumes of 
data about us, will be allowed to turn 
it over to the federal government. 
Maybe the next time it will be medical 
records or financial records that all of 
us would like to think are held pri-
vate—maybe those records, under some 
argument, will be handed over. 

When does this stop? When do we say 
there is a legal means by which we do 
this? That has been what FISA has 
tried to establish for the last three dec-
ades—to strike that balance between 
liberty and security. If we set a prece-
dent with the rejection of this amend-
ment, we open the door, regretfully, for 
not only this administration but future 
ones to engage in the very practice 
that would deprive us of that balance 
between liberty and security. 

So when the vote occurs tomorrow on 
this amendment that Senator FEIN-
GOLD and I have offered, I urge my col-
leagues to step out of their partisan 
roles and consider the example we are 
setting. 

I am also deeply disappointed that 
the President suggested he would veto 
the FISA legislation if this amendment 
passes. The idea that an American 
President would suggest that we ought 
to put aside the Foreign Intelligence 
Surveillance Act merely to protect a 
handful of companies who seek immu-
nity, and to deny us the opportunity to 
determine whether what they did was 
legal, seems to go far beyond what we 
need to be doing at this hour, where 
our security is at risk, as we all know. 

The best way to handle this, in my 
view, is to accept and adopt this 
amendment and send the FISA bill to 
the President for signature. I believe 
that despite his warnings to the con-
trary, he will sign this into law. I don’t 
want to believe an American President 
would put us at risk and deny these 
courts the ability to grant warrants 
and court orders to gather the informa-
tion we need to keep us secure, all to 
protect a few corporations from law-
suits. 

I have said this repeatedly over the 
past several months, but it deserves re-
peating. Not all the telephone compa-
nies complied with that request. If 
they all had, it might strengthen their 
arguments. But in the end, this is a Re-
public: the President cannot order us 
to break the law. And the argument 

that orders from on high excuse illegal 
behavior has been thoroughly de-
bunked. 

Remember, when one telecom, Qwest, 
asked for a court order to justify co-
operation with the President’s surveil-
lance program, it never received one. 
That ought to be instructive. Why 
wasn’t the court order forthcoming? 
Why didn’t the Administration go to 
the FISA Courts, which were created 
exactly for that purpose? Why did some 
companies say no when others said 
yes? 

For all of these reasons, and the ones 
eloquently posed by Senator FEINGOLD, 
we urge our colleagues to accept this 
amendment. Let the courts do their 
work and determine the legality or il-
legality of these actions. 

If we are able to do that, I think we 
will strengthen our country and come 
closer to maintaining that balance be-
tween security and the rule of law that 
generations throughout our Nation’s 
history have struggled with, doing 
their utmost to maintain that healthy 
balance. 

To reject this amendment, I think, 
destroys that balance, does great dam-
age to it. I think we will regret that in 
the years to come. 

With that, I yield the floor to others 
who may want to be heard on this 
amendment. I suggest the absence of a 
quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The bill clerk proceeded to call the 
roll. 

Mr. LEVIN. Madam President, I ask 
unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER (Ms. STA-
BENOW). Without objection, it is so or-
dered. 

AMENDMENT NO. 3927 
Mr. LEVIN. Madam President, one of 

the amendments before us is the Spec-
ter-Whitehouse amendment to title II 
of the FISA Amendments Act of 2007. I 
urge our colleagues to support the 
Specter-Whitehouse amendment for 
the following reasons: 

Title II of the bill, as currently writ-
ten, provides retroactive immunity for 
telecommunications providers who dis-
closed communications and other con-
fidential information about their cus-
tomers at the behest of administration 
officials. These provisions in the bill 
before the Senate require the imme-
diate dismissal of any lawsuit against a 
telecommunications provider based on 
such disclosure if the Attorney General 
certifies that an appropriate Govern-
ment official indicated in writing to 
the provider that the activity was, one, 
authorized by the President, and, two, 
determined to be lawful. It is the words 
‘‘determined to be lawful’’ that create 
the problem. Determined by whom? 

The way the bill is written, a deter-
mination of the Department of Justice 
or intelligence community officials is 
sufficient to ensure immunity even if 
the courts would conclude that the ac-
tivity was illegal. Dismissal would be 
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required even if a court would conclude 
that the disclosure violated the con-
stitutional rights of individuals whose 
personal information was illegally dis-
closed. It would be required even if in-
nocent American citizens were dam-
aged by the disclosure or by the com-
promise of confidential personal infor-
mation. 

The provision in the bill before us 
granting retroactive immunity is not 
necessary, it is not wise, and it is not 
fair. Retroactive immunity is not nec-
essary to ensure the future cooperation 
of the telecommunications providers 
who receive legitimate requests for in-
formation from the intelligence com-
munity. In fact, Congress has already 
ensured such cooperation in the Pro-
tect America Act adopted last August 
which authorizes the Attorney General 
or the Director of National Intelligence 
to direct telecommunications providers 
to disclose certain information, and 
that law provides prospective immu-
nity to telecommunications who co-
operate with such directives. 

Title I of the bill before us appro-
priately continues to provide prospec-
tive immunity to telecommunications 
providers. Title I states: 

Notwithstanding any other law, no cause 
of action shall lie in any court against any 
electronic communication service provider 
for providing any information, facilities, or 
assistance in accordance with a directive 
issued by the Attorney General or the Direc-
tor of National Intelligence pursuant to the 
act. 

In light of this prospective immu-
nity, which is appropriately in the bill, 
retroactive immunity is not necessary 
to ensure the future cooperation of 
telecommunications providers with le-
gitimate requests for information from 
the intelligence community. 

A retroactive immunity is not wise 
either because it precludes any judicial 
review of these important issues. If pri-
vate parties engaged in illegal activi-
ties at the request of senior executive 
branch officials, that may be an appro-
priate mitigating factor to be consid-
ered in the courts. But to simply grant 
immunity retroactively may encourage 
others to engage in illegal activities in 
the future. That is a bad precedent be-
cause it should never be an excuse in a 
free society that you acted illegally be-
cause Government officials asked you 
to do so. 

That leaves the question of equity for 
telecommunications providers who 
may have cooperated with administra-
tion officials in good faith with the as-
surance that such cooperation was 
legal and that they were helping to 
safeguard our national security. 

If one had to choose between a known 
equitable interest of the telecommuni-
cations providers who was prevailed 
upon in the aftermath of 9/11 to assist 
the Government by disclosing private 
customer communications without 
first conforming with the clear require-
ment of the FISA law for a warrant ap-
proved by the FISA Court before doing 
so, if—if—one had to choose between 

that equitable interest and the perhaps 
uncertain claims of plaintiffs whose 
conversations may have been 
eavesdropped upon without their 
knowledge and with little, if any, prov-
able damage, one might reach the con-
clusion that retroactive immunity was 
an appropriate remedy for the tele-
phone companies. 

But we do not have to make that 
choice. We can recognize both the equi-
table interest of the companies and the 
possible claims of our citizens, and we 
can also avoid the terrible precedent of 
giving retroactive immunity to law 
violators. We can do that by adopting 
the Specter-Whitehouse amendment. 

How can we protect the tele-
communications providers from legal 
liability if they acted in good faith at 
the request of the administration with-
out taking the extraordinary step of 
retroactively eliminating any remedy 
for possible violations of the Constitu-
tion and the laws of the United States? 
The Specter-Whitehouse amendment 
before us would accomplish that by im-
munizing telecommunications pro-
viders who acted in good faith based on 
the assurances of appropriate adminis-
tration officials from legal liability 
and at the same time substituting the 
United States for the telecommuni-
cations providers as the defendant in 
lawsuits based on the actions of those 
providers. That substitution would 
safeguard telecommunications pro-
viders from liability just as effectively 
as the retroactive immunity language 
in title II of the bill. 

But unlike the retroactive immunity 
language of title II the Specter-White-
house amendment would not leave per-
sons who can prove they were victims 
of unlawful or unconstitutional actions 
without a remedy. On the contrary, the 
Specter-Whitehouse amendment would 
ensure that any such innocent victims 
retain whatever legal rights they have 
under applicable law, except that the 
U.S. Government would be substituted 
for the telecommunications providers 
as the defendant in such lawsuits. And 
it is appropriate that the Government 
be liable rather than the telecommuni-
cations providers since the disclosures 
were allegedly made by the providers 
in these cases at the request of senior 
executive branch officials based on ap-
peals to help safeguard U.S. security 
and assurances that the providers 
would be protected from liability re-
gardless of the requirements of law. 

The argument has been made that we 
must provide retroactive immunity to 
the telecommunications providers to 
ensure the cases against them are im-
mediately dismissed because if the 
cases are permitted to proceed, vital 
national security information will be 
disclosed. Some have even taken the 
position that the mere existence of this 
litigation, even without the disclosure 
of any information, will somehow help 
the terrorists. But the President has 
already disclosed the existence of the 
collection program at issue. It has been 
discussed in Congress and in the press. 

The Director of National Intelligence 
has publicly discussed the program. 

Nor will the continuation into the fu-
ture of cases against telecommuni-
cations providers or the U.S. Govern-
ment, should the Government be sub-
stituted as the Specter-Whitehouse 
amendment would provide as a defend-
ant, that would not make public sen-
sitive collection methods. That is be-
cause the courts have numerous tools 
at their disposal to safeguard sensitive 
classified information from disclosure 
during the course of a trial and courts 
have used these tools throughout our 
history. Federal courts utilize these 
tools without compromising the na-
tional security when our Government 
chooses to prosecute terrorists or spies. 

Indeed, the recently enacted Military 
Commissions Act provides the same 
tools for the protection of classified in-
formation in cases brought against al-
leged terrorists in the military justice 
system. U.S. citizens who are allegedly 
damaged at the Government’s behest 
surely should be given as much protec-
tion as alleged terrorists. 

The administration’s willingness to 
utilize these procedures to safeguard 
sensitive classified information in the 
prosecution of alleged terrorists, but 
not in suits brought for the protection 
of the rights of American citizens, 
gives the appearance that retroactive 
immunity is being sought under this 
bill as it now stands, not to protect 
classified information but, rather, to 
protect the administration itself. 

The bottom line is we can protect 
telecommunications providers from li-
ability for unlawful or unconstitu-
tional disclosures made in good faith 
reliance on written assurances by high- 
ranking executive branch officials 
without retroactively depriving alleged 
victims of such disclosures of any rem-
edy, if they can demonstrate they have 
been damaged by illegal practices. The 
Specter-Whitehouse amendment would 
enable us to deal fairly with both tele-
communications providers and with 
persons who can prove they were dam-
aged by illegal disclosures of their per-
sonal information. I urge our col-
leagues to support the Specter-White-
house amendment as the fair way of 
protecting both telecommunications 
providers but also protecting what 
should be a very basic principle of our 
Constitution—you cannot and should 
not needlessly remove a remedy from 
people who have been injured. To do 
that retroactively runs contrary to ev-
erything we believe in this Constitu-
tion about the rights of American citi-
zens to be protected and to have rem-
edies when they are wronged. 

AMENDMENT NO. 3941 

Mr. FEINGOLD. Madam President, 
last week the Senate adopted, by voice 
vote, amendment No. 3941 offered by 
the vice chairman of the Intelligence 
Committee, which would require the 
FISA Court to rule on challenges to 
the Government’s directives within a 
specified timeframe. I opposed the 
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amendment because it unnecessarily 
restricts the court’s ability to consider 
important constitutional and statutory 
issues related to this legislation. The 
amendment limits the time for the 
court’s consideration of challenges to 
directives issued under this law to a 
mere 30 days, unless ‘‘necessary to 
comport with the due process clause of 
the Fifth Amendment.’’ There would be 
no other basis for the court to extend 
its deliberations to a 31st day. 

This amendment could have serious 
unintended consequences. There may 
be many decisions that the court can, 
in fact, make in a relatively short pe-
riod of time. But there may also be 
issues that the court will have to con-
sider that could take longer. There 
have been many questions raised about 
the meaning of many of the provisions 
of this bill. The court will certainly be 
required to address some of these com-
plex statutory interpretation issues. 
There have also been serious constitu-
tional concerns raised about this bill 
that the court will need to consider. 

This is new legislation that radically 
changes how surveillance is conducted, 
and there are numerous complex issues 
that the court will be called on to re-
solve. And, unlike this body, the court 
will have to consider in detail the le-
gality and constitutionality of the law 
as it is implemented, which could in-
volve extensive factual development, 
as well as review of relevant precedent. 

There are many other reasons why 
the court would want to extend its de-
liberations that would not implicate 
fifth amendment due process rights. A 
party may seek more time to prepare 
its pleadings. The court may request 
more information. The Government 
may wish to prioritize other more 
pressing issues or may have a host of 
strategic reasons for seeking delay; or 
a crisis or national emergency could 
require the immediate attention of the 
intelligence personnel and lawyers as-
signed to present the Government’s 
case to the court and could occupy the 
court’s time and attention. Under 
those circumstances, we would surely 
want the court to focus its attention 
on the emergency at hand. But if there 
were also a pending challenge to a di-
rective that the court must decide in 
just 30 days, it could be faced in a ter-
rible dilemma. And only permitting 
the court to extend its consideration of 
a challenge if a refusal to do so rises to 
the level of a violation of the fifth 
amendment is far too restrictive. 

I would also think there might be 
some concern that if the court does not 
have enough time to decide whether to 
enforce a directive issued by the Gov-
ernment, it could very well simply de-
cide not to. 

The Judicial Conference of the 
United States has made many of these 
same arguments in a letter sent today 
to Senators REID and MCCONNELL. The 
conference warns that the amendment 
could limit the court’s ability to con-
sider complex issues or could force the 
court to divert its attention from other 

pressing matters. Indeed, the letter 
warns that ‘‘the national security sig-
nificance of the cases before the FISC 
means there is a chance this provision 
could force the FISC by statute to fore-
go consideration of another matter of 
paramount importance.’’ 

This amendment could seriously 
shortchange the court’s ability to de-
termine whether the Government is 
acting legally or whether the bill is 
constitutional, on its face or as imple-
mented in a particular situation. For 
that reason, I opposed this amendment. 

AMENDMENT NO. 3913 
Mr. LEAHY. Madam President, the 

bill we are now considering will pro-
vide an enormous expansion of the gov-
ernment’s ability to conduct 
warrantless surveillance. I support pro-
viding our intelligence agencies with 
the flexibility they need to surveil for-
eign targets that may be intending us 
harm, but we must be similarly vigi-
lant in making certain that this sur-
veillance is limited to its intended 
scope. 

I commend Senator FEINGOLD in 
crafting an amendment that would pro-
hibit what is known as ‘‘reverse tar-
geting’’ and would ensure that this new 
surveillance is directed only toward its 
overseas targets and not toward sur-
veillance of innocent Americans with-
out a court order. The Intelligence 
Committee’s bill, S. 2248, requires the 
government to seek an order from the 
FISA Court only when ‘‘the’’ purpose of 
the government’s acquisition is the 
targeting of Americans inside of the 
United States. I fear that the govern-
ment will read into this language a 
loophole and it may justify eaves-
dropping on American’s private com-
munications, without any court order, 
as long as they have some interest in 
an overseas ‘‘target,’’ even if a signifi-
cant purpose of the interception is to 
collect the communications of a person 
in the United States. Is this fear legiti-
mate? I think so, given this adminis-
tration’s history of convoluted, dis-
ingenuous legal interpretation. We 
must be clear in our language, because 
we know what they will do if we are 
not. 

Senator FEINGOLD’s provision would 
clarify that if the government inter-
cepts the communications of a person 
overseas but ‘‘a significant purpose’’ of 
the surveillance is to collect the com-
munications of the U.S. person with 
whom the person overseas is commu-
nicating, the government must get a 
court order. This is an important dis-
tinction. In light of the sweeping pow-
ers we are granting to the government 
to conduct surveillance without up 
front court review, we must also cabin 
the scope of the government’s power to 
eavesdrop on the communications of 
innocent Americans. 

AMENDMENT NO. 3915 
The authorities and procedures in S. 

2248 would permit the FISA Court to 
review government targeting and mini-
mization procedures. If, however, the 
Court finds certain aspects of those 

procedures to be inadequate—even 
grossly inadequate—S. 2248 provides no 
authority to restrict the use of infor-
mation already collected using those 
procedures. That means that the gov-
ernment would be free to access, use, 
and share information about private 
communications that was collected in 
violation of the law. 

Senator FEINGOLD’s amendment 
would ensure that the Court has the 
authority to stop a continuation, and 
perhaps escalation, of the harm caused 
by the government’s use of illegal pro-
cedures. This provision would limit the 
government’s use and dissemination of 
illegally obtained information if the 
FISA Court later determines that the 
procedures were not reasonably de-
signed to target people outside of the 
United States or to adequately mini-
mize the use of information about U.S. 
persons. It is important to note that, 
under this provision, if the government 
acts to address the Court’s concerns 
and correct these procedures it would 
then be free to use and disseminate the 
information it acquired. 

This is not a novel application of law 
under FISA. FISA’s existing emer-
gency provision holds that if the gov-
ernment begins emergency surveillance 
without a warrant, and the FISA Court 
then determines the surveillance to be 
unlawful, the government cannot use 
and disseminate the information it ac-
quired except under very limited cir-
cumstances. Senator FEINGOLD’s 
amendment simply applies these rea-
sonable safeguards to the new and 
broadly expanded authority we are now 
giving to the government. This provi-
sion represents a crucial safeguard for 
the protection of Americans’ privacy 
rights. 

AMENDMENT NO. 3927 
I strongly oppose the blanket grant 

of retroactive immunity in the Intel-
ligence Committee bill. This adminis-
tration violated FISA by conducting 
warrantless surveillance for more than 
5 years. They got caught. If they had 
not, they would probably still be doing 
it. In the wake of the public disclosure 
of the President’s illegal surveillance 
of Americans, the administration and 
the telephone companies are being sued 
by citizens who believe their privacy 
and constitutional rights have been 
violated. Now, the administration is 
trying to force Congress to terminate 
those lawsuits in order to insulate 
itself from accountability. We should 
not allow this to happen. 

The administration knows that these 
lawsuits may be the only way that it 
will ever be called to account for its 
flagrant disrespect for the rule of law. 
In running its illegal program of 
warrantless surveillance, the adminis-
tration, relying on legal opinions pre-
pared in secret and shown to only a 
tiny group of like-minded officials, en-
sured the administration received the 
advice they wanted. Jack Goldsmith, 
who came in briefly to head the Justice 
Department’s Office of Legal Counsel 
described the program as a ‘‘legal 
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mess.’’ This administration does not 
want a court to have the chance to 
look at this legal mess. Retroactive 
immunity would assure that they get 
their wish. 

The Judiciary Committee and Intel-
ligence Committee tried for well over a 
year and a half to obtain access to the 
information that our members needed 
to evaluate the administration’s argu-
ments for immunity. Indeed, over a 
year ago Chairman SPECTER was pre-
pared to proceed to subpoena informa-
tion from the telephone companies in 
light of the administration’s 
stonewalling. It was only just before 
the Intelligence and Judiciary Com-
mittees’ consideration of this bill that 
committee members finally obtained 
access to a limited number of these 
documents. Senators who have re-
viewed the information have drawn 
very different conclusions. 

Now this matter is before all Sen-
ators and it is well past time for all 
Members to have access to the infor-
mation they need to make informed 
judgments about the provisions of 
these bills. The majority leader wrote 
to the administration stating that 
Members of the Senate need that ac-
cess. We have had no response—the ad-
ministration has ignored the request. 
It is clear that they do not want to 
allow Senators to appropriately evalu-
ate these documents and draw their 
own conclusions. 

There are reports in the press that at 
least one telecommunications carrier 
refused to comply with the administra-
tion’s request to cooperate with the 
warrantless wiretapping. All Senators 
should have the opportunity to know 
these facts, so they can make an in-
formed judgment about whether there 
were legitimate legal concerns that 
other cooperating telecommunications 
companies should have raised. Indeed, 
if other carriers had been more careful 
in their legal analysis, and had raised 
these concerns, would the administra-
tion have had a greater incentive to 
come to the Congress and get the law 
changed? Would we have been spared 
five long years of illegal behavior by 
this administration? 

I have drawn very different conclu-
sions than Senator ROCKEFELLER about 
retroactive immunity. I agree with 
Senator SPECTER and many others that 
blanket retroactive immunity, which 
would end ongoing lawsuits by legisla-
tive fiat, undermines accountability. 
Senator SPECTER has been working 
diligently first as the chairman of the 
Judiciary Committee and now as its 
ranking member to obtain judicial re-
view of the legality of the warrantless 
wiretapping of Americans from 2001 
into last year. The check and balance 
the judiciary provides in our constitu-
tional democracy has an important 
role to play and should be protected. 
Judicial review can and should provide 
a measure of accountability. 

We hear from the administration and 
some of our colleagues that we must 
grant immunity or the telephone com-

panies will no longer cooperate with 
the Government. Senators should un-
derstand that even if we do not grant 
retroactive immunity, telecommuni-
cations carriers will still have immu-
nity for actions they take in the fu-
ture. Their cooperation in the future 
will still be required by legal orders 
and they will not be subject to liability 
for doing what the law requires. If they 
follow the law, they have immunity. 

We have heard some people argue 
that the telephone companies should 
get immunity because they complied 
with the Government’s requests to en-
gage in warrantless surveillance out of 
patriotism. I do not doubt the patriot-
ism of the executives and employees of 
these companies, but this month we 
learned that these companies cut off 
wiretaps, including wiretaps of terror-
ists, because the FBI failed to pay its 
telephone bills. How can this adminis-
tration talk repeatedly, on the one 
hand, about the importance of FISA 
surveillance, and on the other hand, 
fail to pay its phone bills and jeop-
ardize this critical surveillance. But 
beyond that, the fact that carriers 
were willing to cut off surveillance 
when they were not paid—presumably 
some of the same carriers that agreed 
to conduct warrantless surveillance— 
undercuts the argument about their 
patriotic motives. 

As one former FBI special agent has 
said, ‘‘It sounds as though the telecoms 
believe it when the FBI says the war-
rant is in the mail, but not when they 
say the check is in the mail.’’ 

I believe the rule of law is important 
in protecting the rights of Americans 
from unlawful surveillance. I do not be-
lieve that Congress can or should seek 
to take those rights and those claims 
from those already harmed. Moreover, 
ending ongoing litigation eliminates 
perhaps the only viable avenue of ac-
countability for the Government’s ille-
gal actions. Therefore, I say again: I 
oppose blanket retroactive immunity. 

I do support and will vote for the 
amendment that Senators SPECTER and 
WHITEHOUSE will offer on ‘‘substi-
tution.’’ This amendment would place 
the Government in the shoes of the pri-
vate defendants that acted at its be-
hest and let it assume full responsi-
bility for illegal conduct. The Specter- 
Whitehouse amendment contains an 
explicit waiver of sovereign immunity, 
which will allow the lawsuits to pro-
ceed against the United States, and it 
makes other changes designed to as-
sure that the Government does not 
have advantages as a defendant that 
the carriers would not have. While I see 
no need to deal with the issue of law-
suits against the providers in this Con-
gress, I believe that substitution is a 
fairer means of dealing with these law-
suits than full retroactive immunity, 
because it would give the plaintiffs 
their day in court, and it would allow 
for a measure of accountability for the 
administration’s actions in the years 
following 9/11. 

This administration violated FISA 
by conducting warrantless surveillance 

for more than 5 years. They got caught, 
and the telecommunications carriers 
got sued. Now, the administration in-
sists that those lawsuits be terminated 
by Congress, so that it does not have to 
answer for its actions. Retroactive im-
munity does more than let the carriers 
off the hook. It shields this administra-
tion from any accountability for con-
ducting surveillance outside of the law. 
It would stop dead in their tracks the 
lawsuits that are now working their 
way through the courts, and leave 
Americans whose privacy rights have 
been violated with no chance to be 
made whole. These lawsuits are per-
haps the only avenue that exists for an 
outside review of the Government’s ac-
tions. That kind of assessment is crit-
ical if our Government is to be held ac-
countable. That is why I do not support 
legislation to terminate these legal 
challenges and I will vote to strike it. 

Madam President, I yield the floor, 
and I suggest the absence of a quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. REID. Mr. President, I ask unan-
imous consent that the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER (Mr. 
WHITEHOUSE). Without objection, it is 
so ordered. 

f 

INTELLIGENCE AUTHORIZATION 
ACT FOR FISCAL YEAR 2008— 
CONFERENCE REPORT 

Mr. REID. Mr. President, I ask unan-
imous consent that the Senate now 
proceed to the conference report to ac-
company H.R. 2082, the Intelligence au-
thorization conference report. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. The clerk 
will report. 

The bill clerk read as follows: 
The committee of conference on the dis-

agreeing votes of the two houses on the 
amendment of the Senate to the bill (H.R. 
2082), to authorize appropriations for fiscal 
year 2008 for intelligence and intelligence-re-
lated activities of the United States Govern-
ment, and for other purposes, having met, 
after full and free conference, have agreed to 
recommend and do recommend to their re-
spective houses this report, signed by a ma-
jority of the conferees. 

The PRESIDING OFFICER. Without 
objection, the Senate will proceed to 
the consideration of the conference re-
port. 

(The conference report is printed in 
the House proceedings of the RECORD of 
December 6, 2007, beginning at page 
H14462.) 

CLOTURE MOTION 
Mr. REID. Mr. President, I send a 

cloture motion to the desk. 
The PRESIDING OFFICER. The clo-

ture motion having been presented 
under rule XXII, the Chair directs the 
clerk to read the motion. 

The legislative clerk read as follows: 
CLOTURE MOTION 

We, the undersigned Senators, in ac-
cordance with the provisions of Rule 
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XXII of the Standing Rules of the Sen-
ate, do hereby move to bring to a close 
debate on the conference report to ac-
company H.R. 2082, Intelligence Au-
thorization Act. 

John D. Rockefeller, IV, Dianne Fein-
stein, Kent Conrad, E. Benjamin Nel-
son, Russell D. Feingold, Barbara A. 
Mikulski, Ron Wyden, Ken Salazar, 
Mark Pryor, Patty Murray, Benjamin 
L. Cardin, Frank R. Lautenberg, Jack 
Reed, Sheldon Whitehouse, Harry Reid, 
Carl Levin, Bill Nelson. 

Mr. REID. Mr. President, I ask unan-
imous consent the mandatory quorum 
call be waived. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

FISA AMENDMENTS ACT OF 2007— 
Continued 

Mr. REID. Mr. President, I ask unan-
imous consent that the Senate resume 
consideration of S. 2248. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. REID. Mr. President, I just fin-
ished a conference with the distin-
guished Republican leader, and we both 
believe this is the best way to go. We 
will, at some time, finish the intel-
ligence conference report one way or 
the other, and following that, we will 
likely move to the Indian health bill to 
try to complete that. 

We have had a productive day. It is 
my understanding there are only two 
speakers left on the FISA legislation, 
and that is Senator DODD and Senator 
SPECTER. If there are others, they 
should notify the cloakroom forthwith. 

We have eight votes we are going to 
do tomorrow, and staff is working on a 
consent to get to those votes. If we fin-
ish them, regardless, it would be better 
if we do this by consent. We are going 
to start the votes early in the morning. 
There will be no morning business to-
morrow. We have eight votes to do to-
morrow and complete a lot of talk on 
this bill, and that way we can send it 
to the House very quickly and they 
will come back and tell us something, 
we hope, by the end of the week. 

We all hope it is not necessary that 
we have an extension, but time will 
tell. 

Mr. President, I suggest the absence 
of a quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. REID. Mr. President, I ask unan-
imous consent that the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. REID. Mr. President, I ask unan-
imous consent that when the Senate 
resumes S. 2248 on Tuesday morning, 
February 12, the sequence of votes on 
remaining amendments occur in the 
following order: Whitehouse 3920, sub-
ject to a 60-vote threshold; Feinstein 
3910, subject to a 60-vote threshold; 
Feingold 3979; Dodd 3907; Feingold 3912; 

Bond-Rockefeller 3938, as modified; 
Specter-Whitehouse 3927; Feinstein 
3919, with a 60-vote threshold; and that 
each leader control a total of 10 min-
utes of debate time to be used prior to 
any of the votes; that the provisions of 
the previous order governing debate 
limitations and vote limitations re-
main in effect. 

We are going to do as many of these 
as we can before the weekly party con-
ferences. With a little bit of luck, we 
can finish all of them. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. REID. I suggest the absence of a 
quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. DURBIN. Mr. President, I ask 
unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

MORNING BUSINESS 

Mr. DURBIN. Mr. President, I ask 
unanimous consent that the Senate 
proceed to a period of morning business 
with Senators permitted to speak for 
up to 10 minutes each. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

NATIVE AMERICAN HOUSING AND 
SELF-DETERMINATION ACT 

Mr. DODD. Mr. President, I come to 
the floor today to discuss the Banking 
Committee’s action on S. 2062, the Na-
tive American Housing Assistance and 
Self-Determination Reauthorization 
Act of 2007. Senator SHELBY and I 
agreed to discharge this bill from the 
Banking Committee, with an amend-
ment, to help move the bill along. 

This legislation reauthorizes the Na-
tive American Housing and Self-Deter-
mination Act, NAHASDA, which pro-
vides critical funds for housing Native 
Americans who suffer significant and 
unique housing problems. According to 
HUD data, almost one-third of Native 
Americans have severe housing bur-
dens. They live in overcrowded condi-
tions, lack basic plumbing and utili-
ties, or pay over half of their income 
for their housing costs. NAHASDA is 
the primary way that Indian tribes are 
assisted in addressing these critical 
housing needs. 

The amendment drafted by Senator 
SHELBY and I includes a provision to 
clarify that this bill should not inter-
fere with ongoing court cases regarding 
funding allocations. I want to acknowl-
edge the contributions of Senators 
TESTER and ENZI in working on this 
provision. In addition, the amendment 
helps to retain the requirements that 
funds be used for those Native Ameri-
cans in the worst housing situations 
and that funds continue to be used to 
increase affordable housing opportuni-
ties. 

I look forward to working with my 
colleagues to quickly pass S. 2062 as 
amended. 

f 

SCHOOL SAFETY AND LAW EN-
FORCEMENT IMPROVEMENT ACT 

Mr. LEAHY. Mr. President, it has 
now been nearly 10 months since the 
horrific incident at Virginia Tech re-
sulted in the tragic deaths of 32 stu-
dents and faculty members, and serious 
injuries to many other innocent vic-
tims. During that time, we have wit-
nessed a barrage of new incidents in-
volving threatening conduct and, too 
often, deadly acts of violence at our 
schools and college campuses nation-
wide. 

Just in the last few days tragedy has 
struck at one of our Nation’s high 
schools and on a university campus. 
Today’s press reports indicate that a 
student at Mitchell High School in 
Memphis, TN, is in critical condition 
after a violent incident in the school’s 
cafeteria. Just this past Friday, a fe-
male student killed two other women, 
and then herself, inside a classroom on 
the campus of Louisiana Technical Col-
lege in Baton Rouge. This terrible inci-
dent could easily have been even more 
deadly: there were nearly 20 people in 
the classroom at the time. 

The Senate has so far failed to take 
up and pass the School Safety and Law 
Enforcement Improvement Act of 2007, 
S. 2084, which the Judiciary Committee 
reported last September to help im-
prove school safety. This comprehen-
sive legislation should be considered 
and passed without further delay. 

In originating the bill over 6 months 
ago, the Judiciary Committee showed 
deference to Governor Tim Kaine and 
the task forces at work in Virginia, 
and sought to complement their work 
and recommendations. Working with 
several Senators, including Senators 
BOXER, REED, SPECTER, FEINGOLD, 
SCHUMER, and DURBIN, the committee 
originated this bill and reported it at 
the start of the 2007 academic year. My 
hope was that Congress would adopt 
these critical school safety improve-
ments last fall. 

Since this bill passed out of the Judi-
ciary Committee, we have seen tragedy 
at Louisiana Technical College, Dela-
ware State, University of Memphis, 
SuccessTech Academy in Cleveland, 
OH, as well as incidents in California, 
New York, Pennsylvania, and Oregon, 
to name just a few. I, again, urge the 
Senate to proceed to consider this com-
prehensive package of school safety 
measures. It includes sensible yet ef-
fective safety improvement measures 
supported by law enforcement across 
the country. We should be doing all 
that we can to help. 

Last October, a troubled student 
wearing a Fred Flintstone mask and 
carrying a rifle through campus was 
arrested at St. John’s University in 
Queens, NY, prompting authorities to 
lock down the campus for 3 hours. The 
day after that incident, an armed 17- 

VerDate Mar 15 2010 23:23 Mar 19, 2014 Jkt 081600 PO 00000 Frm 00023 Fmt 4637 Sfmt 0634 E:\2008SENATE\S11FE8.REC S11FE8m
m

ah
er

 o
n 

D
S

K
C

G
S

P
4G

1 
w

ith
 S

O
C

IA
LS

E
C

U
R

IT
Y



CONGRESSIONAL RECORD — SENATES846 February 11, 2008 
year-old on the other side of the coun-
try in Oroville, CA, held students hos-
tage at Las Plumas High School, also 
resulting in a lock-down. Around that 
same time, an armed student suspected 
of plotting a Columbine-style attack 
on fellow high school students was ar-
rested in Norristown, PA. The students 
in these situations were lucky and es-
caped without injury. 

University of Memphis student Tay-
lor Bradford was not so lucky. He was 
killed on campus last September in 
what university officials believe was a 
targeted attack. He was 21 years old. 
Shalita Middleton was not so lucky. 
She died last October from injuries she 
sustained during the Delaware State 
incident. She was 17 years old. Nathan-
iel Pew was not so lucky. He was 
wounded at Delaware State. High 
school teachers Michael Grassie and 
David Kachadourian and students Mi-
chael Peek and Darnell Rodgers—all of 
whom were wounded by a troubled stu-
dent at SuccessTech Academy last Oc-
tober—were not so lucky. And the two 
female students killed this past Friday 
in Baton Rouge were not so lucky. 

The School Safety and Law Enforce-
ment Improvement Act responds di-
rectly to incidents like these by ad-
dressing the problem of violence in our 
schools in several ways. The bill au-
thorizes Federal assistance for pro-
grams to improve the safety and secu-
rity of our schools and institutions of 
higher education, provides equitable 
benefits to law enforcement serving 
those institutions including bulletproof 
vests, and funds pilot programs to de-
velop cutting-edge prevention and 
intervention programs for our schools. 
The bill also clarifies and strengthens 
two existing statutes—the Terrorist 
Hoax Improvements Act and the Law 
Enforcement Officers Safety Act— 
which are designed to improve public 
safety. 

Specifically, the bill would improve 
the safety and security of students 
both at the elementary and secondary 
school level and on college and univer-
sity campuses. The K–12 improvements 
are drawn from a bill that Senator 
BOXER introduced last April, and I 
want to thank Senator BOXER for her 
hard work on this issue. The improve-
ments include increased funding for 
much-needed infrastructure changes to 
improve security as well as the estab-
lishment of hotlines and tip-lines, 
which will enable students to report 
potentially dangerous situations to 
school administrators before they 
occur. 

These improvements can save lives. 
After the four students and teachers 
were wounded at SuccessTech Acad-
emy, the press reported that parents 
had been petitioning to get a metal de-
tector installed and additional security 
personnel added, and that the guard 
who was previously assigned to the 
school had been removed 3 years ago. 
In fact, at the time, the entire city of 
Cleveland had just 10 metal detectors 
that rotated throughout the city’s 

more than 100 schools. Title I of the 
bill would enhance the ability of school 
districts to apply for and receive grant 
money to fund the installation of 
metal detectors and the training and 
hiring of security personnel to keep 
our kids safe. 

To address the new realities of cam-
pus safety in the wake of Virginia Tech 
and more recent college incidents, title 
I also creates a matching grant pro-
gram for campus safety and security to 
be administered out of the COPS Office 
of the Department of Justice. The 
grant program would allow institutions 
of higher education to apply, for the 
first time, directly for Federal funds to 
make school safety and security im-
provements. The program is authorized 
to be appropriated at $50,000,000 for the 
next 2 fiscal years. While this amounts 
to just $3 per student each year, it will 
enable schools to more effectively re-
spond to dangerous situations on cam-
pus. 

The bill would also make sworn law 
enforcement officers who work for pri-
vate institutions of higher education 
and rail carriers eligible for death and 
disability benefits, and for funds ad-
ministered under the Byrne Grant pro-
gram and the bulletproof vest partner-
ship grant program. Providing this eq-
uitable treatment is in the best inter-
est of our Nation’s educators and stu-
dents and will serve to place the sup-
port of the Federal Government behind 
the dedicated law enforcement officers 
who serve and protect private colleges 
and universities nationwide. I com-
mend Senator JACK REED for his lead-
ership in this area. 

The bill helps law enforcement by 
making improvements to the Law En-
forcement Officers Safety Act of 2003, 
LEOSA. These amendments to existing 
law will streamline the system by 
which qualified retired and active offi-
cers can be certified under LEOSA. It 
serves us all when we permit qualified 
officers, with a demonstrated commit-
ment to law enforcement and no ad-
verse employment history, to protect 
themselves, their families, and their 
fellow citizens wherever those officers 
may be. 

The bill focuses on prevention as 
well, by incorporating the PRE-
CAUTION Act at the request of Sen-
ators FEINGOLD and SPECTER. This pro-
vision authorizes grants to develop pre-
vention and intervention programs for 
our schools. 

Finally, the bill incorporates the 
Terrorist Hoax Improvements Act of 
2007, at the request of Senator KEN-
NEDY. 

The Senate should move forward and 
act. The Virginia Tech Review Panel— 
a body commissioned by Governor 
Kaine to study the Virginia Tech trag-
edy—recently issued its findings based 
on a 4-month long investigation of the 
incident and its aftermath. This bill 
would adopt a number of recommenda-
tions from the Review Panel aimed at 
improving school safety. We must not 
miss this opportunity to implement 

these initiatives nationwide, and to 
take concrete steps to ensure the safe-
ty of our kids. I hope the Senate will 
promptly move forward to invest in the 
safety of our students and better sup-
port law enforcement officers across 
the country by considering and passing 
the School Safety and Law Enforce-
ment Improvement Act of 2007. 

f 

(At the request of Mr. REID, the fol-
lowing statement was ordered to be 
printed in the RECORD.) 

INAUGURATION OF PRESIDENT- 
ELECT LEE MYUNG-BAK 

∑ Mr. OBAMA. Mr. President, in just 2 
weeks President-elect Lee Myung-bak 
will be inaugurated as the next Presi-
dent of South Korea. His inauguration 
offers a fresh opportunity to reaffirm 
and reinvigorate the U.S.-South Korea 
relationship for a new era. 

The U.S.-ROK alliance has been a re-
markably strong and successful one. 
Forged in blood during the Korean war 
more than a half-century ago, the alli-
ance has sustained itself through the 
crucible of the cold war and remains 
central to U.S. security policy in East 
Asia. Our bonds have only deepened 
through the extensive social and cul-
tural ties that have formed between 
our two countries, including 100,000 
Americans who live in Korea, and the 2 
million Korean-Americans who enrich 
our society through their classic Amer-
ican ethic of hard work, strong fami-
lies, and tight-knit church commu-
nities. 

Nonetheless, I do not think it is an 
overstatement to say that the U.S.- 
Korea relationship has been adrift in 
recent years. At the heart of it have 
been our respective approaches to 
North Korea. The Bush administration 
has been divided within itself on how 
to deal with Pyongyang, branding it a 
member of the ‘‘Axis of Evil’’ and re-
fusing bilateral discussions with it be-
fore subsequently reversing course. 
This unsteady approach not only has 
allowed North Korea to expand its nu-
clear arsenal as it has resumed reproc-
essing of plutonium and tested a nu-
clear device. It also has understandably 
caused anxiety in South Korea, as its 
leaders and people have tried to figure 
out what the Bush administration pol-
icy is. 

I have no illusions about North 
Korea, and we must be firm and 
unyielding in our commitment to a 
nonnuclear Korean peninsula. In the 
process we must pay attention to the 
interests of the South Korean people to 
ensure that we move forward in unity 
and common purpose. 

The U.S.-Korea economic relation-
ship has also benefited both nations 
and deepened our ties. I look forward 
as well to supporting ways to increase 
our bilateral trade and investment ties 
through agreements paying proper at-
tention to our key industries and agri-
cultural sectors, such as autos, rice, 
and beef, and to protection of labor and 
environmental standards. Regrettably, 
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the U.S.-Korea Free Trade Agreement 
does not meet this standard. 

Given the importance of getting this 
relationship right I would encourage 
President Bush to invite President Lee 
to the White House as early as possible 
after his inauguration as a signal of 
the commitment of the United States 
to the alliance, and to reaffirm the im-
portance of the alliance to the United 
States. In the process, we need to work 
with South Korea on a common vision 
for the alliance to meet the challenges 
of the 21st century, not only those on 
the Korean Peninsula but in the region 
and beyond. 

An alliance that once was built sole-
ly on defense against common threats 
must today be built also on our shared 
values and strong mutual interests. I 
congratulate President-elect Lee on his 
election, pass on my good wishes for 
him and the Korean people for his inau-
guration, and honor the Korean people 
for their vibrant democracy. I look for-
ward to the opportunity to work with 
him in the years ahead to replenish and 
revitalize this crucial relationship.∑ 

f 

ADDITIONAL STATEMENTS 

CARROLL COLLEGE FIGHTING 
SAINTS 

∑ Mr. BAUCUS. Mr. President, the De-
cember 24, 2007, ‘‘Year in Pictures’’ edi-
tion of Sports Illustrated featured a 
mud-soaked and elated Brandon Day on 
the cover. Day is a junior linebacker 
for the Fighting Saints of Carroll Col-
lege in my hometown of Helena, MT. 
This amazing image was captured by 
photographer John Russell following 
the Fighting Saints fifth National As-
sociation of Intercollegiate Athletics 
football title in the past six seasons on 
December 15, 2007, in Savannah, TN. 

The story of this team and the cover 
photo on Sports Illustrated has really 
moved me. With all the negative sto-
ries recently in the sports world, it was 
both heartening and appropriate for 
the magazine to honor the spirit of 
intercollegiate athletics by shining the 
spotlight on such a hard-working and 
deserving group of student athletes. 
The young men that make up Carroll’s 
football squad truly embody the best of 
these ideals and Montana values. They 
have worked hard both on and off the 
field and have achieved not only ath-
letic glory, but also success in the 
classroom and have given much back 
to the Helena community and their 
hometowns. Coming from small towns 
across Montana and the West, these 
student athletes certainly don’t de-
mand or expect this kind of recognition 
for their achievements, but they cer-
tainly are worthy of the praise. This 
group of young men are great ambas-
sadors for the college they so proudly 
represent and are terrific role models 
for their fellow students and the many 
younger kids who look up to them. 

This strength of character is cer-
tainly a tribute to their fine and caring 

coach, Mike Van Diest, who has taught 
his players that devotion to school, 
family, and faith come before football. 
He demands excellence from his play-
ers both on and off the field, as does 
the president of the school, Dr. Thomas 
Trebon. Dr. Trebon recently wrote a 
letter to Sports Illustrated that tells 
the story of the Fighting Saints. I 
thank Dr. Trebon for all of his hard 
work and leadership at Carroll College, 
and I look forward to cheering on the 
Saints again in 2008. I know that they 
will continue to make Montana proud. 

Mr. President, I ask to have the let-
ter from Dr. Trebon printed in the 
RECORD. 

The material follows. 
DEAR SPORTS ILLUSTRATED: All of Montana 

is thrilled by the SI ‘‘2007 Pictures of the 
Year’’ front cover featuring Carroll College 
junior linebacker Brandon Day’s euphoric re-
action to the Fighting Saints’ fifth NAIA 
National Football Championship win. 

The untold story about the Saints found 
honest reflection in the SI cover photo, with 
Day and his victorious teammates soaked in 
mud while overcome with joy. It’s a story 
about humble happiness through hard work, 
where every standout member of the Saints 
who receives recognition promptly points to 
his teammates as the real reason for their 
success. It’s the story of Fighting Saint 
Luke DenHerder, who returned to the grid-
iron after beating a lethal cancer, while his 
fellow student-athletes cheered him and even 
shaved their heads in solidarity during his 
chemotherapy. It’s the story of a team com-
prised of men hailing primarily from rural 
Western towns, ranches and farms, from 
struggling middle-class families, who know 
the meaning of hard work and who haven’t 
seen much glory in return. Until now. 

Carroll’s story is about two-time NAIA Na-
tional Coach of the Year (2003 and 2005) Mike 
Van Diest, who led the Saints to all five na-
tional championship wins, all while demand-
ing that our athletes’ priorities must be God 
first, family second, school third and football 
last. Indeed, the press corps following our 
team to Tennessee took more photos of our 
players studying for their final exams and 
volunteer reading to school children in Sa-
vannah, Tenn., than engaged in pre-game 
practice. This fall, seven Fighting Saints 
were named national Daktronics-NAIA Foot-
ball Scholar-Athletes, the team maintains a 
grade point average over 3.2, and nearly half 
of our football squad is selected yearly as 
All-Academic honorees in the Frontier Con-
ference. Yet, the true story about the Saints 
was told before the clock ran out during the 
championship game. After each play, our 
Carroll student-athletes showed their com-
mitment to sportsmanship by helping their 
opponents up from tackles and shaking 
hands with the University of Sioux Falls 
players. 

In these days when more of us long for a 
return to civility and yearn to see our star 
athletes and athletic programs meet the 
high standards of role models, SI’s cover 
photo was distinctly gratifying. In one shot, 
photographer John Russell captured both a 
moment of athletic triumph and distilled our 
dream of bringing back the values of simpler 
times, when good men from humble begin-
nings win out in the end and become heroes. 

THOMAS TREBON, 
President, Carroll College.∑ 

f 

UNI-CAPITOL WASHINGTON 
INTERNSHIP PROGRAMME 2008 

∑ Mr. CRAPO. Mr. President, I am 
proud to be involved for a second year 

in the Uni-Capitol Washington Intern-
ship Programme, an exchange program 
in which outstanding college students 
from Australia’s top universities com-
pete to serve as interns for the U.S. 
Congress. The program is in its ninth 
year of bringing the Washington expe-
rience to our friends from Australia, 
firsthand. In addition to working in 
congressional offices, the program pro-
vides students with a number of other 
opportunities and activities, including 
visits to historic sites, visits to govern-
ment agencies, meetings with govern-
ment leaders, and educational events. 

This year, Suzi Allan, a student from 
the University of Canberra, Australia, 
is taking a 2-month hiatus from her 
communications degree to help me 
serve Idaho constituents. Of the pro-
gram, Suzi says, ‘‘The UCWIP has 
given me the unique opportunity to 
gain firsthand insight into the world’s 
most influential government. I have 
had incredible experiences while work-
ing in Senator Crapo’s office and have 
enjoyed learning more about the U.S. 
Congress. Working in the heart of 
America’s political establishment is a 
fantastic experience that I will always 
remember.’’ 

This year, I would again like to 
thank Director Eric Federing and his 
wife, Daphne, for their continued com-
mitment to enlarging the educational 
experience of students in their home 
country of Australia. Free nations 
have a responsibility to work together 
to promote the liberty that have pro-
vided social, cultural, and economic 
success. Bringing young people to-
gether in their formative educational 
years promotes these partnerships for 
prosperity across national lines and 
highlights our Nations’ shared goals 
and interests. I am pleased to be able 
to participate in this well-crafted and 
successful program.∑ 

f 

TRIBUTE TO REVEREND WEBSTER 
TWO HAWK 

∑ Mr. JOHNSON. Mr. President, it is 
my pleasure to speak today to recog-
nize an outstanding lifelong resident of 
South Dakota, Rev. Webster Two 
Hawk. 

Recently, Reverend Two Hawk 
marked 50 years of service to his 
church and his faith. His congregation 
is the St. Peter’s Episcopal Church in 
Fort Pierre, SD, where he has been a 
volunteer priest for the last 27 years. 
Reverend Two Hawk, now retired, has a 
long list of accomplishments through-
out his lifetime. 

Reverend Two Hawk was born and 
lived near White River, SD, until going 
to schools in Todd County. Upon com-
pletion of high school in Mission, SD, 
now Todd County High School, he at-
tended the University of South Dakota, 
my alma mater, where he graduated in 
1952 with a degree in business adminis-
tration. Upon leaving college, Two 
Hawk enlisted in the U.S. Army to 
serve in the Korean war. Upon his re-
turn from service, he attended Kenyon 
College in Ohio where he graduated 

VerDate Mar 15 2010 23:23 Mar 19, 2014 Jkt 081600 PO 00000 Frm 00025 Fmt 4637 Sfmt 0634 E:\2008SENATE\S11FE8.REC S11FE8m
m

ah
er

 o
n 

D
S

K
C

G
S

P
4G

1 
w

ith
 S

O
C

IA
LS

E
C

U
R

IT
Y



CONGRESSIONAL RECORD — SENATES848 February 11, 2008 
with a master’s degree in divinity and 
was ordained at St. Peter’s Church in 
Lake Andes on the Yankton Sioux Res-
ervation. He served there 6 years as 
priest before moving to the Standing 
Rock Sioux Reservation for another 6 
years and ultimately returning home 
to the Rosebud Sioux Reservation. 

His return home led him down a dif-
ferent path of service he was elected 
chairman of the Rosebud Sioux Tribe. 
He had many accomplishments during 
his tenure as leader of the tribe; most 
notably was the opening of Sinte 
Gleska University in 1971. His desire to 
serve also led him to work for the Ab-
erdeen Area Indian Health Service and 
was also appointed by former Gov Bill 
Janklow as the commissioner for the 
South Dakota Tribal Government Re-
lations Office from 1996 until 2003. As 
well, he serves on the board of direc-
tors for the Wakpa Sica Reconciliation 
Place. 

Currently, Reverend Two Hawk is 
working to rebuild the congregation in 
his hometown of White River, SD. I 
take this opportunity to commend Rev. 
Webster Two Hawk for his lifetime of 
service to his congregation and to his 
tribe. Both are certainly thankful for 
his efforts.∑ 

f 

TRIBUTE TO KEN HARPER 

∑ Mr. PRYOR. Mr. President, today I 
wish honor Ken Harper, a fellow Ar-
kansan who has embraced the spirit of 
patriotism. Not only has he served our 
country in the military, but he has cre-
ated inspirational poetry and a special 
commemorative gift to veterans. Ken 
Harper has a unique talent for writing 
poetry of a ‘‘military significance’’ and 
‘‘significance of character’’ that gives 
inspiration to those who read it. 

Ken Harper proudly served in the 
U.S. Navy and the U.S. Army. He 
served a tour of duty with the U.S. 
Navy beginning in 1979. In 1985, he 
chose to continue his military career 
by serving in the U.S. Army. After his 
military service was completed, Ken 
still had the desire to serve. 

Inspired by the fallen sailors and ma-
rines of Pearl Harbor, Ken requested a 
few American flags to be flown from 
military memorials and ships on behalf 
of some retired veterans he knew. The 
success of this motivated him to have 
more flags flown in dedication of other 
veterans. Later, he would have two spe-
cial flags he claims as his own raised 
on several naval ships and even on 
board a NASA space ship. 

Because Ken Harper has selflessly 
honored so many, today we honor him 
for his efforts, talents, and service to 
our country.∑ 

f 

MESSAGES FROM THE PRESIDENT 

Messages from the President of the 
United States were communicated to 
the Senate by Mrs. Neiman, one of his 
secretaries. 

EXECUTIVE MESSAGES REFERRED 

As in executive session the Presiding 
Officer laid before the Senate messages 
from the President of the United 
States submitting sundry nominations 
which were referred to the Committee 
on Armed Services. 

(The nominations received today are 
printed at the end of the Senate pro-
ceedings.) 

f 

ECONOMIC REPORT OF THE PRESI-
DENT DATED FEBRUARY 2008 
WITH THE ANNUAL REPORT OF 
THE COUNCIL OF ECONOMIC AD-
VISERS FOR 2008—PM 37 

The PRESIDING OFFICER laid be-
fore the Senate the following message 
from the President of the United 
States, together with an accompanying 
report; which was referred to the Joint 
Economic Committee: 

To the Congress of the United States: 
Over the past 6 years of economic ex-

pansion, the American economy has 
proven its strength and resilience. Job 
creation grew uninterrupted for a 
record period of time, inflation re-
mains moderate, unemployment is low, 
and productivity continues to grow. 
The economy is built upon a strong 
foundation, with deep and sophisti-
cated capital markets, flexible labor 
markets, low taxes, and open trade and 
investment policies. 

Americans should be confident about 
the long-term strength of our economy, 
but our economy is undergoing a period 
of uncertainty, and there are height-
ened risks to our near-term economic 
growth. To insure against these risks, I 
called upon the Congress to enact a 
growth package that is simple, tem-
porary, and effective in keeping our 
economy growing and our people work-
ing. 

There is more we should do to 
strengthen our economy. First, we 
must keep taxes low. Unless the Con-
gress acts, most of the tax relief that 
we have delivered over the past 7 years 
will be taken away and 116 million 
American taxpayers will see their 
taxes rise by an average of $1,800. The 
tax relief of the past few years has been 
a key factor in promoting economic 
growth and job creation and it should 
be made permanent. We must also 
work together to tackle unfunded obli-
gations in entitlement programs such 
as Social Security, Medicare, and Med-
icaid. I have laid out a detailed plan in 
my Budget to restrain spending, cut 
earmarks, and balance the budget by 
2012 without raising taxes. 

Second, we must trust Americans 
with the responsibility of homeowner-
ship and empower them to weather tur-
bulent times in the market. My Admin-
istration has acted aggressively to help 
credit-worthy homeowners avoid fore-
closure. We launched a new initiative 
called FHASecure to help families refi-
nance their homes. I signed legislation 
to protect families from higher taxes 
when lenders forgive a portion of their 

home mortgage debt. We have also 
brought together the HOPE NOW alli-
ance, which is helping many struggling 
homeowners avoid foreclosure by fa-
cilitating the refinancing and modi-
fication of mortgages. The Congress 
can do more to help American families 
keep their homes by passing legislation 
to reform Freddie Mac and Fannie Mae, 
modernize the Federal Housing Admin-
istration, and allow State housing 
agencies to issue tax-free bonds to help 
homeowners refinance their mortgages. 

Third, we must continue opening new 
markets for trade and investment. We 
have an unprecedented opportunity to 
reduce barriers to global trade and in-
vestment through a successful Doha 
round. The Congress should also ap-
prove our pending free trade agree-
ments. I thank the Congress for its ap-
proval of a good agreement with Peru, 
and ask for the approval of agreements 
with Colombia, Panama, and South 
Korea. These agreements will benefit 
our economy by providing greater ac-
cess for our exports and supporting 
good jobs for American workers, and 
they will promote America’s strategic 
interests. I have asked the Congress to 
reauthorize and reform trade adjust-
ment assistance so that we can help 
those workers who are displaced by 
trade to learn new skills and find new 
jobs. 

Fourth, we must make health care 
more affordable and accessible for all 
Americans. I have proposed changes in 
the tax code that would end the bias 
against those who do not receive 
health insurance through their em-
ployer and would make it easier for 
many uninsured Americans to obtain 
insurance. This reform would put pri-
vate health care coverage within reach 
for millions. My Budget also improves 
access to health care by increasing the 
power of small employers, civic groups, 
and community organizations to nego-
tiate lower-priced health premiums. 
These policies would encourage com-
petition among health plans across 
State lines, help reduce frivolous law-
suits that increase patients’ costs, and 
promote the use of health savings ac-
counts. 

Fifth, we must increase our energy 
security and confront climate change. 
Last year, I proposed an ambitious 
plan to reduce U.S. dependence on oil 
and help cut the growth of greenhouse 
gas emissions. I am pleased that the 
Congress responded, and I was able to 
sign into law a bill that will increase 
fuel economy and the use of alternative 
fuels, as well as set new efficiency 
mandates on appliances, light bulbs, 
and Federal Government operations. In 
my State of the Union Message, I pro-
posed that we take the next steps to 
accelerate technological break-
throughs by funding new technologies 
to generate coal power that captures 
carbon emissions, advance emissions- 
free nuclear power; and invest in ad-
vanced battery technology and renew-
able energy. I am also committing $2 
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billion to a new international clean 
technology fund that will help devel-
oping nations make greater use of 
clean energy sources. Additionally, my 
Budget proposes to protect the econ-
omy against oil supply disruptions by 
doubling the capacity of the Strategic 
Petroleum Reserve. 

Finally, a strong and vibrant edu-
cation system is vital to maintaining 
our Nation’s competitive edge and ex-
tending economic opportunity to every 
citizen. Six years ago, we came to-
gether to pass the No Child Left Behind 
Act, and no one can deny its results. 
Now we must work together to in-
crease accountability, add flexibility 
for States and districts, reduce the 
number of high school dropouts, and 
provide extra help for struggling 
schools. 

Many of these issues are discussed in 
the 2008 Annual Report of the Council 
of Economic Advisers. The Council has 
prepared this Report to help policy-
makers understand the economic con-
ditions and issues that underlie my Ad-
ministration’s policy decisions. By re-
lying on the foundation and resilience 
of our economy, trusting the decisions 
of individuals and markets and pur-
suing pro-growth policies, we should 
have confidence in our prospects for 
continued prosperity and economic 
growth. 

GEORGE W. BUSH.
THE WHITE HOUSE, February 2008. 

f 

MEASURES PLACED ON THE 
CALENDAR 

The following bills were read the sec-
ond time, and placed on the calendar: 

S. 2616. A bill to authorize certain pro-
grams and activities in the Forest Service, 
the Department of the Interior, and the De-
partment of Energy, and for other purposes. 

S. 2596. A bill to rescind funds appropriated 
by the Consolidated Appropriations Act, 
2008, for the City of Berkeley, California, and 
any entities located in such city, and to pro-
vide that such funds shall be transferred to 
the Operation and Maintenance, Marine 
Corps account of the Department of Defense 
for the purposes of recruiting. 

S. 2619. A bill to protect innocent Ameri-
cans from violent crime in national parks. 

S. 2615. A bill to extend the Protect Amer-
ica Act of 2007 for 15 days. 

f 

INTRODUCTION OF BILLS AND 
JOINT RESOLUTIONS 

The following bills and joint resolu-
tions were introduced, read the first 
and second times by unanimous con-
sent, and referred as indicated: 

By Mr. SCHUMER: 
S. 2621. A bill to amend the Terrorism Risk 

Insurance Act of 2002, to temporarily reduce 
the insurer deductibles for insurers sus-
taining insured losses from large terrorism 
events; to the Committee on Banking, Hous-
ing, and Urban Affairs. 

f 

SUBMISSION OF CONCURRENT AND 
SENATE RESOLUTIONS 

The following concurrent resolutions 
and Senate resolutions were read, and 
referred (or acted upon), as indicated: 

By Mr. REID (for himself, Mr. MCCON-
NELL, Mrs. FEINSTEIN, Mrs. BOXER, 
Mr. AKAKA, Mr. ALEXANDER, Mr. 
ALLARD, Mr. BARRASSO, Mr. BAUCUS, 
Mr. BAYH, Mr. BENNETT, Mr. BIDEN, 
Mr. BINGAMAN, Mr. BOND, Mr. BROWN, 
Mr. BROWNBACK, Mr. BUNNING, Mr. 
BURR, Mr. BYRD, Ms. CANTWELL, Mr. 
CARDIN, Mr. CARPER, Mr. CASEY, Mr. 
CHAMBLISS, Mrs. CLINTON, Mr. 
COBURN, Mr. COCHRAN, Mr. COLEMAN, 
Ms. COLLINS, Mr. CONRAD, Mr. 
CORKER, Mr. CORNYN, Mr. CRAIG, Mr. 
CRAPO, Mr. DEMINT, Mr. DODD, Mrs. 
DOLE, Mr. DOMENICI, Mr. DORGAN, Mr. 
DURBIN, Mr. ENSIGN, Mr. ENZI, Mr. 
FEINGOLD, Mr. GRAHAM, Mr. GRASS-
LEY, Mr. GREGG, Mr. HAGEL, Mr. HAR-
KIN, Mr. HATCH, Mrs. HUTCHISON, Mr. 
INHOFE, Mr. INOUYE, Mr. ISAKSON, Mr. 
JOHNSON, Mr. KENNEDY, Mr. KERRY, 
Ms. KLOBUCHAR, Mr. KOHL, Mr. KYL, 
Ms. LANDRIEU, Mr. LAUTENBERG, Mr. 
LEAHY, Mr. LEVIN, Mr. LIEBERMAN, 
Mrs. LINCOLN, Mr. LUGAR, Mr. MAR-
TINEZ, Mr. MCCAIN, Mrs. MCCASKILL, 
Mr. MENENDEZ, Ms. MIKULSKI, Ms. 
MURKOWSKI, Mrs. MURRAY, Mr. NEL-
SON of Florida, Mr. NELSON of Ne-
braska, Mr. OBAMA, Mr. PRYOR, Mr. 
REED, Mr. ROBERTS, Mr. ROCKE-
FELLER, Mr. SALAZAR, Mr. SANDERS, 
Mr. SCHUMER, Mr. SESSIONS, Mr. 
SHELBY, Mr. SMITH, Ms. SNOWE, Mr. 
SPECTER, Ms. STABENOW, Mr. STE-
VENS, Mr. SUNUNU, Mr. TESTER, Mr. 
THUNE, Mr. VITTER, Mr. VOINOVICH, 
Mr. WARNER, Mr. WEBB, Mr. WHITE-
HOUSE, Mr. WICKER, and Mr. WYDEN): 

S. Res. 446. A resolution relative to the 
death of Representative TOM LANTOS, of Cali-
fornia; considered and agreed to. 

f 

ADDITIONAL COSPONSORS 
S. 367 

At the request of Mr. DORGAN, the 
name of the Senator from Illinois (Mr. 
OBAMA) was added as a cosponsor of S. 
367, a bill to amend the Tariff Act of 
1930 to prohibit the import, export, and 
sale of goods made with sweatshop 
labor, and for other purposes. 

S. 1070 
At the request of Mr. HATCH, the 

name of the Senator from West Vir-
ginia (Mr. ROCKEFELLER) was added as 
a cosponsor of S. 1070, a bill to amend 
the Social Security Act to enhance the 
social security of the Nation by ensur-
ing adequate public-private infrastruc-
ture and to resolve to prevent, detect, 
treat, intervene in, and prosecute elder 
abuse, neglect, and exploitation, and 
for other purposes. 

S. 1430 
At the request of Mr. KERRY, his 

name was added as a cosponsor of S. 
1430, a bill to authorize State and local 
governments to direct divestiture 
from, and prevent investment in, com-
panies with investments of $20,000,000 
or more in Iran’s energy sector, and for 
other purposes. 

S. 1702 
At the request of Mr. ROBERTS, the 

name of the Senator from North Caro-
lina (Mr. BURR) was added as a cospon-
sor of S. 1702, a bill to promote employ-
ment of individuals with severe disabil-
ities through Federal Government con-
tracting and procurement processes, 
and for other purposes. 

S. 1760 

At the request of Mr. BROWN, the 
names of the Senator from Michigan 
(Ms. STABENOW) and the Senator from 
California (Mrs. BOXER) were added as 
cosponsors of S. 1760, a bill to amend 
the Public Health Service Act with re-
spect to the Healthy Start Initiative. 

S. 1794 

At the request of Mr. BAYH, the name 
of the Senator from New York (Mrs. 
CLINTON) was added as a cosponsor of S. 
1794, a bill to amend the Federal Direct 
Loan Program to provide that interest 
shall not accrue on Federal Direct 
Loans for active duty service members 
and their spouses. 

S. 1843 

At the request of Mr. KENNEDY, the 
name of the Senator from Oregon (Mr. 
WYDEN) was added as a cosponsor of S. 
1843, a bill to amend title VII of the 
Civil Rights Act of 1964 and the Age 
Discrimination in Employment Act of 
1967 to clarify that an unlawful prac-
tice occurs each time compensation is 
paid pursuant to a discriminatory com-
pensation decision or other practice, 
and for other purposes. 

S. 2042 

At the request of Ms. STABENOW, the 
name of the Senator from New Mexico 
(Mr. BINGAMAN) was added as a cospon-
sor of S. 2042, a bill to authorize the 
Secretary of Health and Human Serv-
ices to conduct activities to rapidly ad-
vance treatments for spinal muscular 
atrophy, neuromuscular disease, and 
other pediatric diseases, and for other 
purposes. 

S. 2089 

At the request of Mr. NELSON of Flor-
ida, the name of the Senator from West 
Virginia (Mr. ROCKEFELLER) was added 
as a cosponsor of S. 2089, a bill to 
amend title XVIII of the Social Secu-
rity Act to reduce the coverage gap in 
prescription drug coverage under part 
D of such title based on savings to the 
Medicare program resulting from the 
negotiation of prescription drug prices. 

S. 2120 

At the request of Mr. MENENDEZ, the 
name of the Senator from Nevada (Mr. 
REID) was added as a cosponsor of S. 
2120, a bill to authorize the establish-
ment of a Social Investment and Eco-
nomic Development Fund for the 
Americas to provide assistance to re-
duce poverty, expand the middle class, 
and foster increased economic oppor-
tunity in the countries of the Western 
Hemisphere, and for other purposes. 

S. 2183 

At the request of Mr. SMITH, the 
name of the Senator from Connecticut 
(Mr. LIEBERMAN) was added as a co-
sponsor of S. 2183, a bill to amend the 
Public Health Service Act to provide 
grants for community-based mental 
health infrastructure improvement. 

S. 2204 

At the request of Mr. WHITEHOUSE, 
the name of the Senator from Illinois 
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CONGRESSIONAL RECORD — SENATES850 February 11, 2008 
(Mr. DURBIN) was added as a cosponsor 
of S. 2204, a bill to assist wildlife popu-
lations and wildlife habitats in adapt-
ing to and surviving the effects of glob-
al warming, and for other purposes. 

S. 2433 
At the request of Mr. MENENDEZ, his 

name was added as a cosponsor of S. 
2433, a bill to require the President to 
develop and implement a comprehen-
sive strategy to further the United 
States foreign policy objective of pro-
moting the reduction of global poverty, 
the elimination of extreme global pov-
erty, and the achievement of the Mil-
lennium Development Goal of reducing 
by one-half the proportion of people 
worldwide, between 1990 and 2015, who 
live on less than $1 per day. 

S. 2439 
At the request of Mr. MENENDEZ, the 

name of the Senator from New Jersey 
(Mr. LAUTENBERG) was added as a co-
sponsor of S. 2439, a bill to require the 
National Incident Based Reporting 
System, the Uniform Crime Reporting 
Program, and the Law Enforcement 
National Data Exchange Program to 
list cruelty to animals as a separate of-
fense category. 

S. 2485 
At the request of Mr. TESTER, the 

name of the Senator from New Mexico 
(Mr. BINGAMAN) was added as a cospon-
sor of S. 2485, a bill to amend the Pub-
lic Health Service Act to provide for 
the participation of physical therapists 
in the National Health Service Corps 
Loan Repayment Program, and for 
other purposes. 

S. 2550 
At the request of Mrs. HUTCHISON, the 

names of the Senator from Georgia 
(Mr. ISAKSON) and the Senator from 
New Mexico (Mr. DOMENICI) were added 
as cosponsors of S. 2550, a bill to amend 
title 38, United States Code, to prohibit 
the Secretary of Veterans Affairs from 
collecting certain debts owed to the 
United States by members of the 
Armed Forces and veterans who die as 
a result of an injury incurred or aggra-
vated on active duty in a combat zone, 
and for other purposes. 

S. 2575 
At the request of Mrs. HUTCHISON, the 

name of the Senator from Maine (Ms. 
COLLINS) was added as a cosponsor of S. 
2575, a bill to amend title 38, United 
States Code, to remove certain limita-
tions on the transfer of entitlement to 
basic educational assistance under 
Montgomery GI Bill, and for other pur-
poses. 

S. 2605 
At the request of Mr. KENNEDY, the 

names of the Senator from California 
(Mrs. FEINSTEIN), the Senator from 
New Jersey (Mr. MENENDEZ), the Sen-
ator from New Jersey (Mr. LAUTEN-
BERG), the Senator from Illinois (Mr. 
DURBIN), the Senator from Rhode Is-
land (Mr. REED), the Senator from 
Rhode Island (Mr. WHITEHOUSE) and the 
Senator from New York (Mr. SCHUMER) 
were added as cosponsors of S. 2605, a 
bill to require certain semiautomatic 

pistols manufactured, imported, or sold 
by Federal firearms licensees to be ca-
pable of microstamping ammunition. 

S. 2618 
At the request of Ms. KLOBUCHAR, the 

name of the Senator from Mississippi 
(Mr. WICKER) was added as a cosponsor 
of S. 2618, a bill to amend the Public 
Health Service Act to provide for re-
search with respect to various forms of 
muscular dystrophy, including Becker, 
congenital, distal, Duchenne, Emery- 
Dreifuss Facioscapulohumeral, limb- 
girdle, myotonic, and oculopharyngeal 
muscular dystrophies. 

S. RES. 439 
At the request of Mr. LUGAR, the 

name of the Senator from Connecticut 
(Mr. LIEBERMAN) was added as a co-
sponsor of S. Res. 439, a resolution ex-
pressing the strong support of the Sen-
ate for the North Atlantic Treaty Or-
ganization to enter into a Membership 
Action Plan with Georgia and Ukraine. 

AMENDMENT NO. 3910 
At the request of Mrs. FEINSTEIN, the 

name of the Senator from Washington 
(Ms. CANTWELL) was added as a cospon-
sor of amendment No. 3910 proposed to 
S. 2248, an original bill to amend the 
Foreign Intelligence Surveillance Act 
of 1978, to modernize and streamline 
the provisions of that Act, and for 
other purposes. 

AMENDMENT NO. 3919 
At the request of Mrs. FEINSTEIN, the 

name of the Senator from Rhode Island 
(Mr. WHITEHOUSE) was added as a co-
sponsor of amendment No. 3919 pro-
posed to S. 2248, an original bill to 
amend the Foreign Intelligence Sur-
veillance Act of 1978, to modernize and 
streamline the provisions of that Act, 
and for other purposes. 

AMENDMENT NO. 3967 
At the request of Mr. COBURN, the 

names of the Senator from New Hamp-
shire (Mr. SUNUNU) and the Senator 
from Georgia (Mr. ISAKSON) were added 
as cosponsors of amendment No. 3967 
intended to be proposed to S. 2483, a 
bill to authorize certain programs and 
activities in the Forest Service, the 
Department of the Interior, and the 
Department of Energy, and for other 
purposes. 

f 

SUBMITTED RESOLUTIONS 

SENATE RESOLUTION 446—REL-
ATIVE TO THE DEATH OF REP-
RESENTATIVE TOM LANTOS, OF 
CALIFORNIA 

Mr. REID (for himself, Mr. MCCON-
NELL, Mrs. FEINSTEIN, Mrs. BOXER, Mr. 
AKAKA, Mr. ALEXANDER, Mr. ALLARD, 
Mr. BARRASSO, Mr. BAUCUS, Mr. BAYH, 
Mr. BENNETT, Mr. BIDEN, Mr. BINGA-
MAN, Mr. BOND, Mr. BROWN, Mr. BROWN-
BACK, Mr. BUNNING, Mr. BURR, Mr. 
BYRD, Ms. CANTWELL, Mr. CARDIN, Mr. 
CARPER, Mr. CASEY, Mr. CHAMBLISS, 
Mrs. CLINTON, Mr. COBURN, Mr. COCH-
RAN, Mr. COLEMAN, Ms. COLLINS, Mr. 
CONRAD, Mr. CORKER, Mr. CORNYN, Mr. 

CRAIG, Mr. CRAPO, Mr. DEMINT, Mr. 
DODD, Mrs. DOLE, Mr. DOMENICI, Mr. 
DORGAN, Mr. DURBIN, Mr. ENSIGN, Mr. 
ENZI, Mr. FEINGOLD, Mr. GRAHAM, Mr. 
GRASSLEY, Mr. GREGG, Mr. HAGEL, Mr. 
HARKIN, Mr. HATCH, Mrs. HUTCHISON, 
Mr. INHOFE, Mr. INOUYE, Mr. ISAKSON, 
Mr. JOHNSON, Mr. KENNEDY, Mr. KERRY, 
Ms. KLOBUCHAR, Mr. KOHL, Mr. KYL, 
Ms. LANDRIEU, Mr. LAUTENBERG, Mr. 
LEAHY, Mr. LEVIN, Mr. LIEBERMAN, Mrs. 
LINCOLN, Mr. LUGAR, Mr. MARTINEZ, 
Mr. MCCAIN, Mrs. MCCASKILL, Mr. 
MENENDEZ, Ms. MIKULSKI, Ms. MUR-
KOWSKI, Mrs. MURRAY, Mr. NELSON of 
Florida, Mr. NELSON of Nebraska, Mr. 
OBAMA, Mr. PRYOR, Mr. REED, Mr. ROB-
ERTS, Mr. ROCKEFELLER, Mr. SALAZAR, 
Mr. SANDERS, Mr. SCHUMER, Mr. SES-
SIONS, Mr. SHELBY, Mr. SMITH, Ms. 
SNOWE, Mr. SPECTER, Ms. STABENOW, 
Mr. STEVENS, Mr. SUNUNU, Mr. TESTER, 
Mr. THUNE, Mr. VITTER, Mr. VOINOVICH, 
Mr. WARNER, Mr. WEBB, Mr. WHITE-
HOUSE, Mr. WICKER, and Mr. WYDEN) 
submitted the following resolution; 
which was considered and agreed to: 

S. RES. 446 

Resolved, That the Senate has heard with 
profound sorrow and deep regret the an-
nouncement of the death of the Honorable 
Tom Lantos, late a Representative from the 
State of California. 

Resolved, That the Secretary communicate 
these resolutions to the House of Represent-
atives and transmit an enrolled copy thereof 
to the family of the deceased. 

Resolved, That when the Senate adjourns or 
recesses today, it stand adjourned or re-
cessed as a further mark of respect to the 
memory of the deceased Representative. 

f 

AMENDMENTS SUBMITTED AND 
PROPOSED 

SA 4014. Mr. DODD (for himself and Mr. 
SHELBY) submitted an amendment intended 
to be proposed by him to the bill S. 2062, to 
amend the Native American Housing Assist-
ance and Self-Determination Act of 1996 to 
reauthorize that Act, and for other purposes; 
which was ordered to lie on the table. 

SA 4015. Mr. DeMINT submitted an amend-
ment intended to be proposed by him to the 
bill S. 1200, to amend the Indian Health Care 
Improvement Act to revise and extend the 
Act; which was ordered to lie on the table. 

SA 4016. Mr. DeMINT submitted an amend-
ment intended to be proposed by him to the 
bill S. 1200, supra; which was ordered to lie 
on the table. 

SA 4017. Mr. DURBIN (for Mrs. FEINSTEIN) 
submitted an amendment intended to be pro-
posed by Mr. Durbin to the bill S. 2071, to en-
hance the ability to combat methamphet-
amine. 

f 

TEXT OF AMENDMENTS 

SA 4014. Mr. DODD (for himself and 
Mr. SHELBY) submitted an amendment 
intended to be proposed by him to the 
bill S. 2062, to amend the Native Amer-
ican Housing Assistance and Self-De-
termination Act of 1996 to reauthorize 
that Act, and for other purposes; which 
was ordered to lie on the table; as fol-
lows: 

On page 19, strike lines 1 through 13 and in-
sert the following: 
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CONGRESSIONAL RECORD — SENATE S851 February 11, 2008 
‘‘(c) APPLICABILITY.—The provisions of 

paragraph (2) of subsection (a) regarding 
binding commitments for the remaining use-
ful life of property shall not apply to a fam-
ily or household member who subsequently 
takes ownership of a homeownership unit.’’. 

On page 22, line 9, insert ‘‘in accordance 
with section 202’’ after ‘‘infrastructure’’. 

On page 29, strike line 18 and insert the fol-
lowing: 

‘‘(iv) any other legal impediment. 
‘‘(E) Subparagraphs (A) through (D) shall 

not apply to any claim arising from a for-
mula current assisted stock calculation or 
count involving an Indian housing block 
grant allocation for any fiscal year through 
fiscal year 2008, if a civil action relating to 
the claim is filed by not later than 45 days 
after the date of enactment of this subpara-
graph.’’. 

SA 4015. Mr. DEMINT submitted an 
amendment intended to be proposed by 
him to the bill S. 1200, to amend the In-
dian Health Care Improvement Act to 
revise and extend the Act; which was 
ordered to lie on the table; as follows: 

On page ll, between lines ll and ll, 
insert the following (at the end of title VIII 
of the Indian Health Care Improvement Act, 
as amended by section 101(a) add the fol-
lowing): 
‘‘SEC. 818. INDIAN HEALTH SAVINGS ACCOUNT 

DEMONSTRATION PROJECT. 
‘‘(a) IN GENERAL.—The Secretary shall es-

tablish a demonstration project under which 
eligible participants shall be provided with a 
subsidy for the purchase of a high deductible 
health plan (as defined under section 223(c)(2) 
of the Internal Revenue Code of 1986) and a 
contribution to a health savings account (as 
defined in section 223(d) of such Code) in 
order to— 

‘‘(1) improve Indian access to high quality 
health care services; 

‘‘(2) provide incentives to Indian patients 
to seek preventive medical care services; 

‘‘(3) create Indian patient awareness re-
garding the high cost of medical care; and 

‘‘(4) encourage appropriate use of health 
care services by Indians. 

‘‘(b) ELIGIBLE PARTICIPANT.— 
‘‘(1) VOLUNTARY ENROLLMENT FOR 12-MONTH 

PERIODS.— 
‘‘(A) IN GENERAL.—In this section, the term 

‘eligible participant’ means an Indian who— 
‘‘(i) is an eligible individual (as defined in 

section 223(c)(1) of the Internal Revenue Code 
of 1986); and 

‘‘(ii) voluntarily agrees to enroll in the 
project conducted under this section (or in 
the case of a minor, is voluntarily enrolled 
on their behalf by a parent or caretaker) for 
a period of not less than 12 months in lieu of 
obtaining items or services through any In-
dian Health Program or any other federally- 
funded program during any period in which 
the Indian is enrolled in the project. 

‘‘(B) VOLUNTARY EXTENSIONS OF ENROLL-
MENT.—An eligible participant may volun-
tarily extend the participant’s enrollment in 
the project for additional 12-month periods. 

‘‘(2) HARDSHIP EXCEPTION.—The Secretary 
shall specify criteria for permitting an eligi-
ble participant to disenroll from the project 
before the end of any 12-month period of en-
rollment to prevent undue hardship. 

‘‘(c) SUBSIDY AMOUNT.—The amount of a 
subsidy provided to an eligible participant 
for a 12-month period shall not exceed the 
amount equal to the average per capita ex-
penditure for an Indian obtaining items or 
services from any Indian Health Program for 
the most recent fiscal year for which data is 
available with respect to the same popu-
lation category as the eligible participant. 

‘‘(d) SPECIAL RULES.— 
‘‘(1) NO DEDUCTION ALLOWED FOR SUBSIDY.— 

For purposes of determining the amount al-
lowable as a deduction with respect to 
amounts contributed to a health savings ac-
count by an eligible participant under sec-
tion 223 of the Internal Revenue Code of 1986, 
the limitation which would (but for this 
paragraph) apply under section 223(b) of such 
Code to such participant for any taxable 
year shall be reduced (but not below zero) by 
the amount of any subsidy provided to the 
participant under this section for such tax-
able year. 

‘‘(2) TREATMENT.—The amount of a subsidy 
provided to an eligible participant in the 
project shall not be counted as income or as-
sets for purposes of determining eligibility 
for benefits under any Federal public assist-
ance program. 

‘‘(3) BUDGET NEUTRALITY.—In conducting 
the demonstration project under this sec-
tion, the Secretary shall ensure that the ag-
gregate payments made to carry out the 
project do not exceed the amount of Federal 
expenditures which would have been made 
for the provision of health care items and 
services to eligible participants if the project 
had not been implemented. 

‘‘(e) DEMONSTRATION PERIOD; REPORTS TO 
CONGRESS; GAO EVALUATION AND REPORT.— 

‘‘(1) DEMONSTRATION PERIOD.— 
‘‘(A) INITIAL PERIOD.—The demonstration 

project established under this section shall 
begin on January 1, 2007, and shall be con-
ducted for a period of 5 years. 

‘‘(B) EXTENSIONS.—The Secretary may ex-
tend the project for such additional periods 
as the Secretary determines appropriate, un-
less the Secretary determines that the 
project is unsuccessful in achieving the pur-
poses described in subsection (a), taking into 
account cost-effectiveness, quality of care, 
and such other criteria as the Secretary may 
specify. 

‘‘(2) PERIODIC REPORTS TO CONGRESS.—Dur-
ing the 5-year period described in paragraph 
(1), the Secretary shall periodically submit 
reports to Congress regarding the success of 
demonstration project conducted under this 
section. Each report shall include informa-
tion concerning the populations partici-
pating in the project and the impact of the 
project on access to, and the availability of, 
high quality health care services for Indians. 

‘‘(3) GAO EVALUATION AND REPORT.— 
‘‘(A) EVALUATION.—The Comptroller Gen-

eral of the United States shall enter into a 
contract with an organization with expertise 
in health economics, health insurance mar-
kets, and actuarial science for the purpose of 
conducting a comprehensive study regarding 
the effects of high deductible health plans 
and health savings accounts in the Indian 
community. The evaluation shall include an 
analysis of the following issues: 

‘‘(i) Selection of, access to, and avail-
ability of, high quality health care services. 

‘‘(ii) The use of preventive health services. 
‘‘(iii) Consumer choice. 
‘‘(iv) The scope of coverage provided by 

high deductible health plans purchased in 
conjunction with health savings accounts 
under the project. 

‘‘(v) Such other issues as the Comptroller 
General determines appropriate. 

‘‘(B) REPORT.—Not later than January 1, 
2013, the Comptroller General shall submit a 
report to Congress on the evaluation of dem-
onstration project conducted under this sec-
tion.’’. 

SA 4016. Mr. DEMINT submitted an 
amendment intended to be proposed by 
him to the bill S. 1200, to amend the In-
dian Health Care Improvement Act to 
revise and extend the Act; which was 
ordered to lie on the table; as follows: 

At the end, add the following: 
TITLE III—HEALTH CARE CHOICE 

SEC. 301. SHORT TITLE. 
This title may be cited as ‘‘Health Care 

Choice Act of 2008’’. 
SEC. 302. SPECIFICATION OF CONSTITUTIONAL 

AUTHORITY FOR ENACTMENT OF 
LAW. 

This title is enacted pursuant to the power 
granted Congress under article I, section 8, 
clause 3, of the United States Constitution. 
SEC. 303. FINDINGS. 

Congress finds the following: 
(1) The application of numerous and sig-

nificant variations in State law impacts the 
ability of insurers to offer, and individuals to 
obtain, affordable individual health insur-
ance coverage, thereby impeding commerce 
in individual health insurance coverage. 

(2) Individual health insurance coverage is 
increasingly offered through the Internet, 
other electronic means, and by mail, all of 
which are inherently part of interstate com-
merce. 

(3) In response to these issues, it is appro-
priate to encourage increased efficiency in 
the offering of individual health insurance 
coverage through a collaborative approach 
by the States in regulating this coverage. 

(4) The establishment of risk-retention 
groups has provided a successful model for 
the sale of insurance across State lines, as 
the acts establishing those groups allow in-
surance to be sold in multiple States but reg-
ulated by a single State. 
SEC. 304. COOPERATIVE GOVERNING OF INDI-

VIDUAL HEALTH INSURANCE COV-
ERAGE. 

(a) IN GENERAL.—Title XXVII of the Public 
Health Service Act (42 U.S.C. 300gg et seq.) is 
amended by adding at the end the following 
new part: 
‘‘PART D—COOPERATIVE GOVERNING OF 

INDIVIDUAL HEALTH INSURANCE COV-
ERAGE 

‘‘SEC. 2795. DEFINITIONS. 
‘‘In this part: 
‘‘(1) PRIMARY STATE.—The term ‘primary 

State’ means, with respect to individual 
health insurance coverage offered by a 
health insurance issuer, the State designated 
by the issuer as the State whose covered 
laws shall govern the health insurance issuer 
in the sale of such coverage under this part. 
An issuer, with respect to a particular pol-
icy, may only designate one such State as its 
primary State with respect to all such cov-
erage it offers. Such an issuer may not 
change the designated primary State with 
respect to individual health insurance cov-
erage once the policy is issued, except that 
such a change may be made upon renewal of 
the policy. With respect to such designated 
State, the issuer is deemed to be doing busi-
ness in that State. 

‘‘(2) SECONDARY STATE.—The term ‘sec-
ondary State’ means, with respect to indi-
vidual health insurance coverage offered by 
a health insurance issuer, any State that is 
not the primary State. In the case of a 
health insurance issuer that is selling a pol-
icy in, or to a resident of, a secondary State, 
the issuer is deemed to be doing business in 
that secondary State. 

‘‘(3) HEALTH INSURANCE ISSUER.—The term 
‘health insurance issuer’ has the meaning 
given such term in section 2791(b)(2), except 
that such an issuer must be licensed in the 
primary State and be qualified to sell indi-
vidual health insurance coverage in that 
State. 

‘‘(4) INDIVIDUAL HEALTH INSURANCE COV-
ERAGE.—The term ‘individual health insur-
ance coverage’ means health insurance cov-
erage offered in the individual market, as de-
fined in section 2791(e)(1). 
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CONGRESSIONAL RECORD — SENATES852 February 11, 2008 
‘‘(5) APPLICABLE STATE AUTHORITY.—The 

term ‘applicable State authority’ means, 
with respect to a health insurance issuer in 
a State, the State insurance commissioner 
or official or officials designated by the 
State to enforce the requirements of this 
title for the State with respect to the issuer. 

‘‘(6) HAZARDOUS FINANCIAL CONDITION.—The 
term ‘hazardous financial condition’ means 
that, based on its present or reasonably an-
ticipated financial condition, a health insur-
ance issuer is unlikely to be able— 

‘‘(A) to meet obligations to policyholders 
with respect to known claims and reasonably 
anticipated claims; or 

‘‘(B) to pay other obligations in the normal 
course of business. 

‘‘(7) COVERED LAWS.— 
‘‘(A) IN GENERAL.—The term ‘covered laws’ 

means the laws, rules, regulations, agree-
ments, and orders governing the insurance 
business pertaining to— 

‘‘(i) individual health insurance coverage 
issued by a health insurance issuer; 

‘‘(ii) the offer, sale, rating (including med-
ical underwriting), renewal, and issuance of 
individual health insurance coverage to an 
individual; 

‘‘(iii) the provision to an individual in rela-
tion to individual health insurance coverage 
of health care and insurance related services; 

‘‘(iv) the provision to an individual in rela-
tion to individual health insurance coverage 
of management, operations, and investment 
activities of a health insurance issuer; and 

‘‘(v) the provision to an individual in rela-
tion to individual health insurance coverage 
of loss control and claims administration for 
a health insurance issuer with respect to li-
ability for which the issuer provides insur-
ance. 

‘‘(B) EXCEPTION.—Such term does not in-
clude any law, rule, regulation, agreement, 
or order governing the use of care or cost 
management techniques, including any re-
quirement related to provider contracting, 
network access or adequacy, health care 
data collection, or quality assurance. 

‘‘(8) STATE.—The term ‘State’ means the 50 
States and includes the District of Columbia, 
Puerto Rico, the Virgin Islands, Guam, 
American Samoa, and the Northern Mariana 
Islands. 

‘‘(9) UNFAIR CLAIMS SETTLEMENT PRAC-
TICES.—The term ‘unfair claims settlement 
practices’ means only the following prac-
tices: 

‘‘(A) Knowingly misrepresenting to claim-
ants and insured individuals relevant facts 
or policy provisions relating to coverage at 
issue. 

‘‘(B) Failing to acknowledge with reason-
able promptness pertinent communications 
with respect to claims arising under policies. 

‘‘(C) Failing to adopt and implement rea-
sonable standards for the prompt investiga-
tion and settlement of claims arising under 
policies. 

‘‘(D) Failing to effectuate prompt, fair, and 
equitable settlement of claims submitted in 
which liability has become reasonably clear. 

‘‘(E) Refusing to pay claims without con-
ducting a reasonable investigation. 

‘‘(F) Failing to affirm or deny coverage of 
claims within a reasonable period of time 
after having completed an investigation re-
lated to those claims. 

‘‘(G) A pattern or practice of compelling 
insured individuals or their beneficiaries to 
institute suits to recover amounts due under 
its policies by offering substantially less 
than the amounts ultimately recovered in 
suits brought by them. 

‘‘(H) A pattern or practice of attempting to 
settle or settling claims for less than the 
amount that a reasonable person would be-
lieve the insured individual or his or her ben-
eficiary was entitled by reference to written 

or printed advertising material accom-
panying or made part of an application. 

‘‘(I) Attempting to settle or settling claims 
on the basis of an application that was mate-
rially altered without notice to, or knowl-
edge or consent of, the insured. 

‘‘(J) Failing to provide forms necessary to 
present claims within 15 calendar days of a 
requests with reasonable explanations re-
garding their use. 

‘‘(K) Attempting to cancel a policy in less 
time than that prescribed in the policy or by 
the law of the primary State. 

‘‘(10) FRAUD AND ABUSE.—The term ‘fraud 
and abuse’ means an act or omission com-
mitted by a person who, knowingly and with 
intent to defraud, commits, or conceals any 
material information concerning, one or 
more of the following: 

‘‘(A) Presenting, causing to be presented or 
preparing with knowledge or belief that it 
will be presented to or by an insurer, a rein-
surer, broker or its agent, false information 
as part of, in support of or concerning a fact 
material to one or more of the following: 

‘‘(i) An application for the issuance or re-
newal of an insurance policy or reinsurance 
contract. 

‘‘(ii) The rating of an insurance policy or 
reinsurance contract. 

‘‘(iii) A claim for payment or benefit pur-
suant to an insurance policy or reinsurance 
contract. 

‘‘(iv) Premiums paid on an insurance pol-
icy or reinsurance contract. 

‘‘(v) Payments made in accordance with 
the terms of an insurance policy or reinsur-
ance contract. 

‘‘(vi) A document filed with the commis-
sioner or the chief insurance regulatory offi-
cial of another jurisdiction. 

‘‘(vii) The financial condition of an insurer 
or reinsurer. 

‘‘(viii) The formation, acquisition, merger, 
reconsolidation, dissolution or withdrawal 
from one or more lines of insurance or rein-
surance in all or part of a State by an in-
surer or reinsurer. 

‘‘(ix) The issuance of written evidence of 
insurance. 

‘‘(x) The reinstatement of an insurance 
policy. 

‘‘(B) Solicitation or acceptance of new or 
renewal insurance risks on behalf of an in-
surer reinsurer or other person engaged in 
the business of insurance by a person who 
knows or should know that the insurer or 
other person responsible for the risk is insol-
vent at the time of the transaction. 

‘‘(C) Transaction of the business of insur-
ance in violation of laws requiring a license, 
certificate of authority or other legal au-
thority for the transaction of the business of 
insurance. 

‘‘(D) Attempt to commit, aiding or abet-
ting in the commission of, or conspiracy to 
commit the acts or omissions specified in 
this paragraph. 
‘‘SEC. 2796. APPLICATION OF LAW. 

‘‘(a) IN GENERAL.—The covered laws of the 
primary State shall apply to individual 
health insurance coverage offered by a 
health insurance issuer in the primary State 
and in any secondary State, but only if the 
coverage and issuer comply with the condi-
tions of this section with respect to the of-
fering of coverage in any secondary State. 

‘‘(b) EXEMPTIONS FROM COVERED LAWS IN A 
SECONDARY STATE.—Except as provided in 
this section, a health insurance issuer with 
respect to its offer, sale, rating (including 
medical underwriting), renewal, and issuance 
of individual health insurance coverage in 
any secondary State is exempt from any cov-
ered laws of the secondary State (and any 
rules, regulations, agreements, or orders 
sought or issued by such State under or re-

lated to such covered laws) to the extent 
that such laws would— 

‘‘(1) make unlawful, or regulate, directly or 
indirectly, the operation of the health insur-
ance issuer operating in the secondary State, 
except that any secondary State may require 
such an issuer— 

‘‘(A) to pay, on a nondiscriminatory basis, 
applicable premium and other taxes (includ-
ing high risk pool assessments) which are 
levied on insurers and surplus lines insurers, 
brokers, or policyholders under the laws of 
the State; 

‘‘(B) to register with and designate the 
State insurance commissioner as its agent 
solely for the purpose of receiving service of 
legal documents or process; 

‘‘(C) to submit to an examination of its fi-
nancial condition by the State insurance 
commissioner in any State in which the 
issuer is doing business to determine the 
issuer’s financial condition, if— 

‘‘(i) the State insurance commissioner of 
the primary State has not done an examina-
tion within the period recommended by the 
National Association of Insurance Commis-
sioners; and 

‘‘(ii) any such examination is conducted in 
accordance with the examiners’ handbook of 
the National Association of Insurance Com-
missioners and is coordinated to avoid un-
justified duplication and unjustified repeti-
tion; 

‘‘(D) to comply with a lawful order issued— 
‘‘(i) in a delinquency proceeding com-

menced by the State insurance commis-
sioner if there has been a finding of financial 
impairment under subparagraph (C); or 

‘‘(ii) in a voluntary dissolution proceeding; 
‘‘(E) to comply with an injunction issued 

by a court of competent jurisdiction, upon a 
petition by the State insurance commis-
sioner alleging that the issuer is in haz-
ardous financial condition; 

‘‘(F) to participate, on a nondiscriminatory 
basis, in any insurance insolvency guaranty 
association or similar association to which a 
health insurance issuer in the State is re-
quired to belong; 

‘‘(G) to comply with any State law regard-
ing fraud and abuse (as defined in section 
2795(10)), except that if the State seeks an in-
junction regarding the conduct described in 
this subparagraph, such injunction must be 
obtained from a court of competent jurisdic-
tion; 

‘‘(H) to comply with any State law regard-
ing unfair claims settlement practices (as 
defined in section 2795(9)); or 

‘‘(I) to comply with the applicable require-
ments for independent review under section 
2798 with respect to coverage offered in the 
State; 

‘‘(2) require any individual health insur-
ance coverage issued by the issuer to be 
countersigned by an insurance agent or 
broker residing in that Secondary State; or 

‘‘(3) otherwise discriminate against the 
issuer issuing insurance in both the primary 
State and in any secondary State. 

‘‘(c) CLEAR AND CONSPICUOUS DISCLOSURE.— 
A health insurance issuer shall provide the 
following notice, in 12-point bold type, in 
any insurance coverage offered in a sec-
ondary State under this part by such a 
health insurance issuer and at renewal of the 
policy, with the 5 blank spaces therein being 
appropriately filled with the name of the 
health insurance issuer, the name of primary 
State, the name of the secondary State, the 
name of the secondary State, and the name 
of the secondary State, respectively, for the 
coverage concerned: 
‘This policy is issued by lllll and is gov-
erned by the laws and regulations of the 
State of lllll, and it has met all the 
laws of that State as determined by that 
State’s Department of Insurance. This policy 
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may be less expensive than others because it 
is not subject to all of the insurance laws 
and regulations of the State of lllll, in-
cluding coverage of some services or benefits 
mandated by the law of the State of 
lllll. Additionally, this policy is not 
subject to all of the consumer protection 
laws or restrictions on rate changes of the 
State of lllll. As with all insurance 
products, before purchasing this policy, you 
should carefully review the policy and deter-
mine what health care services the policy 
covers and what benefits it provides, includ-
ing any exclusions, limitations, or condi-
tions for such services or benefits.’. 

‘‘(d) PROHIBITION ON CERTAIN RECLASSIFICA-
TIONS AND PREMIUM INCREASES.— 

‘‘(1) IN GENERAL.—For purposes of this sec-
tion, a health insurance issuer that provides 
individual health insurance coverage to an 
individual under this part in a primary or 
secondary State may not upon renewal— 

‘‘(A) move or reclassify the individual in-
sured under the health insurance coverage 
from the class such individual is in at the 
time of issue of the contract based on the 
health-status related factors of the indi-
vidual; or 

‘‘(B) increase the premiums assessed the 
individual for such coverage based on a 
health status-related factor or change of a 
health status-related factor or the past or 
prospective claim experience of the insured 
individual. 

‘‘(2) CONSTRUCTION.—Nothing in paragraph 
(1) shall be construed to prohibit a health in-
surance issuer— 

‘‘(A) from terminating or discontinuing 
coverage or a class of coverage in accordance 
with subsections (b) and (c) of section 2742; 

‘‘(B) from raising premium rates for all 
policy holders within a class based on claims 
experience; 

‘‘(C) from changing premiums or offering 
discounted premiums to individuals who en-
gage in wellness activities at intervals pre-
scribed by the issuer, if such premium 
changes or incentives— 

‘‘(i) are disclosed to the consumer in the 
insurance contract; 

‘‘(ii) are based on specific wellness activi-
ties that are not applicable to all individ-
uals; and 

‘‘(iii) are not obtainable by all individuals 
to whom coverage is offered; 

‘‘(D) from reinstating lapsed coverage; or 
‘‘(E) from retroactively adjusting the rates 

charged an insured individual if the initial 
rates were set based on material misrepre-
sentation by the individual at the time of 
issue. 

‘‘(e) PRIOR OFFERING OF POLICY IN PRIMARY 
STATE.—A health insurance issuer may not 
offer for sale individual health insurance 
coverage in a secondary State unless that 
coverage is currently offered for sale in the 
primary State. 

‘‘(f) LICENSING OF AGENTS OR BROKERS FOR 
HEALTH INSURANCE ISSUERS.—Any State may 
require that a person acting, or offering to 
act, as an agent or broker for a health insur-
ance issuer with respect to the offering of in-
dividual health insurance coverage obtain a 
license from that State, with commissions or 
other compensation subject to the provisions 
of the laws of that State, except that a State 
may not impose any qualification or require-
ment which discriminates against a non-
resident agent or broker. 

‘‘(g) DOCUMENTS FOR SUBMISSION TO STATE 
INSURANCE COMMISSIONER.—Each health in-
surance issuer issuing individual health in-
surance coverage in both primary and sec-
ondary States shall submit— 

‘‘(1) to the insurance commissioner of each 
State in which it intends to offer such cov-
erage, before it may offer individual health 
insurance coverage in such State— 

‘‘(A) a copy of the plan of operation or fea-
sibility study or any similar statement of 
the policy being offered and its coverage 
(which shall include the name of its primary 
State and its principal place of business); 

‘‘(B) written notice of any change in its 
designation of its primary State; and 

‘‘(C) written notice from the issuer of the 
issuer’s compliance with all the laws of the 
primary State; and 

‘‘(2) to the insurance commissioner of each 
secondary State in which it offers individual 
health insurance coverage, a copy of the 
issuer’s quarterly financial statement sub-
mitted to the primary State, which state-
ment shall be certified by an independent 
public accountant and contain a statement 
of opinion on loss and loss adjustment ex-
pense reserves made by— 

‘‘(A) a member of the American Academy 
of Actuaries; or 

‘‘(B) a qualified loss reserve specialist. 
‘‘(h) POWER OF COURTS TO ENJOIN CON-

DUCT.—Nothing in this section shall be con-
strued to affect the authority of any Federal 
or State court to enjoin— 

‘‘(1) the solicitation or sale of individual 
health insurance coverage by a health insur-
ance issuer to any person or group who is not 
eligible for such insurance; or 

‘‘(2) the solicitation or sale of individual 
health insurance coverage that violates the 
requirements of the law of a secondary State 
which are described in subparagraphs (A) 
through (H) of section 2796(b)(1). 

‘‘(i) POWER OF SECONDARY STATES TO TAKE 
ADMINISTRATIVE ACTION.—Nothing in this 
section shall be construed to affect the au-
thority of any State to enjoin conduct in 
violation of that State’s laws described in 
section 2796(b)(1). 

‘‘(j) STATE POWERS TO ENFORCE STATE 
LAWS.— 

‘‘(1) IN GENERAL.—Subject to the provisions 
of subsection (b)(1)(G) (relating to injunc-
tions) and paragraph (2), nothing in this sec-
tion shall be construed to affect the author-
ity of any State to make use of any of its 
powers to enforce the laws of such State 
with respect to which a health insurance 
issuer is not exempt under subsection (b). 

‘‘(2) COURTS OF COMPETENT JURISDICTION.— 
If a State seeks an injunction regarding the 
conduct described in paragraphs (1) and (2) of 
subsection (h), such injunction must be ob-
tained from a Federal or State court of com-
petent jurisdiction. 

‘‘(k) STATES’ AUTHORITY TO SUE.—Nothing 
in this section shall affect the authority of 
any State to bring action in any Federal or 
State court. 

‘‘(l) GENERALLY APPLICABLE LAWS.—Noth-
ing in this section shall be construed to af-
fect the applicability of State laws generally 
applicable to persons or corporations. 

‘‘(m) GUARANTEED AVAILABILITY OF COV-
ERAGE TO HIPAA ELIGIBLE INDIVIDUALS.—To 
the extent that a health insurance issuer is 
offering coverage in a primary State that 
does not accommodate residents of sec-
ondary States or does not provide a working 
mechanism for residents of a secondary 
State, and the issuer is offering coverage 
under this part in such secondary State 
which has not adopted a qualified high risk 
pool as its acceptable alternative mechanism 
(as defined in section 2744(c)(2)), the issuer 
shall, with respect to any individual health 
insurance coverage offered in a secondary 
State under this part, comply with the guar-
anteed availability requirements for eligible 
individuals in section 2741. 
‘‘SEC. 2797. PRIMARY STATE MUST MEET FED-

ERAL FLOOR BEFORE ISSUER MAY 
SELL INTO SECONDARY STATES. 

‘‘A health insurance issuer may not offer, 
sell, or issue individual health insurance 
coverage in a secondary State if the State 

insurance commissioner does not use a risk- 
based capital formula for the determination 
of capital and surplus requirements for all 
health insurance issuers. 
‘‘SEC. 2798. INDEPENDENT EXTERNAL APPEALS 

PROCEDURES. 
‘‘(a) RIGHT TO EXTERNAL APPEAL.—A health 

insurance issuer may not offer, sell, or issue 
individual health insurance coverage in a 
secondary State under the provisions of this 
title unless— 

‘‘(1) both the secondary State and the pri-
mary State have legislation or regulations in 
place establishing an independent review 
process for individuals who are covered by 
individual health insurance coverage, or 

‘‘(2) in any case in which the requirements 
of subparagraph (A) are not met with respect 
to the either of such States, the issuer pro-
vides an independent review mechanism sub-
stantially identical (as determined by the 
applicable State authority of such State) to 
that prescribed in the ‘Health Carrier Exter-
nal Review Model Act’ of the National Asso-
ciation of Insurance Commissioners for all 
individuals who purchase insurance coverage 
under the terms of this part, except that, 
under such mechanism, the review is con-
ducted by an independent medical reviewer, 
or a panel of such reviewers, with respect to 
whom the requirements of subsection (b) are 
met. 

‘‘(b) QUALIFICATIONS OF INDEPENDENT MED-
ICAL REVIEWERS.—In the case of any inde-
pendent review mechanism referred to in 
subsection (a)(2)— 

‘‘(1) IN GENERAL.—In referring a denial of a 
claim to an independent medical reviewer, or 
to any panel of such reviewers, to conduct 
independent medical review, the issuer shall 
ensure that— 

‘‘(A) each independent medical reviewer 
meets the qualifications described in para-
graphs (2) and (3); 

‘‘(B) with respect to each review, each re-
viewer meets the requirements of paragraph 
(4) and the reviewer, or at least 1 reviewer on 
the panel, meets the requirements described 
in paragraph (5); and 

‘‘(C) compensation provided by the issuer 
to each reviewer is consistent with para-
graph (6). 

‘‘(2) LICENSURE AND EXPERTISE.—Each inde-
pendent medical reviewer shall be a physi-
cian (allopathic or osteopathic) or health 
care professional who— 

‘‘(A) is appropriately credentialed or li-
censed in 1 or more States to deliver health 
care services; and 

‘‘(B) typically treats the condition, makes 
the diagnosis, or provides the type of treat-
ment under review. 

‘‘(3) INDEPENDENCE.— 
‘‘(A) IN GENERAL.—Subject to subparagraph 

(B), each independent medical reviewer in a 
case shall— 

‘‘(i) not be a related party (as defined in 
paragraph (7)); 

‘‘(ii) not have a material familial, finan-
cial, or professional relationship with such a 
party; and 

‘‘(iii) not otherwise have a conflict of in-
terest with such a party (as determined 
under regulations). 

‘‘(B) EXCEPTION.—Nothing in subparagraph 
(A) shall be construed to— 

‘‘(i) prohibit an individual, solely on the 
basis of affiliation with the issuer, from serv-
ing as an independent medical reviewer if— 

‘‘(I) a non-affiliated individual is not rea-
sonably available; 

‘‘(II) the affiliated individual is not in-
volved in the provision of items or services 
in the case under review; 

‘‘(III) the fact of such an affiliation is dis-
closed to the issuer and the enrollee (or au-
thorized representative) and neither party 
objects; and 
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‘‘(IV) the affiliated individual is not an em-

ployee of the issuer and does not provide 
services exclusively or primarily to or on be-
half of the issuer; 

‘‘(ii) prohibit an individual who has staff 
privileges at the institution where the treat-
ment involved takes place from serving as an 
independent medical reviewer merely on the 
basis of such affiliation if the affiliation is 
disclosed to the issuer and the enrollee (or 
authorized representative), and neither party 
objects; or 

‘‘(iii) prohibit receipt of compensation by 
an independent medical reviewer from an en-
tity if the compensation is provided con-
sistent with paragraph (6). 

‘‘(4) PRACTICING HEALTH CARE PROFESSIONAL 
IN SAME FIELD.— 

‘‘(A) IN GENERAL.—In a case involving 
treatment, or the provision of items or serv-
ices— 

‘‘(i) by a physician, a reviewer shall be a 
practicing physician (allopathic or osteo-
pathic) of the same or similar specialty, as a 
physician who, acting within the appropriate 
scope of practice within the State in which 
the service is provided or rendered, typically 
treats the condition, makes the diagnosis, or 
provides the type of treatment under review; 
or 

‘‘(ii) by a non-physician health care profes-
sional, the reviewer, or at least 1 member of 
the review panel, shall be a practicing non- 
physician health care professional of the 
same or similar specialty as the non-physi-
cian health care professional who, acting 
within the appropriate scope of practice 
within the State in which the service is pro-
vided or rendered, typically treats the condi-
tion, makes the diagnosis, or provides the 
type of treatment under review. 

‘‘(B) PRACTICING DEFINED.—For purposes of 
this paragraph, the term ‘practicing’ means, 
with respect to an individual who is a physi-
cian or other health care professional, that 
the individual provides health care services 
to individual patients on average at least 2 
days per week. 

‘‘(5) PEDIATRIC EXPERTISE.—In the case of 
an external review relating to a child, a re-
viewer shall have expertise under paragraph 
(2) in pediatrics. 

‘‘(6) LIMITATIONS ON REVIEWER COMPENSA-
TION.—Compensation provided by the issuer 
to an independent medical reviewer in con-
nection with a review under this section 
shall— 

‘‘(A) not exceed a reasonable level; and 
‘‘(B) not be contingent on the decision ren-

dered by the reviewer. 
‘‘(7) RELATED PARTY DEFINED.—For pur-

poses of this section, the term ‘related party’ 
means, with respect to a denial of a claim 
under a coverage relating to an enrollee, any 
of the following: 

‘‘(A) The issuer involved, or any fiduciary, 
officer, director, or employee of the issuer. 

‘‘(B) The enrollee (or authorized represent-
ative). 

‘‘(C) The health care professional that pro-
vides the items or services involved in the 
denial. 

‘‘(D) The institution at which the items or 
services (or treatment) involved in the de-
nial are provided. 

‘‘(E) The manufacturer of any drug or 
other item that is included in the items or 
services involved in the denial. 

‘‘(F) Any other party determined under 
any regulations to have a substantial inter-
est in the denial involved. 

‘‘(8) DEFINITIONS.—For purposes of this sub-
section: 

‘‘(A) ENROLLEE.—The term ‘enrollee’ 
means, with respect to health insurance cov-
erage offered by a health insurance issuer, an 
individual enrolled with the issuer to receive 
such coverage. 

‘‘(B) HEALTH CARE PROFESSIONAL.—The 
term ‘health care professional’ means an in-
dividual who is licensed, accredited, or cer-
tified under State law to provide specified 
health care services and who is operating 
within the scope of such licensure, accredita-
tion, or certification. 
‘‘SEC. 2799. ENFORCEMENT. 

‘‘(a) IN GENERAL.—Subject to subsection 
(b), with respect to specific individual health 
insurance coverage the primary State for 
such coverage has sole jurisdiction to en-
force the primary State’s covered laws in the 
primary State and any secondary State. 

‘‘(b) SECONDARY STATE’S AUTHORITY.— 
Nothing in subsection (a) shall be construed 
to affect the authority of a secondary State 
to enforce its laws as set forth in the excep-
tion specified in section 2796(b)(1). 

‘‘(c) COURT INTERPRETATION.—In reviewing 
action initiated by the applicable secondary 
State authority, the court of competent ju-
risdiction shall apply the covered laws of the 
primary State. 

‘‘(d) NOTICE OF COMPLIANCE FAILURE.—In 
the case of individual health insurance cov-
erage offered in a secondary State that fails 
to comply with the covered laws of the pri-
mary State, the applicable State authority 
of the secondary State may notify the appli-
cable State authority of the primary 
State.’’. 

(b) EFFECTIVE DATE.—The amendment 
made by subsection (a) shall apply to indi-
vidual health insurance coverage offered, 
issued, or sold after the date that is one year 
after the date of the enactment of this Act. 

(c) GAO ONGOING STUDY AND REPORTS.— 
(1) STUDY.—The Comptroller General of the 

United States shall conduct an ongoing 
study concerning the effect of the amend-
ment made by subsection (a) on— 

(A) the number of uninsured and under-in-
sured; 

(B) the availability and cost of health in-
surance policies for individuals with pre-ex-
isting medical conditions; 

(C) the availability and cost of health in-
surance policies generally; 

(D) the elimination or reduction of dif-
ferent types of benefits under health insur-
ance policies offered in different States; and 

(E) cases of fraud or abuse relating to 
health insurance coverage offered under such 
amendment and the resolution of such cases. 

(2) ANNUAL REPORTS.—The Comptroller 
General shall submit to Congress an annual 
report, after the end of each of the 5 years 
following the effective date of the amend-
ment made by subsection (a), on the ongoing 
study conducted under paragraph (1). 
SEC. 305. SEVERABILITY. 

If any provision of this title or the applica-
tion of such provision to any person or cir-
cumstance is held to be unconstitutional, 
the remainder of this title and the applica-
tion of the provisions of such to any other 
person or circumstance shall not be affected. 

SA 4017. Mr. DURBIN (for Mrs. FEIN-
STEIN) submitted an amendment in-
tended to be proposed by Mr. DURBIN to 
the bill S. 2071, to enhance the ability 
to combat methamphetamine; as fol-
lows: 

Strike all after the enacting clause and in-
sert the following: 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Combat 
Methamphetamine Enhancement Act of 
2007’’. 
SEC. 2. REQUIREMENT OF SELF-CERTIFICATION 

BY ALL REGULATED PERSONS SELL-
ING SCHEDULED LISTED CHEMI-
CALS. 

Section 310(e)(2) of the Controlled Sub-
stances Act (21 U.S.C. 830(e)(2)) is amended 
by inserting at the end the following: 

‘‘(C) Each regulated person who makes a 
sale at retail of a scheduled listed chemical 
product and is required under subsection 
(b)(3) to submit a report of the sales trans-
action to the Attorney General may not sell 
any scheduled listed chemical product at re-
tail unless such regulated person has sub-
mitted to the Attorney General a self-certifi-
cation including a statement that the seller 
understands each of the requirements that 
apply under this paragraph and under sub-
section (d) and agrees to comply with the re-
quirements. The Attorney General shall by 
regulation establish criteria for certifi-
cations of mail-order distributors that are 
consistent with the criteria established for 
the certifications of regulated sellers under 
paragraph (1)(B).’’. 

SEC. 3. PUBLICATION OF SELF-CERTIFIED REGU-
LATED SELLERS AND REGULATED 
PERSONS LISTS. 

Section 310(e)(1)(B) of the Controlled Sub-
stances Act (21 U.S.C. 830(e)(1)(B)) is amend-
ed by inserting at the end the following: 

‘‘(v) PUBLICATION OF LIST OF SELF-CERTIFIED 
PERSONS.—The Attorney General shall de-
velop and make available a list of all persons 
who are currently self-certified in accord-
ance with this section. This list shall be 
made publicly available on the website of the 
Drug Enforcement Administration in an 
electronically downloadable format.’’. 

SEC. 4. REQUIREMENT THAT DISTRIBUTORS OF 
LISTED CHEMICALS SELL ONLY TO 
SELF-CERTIFIED REGULATED SELL-
ERS AND REGULATED PERSONS. 

Section 402(a) of the Controlled Substances 
Act (21 U.S.C. 842(a)) is amended— 

(1) in paragraph (13), by striking ‘‘or’’ after 
the semicolon; 

(2) in paragraph (14), by striking the period 
and inserting ‘‘; or’’; 

(3) by inserting after paragraph (14) the fol-
lowing: 

‘‘(15) to distribute a scheduled listed chem-
ical product to a regulated seller, or to a reg-
ulated person referred to in section 
310(b)(3)(B), unless such regulated seller or 
regulated person is, at the time of such dis-
tribution, currently registered with the Drug 
Enforcement Administration, or on the list 
of persons referred to under section 
310(e)(1)(B)(v).’’; and 

(4) inserting at the end the following: ‘‘For 
purposes of paragraph (15), if the distributor 
is temporarily unable to access the list of 
persons referred to under section 
310(e)(1)(B)(v), the distributor may rely on a 
written, faxed, or electronic copy of a certifi-
cate of self-certification submitted by the 
regulated seller or regulated person, pro-
vided the distributor confirms within 7 busi-
ness days of the distribution that such regu-
lated seller or regulated person is on the list 
referred to under section 310(e)(1)(B)(v).’’. 

SEC. 5. NEGLIGENT FAILURE TO SELF-CERTIFY 
AS REQUIRED. 

Section 402(a) of the Controlled Substances 
Act (21 U.S.C. 842(a)(10)) is amended by in-
serting before the semicolon the following: 
‘‘or negligently to fail to self-certify as re-
quired under section 310 (21 U.S.C. 830)’’. 

SEC. 6. EFFECTIVE DATE AND REGULATIONS. 

(a) EFFECTIVE DATE.—This Act and the 
amendments made by this Act shall take ef-
fect 180 days after the date of enactment of 
this Act. 

(b) REGULATIONS.—In promulgating the 
regulations authorized by section 2, the At-
torney General may issue regulations on an 
interim basis as necessary to ensure the im-
plementation of this Act by the effective 
date. 
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CONGRESSIONAL RECORD — SENATE S855 February 11, 2008 
FOREIGN TRAVEL FINANCIAL REPORTS 

In accordance with the appropriate provisions of law, the Secretary of the Senate herewith submits the following re-
ports for standing committees of the Senate, certain joint committees of the Congress, delegations and groups, and select 
and special committees of the Senate, relating to expenses incurred in the performance of authorized foreign travel: 

CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 
U.S.C. 1754(b), COMMITTEE ON APPROPRIATIONS FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Paul Grove: 
Chad ......................................................................................................... Franc .................................................... .................... 411.00 .................... .................... .................... .................... .................... 411.00 
Ethiopia ..................................................................................................... Dollar .................................................... .................... 1,200.00 .................... .................... .................... .................... .................... 1,200.00 
Germany .................................................................................................... Dollar .................................................... .................... 202.00 .................... .................... .................... .................... .................... 202.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 12,828.29 .................... .................... .................... 12,828.29 

Michele Wymer: 
Chad ......................................................................................................... Franc .................................................... .................... 411.00 .................... .................... .................... .................... .................... 411.00 
Ethiopia ..................................................................................................... Dollar .................................................... .................... 1,200.00 .................... .................... .................... .................... .................... 1,200.00 
Germany .................................................................................................... Dollar .................................................... .................... 202.00 .................... .................... .................... .................... .................... 202.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 16,495.23 .................... .................... .................... 16,495.23 

Nikole M. Manatt: 
Chad ......................................................................................................... Franc .................................................... .................... 411.00 .................... .................... .................... .................... .................... 411.00 
Ethiopia ..................................................................................................... Dollar .................................................... .................... 1,200.00 .................... .................... .................... .................... .................... 1,200.00 
Germany .................................................................................................... Dollar .................................................... .................... 202.00 .................... .................... .................... .................... .................... 202.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 15,873.37 .................... .................... .................... 15,873.37 

Katherine A. Eltrich: 
Ethiopia ..................................................................................................... Dollar .................................................... .................... 1,200.00 .................... .................... .................... .................... .................... 1,200.00 
Germany .................................................................................................... Dollar .................................................... .................... 202.00 .................... .................... .................... .................... .................... 202.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 10,658.29 .................... .................... .................... 10,658.29 

Senator Daniel Inouye: 
Japan ........................................................................................................ Yen ....................................................... .................... 2,400.00 .................... .................... .................... .................... .................... 2,400.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,426.48 .................... .................... .................... 9,426.48 

Delegation Expenses: 1 
Japan ........................................................................................................ Dollar .................................................... .................... .................... .................... .................... .................... 2,988.79 .................... 2,988.79 

Senator Ted Stevens: 
Tunisia ...................................................................................................... Dinar ..................................................... .................... 466.66 .................... .................... .................... .................... .................... 466.66 
Jordan ....................................................................................................... Dinar ..................................................... .................... 206.78 .................... .................... .................... .................... .................... 206.78 
Italy ........................................................................................................... Euro ...................................................... .................... 1,877.64 .................... .................... .................... .................... .................... 1,877.64 
England ..................................................................................................... Pound ................................................... .................... 1,679.14 .................... .................... .................... .................... .................... 1,679.14 

Senator Daniel Inouye: 
Tunisia ...................................................................................................... Dinar ..................................................... .................... 541.66 .................... .................... .................... .................... .................... 541.66 
Jordan ....................................................................................................... Dinar ..................................................... .................... 281.78 .................... .................... .................... .................... .................... 281.78 
Italy ........................................................................................................... Euro ...................................................... .................... 1,952.64 .................... .................... .................... .................... .................... 1,952.64 
England ..................................................................................................... Pound ................................................... .................... 1,754.14 .................... .................... .................... .................... .................... 1,754.14 

Charles Houy: 
Tunisia ...................................................................................................... Dinar ..................................................... .................... 541.66 .................... .................... .................... .................... .................... 541.66 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 3,560.00 .................... .................... .................... 3,560.00 

Sid Ashworth: 
Tunisia ...................................................................................................... Dinar ..................................................... .................... 541.66 .................... .................... .................... .................... .................... 541.66 
Jordan ....................................................................................................... Dinar ..................................................... .................... 281.78 .................... .................... .................... .................... .................... 281.78 
Italy ........................................................................................................... Euro ...................................................... .................... 1,952.64 .................... .................... .................... .................... .................... 1,952.64 
England ..................................................................................................... Pound ................................................... .................... 1,754.14 .................... .................... .................... .................... .................... 1,754.14 

Barry G. Wright: 
Bahrain ..................................................................................................... Dinar ..................................................... .................... 328.00 .................... .................... .................... .................... .................... 328.00 
France ....................................................................................................... Euro ...................................................... .................... 531.00 .................... .................... .................... .................... .................... 531.00 
Djibouti ..................................................................................................... Franc .................................................... .................... 336.00 .................... .................... .................... .................... .................... 336.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 17,230.01 .................... .................... .................... 17,230.01 

Senator Tom Harkin: 
Haiti .......................................................................................................... Gourde .................................................. .................... 287.00 .................... .................... .................... .................... .................... 287.00 

Rosemary Gutierrez: 
Haiti .......................................................................................................... Gourde .................................................. .................... 287.00 .................... .................... .................... .................... .................... 287.00 

Nicole Di Resta: 
Germany .................................................................................................... Dollar .................................................... .................... 632.00 .................... .................... .................... .................... .................... 632.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,993.35 .................... .................... .................... 9,993.35 

Douglas Clapp: 
Spain ......................................................................................................... Euro ...................................................... .................... 1,266.00 .................... .................... .................... .................... .................... 1,266.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 5,232.00 .................... .................... .................... 5,232.00 

Bruce Evans: 
Spain ......................................................................................................... Euro ...................................................... .................... 1,266.00 .................... .................... .................... .................... .................... 1,266.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 5,771.00 .................... .................... .................... 5,771.00 

Scott O’Malia: 
Spain ......................................................................................................... Euro ...................................................... .................... 1,266.00 .................... .................... .................... .................... .................... 1,266.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 5,771.00 .................... .................... .................... 5,771.00 

Joseph B. Fuller: 
Spain ......................................................................................................... Euro ...................................................... .................... 1,119.00 .................... .................... .................... .................... .................... 1,119.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 5,232.00 .................... .................... .................... 5,232.00 

Senator Robert F. Bennett: 
Czech Republic ......................................................................................... Koruna .................................................. .................... 124.00 .................... .................... .................... .................... .................... 124.00 
India .......................................................................................................... Rupee ................................................... .................... 2,094.00 .................... .................... .................... .................... .................... 2,094.00 
Afghanistan .............................................................................................. Afghani ................................................. .................... 57.00 .................... .................... .................... .................... .................... 57.00 
Pakistan .................................................................................................... Rupee ................................................... .................... 316.00 .................... .................... .................... .................... .................... 316.00 
Hungary ..................................................................................................... Forint .................................................... .................... 123.00 .................... .................... .................... .................... .................... 123.00 

Mary Jane Collipriest: 
Czech Republic ......................................................................................... Koruna .................................................. .................... 125.00 .................... .................... .................... .................... .................... 125.00 
India .......................................................................................................... Rupee ................................................... .................... 2,095.00 .................... .................... .................... .................... .................... 2,095.00 
Afghanistan .............................................................................................. Afghani ................................................. .................... 65.00 .................... .................... .................... .................... .................... 65.00 
Pakistan .................................................................................................... Rupee ................................................... .................... 330.00 .................... .................... .................... .................... .................... 330.00 
Hungary ..................................................................................................... Forint .................................................... .................... 121.00 .................... .................... .................... .................... .................... 121.00 

Mark Morrison: 
Czech Republic ......................................................................................... Koruna .................................................. .................... 122.00 .................... .................... .................... .................... .................... 122.00 
India .......................................................................................................... Rupee ................................................... .................... 2,084.00 .................... .................... .................... .................... .................... 2,084.00 
Afghanistan .............................................................................................. Afghani ................................................. .................... 60.00 .................... .................... .................... .................... .................... 60.00 
Pakistan .................................................................................................... Rupee ................................................... .................... 326.00 .................... .................... .................... .................... .................... 326.00 
Hungary ..................................................................................................... Forint .................................................... .................... 117.00 .................... .................... .................... .................... .................... 117.00 

Total ..................................................................................................... ............................................................... .................... 38,550.32 .................... 118,071.02 .................... 2,988.79 .................... 159,610.13 

1 Delegation expenses include payments and reimbursements by the Department of State under the authority of Section 502(b) of the Mutual Security Act of 1954, as amended by Section 22 of Pub. L. 95–384 and expenses paid pursu-
ant to S. Res. 179, agreed to May 25, 1977. 

ROBERT BYRD,
Chairman, Committee on Appropriations, Jan. 31, 2008. 
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CONGRESSIONAL RECORD — SENATES856 February 11, 2008 
CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, AMENDED, UNDER AUTHORITY OF SEC. 22, P.L. 95– 

384—22 U.S.C. 1754(b), COMMITTEE ON APPROPRIATIONS FOR TRAVEL FROM JULY 1 TO SEPT. 30, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Tim Rieser: 
Nepal ......................................................................................................... Dollar .................................................... .................... 258.00 .................... .................... .................... .................... .................... 258.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 4,535.00 .................... .................... .................... 4,535.00 

Total ..................................................................................................... ............................................................... .................... 258.00 .................... 4,535.00 .................... .................... .................... 4,793.00 

ROBERT BYRD,
Chairman, Committee on Appropriations, Jan. 31, 2008. 

CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 
U.S.C. 1754(b), COMMITTEE ON ARMED SERVICES FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Senator Jim Webb: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 8,036.15 .................... .................... .................... 8,036.15 
Kuwait ....................................................................................................... Dollar .................................................... .................... 92.39 .................... .................... .................... .................... .................... 92.39 

Gordon Peterson: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 8,036.15 .................... .................... .................... 8,036.15 
Kuwait ....................................................................................................... Dollar .................................................... .................... 99.61 .................... .................... .................... .................... .................... 99.61– 

Jennifer Park Stout: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 8,036.15 .................... .................... .................... 8,036.15 
Kuwait ....................................................................................................... Dollar .................................................... .................... 99.61 .................... .................... .................... .................... .................... 99.61 

Senator Bill Nelson: 
Brazil ......................................................................................................... Real ...................................................... .................... 374.00 .................... 797.00 .................... .................... .................... 1,171.00 

Bryan Gulley: 
Brazil ......................................................................................................... Real ...................................................... .................... 634.20 .................... 5,704.10 .................... .................... .................... 6,338.30 

Lynn Bannister: 
Brazil ......................................................................................................... Real ...................................................... .................... 654.00 .................... 797.00 .................... .................... .................... 1,451.00 

Madelyn R. Creedon: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,811.46 .................... .................... .................... 7,811.46 
France ....................................................................................................... Euro ...................................................... .................... 1,963.00 .................... 233.00 .................... .................... .................... 2,196.00 

Richard W. Fieldhouse: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,828.37 .................... .................... .................... 9,828.37 
Germany .................................................................................................... Euro ...................................................... .................... 301.78 .................... .................... .................... .................... .................... 301.78 
Belgium ..................................................................................................... Euro ...................................................... .................... 325.45 .................... 111.26 .................... .................... .................... 436.71 
France ....................................................................................................... Euro ...................................................... .................... 806.21 .................... 14.80 .................... .................... .................... 821.01 

William G.P. Monahan: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,578.87 .................... .................... .................... 9,578.87 
Germany .................................................................................................... Euro ...................................................... .................... 294.63 .................... 51.78 .................... .................... .................... 346.41 
Belgium ..................................................................................................... Euro ...................................................... .................... 304.31 .................... 268.82 .................... .................... .................... 573.13 
France ....................................................................................................... Euro ...................................................... .................... 776.63 .................... 14.79 .................... .................... .................... 791.42 

Robert M. Soofer: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,811.46 .................... .................... .................... 7,811.46 
France ....................................................................................................... Euro ...................................................... .................... 2,822.93 .................... 75.00 .................... .................... .................... 2,897.93 
Belgium ..................................................................................................... Euro ...................................................... .................... .................... .................... 229.00 .................... .................... .................... 229.00 

Michael J. McCord: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 19,257.00 .................... .................... .................... 19,257.00 
Bahrain ..................................................................................................... Dollar .................................................... .................... 458.00 .................... .................... .................... 6.00 .................... 464.00 
France ....................................................................................................... Dollar .................................................... .................... 697.00 .................... .................... .................... 9.00 .................... 706.00 
Djibouti ..................................................................................................... Dollar .................................................... .................... 158.00 .................... .................... .................... .................... .................... 19,257.00 

Michael J. Kuiken: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 19,257.00 .................... .................... .................... 19,257.00 
Bahrain ..................................................................................................... Dollar .................................................... .................... 471.00 .................... .................... .................... .................... .................... 471.00 
France ....................................................................................................... Dollar .................................................... .................... 694.00 .................... .................... .................... .................... .................... 694.00 
Djibouti ..................................................................................................... Dollar .................................................... .................... 228.00 .................... .................... .................... .................... .................... 228.00 

William K. Sutey: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,976.45 .................... .................... .................... 9,976.45 
Bahrain ..................................................................................................... Dollar .................................................... .................... 500.36 .................... .................... .................... .................... .................... 500.36 

Derek J. Maurer: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 19,257.00 .................... .................... .................... 19,257.00 
Bahrain ..................................................................................................... Dollar .................................................... .................... 478.00 .................... .................... .................... .................... .................... 478.00 
Djibouti ..................................................................................................... Dollar .................................................... .................... 240.00 .................... .................... .................... .................... .................... 240.00 
France ....................................................................................................... Dollar .................................................... .................... 703.00 .................... .................... .................... .................... .................... 703.00 

Senator James M. Inhofe: 
Ghana ....................................................................................................... Cedi ...................................................... .................... 47.14 .................... .................... .................... 50.00 .................... 97.14 
Burundi ..................................................................................................... Franc .................................................... .................... 65.31 .................... .................... .................... .................... .................... 65.31 
Ethiopia ..................................................................................................... Birr ....................................................... .................... 49.61 .................... .................... .................... .................... .................... 49.61 
United Arab Emirates ............................................................................... Dirham .................................................. .................... 72.68 .................... .................... .................... 6.81 .................... 79.49 
Czech Republic ......................................................................................... Koruna .................................................. .................... 32.28 .................... .................... .................... .................... .................... 32.28 

Mark Powers: 
Ghana ....................................................................................................... Cedi ...................................................... .................... 47.14 .................... .................... .................... 9.37 .................... 56.51 
Burundi ..................................................................................................... Franc .................................................... .................... 65.31 .................... .................... .................... .................... .................... 65.31 
Ethiopia ..................................................................................................... Birr ....................................................... .................... 49.61 .................... .................... .................... .................... .................... 49.61 
United Arab Emirates ............................................................................... Dirham .................................................. .................... 155.28 .................... .................... .................... 27.72 .................... 183.00 
Czech Republic ......................................................................................... Koruna .................................................. .................... 36.71 .................... .................... .................... .................... .................... 36.71 

Anthony Lazarski: 
Ghana ....................................................................................................... Cedi ...................................................... .................... 47.14 .................... .................... .................... .................... .................... 47.l4 
Burundi ..................................................................................................... Franc .................................................... .................... 65.31 .................... .................... .................... .................... .................... 65.31 
Ethiopia ..................................................................................................... Birr ....................................................... .................... 49.61 .................... .................... .................... .................... .................... 49.61 
United Arab Emirates ............................................................................... Dirham .................................................. .................... 113.55 .................... .................... .................... .................... .................... 113.55 
Czech Republic ......................................................................................... Koruna .................................................. .................... 51.26 .................... .................... .................... .................... .................... 51.26 

Nathan Reese: 
Ghana ....................................................................................................... Cedi ...................................................... .................... 47.14 .................... .................... .................... .................... .................... 47.14 
Burundi ..................................................................................................... Franc .................................................... .................... 65.31 .................... .................... .................... .................... .................... 65.31 
Ethiopia ..................................................................................................... Birr ....................................................... .................... 49.61 .................... .................... .................... .................... .................... 49.61 
United Arab Emirates ............................................................................... Dirham .................................................. .................... 72.68 .................... .................... .................... .................... .................... 72.68 
Czech Republic ......................................................................................... Koruna .................................................. .................... 56.75 .................... .................... .................... .................... .................... 56.75 

Ryan Thompson: 
Ghana ....................................................................................................... Cedi ...................................................... .................... 47.14 .................... .................... .................... .................... .................... 47.14 
Burundi ..................................................................................................... Franc .................................................... .................... 65.31 .................... .................... .................... .................... .................... 65.31 
Ethiopia ..................................................................................................... Birr ....................................................... .................... 49.61 .................... .................... .................... .................... .................... 49.61 
United Arab Emirates ............................................................................... Dirham .................................................. .................... 113.55 .................... .................... .................... .................... .................... 113.55 
Czech Republic ......................................................................................... Konuna ................................................. .................... 54.00 .................... .................... .................... 4.00 .................... 58.00 

Total ..................................................................................................... ............................................................... .................... 15,745.15 .................... 135,182.61 .................... 112.90 .................... 151,040.66 

CARL LEVIN,
Chairman, Committee on Armed Services, Jan. 4, 2008. 
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CONGRESSIONAL RECORD — SENATE S857 February 11, 2008 
CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 

U.S.C. 1754(b), COMMITTEE ON COMMERCE, SCIENCE, AND TRANSPORTATION FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Margaret Cummisky: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,000.11 .................... .................... .................... 9,000.11 
Hong Kong ................................................................................................ Dollar .................................................... .................... 267.00 .................... .................... .................... .................... .................... 267.00 
Indonesia .................................................................................................. Rupiah .................................................. .................... 396.00 .................... .................... .................... .................... .................... 396.00 

Floyd DesChamps: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 11,731.70 .................... .................... .................... 11,731.70 
Singapore .................................................................................................. Dollar .................................................... .................... 176.00 .................... .................... .................... .................... .................... 176.00 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,281.00 .................... .................... .................... .................... .................... 1,281.00 

Virginia Worrest: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 11,189.16 .................... .................... .................... 11,189.16 
Indonesia .................................................................................................. Rupiah .................................................. .................... 660.00 .................... .................... .................... .................... .................... 660.00 
Japan ........................................................................................................ Dollar .................................................... .................... 250.00 .................... .................... .................... .................... .................... 250.00 

Ann Zulkosky: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,020.11 .................... .................... .................... 9,020.11 
Hong Kong ................................................................................................ Dollar .................................................... .................... 264.00 .................... .................... .................... .................... .................... 264.00 
Indonesia .................................................................................................. Rupiah .................................................. .................... 396.00 .................... .................... .................... .................... .................... 396.00 

Total ..................................................................................................... ............................................................... .................... 3,440.00 .................... 40,941.08 .................... 250.00 .................... 44,631.08 

DANIEL INOUYE,
Chairman, Committee on Commerce, Science, and Transportation, 

Jan. 31, 2008. 

CONSOLIDATED REPORT OF EXPENDITURES OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 
U.S.C. 1754(b), COMMITTEE ON ENERGY & NATURAL RESOURCES FOR TRAVEL FROM OCTOBER 1 TO DECEMBER 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Senator Jeff Bingaman: 
Haiti .......................................................................................................... Dollar .................................................... .................... 167.70 .................... .................... .................... .................... .................... 167.70 

Senator Bob Corker: 
Haiti .......................................................................................................... Dollar .................................................... .................... 137.70 .................... .................... .................... .................... .................... 137.70 

Chris Stone: 
Haiti .......................................................................................................... Dollar .................................................... .................... 137.70 .................... .................... .................... .................... .................... 137.70 

Scott Miller: 
Haiti .......................................................................................................... Dollar .................................................... .................... 137.70 .................... .................... .................... .................... .................... 137.70 

Anne Oswalt: 
Haiti .......................................................................................................... Dollar .................................................... .................... 137.70 .................... .................... .................... .................... .................... 137.70 

Jonathan Black: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,464.70 .................... .................... .................... 9,464.70 
Singapore .................................................................................................. Dollar .................................................... .................... 176.00 .................... .................... .................... .................... .................... 176.00 
Indonesia .................................................................................................. Rupiah .................................................. .................... 876.00 .................... .................... .................... .................... .................... 876.00 

Total ..................................................................................................... ............................................................... .................... 1,770.50 .................... 9,464.70 .................... .................... .................... 11,235.20 

JEFF BINGAMAN,
Chairman, Committee on Energy & Natural Resources, 

Jan. 22, 2008. 

CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 
U.S.C. 1754(b), COMMITTEE ON ENVIRONMENT AND PUBLIC WORKS FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Eric Thu: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,464.70 .................... .................... .................... 9,464.70 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,092.00 .................... .................... .................... .................... .................... 1,092.00 

Chelsea Maxwell: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,155.70 .................... .................... .................... 9,155.70 
Indonesia .................................................................................................. Rupiah .................................................. .................... 912.00 .................... .................... .................... .................... .................... 912.00 

Jo-Ellen Darcy: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,285.70 .................... .................... .................... 7,285.70 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,092.00 .................... .................... .................... .................... .................... 1,092.00 

Allyne Todd Johnston: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 8,802.18 .................... .................... .................... 8,802.18 
Indonesia .................................................................................................. Rupiah .................................................. .................... 792.00 .................... .................... .................... .................... .................... 792.00 

Arvin Ganesan: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,464.70 .................... .................... .................... 9,464.70 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,092.00 .................... .................... .................... .................... .................... 1,092.00 

Jessica Maher: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,464.70 .................... .................... .................... 9,464.70 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,092.00 .................... .................... .................... .................... .................... 1,092.00 

John Shanahan: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 13,232.11 .................... .................... .................... 13,232.11 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,092.00 .................... .................... .................... .................... .................... 1,092.00 

Peter Rafle: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 6,758.70 .................... .................... .................... 6,758.70 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,456.00 .................... .................... .................... .................... .................... 1,456.00 

Marc Morano: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 13,232.11 .................... .................... .................... 13,232.11 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,092.00 .................... .................... .................... .................... .................... 1,092.00 

Thomas Lawler: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,458.70 .................... .................... .................... 9,458.70 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,092.00 .................... .................... .................... .................... .................... 1,092.00 

Darren Parker: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,785.70 .................... .................... .................... 7,785.70 
Indonesia .................................................................................................. Rupiah .................................................. .................... 1,092.00 .................... .................... .................... .................... .................... 1,092.00 

David McIntosh: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,088.70 .................... .................... .................... 9,088.70 
Indonesia .................................................................................................. Rupiah .................................................. .................... 992.00 .................... .................... .................... .................... .................... 992.00 

John Stoody: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,196.20 .................... .................... .................... 7,196.20 
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CONGRESSIONAL RECORD — SENATES858 February 11, 2008 
CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 

U.S.C. 1754(b), COMMITTEE ON ENVIRONMENT AND PUBLIC WORKS FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007—Continued 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Indonesia .................................................................................................. Rupiah .................................................. .................... 910.00 .................... .................... .................... .................... .................... 910.00 
Suzanne Matwyshen Gillen: 

United States ............................................................................................ Dollar .................................................... .................... .................... .................... 8,891.57 .................... .................... .................... 8,891.57 
Hong Kong ................................................................................................ Dollar .................................................... .................... 988.00 .................... .................... .................... .................... .................... 988.00 
Indonesia .................................................................................................. Rupiah .................................................. .................... 910.00 .................... .................... .................... .................... .................... 910.00 

Daniel Whiting: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,470.11 .................... .................... .................... 9,470.11 
Hong Kong ................................................................................................ Dollar .................................................... .................... 294.00 .................... .................... .................... .................... .................... 294.00 
Indonesia .................................................................................................. Rupiah .................................................. .................... 546.00 .................... .................... .................... .................... .................... 546.00 

Total ..................................................................................................... ............................................................... .................... 16,536.00 .................... 138,751.58 .................... .................... .................... 155,287.58 

BARBARA BOXER,
Chairman, Committee on Environment and Public Works, Jan. 18, 2008. 

CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 
U.S.C. 1754(b), COMMITTEE ON FOREIGN RELATIONS FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Senator Norm Coleman: 
Guatemala ................................................................................................ Quetzal ................................................. .................... 212.53 .................... .................... .................... .................... .................... 212.53 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 1,114.78 .................... .................... .................... 1,114.78 

Senator Bob Corker: 
Czech Republic ......................................................................................... Koruna .................................................. .................... 153.00 .................... .................... .................... .................... .................... 153.00 
India .......................................................................................................... Rupee ................................................... .................... 2,144.00 .................... .................... .................... .................... .................... 2,144.00 
Afghanistan .............................................................................................. Rupee ................................................... .................... 75.00 .................... .................... .................... .................... .................... 75.00 
Pakistan .................................................................................................... Rupee ................................................... .................... 339.00 .................... .................... .................... .................... .................... 339.00 
Hungary ..................................................................................................... Florint ................................................... .................... 131.00 .................... .................... .................... .................... .................... 131.00 

Martin Bayr: 
Belgium ..................................................................................................... Euro ...................................................... .................... 747.68 .................... .................... .................... .................... .................... 747.68 
Germany .................................................................................................... Euro ...................................................... .................... 317.85 .................... .................... .................... .................... .................... 317.85 
Turkey ........................................................................................................ Lira ....................................................... .................... 1,058.18 .................... .................... .................... .................... .................... 1,058.18 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,120.51 .................... .................... .................... 9,120.51 

Bradley Bowman: 
United Arab Emirates ............................................................................... Dirham .................................................. .................... 2,340.00 .................... .................... .................... .................... .................... 2,340.00 
Oman ........................................................................................................ Rial ....................................................... .................... 400.00 .................... .................... .................... .................... .................... 400.00 
Bahrain ..................................................................................................... Dinar ..................................................... .................... 250.00 .................... .................... .................... .................... .................... 250.00 
Kuwait ....................................................................................................... Dinar ..................................................... .................... 310.00 .................... .................... .................... .................... .................... 310.00 
Saudi Arabia ............................................................................................. Riyal ..................................................... .................... 1,300.00 .................... .................... .................... .................... .................... 1,300.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,667.63 .................... .................... .................... 9,667.63 

Bradley Bowman: 
Egypt ......................................................................................................... Pound ................................................... .................... 349.00 .................... .................... .................... .................... .................... 349.00 
Turkey ........................................................................................................ Lira ....................................................... .................... 970.00 .................... .................... .................... .................... .................... 970.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,865.73 .................... .................... .................... 7,865.73 

Jason Bruder: 
Georgia ...................................................................................................... Lari ....................................................... .................... 966.00 .................... 150.00 .................... .................... .................... 1,116.00 

Perry Cammack: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,845.06 .................... .................... .................... 7,845.06 

Mark Clack: 
Cote d’Ivoire ............................................................................................. Franc .................................................... .................... 1,100.00 .................... .................... .................... .................... .................... 1,100.00 
Mozambique .............................................................................................. Metical .................................................. .................... 1,000.00 .................... .................... .................... .................... .................... 1,000.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 13,831.00 .................... .................... .................... 13,831.00 

Isaac Edwards: 
Canada ..................................................................................................... Dollar .................................................... .................... 345.00 .................... .................... .................... .................... .................... 345.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 1,536.35 .................... .................... .................... 1,536.35 

Paul Foldi: 
Mali ........................................................................................................... Franc .................................................... .................... 919.50 .................... .................... .................... .................... .................... 919.50 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 12,652.36 .................... .................... .................... 12,652.36 

Paul Foldi: 
Haiti .......................................................................................................... Gourde .................................................. .................... 964.00 .................... .................... .................... .................... .................... 964.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 691.20 .................... .................... .................... 691.20 

James Greene: 
Canada ..................................................................................................... Dollar .................................................... .................... 165.00 .................... .................... .................... .................... .................... 165.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 1,617.68 .................... .................... .................... 1,617.68 

Catherine Henson: 
Belgium ..................................................................................................... Euro ...................................................... .................... 710.00 .................... .................... .................... .................... .................... 710.00 
Germany .................................................................................................... Euro ...................................................... .................... 334.00 .................... .................... .................... .................... .................... 334.00 
Turkey ........................................................................................................ Lira ....................................................... .................... 1,071.00 .................... .................... .................... .................... .................... 1,071.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,120.51 .................... .................... .................... 9,120.51 

Frank Jannuzi: 
Korea ......................................................................................................... Won ....................................................... .................... 1,624.00 .................... .................... .................... .................... .................... 1,624.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,678.76 .................... .................... .................... 7,678.76 

Frank Jannuzi: 
China ........................................................................................................ Yuan ..................................................... .................... 2,469.00 .................... .................... .................... .................... .................... 2,469.00 
Taiwan ...................................................................................................... Dollar .................................................... .................... 1,014.00 .................... .................... .................... .................... .................... 1,014.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 13,357.10 .................... .................... .................... 13,357.10 

Thomas Moore: 
Austria ...................................................................................................... Euro ...................................................... .................... 448.00 .................... .................... .................... .................... .................... 448.00 
Holland ...................................................................................................... Euro ...................................................... .................... 895.11 .................... .................... .................... .................... .................... 895.11 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,503.73 .................... .................... .................... 7,503.73 

Keith Luse: 
China ........................................................................................................ Yuan ..................................................... .................... 956.66 .................... .................... .................... .................... .................... 956.66 
Dem. People Rep. Korea ........................................................................... Won ....................................................... .................... 846.50 .................... 380.00 .................... .................... .................... 1,226.50 
Korea ......................................................................................................... Won ....................................................... .................... 893.43 .................... .................... .................... .................... .................... 893.43 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 1,733.17 .................... .................... .................... 1,733.17 

Sarah Margon: 
Ethiopia ..................................................................................................... Birr ....................................................... .................... 972.00 .................... .................... .................... .................... .................... 972.00 
Kenya ........................................................................................................ Schilling ............................................... .................... 803.00 .................... .................... .................... .................... .................... 803.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,483.07 .................... .................... .................... 9,483.07 

David McKean: 
South Africa .............................................................................................. Rand ..................................................... .................... 525.00 .................... 115.00 .................... 80.00 .................... 720.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 5,362.57 .................... .................... .................... 5,362.57 

Kenneth Myers, III: 
Dem. Peoples Rep. Korea ......................................................................... Won ....................................................... .................... 1,384.00 .................... .................... .................... .................... .................... 1,384.00 
China ........................................................................................................ Yuan ..................................................... .................... 876.00 .................... .................... .................... .................... .................... 876.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,704.65 .................... .................... .................... 9,704.65 

Ana Navarro: 
Guatemala ................................................................................................ Quetzal ................................................. .................... 277.00 .................... .................... .................... .................... .................... 277.00 
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CONGRESSIONAL RECORD — SENATE S859 February 11, 2008 
CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 

U.S.C. 1754(b), COMMITTEE ON FOREIGN RELATIONS FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007—Continued 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

United States ............................................................................................ Dollar .................................................... .................... .................... .................... 1,182.00 .................... .................... .................... 1,182.00 
Stacie Oliver: 

Czech Republic ......................................................................................... Koruna .................................................. .................... 153.00 .................... .................... .................... .................... .................... 153.00 
India .......................................................................................................... Rupee ................................................... .................... 2,144.00 .................... .................... .................... .................... .................... 2,144.00 
Afghanistan .............................................................................................. Rupee ................................................... .................... 75.00 .................... .................... .................... .................... .................... 75.00 
Pakistan .................................................................................................... Rupee ................................................... .................... 339.00 .................... .................... .................... .................... .................... 339.00 
Hungary ..................................................................................................... FLorint .................................................. .................... 131.00 .................... .................... .................... .................... .................... 131.00 

Paul Rosen: 
Panama ..................................................................................................... Dollar .................................................... .................... 448.00 .................... .................... .................... .................... .................... 448.00 
Colombia ................................................................................................... Peso ...................................................... .................... 1,100.00 .................... .................... .................... .................... .................... 1,100.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 1,178.70 .................... .................... .................... 1,178.70 

Jennifer Simon: 
India .......................................................................................................... Dollar .................................................... .................... 2,480.00 .................... .................... .................... .................... .................... 2,480.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,324.00 .................... .................... .................... 9,324.00 

Jennifer Simon: 
Vietnam ..................................................................................................... Dong ..................................................... .................... 1,520.00 .................... 96.00 .................... .................... .................... 1,616.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,248.70 .................... .................... .................... 9,248.70 

Shannon Smith: 
Vietnam ..................................................................................................... Dong ..................................................... .................... 1,675.00 .................... 96.00 .................... .................... .................... 1,771.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 10,022.00 .................... .................... .................... 10,022.00 

Shannon Smith: 
Haiti .......................................................................................................... Dollar .................................................... .................... 1,012.00 .................... .................... .................... .................... .................... 1,012.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 691.00 .................... .................... .................... 691.00 

Chris Socha: 
Belgium ..................................................................................................... Euro ...................................................... .................... 787.00 .................... .................... .................... .................... .................... 787.00 
Germany .................................................................................................... Euro ...................................................... .................... 310.00 .................... .................... .................... .................... .................... 310.00 
Turkey ........................................................................................................ Lira ....................................................... .................... 1,048.00 .................... .................... .................... .................... .................... 1,048.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 9,120.51 .................... .................... .................... 9,120.51 

Paul Talwar: 
Israel ......................................................................................................... Dollar .................................................... .................... 1,250.00 .................... .................... .................... .................... .................... 1,250.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 6,661.34 .................... .................... .................... 6,661.34 

Louis Terrell: 
India .......................................................................................................... Dollar .................................................... .................... 2,480.00 .................... .................... .................... .................... .................... 2,480.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 8,962.00 .................... .................... .................... 8,962.00 

Anthony Wier: 
Austria ...................................................................................................... Euro ...................................................... .................... 158.68 .................... 32.88 .................... .................... .................... 191.56 
Holland ...................................................................................................... Euro ...................................................... .................... 725.58 .................... .................... .................... 27.22 .................... 752.80 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,503.73 .................... .................... .................... 7,503.73 

Heather Zichal: 
South Africa .............................................................................................. Rand ..................................................... .................... 525.00 .................... 115.00 .................... 80.00 .................... 720.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 5,360.05 .................... .................... .................... 5,360.05 

Jonah Blank: 
Thailand .................................................................................................... Dollar .................................................... .................... 948.00 .................... 657.00 .................... .................... .................... 1,605.00 
Vietnam ..................................................................................................... Dollar .................................................... .................... 503.00 .................... 142.00 .................... .................... .................... 645.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 7,263.16 .................... .................... .................... 7,263.16 

Total ..................................................................................................... ............................................................... .................... 52,467.70 .................... 208,186.93 .................... 187.22 .................... 260,841.85 

JOSEPH R. BIDEN, Jr.,
Chairman, Committee on Foreign Relations, Jan. 28, 2008. 

CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 
U.S.C. 1754(b), COMMITTEE ON HOMELAND SECURITY AND GOVERNMENTAL AFFAIRS FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Senator Jon Tester: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 8,036.15 .................... .................... .................... 8,036.15 
Kuwait ....................................................................................................... Dollar .................................................... .................... 310.00 .................... .................... .................... .................... .................... 310.00 

James Wise: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 8,036.15 .................... .................... .................... 8,036.15 
Kuwait ....................................................................................................... Dollar .................................................... .................... 310.00 .................... .................... .................... .................... .................... 310.00 

Total ..................................................................................................... ............................................................... .................... 620.00 .................... 16,072.30 .................... .................... .................... 16,692.30 

JOE LIEBERMAN,
Chairman, Committee on Homeland Security and Governmental Affairs, 

Jan. 16, 2008. 

CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 
U.S.C. 1754(b), COMMITTEE ON HEALTH, EDUCATION, LABOR, AND PENSIONS FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Lauren F. Fuller: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 691.20 .................... .................... .................... 691.20 
Haiti .......................................................................................................... Gourde .................................................. .................... 977.00 .................... .................... .................... .................... .................... 977.00 

David Bowen: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 691.20 .................... .................... .................... 691.20 
Haiti .......................................................................................................... Gourde .................................................. .................... 900.00 .................... .................... .................... .................... .................... 900.00 

Total ..................................................................................................... ............................................................... .................... 1,877.00 .................... 1,382.40 .................... .................... .................... 3,259.40 

EDWARD M. KENNEDY,
Chairman, Committee on Health, Education, Labor, and Pensions, 

Jan. 29, 2008. 
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CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 

U.S.C. 1754(b), COMMITTEE ON SMALL BUSINESS AND ENTREPRENEURSHIP FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Senator John Kerry: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 12,287.24 .................... .................... .................... 12,287.24 
Indonesia .................................................................................................. Rupiah .................................................. .................... 830.00 .................... .................... .................... .................... .................... 830.00 

Kathleen Frangione: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 6,731.11 .................... .................... .................... 6,731.11 
Hong Kong ................................................................................................ Dollar .................................................... .................... 346.74 .................... .................... .................... .................... .................... 346.74 
Indonesia .................................................................................................. Rupiah .................................................. .................... 2,246.35 .................... .................... .................... .................... .................... 2,246.35 

David Wade: 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 4,909.20 .................... .................... .................... 4,909.20 
Indonesia .................................................................................................. Rupiah .................................................. .................... 806.00 .................... .................... .................... .................... .................... 806.00 

Delegation Expenses: 
Indonesia .................................................................................................. Rupiah .................................................. .................... .................... .................... .................... .................... 3,817.98 .................... 3,817.98 

Total ..................................................................................................... ............................................................... .................... 4,229.09 .................... 23,927.55 .................... 3,817.98 .................... 31,974.62 

JOHN F. KERRY,
Chairman, Committee on Small Business and Entrepreneurship, 

Jan. 25, 2008. 

CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 
U.S.C. 1754(b), COMMITTEE ON INTELLIGENCE FOR TRAVEL FROM OCT. 1 TO DEC. 31, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Andrew Kerr ....................................................................................................... ............................................................... .................... 1,898.00 .................... .................... .................... .................... .................... 1,898.00 
Dollar .................................................... .................... .................... .................... 7,594.75 .................... .................... .................... 7,594.75 

Sameer Bhalotra ................................................................................................ ............................................................... .................... 1,608.00 .................... .................... .................... .................... .................... 1,608.00 
Dollar .................................................... .................... .................... .................... 5,141.20 .................... .................... .................... 5,141.20 

Senator Bill Nelson ............................................................................................ ............................................................... .................... 1,985.00 .................... .................... .................... .................... .................... 1,985.00 
Dollar .................................................... .................... .................... .................... 8,121.42 .................... .................... .................... 8,121.42 

Caroline Tess ..................................................................................................... ............................................................... .................... 1,385.00 .................... .................... .................... .................... .................... 1,385.00 
Dollar .................................................... .................... .................... .................... 8,121.42 .................... .................... .................... 8,121.42 

Peter Mitchell .................................................................................................... ............................................................... .................... 1,385.00 .................... .................... .................... .................... .................... 1,385.00 
Dollar .................................................... .................... .................... .................... 8,121.42 .................... .................... .................... 8,121.42 

Louis Tucker ...................................................................................................... ............................................................... .................... 1,066.00 .................... .................... .................... .................... .................... 1,066.00 
Dollar .................................................... .................... .................... .................... 5,326.40 .................... .................... .................... 5,326.40 

George K. Johnson ............................................................................................. ............................................................... .................... 1,066.00 .................... .................... .................... .................... .................... 1,066.00 
Dollar .................................................... .................... .................... .................... 5,296.70 .................... .................... .................... 5,296.70 

Senator Christopher S. Bond ............................................................................. ............................................................... .................... 2,305.00 .................... .................... .................... .................... .................... 2,305.00 
Dollar .................................................... .................... .................... .................... 8,014.42 .................... .................... .................... 8,014.42 

Daniel Jones ...................................................................................................... ............................................................... .................... 788.00 .................... .................... .................... .................... .................... 788.00 
Dollar .................................................... .................... .................... .................... 2,416.25 .................... .................... .................... 2,416.25 

Daniel Jones ...................................................................................................... ............................................................... .................... 2,784.00 .................... .................... .................... .................... .................... 2,784.00 
Dollar .................................................... .................... .................... .................... 8,900.00 .................... .................... .................... 8,900.00 

Lorenzo Goco ...................................................................................................... ............................................................... .................... 1,796.70 .................... .................... .................... .................... .................... 1,796.70 
Dollar .................................................... .................... .................... .................... 10,394.22 .................... .................... .................... 10,394.22 

Andrew Kerr ....................................................................................................... ............................................................... .................... 2,791.00 .................... .................... .................... .................... .................... 2,791.00 
Dollar .................................................... .................... .................... .................... 8,804.89 .................... .................... .................... 8,804.89 

Sameer Bhalotra ................................................................................................ ............................................................... .................... 2,793.00 .................... .................... .................... .................... .................... 2,793.00 
Dollar .................................................... .................... .................... .................... 8,900.00 .................... .................... .................... 8,900.00 

Michael Pevzner ................................................................................................. ............................................................... .................... 3,321.00 .................... .................... .................... .................... .................... 3,321.00 
Dollar .................................................... .................... .................... .................... 8,900 .................... .................... .................... 8,900.00 

Total ..................................................................................................... ............................................................... .................... 26,971.70 .................... 104,053.09 .................... .................... .................... 131,024.79 

JAY ROCKEFELLER,
Chairman, Committee on Intelligence, Jan. 22, 2008. 

CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 
U.S.C. 1754(b), CODEL REID FOR TRAVEL FROM NOV. 25 TO DEC. 2, 2007 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Senator Harry Reid: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 627.00 .................... .................... .................... .................... .................... 627.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Senator Thad Cochran: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 700.00 .................... .................... .................... .................... .................... 700.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Senator Jeff Bingaman: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 450.00 .................... .................... .................... .................... .................... 450.00 
United States ............................................................................................ Dollar .................................................... .................... .................... .................... 256.39 .................... .................... .................... 256.39 

Senator Kent Conrad: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 700.00 .................... .................... .................... .................... .................... 700.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Senator Byron Dorgan: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 700.00 .................... .................... .................... .................... .................... 700.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Senator Mike Crapo: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 700.00 .................... .................... .................... .................... .................... 700.00 
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CONSOLIDATED REPORT OF EXPENDITURE OF FUNDS FOR FOREIGN TRAVEL BY MEMBERS AND EMPLOYEES OF THE U.S. SENATE, UNDER AUTHORITY OF SEC. 22, P.L. 95–384—22 

U.S.C. 1754(b), CODEL REID FOR TRAVEL FROM NOV. 25 TO DEC. 2, 2007—Continued 

Name and country Name of currency 

Per diem Transportation Miscellaneous Total 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Foreign 
currency 

U.S. dollar 
equivalent 

or U.S. 
currency 

Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 
Senator Robert Menendez: 

Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 508.00 .................... .................... .................... .................... .................... 508.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Dr. John Eisold: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 700.00 .................... .................... .................... .................... .................... 700.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Serena Hoy: 
Paraguay ................................................................................................... Guarani ................................................. .................... 352.00 .................... .................... .................... .................... .................... 352.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 500.00 .................... .................... .................... .................... .................... 500.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 284.00 .................... .................... .................... .................... .................... 284.00 

Mike Castellano: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 387.00 .................... .................... .................... .................... .................... 387.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Kay Webber: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 700.00 .................... .................... .................... .................... .................... 700.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Federico de Jesus: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 443.65 .................... .................... .................... .................... .................... 443.65 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Marcel Lettre: 
Paraguay ................................................................................................... Guarani ................................................. .................... 402.00 .................... .................... .................... .................... .................... 402.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 550.00 .................... .................... .................... .................... .................... 550.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 454.00 .................... .................... .................... .................... .................... 454.00 

Anna Gallagher: 
Paraguay ................................................................................................... Guarani ................................................. .................... 452.00 .................... .................... .................... .................... .................... 452.00 
Brazil ......................................................................................................... Real ...................................................... .................... 288.00 .................... .................... .................... .................... .................... 288.00 
Mexico ....................................................................................................... Peso ...................................................... .................... 700.00 .................... .................... .................... .................... .................... 700.00 
Guatemala ................................................................................................ Quetzal ................................................. .................... 554.00 .................... .................... .................... .................... .................... 554.00 

Delegation Expenses: 1 
Paraguay ................................................................................................... Guarani ................................................. .................... .................... .................... .................... .................... 7,497.43 .................... 6,497.43 
Brazil ......................................................................................................... Real ...................................................... .................... .................... .................... .................... .................... 29,054.83 .................... 29,054.83 
Colombia ................................................................................................... Peso ...................................................... .................... .................... .................... .................... .................... 3,365.43 .................... 3,365.43 
Mexico ....................................................................................................... Peso ...................................................... .................... .................... .................... .................... .................... 8,128.43 .................... 8,128.43 
Guatemala ................................................................................................ Quetzal ................................................. .................... .................... .................... .................... .................... 11,664.43 .................... 11,664.43 

Total ..................................................................................................... ............................................................... .................... 25,407.65 .................... 256.39 .................... 59,710.55 .................... 85,374.59 

1 Delegation expenses include payments and reimbursements to the Department of State, and the Department of Defense under the authority of Sec. 502(b) of the Mutual Security Act of 1954, as amended by Sec. 22 of P.L. 95–384, 
and S. Res. 179 agreed to May 25, 1977. 

HARRY REID,
Majority Leader, Feb. 6, 2008. 

h 

COMBAT METHAMPHETAMINE 
ENHANCEMENT ACT OF 2007 

Mr. DURBIN. Mr. President, I ask 
unanimous consent the Judiciary Com-
mittee be discharged from further con-
sideration of S. 2071, and the Senate 
proceed to its immediate consider-
ation. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The clerk will report the bill by title. 
The legislative clerk read as follows: 
A bill (S. 2071) to enhance the ability to 

combat methamphetamine. 

There being no objection, the Senate 
proceeded to consider the bill. 

Mr. DURBIN. I ask unanimous con-
sent that the Feinstein substitute 
amendment which is at the desk be 
agreed to; the bill as amended be read 
a third time and passed; the motions to 
reconsider be laid upon the table with 
no intervening action or debate; and 
that any statements be printed in the 
RECORD. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The amendment (No. 4017) was agreed 
to, as follows: 

Strike all after the enacting clause and in-
sert the following: 

SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Combat 
Methamphetamine Enhancement Act of 
2007’’. 
SEC. 2. REQUIREMENT OF SELF-CERTIFICATION 

BY ALL REGULATED PERSONS SELL-
ING SCHEDULED LISTED CHEMI-
CALS. 

Section 310(e)(2) of the Controlled Sub-
stances Act (21 U.S.C. 830(e)(2)) is amended 
by inserting at the end the following: 

‘‘(C) Each regulated person who makes a 
sale at retail of a scheduled listed chemical 
product and is required under subsection 
(b)(3) to submit a report of the sales trans-
action to the Attorney General may not sell 
any scheduled listed chemical product at re-
tail unless such regulated person has sub-
mitted to the Attorney General a self-certifi-
cation including a statement that the seller 
understands each of the requirements that 
apply under this paragraph and under sub-
section (d) and agrees to comply with the re-
quirements. The Attorney General shall by 
regulation establish criteria for certifi-
cations of mail-order distributors that are 
consistent with the criteria established for 
the certifications of regulated sellers under 
paragraph (1)(B).’’. 
SEC. 3. PUBLICATION OF SELF-CERTIFIED REGU-

LATED SELLERS AND REGULATED 
PERSONS LISTS. 

Section 310(e)(1)(B) of the Controlled Sub-
stances Act (21 U.S.C. 830(e)(1)(B)) is amend-
ed by inserting at the end the following: 

‘‘(v) PUBLICATION OF LIST OF SELF-CERTIFIED 
PERSONS.—The Attorney General shall de-
velop and make available a list of all persons 
who are currently self-certified in accord-
ance with this section. This list shall be 
made publicly available on the website of the 
Drug Enforcement Administration in an 
electronically downloadable format.’’. 
SEC. 4. REQUIREMENT THAT DISTRIBUTORS OF 

LISTED CHEMICALS SELL ONLY TO 
SELF-CERTIFIED REGULATED SELL-
ERS AND REGULATED PERSONS. 

Section 402(a) of the Controlled Substances 
Act (21 U.S.C. 842(a)) is amended— 

(1) in paragraph (13), by striking ‘‘or’’ after 
the semicolon; 

(2) in paragraph (14), by striking the period 
and inserting ‘‘; or’’; 

(3) by inserting after paragraph (14) the fol-
lowing: 

‘‘(15) to distribute a scheduled listed chem-
ical product to a regulated seller, or to a reg-
ulated person referred to in section 
310(b)(3)(B), unless such regulated seller or 
regulated person is, at the time of such dis-
tribution, currently registered with the Drug 
Enforcement Administration, or on the list 
of persons referred to under section 
310(e)(1)(B)(v).’’; and 

(4) inserting at the end the following: ‘‘For 
purposes of paragraph (15), if the distributor 
is temporarily unable to access the list of 
persons referred to under section 
310(e)(1)(B)(v), the distributor may rely on a 
written, faxed, or electronic copy of a certifi-
cate of self-certification submitted by the 
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CONGRESSIONAL RECORD — SENATES862 February 11, 2008 
regulated seller or regulated person, pro-
vided the distributor confirms within 7 busi-
ness days of the distribution that such regu-
lated seller or regulated person is on the list 
referred to under section 310(e)(1)(B)(v).’’. 
SEC. 5. NEGLIGENT FAILURE TO SELF-CERTIFY 

AS REQUIRED. 
Section 402(a) of the Controlled Substances 

Act (21 U.S.C. 842(a)(10)) is amended by in-
serting before the semicolon the following: 
‘‘or negligently to fail to self-certify as re-
quired under section 310 (21 U.S.C. 830)’’. 
SEC. 6. EFFECTIVE DATE AND REGULATIONS. 

(a) EFFECTIVE DATE.—This Act and the 
amendments made by this Act shall take ef-
fect 180 days after the date of enactment of 
this Act. 

(b) REGULATIONS.—In promulgating the 
regulations authorized by section 2, the At-
torney General may issue regulations on an 
interim basis as necessary to ensure the im-
plementation of this Act by the effective 
date. 

The bill (S. 2071), as amended, was or-
dered to be engrossed for a third read-
ing, was read the third time, and 
passed. 

f 

RELATIVE TO THE DEATH OF 
REPRESENTATIVE TOM LANTOS 
Mr. DURBIN. Mr. President, I ask 

unanimous consent that the Senate 
now proceed to the immediate consid-
eration of S. Res. 446 submitted earlier 
today by Senators REID and MCCON-
NELL. 

The PRESIDING OFFICER. The 
clerk will report the resolution by 
title. 

The legislative clerk read as follows: 
A resolution (S. Res. 446) relative to the 

death of Representative TOM LANTOS of Cali-
fornia. 

There being no objection, the Senate 
proceeded to consider the resolution. 

Mr. DURBIN. I ask unanimous con-
sent to have my name added as a co-
sponsor of the resolution. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. DURBIN. Mr. President, it was a 
great honor to serve in the U.S. House 
of Representatives before coming to 
the Senate and, during that time, to 
serve with TOM LANTOS of California. 
His was an extraordinary story of a 
man who survived the Holocaust and 
came to the U.S. Congress representing 
a district in the State of California, 
rising to the rank of chairman of the 
Foreign Affairs Committee. 

He was as inspiring a speaker as one 
could ever hear on many topics but es-
pecially on the Holocaust and the im-
pact it had on so many innocent peo-
ple. He was, more than any other per-
son, a leader in acknowledging the 
bravery and courage of Raoul 
Wallenberg and so many others who re-
sisted the Holocaust and fought to save 
the poor victims, including many Jew-
ish people. 

TOM LANTOS and his wife Annette 
traveled across the world, speaking on 
behalf of the United States and devel-
oping strong personal relationships 
with many leaders overseas. He was 
truly a great representative of the U.S. 
House of Representatives and of the 
U.S. Government. 

A few weeks ago, we were surprised 
to learn that he was suffering from 
cancer and announced he would not be 
running for reelection. I didn’t realize 
at the time how grave his condition 
was. His passing over the weekend 
brings a reminder of his service to our 
country, his service to the State of 
California, and the loss which those of 
us who counted him as a friend will en-
dure in these days of mourning. 

I am happy to join as a cosponsor of 
this resolution in tribute to Congress-
man LANTOS. 

I ask unanimous consent that the 
resolution be agreed to, the motion to 
reconsider be laid upon the table with 
no intervening action or debate, and 
that any statements relating to the 
measure be printed in the RECORD. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The resolution (S. Res. 446) was 
agreed to, as follows: 

S. RES. 446 

Resolved, That the Senate has heard with 
profound sorrow and deep regret the an-
nouncement of the death of the Honorable 
Tom Lantos, late a Representative from the 
State of California. 

Resolved, That the Secretary communicate 
these resolutions to the House of Represent-
atives and transmit an enrolled copy thereof 
to the family of the deceased. 

Resolved, That when the Senate adjourns or 
recesses today, it stand adjourned or re-
cessed as a further mark of respect to the 
memory of the deceased Representative. 

f 

ORDERS FOR TUESDAY, 
FEBRUARY 12, 2008 

Mr. DURBIN. Mr. President, I ask 
unanimous consent that when the Sen-
ate completes its business today, it 
stand adjourned until 10 a.m. Tuesday, 
February 12; that following the prayer 
and pledge, the Journal of proceedings 
be approved to date, the morning hour 
be deemed expired, the time for the two 
leaders be reserved for their use later 
in the day, and that the Senate then 
resume consideration of S. 2248, the 
Foreign Intelligence Surveillance Act, 
as under the previous order; and that 
the Senate recess from 12:30 to 2:15 p.m. 
to allow for the weekly caucus lunch-
eons. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

PROGRAM 

Mr. DURBIN. Tomorrow, there will 
be no morning business. At approxi-
mately 10 a.m., the Senate will resume 
consideration of the FISA legislation 
and proceed to a series of votes on the 
remaining pending amendments to the 
bill. 

f 

ORDER FOR ADJOURNMENT 

Mr. DURBIN. I ask unanimous con-
sent that the Senate stand adjourned 
following the remarks of Senator SPEC-
TER and Senator DODD, under the pre-
vious order, and the provisions of S. 

Res. 446, as a further mark of respect to 
the memory of deceased U.S. Rep-
resentative TOM LANTOS of California. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The Senator from Pennsylvania. 
f 

FISA 

AMENDMENT NO. 3927 
Mr. SPECTER. Mr. President, I have 

sought recognition to comment on a 
pending amendment sponsored by Sen-
ator WHITEHOUSE and myself. I am de-
lighted to see Senator WHITEHOUSE oc-
cupying the chair. I have a receptive, 
though a limited, audience. 

I begin by thanking the Senate per-
sonnel for staying late. Monday is a 
day when I customarily travel the 
State—Scranton, Harrisburg—and ar-
rive late in the day. I am pleased to see 
Senator DODD is also speaking so that 
my late arrival is not the sole cause. 
But we do have to work late because 
the majority leader has scheduled 
votes on these issues tomorrow. I want-
ed an opportunity to supplement ear-
lier statements which I made on this 
issue because I believe it is an impor-
tant issue on which the Senate needs 
to focus. 

The legislation and oversight and ju-
dicial review since 9/11 have provided a 
historic confrontation among the three 
branches of Government on the basic 
doctrine of separation of powers. When 
I say it is historic, I do not believe that 
is an overstatement. There is no doubt 
that the events of 9/11 require a vig-
orous response by the United States to 
fight terrorism. The brutal, heinous 
murder of 3,000 Americans and the con-
tinuing threat of al-Qaida worldwide 
require that we fight terrorism with 
great vigor. At the same time, it is im-
portant that constitutional rights be 
maintained. The fact is that the Con-
gress has been very ineffective in lim-
iting the expansion of Executive power. 
Only the courts have been able to 
maintain a balance. 

The specific issue involves the effort 
to give the telephone companies retro-
active immunity and foreclose some 40 
lawsuits in some Federal court which 
are pending at the present time. There 
is no doubt that the information re-
portedly obtained by the telephone 
companies for national security is vital 
and needs to be maintained. But there 
is a way to keep that information flow-
ing and still maintain the constitu-
tional balance by implementing the 
amendment which Senator WHITE-
HOUSE, the Presiding Officer, and I have 
introduced, the essence of which is to 
substitute the U.S. Government as the 
party defendant. 

In that situation, the Government 
would have the identical defenses the 
telephone companies now have—no 
more, no less. For example, custom-
arily the Federal Government has the 
defense of sovereign immunity. You 
can’t sue the Federal Government un-
less the Government consents or unless 
the Congress of the United States says 
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you can sue the Government. The Con-
gress of the United States is the final 
determiner of that; of course, with 
Presidential signature or with an over-
ride, if the President vetoes. 

So in this situation, the Government 
being substituted for the telephone 
companies would not have the govern-
mental immunity defense because the 
telephone companies do not have it. 
The Government would have the state 
secrets defense because it has inter-
vened in the cases against the tele-
phone companies to assert the defense 
of state secrets, so that if state secrets 
are involved, that may block the plain-
tiffs’ cases. Under our amendment the 
Government would continue to have 
the availability of a state secrets de-
fense. 

I doubt very much there will be any 
monetary awards in these cases, but 
that is not for me to decide. That is for 
the judicial process to decide, to run 
its course. 

When I say the legislative branch has 
not been successful in oversight in lim-
iting the expansion of Executive power, 
I do so because of what has happened 
with the terrorist surveillance pro-
gram. 

The Foreign Intelligence Surveil-
lance Act is an explicit statute which 
is the law of the land, explicitly stat-
ing that wiretapping can occur only 
with judicial authority. The tradition 
is for the Government to present an af-
fidavit containing probable cause to 
warrant the wiretap that goes before a 
judge. The judge reviews it. If probable 
cause is present, then there may be an 
invasion of privacy under our Constitu-
tion with that constitutional safeguard 
of a neutral magistrate. 

The President has taken the position 
that he does not have to be bound by 
the Foreign Intelligence Surveillance 
Act because of his article II powers 
under the Constitution. He is arguing 
that the statute cannot affect the 
President’s constitutional authority, 
and he is correct as a principle of law. 
But the question is whether he has that 
authority. And the terrorist surveil-
lance program was secret from the 
time it was put into effect shortly after 
9/11/2001 until mid-December 2005, when 
the Senate was in the midst of the final 
day of debate on the PATRIOT Act re- 
authorization, which was to give the 
law enforcement authorities broader 
power. 

I chaired the Judiciary Committee at 
that time and was arguing to move 
ahead with the PATRIOT Act re-au-
thorization when that morning the 
news came across that there had been a 
secret program in effect. That scuttled 
our efforts to get the PATRIOT Act 
passed that day, with the comment 
being made that some were prepared to 
vote for the PATRIOT Act re-author-
ization until they found out about this 
secret program they hadn’t known 
about. 

A long time has passed since Decem-
ber 2005. That matter is still tied up in 
the courts. But the courts, at least, are 

available to make a decision on that 
ultimately—it may take some time, 
but to make a decision on it. 

Similarly, the administration, the 
President has ignored the National Se-
curity Act of 1947 which explicitly 
states that the executive branch must 
give notice to the intelligence commit-
tees of the House and Senate where 
programs are carried out like the ter-
rorist surveillance program. The Presi-
dent did not follow that statute. Again, 
the underlying contention is that he 
has power under article II so that he 
doesn’t have to follow the statute. 

Finally, he did make those matters 
available. He did so on the eve of the 
confirmation of General Hayden as 
head of the Central Intelligence Agen-
cy. So finally, under political pres-
sure—he couldn’t get General Hayden 
confirmed unless he made them avail-
able—he did so. 

We have had other illustrations. We 
have had the signing statements where 
the President issues a statement when 
he signs legislation into law which 
modifies what Congress has passed. 

I will be very specific. The Constitu-
tion provides that each House passes 
legislation. There is a conference sub-
mitted to the President. He either 
signs it or vetoes it. But when the 
President got the PATRIOT Act re-au-
thorization with provisions which had 
been negotiated as to Judiciary Com-
mittee oversight on how those law en-
forcement powers could be carried out, 
the President issued a signing state-
ment—and this had been negotiated be-
tween the Judiciary Committee and 
the President’s employees—the Presi-
dent issued a signing statement and 
changed the thrust of the statute. 

In a widely publicized matter involv-
ing interrogation techniques, the Sen-
ate passed, on a 90-to-9 vote, limita-
tions on Executive power in the De-
tainee Treatment Act. There was a 
meeting between President Bush and 
Senator MCCAIN, author of the provi-
sion, limiting executive authority. We 
passed the bill, and the President 
signed it but with reservation that his 
executive authority under article II did 
not deprive him of authority to handle 
the situation as he chose. But in the 
midst of all this, the courts have been 
effective. The courts have limited Ex-
ecutive power. 

In the case of Hamdan v. Rumsfeld, 
the Supreme Court held that the Presi-
dent’s military commissions violated 
the Uniform Code of Military Justice 
and lacked any congressional author-
ization. In short, the Court held the 
President cannot establish a military 
commission to try Hamdan unless Con-
gress granted him the authority to do 
so. 

In Hamdi v. Rumsfeld, the Supreme 
Court said that due process requires a 
citizen held as an enemy combatant be 
given a meaningful opportunity to con-
test the factual basis for that deten-
tion before a neutral decisionmaker. 

In the celebrated case of Rasul v. 
Bush, the Supreme Court held that the 

Federal habeas corpus statute gave dis-
trict courts jurisdiction to hear chal-
lenges by aliens held at Guantanamo 
Bay. 

In Doe v. Gonzales in September of 
last year, the U.S. District Court for 
the Southern District of New York 
struck down the permanent gag orders 
issued with national security letters as 
a violation of the First Amendment. 

In Hepting v. AT&T, Chief Judge 
Vaughn Walker of the Northern Dis-
trict of California held that the pub-
licly available information concerning 
the terrorist surveillance program was 
not subject to the state secrets defense. 

In the very heavily publicized case of 
Padilla, the fourth circuit initially 
held that the executive had the author-
ity to hold Padilla as an enemy com-
batant in September of 2005. Then when 
Padilla petitioned the Supreme Court 
for certiorari, it looked as if that 
might be overturned. The Government 
moved for authorization to transfer 
Padilla and to vacate the decision. 
They anticipated an unfavorable deci-
sion and they tried to moot it out; that 
is, render it meaningless. Judge Luttig, 
writing for the fourth circuit, was very 
strong in rejecting the Government’s 
position, saying this: 

Because we believe that the transfer of 
Padilla and the withdrawal of our opinion at 
the government’s request while the Supreme 
Court is reviewing this court’s decision of 
September 9 would compound what is, in the 
absence of explanation, at least an appear-
ance that the government may be attempt-
ing to avoid consideration of our decision by 
the Supreme Court, and also because we be-
lieve that this case presents an issue of such 
especial national importance as to warrant 
final consideration by that court— 

That is, the Supreme Court— 
we deny both the motion and the suggestion. 

Pretty strong language, telling the 
Government what they can and what 
they can’t do. 

The Government is not going to lis-
ten to the Congress, but the Govern-
ment listens to the court. 

When the issue arose as to the de-
struction of the CIA tapes, Senator 
LEAHY and I wrote the Attorney Gen-
eral asking for information as to what 
had happened, and the Attorney Gen-
eral wrote back and said: We are not 
going to give you any information at 
this time. But we got no information. 
Then the word was that it was polit-
ical, what was being done. Then a Fed-
eral district court ordered the Govern-
ment to file a report with the court as 
to what had happened on the destruc-
tion of the CIA tapes. Well, nobody said 
the court decision was political. You 
can’t challenge the judicial decision 
except to take an appeal, and that is 
the process we follow. 

I recently made a trip to Pakistan. 
Congressman PATRICK KENNEDY and I 
went to Pakistan to take a look at 
what was going on there because Paki-
stan is so important. The country has 
nuclear weapons but a very unstable 
government. We met with President 
Musharraf. We were scheduled to meet 
with Benazir Bhutto at 9 p.m. on De-
cember 27. While we were preparing for 
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the meeting—she had scheduled it at 9 
o’clock in the evening because she had 
a full day of campaign activities. While 
we were preparing for the meeting, we 
found out about 6:30, 7 o’clock, she had 
been assassinated, which was a terrible 
blow, not only on a personal level. I 
had come to know her to some extent 
when she was Prime Minister of Paki-
stan. But she had the potential as an 
extraordinary political figure to unify 
Pakistan. She had a remarkable edu-
cational background. She was educated 
at Harvard, also at Oxford; very glam-
orous, movie star beautiful, a great po-
litical figure with a chance to unify the 
country. Now we start from scratch. 

Congressman KENNEDY and I ques-
tioned President Musharraf about what 
he was doing. He had gotten $10 million 
since 9/11 to act against al-Qaida. Why 
hadn’t Osama bin Laden been cap-
tured? There were a lot of indications 
that the money was not being used for 
the purpose for which it was appro-
priated. President Musharraf said to 
Congressman KENNEDY and me that he 
didn’t like the conditionality, and we 
pointed out to him that is the way we 
function. We don’t give $10 million for 
use by President Musharraf any way he 
likes. Then we raised a question about 
what President Musharraf was doing 
with the Supreme Court. He held the 
Chief Justice in house arrest. He dis-
missed many of the justices. He ap-
pointed a favorable Supreme Court. 
Well, the United States is not Paki-
stan. In Pakistan, the chief executive, 
President Musharraf, tells the Supreme 
Court what to do. He suspends the 
Chief Justice. He fires half of the court. 

In the United States, under our 
checks and balances, the President of 
the United States listens to what the 
Supreme Court of the United States 
says. A fundamental of our society is 
the separation of powers. That is the 
very basis of how we function in the 
United States, with the executive hav-
ing certain powers, the Congress hav-
ing certain powers, and the Court hav-
ing certain powers. Regrettably, the 
evidence is conclusive that the Con-
gress has been ineffective in congres-
sional oversight. The protocol is the 
chairman of the Judiciary Committee 
and the ranking member are told about 
what is happening on serious constitu-
tional issues. I was chairman of the Ju-
diciary Committee when the terrorist 
surveillance program was in operation, 
and neither the ranking member, Sen-
ator LEAHY, nor I, were told about 
what was going on. The President is 
taking the position that he is not 
bound by statute, and he may be right. 
He may be right, but in our society, the 
courts have to make that decision. 

I believe it would be a serious step to 
close down the courts where some 40 
cases are pending. Let them go through 
the judicial process. Now if we had a 
choice of having the benefit of what 
the telephone companies are doing and 
closing down the courts, that might be 
one thing. But Senator WHITEHOUSE 
and I have structured an amendment, 

cosponsored by other Senators, to have 
both of those benefits operative. We 
can maintain the telephone companies 
providing whatever information they 
are providing, and at the same time 
keep the courts open by substituting 
the Government as the party defend-
ant. 

We are continuing in the midst of an 
historic confrontation. It is testing the 
mettle of our constitutional process. It 
is testing the mettle of our constitu-
tional process because of the impor-
tance of being vigorous in fighting al- 
Qaida. The telephone companies have 
been good citizens and they ought not 
to be held liable for whatever it is they 
have done. But the Government can 
step in, and if there are verdicts which, 
as I say, I very much doubt, it is a cost 
of national defense. It ought to be paid 
by the Treasury of the United States, 
and the courts ought to be kept open. 

Senator DODD is about to address the 
Chamber. I know he is opposed to 
granting retroactive immunity, and he 
has a very powerful argument, and may 
the RECORD show he is nodding in the 
affirmative. That is what we lawyers 
do when we have a little support, even 
if it is only a nod of the head or a ges-
ture. I greatly admire what Senator 
DODD is doing here and what he has 
done since he was elected to the Senate 
in 1980. He and Senator Alan Dixon 
came to the Senate at the same time as 
two newly elected Senators on the 
Democratic side of the aisle. They were 
outnumbered by Republican Senators 
who were elected, 16 of us for that elec-
tion, 16 to 2. But now Senator DODD has 
narrowed the odds and only Senator 
GRASSLEY and I remain of those 16, so 
it is only 2 to 1. Of course, when it was 
2 to 16 it was a fair fight, and when it 
is 1 to 2, Senator DODD may have the 
advantage. Who knows. I say that only 
in jest. But we are about to hear some 
strong arguments and some real ora-
tory on these issues. 

But we don’t have to make a choice 
between having the information and 
having the courts open. You can do 
both if the amendment which Senator 
WHITEHOUSE and I have offered is 
adopted. 

I thank the Chair and yield the floor 
and defer to my distinguished col-
league from Connecticut. 

The PRESIDING OFFICER. The Sen-
ator from Connecticut is recognized. 

Mr. DODD. Mr. President, first, let 
me thank my good friend from Penn-
sylvania, whom I always enjoy listen-
ing to. I enjoyed particularly hearing 
his comments about President 
Musharraf and Benazir Bhutto, who I 
had the privilege and pleasure of know-
ing for some time over the last 20 
years. As do all of us here, I care deep-
ly about what happens in Pakistan, and 
I admire remarkable leadership. I was 
stricken by her loss and the tragic way 
in which she lost her life in her effort 
to bring democracy to her country. So 
I associate myself with the remarks of 
Senator SPECTER who was there, I 
know. In fact, I listened with great in-

terest to his comments and thoughts at 
the time when he and Congressman 
PATRICK KENNEDY were there on a mis-
sion together. So I once again thank 
him. 

I know he talked about our arrival 
some 27 years ago, when the two of us 
arrived here, and it is true there were 
16 Republicans and two Democrats. I 
always like to point out that there are 
two fine Republicans still here, Sen-
ator GRASSLEY and Senator SPECTER, 
and 50 percent of the Democrats who 
were elected that year are still in this 
Chamber. So I remain of the two of us, 
Alan Dixon being the other Member. 

I look up and I see the Presiding Offi-
cer. Any time I get up to address this 
issue, the distinguished Senator from 
Rhode Island is the Presiding Officer. 
He has heard my thoughts on this issue 
now since December. I think it has 
been almost 20 hours I have spoken on 
the subject matter of the Foreign In-
telligence Surveillance Act and the 
issue of retroactive immunity. I will be 
trying to convince my colleagues to 
vote against cloture tomorrow so we 
can force the committees to go back 
and adopt the Judiciary Committee ap-
proach rather than the one adopted by 
the Intelligence Committee which 
gives retroactive immunity to the 
telecom industry. 

I note as well that the House, the 
other body, in its consideration of this 
matter, agreed with the Judiciary 
Committee and did not include retro-
active immunity in their Foreign In-
telligence Surveillance Act amend-
ments. The House reached the conclu-
sion that the retroactive immunity 
was not warranted, that the courts 
should be given the opportunity to de-
cide the legality or illegality of the 
telecom industry’s decision to agree to 
the administration’s request to allow 
the unfettered surveillance of millions 
of telephone calls, faxes, and e-mails. 

Senator FEINGOLD of Wisconsin and I 
have offered an amendment to strike 
section 2 of the bill, which would then 
put the legislation roughly on parity 
with the House-passed legislation and 
deliver that to the President. The 
President has said: If you do that, I 
will veto the bill, which I regret deep-
ly. The idea that you veto all of the 
other amendments dealing with foreign 
intelligence because you didn’t provide 
retroactive immunity to a handful of 
telephone companies is rather breath-
taking when you consider the vulnera-
bility that can pose and the inability of 
us to collect the important surveil-
lance, the intelligence we need to keep 
our country secure and safe. 

Mr. President, I am not normally ac-
customed to engaging in lengthy con-
versations about any subject. Certainly 
it is the privilege and right of every 
Senator to engage in extended debate 
on a subject about which they care pas-
sionately. I cannot think of another oc-
casion in the last 20 years, 25 years, 
when I have engaged in extended de-
bate on any subject matter. It doesn’t 
suggest there haven’t been moments 
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when I thought it was warranted, and 
others certainly provided that oppor-
tunity or we resolved the matters prior 
to using that tool that has been avail-
able to every Member of this Chamber 
since the founding of our Republic. But 
I care deeply about this issue. It is not 
just a passing issue; it is not just one 
section of a bill. 

It goes far beyond the words or lan-
guage of even the companies involved 
here. It goes to the very heart of who 
we are as a nation, as a people. Our 
willingness or ability to understand 
the value and importance of the rule of 
law is an issue that transcends any 
other issue we grapple with, the under-
standing of how important it is to pro-
tect and defend the rule of law, our 
Constitution, to guarantee the rights 
and liberties of every citizen of our 
country. 

Tonight, I will engage in a rather 
lengthy conversation about this issue, 
with my apologies to the staff and oth-
ers who have to spend time listening to 
this conversation. But I want people to 
know how important this issue is. This 
is very important. It doesn’t get any 
more important than this one as to 
whether millions of Americans’ tele-
phone conversations, e-mails, and faxes 
over the past 5 years were listened to, 
eavesdropping that would still be ongo-
ing were it not for disclosed reports by 
journalists and a whistleblower that 
revealed this program. It would still be 
ongoing, without a court order and 
without a warrant. That is dangerous. 

The very rationale which gave birth 
to the FISA some three decades ago 
was specifically designed to deal with 
the very fact situation that causes me 
to rise and talk about this subject mat-
ter this evening. FISA intended to bal-
ance two legitimate issues—gathering 
information to keep us secure, while 
protecting the rights and liberties of 
every single American citizen against 
an unwarranted invasion of their pri-
vacy. It has never been easy to main-
tain that balance. It is never perfect, 
as I said earlier this afternoon, but it 
ought to be our common goal, regard-
less of party and ideology, to do our 
very best to strike that balance. That 
is what this issue is, and that is why it 
is so important. 

If we set the precedent by a vote to-
morrow that keeps this provision in 
the bill, and it remains so in the con-
ference with the House of Representa-
tives, we will be setting a precedent 
which, I suspect, future administra-
tions may point to under a different 
fact situation, at a different hour, at a 
different time, when they may decide it 
is not in their interest to go to a FISA 
Court. The next request by an adminis-
tration to provide information may be 
medical or financial or highly personal 
information, and they will point to a 
time when the Senate was given the 
opportunity to insist that a series of 
telephone companies go to the courts 
of this country to determine whether 
they did the legal thing by turning 
over information, and the Senate said: 

No, we are going to grant retroactive 
immunity. 

We will never determine whether you 
had the right to do so, and implicitly it 
would sanction the activity by our re-
fusal to strike the language granting 
the immunity. That is what is at stake 
in the vote tomorrow, if we are unable 
to defeat cloture. 

That is why I am determined to do 
everything I can to convince my col-
leagues of an alternative course. So I 
urge my colleagues, in the strongest 
terms that I can, to vote to strip the 
retroactive immunity from this bill 
and, if it is not stripped, to vote 
against cloture. 

Not only would this bill ratify a do-
mestic spying regime that has already 
concentrated far too much unaccount-
able power in the President’s hands, in 
its current form it places above the law 
the telecommunications companies 
that may have violated the privacy and 
trust of millions of American citizens. 

In December, I opposed retroactive 
immunity on the Senate floor for some 
10 hours in this Chamber. In the weeks 
since then, I have continued to speak 
out against it. 

Unwarranted domestic spying didn’t 
happen in a panic or short-term emer-
gency—not for a week or a month or 
even a year. If it had, I might not be 
here this evening. But the spying went 
on, relentlessly, for more than five 
years. And if the press didn’t expose it, 
I imagine it would still be happening 
today. 

I might not be here either if it had 
been the first offense of a new adminis-
tration. Maybe not if it even had been 
the second or third, I might add. I am 
here this evening because after offense 
after offense after offense, my frustra-
tion has found its breaking point. I am 
here this evening because of a pattern 
of continual abuses against civil lib-
erties and the rule of law. When faced 
with that pattern, we should not act in 
the interest of the Democratic Party or 
the Republican Party. We should act in 
the interest of the Constitution of the 
United States because we are, above 
anything else, its temporary 
custodians. If these abuses had been 
committed by a President of my own 
party, I would have opposed them just 
as passionately as I do this evening. 

I am here tonight because of the lat-
est link in that long chain of abuse. It 
is alleged that giant telecom corpora-
tions worked with our Government to 
compile America’s private domestic 
communications records into a data-
base of enormous scale and scope. Se-
cretly and without a warrant, these 
corporations are alleged to have spied 
on their own American customers. 

Here is only one of the most egre-
gious examples: According to the Elec-
tronic Frontier Foundation: 

Clear, firsthand whistleblower documen-
tary evidence [states] . . . that for year on 
end, every e-mail, every text message, and 
every phone call carried over the massive 
fiber optic links of sixteen separate compa-
nies routed through AT&T’s Internet hub in 

San Francisco—hundreds of millions of pri-
vate, domestic communications—have been 
. . . copied in their entirety by AT&T and 
knowingly diverted wholesale by means of 
multiple ‘‘splitters’’ into a secret room con-
trolled exclusively by the NSA. 

The phone calls of millions of Ameri-
cans diverted into a secret room con-
trolled by the NSA. That allegation 
still needs to be proven in a court of 
law. But before that happens, there is 
an even simpler question: What do you 
see in it? 

If you only see cables and computers 
there, the whole thing seems almost 
harmless. Certainly nothing to get 
worked up about—a routine security 
sweep and a routine piece of legislation 
authorizing it. If that is what you see 
in the NSA’s secret room, I imagine 
you will vote to extend that immunity. 

If you see a vast dragnet for millions 
of Americans’ private conversations, 
conducted by a Government agency 
without a warrant, then I believe you 
will recognize what is at stake. You 
will see that what is at stake is the 
sanctity of the law and the sanctity of 
our privacy as American citizens. You 
will then oppose this retroactive im-
munity. 

Maybe that sounds overdramatic to 
some of my colleagues. They will ask: 
What does it matter, at the end of the 
day, if a few corporations are sued? 
They will say: This is a small issue, an 
isolated case. The law is still safe and 
sound. 

I find that view profoundly wrong. 
But I will give them this: As long as 
they keep this small, they win. As long 
as they keep this case isolated and 
technical, they win. As long as it is 
about a few lawsuits, and nothing 
more, they win. They are counting on 
the American people to see nothing 
bigger than that. 

I am counting on them to see more 
and to fear less. So much more is at 
stake than a few phone calls, a few 
companies, and a few lawsuits. Mr. 
President, equal justice is at stake— 
justice that makes no exceptions. 
Openness is at stake—an open debate 
on security and liberty, and an end to 
warrantless, groundless spying. Retro-
active immunity stands against those 
principles. 

It doesn’t say: I trust the American 
people; I trust the courts and judges 
and juries to come to just decisions. 
Retroactive immunity says: Trust me. 

There are classified documents, we 
are told, that prove the case for retro-
active immunity beyond a shadow of a 
doubt. But we are not allowed to see 
them. I have served in this body for 
more than a quarter century, and I am 
not allowed to see these documents at 
all. I am told to trust somebody, be-
lieve people when they stand up and 
tell you exactly what is here. Neither 
are the majority of my colleagues al-
lowed to see them. We are left entirely 
in the dark to draw the conclusion that 
there is nothing to be concerned about. 
The courts don’t need to look at this. 

Obviously, I cannot speak for my col-
leagues, but I would never take ‘‘trust 
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me’’ for an answer—not even in the 
best of times. 

‘‘Trust me.’’ It is the offer to hide 
ourselves in the waiting arms of the 
rule of men. I cannot put it better than 
this: 

‘‘Trust me’’ government is government 
that asks that we concentrate our hopes and 
dreams on one man; that we trust him to do 
what’s best for us. My view of government 
places trust not in one person or one party, 
but in those values that transcend persons 
and parties. 

Those words were spoken by Ronald 
Reagan in 1980, the former President of 
the United States. Those words are 
every bit as true today, even if some 
have chosen to forget them. But times 
of threat and fear blur our view of 
transcendent values; and those who 
would exploit those times urge us to 
save our skins at any cost. 

The rule of law has rarely been so 
fragile. It has really seemed less com-
pelling. What, after all, does the law 
give us? It has no parades, no slogans; 
it lives in books and precedents. It can-
not entertain us or captivate us or 
soothe our deepest fears. When set 
against everything the rule of men has 
to offer, the rule of law is mute. 

That is the precise advantage seized 
upon, in all times, by the law’s en-
emies. 

It is a universal truth that the loss of lib-
erty at home is to be charged to the provi-
sions against danger . . . from abroad. 

Those are the words of James Madi-
son, and they are worthy of repetition. 

It is a universal truth that the loss of lib-
erty at home is to be charged to the provi-
sions against danger . . . from abroad. 

James Madison, the father of the 
Constitution, made that prediction 
more than two centuries ago. With the 
passage of this bill, his words would be 
one step closer to coming true. So it 
has never been more essential that we 
lend our voices to the law and speak on 
its behalf. 

This is our defining question, the 
question that confronts every genera-
tion of Americans since the founding of 
our Republic: the rule of law, or the 
rule of men? 

How many times must we get the 
wrong answer? 

To those who say this is just about a 
few telecoms, I answer that this is 
about contempt for the rule of law, 
large and small. 

This is about the Justice Department 
turning our Nation’s highest law en-
forcement officers into patronage 
plums, and turning the impartial work 
of indictments and trials into the 
machinations of politics. 

This is about Alberto Gonzales com-
ing before Congress to give us testi-
mony that was, at best, wrong, and, at 
worst, perjury. 

This is about Congress handing the 
President the power to designate any 
individual he wants an ‘‘unlawful 
enemy combatant,’’ hold that indi-
vidual indefinitely, and take away his 
or her rights to habeas corpus—the 700- 
year-old right to challenge your deten-

tion. If you think the Military Com-
missions Act struck at the heart of the 
Constitution, well, it struck at the 
Magna Carta while it was at it. 

If you think this only threatens a few 
of us, you should understand that the 
writ of habeas corpus belongs to all of 
us. It allows anyone to challenge their 
detention. Rolling back habeas corpus 
endangers us all. Without a day in 
court, how can you prove that you are 
entitled to a trial? How can you prove 
that you are innocent? In fact, without 
a day in court, how can you let any-
body know what you have been de-
tained for at all? 

The Military Commission Act also 
gave President Bush the power some 
say he wanted most of all: the power to 
get information out of suspected ter-
rorists—by almost any means. The 
power to use evidence potentially 
gained from torture. 

This is about torture—officially sanc-
tioned torture. As a result of decisions 
made at the highest levels of our Gov-
ernment, America is making itself 
known to the world with stories like 
this one: A prisoner at Guantanamo— 
to take one example out of hundreds— 
was deprived of sleep for over 55 days, 
a month and 3 weeks. Some nights he 
was doused with water or blasted with 
air conditioning. After week after week 
of this delirious, shivering wakeful-
ness, on the verge of death from hypo-
thermia, doctors strapped him to a 
chair—doctors, healers who took the 
Hippocratic oath to ‘‘do no harm’’— 
pumped him full of three bags of med-
ical saline, brought him back from 
death, and sent him back to his inter-
rogators. 

To the generation coming of age 
around the world in this decade, that is 
America. Not Normandy, not the Mar-
shall Plan, not Nuremberg. Guanta-
namo. 

This is about the CIA destroying 
tapes containing the evidence of harsh 
interrogations—about the administra-
tion covering its tracks in a way more 
suited to a banana republic than to the 
home of freedom. 

This is about waterboarding, a tech-
nique invented by the Spanish Inquisi-
tion, perfected by the Khmer Rouge, 
and in between, banned—originally 
banned for excessive cruelty—by the 
Gestapo! 

Waterboarding’s not torture? Listen 
to the words of Malcolm Nance, a 26- 
year expert in intelligence and 
counterterrorism, a combat veteran, 
and former Chief of Training at the 
U.S. Navy Survival, Evasion, Resist-
ance and Escape School. 

To those who say that this is just 
about a few telecoms, I answer: This is 
about contempt for the law, large and 
small. 

This is about the Justice Department 
turning our Nation’s highest law en-
forcement offices into patronage 
plums, and turning the impartial work 
of indictments and trials into the 
machinations of politics. 

This is about Alberto Gonzales com-
ing before Congress to give us testi-

mony that was at best, wrong—and at 
worst, perjury. 

This is about Congress handing the 
President the power to designate any 
individual he wants an ‘‘unlawful 
enemy combatant,’’ hold him indefi-
nitely, and take away his right to ha-
beas corpus—the 700-year-old right to 
challenge your detention. If you think 
that the Military Commissions Act 
struck at the heart of the Constitution, 
you would be understating things—it 
struck at the Magna Carta while it was 
at it. 

And if you think that this only 
threatens a few of us, you should un-
derstand that the writ of habeas corpus 
belongs to all of us—it allows anyone 
to challenge their detention. Rolling 
back habeas rights endangers us all: 
Without a day in court, how can you 
prove that you are entitled to a trial? 
How can you prove that you are inno-
cent? In fact, without a day in court, 
how can you let anyone know that you 
have been detained at all? 

While training American soldiers to 
resist interrogation, he writes: 

I have personally led, witnessed and super-
vised waterboarding of hundreds of people. 
. . . Unless you have been strapped down to 
the board, have endured the agonizing feel-
ing of the water overpowering your gag re-
flex, and then feel your throat open and 
allow pint after pint of water to involun-
tarily fill your lungs, you will not know the 
meaning of the word. . . . 

It does not simulate drowning, as the lungs 
are actually filling with water. The victim is 
drowning. How much the victim is to drown 
depends on the desired result . . . and the ob-
stinacy of the subject. 

Waterboarding is slow motion suffocation 
. . . usually the person goes into hysterics on 
the board. . . . When done right it is con-
trolled death. 

In spite of all that, last week the 
White House declared that waterboard-
ing is not torture, that waterboarding 
is legal, and that, if it chooses, Amer-
ica will waterboard again. 

This is about Michael Mukasey com-
ing before the Senate and defending the 
President’s power to openly break the 
law. When he came to the Senate be-
fore his confirmation, Mr. Mukasey 
was asked bluntly and plainly: Is 
waterboarding constitutional? Mr. 
Mukasey replied with a head-scratch-
ing tautology: 

If waterboarding is torture, torture is not 
constitutional. 

Surely we can expect a little more in-
sight from someone so famously well 
versed in national security law. But 
Mr. Mukasey pressed on with the obsti-
nacy of a witness pleading the Fifth: 

If it’s torture. . . . If it amounts to torture, 
it is not constitutional. 

And that is the best this noted jurist, 
this legal scholar, this longtime judge 
had to offer on the defining moral issue 
of this Presidency: claims of ignorance. 
Word games. 

And again last month, he refused cat-
egorically to denounce waterboarding. 
In fact, Mr. Mukasey was asked the 
easiest question we have in a democ-
racy: Can the President openly break 
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the law? Can he—as we know he has 
done already—order warrantless wire-
tapping, ignore the will of Congress, 
and then hide behind nebulous powers 
he claims to find in the Constitution? 

Mr. Mukasey’s response: The Presi-
dent has ‘‘the authority to defend the 
country.’’ 

And in one swoop, the Attorney Gen-
eral conceded to the President nearly 
unlimited power, as long as he finds a 
lawyer willing to stuff his actions into 
the boundless rubric of ‘‘defending the 
country.’’ Unlimited power to defend 
the country, to protect us as one man 
sees fit, even if that means listening to 
our phone calls, even if that means 
holding some of us indefinitely. 

This is about extraordinary ren-
dition—outsourced torture. It is about 
men this administration prefer we did 
not know exist. But we do know. 

One was a Syrian immigrant raising 
his family in Canada as a citizen. He 
wrote computer code for a company 
called Math Works. He was planning to 
start his own tech business. On a trip 
through New York’s JFK Airport, he 
was arrested by U.S. Federal agents. 
They shackled him and bundled him 
into a private CIA plane which flew 
him across the Atlantic Ocean to 
Syria. 

This man spent the next 10 months 
and 10 days in a Syrian prison. His cell 
was 3 feet wide, the size of a grave. 
Some 300 days passed alone in that cell, 
with a bowl for his toilet and another 
bowl for his water, and the door only 
opened so he could go wash himself 
once a week, though it may have been 
more or less because the cell was dark 
and he lost track of time. 

The door only opened for one reason: 
for interrogators who asked him, again 
and again, about al-Qaida. Here is how 
it was described: 

The interrogator said, ‘‘Do you know what 
this is?’’ I said, ‘‘Yes, it’s a cable,’’ and he 
told me, ‘‘Open your right hand.’’ I opened 
my right hand, and he hit me like crazy. It 
was so painful, and of course I started cry-
ing, and then he told me to open my left 
hand, and I opened it, and he missed, then 
hit my wrist. And then he asked me ques-
tions. If he does not think you are telling the 
truth, then he hits again. 

The jail and the torturers were Syr-
ian, but America sent this man there 
with full knowledge of what would hap-
pen to him because it was part of a 
longstanding secret program of ‘‘ex-
traordinary rendition.’’ America was 
convinced that he was a terrorist and 
wanted the truth beaten out of him. 

No charges were ever filed against 
him. His adopted nation’s govern-
ment—Canada, one of our strongest 
NATO allies—cleared him of all wrong-
doing after a yearlong investigation 
and awarded him more than $10 million 
in government compensation for his 
immense pain and suffering—but not 
before he was tortured for 10 months in 
a cell the size of a grave. Our own Gov-
ernment, I note, has refused to even ac-
knowledge that his case exists. 

It is about a German citizen living in 
the city of Ulm with his wife and four 

children. On a bus trip through Eastern 
Europe, he was pulled off at a border 
crossing by armed guards and held for 
3 weeks in a hotel room where he was 
beaten regularly. At the end of 3 
weeks, he was drugged and shipped on 
a cargo plane to Kabul, Afghanistan. 

For 5 months he was held in the Salt 
Pit, a secret American prison staffed 
by Afghan guards. All he had to drink 
was stagnant water from a filthy bot-
tle. Again and again, masked men in-
terrogated him about al-Qaida. And fi-
nally, he says, they raped him. 

He was released in May of 2004. Sci-
entific testing confirmed his story of 
malnourishment, and the Chancellor of 
Germany publicly acknowledged that 
he was wrongfully held. What was his 
crime? Having the same name as a sus-
pected terrorist. Again, our own Gov-
ernment has refused to even acknowl-
edge this case exists. 

There are not enough words in the 
world to cover the facts. If you would 
like to define torture out of existence, 
be my guest. If you would rather use a 
Washington euphemism—‘‘tough ques-
tioning,’’ ‘‘enhanced interrogation’’— 
feel free. Feel free to talk about ‘‘fra-
ternity hazing’’ such as Rush 
Limbaugh did, or to use a favorite term 
of Vice President CHENEY, ‘‘a dunk in 
the water,’’ as he described 
waterboarding. Call it whatever you 
like. And when you are through with 
all of your evasions, the facts will still 
be waiting for you—the fact of 
waterboarding, ‘‘controlled death,’’ the 
fact of ‘‘outsourced torture,’’ the fact 
of secret prisons, the fact of month- 
long sleep deprivation, the fact of the 
President’s personal power to hold 
whomever he likes for as long as he 
would like. 

Have I gone wildly off the topic? 
Have I brought up a dozen unrelated 
issues? I don’t think, Mr. President—I 
don’t think I have at all. 

We are deceiving our ourselves when 
we talk about the U.S. attorneys issue, 
the habeas issue, the torture issue, the 
rendition issue, the secrecy issue. As if 
each one were an isolated case! As if 
each one were an accident! When we 
speak of them as isolated, we are keep-
ing our politics cripplingly small, and 
as long as we keep them small, the rule 
of men is winning. There is only one 
issue here—only one. It is the law 
issue, the rule of law. Does the Presi-
dent serve the law or does the law 
serve the President? 

Each insult to our Constitution 
comes from the same source. Each 
springs from the same mindset. And if 
we attack this contempt for the law at 
any point, we will wound it at all 
points. 

That is why I am here this evening. 
Retroactive immunity is on the table 
today, but also at issue is the entire 
ideology that justifies it, the same ide-
ology behind torture and executive 
lawlessness. Immunity is a disgrace in 
itself, but it is far worse in what it rep-
resents. It tells us that some believe in 
the courts only so long as the verdict 

goes their way. It puts secrecy above 
sunshine and fiat above the law. 

Did the telecoms break the law? That 
I don’t know. Pass immunity and, of 
course, we will never know. A handful 
of favored corporations will remain un-
challenged. Their arguments will never 
be heard in a court of law. The truth 
behind this unprecedented domestic 
spying will never see the light of day. 

‘‘Law’’ is a word that we barely hear 
from the supporters of immunity. They 
offer neither a deliberation about 
America’s difficult choices in an age of 
terrorism nor a shared attempt to set 
for our times the excruciating balance 
between security and liberty. They 
merely promise a false debate on a 
false choice: security or liberty, but 
never both. 

I think differently, and I hope others 
do as well. I think that America’s 
founding truth is unambiguous: secu-
rity and liberty, one and inseparable, 
and never one without the other. 

Secure in that truth, I offer a chal-
lenge to immunity supporters. You 
want to put a handful of corporations 
above the law. Could you please explain 
how your immunity makes any one of 
us any safer at all? 

The truth is that a working balance 
between security and liberty has al-
ready been struck. In fact, it has been 
settled for decades. For three decades, 
in fact, FISA, the Foreign Intelligence 
Surveillance Act, has prevented execu-
tive lawbreaking and protected Ameri-
cans, and that balance stands today. 

In the wake of the Watergate scan-
dal, the Senate convened the Church 
Committee, a panel of distinguished 
members determined to investigate ex-
ecutive abuses of power. Unsurpris-
ingly, they found that when Congress 
and the courts substitute ‘‘trust me’’ 
for real oversight, massive lawbreaking 
can result. 

They found evidence of U.S. Army 
spying on the civilian population, Fed-
eral dossiers on citizens’ political ac-
tivities, a CIA and FBI program that 
had opened hundreds of thousands of 
Americans’ letters without warning or 
warrant. In sum, Americans had sus-
tained a severe blow to their fourth 
amendment rights ‘‘to be secure in 
their persons, houses, papers, and ef-
fects, against unreasonable searches 
and seizures. . . .’’ 

But at the same time, the Senators 
of the Church Committee understood 
that surveillance needed to go forward 
to protect the American people. Sur-
veillance itself was not the problem. 
Unchecked, unregulated, unwarranted 
surveillance was. What surveillance 
needed, in a word, was legitimacy. And 
in America, as the Founders under-
stood, power becomes legitimate when 
it is shared, when Congress and the 
courts check that attitude which so 
often crops up in the executive 
branch—‘‘if the President does it, it’s 
not illegal.’’ 

The Church Committee’s final report, 
‘‘Intelligence Activities and the Rights 
of Americans,’’ put the case powerfully 
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indeed. Allow me to quote from that 
final report: 

The critical question before the Committee 
was to determine how the fundamental lib-
erties of the people can be maintained in the 
course of the Government’s effort to protect 
their security. 

The delicate balance between these basic 
goals of our system of government is often 
difficult to strike, but it can, and must, be 
achieved. 

We reject the view that the traditional 
American principles of justice and fair play 
have no place in our struggle against the en-
emies of freedom. Moreover, our investiga-
tion has established that the targets of intel-
ligence activity have ranged far beyond per-
sons who could properly be characterized as 
enemies of freedom. . . . 

We have seen segments of our Government, 
in their attitudes and action, adopt tactics 
unworthy of a democracy, and occasionally 
reminiscent of the tactics of totalitarian re-
gimes. 

We have seen a consistent pattern in which 
programs initiated with limited goals, such 
as preventing criminal violence or identi-
fying foreign spies, were expanded to what 
witnesses characterized as ‘‘vacuum clean-
ers,’’ sweeping in information about lawful 
activities of American citizens. 

The Senators concluded: 
Unless new and tighter controls are estab-

lished by legislation, domestic intelligence 
activities threaten to undermine our demo-
cratic society and fundamentally alter its 
nature. 

What a strange echo, what an incred-
ibly strange echo, we hear in those 
words. The words I just read could have 
been written yesterday. Three decades 
ago our predecessors in this Chamber 
understood that when domestic spying 
goes too far, it threatens to kill just 
what it promises to protect: an Amer-
ica secure in its liberty. That lesson 
was crystal clear more than 30 years 
ago. Why is it so cloudy tonight? Why 
is it so cloudy on the eve of an impor-
tant vote? 

And before we entertain the argu-
ment that ‘‘everything has changed’’ 
since those words were written, re-
member: The men who wrote them had 
witnessed World War and Cold War. 
They had seen the Nazi and Soviet 
threats and were living every day 
under the cloud of a nuclear holocaust. 

Mr. President, I ask this: Who will 
chair the commission investigating the 
secrets of warrantless spying years 
from today? Will it be a young Senator 
sitting in this body today? Will it be 
someone not yet elected? What will 
that Senator say when he or she comes 
to our actions, reads in the records of 
2008 how we let outrage after outrage 
after outrage slide with nothing more 
than a promise to stop the next one? I 
imagine that Senator will ask of us: 
Why didn’t they do anything? Why 
didn’t they fight back? Why didn’t they 
stand up? Why didn’t they vote down 
retroactive immunity? What were they 
thinking? What more do you need to 
know? How many instances of abuse do 
you have to learn about? When do you 
stop? When do you say enough is 
enough? In February of 2008, when no 
one could doubt any more what the ad-
ministration was doing, why did they 

sit on their hands? Why did they sit on 
their hands? Why did they pass by as if 
nothing had ever happened and grant 
retroactive immunity? 

Since the time of the Church Com-
mission the threats facing our Nation 
have multiplied and grown in com-
plexity, but the lesson has been immu-
table: Warrantless spying threatens to 
undermine our democratic society, un-
less legislation brings it under control. 
In other words, the power to invade 
privacy must be used sparingly, guard-
ed jealously, and shared equally be-
tween the branches of Government. 

Or the case can be made pragmati-
cally, as my friend Harold Koh, dean of 
Yale Law School, recently argued: 

The engagement of the three branches 
tends to yield not just more thoughtful law, 
but a more broadly supported public policy. 

Three decades ago, Congress em-
bodied that solution in the Foreign In-
telligence Surveillance Act, or FISA. 
FISA confirmed the President’s power 
to conduct surveillance of inter-
national conversations involving any-
one in the United States, provided— 
provided—that the Federal FISA Court 
issued a warrant ensuring that wire-
tapping was aimed at safeguarding our 
security and nothing else. 

The President’s own Director of Na-
tional Intelligence, Mike McConnell, 
explained the rationale in an interview 
this summer. The United States, he 
said: 
. . . did not want to allow the intelligence 
community to conduct electronic surveil-
lance of Americans for foreign intelligence 
unless you had a warrant, so that was re-
quired. 

As originally written in 1978, and as 
amended many times since, FISA has 
accomplished its mission. It has been a 
valuable tool for conducting surveil-
lance of terrorists and those who would 
harm our beloved Nation. And every 
time Presidents have come to Congress 
openly to ask for more leeway under 
FISA, Congress has worked with them. 
Congress has negotiated it together. 
Congress and Presidents have struck a 
balance that safeguards America while 
doing its utmost to protect Americans’ 
privacy. 

This summer, Congress made a tech-
nical correction to FISA, enabling the 
President to wiretap without a warrant 
conversations between two foreign tar-
gets, even if those conversations are 
routed through American corporate 
computers. For other reasons, I felt 
this summer’s legislation went too far, 
and I opposed it, but the point is Con-
gress once again proved its willingness 
to work with the President on foreign 
intelligence surveillance. 

Isn’t that enough? 
This past October and November, as 

we have seen, the Senate Intelligence 
and Judiciary Committees worked with 
the President to further refine FISA 
and ensure, in a true emergency, the 
FISA Court would do nothing to slow 
down intelligence gathering. 

Isn’t that enough? 
As for the FISA court? Between 1978 

and 2004, according to the Washington 

Post, the FISA Court approved 18,748 
warrants and rejected 5. Let me repeat 
that. The FISA Court, according to the 
Washington Post, approved 18,748 war-
rants and rejected 5. The FISA Court 
has sided with the executive branch 
99.9 percent of the time. 

Isn’t that enough? 
Is anything lacking? Have we forgot-

ten something? Isn’t all this enough to 
keep us safe? 

We all know the answer we received. 
This complex, fine-tuned machinery, 
crafted over three decades by 3 
branches of Government, 4 Presidents, 
and 12 Congresses was ignored. It was a 
system primed to bless nearly any 
eavesdropping a President could con-
ceive, and spying still happened ille-
gally. 

If the shock of that decision has yet 
to sink in, think of it this way: Presi-
dent Bush ignored not just a Federal 
court but a secret Federal court. Not 
just a secret Federal court but a secret 
Federal court prepared to sign off on 
his actions 99.9 percent of the time. A 
more compliant court has never been 
conceived. Still, that wasn’t good 
enough. 

So I will ask the Senate candidly, 
and candidly it already knows the an-
swer: Is this about security or about 
power? Why are some fighting so hard 
for retroactive immunity? The answer, 
I believe, is immunity means secrecy, 
and secrecy means power. 

It is no coincidence to me that the 
man who proclaimed ‘‘If the President 
does it, it is not illegal’’—Richard 
Nixon—was the same man who raised 
executive secrecy to an art form. The 
Senators of the Church Committee ex-
pressed succinctly the deep flaw in the 
Nixonian executive: ‘‘Abuse thrives on 
secrecy.’’ And in the exhaustive cata-
logue of their report, they proved it. 

In this push for immunity, secrecy is 
at its center. We find proof in immu-
nity’s original version: a proposal to 
protect not just telecoms but everyone 
involved in the wiretapping program. 
In their original proposal, that is what 
they wanted, to immunize themselves 
and absolutely everyone involved in 
this program. Not just the companies 
but everyone from the executive 
branch on down. They wanted to im-
munize every single human being. 

Think about it. It speaks to their 
fear and perhaps their guilt—their 
guilt that they had broken the law and 
their fear in the years to come they 
would be found liable or convicted. 
They knew better than anyone else 
what they had done, and they must 
have had good reason to be afraid. 
Thankfully, immunity for the Presi-
dent is not part of the bill before us, 
and on previous occasions I have com-
mended Senator ROCKEFELLER and Sen-
ator BOND and the committee members 
for not agreeing to the administra-
tion’s request for granting immunity 
for every single person. But remember, 
they made the request. That is what 
they wanted. While it is not in the bill, 
it ought to be instructive. If anybody 
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wonders what this is all about, when 
you go back and remember that this 
administration requested of this com-
mittee that every single human being 
involved in the surveillance program 
be immunized and protected by the act 
of Congress, that is instructive. That is 
enlightening as to what the true intent 
of this administration has been when it 
comes to this program. 

As I said: Thankfully, immunity for 
the executive branch is not part of the 
bill before us, but the original proposal 
tells us something very important. 
This is, and always has been, a self- 
preservation bill. Otherwise, why not 
have a trial and get it over with? If the 
proponents of retroactive immunity 
are right, the corporations would win 
in a walk. After all, in the official tell-
ing, the telecom industry was ordered 
to help the President spy without a 
warrant and they patriotically com-
plied. We have even heard on this floor 
the comparison between the telecom 
corporations to the men and women 
laying their lives on the line in Iraq. 

But ignore that. Ignore for a moment 
the fact that in America we obey the 
laws, not the President’s orders. Ignore 
that not even the President has the 
right to secure a bully into breaking 
the law. Ignore that the telecoms were 
not unanimous; one, Qwest, wanted to 
see the legal basis for the order, never 
received it, and so refused to comply. 
Ignore that a judge presiding over the 
case ruled: 

AT&T cannot seriously contend that a rea-
sonable entity in its position could have be-
lieved that the alleged domestic dragnet was 
legal. 

Ignore all of that. If the order the 
telecoms received was legally binding, 
then they have an easy case to prove. 
The corporations only need to show a 
judge the authority and the assurances 
they were given and they will be in and 
out of court in less than 5 minutes. 

If the telecoms are as defensible as 
the President says, why doesn’t the 
President let them defend themselves? 
If the case is so easy to make, why 
doesn’t he let them make it? It can’t be 
that he is afraid of leaks. Our Federal 
court system has dealt for decades with 
the most delicate national security 
matters, building up expertise and pro-
tecting classified information behind 
closed doors—ex parte, in camera. We 
can expect no less in these cases. No in-
telligence sources need be com-
promised. No state secrets need to be 
exposed. After litigation, at both the 
district court and circuit court level, 
no state secrets have been exposed. 

In fact, Federal District Court Judge 
Vaughn Walker, a Republican ap-
pointee, I might add, has already ruled 
the issue can go to trial without put-
ting state secrets in jeopardy. He rea-
sonably concluded that the existence of 
a terrorist surveillance program is 
hardly a secret at all, and I quote him. 

The government has already disclosed the 
general contours of the ‘‘terrorist surveil-
lance program,’’ which requires the assist-
ance of a telecommunications provider. 

As the state secrets privilege is in-
voked to stall these high-profile cases, 
it is useful to consider that privilege’s 
history. In fact, it was tainted at its 
birth by a President of my own party, 
Harry Truman. In 1952, President Tru-
man successfully invoked the new 
privilege to prevent public exposure of 
a report on a plane crash that killed 
three Air Force contractors. 

When the report was finally declas-
sified some 50 years later, decades after 
anyone in the Truman administration 
was within its reach, it contained no 
secrets at all; only facts about repeated 
maintenance failures that would have 
seriously embarrassed some important 
people. And so the state secrets privi-
lege began its career not to protect our 
Nation but to protect the powerful. 

In his opinion, Judge Walker argued 
that, even when it is reasonably 
grounded: 

the state secrets privilege still has its lim-
its. While the court recognizes and respects 
the executive’s constitutional duty to pro-
tect the Nation from threats, the court also 
takes seriously its constitutional duty to ad-
judicate the disputes that come before it. To 
defer to a blanket assertion of secrecy here 
would be to abdicate that duty, particularly 
because the very subject matter of this liti-
gation has been so publicly aired. The com-
promise between liberty and security re-
mains a difficult one. But dismissing this 
case at the outset would sacrifice liberty for 
no apparent enhancement of security. 

And that ought to be the epitaph for 
the last 6 years—sacrificing liberty for 
no apparent enhancement of security. 
Worse than selling our soul, we are giv-
ing it away for free. 

It is equally wrong to claim that fail-
ing to grant this retroactive immunity 
will make the telecoms less likely to 
cooperate with surveillance in the fu-
ture. The truth is, that since the 1970s, 
the Foreign Intelligence Surveillance 
Act has compelled telecommunications 
companies to cooperate with surveil-
lance, when it is warranted. What is 
more, it immunizes them. It has done 
that for 25 years. 

So cooperation in warranted wire-
tapping is not at stake today. Collu-
sion in warrantless wiretapping is. The 
warrant makes all the difference in the 
world because it is precisely the court’s 
blessing that brings Presidential power 
under the rule of law. 

In sum, we know that giving the 
telecoms their day in court, giving the 
American people their day in court, 
would not jeopardize an ounce of our 
security. And it could only expose one 
secret: The extent to which the rule of 
law has been trampled upon. That is 
the choice at stake this evening and to-
morrow when we vote on this matter: 
Will the secrets of the last years re-
main closed in the dark or will they be 
open to the generations to come, to our 
successors in this Chamber, so they can 
prepare themselves to defend against 
future outrages of power and 
usurpations of law from future Presi-
dents, of either party, as certainly they 
will come? As certainly they will come. 

Thirty years after the Church Com-
mittee, history repeated itself. Even 

though I probably thought in those 
days, this will never happen again. 
Well, here we are again. As certain as 
I am standing here this evening, at 
some future time, there will be an ex-
ecutive, a President, who will seek to 
compromise the very same principles. 
And just as we reached back 30 years 
ago during this debate to a hallowed 
time when another Senate, faced with 
similar challenges, reached entirely 
different conclusions than we are about 
to make, some future generation will 
reach back to ours and ask: What did 
they say? What did they do? How did 
they feel about this? What actions did 
they take? 

The idea that this body would grant 
retroactive immunity in the face of 
these challenges and deny the courts 
an opportunity to determine whether, 
at the mere request of a President, 
major companies, for years on end, can 
sweep up, vacuum up—to use the 
Church Committee’s language—every 
telephone conversation, every fax, 
every e-mail of millions and millions of 
Americans, is a precedent I don’t think 
we want as part of our heritage for 
coming generations. 

And believe me, they will look back 
to it. If those who come after us are to 
prevent it from occurring again, they 
need the full truth. 

Constitutional lawyer and author 
Glenn Greenwald expressed the high 
stakes this way: 

The Bush administration will be gone in 11 
months. But—in the absence of some mean-
ingful accountability—all of this will remain 
. . . If . . . these theories remain undisturbed 
and unchallenged, and . . . all of these 
crimes go uninvestigated and unpunished, 
that will have a profound impact on chang-
ing our national character, in further trans-
forming the type of country we are. 

That is why we must not see these se-
crets go quietly into the good night. I 
am here this evening because the truth 
is no one’s private property. It belongs 
to every one of us, and it demands to 
be heard. 

‘‘State secrets,’’ ‘‘patriotic duty’’: 
Those, as weak as they are, are the ar-
guments the telecoms’ advocates use 
when they are feeling high-minded. 
When their thoughts turn baser, they 
make their arguments as amateur 
economists. 

Here is how Director of National In-
telligence Mike McConnell put it. 

If you play out the suits at the value 
they’re claimed, it would bankrupt these 
companies. So . . . we have to provide liabil-
ity protection to these private sector enti-
ties. 

That is an incredible statement. It is 
amazing that a person in high Govern-
ment would suggest that no matter 
how warranted this investigation may 
be, there is a higher calling, that we 
should not put these companies in any 
kind of financial jeopardy, that we 
have to provide liability protection to 
these private sector entities because it 
might bankrupt them. 

To begin with, it is a clear exaggera-
tion. First and foremost, we are talk-
ing about some of the most successful 
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companies in the United States, not 
only today but ever. Some of these 
companies have continued to earn 
record profits and sign up record num-
bers of subscribers at the same time as 
this very public litigation, totally un-
dermining the argument, I might add, 
these lawsuits are doing the telecoms 
severe reputational damage. 

Remember, the discussion about 
these telecoms has now gone on for 
months. And yet in the public debate 
about whether the courts ought to be 
able to examine these issues, there are 
reports that these companies have been 
accumulating record profits. Compa-
nies that size could not be completely 
wiped out by anything but the most ex-
orbitant and unlikely judgment. To as-
sume that the telecoms would lose and 
that the judges would hand them down 
such back-breaking penalties is al-
ready to take several leaps. 

The point, after all, has never been to 
finally cripple our telecommunications 
industry. That is not the point here at 
all. In fact, some have said: Look, I 
will support you striking this immu-
nity, provided you put a cap on dam-
ages these companies would suffer if in 
fact the plaintiffs prove to be correct. 
And I am more than happy to entertain 
that. I do not believe it is necessary, 
but if that is the argument, a damages 
cap would answer all of Mike McCon-
nell’s concerns, without even having to 
bring up immunity. I am prepared to 
agree to any kind of a cap you want— 
because the point to me is not the dam-
ages they pay, but the damage they 
have done. 

But to suggest somehow that there is 
a pricetag companies would have to 
pay which is more valuable than pro-
tecting people’s privacy is a stunning, 
breathtaking comment from a high 
Government official, in my view. It is 
extremely troubling that our Director 
of National Intelligence even bothers 
to pronounce on ‘‘liability protection 
for private sector entities.’’ How did 
that even begin to be relevant to let-
ting this case go forward? Since when 
do we throw entire lawsuits out be-
cause the defendant stood to lose too 
much? In plain English, here is what 
Admiral McConnell is arguing: Some 
corporations are too rich to be sued. 
Even bringing money into the equation 
puts wealth above justice, above due 
process. Rarely in public life in the 
years I have served here have I ever 
heard an argument as venal as that on 
a matter as serious as this one. It 
astounds me that some can speak in 
the same breath about national secu-
rity and the bottom line. Approve im-
munity and Congress will state clearly: 
The richer you are, the more successful 
you are, the more lawless you are enti-
tled to be. A suit against you is a dan-
ger to the Republic! And so, at the rock 
bottom of its justifications, the 
telecoms’ advocates are essentially ar-
guing that immunity can be bought. 

The truth is exactly, of course, the 
opposite. The larger the corporation, 
frankly, the greater the potential for 

abuse. Not that success should make a 
company suspect at all; companies 
grow large, and essential to our econ-
omy because they are excellent at what 
they do. I simply mean that size and 
wealth open the realm of possibilities 
for abuse far beyond the scope of the 
individual. 

After all, if everything alleged is 
true, we are talking about one of the 
most massive violations of privacy in 
American history. If reasonable search 
and seizure means opening a drug deal-
er’s apartment, the telecoms’ alleged 
actions would be the equivalent of 
strip-searching everyone in the build-
ing, ransacking their bedrooms, prying 
up all the floorboards. The scale of 
these cooperations opens unprece-
dented possibilities for abuse, possibili-
ties far beyond the power of any one in-
dividual. 

If the allegation against the telecoms 
is true, it constitutes one of the most 
massive violations of privacy in Amer-
ican history. And it would be incon-
ceivable without the size and resources 
of a corporate behemoth, the same size 
that makes Mike McConnell fear the 
corporations’ day in court. That is the 
massive scale we are talking about, 
and that massive scale is precisely why 
no corporation must be above the law. 

On that scale, it is impossible to 
plead ignorance. As Judge Walker 
ruled: 

AT&T cannot seriously contend that a rea-
sonable entity in its position could have be-
lieved that the alleged domestic dragnet was 
legal. 

Again, from a Republican appointee 
to the Federal bench. But the argu-
ments of the President’s allies sink 
even lower. Listen to the words of a 
House Republican leader spoken on Fox 
News. Candidly, they are shameful. 

I believe that [the telecoms] deserve im-
munity from lawsuits out there from typical 
trial lawyers trying to find a way to get into 
the pockets of American companies. 

Of course, some of the ‘‘typical 
greedy trial lawyers’’ bringing these 
suits work for a nonprofit. And the 
telecoms that some want to portray as 
pitiful little Davids actually employ 
hundreds of attorneys, retain the best 
corporate law firms, and spend multi-
million dollar legal budgets. 

But if the facts actually matter to 
immunity supporters, we would not be 
here. For some, the prewritten nar-
rative takes precedence far above the 
mere facts; and here, it is the perennial 
narrative of the greedy trial lawyers. 

With that, some can rest content. 
They conclude that we were never seri-
ous about the law, or about privacy, or 
about checks and balances; it was 
about the money all along. 

But we will not let them rest con-
tent. We are extremely serious. There 
can no longer be any doubt: One by one 
the arguments of the immunity sup-
porters, of the telecoms’ advocates, 
fail. 

I wish to spend a few minutes and de-
tail these claims and their failures, if I 
may. The first argument from immu-
nity supporters says: 

The President has the authority to decide 
whether or not telecoms should be granted 
immunity. 

That is the first argument. The 
President has that implicit authority. 
But the facts in this case belong in the 
courts. The judiciary should be allowed 
to determine whether the President 
has exceeded his powers by obtaining 
from the telecoms wholesale access to 
the domestic communications of mil-
lions of ordinary Americans. 

Whatever the arguments may be, let 
us assume for a second they are going 
to make this argument. Well, you can 
make an argument. Where is the place 
you make that argument? Here in the 
legislative body or in the courts? I 
think the simple answer is, if you have 
been to law school for a week, the 
courts. 

We are a government of three parts, 
coequal: executive, legislative, and ju-
dicial. The executive branch says: I 
have the right to do this. The Congress 
can debate and certainly discuss it. But 
only in the courts can we determine 
the constitutionality of that action. 

Neither this body nor the other that 
comprise the legislative branch are 
charged with the responsibility of de-
termining constitutionality. When 
Congress passes a law, the courts de-
cide whether it is constitutional. When 
the President acts, the courts decide 
whether it is constitutional. The exec-
utive branch does not decide whether 
we have acted constitutionally, and we 
do not decide whether the President 
has acted constitutionally. That is 
what the courts are for. This is basic 
101 stuff. This is basic stuff. You go to 
the courts to determine this question. 
And yet if we pass retroactive immu-
nity—gone. 

That is a great precedent. That is 
what future Congresses will look to, 
when deciding when some future Presi-
dent overreaches: What did the pre-
vious Congresses do? And you will hear 
the argument in this Chamber years 
hence: Well, back in 2008, when con-
fronted with that question, the Senate 
said that, frankly, the courts had no 
business with that, in effect, sanc-
tioning what had occurred. 

How else can you read this but as a 
sanction? If a majority of Senators 
here decides that retroactive immunity 
is warranted, what other conclusion 
can history draw from that, except we 
agreed with the President that he had 
the right to do what he did, and we will 
never know the legal answer to the 
question. We will deprive the courts of 
the opportunity to decide it. 

We are overstepping our bounds in-
credibly by doing this, and hence the 
reason for the first time in my more 
than a quarter century in this body I 
am engaging in extended debate, be-
cause this is that important. 

To allow a President, any President 
of any party, to mandate or require a 
public or private entity to invade the 
privacy of Americans to the extent 
that has occurred here, one of the most 
massive alleged violations of privacy in 
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history, and not challenge it and have 
the courts determine the legality or il-
legality of it, is an incredible precedent 
of historic proportions. It is not a 
small vote tomorrow. It is not a minor 
issue. It is about as important and as 
basic and as fundamental as anything 
we can ever do. 

Remember that the administration’s 
original immunity proposal protected 
everyone. That is what they wanted. 
And executive immunity is not in this 
bill only because JAY ROCKEFELLER and 
KIT BOND and the other members of the 
committee said No. But do not forget 
that is what they wanted. The adminis-
tration came to the committee, and 
said: We want you to grant immunity 
to everyone—the executive branch, the 
telecoms, Justice Department, anyone 
else involved. 

The committee turned them down. 
But they asked for it. They asked for 
it. And that has to be a part of this de-
bate and discussion. It is not irrele-
vant. It is not insignificant that the 
President of the United States asked 
the Intelligence Committee of the Sen-
ate to grant them and everyone else in-
volved in this issue total immunity. 
What more do you need to know about 
what the motives are? How much more 
do you need to find out? The origin of 
immunity tells us a great deal about 
what is at stake here. It is self-preser-
vation. 

I have my own opinions about 
warrantless surveillance, about what 
went on. But my opinions should not 
bear the weight of law. I think what 
these companies did was wrong. But I 
would be a fool to stand before you this 
evening and say I have the right to 
make that determination. But they 
should have not the right, either, to de-
cide if it was legal. And that is what we 
are doing, in effect, by granting retro-
active immunity. 

The second argument is that only 
foreign communications are targeted. 

Immunity supporters claim that only 
foreign communications were targeted, 
not Americans’ domestic calls. But the 
fact is that clear firsthand evidence au-
thenticated by these corporations in 
court contradicts that claim. ‘‘Split-
ters’’ at AT&T’s Internet hub in San 
Francisco diverted into a secret room 
controlled by the NSA every e-mail, 
every text message, every phone call, 
foreign or domestic, carried over the 
massive fiber optic lines of 16 separate 
companies for over 5 years. 

Third, the Senate Intelligence Com-
mittee has preserved the role of the ju-
diciary so there is ample oversight. But 
the fact is, the role would be empty. 
The Intelligence version of the bill be-
fore us would require the cases to be 
dismissed at a word from the Attorney 
General. The central legal questions 
raised by these cases would never be 
heard. The cases would never be fully 
closed. We would never really truly 
know what happened in these matters. 
So from a mere word of the Attorney 
General, that is the end of it. 

The fourth argument we have been 
hearing over the last number of 

months: A lack of immunity would 
compromise future cooperation be-
tween the U.S. Government and the 
telecom industry. But remember: Since 
the 1970s the Foreign Intelligence Sur-
veillance Act has compelled telecoms 
to cooperate with warranted surveil-
lance, and it has immunized them en-
tirely. They don’t have a choice, in ef-
fect. If you are compelled by a warrant 
to turn over the evidence, you don’t 
have the choice of cooperating or not. 
The idea that the companies will say: 
We are just not going to share that in-
formation with you—you don’t have 
that luxury. When a court order comes 
and says: Turn over the evidence, you 
have to turn it over. But, of course, the 
companies say: We don’t want to be-
cause we will end up with a lot of law-
suits. To handle that very legitimate 
issue raised initially by AT&T, which 
was part of drafting FISA in 1978, we 
said: Don’t worry about that. We will 
immunize you so there won’t be any 
lawsuits that can be brought against 
you for doing what you are compelled 
to do by court order and a warrant. 

So the argument that somehow we 
won’t be cooperative with you is just 
on its face factually wrong. You don’t 
have the choice not to cooperate. What 
we do grant to you with that warrant 
is the fact that you cannot be sued, 
which is a legitimate request to make. 

That is not, of course, what happened 
here. The decision was made to turn 
over the evidence without a warrant, 
without a court order. 

I pointed out before that according to 
the Washington Post, since 1978 there 
have been over 18,700 court orders re-
quested of the FISA Court, and only 5 
have been rejected in 30 years; 18,700- 
plus cases before the court, that secret, 
private Federal court, and in 99.9 per-
cent of the cases, they have been ap-
proved. Only five have been rejected. 
But when you are receiving a court 
order, when the warrant arrives and 
you are complying with it, as you are 
required, you also receive immunity 
from legal prosecution or from law-
suits. So the argument somehow that 
these companies won’t be as coopera-
tive, if it weren’t so sad, would almost 
be amusing. 

This was a pay deal, by the way. It 
wasn’t just patriotic duty. There was a 
cost involved. We were writing checks 
to the telecommunications industry. 
For whatever reason, when the Govern-
ment stopped paying the checks to the 
telecom industry, these great patriotic 
institutions decided to stop the surveil-
lance. Were they under a court order, 
had there been a warrant insisting 
upon their compliance, they wouldn’t 
have the luxury of deciding not to com-
ply. Only under this fact situation we 
are debating this evening would these 
corporations have any ability to all of 
a sudden stop complying with the law 
or complying with the request. So the 
irony of the argument is that the re-
verse is actually true. If you don’t have 
a warrant and a court order, it is less 
likely you are apt to get that continual 

cooperation from these very companies 
that can provide the information we 
need to keep us more secure. 

The fifth argument immunity sup-
porters make is that telecoms can’t de-
fend themselves because of the state 
secrets provision. I made this case a 
while ago, but let me repeat it. The 
fact is that Federal district court 
Judge Vaughn Walker has already 
ruled that the issue can go to trial 
without putting state secrets in jeop-
ardy. Judge Walker pointed out that 
the existence of the warrantless sur-
veillance program is hardly a secret at 
all. 

I will quote him again. He said: 
The Government has [already] disclosed 

the general contours of the ‘‘terrorist sur-
veillance program,’’ which requires the as-
sistance of a telecommunications provider. 

So the argument that they can’t de-
fend themselves without exposing state 
secrets has already been debunked. 

The sixth argument that is made by 
those who support immunity is that 
defendants are already shielded by 
common law principles. This is an in-
teresting one. Immunity supporters 
claim that telecoms are protected by 
common law principles, but the fact is 
that common law immunities do not 
trump specific legal duties imposed by 
statute such as the specific duties Con-
gress has long imposed on telecoms to 
protect customer privacy and records. 

In the pending case against AT&T, 
the judge already has ruled unequivo-
cally that ‘‘AT&T cannot seriously 
contend that a reasonable entity in its 
position could have believed that the 
alleged domestic dragnet was legal.’’ 
Even so, the communications company 
defendants can and should have the op-
portunity to present these defenses to 
the courts and the courts—not the Con-
gress preemptively—should decide 
whether they are sufficient. 

The seventh argument that is being 
made by the supporters of immunity is 
that information leaks may com-
promise state secrets and national se-
curity. I have heard this argument over 
and over and over again. The fact is, 
our Federal court system, in decade 
after decade of dealing with delicate 
national security matters, has built up 
the expertise it takes to secure that in-
formation behind closed doors. If we 
are still concerned about national secu-
rity being threatened as a result of 
these cases, we can simply get the prin-
cipals a security clearance. 

We can be increasingly confident 
that these cases will not expose state 
secrets or intelligence sources, because 
after the extensive litigation that has 
already taken place at both the district 
court and circuit court level, no sen-
sitive information has been leaked. 

This is a red herring issue. It is one 
that they are going to fall back on over 
and over again. But it is no secret 
about what has been going on. It has 
been widely reported. The only thing 
we are talking about is methods and 
means. Yet, over the decades, our Fed-
eral courts, in very sensitive matters, 
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have protected that information. So 
this is a phony argument and ought not 
to carry the day. 

The eighth argument from those who 
support immunity: A lack of immunity 
will harm the telecom companies. This 
is not unlike Admiral McConnell’s ar-
gument about finances. There will be 
reputational damage to the telecom in-
dustry. The fact is, there is no evidence 
that this litigation has reduced or will 
reduce the defendant companies’ bot-
tom lines or customer base. These com-
panies can only be harmed if they have 
done something wrong. If they have 
not, they have nothing to worry about. 
But the suggestion somehow that we 
should not go forward because your 
reputation may be damaged is an in-
sulting argument. It is offensive to 
suggest that we should harm the peo-
ple’s right to privacy because to pre-
vent some reputational damage—they 
should be embarrassed to make that 
argument. After all, there is nothing to 
be damaged if you have done nothing 
wrong. If you have done something 
wrong, then, of course, there will be 
some damage. And why shouldn’t there 
be, if you have done wrong? The courts 
are the ones to properly determine 
that. 

The ninth argument: The magnitude 
of liability will bankrupt the telecoms. 
I have addressed this already, but I will 
briefly respond to it as well. 

As we have seen, huge corporations 
could only be wiped out by most enor-
mous penalties and also the most un-
likely penalties that could be imposed. 
It would take several leaps to assume 
that the telecoms would lose and that 
they will be slapped with huge judg-
ments. But on another level, immunity 
supporters are staking their claim on a 
dangerous principle, that a suit can be 
stopped solely on the basis of how 
much the defendant stands to lose. If 
we accept that premise, we could con-
ceive of a corporation so wealthy, so 
integral to our economy, that its 
riches place it outside of the law alto-
gether. That is a deeply flawed argu-
ment. 

We see that none of these arguments 
for immunity stand. There is abso-
lutely no reason to halt the legal proc-
ess and to bar the courthouse door. 

I think it is important at this mo-
ment to share with those who may be 
following this discussion, how we got 
to this point. How did we find out 
about all of this? I said earlier that we 
would not be here debating this this 
evening had it not been for a whistle-
blower, had it not been for reports in 
the media about what was going on, 
that a 5-year violation of privacy 
rights would have now turned into a 7- 
or 8-year violation, unabated, 
unstopped—every phone conversation, 
fax, e-mail being literally swept up, 
from millions and millions of people. 

But we got knowledge of this because 
of a gentleman by the name of Mark 
Klein who was a former AT&T tele-
communications technician who came 
forward to provide evidence of the com-

pany’s collaboration with the NSA. 
Mark Klein is a remarkable individual, 
a person of knowledge and ability when 
it comes to these matters. Let me read 
from Mark Klein’s testimony because I 
think it is important. This is all from 
him. These are not my words. These 
are words from Mark Klein, a person 
who worked at AT&T for more than 20 
years as an employee and a technician 
who came forward to provide this infor-
mation. Let me read his comments, if I 
may, and put them into this debate. 

For about 5 years, the Bush administra-
tion’s National Security Agency, with the 
help of the country’s largest telecommuni-
cations companies, has been collecting your 
e-mail, accumulating information on your 
Web browser, and gathering details about 
your Internet activity, all without warrants 
and in violation of the U.S. Constitution and 
several Federal and State laws. Even after 
the program was exposed by the New York 
Times in December of 2005, the President and 
other government officials consistently de-
fended the NSA’s activities, insisting that 
the NSA only collects communications into 
or from the United States where one party to 
the communication is someone they believe 
to be a member of al Qaeda or an associated 
terrorist organization. But these claims are 
not true. I know they are not true, because 
I have firsthand knowledge of the clandes-
tine collaboration between one giant tele-
communications company and the NSA to 
facilitate the most comprehensive spying 
program in history. I have seen the NSA’s 
vacuum cleaner surveillance infrastructure 
with my own eyes. It is a vast government- 
sponsored, warrantless spying program. 

For over 22 years, I worked as a technician 
for AT&T. While working in San Francisco 
in 2002, I learned that a management level 
technician, with AT&T’s knowledge, had 
been cleared by the NSA to work on a special 
but secret project, the installation and main-
tenance of Internet equipment in a newly 
constructed secure room in AT&T’s central 
office in San Francisco. Other than the NSA- 
cleared technician, no employees were al-
lowed in that room. 

In October of 2003, I was transferred to that 
office and was in particular assigned to over-
see AT&T operations. As part of my duties, 
I was required to connect circuits carrying 
data to optical splitters which made a copy 
of the light signal. But the splitters weak-
ened the light signal causing problems I had 
to troubleshoot. After examining engineer-
ing documents given to the technicians 
which showed the connections to the split-
ters, I discovered that there they were hard 
wired to the secret room. In short, an exact 
copy of all traffic that flowed through crit-
ical AT&T cables—e-mails, documents, pic-
tures, Web browsing, voiceover Internet 
phone conversations—everything was being 
diverted to equipment inside the secret 
room. In addition, the documents revealed 
the technological gear used in their secret 
project, including a highly sophisticated 
search component capable of quickly sifting 
through huge amounts of digital data, in-
cluding text, voice, and images in real-time, 
according to preprogrammed criteria. It is 
important to understand that the Internet 
links which were connected to the splitter 
contained not just foreign communications, 
but vast amounts of domestic trafficking all 
mixed together. 

Furthermore, the splitter has no selective 
abilities. It is just a dumb device which cop-
ies everything to the secret room. And the 
links going through the splitter are AT&T’s 
physical connections to many other Internet 
providers; e.g., Sprint, Qwest, Global Cross-

ing Cable and Wireless, and the critical west 
coast exchange point known as Mae West. 
Since these networks are interconnected, the 
government’s surveillance affects not only 
AT&T customers, but everyone else—mil-
lions of Americans. 

I repeat again, I am reading the testi-
mony of Mark Klein who was the whis-
tleblower who revealed this 5-year-long 
warrantless surveillance program. 
Mark Klein goes on: 

I also discovered in my conversations with 
other technicians that other secret rooms 
were established in Seattle, San Jose, Los 
Angeles and San Diego. One of the docu-
ments I obtained also mentioned Atlanta, 
and the clear inference and the logic of this 
setup and the language of the documents is 
that there are other such rooms across the 
country to complete the coverage—possibly 
15 to 20 more. So when reports of the govern-
ment’s extensive wiretapping program sur-
faced in December of 2005, after I had left 
AT&T, I realized two things. First, that I 
had been a witness to a massive spying effort 
that violated the rights of millions of Ameri-
cans; and second, that the government was 
not telling the public the truth about the ex-
tent of their unconstitutional invasion of 
privacy. 

In the spring of 2006, I became a witness for 
the Electronic Frontier Foundation’s lawsuit 
against AT&T. The New York Times on April 
13 of 2006 reported that four independent 
technical experts who examined the AT&T 
documents all said that the documents 
showed that AT&T had an agreement with 
the Federal Government to systematically 
gather information flowing on the Internet. 

That is the testimony of Mark Klein. 
I think it is important as well to 

share with my colleagues the testi-
mony of Brian Ried, currently the Di-
rector of Engineering and Technical 
Operations at Internet Systems Con-
sortium, a nonprofit organization de-
voted to supporting a nonproprietary 
Internet. This is a person of extensive 
knowledge. I am going to read his tes-
timony about the technical arrange-
ments. This is clearly above my pay 
grade to understand all of this with 
this gray head of hair I have, but to 
those who are listening or watching 
any of this, this will explain how this 
actually worked. So I am going to read 
this as if I actually know what I am 
talking about. So let me read exactly 
the words of Brian Ried, the statement 
of telecommunications expert Brian 
Ried, an AT&T whistleblower, about 
Mark Klein’s revelations. 

I am a telecommunications and data net-
working expert. 

That is again Brian Ried speaking 
here who has been involved in the de-
velopment of several critical Internet 
technologies. 

I was a professor of electrical engineering 
at Stanford University and of computer 
sciences at Carnegie Melon University West. 
I have carefully reviewed the AT&T authen-
ticated documents and declaration provided 
by Mark Klein and the public redacted 
version of the expert declaration of Jay 
Scott Marcus, both filed in the Hepting v. 
AT&T litigation. Combining the information 
contained in those declarations and docu-
ments with my extensive knowledge of the 
international telecommunications infra-
structure and the technology regularly used 
for lawful surveillance pursuant to warrants 
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and court orders, I believe Mr. Klein’s evi-
dence is strongly supportive of widespread, 
untargeted surveillance of ordinary people, 
both AT&T customers and others. 

The AT&T documents describe a techno-
logical setup of the AT&T facility in San 
Francisco. This setup is particularly well 
suited to wholesale dragnet surveillance of 
all communications passing through the fa-
cility, whether international or domestic. 
These documents describe how the fiberoptic 
cables were cut and splitters installed at the 
cut point. Fiberoptic splitters work just like 
ordinary TV splitters. One cable feeds in and 
two cables feed out. Both cables carry a copy 
of absolutely everything that is sent, and if 
the second cable is connected to a moni-
toring station, that station sees all traffic 
going over the cable. 

Mr. Klein stated that the second cable was 
routed into a room at the facility which ac-
cess was restricted to AT&T employees hav-
ing clearances from the National Security 
Agency. The documents indicate that similar 
facilities were being installed in Seattle, San 
Jose, Los Angeles, and San Diego. The docu-
ments also reference a somewhat similar fa-
cility in Atlanta. This infrastructure is capa-
ble of monitoring all traffic passing through 
the AT&T facility, some of it not even from 
AT&T customers, whether voice or data or 
fax, international, or domestic. The most 
likely use of this infrastructure is wholesale, 
untargeted surveillance of ordinary Ameri-
cans at the behest of the NSA. NSA involve-
ment undermines arguments that the facil-
ity is intended for use by AT&T in pro-
tecting its own network operations. 

This infrastructure is not limited to, nor 
would it be especially efficient for targeted 
surveillance or even an untargeted surveil-
lance aimed at communications where one of 
the ends is located outside of the United 
States. It is also not reasonably aimed at 
supporting AT&T operations and security 
procedures. There are 3 main reasons. The 
technological infrastructure is far more pow-
erful and expansive than that needed to do 
targeted surveillance or surveillance aimed 
at only international or one end foreign com-
munications. For example, it includes a 
Narus 6400, a computer that can simulta-
neously analyze huge amounts of informa-
tion based on rules provided by the machine 
operator, analyze the content of messages 
and other information—not just headers or 
routing information—conduct the analysis in 
real-time rather than after a delay, correlate 
information from multiple sources, multiple 
formats, over many protocols and through 
different periods of time in that analysis. 

The documents describe a secret private 
backbone network separate from the public 
network where normal AT&T customer traf-
fic is carried and transmitted. A separate 
backbone network would not be required for 
transmission of the smaller amounts of data 
captured by a targeted surveillance. You 
don’t need that magnitude of transport ca-
pacity if you are doing targeted surveillance. 

The San Francisco facility is not located 
near an entry-exit point for international 
communications that happened to be trans-
mitted through the United States either 
through under sea cable or via satellite. As a 
result, it would not be a sensible place to lo-
cate aimed at simply monitoring traffic to 
or from foreign countries. 

I apologize for reading these tech-
nical documents, but I think they shed 
some light. We are talking about very 
knowledgeable, expert people describ-
ing technically what was done, the 
magnitude of it, the capacity of it, the 
effort that was made, obviously, to see 
to it, as Mr. Klein calls it, a dumb ma-

chine that would not discriminate be-
tween information that might only be 
used to protect us from al-Qaida, and 
wholesale invasion of privacy. 

But putting aside all that—had they 
sought a warrant and a court order, as 
they should have done, then arguably 
AT&T and others involved would be 
protected today and be immunized 
against lawsuits, if it had been done 
under the FISA legislation. The fact 
that the administration decided to to-
tally disregard 30 years of legislation, 
of working courts that have provided, 
in over 18,700 examples, approval of 
such requests, rejecting only 5, shows 
an arrogance that shouldn’t be ignored. 

So again, tomorrow when the votes 
occur on cloture and the votes occur on 
these amendments, we will may sanc-
tioning this activity—setting the un-
precedented precedent of a Congress 
actually providing immunity from the 
courts even examining whether 
warrantless spying is legal and right. 
Hence, in future years, this will be 
cited, I am confident, by those who 
want to undermine the FISA Courts, 
deprive the courts the opportunity to 
make sure there is a justification, an 
argument, a legal basis for granting 
these warrants. The argument will be 
made: You don’t need the courts, be-
cause back in 2008, telecommunications 
companies, at the mere request of a 
President, were able to go forward and 
spend more than 5 years invading the 
privacy of millions of Americans, and 
when the Senate had an opportunity to 
sanction that activity, it decided to do 
so, rather than allow the court to de-
termine whether that action was legal. 

The word of the Senate should be a 
valued—I can hear the argument years 
hence. They listened to the debates, 
they listened to that fellow DODD get 
up and talk for hours about the issue of 
immunity and why it shouldn’t be 
granted retroactively and they turned 
him down. That will be the precedent 
cited when faced with similar allega-
tions involving future administrations 
that may decide that financial infor-
mation, medical information, highly 
private, personal, family information 
may be the subject of unwarranted sur-
veillance to allegedly protect our coun-
try and keeping us safe. If that is the 
case, I am confident this debate and 
these votes will be cited as a justifica-
tion for allowing that kind of activity 
to go forward without receiving the 
legal authority to do so. We will have 
denied the courts the opportunity to 
decide whether this activity that was 
the most serious invasion of privacy 
ever maybe in our country was legal or 
illegal. By granting retroactive immu-
nity, we will have made a decision to 
deprive the courts of that responsi-
bility. 

Ultimately, all I am asking for is a 
fair fight. To reject immunity would 
mean to grab hold of the closest thread 
of lawlessness we have at hand and to 
pull until the whole garment unravels. 
But ensuring a day in court is not the 
same as ensuring a verdict. When that 

day comes, I have absolutely no invest-
ment in the verdict, either way. It may 
be the Federal Government broke the 
law when they asked the telecoms to 
spy but that the telecoms’ response 
was an innocent one. It may be the 
Government was within the law and 
that the telecoms broke it. Maybe they 
both broke the law. Maybe neither did. 

But just as it would be absurd to de-
clare the telecoms clearly guilty, it is 
equally absurd, I would argue, to close 
the case in Congress without a deci-
sion. That is what immunity does: It 
closes the case without a decision. 
Throughout this debate, the telecoms’ 
advocates have needed to show not just 
that they are right but that they are so 
right and that we are so far beyond the 
pale that we can shut down the argu-
ment right here, today. That is a bur-
den they have clearly not met, and 
they cannot expect to meet it when a 
huge majority of Senators who will 
make the decision have not even seen 
the secret documents that are supposed 
to prove the case for retroactive immu-
nity. 

My trust is in the courts, in the cases 
argued openly, in the judges who pre-
side over them, and in the juries of 
American citizens who decide them. 
They should be our pride, not our em-
barrassment, and they deserve to do 
their jobs. 

As complex, as diverse, as relentless 
as the assault on the rule of law has 
been, our answer to it is a simple one. 
Far more than any President’s lawless-
ness, the American way of justice re-
mains deeply rooted in our character; 
that no President can disturb or should 
be allowed to do so. 

So I am full of hope. Even on this 
dark evening, I have faith that we can 
unite security and justice because we 
have already done it for 30 years. My 
father, Senator Tom Dodd, was the 
number two American prosecutor at 
the famous Nuremburg trials, which 
may have something to do with the 
passion I feel about this issue—the rule 
of law. 

I have never forgotten the example 
he and Justice Robert Jackson and 
others set at Nuremberg more than 60 
years ago. 

As Justice Robert Jackson said in 
the opening statement at Nuremberg— 
in fact, I have written it down, but I 
memorized this years and years ago. 
Robert Jackson’s opening statement, 
speaking to the court, talking about 
the Soviet Union, the British, the 
French, and America, he made the fol-
lowing argument: 

That four great nations, flushed with vic-
tory and stung with injury, stay the hand of 
vengeance and voluntarily submitting their 
captive enemies to the judgment of the law 
is one of the most significant tributes that 
power ever paid to reason. 

That is a great sentence when you 
think of it. Here we are staying the 
hands of vengeance and power, paying 
tribute to reason. At Nuremberg, there 
were 21 initial defendants. Madam 
President, 55 million people had died, 6 
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million Jews were incinerated, and 5 
million others had the same fate befall 
them because of their politics, religion, 
or sexual orientation. These were some 
of the greatest crimes in recorded his-
tory. Winston Churchill wanted to 
summarily execute every one of them. 
The Soviets wanted a show trial for a 
week and then to kill them all. Robert 
Jackson, Harry Truman, Henry 
Stinton, the Secretary of War in Roo-
sevelt’s Cabinet—this handful of people 
said: The United States is different. We 
are going to do something no one else 
has ever done before. We are going to 
give these defendants, as great viola-
tors of human rights as they are, a day 
in court. It was unprecedented. 

Here they are, the war still raging in 
the Pacific, gathering in Nuremberg, 
Germany, which had 30,000 people bur-
ied in the rubble of the city. Prosecu-
tors, judges, and lawyers for these indi-
viduals gathered together and gave 
them a day in court that went on for a 
year. 

And the United States gained the 
moral high ground. Never before in his-
tory had the victors given those guilty 
of the worse atrocities imaginable a 
day in court. 

I cannot believe this country, at this 
hour, would walk away from the rule of 
law when we stood for it so proudly in 
the 20th century. In fact, that experi-
ence at Nuremberg gave birth to a half- 
century of moral authority. It paved 
the way for the Marshall Plan and for 
the international structures that gave 
the world relative peace for more than 
a half century. For so many years, both 
Republican and Democratic adminis-
trations stood up for them and de-
fended them. The international crimi-
nal courts and others—none of these 
institutions would have existed were it 
not for the United States leading. 

Today, when we find ourselves at this 
moment in this body—of all places— 
walking away from the rule of law, I 
think it is a dark hour. Again, my hope 
is that by tomorrow reason will prevail 
here, and we will arrive at a different 
decision and reject this idea that retro-
active immunity is warranted. 

What is the tribute that power owes 
to reason? That when America goes to 
war, it doesn’t fight for land or for 
treasure or for dominance but for a 
transcendent idea—the idea that laws 
should rule and not men; the idea that 
the Constitution does not get sus-
pended for vengeance; the idea that 
this great Nation should never tailor 
its eternal principles to the conflict of 
the moment because, if we did, we 
would be walking in the footsteps of 
the enemies we despised. 

The tribute that power owes to rea-
son: More than ever before, that trib-
ute is due today. If we cannot find the 
strength to pay it, we will have to an-
swer for it. 

There is a famous military recruiting 
poster that comes to mind. A man is 
sitting in an easy chair with his son 
and daughter on his lap, in some future 
after the war has ended. His daughter 

asks him: Daddy, what did you do in 
the war? 

His face is shocked and shamed, be-
cause he knows he did nothing. 

My daughters, Grace and Christina, 
are 3 and 6 years old. They are growing 
up in a time of two great conflicts: one 
between our Nation and enemies, and 
another between what is best and worst 
in our American soul. Someday soon I 
know I am going to hear the question: 
What did you do? 

I want more than anything else to 
give the right answer to that question. 
That question is coming from every 
single one of us in this body. Every sin-
gle one of us will be judged by a jury 
from whom there is no hiding: our sons 
and daughters and grandchildren. 
Someday soon they will read in their 
textbooks the story of a great nation, 
one that threw down tyrants and op-
pressors for two centuries; one that rid 
the world of Naziism and Soviet com-
munism; one that proved that great 
strength can serve great virtue, that 
right can truly make might. Then they 
will read how, in the early years of the 
21st century, that Nation lost its way. 

We don’t have the power to strike 
that chapter. We cannot go back. We 
cannot undestroy the CIA’s interroga-
tion tapes. We cannot unpass the Mili-
tary Commissions Act. We cannot 
unspeak Alberto Gonzales’ disgraceful 
testimony. We cannot untorture inno-
cent people. And, perhaps, sadly, 
shamefully, we cannot stop retroactive 
immunity. We cannot undo all that has 
been done for the last 6 years for the 
cause of lawlessness and fear. We can-
not blot out that chapter. But we can 
begin the next one, even today. 

Let the first words read: Finally, in 
February 2008, the Senate said: Enough 
is enough. 

I implore my colleagues to write it 
with me. I implore my colleagues to 
vote against retroactive immunity. I 
implore them to reject it, and if we fail 
to do that, to vote against cloture. 

I have shared my thoughts and views 
at some length now. But there are oth-
ers who have spoken eloquently on this 
subject. I think their words deserve to 
be heard because they state far more 
eloquently than I could the importance 
of all of this and why this is such a 
compelling case and deserving of our 
attention. Let me share a few of these 
words from the New York Times: 

Even by the dismal standards of what 
passes for a national debate on intelligence 
and civil liberties, last week was a really bad 
week. 

The Senate debated a bill that would make 
needed updates to the Foreign Intelligence 
Surveillance Act—while needlessly expand-
ing the president’s ability to spy on Ameri-
cans without a warrant and covering up the 
unlawful spying that President Bush ordered 
after 9/11. 

The Democrat who heads the Senate Intel-
ligence Committee, John Rockefeller of West 
Virginia, led the way in killing amendments 
that would have strengthened requirements 
for warrants and raised the possibility of at 
least some accountability for past wrong-
doing. Republicans declaimed about pro-
tecting America from terrorists—as if any-

one was arguing the opposite—and had little 
to say about protecting Americans’ rights. 

We saw a ray of hope when the head of the 
Central Intelligence Agency conceded—fi-
nally—that waterboarding was probably ille-
gal. But his boss, the ’director of national in-
telligence, insisted it was legal when done to 
real bad guys. And Vice President Dick Che-
ney—surprise!—made it clear that President 
Bush would authorize waterboarding when-
ever he wanted. 

The Catch–22 metaphor is seriously over-
used, but consider this: Attorney General 
Michael Mukasey told Congress there would 
be no criminal investigation into 
waterboarding. He said the Justice Depart-
ment decided waterboarding was legal (re-
member the torture memo?) and told the 
C.I.A. that. 

So, according to Mukaseyan logic, the Jus-
tice Department cannot investigate those 
who may have committed torture, because 
the Justice Department said it was O.K. and 
Justice cannot be expected to investigate 
itself. 

As it was with torture, so it was with wire-
taps. 

After the 2001 terrorist attacks, the Presi-
dent decided to ignore the Foreign Intel-
ligence Surveillance Act, or FISA, and au-
thorized wiretaps without a warrant on elec-
tronic communications between people in 
the United States and people abroad. Admin-
istration lawyers ginned up a legal justifica-
tion and then asked communications compa-
nies for vast amounts of data. 

According to Mr. Rockefeller, the compa-
nies were ‘‘sent letters, all of which stated 
that the relevant activities had been author-
ized by the President’’ and that the Attorney 
General—then John Ashcroft—decided the 
activity was lawful. The legal justification 
remains secret, but we suspect it was based 
on the finely developed theory that the gov-
ernment cannot be sued for doing so if they 
were obeying a warrant—or a certification 
from the Attorney General that a warrant 
was not needed—and all federal statutes 
were being obeyed. 

When Mr. Bush started his spying program, 
FISA allowed warrantless eavesdropping for 
up to a year if the president certified that it 
was directed at a foreign power, or the agent 
of a foreign power, and there was no real 
chance that communications involving 
United States citizens or residents would be 
caught up. As we now know, the surveillance 
included Americans and there was no ‘‘for-
eign power’’ involved. 

The law then, and now, also requires the 
attorney general to certify ‘‘in writing under 
oath’’ that the surveillance is legal under 
FISA, not some fanciful theory of executive 
power. He is required to inform Congress 30 
days in advance, and then periodically report 
to the House and Senate intelligence panels. 

Congress was certainly not informed, and 
if Mr. Ashcroft or later Alberto Gonzales cer-
tified anything under oath, it’s a mystery to 
whom and when. The eavesdropping went on 
for four years and would probably still be 
going on if The Times had not revealed it. 

So what were the telecommunications 
companies told? Since the administration is 
not going to investigate this either, civil ac-
tions are the only alternative. 

The telecoms, which are facing about 40 
pending lawsuits, believe they are protected 
by a separate law that says companies that 
give communications data to the govern-
ment cannot be sued for doing so if they 
were obeying a warrant—or a certification 
from the attorney general that a warrant 
was not needed—and all federal statutes 
were being obeyed. 

To defend themselves, the companies must 
be able to show they cooperated and produce 
that certification. But the White House does 
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not want the public to see the documents, 
since it seems clear that the legal require-
ments were not met. It is invoking the state 
secrets privilege—saying that as a matter of 
national security, it will not confirm that 
any company cooperated with the wire-
tapping or permit the documents to be dis-
closed in court. 

So Mr. Rockefeller and other senators 
want to give the companies immunity even if 
the administration never admits they were 
involved. This is short-circuiting the legal 
system. If it is approved, we will then have 
to hope that the next president will be will-
ing to reveal the truth. 

Mr. Rockefeller argues that companies 
might balk at future warrantless spying pro-
grams. Imagine that! 

This whole nightmare was started by Mr. 
Bush’s decision to spy without warrants—not 
because they are hard to get, but because he 
decided he was above the law. Discouraging 
that would be a service to the nation. 

This debate is not about whether the 
United States is going to spy on Al Qaeda, it 
is about whether it is going to destroy its 
democratic principles in doing so. Senators 
who care about that should vote against im-
munity. 

Madam President, if I can, I will read 
from the USA Today, which also had a 
good editorial on this subject matter, 
dated October 22, 2007. It is entitled, 
‘‘Our View On Your Phone Records: Im-
munity Demand For Telecoms Raises 
Questions.’’ 

As history shows, mass snooping can sweep 
up innocent citizens. 

Anyone who has ever watched TV’s Law & 
Order: SVU knows how easy it is for police to 
get the bad guys’ LUDs—‘‘local usage de-
tails,’’ better known as telephone calling 
records. They only need to get a prosecutor 
to sign a subpoena. 

Eavesdropping on calls or reading e-mails 
is a bit tougher. A warrant must come from 
a judge, and stronger evidence is needed. 
Even so, it is an efficient process that serves 
law enforcement’s needs while guarding 
against arbitrary intrusions into the privacy 
of innocent people. 

But whether those protections still exist in 
national security cases is very much in 
doubt. 

Since Sept. 11, 2001, the Bush administra-
tion has repeatedly bypassed the special 
court set up to preserve balance. Now, with 
Congress threatening to restore some level of 
protection, the administration is insisting 
on legal immunity for telecommunications 
companies that might have turned over 
records improperly. Last week, a key Senate 
committee agreed. 

The request alone is enough to raise sus-
picion, particularly given the nation’s his-
tory. 

In the 1960s and ’70s when law enforcement 
and spy agencies launched mass snooping 
against U.S. citizens, some of the data ended 
up being used for nefarious purposes, such as 
IRS tax probes, that had nothing to do with 
protecting the nation. 

That is the danger when an administration 
can tap into phone records without court 
oversight, and it is what’s at issue now. 

The administration has repeatedly by-
passed the special national security court, 
arguing that the urgency of the war on ter-
rorism justified its actions. 

In one particularly troubling intrusion, the 
National Security Agency (NSA), a Pen-
tagon-run spy agency, built a database—with 
cooperation from some telecom companies— 
that includes America’s domestic calls. The 
extent of the program remains hidden, one 
reason many in Congress are reluctant to 
grab the company’s immunity. 

According to the account of one former 
CEO, the NSA foray has already led to abuse. 
When Qwest, one of the nation’s largest 
telecom companies, refused to go along with 
the NSA program—because Qwest lawyers 
considered it illegal—the NSA allegedly re-
taliated by denying Qwest other lucrative 
government contracts. Further, the requests 
to participate, according to former Qwest 
chief executive Joseph Nacchio, came six 
months before the 9/11 attacks. Nacchio’s al-
legations are in court findings unsealed this 
month that are part of his battle over a con-
viction of insider trading. 

If the Senate measure becomes law, 
telecom companies will get immunity from 
nearly 40 lawsuits without the public know-
ing what the companies or the government 
did. Never mind that six of the lawsuits were 
brought by state officials—from New Jersey 
to Missouri—concerned about possible viola-
tion of citizens’ privacy. 

There might be some valid reason to grant 
immunity. The Senate committee agreed 
after seeing details. But even if there is, the 
companies should be compelled to tell the 
public the precise nature and reach of the 
program, and the program should be put 
firmly under court review. 

The Senate measure also would place mini-
mal court supervision over future surveil-
lance ventures. A far more sensible House 
Democratic measure would give the Foreign 
Intelligence Surveillance Court a greater 
role. 

That system works well, even in emer-
gencies. In the harrowing minutes after the 
Pentagon was attacked on 9/11, the court’s 
chief judge, stuck in his car, granted five 
surveillance warrants from his cell phone. 

Speed, obviously, is important. Neverthe-
less, it can be achieved without discarding 
protections that long ago proved their 
worth. 

The Dallas Morning News had a good 
article as well on Friday, October 19, of 
last year, entitled ‘‘Beck and Call: 
Verizon too eager to surrender phone 
records’’: 

Verizon’s willingness to turn over cus-
tomer telephone records when the govern-
ment asks—even though investigators often 
make such requests without a court order— 
is a troubling practice. 

The company may be motivated by a desire 
to help—or to avoid government confronta-
tion. But Verizon’s approach, disclosed in a 
letter to Congress this week, is the wrong 
way to go about this. 

The burden of proof rests with the federal 
government to prove its need for the records. 
Except in rare instances, investigators must 
take their records requests to a judge who 
then can determine whether to issue a war-
rant. The Constitution intends just that, in 
language that fairly balances privacy fears 
and law enforcement. 

Yet the Bush administration insists on 
continuing to push the post-9/11 civil lib-
erties vs. security debate in the wrong direc-
tion. Because telecom companies that have 
complied with its requests now face huge 
lawsuits from citizens-rights groups, the ad-
ministration wants a law to grant immune 
businesses sued for disclosing information 
without court authorization. 

Congress is right to look at the immunity 
proposal with a skeptical eye, especially 
since the administration has been reluctant 
to explain details of its controversial sur-
veillance program to lawmakers. The law 
would further erode the privacy firewall and 
remove another layer of checks and bal-
ances. 

The phone companies, meanwhile, have re-
fused to tell relevant congressional commit-
tees whether they participated in the Na-

tional Security Agency’s domestic eaves-
dropping program. Their silence is based on 
concerns that they might illegally divulge 
classified information if they talk to Con-
gress in too much detail. 

Yet Congress and the courts have legiti-
mate oversight roles in issues of privacy and 
national security. Due process is necessary 
to promote transparency and accountability 
in a democracy. These are foundational prin-
ciples, even in the more dangerous post-9/11 
world. 

There is a further piece I think is 
worthy of reading, written in December 
of 2005 by a former majority leader of 
this great body, Tom Daschle. It’s 
called ‘‘Power We Didn’t Grab.’’ Tom 
Daschle was deeply involved, I should 
point out, in the negotiations dealing 
with many of these matters, particu-
larly in the wake of the resolution that 
was drafted granting the President the 
authority to go after al-Qaida in Af-
ghanistan. Alberto Gonzales later ar-
gued that with the adoption of that 
resolution, Congress was granting the 
President authority to conduct the 
warrantless surveillance that is the 
subject of our discussion this evening. 

That resolution was the subject of 
some negotiation over several days be-
fore it was presented for a final vote in 
this body. So it is worthy of consider-
ation that Tom Daschle would write a 
piece in the Washington Post when 
Alberto Gonzales made the argument 
that the President’s authority to re-
quire the phone companies to comply 
with his request without a court order 
was, in fact, never the subject of those 
negotiations. 

I will read Tom Daschle’s words on 
December 23, 2005: 

In the face of mounting questions about 
news stories saying that President Bush ap-
proved a program to wiretap American citi-
zens without getting warrants, the White 
House argues that Congress granted it au-
thority for such surveillance in the 2001 leg-
islation authorizing the use of force against 
al Qaeda. On Tuesday, Vice President Cheney 
said the president ‘‘was granted authority by 
the Congress to use all means necessary to 
take on the terrorists, and that’s what we’ve 
done.’’ 

As Senate majority leader at the time, I 
helped negotiate that law with the White 
House counsel’s office over two harried days. 
I can state categorically that the subject of 
warrantless wiretaps of American citizens 
never came up. I did not and never would 
have supported giving authority to the presi-
dent for such wiretaps. I am also confident 
that the 98 senators who voted in favor of au-
thorization of force against al Qaeda did not 
believe that they were also voting for 
warrantless domestic surveillance. 

On the evening of Sept. 12, 2001, the White 
House proposed that Congress authorize the 
use of military force to ‘‘deter and pre-empt 
any future acts of terrorism or aggression 
against the United States.’’ Believing the 
scope of this language was too broad and ill 
defined, Congress chose instead, on Sept. 14, 
to authorize ‘‘all necessary and appropriate 
force against those nations, organizations or 
persons [the president] determines planned, 
authorized, committed, or aided’’ the at-
tacks of Sept. 11. With this language, Con-
gress denied the president the more expan-
sive authority he sought and insisted that 
his authority be used specifically against 
Osama bin Laden and al Qaeda. 
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Just before the Senate acted on this com-

promise resolution, the White House sought 
one last change. Literally minutes before the 
Senate cast its vote, the administration 
sought to add the words ‘‘in the United 
States and’’ after ‘‘appropriate force’’ in the 
agreed-upon text. This last-minute change 
would have given the president broad author-
ity to exercise expansive powers not just 
overseas—where we all understand he wanted 
authority to act—but right here in the 
United States, potentially against American 
citizens. I could see no justification for Con-
gress to accede to this extraordinary request 
for additional authority. I refused. 

The shock and rage we all felt in the hours 
after the attack was still fresh. America was 
reeling for the first attack on our soil since 
Pearl Harbor. We suspected thousands had 
been killed, and many who worked in the 
World Trade Center and the Pentagon were 
not yet accounted for. Even so, a strong bi-
partisan majority could not agree to the ad-
ministration’s request for an unprecedented 
grant of authority. 

The Bush administration now argues those 
powers were inherently contained in the res-
olution adopted by Congress—but at the 
time, the administration clearly felt they 
weren’t or it wouldn’t have tried to insert 
the additional language. 

All Americans agreed that keeping our na-
tion safe from terrorists demands aggressive 
and innovative tactics. This unity was re-
flected in the near-unanimous support for 
the original resolution and the Patriot Act 
in those harrowing days after Sept. 11. But 
there are right and wrong ways to defeat ter-
rorists, and that is a distinction this admin-
istration has never seemed to accept. Instead 
of employing tactics that preserve Ameri-
cans’ freedoms and inspire the faith and con-
fidence of the American people, the White 
House seems to have chosen methods that 
can only breed fear and suspicion. 

If the stories in the media over the past 
week are accurate, the president has exer-
cised authority that I do not believe is 
granted to him in the Constitution, and that 
I know is not granted to him in the law I 
helped negotiate with his counsel and that 
Congress approved in the days after Sept. 11. 
For that reason, the president should explain 
the specific legal justification for his author-
ization of these actions, Congress should 
fully investigate these actions and the presi-
dent’s justification for them, and the admin-
istration should cooperate fully with that in-
vestigation. 

In the meantime, if the president believes 
the current legal architecture of our country 
is sufficient for the fight against terrorism, 
he should propose changes to our laws in the 
light of day. 

That is how a great democracy operates. 
And that is how this great democracy will 
defeat terrorism. 

Those were eloquent words from our 
former majority leader who was, as I 
said, deeply involved in the negotia-
tions crafting the resolution that was 
adopted almost unanimously, allowing 
us to attack al-Qaida, to defeat them 
in Afghanistan. Regrettably, Osama 
bin Laden and too many of his 
operatives are still on the loose. But 
that language gave the President the 
authority to act against them. He spe-
cifically wanted more authority at 
home. The majority leader and those 
who worked with him rejected that ar-
gument and that resolution adopted in 
2001, 48 hours after the attack, specifi-
cally excluded the kind of activity that 
Alberto Gonzales and Vice President 

CHENEY claimed was granted in that 
resolution. 

It was worthy to note the language of 
Senator Daschle during that debate. 

I am going to read one more piece, if 
I may, again going back to October. It 
is ‘‘Immunity for Telecoms May Set 
Bad Precedent, Legal Scholars Say. 
Retroactive problems could create 
problems in the future.’’ This is by Dan 
Eggen. This was written in October of 
2007. 

I made the argument earlier that I 
was concerned about the precedent-set-
ting nature of what we are doing. This 
evening I have been reaching back 30 
years to language used by our prede-
cessors in this Chamber, Republicans 
and Democrats, who were part of the 
Church Commission that crafted the 
FISA legislation and the language they 
used, which easily could have been 
written yesterday and describing the 
debate we are having these days. We 
are calling upon them to guide us as we 
make our decisions about how to pro-
ceed in this day’s work with the dif-
ferent threats we face, but the threats 
our predecessors faced were not small 
threats—the Soviet Union, a nuclear 
holocaust, significant problems of sur-
veillance. They had the courage and 
the wisdom to step back and to create 
a structure that allowed us to main-
tain that balance between security and 
liberty. 

So it is important because I am con-
cerned that at some future date that 
the votes tomorrow may give a strong 
precedent to those who have never 
liked the idea of Federal courts grant-
ing warrants to conduct surveillance 
but prefer this be done at the mere re-
quest of an American President. 

I made the case that when the Fram-
ers fashioned this Republic of ours, had 
efficiency been their goal, they never 
would have established a written sys-
tem that had so many inefficiencies in 
it. In fact, requiring the checks and 
balances of an executive, judicial, and 
legislative branch with all of the re-
quirements that we insist upon make 
this system terribly inefficient in 
many ways. But the Founders of this 
Republic were not only concerned 
about what we did but how we did 
things. It is terribly important to be 
mindful of that in these debates. Clear-
ly, we need to gather information, and 
we need to be able to do it in an expedi-
tious fashion. But we also need to 
make sure that how we do that is not 
going to violate more than 220 years of 
history, of guaranteeing the rights and 
liberties of individual citizens. 

Thirty years ago, a previous Senate 
found a way to do that with the estab-
lishment of the secret Federal courts. 
These courts are established by the 
Chief Justice of the United States, who 
appoints sitting Federal judges anony-
mously to serve on these courts. None 
of us ever get to know who they are. 
But as I pointed out earlier, even on 9/ 
11, a cell phone one of these secret 
FISA judges was able to respond in-
stantaneously to the request being 

made to conduct surveillance nec-
essary in the minutes after 9/11. 

So it is important not only what we 
do about today’s problem but the mes-
sage we send, the precedent we set for 
future Congresses when confronted in 
their day, as they will be, with chal-
lenges regarding the balance between 
security and liberty. 

So this article, written by Dan 
Eggen, I think has value, talking about 
how retroactive protection could cre-
ate problems in the future. 

When previous Republican administrations 
were accused of illegality in the FBI and CIA 
spying abuses of the 1970s or the Iran Contra 
affair of the 1980s, Democrats in Congress 
launched investigations or pushed for legis-
lative reforms. 

But last week, faced with admissions by 
several telecommunication companies that 
they assisted the Bush administration in 
warrantless spying on Americans, leaders of 
the Senate Intelligence Committee took a 
much different tack, opposing legislation 
that would grant those companies retro-
active immunity from prosecution or law-
suits. 

The proposal marks the second time in re-
cent years that Congress has moved toward 
providing legal immunity for past actions 
that may have been illegal. The Military 
Commissions Act, passed by the GOP-led 
Congress in September of 2006, provided ret-
roactive immunity for CIA interrogators 
who could have been accused of war crimes 
for mistreating detainees. 

Legal experts say the granting of such ret-
roactive immunity by Congress is unusual, 
particularly in a case involving private com-
panies. Congress, on only a few occasions, 
has given some form of immunity to law en-
forcement officers, intelligence officials, or 
others within the government, or to some of 
its contractors, experts said. In 2005, Con-
gress also approved a law granting firearms 
manufacturers immunity from lawsuits by 
victims of gun violence. 

‘‘It’s particularly unusual in the case of 
the telecoms, because you don’t really know 
what you are immunizing,’’ said Louis Fish-
er, a specialist in constitutional law with the 
Law Library of the Library of Congress. 
‘‘You don’t know what you are cleaning up.’’ 

As part of a surveillance package approved 
Thursday by the Senate Intelligence Com-
mittee, some telecommunications companies 
would be granted immunity from about 40 
pending lawsuits that allege they violated 
Americans’ privacy and constitutional rights 
by aiding a warrantless wireless surveillance 
program instituted after the September 11, 
2001, attacks. 

I might point out here—and I will di-
gress for a second—that we heard ear-
lier testimony that this program may 
have actually started prior to the at-
tacks of 9/11. There has been testimony 
submitted in courts by one of the 
telecoms, Qwest’s CEO, that in fact a 
request was made of them to actually 
provide warrantless surveillance in 
January of 2001, when the administra-
tion took office, long before the at-
tacks of 9/11. So it seems to me that 
alone ought to be the subject of some 
inquiry. 

We have all accepted the notion that 
immediately after 9/11, whether we 
liked it or not, it was understandable 
how in the emotions of the moment, 
that companies, at the request of an 
administration, even here an adminis-
tration requesting warrantless surveil-
lance, might have acted. Not that we 
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would agree or like it but most would 
understand it. 

My objection, as I said earlier, is not 
that it went on but that it went on for 
the next 5 years and would still be on-
going were it not for the whistleblower 
and the reports in the media. But what 
is troubling to me is we are assuming 
this all began after 9/11. There may 
now be some evidence it began before 9/ 
11, which would debunk a lot of argu-
ments given on why we should grant 
retroactive immunity. I merely point 
this out because we read earlier in tes-
timony here that suggested this might 
have been done earlier. 

At any rate, I will continue from Mr. 
Eggen’s article talking about the pro-
vision we are talking about here. 

The provision is a key concession to the 
administration and the companies, which 
lobbied heavily for it. 

Referring to the retroactive immu-
nity. 

Supporters argue the legislation is needed 
to avoid unfair punishment of private firms 
that took part in good-faith efforts to assist 
the government. 

In arguing in favor of such protections ear-
lier this month, President Bush said any leg-
islation ‘‘must grant liability protection to 
companies who are facing multibillion dollar 
lawsuits only because they are believed to 
have assisted in the efforts to defend our Na-
tion following the 9/11 attacks.’’ 

The head of the intelligence panel, Sen. 
John D. Rockefeller, made a similar argu-
ment after the bill was approved last week. 
‘‘The onus is on the administration, not the 
companies, to ensure that the request is on 
strong legal footing,’’ he said. 

Jeffrey H. Smith, a CIA general counsel 
during the Clinton administration who now 
represents private companies in the national 
security area, said the risk of litigation 
poses an unfair threat to government offi-
cials or others who have good reason to be-
lieve they are acting legally. He noted that 
many intelligence officers now feel obliged 
to carry liability insurance. 

‘‘It seems to me that it’s manifestly unfair 
for the officers that conducted that program 
and the telecoms to now face prosecution or 
civil liability for carrying out what was on 
its face a totally lawful request on the part 
of the government,’’ Smith said. ‘‘It’s not 
the same as Abu Ghraib or a CIA officer who 
beats someone during an interrogation.’’ 

But civil liberties groups and many aca-
demics argue that Congress is allowing the 
government to cover up possible wrongdoing 
and is inappropriately interfering in disputes 
the courts should decide. The American Civil 
Liberties Union last campaigned against the 
proposed Senate legislation, saying in a news 
release Friday that ‘‘the administration is 
trying to cover its tracks.’’ 

Sen. Russell Feingold said in a statement 
last week that classified documents provided 
by the White House ‘‘further demonstrate 
that the program was illegal and that there 
is no basis for granting retroactive immu-
nity to those who allegedly cooperated.’’ His 
office declined to elaborate on the records, 
which were reviewed by a Feingold staffer. 

Retired Rear Adm. John Hutson, dean and 
president of the Franklin Pierce Law Center 
in Concord, N.H., said he is concerned about 
the precedent a new immunity provision 
might set. 

The article quotes him. 
‘‘The unfortunate reality is that once 

you’ve done it, once you immunize interro-
gators or phone companies, then it’s easy to 

do it again in another context. It seems to 
me that as a general rule retroactive immu-
nity is not a good thing . . . It’s essentially 
letting Congress handle something that 
should be handled by the Judiciary.’’ 

These are, I think, very good articles 
that shed light on some of the impor-
tant issues we need to be looking at. 

Let me, if I can, go back and talk 
about the Church Commission. I think 
it is important because we are relying 
so heavily on the work they have done 
and the establishment in the imme-
diate aftermath of the Church Commis-
sion of the FISA Courts. I have quoted 
from some of them earlier this evening, 
but I think it is worthwhile to go back 
and listen to their words. Again, I want 
you to know these words were written 
30 years ago, but I think people can ap-
preciate how timely the language is 
when you consider the debate we are 
having. It is hard not to wonder how 
these words weren’t prepared less than 
24 hours ago, in preparation for this de-
bate. I think their warnings and admo-
nitions have a timeliness to them that 
are worthy of including in this discus-
sion at this moment. So let me quote 
from the Church report: 

Americans have rightfully been concerned 
since before World War II about the dangers 
of hostile foreign agents likely to commit 
acts of espionage. Similarly, the violent acts 
of political terrorists can seriously endanger 
the rights of Americans. Carefully focused 
intelligence investigations can help prevent 
such acts. 

But too often intelligence has lost its focus 
and domestic intelligence activities have in-
vaded individual privacy and violated the 
rights of lawful assembly and political ex-
pression. Unless new and tighter controls are 
established by legislation, domestic intel-
ligence activities threaten to undermine our 
democratic society and fundamentally alter 
its nature. 

A tension between order and liberty is in-
evitable in any society. A government must 
protect its citizens from those bent on en-
gaging in violence and criminal behavior or 
in espionage or other hostile foreign intel-
ligence activity. Intelligence work has, at 
times, successfully prevented dangerous and 
abhorrent acts, such as bombings and foreign 
spying, and aided in the prosecution of those 
responsible for such acts. 

But intelligence activity in the past dec-
ades has, all too often, exceeded the re-
straints on the exercise of governmental 
power which are imposed by our country’s 
constitution, laws, and traditions. 

We have seen segments of our government, 
in their attitudes and action, adopt tactics 
unworthy of a democracy, and occasionally 
reminiscent of the tactics of totalitarian re-
gimes. We have seen a consistent pattern in 
which programs initiated with limited goals, 
such as preventing criminal violence or iden-
tifying foreign spies, were expanded to what 
witnesses characterized as ‘‘vacuum clean-
ers,’’ sweeping in information about lawful 
activities of American citizens. 

That these abuses have adversely affected 
the constitutional rights of particular Amer-
icans is beyond question. But we believe the 
harm extends far beyond the citizens di-
rectly affected. 

Personal privacy is protected because it is 
essential to liberty and the pursuit of happi-
ness. Our constitution checks the power of 
government for the purpose of protecting the 
rights of individuals, in order that all our 
citizens my live in a free and decent society. 

Unlike totalitarian states, we do not believe 
that any government has a monopoly on 
truth. 

When government infringes on these rights 
instead of nurturing and protecting them, 
the injury spreads far beyond the particular 
citizens targeted to untold number of other 
American citizens who may be intimidated. 

Abuse thrives on secrecy. Obviously, public 
disclosure over matters such as the names of 
intelligence agents or the technological de-
tails of collection methods is inappropriate. 
But in the field of intelligence, secrecy has 
been extended to inhibit review of the basic 
programs and practices themselves. 

Those within the executive branch and the 
Congress who would exercise their respon-
sibilities wisely must be fully informed. The 
American people as well should know enough 
about intelligence activities to be able to 
apply its good sense to the underlying issues 
of policy and morality. 

Knowledge is the key to control. Secrecy 
should no longer be allowed to shield the ex-
istence of constitutional, legal and moral 
problems from the security of all three 
branches of government or from the Amer-
ican people themselves. 

Those are incredible words that 
could. None of us could say it more elo-
quently than our colleagues did 30 
years ago. 

I can’t tell you all the names of the 
Republicans and Democratic Senators 
who wrote this language, but they 
came from all parts of the country. 
They were, many of them, veterans of 
World War II, had served in Korea. DAN 
INOUYE was here. I know that. Senator 
BYRD, whom I sit next to, was here. 
Senator TED KENNEDY was here. Sen-
ator TED STEVENS was here for those 
debates. Those are the Members I can 
think of off the top of my head who 
were probably Members back in 1978 
when this was written. JOE BIDEN was 
here as part of that debate. PATRICK 
LEAHY was here in 1978. I think CARL 
LEVIN and JOHN WARNER had just ar-
rived. I think they had been elected 
that year. I am not sure. 

But these are wonderful Members 
who sat and realized we needed to set 
up that balance between security and 
liberty and gave us the FISA Courts, 
the Foreign Intelligence Surveillance 
Act. Tonight, as we consider whether 
to grant immunity to the telecom com-
panies and close the door on deter-
mining the legality or illegality of 
their actions, I think these words have 
tremendous relevance. Every Member 
ought to take them and read them and 
think about them. 

I hear the words of the President, and 
I am disappointed he said he would 
veto the bill if we strip immunity. I 
have listened to Senator MCCONNELL, 
my good friend from Kentucky, saying 
we have to adopt this because the 
President will veto the bill otherwise. 
That is not the basis upon which the 
Congress ought to act. I have rarely 
heard that argument made here. You 
can raise it, certainly, as a point, but 
the suggestion that Congress or this 
body ought to act differently because 
the President is going to veto some-
thing or threatens a veto is not the 
basis upon which we ought to make de-
cisions, particularly when it comes to 
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matters involving the rule of law and 
the Constitution of the United States. 

Those issues of the Constitution and 
the rule of law ought to trump the 
reputational damage. The issues of the 
Constitution and the rule of law ought 
to trump the arguments somehow that 
the telecom companies will be less 
willing to step forward and help con-
duct the surveillance of our country 
when we are threatened by outsiders. 

I cannot undo some of the things that 
have been done already. I wish I could 
undo the Military Commissions Act. I 
wish I could the outrages that occurred 
at Abu Ghraib. I wish I could undo 
what has happened at Guantanamo 
Bay. I wish I could undo secret prisons 
and extraordinary renditions. But 
there is a pattern here. It is not just 
the one event or two, it has been a pat-
tern of behavior almost from the very 
beginning that ought to be deeply trou-
bling to every single one of us. 

So while I cannot undo those actions, 
why would I then add to that list by 
granting this retroactive immunity? 
What more do we need to know? Why 
are we being asked to do this? Why did 
this administration ask this committee 
to grant broad-based immunity to 
every single individual in our Govern-
ment and our agencies, as well as to 
the telecom companies? What was be-
hind that request? What did they fear 
when they sought that kind of unprece-
dented immunity, for both the private 
companies and every official involved 
in the decision to grant or insist upon 
this compliance? Why were they asking 
us to do that? 

So I know, while others have written 
about this here, I find it deeply trou-
bling that we can once more add this to 
the destruction of tapes and the CIA, 
the U.S. attorneys scandal involving 
the Department of Justice and U.S. at-
torney’s offices. All of these matters, 
again, are in and of themselves indi-
vidual cases, and yet, when you step 
back and think about the totality of 
them, why would this Congress, at this 
hour, decide we are going to yet once 
again say: OK, we’ll let you get away 
with it one more time. 

I wish I could go back and undo all of 
those abuses. I cannot. But we have the 
opportunity not to do this. All it will 
take is 39 other Senators. 

All it will take is 40 of us here decide 
that at this moment in our history 
that we are going to stand up for the 
rule of law, we are going to stand up 

for the Constitution. No other issue we 
can get to is as important as the Con-
stitution of the United States, no other 
issue is as important to me, ought to 
be to all Members, as the rule of law. 
And as I have done on five separate oc-
casions since January 3, 1981, when as a 
36-year-old I stood over here on the 
floor of the Senate, with Lowell 
Weicker standing beside me—I raised 
my right hand and took an oath to de-
fend and uphold the Constitution of the 
United States. I am proud to have done 
it five different times, as every Mem-
ber here has done at least once. What 
matter, what issue, would be more im-
portant than defending the Constitu-
tion of the United States? 

So tomorrow we may have the 
chance—40 of us—to not invoke cloture 
and to insist that we are going to fight 
for this principle of the rule of law and 
not add to this litany that is going to 
be revisited over and over again: the 
Military Commissions Act, water-
boarding, Abu Ghraib, Guantanamo 
Bay, secret prisons, extraordinary ren-
ditions, U.S. attorneys scandal, Scoot-
er Libby, destruction of CIA tapes. How 
many more do you need? Why not add 
this: retroactive immunity to the 
telecom industry, at the request of a 
President who did not want the courts 
to determine the legality or illegality 
of the actions? 

During a critical moment in Amer-
ican history, I for one am not going to 
allow that to happen. 

I realize I have been talking a long 
time here. May I inquire how long I 
have been speaking? 

The PRESIDING OFFICER (Ms. KLO-
BUCHAR.) Two hours 25 minutes. 

Mr. DODD. As I say, I have already 
spent over 20 hours on this. And as I 
say, I have never engaged in extended 
debate in my 27 years because the mat-
ters were handled by others or because 
we came up with a resolution of issues. 
But I stand here tonight, as I have over 
the last several months—as many of 
my colleagues know, I interrupted a 
Presidential campaign to come back 
and spend 10 hours on the floor here 
when this matter came up in Decem-
ber, to raise my concerns about this 
issue. I do not want to try the patience 
of the staff and others, including my 
colleague who is patiently sitting in 
the Presiding Officer’s chair with little 
or no relief. So more than 20 hours of 
making my case here is probably more 
than most people can tolerate. But I 

want people to know how much I care 
about this and how much I wish and 
hope and pray that this evening, Mem-
bers, regardless of party, will stand up 
tomorrow for the rule of law. 

So tonight, my fervent prayer and 
hope is that when this vote occurs, 
first of all, that I will be surprised and 
that 50 of our colleagues here will join 
with Senator FEINGOLD and myself and 
vote to strike this language from the 
Intelligence Committee bill. That 
would be the best result of all, and 
then we can send this bill to the other 
body and have it resolved and sent to 
the President, hopefully, for his signa-
ture. If that doesn’t occur, then I hope 
38 others would join Senator FEINGOLD 
and me in voting against cloture in a 
historic moment and send this bill 
back to be revised to comply with the 
Judiciary Committee’s decision exclud-
ing the retroactive immunity. That 
would be the second best result. 

With that, Madam President, after 
almost 21⁄2 hours and the hours before, 
I yield the floor. 

f 

ADJOURNMENT UNTIL 10 A.M. 
TOMORROW 

The PRESIDING OFFICER. The Sen-
ate stands in adjournment until 10 a.m. 
tomorrow, February 12, pursuant to S. 
Res. 446, and does so as a mark of fur-
ther respect to the memory of Tom 
Lantos, late a Representative from the 
State of California. 

Thereupon, the Senate, at 10:09 p.m., 
adjourned until Tuesday, February 12, 
2008, at 10 a.m. 

f 

NOMINATIONS 

Executive nominations received by 
the Senate: 

IN THE MARINE CORPS 

THE FOLLOWING NAMED OFFICER FOR APPOINTMENT 
AS THE ASSISTANT COMMANDANT OF THE MARINE 
CORPS AND APPOINTMENT TO THE GRADE INDICATED 
WHILE ASSIGNED TO A POSITION OF IMPORTANCE AND 
RESPONSIBILITY UNDER TITLE 10, U.S.C., SECTIONS 601 
AND 5044: 

To be general 

LT. GEN. JAMES F. AMOS, 0000 

THE FOLLOWING NAMED OFFICER FOR APPOINTMENT 
TO THE GRADE OF LIEUTENANT GENERAL IN THE 
UNITED STATES MARINE CORPS WHILE ASSIGNED TO A 
POSITION OF IMPORTANCE AND RESPONSIBILITY UNDER 
TITLE 10, U.S.C., SECTION 601: 

To be lieutenant general 

LT. GEN. KEITH J. STALDER, 0000 
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SENATE COMMITTEE MEETINGS 
Title IV of Senate Resolution 4, 

agreed to by the Senate on February 4, 
1977, calls for establishment of a sys-
tem for a computerized schedule of all 
meetings and hearings of Senate com-
mittees, subcommittees, joint commit-
tees, and committees of conference. 
This title requires all such committees 
to notify the Office of the Senate Daily 
Digest—designated by the Rules Com-
mittee—of the time, place, and purpose 
of the meetings, when scheduled, and 
any cancellations or changes in the 
meetings as they occur. 

As an additional procedure along 
with the computerization of this infor-
mation, the Office of the Senate Daily 
Digest will prepare this information for 
printing in the Extensions of Remarks 
section of the CONGRESSIONAL RECORD 
on Monday and Wednesday of each 
week. 

Meetings scheduled for Tuesday, Feb-
ruary 12, 2008 may be found in the 
Daily Digest of today’s RECORD. 

MEETINGS SCHEDULED 

FEBRUARY 13 
9:30 a.m. 

Armed Services 
To hold hearings to examine improve-

ments implemented and planned by the 
Department of Defense and the Depart-
ment of Veterans Affairs for the care, 
management, and transition of wound-
ed and ill service members. 

SH–216 
Veterans’ Affairs 

To hold hearings to examine the Presi-
dent’s proposed budget request for fis-
cal year 2009 for veterans programs. 

SR–418 
9:45 a.m. 

Energy and Natural Resources 
To hold hearings to examine the Presi-

dent’s budget request for fiscal year 
2009 for the Department of the Interior. 

SD–366 
10 a.m. 

Banking, Housing, and Urban Affairs 
Business meeting to consider an original 

bill entitled ‘‘Industrial Bank Holding 
Company Act of 2008’’. 

SD–538 
Foreign Relations 

To hold hearings to examine the Presi-
dent’s budget request for fiscal year 
2009 for foreign affairs. 

SD–419 
Homeland Security and Governmental Af-

fairs 
To hold hearings to examine the role of 

the Department of Defense in home-
land security, focusing on how the 
military can and will contribute. 

SD–342 
Judiciary 

To hold hearings to examine the state se-
crets privilege, focusing on protecting 
national security while preserving ac-
countability. 

SD–226 
Rules and Administration 

To hold hearings to examine ways to pro-
tect voters at home and at the polls, 

focusing on limiting abusive robocalls 
and vote caging practices. 

SR–301 
10:30 a.m. 

Aging 
To hold hearings to examine the housing 

foreclosure aftermath, focusing on con-
cerns for elderly homeowners. 

SD–628 
11 a.m. 

Commission on Security and Cooperation 
in Europe 

To hold hearings to examine Finland’s 
leadership of the Organization for Se-
curity and Co-operation in Europe 
(OSEC), focusing on plans, priorities, 
and challenges that face the region. 

B318, Rayburn Building 
2 p.m. 

Joint Economic Committee 
To hold hearings to examine the efficacy 

of sovereign wealth funds, focusing on 
the U.S. economy and national secu-
rity risks. 

SD–106 
2:30 p.m. 

Intelligence 
Closed business meeting to consider 

pending calendar business. 
SH–219 

3 p.m. 
Health, Education, Labor, and Pensions 
Children and Families Subcommittee 

To hold hearings to examine the Family 
and Medical Leave Act (FMLA)(P.L. 
103–3), focusing on a fifteen year his-
tory of support for workers. 

SD–430 

FEBRUARY 14 

9:30 a.m. 
Armed Services 

To hold hearings to examine the strategy 
in Afghanistan, focusing on reports by 
the Afghanistan Study Group and the 
Atlantic Council of the United States. 

SD–106 
Commerce, Science, and Transportation 

To hold hearings to examine the nomina-
tion of John J. Sullivan, of Maryland, 
to be Deputy Secretary of Commerce. 

SR–253 
Energy and Natural Resources 

To hold hearings to examine the Presi-
dent’s proposed budget estimates for 
fiscal year 2009 for the Department of 
Agriculture Forest Service. 

SD–366 
Indian Affairs 

To hold an oversight hearing to examine 
the President’s proposed budget re-
quest for fiscal year 2009 for tribal pro-
grams. 

SD–628 
9:45 a.m. 

Homeland Security and Governmental Af-
fairs 

Oversight of Government Management, the 
Federal Workforce, and the District of 
Columbia Subcommittee 

To hold hearings to examine ways to 
build and strengthen the Federal acqui-
sition workforce. 

SD–342 

10 a.m. 
Banking, Housing, and Urban Affairs 

To hold hearings to examine the current 
state of the United States economy and 
financial matters. 

SR–325 
Budget 

To hold hearings to examine health care 
and the budget, focusing on informa-
tion technology and health care re-
form. 

SD–608 
Commerce, Science, and Transportation 

To hold hearings to examine the Feb-
ruary 2009 transition to digital tele-
vision, focusing on consumers, broad-
casters, and converter boxes. 

SR–253 
Environment and Public Works 

To hold hearings to examine S. 1499, to 
amend the Clean Air Act to reduce air 
pollution from marine vessels. 

SD–406 
Finance 

To hold hearings to examine inter-
national aspects of a carbon cap and 
trade program. 

SD–215 
Health, Education, Labor, and Pensions 

Business meeting to consider S. 579, to 
amend the Public Health Service Act 
to authorize the Director of the Na-
tional Institute of Environmental 
Health Sciences to make grants for the 
development and operation of research 
centers regarding environmental fac-
tors that may be related to the eti-
ology of breast cancer, S. 1810, to 
amend the Public Health Service Act 
to increase the provision of scientif-
ically sound information and support 
services to patients receiving a posi-
tive test diagnosis for Down syndrome 
or other prenatally and postnatally di-
agnosed conditions, S. 999, to amend 
the Public Health Service Act to im-
prove stroke prevention, diagnosis, 
treatment, and rehabilitation, S. 1760, 
to amend the Public Health Service 
Act with respect to the Healthy Start 
Initiative, H.R. 20, to provide for re-
search on, and services for individuals 
with, postpartum depression and psy-
chosis, and S. 1042, to amend the Public 
Health Service Act to make the provi-
sion of technical services for medical 
imaging examinations and radiation 
therapy treatments safer, more accu-
rate, and less costly, and any pending 
nominations. 

SD–430 
Appropriations 
Interior, Environment, and Related Agen-

cies Subcommittee 
To hold hearings to examine proposed 

budget estimates for fiscal year 2009 for 
the Environmental Protection Agency. 

SD–124 
Judiciary 

Business meeting to consider S. 2304, to 
amend title I of the Omnibus Crime 
Control and Safe Streets Act of 1968 to 
provide grants for the improved mental 
health treatment and services provided 
to offenders with mental illnesses, S. 
2449, to amend chapter 111 of title 28, 
United States Code, relating to protec-
tive orders, sealing of cases, disclosures 
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of discovery information in civil ac-
tions, S. 352, to provide for media cov-
erage of Federal court proceedings, S. 
2136, to address the treatment of pri-
mary mortgages in bankruptcy, S. 2133, 
to authorize bankruptcy courts to take 
certain actions with respect to mort-
gage loans in bankruptcy, and the 
nominations of Kevin J. O’Connor, of 
Connecticut, to be Associate Attorney 
General, and Gregory G. Katsas, of 
Massachusetts, to be an Assistant At-
torney General, both of the Depart-
ment of Justice. 

SD–226 
10:15 a.m. 

Foreign Relations 
Business meeting to consider pending 

calendar business. 
S–116, Capitol 

1:30 p.m. 
Homeland Security and Governmental Af-

fairs 
To hold hearings to examine the Presi-

dent’s proposed budget request for fis-
cal year 2009 for the Department of 
Homeland Security. 

SD–342 
2:30 p.m. 

Armed Services 
To continue hearings to examine the 

strategy in Afghanistan, focusing on 
reports by the Afghanistan Study 
Group and the Atlantic Council of the 
United States. 

SD–106 
Intelligence 

To hold hearings to examine the Director 
of National Intelligence authorities. 

SH–216 

FEBRUARY 21 

10 a.m. 
Judiciary 

To hold hearings to examine pending ju-
dicial nominations. 

SD–226 

FEBRUARY 26 

9:30 a.m. 
Armed Services 

To hold hearings to examine the defense 
authorization request for fiscal year 
2009 for the Department of the Army, 
and the future years defense program. 

SH–216 

FEBRUARY 27 

2:30 p.m. 
Commerce, Science, and Transportation 
Space, Aeronautics, and Related Agencies 

Subcommittee 
To hold hearings to examine the Presi-

dent’s proposed budget request for fis-
cal year 2009 for the National Space 
and Aeronautics Administration 
(NASA). 

SR–253 

FEBRUARY 28 

9:30 a.m. 
Armed Services 

To hold hearings to examine the defense 
authorization request for fiscal year 
2009, for the Department of the Navy, 
and the future years defense program; 
with the possibility of a closed session 
in SR–222 immediately following the 
open session. 

SH–216 
Energy and Natural Resources 

To hold hearings to examine the impact 
of increased minimum wages on the 
economies of American Samoa and the 
Commonwealth of the Northern Mar-
iana Islands. 

SD–366 

MARCH 5 

9:30 a.m. 
Armed Services 

To hold hearings to examine the defense 
authorization request for fiscal year 
2009, for the Department of the Air 
Force, and the future years defense 
program. 

SH–216 

MARCH 6 

9:30 a.m. 
Armed Services 

To hold hearings to examine the defense 
authorization request for fiscal year 
2009 for the U.S. Southern and North-
ern Command, and the future years de-
fense program. 

SH–216 

MARCH 11 

9:30 a.m. 
Armed Services 

To hold hearings to examine the defense 
authorization request for fiscal year 
2009 for U.S. Pacific Command and U.S. 
Forces in Korea, and the future years 
defense program. 

SH–216 

MARCH 12 

2:30 p.m. 
Armed Services 
Emerging Threats and Capabilities Sub-

committee 
To hold hearings to examine tech-

nologies to combat weapons of mass de-
struction. 

SD–106 
Armed Services 
Readiness and Management Support Sub-

committee 
To hold hearings to examine the defense 

authorization request for fiscal year 
2009, the future years defense program, 
and military installation, environ-
mental, and base closure programs. 

SR–232A 

POSTPONEMENTS 

FEBRUARY 13 

10 a.m. 
Small Business and Entrepreneurship 

To hold hearings to examine the Presi-
dent’s proposed budget request for fis-
cal year 2009 for the Small Business 
Administration. 

SR–428A 
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Monday, February 11, 2008 

Daily Digest 
Senate 

Chamber Action 
Routine Proceedings, pages S823–S878 
Measures Introduced: One bill and one resolution 
were introduced, as follows: S. 2621, and S. Res. 
446.                                                                                     Page S849 

Measures Passed: 
Combat Methamphetamine Enhancement Act: 

Committee on the Judiciary was discharged from 
further consideration of S. 2071, to enhance the abil-
ity to combat methamphetamine, and the bill was 
then passed, after agreeing to the following amend-
ment proposed thereto:                                      Pages S861–62 

Durbin (for Feinstein) Amendment No. 4017, in 
the nature of a substitute.                                Pages S861–62 

Death of Representative Tom Lantos: Senate 
agreed to S. Res. 446, relative to the death of Rep-
resentative Tom Lantos, of California.               Page S862 

Measures Considered: 

FISA Amendments Act: Senate resumed consider-
ation of S. 2248, to amend the Foreign Intelligence 
Surveillance Act of 1978, to modernize and stream-
line the provisions of that Act, taking action on the 
following amendments proposed thereto: 
                                                                          Pages S827–44, S845 

Pending: 
Rockefeller/Bond Amendment No. 3911, in the 

nature of a substitute.                                                Page S827 

Whitehouse Amendment No. 3920 (to Amend-
ment No. 3911), to provide procedures for compli-
ance reviews.                                                                   Page S827 

Feingold Amendment No. 3979 (to Amendment 
No. 3911), to provide safeguards for communications 
involving persons inside the United States. 
                                                         Pages S827, S835–36, S837–38 

Feingold/Dodd Amendment No. 3912 (to 
Amendment No. 3911), to modify the requirements 
for certifications made prior to the initiation of cer-
tain acquisitions.                                                           Page S827 

Dodd Amendment No. 3907 (to Amendment No. 
3911), to strike the provisions providing immunity 
from civil liability to electronic communication serv-

ice providers for certain assistance provided to the 
Government.                                                Pages S827, S838–41 

Bond/Rockefeller Modified Amendment No. 3938 
(to Amendment No. 3911), to include prohibitions 
on the international proliferation of weapons of mass 
destruction in the Foreign Intelligence Surveillance 
Act of 1978.                                                                   Page S827 

Feinstein Amendment No. 3910 (to Amendment 
No. 3911), to provide a statement of the exclusive 
means by which electronic surveillance and intercep-
tion of certain communications may be conducted. 
                                                                          Pages S827, S828–35 

Feinstein Amendment No. 3919 (to Amendment 
No. 3911), to provide for the review of certifications 
by the Foreign Intelligence Surveillance Court. 

                                                                Pages S827, S836–37 
Specter/Whitehouse Amendment No. 3927 (to 

Amendment No. 3911), to provide for the substi-
tution of the United States in certain civil actions. 
                                                         Pages S827, S841–42, S843–44 

A unanimous-consent agreement was reached pro-
viding for further consideration of the bill at ap-
proximately 10 a.m., on Tuesday, February 12, 
2008, and that the sequence of votes on remaining 
amendments occur in the following order: 

Whitehouse Amendment No. 3920 (to Amend-
ment No. 3911) (listed above), subject to a 60-vote 
threshold; 

Feinstein Amendment No. 3910 (to Amendment 
No. 3911) (listed above), subject to a 60-vote 
threshold; 

Feingold Amendment No. 3979 (to Amendment 
No. 3911) (listed above); 

Dodd Amendment No. 3907 (to Amendment No. 
3911) (listed above); 

Feingold/Dodd Amendment No. 3912 (to 
Amendment No. 3911) (listed above); 

Bond/Rockefeller Modified Amendment No. 3938 
(to Amendment No. 3911) (listed above); 

Specter/Whitehouse Amendment No. 3927 (to 
Amendment No. 3911) (listed above); 

Feinstein Amendment No. 3919 (to Amendment 
No. 3911) (listed above), subject to a 60-vote 
threshold; provided further, that each Leader control 
a total of 10 minutes of debate time to be used prior 
to any of the votes; and that the provisions of the 
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previous order governing debate limitations and vote 
time limitations remain in effect.                        Page S845 

Conference Reports: 
Intelligence Authorization Act—Conference Re-
port: Senate began consideration of the conference 
report to accompany H.R. 2082, to authorize appro-
priations for fiscal year 2008 for intelligence and in-
telligence-related activities of the United States Gov-
ernment, the Community Management Account, and 
the Central Intelligence Agency Retirement and Dis-
ability System.                                                       Pages S844–45 

A motion was entered to close further debate on 
the conference report to accompany the bill, and, in 
accordance with the provisions of Rule XXII of the 
Standing Rules of the Senate, a vote on cloture will 
occur on Wednesday, February 13, 2008. 
                                                                                      Pages S844–45 

Message from the President: Senate received the 
following message from the President of the United 
States: 

Transmitting, pursuant to law, the Economic Re-
port of the President dated February 2008 with the 
Annual Report of the Council of Economic Advisers 
for 2008; which was referred to the Joint Economic 
Committee. (PM–37)                                         Pages S848–49 

Nominations Received: Senate received the fol-
lowing nominations: 

2 Marine Corps nominations in the rank of gen-
eral.                                                                                      Page S878 

Measures Placed on the Calendar:                 Page S849 

Additional Cosponsors:                                 Pages S849–50 

Statements on Introduced Bills/Resolutions: 
                                                                                              Page S850 

Additional Statements:                                  Pages S847–48 

Amendments Submitted:                             Pages S850–54 

Adjournment: Senate convened at 2 p.m. and ad-
journed, as a further mark of respect to the memory 
of the late Honorable Tom Lantos, United States 
Representative from the State of California, in ac-
cordance with S. Res. 446, at 10:09 p.m., until 10 
a.m. on Tuesday, February 12, 2008. (For Senate’s 
program, see the remarks of the Acting Majority 
Leader in today’s Record on page S862.) 

Committee Meetings 
(Committees not listed did not meet) 

No committee meetings were held. 
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House of Representatives 
Chamber Action 

The House was not in session today. 

Committee Meetings 
No Committee meetings were held. 

f 

NEW PUBLIC LAWS 
(For last listing of Public Laws, see DAILY DIGEST, p. D79) 

H.R. 3432, to establish the Commission on the 
Abolition of the Transatlantic Slave Trade. Signed on 
February 5, 2008. (Public Law 110–183) 

S. 2110, to designate the facility of the United 
States Postal Service located at 427 North Street in 
Taft, California, as the ‘‘Larry S. Pierce Post Office’’. 
Signed on February 5, 2008. (Public Law 110–184) 

f 

COMMITTEE MEETINGS FOR TUESDAY, 
FEBRUARY 12, 2008 

(Committee meetings are open unless otherwise indicated) 

Senate 
Committee on Armed Services: to hold hearings to examine 

Air Force nuclear security; to be followed by a closed ses-
sion in S–407, 9:30 a.m., SR–325. 

Committee on the Budget: to hold hearings to examine the 
President’s proposed budget request for fiscal year 2009 
for defense and war costs, 9 a.m., SD–608. 

Committee on Health, Education, Labor, and Pensions: to 
hold hearings to examine ways to address healthcare 
workforce issues for the future, 2:30 p.m., SD–106. 

Committee on the Judiciary: to hold hearings to examine 
the nominations of James Randal Hall, to be United 
States District Judge for the Southern District of Georgia, 
Richard H. Honaker, to be United States District Judge 
for the District of Wyoming, Gustavus Adolphus Puryear 

IV, to be United States District Judge for the Middle 
District of Tennessee, and Brian Stacy Miller, to be 
United States District Judge for the Eastern District of 
Arkansas, 2:30 p.m., SR–301. 

Subcommittee on Crime and Drugs, to hold hearings 
to examine federal cocaine sentencing laws, focusing on 
reforming the 100-to-1 crack/powder disparity, 2:30 
p.m., SD–226. 

Select Committee on Intelligence: to hold closed hearings to 
examine certain intelligence matters, 2:30 p.m., SH–219. 

House 
Committee on Appropriations, Subcommittee on Interior, 

Environment, and Related Agencies, on Wildland Fire 
Management Oversight, 10 a.m., B–308 Capitol. 

Committee on Education and Labor, Subcommittee on 
Health, Employment, Labor and Pensions, hearing on 
Protecting American Employees from Workplace Dis-
crimination, 2 p.m., 2175 Rayburn. 

Committee on Energy and Commerce, Subcommittee on 
Oversight and Investigations, hearing entitled ‘‘Ketek 
Clinical Study Fraud: What Sanofiaventis Knew,’’ 11 
a.m., 2123 Rayburn. 

Committee on House Administration, to consider the fol-
lowing: Report of the Task Force for the Contested Elec-
tion in the 13th Congressional District of Florida; H.R. 
5159, Capitol Visitor Center Act of 2008; and an amend-
ment to Regulations Governing the Use of Official 
Funds: Safe-Travel-Taxi, 5 p.m., 1310 Longworth. 

Committee on Oversight and Government Reform, hearing on 
Myths and Facts about Human Growth Hormone, B 12, 
and Other Substances, 10 a.m., 2154 Rayburn. 

Subcommittee on Federal Workforce, Postal Service, 
and the District of Columbia, hearing on Robbing Mary 
to Pay Peter and Paul: the Administration’s Pay for Per-
formance System, 2 p.m., 2154 Rayburn. 

Committee on Rules, to consider H.R. 3521, Public 
Housing Asset Management Improvement Act of 2007, 
5 p.m., H–313 Capitol. 
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Next Meeting of the SENATE 

10 a.m., Tuesday, February 12 

Senate Chamber 

Program for Tuesday: Senate will continue consider-
ation of S. 2248, FISA Amendments Act and vote on the 
remaining amendments and on the motion to invoke clo-
ture on the bill. 

(Senate will recess from 12:30 p.m. until 2:15 p.m. for 
their respective party conferences.) 

Next Meeting of the HOUSE OF REPRESENTATIVES 

12:30 p.m., Tuesday, February 12 

House Chamber 

Program for Tuesday: To be announced. 
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