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by the inspectors general to determine 
what was going on in this program and 
what, in fact, we are providing immu-
nity for. That is the wrong sequence. 

What we ought to do is to stay the 
cases, stay any proceedings on these 
cases, keep them in court, have the in-
vestigation done—a 1-year investiga-
tion, which is provided for in the bill, 
and then have 90 days in which Con-
gress can review that investigation and 
the results of it. Only after that would 
the companies be able to go into court 
and seek immunity. That is a much 
more realistic way to proceed. I am 
glad we have cosponsors of this amend-
ment who support the final bill, we 
have cosponsors who oppose the final 
bill. 

I hope all Senators will look at this 
and see this as something they can sup-
port. It would improve the legislation. 

Mr. President, I yield the floor. 
The PRESIDING OFFICER. Who 

yields time? The Senator from Mis-
souri. 

Mr. BOND. Mr. President, the simple 
fact is, the IGs have already reviewed 
this bill. I agreed to a limited inspec-
tors general overall review, even 
though the Senate Intelligence Com-
mittee has reviewed the program on a 
bipartisan basis. At a time when we are 
urging more congressional oversight, 
why would we again turn over the ques-
tion of the executive branch’s actions 
to an executive branch agency when 
the committee has clearly said there is 
no reason to deny retroactive liability 
protection to these areas? 

Now, there are some who don’t like 
the program at all. There are some who 
don’t like the administration. They 
want to kick the administration by pe-
nalizing the companies, by dragging 
the companies through a continuing 
stretch of frivolous lawsuits. The Sen-
ator from Pennsylvania admitted that 
there is going to be no recovery. The 
lawsuits are designed to kill it. This 
amendment would get a veto, and we 
would have to start all over. Please 
vote no. 

The PRESIDING OFFICER. The ma-
jority leader is recognized. 

Mr. REID. Mr. President, for Mem-
bers here, we are going to do this vote 
now, and then the Republican caucus— 
because of Senator Helm’s funeral—is 
going to be today. So when the Repub-
lican caucus is completed, at 2, 2:15, we 
will have the final two votes before a 4 
o’clock vote today on Medicare. So we 
will have two votes this afternoon 
starting at about 2 or 2:15. 

The PRESIDING OFFICER. The 
question is on agreeing to the amend-
ment. 

The yeas and nays have been ordered. 
The clerk will call the roll. 
Mr. DURBIN. I announce that the 

Senator from Massachusetts (Mr. KEN-
NEDY) is necessarily absent. 

Mr. KYL. The following Senator is 
necessarily absent: the Senator from 
Arizona (Mr. MCCAIN). 

The PRESIDING OFFICER. Are there 
any other Senators in the Chamber de-
siring to vote? 

The result was announced—yeas 42, 
nays 56, as follows: 

[Rollcall Vote No. 166 Leg.] 
YEAS—42 

Akaka 
Baucus 
Biden 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Casey 
Clinton 
Dodd 
Dorgan 
Durbin 

Feingold 
Feinstein 
Harkin 
Johnson 
Kerry 
Klobuchar 
Kohl 
Lautenberg 
Leahy 
Levin 
Lincoln 
McCaskill 
Menendez 
Mikulski 

Murray 
Nelson (FL) 
Obama 
Reed 
Reid 
Salazar 
Sanders 
Schumer 
Specter 
Stabenow 
Tester 
Webb 
Whitehouse 
Wyden 

NAYS—56 

Alexander 
Allard 
Barrasso 
Bayh 
Bennett 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Conrad 
Corker 
Cornyn 
Craig 

Crapo 
DeMint 
Dole 
Domenici 
Ensign 
Enzi 
Graham 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Kyl 
Landrieu 
Lieberman 
Lugar 

Martinez 
McConnell 
Murkowski 
Nelson (NE) 
Pryor 
Roberts 
Rockefeller 
Sessions 
Shelby 
Smith 
Snowe 
Stevens 
Sununu 
Thune 
Vitter 
Voinovich 
Warner 
Wicker 

NOT VOTING—2 

Kennedy McCain 

The PRESIDING OFFICER. Under 
the previous order requiring 60 votes 
for the adoption of this amendment, 
the amendment is withdrawn. 

f 

RECESS 
The PRESIDING OFFICER. Under 

the previous order, the Senate stands 
in recess until 2:15 p.m. 

Thereupon, the Senate, at 12:54 p.m., 
recessed until 2:15 p.m. and reassem-
bled when called to order by the Acting 
President pro tempore. 

f 

FISA AMENDMENTS ACT OF 2008— 
Continued 

CLOTURE MOTION 
The ACTING PRESIDENT pro tem-

pore. Under the previous order, pursu-
ant to rule XXII, the Chair lays before 
the Senate the pending cloture motion, 
which the clerk will report. 

The assistant legislative clerk read 
as follows: 

CLOTURE MOTION 
We, the undersigned Senators, in accord-

ance with the provisions of rule XXII of the 
Standing Rules of the Senate, hereby move 
to bring to a close debate on H.R. 6304, the 
FISA Amendments Act of 2008. 

E. Benjamin Nelson, John D. Rockefeller 
IV, Thomas R. Carper, Mark L. Pryor, 
Bill Nelson, Dianne Feinstein, Robert 
P. Casey, Jr., Barbara A. Mikulski, 
Claire McCaskill, Kent Conrad, Daniel 
K. Inouye, Mary L. Landrieu, Joseph I. 
Lieberman, Sheldon Whitehouse, Evan 
Bayh, Ken Salazar. 

The ACTING PRESIDENT pro tem-
pore. By unanimous consent, the man-
datory quorum call is waived. 

There is 2 minutes of debate evenly 
divided. Who yields time? 

Mr. BOND. I yield myself 1 minute in 
support of cloture. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Missouri. 

Mr. BOND. Mr. President, some oppo-
nents of this legislation claim that 
Congress is usurping the authority of 
the courts and that their trust lies in 
single, lifetime appointed judges in the 
judicial branch. I strongly disagree. 

The Constitution set up three co-
equal branches of Government. Our 
Constitution gives Congress the ability 
to determine the jurisdiction of Fed-
eral courts. This power is particularly 
important and necessary today in sen-
sitive matters of national security. 

Further, the courts, including the 
FISA Court, have recognized the execu-
tive branch’s expertise in matters of 
national security. They have stated 
that national security matters are not 
within their purview. It is entirely ap-
propriate for this Congress to end this 
litigation and not entrust this matter 
any further to the courts with respect 
to the liability of particular partici-
pants in the program in the private 
sector. They can still sue the Govern-
ment. We think a matter of fairness re-
quires we protect those who assisted. 

The ACTING PRESIDENT pro tem-
pore. Does anyone seek time in opposi-
tion? If not, all time is yielded back. 

The question is, Is it the sense of the 
Senate that the debate on H.R. 6304, 
the FISA Amendments Act of 2008, 
shall be brought to a close? 

The yeas and nays are mandatory 
under the rule. 

The clerk will call the roll. 
The assistant legislative clerk called 

the roll. 
Mr. DURBIN, I announce that the 

Senator from Massachusetts (Mr. KEN-
NEDY) is necessarily absent. 

Mr. KYL. The following Senator is 
necessarily absent: the Senator from 
Arizona (Mr. MCCAIN). 

The ACTING PRESIDENT pro tem-
pore. Are there any other Senators in 
the Chamber desiring to vote? 

The result was announced—yeas 72, 
nays 26, as follows: 

[Rollcall Vote No. 167 Leg.] 

YEAS—72 

Alexander 
Allard 
Barrasso 
Baucus 
Bayh 
Bennett 
Biden 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Casey 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Conrad 
Corker 
Cornyn 
Craig 
Crapo 
DeMint 

Dole 
Domenici 
Dorgan 
Ensign 
Enzi 
Feinstein 
Graham 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Johnson 
Kohl 
Kyl 
Landrieu 
Lieberman 
Lincoln 
Lugar 
Martinez 
McCaskill 

McConnell 
Mikulski 
Murkowski 
Nelson (FL) 
Nelson (NE) 
Obama 
Pryor 
Roberts 
Rockefeller 
Salazar 
Sessions 
Shelby 
Smith 
Snowe 
Specter 
Stevens 
Sununu 
Thune 
Vitter 
Voinovich 
Warner 
Webb 
Whitehouse 
Wicker 

VerDate Aug 31 2005 00:38 Jul 10, 2008 Jkt 069060 PO 00000 Frm 00020 Fmt 4624 Sfmt 0634 E:\CR\FM\G09JY6.024 S09JYPT1w
w

oo
ds

2 
on

 P
R

O
D

P
C

60
 w

ith
 S

E
N

A
T

E



CONGRESSIONAL RECORD — SENATE S6471 July 9, 2008 
NAYS—26 

Akaka 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Clinton 
Dodd 

Durbin 
Feingold 
Harkin 
Kerry 
Klobuchar 
Lautenberg 
Leahy 
Levin 
Menendez 

Murray 
Reed 
Reid 
Sanders 
Schumer 
Stabenow 
Tester 
Wyden 

NOT VOTING—2 

Kennedy McCain 

The ACTING PRESIDENT pro tem-
pore. On this vote, the yeas are 72, the 
nays are 26. Three-fifths of the Sen-
ators duly chosen and sworn having 
voted in the affirmative, the motion is 
agreed to. 

The question is on third reading of 
the bill. 

The bill (H.R. 6304) was ordered to a 
third reading and was read the third 
time. 
ELECTRONIC COMMUNICATION SERVICE PROVIDER 

Mr. BOND. Mr. President, I rise to 
engage the distinguished chairman of 
the Select Committee on Intelligence 
in a brief colloquy. 

Mr. ROCKEFELLER. I yield to the 
Senator. 

Mr. BOND. I thank the Senator. 
Today we have been debating the mer-
its of title II of this bill, the title that 
contains the carrier liability protec-
tion provisions. I know that we both 
agree that title II is critically nec-
essary to protect our national security. 

I would like us to focus for a moment 
on a small but important point related 
to the meaning of the term ‘‘electronic 
communication service provider’’ in 
title II. This is a term that was con-
tained in the bipartisan Senate bill and 
was carried over in the current com-
promise bill. 

The term ‘‘electronic communication 
service provider’’ was intentionally 
drafted to encompass the full spectrum 
of entities being sued in a covered civil 
action. For example, if a provider re-
ceived a written request or directive 
and the only assistance provided to the 
Government by that provider’s related 
corporate entities was pursuant to that 
written request or directive, the re-
lated corporate entities should be enti-
tled to the protections of section 802 as 
long as any assistance they provided 
meets the requirements of that section. 

Senator ROCKEFELLER, do we share 
this common understanding of the 
meaning of the term ‘‘electronic com-
munication service provider’’? 

Mr. ROCKEFELLER. Thank you, 
Senator Bond. I completely agree with 
your description of the meaning of 
‘‘electronic communications service 
provider.’’ 

The definition itself makes clear that 
the term is intended to include entities 
that are telecommunications carriers, 
providers of electronic communica-
tions service, providers of remote com-
puting services, and any other commu-
nication service provider that has ac-
cess to transmitted or stored wire or 
electronic communications. Signifi-
cantly, the definition also includes any 
parent, subsidiary, affiliate, successor, 

or assignee of such entities, as well as 
any officer, employee or agent of such 
entities. 

Mr. BOND. Thank you Mr. Chairman. 
Mrs. FEINSTEIN. Mr. President, as 

the debate over the FISA legislation 
comes to a conclusion, and as a mem-
ber of the Intelligence Committee for 
71⁄2 years, I would like to comment 
once again on why I support this bill. 

Let there be no doubt: 7 years after 
9/11, our country continues to face seri-
ous threats. There are some who seek 
to do us grave harm. 

So there is no more important need 
than obtaining accurate, actionable in-
telligence to help prevent such an at-
tack. 

At the same time, there have to be 
strong safeguards to ensure that the 
Government does not infringe on 
Americans’ constitutional rights. 

I believe this bill strikes an appro-
priate balance. It protects Americans 
and their privacy rights. 

This legislation is certainly better 
than the Protect America Act in that 
regard and makes improvements over 
the 1978 FISA law. 

This bill provides for repeated court 
review of surveillance done for intel-
ligence purposes. It ends, once and for 
all, the practice of warrantless surveil-
lance. It protects Americans’ constitu-
tional rights both at home and abroad. 
It provides the Government flexibility 
to protect our Nation. It makes it crys-
tal clear that FISA is the law of the 
land—and that this law must be 
obeyed. 

For more than 5 years, President 
Bush ran a warrantless surveillance 
program—called the terrorist surveil-
lance program—outside of the law. 

The administration did not have to 
do this. This specific program could 
have been carried out under FISA—and 
I believe it should have been. 

With this bill, we codify and clarify 
that this limited, intelligence program 
will be carried out under the law. 

This legislation allows the Govern-
ment to collect information from mem-
bers of specific terrorist groups or spe-
cific foreign powers. It is focused on 
collecting the content of communica-
tions from specific people. If those peo-
ple are Americans, a warrant is re-
quired. Period. 

So today, we are faced with three op-
tions: 

No. 1. We can pass this bill. It is com-
prehensive and improves protections 
for U.S. persons and updates the FISA 
law to meet today’s national security 
challenges; or 

No. 2. We can extend the Protect 
America Act. This bill was a stop-gap 
measure passed last August for a 6- 
month temporary period to provide 
time to develop this legislation. It was 
meant to be temporary, and it should 
be only temporary. 

No. 3. We can do nothing. If we do not 
pass legislation before mid-August, 
America will essentially be laid bare— 
unable to gather the critical intel-
ligence that we need. 

We will lose the ability to collect in-
formation on calls into and out of the 
United States from specific terrorist 
groups. The fact is, like it or not, the 
collection of signals intelligence is in-
dispensable if we are to prevent an-
other attack on our homeland. 

Given these three options, I think 
the choice is clear. 

The legislation is a significant im-
provement over the Protect America 
Act and over the 1978 FISA legislation. 

Let me indicate certain substantial 
improvements: 

This bill ends warrantless surveil-
lance. Except in rare emergency cases, 
all surveillance has to be conducted 
pursuant to a court order. 

The FISA Court reviews the Govern-
ment’s procedures and applications be-
fore surveillance happens. 

This bill strengthens the court’s re-
view. Not only must the FISA Court 
approve any surveillance before it is 
started, this court is given more discre-
tion, with a higher standard of review, 
over the Government’s proposals. The 
Protect America Act limited the court 
to a rubberstamp review. This bill 
changes that. 

This bill requires that surveillance be 
subject to court-approved minimiza-
tion. 

In 1978, Congress said that the Gov-
ernment could carry out surveillance 
on U.S. persons under a court warrant 
but required the Government to mini-
mize the amount of information on 
those Americans who get included in 
the intelligence reporting. In practice, 
this actually means that the National 
Security Agency only includes infor-
mation about a U.S. person that is 
strictly necessary to convey the intel-
ligence. Most of the time, the person’s 
name is not included in the report. 
That is the minimization process. 

If an American’s communication is 
incidentally caught up in electronic 
surveillance while the Government is 
targeting someone else, minimization 
protects that person’s private informa-
tion. 

Now, the Protect America Act did 
not provide for court review over this 
minimization process at all. But this 
bill requires the court in advance to 
approve the Government’s minimiza-
tion procedures prior to commencing 
with any minimization program. That 
is good. That is the third improvement. 

This bill prohibits reverse targeting. 
There is an explicit ban on reverse tar-
geting. Now, what is reverse targeting? 
That is the concern that the National 
Security Agency could get around the 
warrant requirement. 

If the NSA wanted to get my commu-
nications but did not want to go to the 
FISA Court, they might try to figure 
out who I am talking with and collect 
the content of their calls to get to me. 
This bill says you cannot do that. You 
cannot reverse target. It is prohibited. 
This was a concern with the Protect 
America Act, and it is fixed in this bill. 

This bill goes further than any legis-
lation before it in protecting U.S. per-
son privacy rights outside of the 
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United States. It requires the executive 
branch to get a warrant anytime it 
seeks to direct surveillance of collected 
content from a U.S. person anywhere 
in the world. Previously, no warrant 
was required for content collection 
outside the United States. 

Finally, there are numerous require-
ments in the bill for various review of 
the surveillance activities by agency 
heads and by inspectors general. The 
FISA Court and the Congress will be 
kept fully informed on the operations 
of this program in the future. 

Finally, exclusivity. Mr. President, I 
have spoken multiple times on this 
floor about the importance of FISA’s 
exclusivity provisions. 

Before 1978, there was no check on 
the President’s ability to conduct elec-
tronic surveillance. However, in 1978, 
Congress passed FISA, intending it to 
be the only way. Congress intended 
that FISA would be the only way—the 
exclusive means—to conduct surveil-
lance on U.S. persons in the United 
States for foreign intelligence pur-
poses. President Carter acknowledged 
that when he signed the bill. 

Nonetheless, this administration 
took the position that FISA was not 
exclusive. First it stated that FISA 
didn’t apply to these particular surveil-
lance activities. Then it said that Con-
gress gave it authority through the Au-
thorization for the Use of Military 
Force in Afghanistan. Then it said that 
the President couldn’t be bound by an 
act of Congress because he had his own 
authority under the Constitution. 

I reject all of these arguments. And 
now a Federal court has addressed the 
subject of exclusivity head-on. 

On July 2, Chief Judge Vaughn Walk-
er of the U.S. District Court for the 
Northern District of California deliv-
ered a decision in a case brought 
against the U.S. Government for its 
surveillance. Judge Walker wrote: 

Congress appears clearly to have intended 
to—and did—establish the exclusive means 
for foreign intelligence surveillance activi-
ties to be conducted. Whatever power the ex-
ecutive may otherwise have had in this re-
gard, FISA limits the power of the executive 
branch to conduct such activities and it lim-
its the executive branch’s authority to as-
sert the state secrets privilege in response to 
challenges to the legality of its foreign intel-
ligence surveillance activities. (M:06–cv– 
01791–VRW, p. 23) 

These are powerful words in the opin-
ion. 

So it is not just clear legislative in-
tent, it is the current judicial position 
that FISA was and is exclusive. 

Yet, before the recess, it was asserted 
on the floor that the President has au-
thority under article II of the Constitu-
tion to go around FISA. He does not, in 
my view. 

Moreover, they claim that the exclu-
sivity language in the bill acknowl-
edges the President’s constitutional 
authority to conduct electronic sur-
veillance outside of FISA. It does not. 

As the author of this language, let 
me state emphatically that the clear 
intent of the language is to bind the 
Executive to this law. 

Now, certain Senators are contending 
that this exclusivity language would 
allow the President to go outside of 
FISA. 

Let me be clear: this provision is not 
intended to, nor does it, provide or rec-
ognize any new authority to conduct 
electronic surveillance in contraven-
tion of FISA. 

It was drafted very carefully with 
input and agreement from people from 
both sides of the Intelligence Com-
mittee and the Judiciary Committee, 
the Department of Justice, and the Of-
fice of the Director of National Intel-
ligence. 

The only way the President can move 
outside of FISA will be with another 
specific statute, passed by both Houses 
and signed by the President. 

In summary, the exclusivity lan-
guage in this bill absolutely does not 
recognize the President’s claimed ‘‘Ar-
ticle II’’ authorities to conduct surveil-
lance in contravention of FISA or any 
other law. 

The bottom line is that FISA has al-
ways been the exclusive means to con-
duct electronic surveillance, and it 
continues to be the exclusive means. 
And no President, now or in the future, 
has the authority to move outside the 
law. 

Finally, Mr. President, I want to set 
straight who in Congress was notified 
about the program and when. Some are 
saying that the Congress was briefed. 

This is not true. 
Eight Members of the House and Sen-

ate were briefed on the program around 
the time of its inception, shortly after 
September 11, 2001: the House and Sen-
ate leadership and the chairmen and 
ranking members of the Intelligence 
Committees. 

The 13 rank-and-file members of the 
Senate Intelligence Committee, who by 
law are to be kept ‘‘fully and currently 
informed’’ of intelligence activities, 
were not briefed until well after the 
program was publicly disclosed in the 
New York Times in December 2005—4 
years later. I want to make this crystal 
clear. 

The chairman and the ranking mem-
ber of the Judiciary Committee—which 
shares jurisdiction over FISA—were 
not briefed until a significant period of 
time after the full membership of the 
Intelligence Committee was notified. 

Finally, I want to say a few words 
about immunity. 

Let me be clear, this particular im-
munity language is not ideal. I would 
have approached this issue differently. 

When the legislation was before the 
Senate in February, I moved an amend-
ment to require that the FISA Court 
conduct a review of whether the tele-
communications companies acted law-
fully and in good faith. Unfortunately, 
my amendment was not adopted, but I 
continue to believe it is the appro-
priate standard. 

I have cosponsored an amendment by 
Senator BINGAMAN that would stay ac-
tion on all pending lawsuits until 90 
days after Congress receives a report, 

required elsewhere in this bill, by the 
relevant inspectors general on the 
President’s surveillance program. That 
would give Congress a chance to decide 
on immunity based on a third-party re-
view. If lawmakers took no action 
within 90 days, the provisions would go 
into effect. 

I have spent a great deal of time re-
viewing this matter. I have read the 
legal opinions written by the Office of 
Legal Counsel at the Department of 
Justice. I have read the written re-
quests to telecommunications compa-
nies. I have spoken to officials inside 
and outside the Government, including 
several meetings with the companies 
alleged to have participated in the pro-
gram. 

The companies were told after 9/11 
that their assistance was needed to 
protect against further terrorist acts. 
This actually happened within weeks of 
9/11. I think we can all understand and 
remember what the situation was in 
the 3 weeks following 9/11. 

The companies were told the surveil-
lance program was authorized and that 
it was legal. 

I am one who believes it is right for 
the public and the private sector to 
support the Government at a time of 
need. When it is a matter of national 
security, it is all the more important. 

I think the lion’s share of the fault 
rests with the administration, not with 
the companies. 

It was the administration who re-
fused to go to the FISA Court to seek 
warrants. They could have gone to the 
FISA Court to seek these warrants on 
a program basis, and they have done so 
subsequently. 

So I am pleased this bill includes 
independent reviews of the administra-
tion’s actions to be conducted by the 
inspectors general of the relevant de-
partments. 

This bill does provide a limited meas-
ure of court review. It is not as robust 
as my amendment would have pro-
vided, but it does provide an oppor-
tunity for the plaintiffs to be heard in 
court, and it provides an opportunity 
for the court to review these request 
documents. 

Mr. President, this is not a perfect 
bill. It is the product of compromise 
designed to make sure that it provides 
the needed intelligence capabilities and 
the needed privacy protections. 

I think the bill strikes that balance 
and that the Nation will be made more 
secure because of it. 

Mr. BIDEN. Mr. President, I rise 
today in opposition to the Foreign In-
telligence Surveillance Amendments 
Act of 2008. As one of the cosponsors of 
FISA in 1978, I am fully aware of the 
importance of giving the administra-
tion the surveillance tools it needs to 
keep us safe. This is a very difficult 
vote and I do not question the judg-
ment of those who have chosen to sup-
port the bill. But because I am con-
cerned that this bill authorizes surveil-
lance that is broader than necessary to 
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protect national security at the ex-
pense of civil liberties and because it 
gives blanket retroactive immunity to 
the telephone companies, I have de-
cided not to support it. 

One of the defining challenges of our 
age is to combat international ter-
rorism while maintaining our national 
values and our commitment to the rule 
of law and individual rights. These two 
obligations are not mutually exclusive. 
Indeed, they reinforce one another. Un-
fortunately, the President’s national 
security policies have operated at the 
expense of our civil liberties. The ex-
amples are legion, but the issue that 
prompted the legislation before us 
today is one of the most notorious—his 
secret program of eavesdropping on 
Americans without congressional au-
thorization or a judge’s approval. 

After insisting for a year that the 
President was not bound by the For-
eign Intelligence Surveillance Act’s 
clear prohibition on warrantless sur-
veillance of Americans, the adminis-
tration subjected its surveillance pro-
gram to FISA Court review in January 
of 2007. 

Then, last August, citing operational 
difficulties and heightened threats that 
required changes to FISA, Congress 
passed the Protect America Act—over 
my objection and that of many of my 
colleagues. I am submitting with this 
statement the objections I made at 
that time. 

The Protect America Act, which sun-
set last February, amended FISA to 
allow warrantless surveillance, even 
when that surveillance intercepted the 
communications of innocent American 
citizens inside the United States. 

The administration identified two 
problems it faces in conducting elec-
tronic surveillance under FISA. First, 
the administration wanted clarifica-
tion that it did not need to obtain a 
FISA warrant in order to conduct sur-
veillance of calls between two parties 
when both of those parties are over-
seas. Because of the way global com-
munications are now transmitted, 
many communications between people 
all of whom are overseas are nonethe-
less routed through switching stations 
inside the United States. In other 
words, when someone in Islamabad, 
Pakistan calls someone in London, 
that call is likely to be routed through 
communications switching stations 
right here in the United States. Con-
gress did not intend FISA to apply to 
such calls, and I support a legislative 
fix to clarify that point. 

The second problem the administra-
tion identified is more difficult. Even 
assuming that the Government does 
not need a FISA warrant to tap into 
switching stations here in the United 
States in order to intercept calls be-
tween two people who are abroad—be-
tween Pakistan and England, for exam-
ple—if the target in Pakistan calls 
someone inside the United States, 
FISA requires the government to get a 
warrant, even though the government 
is ‘‘targeting’’ the caller in Pakistan. 

The administration wants the flexi-
bility to begin electronic surveillance 
of a ‘‘target’’ abroad without having to 
get a FISA warrant to account for the 
possibility that the ‘‘foreign target’’ 
might contact someone in the United 
States. I agree with the administra-
tion’s assessment of the problem, but 
this bill would go far beyond what is 
necessary to meet these new techno-
logical challenges. 

This bill’s approach would signifi-
cantly expand the scope of surveillance 
permitted under FISA by exempting 
entirely from the warrant requirement 
any calls to or from the United States, 
as long as the Government is ‘‘tar-
geting’’ someone reasonably believed 
to be located outside the United 
States. 

The Government could acquire these 
communications regardless of whether 
either party is suspected of any wrong-
doing and regardless of how many calls 
to innocent American citizens inside 
the United States were intercepted in 
the process. 

Although the bill gives the FISA 
Court a greater role than earlier bills 
did, it still fails to provide for a mean-
ingful judicial check on the President’s 
power. The FISA Court’s role would be 
limited to reviewing the Government’s 
targeting procedures and its minimiza-
tion procedures—the procedures it uses 
to limit the retention and dissemina-
tion of information it has required. But 
it would be required to approve them 
as long as they met the general re-
quirements of the statute, which is 
written broadly. 

In addition, unlike the Judiciary 
Committee version of the bill I sup-
ported earlier this year, this bill nei-
ther limits the Government’s use of in-
formation collected under procedures 
the FISA Court later deems inad-
equate, nor does it expressly give the 
FISA Court authority to enforce com-
pliance with orders it issues. 

I am concerned that because of the 
way this bill is drafted, it could be in-
terpreted to preclude the FISA Court 
from ordering the Government to de-
stroy all communications of innocent 
Americans that it incidentally collects 
during its surveillance. If I were cer-
tain that the FISA Court had the 
power to order the destruction of the 
communications of innocent Ameri-
cans, it might tip the balance in favor 
of my supporting the bill, even though 
I oppose blanket retroactive immunity. 

As for immunity, although I can un-
derstand why in the immediate after-
math of the attacks on September 11 
the telephone companies would have 
cooperated with the Government, I be-
lieve it is inappropriate for Congress to 
grant blanket retroactive immunity 
without knowing what it is granting 
immunity for. 

Furthermore, cases against the car-
riers are already making their way 
through the courts and I have every 
confidence in the court’s ability to in-
terpret and apply the law. Retroactive 
immunity would undermine the judi-

ciary’s role as an independent branch 
of government. 

When the Senate passed FISA, after 
extensive hearings, thirty years ago by 
a strong bipartisan vote of 95 to 1, I 
stated that it ‘‘was a reaffirmation of 
the principle that it is possible to pro-
tect national security and at the same 
time the Bill of Rights.’’ I still believe 
that is possible, but not if we enact 
this bill. 

Mr. President, I am in support of 
Senator ROCKEFELLER’s proposal to ad-
dress shortcomings in our intelligence 
collection authorities. I have studied 
Senator ROCKEFELLER’s bill closely and 
believe that it is an appropriate, tem-
porary fix that adequately protects 
both our national security and Ameri-
cans’ privacy and civil liberties. It in-
cludes important safeguards against 
executive abuse—safeguards that are 
essential for an administration that 
has demonstrated so frequently that it 
simply cannot be trusted. 

The Rockefeller bill is narrowly tai-
lored to address the two problems the 
administration has said it faces in con-
ducting electronic surveillance under 
the Foreign Intelligence Surveillance 
Act, as that law is currently written. 

First, the administration wants clar-
ification that it does not need to ob-
tain a FISA warrant in order to con-
duct surveillance of calls between two 
parties when both of those parties are 
overseas. Because of the way global 
communications are now transmitted, 
many communications that take place 
entirely overseas are nonetheless rout-
ed through switching stations inside 
the United States. In other words, 
when someone in Islamabad, Pakistan, 
calls someone in London, England, that 
call may well be routed through com-
munications switching stations right 
here in the United States. FISA was 
never intended to apply to such calls, 
and I support a legislative fix to clarify 
that point. 

The second problem the administra-
tion has identified is more difficult. Al-
though neither FISA nor the Constitu-
tion requires the President to get a 
warrant if the target of surveillance is 
in Pakistan calling London, or any-
where else outside the United States, if 
the target in Pakistan calls someone in 
the United States, FISA requires the 
Government to get a warrant, even 
though the Government is ‘‘targeting’’ 
the caller in Pakistan. 

Senator ROCKEFELLER’s bill would 
give the Government great flexibility 
to conduct surveillance of targets 
abroad, with prior approval of the 
FISA Court, while protecting the pri-
vacy of innocent Americans in the 
United States. 

Under this bill, the FISA Court 
would be required to issue a warrant 
upon a minimal showing that the tar-
gets of surveillance are overseas and 
not in the United States. The bill pro-
vides protection for innocent Ameri-
cans in the United States—if the for-
eign target’s communications began to 
involve a significant number of calls 
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into the United States, the Govern-
ment would be required to end surveil-
lance pending receipt of a new FISA 
Court order that the target overseas 
was a suspected terrorist. 

Senator ROCKEFELLER’s approach 
also ensures robust oversight. Congress 
would get the actual FISA Court or-
ders, and, every 60 days, Congress 
would receive the list of targets who 
turned out to be in the United States 
and the number of persons inside the 
United States whose communications 
were intercepted. This is more infor-
mation than Congress receives today, 
and it would enable us to verify the ad-
ministration’s claim that they are tar-
geting suspected terrorists without un-
necessarily violating the privacy of 
law-abiding Americans. 

Senator ROCKEFELLER’s bill sunsets 
in 6 months, at which point Congress 
can, if necessary, craft a permanent, 
sensible, and Constitutional fix to 
FISA that ensures the American people 
are protected from terrorism and from 
encroachments on their civil liberties 
and individual freedoms. The President 
has asked that we go further, that we 
give him more unchecked power and 
discretion to eavesdrop on Americans’ 
conversations without a warrant and 
without congressional oversight. His 
request raises many concerns, and Con-
gress should deny it. 

The President’s proposal would sig-
nificantly expand the scope of surveil-
lance permitted under FISA by ex-
empting entirely any calls to or from 
the United States, as long as the Gov-
ernment is directing its surveillance at 
someone reasonably believed to be lo-
cated abroad. The Attorney General 
and the Director of National Intel-
ligence would make this determination 
on their own, and they would merely 
certify, after-the-fact, to the FISA 
Court that they had reason to believe 
the target is outside the United States, 
regardless of how many calls to inno-
cent American citizens inside the 
United States were intercepted in the 
process. This would be a breathtaking 
and unconstitutional expansion of the 
President’s powers and it is wholly un-
necessary to address the problems the 
administration has identified. 

Furthermore, the administration 
would not even limit this unchecked 
surveillance to persons suspected of in-
volvement in international terrorism— 
it would cover the collection of any 
foreign intelligence information, which 
can include the collection of trade se-
crets and other information unrelated 
to the threat posed by al-Qaida. 

I have said before that one of the de-
fining challenges of our age is to effec-
tively combat international terrorism 
while maintaining our national values 
and our commitment to the rule of law, 
individual rights, and civil liberties. 
Unfortunately, the President has at-
tempted to protect America by unnec-
essarily betraying our fundamental no-
tions of constitutional governance and 
individual rights and liberties. 

I will support giving the administra-
tion the tools it needs to track down 

terrorists, but I will not give the Presi-
dent unchecked authority to eavesdrop 
on whomever he wants in exchange for 
the vague and hollow assurance that he 
will protect the civil liberties of the 
American people. This administration 
has squandered the trust of Congress 
and the American people. 

The administration’s approach is 
constitutionally infirm and it is unnec-
essary to address the specific problems 
it has identified. The Rockefeller bill is 
a carefully calibrated approach that 
protects the American people from 
both terrorism and violations of their 
civil liberties. 

I urge my colleagues to join me in 
supporting it. 

Mr. BYRD. Mr. President, in 1771, 
Samuel Adams observed: 

The liberties of our country, the freedom 
of our civil Constitution, are worth defend-
ing at all hazards; and it is our duty to de-
fend them against all attacks. We have re-
ceived them as a fair inheritance from our 
worthy ancestors; they purchased them for 
us with toil and danger and expense of treas-
ure and blood, and transmitted them to us 
with care and diligence. It will bring an ever-
lasting mark of infamy on the present gen-
eration, enlightened as it is, if we should suf-
fer them to be wrested from us by violence 
without a struggle, or to be cheated out of 
them by the artifices of false and designing 
men. 

Under the artifice of defending our 
nation from terrorists, President Bush 
would have Congress surrender our lib-
erties and the freedom of our civil Con-
stitution. This bill, the Foreign Intel-
ligence Surveillance, FISA, Amend-
ments Act of 2008, is supposed to cor-
rect unconstitutional authorities con-
tained in last year’s ‘‘Protect America 
Act’’ that permitted widescale 
warrantless Government surveillance 
of innocent Americans’ private inter-
national communications, much of it 
facilitated by telecommunications 
companies in a manner that is under 
court review. However, this bill under-
cuts that judicial review and, in effect, 
grants complete retroactive immunity 
to those companies for anything illegal 
they might have done for the last 6 
years. That provision undermines the 
Constitution’s fourth amendment pro-
tections. 

This bill continues Government sur-
veillance of communications coming 
into and out of the United States with-
out full fourth amendment protections. 
Remember the fourth amendment? It 
reads: 

The right of the people to be secure in 
their persons, houses, papers, and effects, 
against unreasonable searches and seizures, 
shall not be violated, and no Warrants shall 
issue, but upon probable cause, supported by 
Oath or affirmation, and particularly de-
scribing the place to be searched, and the 
persons or things to be seized. 

The President would have you believe 
that this bill would provide additional 
powers to prevent another 9/11. But 9/11 
did not happen for want of these pow-
ers. It was not a failure of Government 
to monitor private communications. 
Rather, it was a failure of the Govern-
ment to monitor the reports of the FBI 

and of the intelligence community. It 
happened because the administration 
did not take seriously reports sug-
gesting that what actually happened 
was being planned by al-Qaida. Just as 
he exploited 9/11 to lead us to war in 
Iraq, President Bush now wants to ex-
ploit his failures to attack our funda-
mental freedoms—freedoms that 
formed the foundations of this Nation. 

There is no doubt that certain ac-
commodations need to be made to ad-
dress advances in technology. However, 
this bill goes too far. If the Govern-
ment can collect all communications 
coming into or out of the United 
States, using powerful computers to 
shop among them without probable 
cause that the person making or re-
ceiving the communication is involved 
in anything illegal, and without any 
court providing a check upon the abuse 
of that power, that does not meet my 
‘‘reasonable man’s’’ definition of fourth 
amendment compliance. And that is 
not the ‘‘fair inheritance’’ won for us 
by our Founders at such a great price. 

Mrs. CLINTON. Mr. President, one of 
the great challenges before us as a na-
tion is remaining steadfast in our fight 
against terrorism while preserving our 
commitment to the rule of law and in-
dividual liberty. As a Senator from 
New York on September 11, I under-
stand the importance of taking any 
and all necessary steps to protect our 
Nation from those who would do us 
harm. I believe strongly that we must 
modernize our surveillance laws in 
order to provide intelligence profes-
sionals the tools needed to fight ter-
rorism and make our country more se-
cure. However, any surveillance pro-
gram must contain safeguards to pro-
tect the rights of Americans against 
abuse, and to preserve clear lines of 
oversight and accountability over this 
administration. I applaud the efforts of 
my colleagues who negotiated this leg-
islation, and I respect my colleagues 
who reached a different conclusion on 
today’s vote. I do so because this is a 
difficult issue. Nonetheless, I could not 
vote for the legislation in its current 
form. 

The legislation would overhaul the 
law that governs the administration’s 
surveillance activities. Some of the 
legislation’s provisions place guide-
lines and restrictions on the oper-
ational details of the surveillance ac-
tivities, others increase judicial and 
legislative oversight of those activi-
ties, and still others relate to immu-
nity for telecommunications compa-
nies that participated in the adminis-
tration’s surveillance activities. 

While this legislation does strength-
en oversight of the administration’s 
surveillance activities over previous 
drafts, in many respects, the oversight 
in the bill continues to come up short. 
For instance, while the bill nominally 
calls for increased oversight by the 
FISA Court, its ability to serve as a 
meaningful check on the President’s 
power is debatable. The clearest exam-
ple of this is the limited power given to 
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the FISA Court to review the govern-
ment’s targeting and minimization 
procedures. 

But the legislation has other signifi-
cant shortcomings. The legislation 
makes no meaningful change to the 
immunity provisions. There is little 
disagreement that the legislation effec-
tively grants retroactive immunity to 
the telecommunications companies. In 
my judgment, immunity under these 
circumstances has the practical effect 
of shutting down a critical avenue for 
holding the administration account-
able for its conduct. It is precisely why 
I have supported efforts in the Senate 
to strip the bill of these provisions, 
both today and during previous debates 
on this subject. Unfortunately, these 
efforts have been unsuccessful. 

What is more, even as we considered 
this legislation, the administration re-
fused to allow the overwhelming ma-
jority of Senators to examine the 
warrantless wiretapping program. This 
made it exceedingly difficult for those 
Senators who are not on the Intel-
ligence and Judiciary Committees to 
assess the need for the operational de-
tails of the legislation, and whether 
greater protections are necessary. The 
same can be said for an assessment of 
the telecom immunity provisions. On 
an issue of such tremendous impor-
tance to our citizens—and in particular 
to New Yorkers—all Senators should 
have been entitled to receive briefings 
that would have enabled them to make 
an informed decision about the merits 
of this legislation. I cannot support 
this legislation when we know neither 
the nature of the surveillance activi-
ties authorized nor the role played by 
telecommunications companies grant-
ed immunity. 

Congress must vigorously check and 
balance the president even in the face 
of dangerous enemies and at a time of 
war. That is what sets us apart. And 
that is what is vital to ensuring that 
any tool designed to protect us is 
used—and used within the law—for 
that purpose and that purpose alone. I 
believe my responsibility requires that 
I vote against this compromise, and I 
will continue to pursue reforms that 
will improve our ability to collect in-
telligence in our efforts to combat ter-
ror and to oversee that authority in 
Congress. 

Mr. REED. Mr. President, I wish to 
spend a few minutes discussing why I 
vote against final passage of H.R. 6304, 
the House companion to S. 2248, the 
FISA Amendments Act of 2008. I would 
like to begin by commending Senators 
ROCKEFELLER and BOND who have nego-
tiated this bill, literally for months, in 
order to reach the compromise that we 
voted on today. 

I believe that many aspects of this 
bill are an improvement, not only to 
the Protect America Act which passed 
last August, but also to S. 2248, the bill 
we voted on in February. I opposed 
both of those bills. This compromise 
bill specifies that FISA and certain 
other statutes are the exclusive means 

for conducting surveillance on Ameri-
cans for foreign intelligence purposes. 
It requires the inspectors general of 
the Department of Justice, the Depart-
ment of Defense, the National Security 
Agency, and the Director of National 
Intelligence to conduct a comprehen-
sive review and issue a report on the 
President’s surveillance program. It re-
quires the intelligence community to 
create reverse targeting guidelines so 
that the National Security Agency 
cannot conduct surveillance of a U.S. 
citizen without a warrant by targeting 
a foreigner. Finally, it sunsets this leg-
islation in 41⁄2 half years rather than 
the 6 years called for in the original 
bill. All of these measures increase 
oversight and help protect civil lib-
erties and are helpful changes. 

However, title II of this bill still 
grants retroactive immunity to tele-
communications companies for actions 
they may or may not have taken in re-
sponse to administration requests that 
may or may not have been legal. As I 
have stated before, the administration 
has had years to provide the written 
legal justification that they gave the 
telecommunications companies when 
they requested their cooperation in the 
aftermath of September 11. A few of my 
colleagues on the Judiciary Committee 
and Intelligence Committee were al-
lowed to read certain documents re-
lated to this matter after extensive ne-
gotiations with the administration. 
However, I, and the rest of my Senate 
colleagues who are not on those com-
mittees, were denied access to those 
documents. In addition, the tele-
communications companies who have 
been named in several lawsuits have 
been prohibited by the administration 
from providing any information regard-
ing this issue to the courts, to the 
plaintiffs, to Members of Congress, or 
to the public. In good conscience, I 
could not simply trust with blind faith 
that the administration and tele-
communications companies took prop-
er, lawful actions. 

I therefore supported three attempts 
to strip or limit this immunity during 
today’s debate. First, Senator DODD of-
fered an amendment to strike title II. 
When that failed, Senator SPECTER of-
fered an amendment to require a Fed-
eral district court to assess the con-
stitutionality of the terrorist surveil-
lance program before granting retro-
active immunity to the companies al-
leged to have assisted the program. 
This amendment also failed. As a final 
effort, Senator BINGAMAN offered an 
amendment which would have stayed 
all pending cases against the tele-
communication companies related to 
the Government’s warrantless surveil-
lance program and delayed the effec-
tive date of the immunity provisions 
until 90 days after Congress receives 
the required comprehensive report of 
the inspectors general regarding the 
program. If Congress took no action in 
that time, the telecommunications 
companies would receive immunity. 
Unfortunately, that amendment also 
failed. 

The Senate had three opportunities 
to implement sensible measures to en-
sure that the grant of immunity to the 
telecommunication companies was ap-
propriate. But these amendments were 
voted down. I believe the result sets a 
dangerous precedent. We must take the 
steps necessary to thwart terrorist at-
tacks against our country, but these 
steps must also ensure that the civil 
liberties and privacy rights that are 
core to our democracy are protected. 
This bill fails to meet this threshold. 
For these reasons, I oppose the passage 
of this bill. 

The ACTING PRESIDENT pro tem-
pore. There is now 2 minutes of debate 
equally divided. 

Who yields time? 
Mr. ROCKEFELLER. Mr. President, 

we have been on this bill now for in ef-
fect a year. 

The ACTING PRESIDENT pro tem-
pore. The Senator will suspend. Will 
Senators please take their seats. 

Mr. ROCKEFELLER. And we have 
improved enormously the Senate bill 
that we voted out last year with a 
veto-proof majority. The House had not 
reacted to this bill well, particularly 
the immunity part, as well as the title 
I part. We went at them aggressively, 
Vice Chairman BOND and myself, to try 
to get the Senate to move toward the 
House position. We were successful in 
that. 

As I have said, Speaker PELOSI, who 
didn’t want anything to do with the 
bill at the beginning, actually went to 
the floor of the House before they 
voted on it to pass it out and said: This 
may not be a perfect bill, but it is a bill 
that I certainly am going to vote for, 
and that is why I am here asking you 
to join me in so doing. 

I, in my lesser role, am doing the 
same thing. 

This is a historic bill. It has the par-
ticular virtue that over the course of 
the next 4 years, the next President of 
the United States will have a chance to 
review the bill and see if any changes 
need to be made. 

I strongly hope, on what I consider to 
be a very major piece of national secu-
rity and civil liberties legislation, that 
my colleagues will vote to support the 
bill. 

The ACTING PRESIDENT pro tem-
pore. Does anyone seek time in opposi-
tion? 

Mr. BOND. Mr. President, I ask for 
the yeas and nays. 

The ACTING PRESIDENT pro tem-
pore. Is there a sufficient second? 
There is a sufficient second. 

The bill having been read the third 
time, the question is, Shall the bill 
pass? 

The clerk will call the roll. 
The legislative clerk called the roll. 
Mr. DURBIN. I announce that the 

Senator from Massachusetts (Mr. KEN-
NEDY) is necessarily absent. 

Mr. KYL. The following Senators are 
necessarily absent: the Senator from 
Arizona (Mr. MCCAIN) and the Senator 
from Alabama (Mr. SESSIONS). 
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Further, if present and voting, the 

Senator from Alabama (Mr. SESSIONS) 
would have voted ‘‘yea.’’ 

The PRESIDING OFFICER (Mrs. 
MCCASKILL). Are there any other Sen-
ators in the Chamber desiring to vote? 

The result was announced—yeas 69, 
nays 28, as follows: 

[Rollcall Vote No. 168 Leg.] 

YEAS—69 

Alexander 
Allard 
Barrasso 
Baucus 
Bayh 
Bennett 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Casey 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Conrad 
Corker 
Cornyn 
Craig 
Crapo 
DeMint 

Dole 
Domenici 
Ensign 
Enzi 
Feinstein 
Graham 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Johnson 
Kohl 
Kyl 
Landrieu 
Lieberman 
Lincoln 
Lugar 
Martinez 
McCaskill 

McConnell 
Mikulski 
Murkowski 
Nelson (FL) 
Nelson (NE) 
Obama 
Pryor 
Roberts 
Rockefeller 
Salazar 
Shelby 
Smith 
Snowe 
Specter 
Stevens 
Sununu 
Thune 
Vitter 
Voinovich 
Warner 
Webb 
Whitehouse 
Wicker 

NAYS—28 

Akaka 
Biden 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Clinton 
Dodd 

Dorgan 
Durbin 
Feingold 
Harkin 
Kerry 
Klobuchar 
Lautenberg 
Leahy 
Levin 
Menendez 

Murray 
Reed 
Reid 
Sanders 
Schumer 
Stabenow 
Tester 
Wyden 

NOT VOTING—3 

Kennedy McCain Sessions 

The bill (H.R. 6304) was passed. 
Mr. REID. Madam President, I move 

to reconsider the vote and to lay that 
motion on the table. 

The motion to lay on the table was 
agreed to. 

f 

MEDICARE IMPROVEMENTS FOR 
PATIENTS AND PROVIDERS 
ACT—MOTION TO PROCEED 

Mr. REID. What is the matter now 
before the Senate? 

The PRESIDING OFFICER. Under 
the previous order, the motion to pro-
ceed to the motion previously entered 
to reconsider the vote whereby cloture 
on the motion to proceed to H.R. 6331 
was not agreed to, is agreed to and the 
time until 4 p.m. will be evenly divided 
before the cloture vote. 

Mr. REID. I ask unanimous consent 
that there be 1 hour prior to the vote, 
which is now set for 4 o’clock, that the 
time be divided, with the last 20 min-
utes for Senator MCCONNELL and Sen-
ator REID of Nevada; that I have the 
last 10 minutes; that the other 40 min-
utes be equally divided and controlled 
between the chairman of the Finance 
Committee, Senator BAUCUS, and the 
ranking member of the committee, 
Senator GRASSLEY. 

That means there will be 20 minutes 
for Senator MCCONNELL and me, and 
there will be 40 minutes remaining, 
equally divided. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Who yields time? 
Mr. BAUCUS. Madam President, may 

I inquire, what is the pending business 
before the Senate? 

The PRESIDING OFFICER. On re-
consideration of cloture on the motion 
to proceed to H.R. 6331. 

Mr. BAUCUS. Madam President, the 
Prophet Isaiah urged: 
Cease to do evil, 
learn to do good; 
seek justice, 
correct oppression; 
defend the fatherless, 
plead for the widow. 

Since 1965, Medicare has been about 
defending the disabled. Medicare has 
been about providing for the elderly. 
From its beginning, Medicare has been 
about doing good. Before Medicare, old 
age was very much about widows. 

In 1960, a man could expect to live a 
little more than 66 years, whereas a 
woman could expect to live past 73. 
Now, with the help of Medicare pro-
viding health care for the elderly, men 
can expect to live beyond 75 and women 
can expect to live beyond 80. 

Before Medicare, in 1959, more than 
35 percent of the elderly lived in pov-
erty. When President Johnson signed 
the Medicare Act into law, he said of 
the elderly: 

Most of them have low incomes. Most of 
them are threatened by illness and medical 
expenses that they cannot afford. 

Thus, before Medicare, the elderly re-
ceived poorer health care. They en-
dured more pain. They met early 
death. But then, 43 years later, in July 
1965, with my fellow Montanan Mike 
Mansfield looking on, President John-
son signed the Medicare Program into 
law. This chart to my left shows the 
picture of that day. 

That day President Johnson said: 
No longer will older Americans be denied 

the healing miracle of modern medicine. No 
longer will illness crush and destroy the sav-
ings they have so carefully put away over a 
lifetime so they might enjoy dignity in their 
later years. No longer will young families see 
their own hopes eaten away simply because 
they are carrying out their deep moral obli-
gations to their parents. 

Further quoting President Johnson: 
And no longer will this Nation refuse the 

hand of justice to those who have given a 
lifetime of service and wisdom and labor to 
the progress of this country. 

Thus, from its beginning, Medicare 
has been a moral issue. Medicare has 
been about doing good, about doing 
what is right. I come to the floor today 
to speak in defense of Medicare. I come 
to plead for the widow. I come to fight 
for the disabled. 

Today Medicare is threatened. Health 
care costs have been growing rapidly. 
Federal Reserve Chairman Bernanke 
told the Finance Committee’s health 
care summit: 

Health care has long been and continues to 
be one of the fastest growing sectors in the 
economy. Over the past 4 decades, this sector 
has grown, on average, at a rate of about 2.5 
percentage points faster than the gross do-
mestic product. 

But the fruits of the 1997 law threat-
en to cut—yes, cut—payments to doc-
tors who treat Medicare beneficiaries 
unless we act. If we do not act, the law 
will force cuts in payments to doctors 
by 10.6 percent. We have to stop that 
cut. 

That cut threatens access to care for 
America’s seniors. Already some pro-
viders are declining Medicare patients. 
My colleagues hear that constantly. 
Fewer and fewer doctors are taking 
Medicare; more and more are dropping. 
Why? Because reimbursement rates are 
already too low, and unless we act 
today, those reimbursement rates will 
be much lower. 

Doctors know about these cuts. My 
colleagues in their home States hear 
this constantly. I am sure, over the 
July 4 break, they heard over and over 
that the doctors are very concerned 
about Medicare reimbursement. The 
share of doctors accepting new Medi-
care patients has been falling. It is fall-
ing for those who accept and do not ac-
cept Medicare. It is falling for those 
military personnel in TRICARE who 
seek services from doctors as well be-
cause TRICARE payments are tied to 
Medicare. 

Unless we act, those patients in the 
TRICARE system, our military service 
men and women, will also find that 
their doctors are not treating them ei-
ther. That trend will accelerate if we 
do not act. An American Medical Asso-
ciation survey found if the scheduled 
cuts stay in effect, 60 percent of doc-
tors will have to limit the number of 
new Medicare patients whom they 
treat; 60 percent would have to limit, 
unless we restore these cuts. 

These cuts also threaten access to 
health care for our military men and 
woman. As I mentioned, TRICARE uses 
the Medicare formula to pay their doc-
tors. Those cuts could endanger health 
care for military retirees and even for 
those on Active Duty. 

I do not think that is well under-
stood, that TRICARE is tied to Medi-
care. If we cut Medicare, we cut 
TRICARE. That means about 9 million 
American service men and women, Ac-
tive Duty and retirees, the doctors who 
service them will no longer provide 
that service; a 60-percent reduction. 

The Military Officers Association of 
America reports that declining partici-
pation of providers due to low reim-
bursements is already one of the most 
serious health care problems facing 
military families. 

Real and threatened cuts in the level 
of Medicare reimbursements have 
caused many providers to stop accept-
ing new TRICARE patients. 

Since 1965, there have been those few 
who did not think that Medicare was 
good. There have been those who have 
sought to call it evil. In the 1960s, there 
were those on the fringe who called it 
socialized medicine. In 1995, there were 
those who said it was going to wither 
on the vine, those who wanted to do 
away with Medicare. But the truth is, 
from the start Medicare has had broad, 

VerDate Aug 31 2005 01:02 Jul 10, 2008 Jkt 069060 PO 00000 Frm 00026 Fmt 4624 Sfmt 0634 E:\CR\FM\A09JY6.012 S09JYPT1w
w

oo
ds

2 
on

 P
R

O
D

P
C

60
 w

ith
 S

E
N

A
T

E


		Superintendent of Documents
	2019-05-04T09:39:26-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




