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The PRESIDING OFFICER. Without 

objection, it is so ordered. 
f 

TRIBUTE TO REBECCA EYSTER 

Mr. REID. Mr. President, today, after 
more than 20 years of service to the 
U.S. Senate and the U.S. House of Rep-
resentatives, Rebecca Eyster will re-
tire. Rebecca is one of the official re-
porters of the debates and proceedings 
in this Chamber. She is one of the 
many dedicated employees who are es-
sential to the daily operations of the 
Senate. 

For more than 12 years, Rebecca has 
been part of the team that produces a 
verbatim transcript of all of the Senate 
floor proceedings. Before that, Rebecca 
spent 8 years in the House of Rep-
resentatives in a similar capacity. 
These jobs can be very demanding. 
When speeches and votes go late into 
the night, our dedicated reporters like 
Rebecca are always here. They produce 
a historical record about some of the 
most important legislative debates in 
our Nation’s history. 

I am proud to have worked with Re-
becca and appreciate her important 
contributions to the Senate. I know I 
speak for the Senate family as we wish 
you the best in your future endeavors. 

f 

SCHOOL SAFETY PATROL 
LIFESAVING AWARD RECIPIENTS 

Mr. REID. Mr. President, I rise today 
to show my appreciation for the ac-
tions of seven young Americans who 
make up this year’s School Safety Pa-
trol Lifesaving Award recipients as 
chosen by the American Automobile 
Association. In 1920, the American 
Automobile Association, AAA, began 
the School Safety Patrol Program in 
hopes of promoting traffic safety 
amongst school children. The AAA 
School Safety Patrol Program has been 
awarding its highest honor, the Life-
saving Award, to those patrollers who 
have acted to save the life of another 
since 1949. This year, seven heroic 
school safety patrollers are receiving 
this award, and it is my honor to recog-
nize their courageous actions. 

On February 2, 2011, Paul Hardin, a 
fifth grader at Canterbury Woods Ele-
mentary School in Annadale, VA, 
averted a possible tragedy by pre-
venting an adult female pedestrian 
from stepping out into oncoming traf-
fic. When the pedestrian approached 
the crosswalk, Paul verbally warned 
her to stop. She ignored Paul’s warning 
and continued walking into the cross-
walk at which time Paul stepped off 
the sidewalk and grasped the woman’s 
arm to prevent her from crossing. An 
approaching car was within 5 feet of 
the crosswalk. Paul put the safety of a 
parent before his own in his heroic ef-
fort to prevent a dangerous situation. 

Marisha Little and Sierra Walters, 
safety patrollers at Ranson Elemen-
tary School in Ranson, WV, worked to-
gether to save the life of a kinder-
garten student who wandered away 

from the school heading toward a 
major road crossing. This life saving 
incident that occurred on January 18, 
2011, was the first of two that Marisha 
Little took part in at Ranson Elemen-
tary. The patrollers remembered seeing 
the student walking alone away from 
the school and became worried when 
they no longer had him in sight. After 
alerting her safety patrol advisor, Si-
erra left her post to find him. Sierra 
found him and brought him back to the 
post where she instructed him to stand 
behind Marisha. Shortly after, he dart-
ed into the street in the path of an on-
coming car when he saw his aunt ap-
proaching the school area. Marisha 
jumped into action, grabbed him and 
pulled him back to the sidewalk. Their 
keen awareness and quick thinking 
brought him back to school and pre-
vented him from being hit by the car. 

Marisha Little and Talyn Underwood 
were credited with the second life sav-
ing incident at Ranson Elementary 
School in the same month. On January 
31, 2011, they prevented a second grade 
student from being struck by a moving 
vehicle. The student was horsing 
around, talking to his friends while 
running backwards into oncoming traf-
fic. Marisha and Talyn noticed that the 
vehicle driver closest to the student 
was looking in the other direction. 
Marisha and Talyn screamed loudly to 
alert the student at the same time 
working their way toward him. Talyn 
reached him first and pulled him by his 
jacket from the direct path of the mov-
ing car. Both students were very quick 
to respond and didn’t think about their 
own safety in their effort to save their 
fellow student. 

Kamryn Mendell is a safety patroller 
at the Fox Chapel Elementary School 
in Germantown, MD. On September 28, 
2010, during morning patrol duties, 
Kamryn immediately reacted when she 
realized that a first grade student was 
beginning to walk into the pathway of 
a school bus that was turning into the 
school’s bus loop. Kamryn and her 
partner were holding back students 
from crossing when Kamryn’s partner 
had to step away to remove a cone to 
allow the bus to enter the loop. 
Kamryn kept the children from cross-
ing with one hand and reached out to 
grab the first grader who was now 4 to 
5 feet in front of the bus. The bus driv-
er didn’t see him and continued driving 
into the loop. Kamryn’s fast thinking 
and immediate actions averted a cer-
tain life threatening injury. 

Evan Siegel, a safety patroller at 
Salmon Creek Elementary School in 
Vancouver, WA, saved a 7-year-old girl 
from being hit by an oncoming car. On 
a December morning in 2010, Evan no-
ticed a car approaching the intersec-
tion. It was driven by a teenager who 
was texting and totally unaware that 
the little girl had entered the cross-
walk without permission. Evan reacted 
quickly by putting his crosswalk stick 
in front of her and pulling her to safe-
ty. At the time the car was 10 feet 
away from her and the driver was not 

slowing down. Evan’s courage and 
quick actions are to thank for keeping 
this young girl safe. 

Jake Vowell, a fifth grader at George 
B. Carpenter Elementary School in 
Park Ridge, IL, is credited with saving 
the life of a 6-year-old student on Feb-
ruary 2, 2010. He was on morning patrol 
duty, when two cars failed to stop at 
the stop sign when Jake noticed a 
young girl attempting to cross the 
street. He bravely went out into the 
street and pulled her back to safety. 
His dedication and awareness put him 
in a position to save this young girl 
from harm. 

These seven heroic young leaders 
demonstrate courage, awareness, and a 
commitment to safety. Moreover, these 
traits are what the AAA School Safety 
Patrol Program embodies as an institu-
tion. Patrollers exemplify the kind of 
services that are needed so that young 
people safely navigate traffic hazards 
to and from school. I applaud their 
commitment to improving our commu-
nity. 

f 

HONORING OUR ARMED FORCES 
SPECIALIST BRENT M. MAHER 

Mr. GRASSLEY. Mr. President, it is 
with deep sadness that I address my 
colleagues today. A hero from my 
home State, SPC Brent M. Maher of 
Honey Creek, IA, was killed in action 
on Monday, April 11, 2011 in the Paktya 
Province of Afghanistan. He was 31 
years old. Specialist Maher was the 
gunner on a ‘‘Cougar’’ mine-resistant 
ambush protected vehicle, MRAP, that 
was struck by an improvised explosive 
device. 

Specialist Maher served in the Iowa 
Army National Guard, Company B, 1st 
Battalion, 168th Infantry, 2nd Brigade 
Combat Team, 34th Infantry Division, 
out of Shenandoah, IA. Specialist 
Maher has been posthumously pro-
moted to sergeant. Prior to his service 
in the Iowa National Guard, Specialist 
Maher served over 7 years in the U.S. 
Navy. In all, Specialist Maher dedi-
cated 11 years of his life to serving and 
protecting our Nation. Words simply 
cannot express the debt we owe to Spe-
cialist Maher and all of the other serv-
icemembers fighting for our Nation. 

My thoughts and prayers are with 
Brent Maher’s family and friends, in-
cluding his wife Brenna and his three 
children, as well as his mother Cheryl 
and everyone else who will be grieving 
his loss. 

Specialist Maher truly loved his job 
in the U.S. military. He was proud of 
the difference that he was making in 
the lives of the Afghan people. It is be-
cause of individuals like specialist 
Maher and his loving and supportive 
family that America is the nation it is 
today. At times like these, I think that 
it is important that we pause and re-
member the lives of those lost in order 
that we can enjoy our way of life. As 
we go about our lives as free people, we 
ought to bear in mind the sacrifices 
made by Specialist Maher and others in 
our Armed Forces. 
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CYBER SECURITY PUBLIC 

AWARENESS ACT 
Mr. WHITEHOUSE. Mr. President, I 

rise to speak about the Cyber Security 
Public Awareness Act of 2011, which I 
have introduced with Senator KYL. 

The damage caused by malicious ac-
tivity in cyberspace is enormous and 
unrelenting. Every year, cyber attacks 
inflict vast damage on our Nation’s 
consumers, businesses, and government 
agencies. This constant cyber assault 
has resulted in the theft of millions of 
Americans’ identities; exfiltration of 
billions of dollars of intellectual prop-
erty; loss of countless American jobs; 
vulnerability of critical infrastructure 
to sabotage; and intrusions into sen-
sitive government networks. 

These massive attacks have not re-
ceived the attention they deserve. In-
stead, we as a nation remain woefully 
unaware of the risks that cyber at-
tacks pose to our economy, our na-
tional security, and our privacy. This 
problem is caused in large part by the 
fact that cyber threat information or-
dinarily is classified when it is gath-
ered by the government or held as pro-
prietary when collected by a company 
that has been attacked. As a result, 
Americans do not have an appropriate 
sense of the threats that they face as 
individual Internet users, the damage 
inflicted on our businesses and the jobs 
they create, or the scale of the attacks 
undertaken by foreign agents against 
American interests. 

We must not wait for a disaster be-
fore we recognize and respond to the 
cyber threats we face. A false sense of 
complacency is not a security strategy. 
For that reason, I believe that raising 
public awareness of cyber security 
threats is an important element of the 
substantial work that we in Congress 
must do to improve our Nation’s cyber 
security. 

The Cyber Security Public Awareness 
Act of 2011 takes up that challenge. It 
will raise the public awareness of the 
cyber threats against our nation in a 
manner that protects classified, busi-
ness-sensitive, and proprietary infor-
mation. By doing so, it will provide 
consumers, businesses, and policy-
makers with the continuous flow of in-
formation necessary to secure our net-
works, identities, infrastructure, and 
innovation economy. 

The bill improves public awareness 
with respect to three key issues: at-
tacks on the government, attacks on 
infrastructure, and attacks on busi-
nesses and consumers. 

The bill enhances public awareness of 
attacks on Federal networks by requir-
ing that the Department of Homeland 
Security and the Department of De-
fense submit reports to Congress that 
detail cyber incidents on the ‘‘.gov’’ 
and ‘‘.mil’’ domains. These reports 
would provide aggregate statistics on 
breaches, the volume of data 
exfiltrated, and the estimated cost of 
remedying these breaches, as well as 
the continuing risk of cyber sabotage 
after an incident. 

The bill also improves government 
reporting in two other ways. It re-
quires the Department of Justice and 
the Federal Bureau of Investigation to 
submit annual reports on their inves-
tigations and prosecutions of cyber 
crimes, as well as on the resources de-
voted to cyber crime and on any legal 
impediments that frustrate those ef-
forts. It also requires the Department 
of Justice, in consultation with the Ad-
ministrative Office of the Courts, to 
study the preparedness of the Federal 
courts to handle cases relating to 
botnets or other cyber threats, and to 
consider whether courts need improved 
procedural rules, training, or organiza-
tion to handle such cases. 

The bill includes four provisions to 
enhance the awareness of threats 
against our nation’s critical infrastruc-
ture. First, it requires primary regu-
lators to report to Congress on the 
cyber vulnerabilities in our Nation’s 
critical infrastructure, including our 
energy, financial, transportation, and 
communications sectors, and of rec-
ommended steps to thwart or diminish 
cyber attacks in each industry. Second, 
it requires the Department of Home-
land Security to commission reports on 
improving the network security of crit-
ical infrastructure entities, including 
through the possible creation of a se-
cure domain that relies on technical 
advancements or notice and consent to 
increased security measures. Third, it 
requires the Department of Homeland 
Security to identify producers of infor-
mation technology that are linked di-
rectly or indirectly to foreign govern-
ments. This provision also requires re-
porting of the vulnerability to mali-
cious activity, including cyber crime 
or espionage, associated with the use of 
these producers’ technologies in the 
United States’ telecommunications 
networks. And fourth, the bill requires 
the Department of Homeland Security, 
in consultation with the Secretary of 
Defense and the Director of National 
Intelligence, to submit a report to Con-
gress describing the threat of a cyber 
attack disrupting the United States’ 
electrical grid, the implications of such 
a disruption, the possibility of quickly 
reconstituting electrical service in the 
event of a cyber attack, and plans to 
prevent such a disruption. 

The bill also seeks to enhance cyber 
awareness in the private sector and 
among businesses and consumers using 
the Internet. It requires the Depart-
ment of Homeland Security to report 
to Congress on policies and procedures 
for Federal agencies to assist a private 
sector entity in the event of a cyber at-
tack that could result in the loss of life 
or significant harm to the national 
economy or national security. To en-
sure that our markets properly reflect 
cyber risks, the bill also tasks the Se-
curities Exchange Commission with re-
porting to Congress on, first, the ex-
tent of financial risk and legal liability 
of issuers of securities caused by cyber 
intrusions or other cybercrimes, and, 
second, whether current financial 

statements of issuers transparently re-
flect these risks. Finally, the bill will 
help enhance consumer awareness of 
cyber threats by requiring a report to 
Congress on legal or other impediments 
to public awareness of common cyber 
security threats, the minimal stand-
ards of computer security needed for 
responsible Internet use, and the avail-
ability of commercial products to meet 
those standards. This provision also re-
quires the Department of Homeland Se-
curity to report on its plans to enhance 
public awareness of common cyber se-
curity threats and to recommend con-
gressional actions to address remaining 
impediments to appropriate public 
awareness of common cyber security 
threats. 

The Senate has a lot of work ahead 
as it seeks to improve our Nation’s 
cyber security. One vital element of 
this work will be to ensure that we 
have an appropriate public awareness 
of cyber security threats going for-
ward. I look forward to working with 
my colleagues on this important task 
as well as on cyber security issues 
more broadly. 

I would particularly like to thank 
Senator KYL for working with me on 
this piece of legislation. Senator KYL 
has worked on cyber security issues ex-
tensively in the past, and we have 
worked together on Intelligence issues, 
so I very much look forward to 
partnering with him on this and other 
cyber security bills. As demonstrated 
by the hearing we held this week in the 
Crime and Terrorism Subcommittee of 
the Judiciary Committee, as well as by 
the important work previously done by 
the Commerce, Homeland Security, Ju-
diciary, and other Committees, this is 
a vitally important and urgent na-
tional security issue, but one that we 
can confront in a serious and bipar-
tisan manner. 

f 

ARMENIAN GENOCIDE 
Mrs. BOXER. Mr. President, I rise 

today to recognize the 96th Anniver-
sary of the Armenian Genocide—a trag-
edy that has left a dark stain on the 
collective conscience of mankind. 

What has made this tragedy even 
more painful—particularly for the Ar-
menian people—is the failure of succes-
sive U.S. administrations to acknowl-
edge the deliberate massacre of the Ar-
menians by its rightful name—geno-
cide. 

So today, I also rise to reiterate my 
call to President Barack Obama to fi-
nally right this terrible wrong. 

In 2008, then-Senator Obama said: 
. . . the Armenian Genocide is not an alle-

gation, a personal opinion, or a point of 
view, but rather a widely documented fact 
supported by an overwhelming body of his-
torical evidence. The facts are undeniable. 

I could not agree more. And every 
day that goes by without full acknowl-
edgement of these undeniable facts by 
the United States prolongs the pain 
felt by descendants of the victims, as 
well as the entire Armenian commu-
nity. 
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