
CONGRESSIONAL RECORD — SENATE S5019 June 24, 2013 
relating to contributions and expendi-
tures intended to affect elections. 

S. RES. 26 

At the request of Mr. MORAN, the 
name of the Senator from New Hamp-
shire (Mrs. SHAHEEN) was added as a co-
sponsor of S. Res. 26, a resolution rec-
ognizing that access to hospitals and 
other health care providers for patients 
in rural areas of the United States is 
essential to the survival and success of 
communities in the United States. 

S. RES. 144 

At the request of Mr. COONS, the 
names of the Senator from Maryland 
(Mr. CARDIN), the Senator from Penn-
sylvania (Mr. CASEY), the Senator from 
Vermont (Mr. LEAHY), the Senator 
from Arizona (Mr. MCCAIN), the Sen-
ator from Rhode Island (Mr. WHITE-
HOUSE) and the Senator from Oregon 
(Mr. WYDEN) were added as cosponsors 
of S. Res. 144, a resolution concerning 
the ongoing conflict in the Democratic 
Republic of the Congo and the need for 
international efforts supporting long- 
term peace, stability, and observance 
of human rights. 

S. RES. 151 

At the request of Mr. CASEY, the 
name of the Senator from Indiana (Mr. 
DONNELLY) was added as a cosponsor of 
S. Res. 151, a resolution urging the 
Government of Afghanistan to ensure 
transparent and credible presidential 
and provincial elections in April 2014 
by adhering to internationally accept-
ed democratic standards, establishing a 
transparent electoral process, and en-
suring security for voters and can-
didates. 

AMENDMENT NO. 1183 

At the request of Mr. HOEVEN, the 
name of the Senator from Tennessee 
(Mr. ALEXANDER) was added as a co-
sponsor of amendment No. 1183 pro-
posed to S. 744, a bill to provide for 
comprehensive immigration reform 
and for other purposes. 

AMENDMENT NO. 1253 

At the request of Mr. NELSON, the 
name of the Senator from Mississippi 
(Mr. WICKER) was added as a cosponsor 
of amendment No. 1253 intended to be 
proposed to S. 744, a bill to provide for 
comprehensive immigration reform 
and for other purposes. 

AMENDMENT NO. 1347 

At the request of Ms. LANDRIEU, the 
name of the Senator from Illinois (Mr. 
KIRK) was added as a cosponsor of 
amendment No. 1347 intended to be pro-
posed to S. 744, a bill to provide for 
comprehensive immigration reform 
and for other purposes. 
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STATEMENTS ON INTRODUCED 
BILLS AND JOINT RESOLUTIONS 

By Mr. LEAHY (for himself, Mr. 
LEE, Mr. UDALL of Colorado, 
Mr. WYDEN, Mr. BLUMENTHAL, 
and Mr. TESTER): 

S. 1215. A bill to strengthen privacy 
protections, accountability, and over-
sight related to domestic surveillance 

conducted pursuant to the USA PA-
TRIOT Act and the Foreign Intel-
ligence Surveillance Act of 1978; to the 
Committee on the Judiciary. 

Mr. LEAHY. Mr. President, for more 
than a decade the government’s ability 
and authority to gather information 
and electronic communications data 
about those suspected of, or connected 
to, potential terrorists has greatly in-
creased. You only need to read the 
newspaper or listen to the news in 
order to realize how extraordinary this 
expansion has been. As an American, I 
believe that if the government is going 
to have such powerful authorities, it 
should only be if there is proper over-
sight, accountability, and trans-
parency. We have to ensure that we 
maintain both our Nation’s security 
and the fundamental civil liberties 
upon which our Nation was founded. 

I have long been troubled by the ex-
pansive nature and scope of the USA 
PATRIOT Act and the FISA Amend-
ments Act. There is not enough over-
sight and ability for Americans to 
know what their government is doing 
and be able to get into the debate of 
whether they want their government 
to do this. That is why I have consist-
ently fought to include strong protec-
tions for the privacy rights and civil 
liberties of American citizens, as well 
as sunsets to help ensure proper con-
gressional oversight. Nothing focuses 
oversight like knowing a law is about 
to come to an end. So I will introduce 
at the end of my remarks, along with a 
bipartisan group of Senators, the FISA 
Accountability and Privacy Protection 
Act of 2013. 

In fact, those of us who are intro-
ducing this legislation go across the 
political spectrum. This is not a par-
tisan issue—this is an American issue. 
This is an issue about wanting to know 
what our government is doing and why. 
As Americans, we have the right to 
know what our government does and 
why. 

In each of the last two Congresses, I 
introduced legislation to improve and 
reform the powerful law enforcement 
tools of the USA PATRIOT Act while 
at the same time increasing judicial 
oversight, public accountability, and 
transparency. Both those bills were re-
ported favorably by the Judiciary Com-
mittee with bipartisan support, but 
Congress ultimately decided to extend 
all of these authorities, without any 
modifications or improvements, until 
2015. 

Likewise, when Congress considered 
reauthorizing the FISA Amendments 
Act last year, I pushed for a shorter 
sunset, greater transparency for the 
American people, and better oversight. 
I regret the Senate rejected these ef-
forts to apply stricter oversight over 
these sweeping authorities. 

The recent public revelations about 
two classified data collection programs 
have brought renewed attention to the 
government’s broad surveillance au-
thorities, but they also underscore the 
need for close scrutiny by Congress. 

The Director of National Intelligence 
has acknowledged that they are being 
conducted pursuant to section 215 of 
the USA PATRIOT Act and section 702 
of the FISA Amendments Act. 

We have also raised questions about 
lax oversight by the National Security 
Agency, when a 29-year-old contract 
employee can walk off with huge 
amounts of data without being stopped. 
It is not enough for the National Secu-
rity Agency to come here and say that 
they are doing this to protect the coun-
try. I want them to protect the things 
they are already holding. So the com-
prehensive legislation I am introducing 
today will not only improve the pri-
vacy protections and accountability 
provisions associated with these au-
thorities, but it is going to strengthen 
oversight and transparency provisions 
in other parts of the USA PATRIOT 
Act. 

In recent days, much attention has 
been rightly focused on section 215 of 
the PATRIOT Act and the bulk collec-
tion of phone call metadata by the Na-
tional Security Agency and their in-
ability to keep that from being stolen 
by a 29-year-old contract worker. 

This measure will narrow the scope 
of section 215 orders by requiring the 
government to show both relevance to 
an authorized investigation and a link 
to a foreign group or power. 

The bill also adds more meaningful 
judicial review of section 215 orders but 
strikes the one-year waiting period be-
fore a recipient can challenge a non-
disclosure order for section 215 orders. 
Now the order comes in and you are 
told you can’t talk about it. No matter 
whether it damages your business, 
your relations, or people you are sup-
posed to protect, you can’t talk about 
it for one year. That is a broad general-
ization of what the nondisclosure or-
ders are. I think those orders should be 
changed. I think when we have these 
kinds of ‘‘gag orders’’ on Americans, 
you are going into a very dangerous 
area. 

Moreover, this measure would re-
quire court review of minimization 
procedures when information con-
cerning a U.S. person is acquired, re-
tained, or disseminated pursuant to a 
section 215 order. This is a common-
sense oversight requirement already 
required for other FISA authorities 
such as wiretaps, physical searches, 
pen register and trap and trace devices. 

As I likened it before, we all under-
stand that if a law enforcement agency 
gets a search warrant to go into your 
home and search for things, you usu-
ally know about it and are able to 
question that authority. Now if they 
are collecting things electronically, 
you don’t know about it, you don’t 
know what this is doing to your rep-
utation, to your work, or anything 
else. We have to have more account-
ability. 

The FISA Accountability and Pri-
vacy Protection Act will also reform 
and improve other authorities con-
tained in the PATRIOT Act that, while 
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perhaps not a topic of recent public de-
bate—and I will not go into some of 
those aspects here on the floor, also 
significantly impact the privacy rights 
of Americans. 

Some of the things we can talk 
about, things such as national security 
letters, so-called NSLs, are used exten-
sively by law enforcement and the in-
telligence community. They can be 
issued without the approval of a court, 
a grand jury, or a prosecutor. Most 
Americans would be amazed to know 
that authority exists. Frankly, in a 
State such as mine where people value 
their privacy, I think most Vermonters 
would be really concerned about it. 

I propose applying a new sunset to 
the NSL authority. That would require 
Congress to look at it again and come 
up with a better idea, or it would end 
right there. I have long been concerned 
about the broad scope of these secret 
requests and the potential for expan-
sive collection of sensitive information 
without appropriate limitations and a 
sunset provision would help to ensure 
proper accountability. 

Just because we can go out and gath-
er all of this information on Ameri-
cans, often doing it secretly, doesn’t 
mean we should. Some of us enjoy our 
privacy. Some of us like to think we 
are innocent unless proven guilty. 

My bill would also address constitu-
tional deficiencies regarding the non-
disclosure or ‘‘gag orders’’ by finally 
allowing individuals to challenge these 
orders in court. You grow up hearing 
from everybody, Well, you can have 
your day in court. Actually, you don’t 
get your day in court with these ‘‘gag 
orders.’’ 

The bill would also expand public re-
porting on the use of NSLs and FISA 
authorities, including an unclassified 
report on the impact of the use of these 
authorities on the privacy of U.S. per-
sons. I have heard a great deal in the 
last few weeks from people not only in 
Vermont but elsewhere asking, Can’t 
we have a report the American people 
can see—not just those of us like my-
self who have access to classified mate-
rial, but have an unclassified report on 
the impact of the use of these authori-
ties on the privacy of Americans? 

My bill will also address short-
comings in the FISA Amendments Act 
and apply improvements that I sought 
during last year’s reauthorization de-
bate in the Senate. The existing De-
cember 2017 sunset would be shortened 
to June 2015 to focus attention and en-
sure timely reexamination of how 
these authorities are being utilized. 

The June 2015 sunset will also align 
with the PATRIOT Act sunset, allow-
ing Congress—and in fact requiring 
Congress—to address all of these provi-
sions at once, rather than a little piece 
here and a little piece there. This legis-
lation will also increase accountability 
by clarifying the scope of annual re-
views currently required by law ex-
tends to all agencies that have a role in 
developing targeting and so-called 
minimization procedures. 

Finally—and I think this is ex-
tremely important—the bill seeks to 
increase oversight by requiring the In-
spector General of the Intelligence 
Community to conduct a comprehen-
sive review of the FISA Amendments 
Act and its impact on the privacy 
rights of all Americans. 

These are commonsense, practical 
improvements to ensure that the broad 
and powerful surveillance tools being 
used by the government are subject to 
appropriate limitations, transparency, 
and oversight. The American people de-
serve to know how laws such as the 
USA PATRIOT Act and the FISA 
Amendments Act are being used to 
conduct electronic surveillance, par-
ticularly when the surveillance is not 
just on those that we have reason to be 
suspicious of, but of all Americans—to-
tally innocent Americans. The Amer-
ican people also deserve to know 
whether these programs have proven 
sufficiently effective to justify their 
extraordinary breadth. If you can col-
lect billions of phone calls, and we have 
proven technologically you can do 
that, do we get anything out of it? Or, 
do we get our information about ter-
rorists the old-fashioned way by actu-
ally talking to people, infiltrating ter-
rorist groups, and so forth? 

Let us make sure we are not doing 
something just because we can do it, 
regardless of how it impacts the rights 
of Americans. The enhanced layers of 
transparency, oversight, and account-
ability included in this legislation will 
ensure we are protecting national secu-
rity without undermining the privacy 
rights and civil liberties of law-abiding 
Americans. 

Mr. President, I ask unanimous con-
sent that the text of the bill be printed 
in the RECORD. 

There being no objection, the text of 
the bill was ordered to be printed in 
the RECORD, as follows: 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘FISA Ac-
countability and Privacy Protection Act of 
2013’’. 
SEC. 2. SUNSETS. 

(a) MODIFICATION OF FISA AMENDMENTS 
ACT OF 2008 SUNSET.— 

(1) MODIFICATION.—Section 403(b)(1) of the 
FISA Amendments Act of 2008 (Public Law 
110–261; 50 U.S.C. 1881 note) is amended by 
striking ‘‘December 31, 2017’’ and inserting 
‘‘June 1, 2015’’. 

(2) TECHNICAL AND CONFORMING AMEND-
MENTS.—Section 403(b)(2) of such Act (Public 
Law 110–261; 122 Stat. 2474) is amended by 
striking ‘‘December 31, 2017’’ and inserting 
‘‘June 1, 2015’’. 

(3) ORDERS IN EFFECT.—Section 404(b)(1) of 
such Act (Public Law 110–261; 50 U.S.C. 1801 
note) is amended in the paragraph heading 
by striking ‘‘DECEMBER 31, 2017’’ and inserting 
‘‘JUNE 1, 2015’’. 

(b) NATIONAL SECURITY LETTERS.— 
(1) REPEAL.—Effective on June 1, 2015— 
(A) section 2709 of title 18, United States 

Code, is amended to read as such provision 
read on October 25, 2001; 

(B) section 1114(a)(5) of the Right to Finan-
cial Privacy Act of 1978 (12 U.S.C. 3414(a)(5)) 

is amended to read as such provision read on 
October 25, 2001; 

(C) subsections (a) and (b) of section 626 of 
the Fair Credit Reporting Act (15 U.S.C. 
1681u) are amended to read as subsections (a) 
and (b), respectively, of the second of the 2 
sections designated as section 624 of such Act 
(15 U.S.C. 1681u) (relating to disclosure to the 
Federal Bureau of Investigation for counter-
intelligence purposes), as added by section 
601 of the Intelligence Authorization Act for 
Fiscal Year 1996 (Public Law 104–93; 109 Stat. 
974), read on October 25, 2001; 

(D) section 627 of the Fair Credit Reporting 
Act (15 U.S.C. 1681v) is repealed; and 

(E) section 802 of the National Security 
Act of 1947 (50 U.S.C. 3162) is amended to read 
as such provision read on October 25, 2001. 

(2) TRANSITION PROVISION.—Notwith-
standing paragraph (1), the provisions of law 
referred to in paragraph (1), as in effect on 
May 31, 2015, shall continue to apply on and 
after June 1, 2015, with respect to any par-
ticular foreign intelligence investigation or 
with respect to any particular offense or po-
tential offense that began or occurred before 
June 1, 2015. 

(3) TECHNICAL AND CONFORMING AMEND-
MENTS.—Effective June 1, 2015— 

(A) section 3511 of title 18, United States 
Code, is amended— 

(i) in subsections (a), (c), and (d), by strik-
ing ‘‘or 627(a)’’ each place it appears; and 

(ii) in subsection (b)(1)(A), as amended by 
section 6(b) of this Act, by striking ‘‘section 
626 or 627 of the Fair Credit Reporting Act (15 
U.S.C. 1681u and 1681v)’’ and inserting ‘‘sec-
tion 626 of the Fair Credit Reporting Act (15 
U.S.C. 1681u)’’; 

(B) section 118(c) of the USA PATRIOT Im-
provement and Reauthorization Act of 2005 
(18 U.S.C. 3511 note) is amended— 

(i) in subparagraph (C), by adding ‘‘and’’ at 
the end; 

(ii) in subparagraph (D), by striking ‘‘; 
and’’ and inserting a period; and 

(iii) by striking subparagraph (E); and 
(C) the table of sections for the Fair Credit 

Reporting Act (15 U.S.C. 1681 et seq.) is 
amended by striking the item relating to 
section 627. 

SEC. 3. FACTUAL BASIS FOR AND ISSUANCE OF 
ORDERS FOR ACCESS TO TANGIBLE 
THINGS. 

(a) IN GENERAL.—Section 501 of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1861) is amended— 

(1) in the section heading, by striking ‘‘cer-
tain business records’’ and inserting ‘‘tan-
gible things’’; 

(2) in subsection (b)(2), by striking sub-
paragraphs (A) and (B) and inserting the fol-
lowing: 

‘‘(A) a statement of facts showing that 
there are reasonable grounds to believe that 
the records or other things sought— 

‘‘(i) are relevant to an authorized inves-
tigation (other than a threat assessment) 
conducted in accordance with subsection 
(a)(2) to obtain foreign intelligence informa-
tion not concerning a United States person 
or to protect against international terrorism 
or clandestine intelligence activities; and 

‘‘(ii)(I) pertain to a foreign power or an 
agent of a foreign power; 

‘‘(II) are relevant to the activities of a sus-
pected agent of a foreign power who is the 
subject of such authorized investigation; or 

‘‘(III) pertain to an individual in contact 
with, or known to, a suspected agent of a for-
eign power; and 

‘‘(B) a statement of proposed minimization 
procedures.’’; and 

(3) in subsection (c)— 
(A) in paragraph (1)— 
(i) by inserting ‘‘and that the proposed 

minimization procedures meet the definition 
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of minimization procedures under subsection 
(g)’’ after ‘‘subsections (a) and (b)’’; and 

(ii) by striking the second sentence; and 
(B) in paragraph (2)— 
(i) in subparagraph (D), by striking ‘‘and’’ 

at the end; 
(ii) in subparagraph (E), by striking the pe-

riod at the end and inserting ‘‘; and’’; and 
(iii) by adding at the end the following: 
‘‘(F) shall direct that the minimization 

procedures be followed.’’. 
(b) TECHNICAL AND CONFORMING AMEND-

MENTS.— 
(1) DEFINITIONS.—Title V of the Foreign In-

telligence Surveillance Act of 1978 (50 U.S.C. 
1861 et seq.) is amended by adding at the end 
the following: 
‘‘SEC. 503. DEFINITIONS. 

‘‘In this title, the terms ‘Attorney Gen-
eral’, ‘foreign intelligence information’, 
‘international terrorism’, ‘person’, ‘United 
States’, and ‘United States person’ have the 
meanings given those terms in section 101.’’. 

(2) TITLE HEADING.—Title V of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1861 et seq.) is amended in the title 
heading by striking ‘‘CERTAIN BUSINESS 
RECORDS’’ and inserting ‘‘TANGIBLE 
THINGS’’. 

(3) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1801 et seq.) is amended— 

(A) by striking the items relating to title 
V and section 501 and inserting the fol-
lowing: 
‘‘TITLE V—ACCESS TO TANGIBLE THINGS 
FOR FOREIGN INTELLIGENCE PURPOSES 
‘‘Sec. 501. Access to tangible things for for-

eign intelligence purposes and 
international terrorism inves-
tigations.’’; and 

(B) by inserting after the item relating to 
section 502 the following: 
‘‘Sec. 503. Definitions.’’. 
SEC. 4. ORDERS FOR PEN REGISTERS AND TRAP 

AND TRACE DEVICES FOR FOREIGN 
INTELLIGENCE PURPOSES. 

(a) APPLICATION.—Section 402(c) of the For-
eign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1842(c)) is amended— 

(1) in paragraph (1), by striking ‘‘and’’ at 
the end; 

(2) in paragraph (2)— 
(A) by striking ‘‘a certification by the ap-

plicant’’ and inserting ‘‘a statement of the 
facts and circumstances relied upon by the 
applicant to justify the belief of the appli-
cant’’; and 

(B) by striking the period at the end and 
inserting ‘‘; and’’; and 

(3) by adding at the end the following: 
‘‘(3) a statement of whether minimization 

procedures are being proposed and, if so, a 
statement of the proposed minimization pro-
cedures.’’. 

(b) MINIMIZATION.— 
(1) DEFINITION.—Section 401 of the Foreign 

Intelligence Surveillance Act of 1978 (50 
U.S.C. 1841) is amended by adding at the end 
the following: 

‘‘(4) The term ‘minimization procedures’ 
means— 

‘‘(A) specific procedures, that are reason-
ably designed in light of the purpose and 
technique of an order for the installation and 
use of a pen register or trap and trace device, 
to minimize the retention, and prohibit the 
dissemination, of nonpublicly available in-
formation known to concern unconsenting 
United States persons consistent with the 
need of the United States to obtain, produce, 
and disseminate foreign intelligence infor-
mation; 

‘‘(B) procedures that require that nonpub-
licly available information, which is not for-
eign intelligence information, shall not be 

disseminated in a manner that identifies any 
United States person, without the consent of 
such person, unless the identity of such per-
son is necessary to understand foreign intel-
ligence information or assess its importance; 
and 

‘‘(C) notwithstanding subparagraphs (A) 
and (B), procedures that allow for the reten-
tion and dissemination of information that 
is evidence of a crime which has been, is 
being, or is about to be committed and that 
is to be retained or disseminated for law en-
forcement purposes.’’. 

(2) PEN REGISTERS AND TRAP AND TRACE DE-
VICES.—Section 402 of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1842) is amended— 

(A) in subsection (d)(1), by striking ‘‘the 
judge finds’’ and all that follows and insert-
ing the following: ‘‘the judge finds— 

‘‘(A) that the application satisfies the re-
quirements of this section; and 

‘‘(B) that, if there are exceptional cir-
cumstances justifying the use of minimiza-
tion procedures in a particular case, the pro-
posed minimization procedures meet the def-
inition of minimization procedures under 
this title.’’; and 

(B) by adding at the end the following: 
‘‘(h) At or before the end of the period of 

time for which the installation and use of a 
pen register or trap and trace device is ap-
proved under an order or an extension under 
this section, the judge may assess compli-
ance with any applicable minimization pro-
cedures by reviewing the circumstances 
under which information concerning United 
States persons was retained or dissemi-
nated.’’. 

(3) EMERGENCIES.—Section 403 of the For-
eign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1843) is amended— 

(A) by redesignating subsection (c) as sub-
section (d); and 

(B) by inserting after subsection (b) the 
following: 

‘‘(c) If the Attorney General authorizes the 
emergency installation and use of a pen reg-
ister or trap and trace device under this sec-
tion, the Attorney General shall require that 
minimization procedures be followed, if ap-
propriate.’’. 

(4) USE OF INFORMATION.—Section 405(a)(1) 
of the Foreign Intelligence Surveillance Act 
of 1978 (50 U.S.C. 1845(a)(1)) is amended by 
striking ‘‘provisions of this section’’ and in-
serting ‘‘minimization procedures required 
under this title’’. 

(c) TRANSITION PROCEDURES.— 
(1) ORDERS IN EFFECT.—Notwithstanding 

the amendments made by this Act, an order 
entered under section 402(d)(1) of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1842(d)(1)) that is in effect on the ef-
fective date of the amendments made by this 
section shall remain in effect until the expi-
ration of the order. 

(2) EXTENSIONS.—A request for an exten-
sion of an order referred to in paragraph (1) 
shall be subject to the requirements of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1801 et seq.), as amended by this 
Act. 
SEC. 5. LIMITATIONS ON DISCLOSURE OF NA-

TIONAL SECURITY LETTERS. 
(a) IN GENERAL.—Section 2709 of title 18, 

United States Code, is amended by striking 
subsection (c) and inserting the following: 

‘‘(c) PROHIBITION OF CERTAIN DISCLOSURE.— 
‘‘(1) PROHIBITION.— 
‘‘(A) IN GENERAL.—If a certification is 

issued under subparagraph (B) and notice of 
the right to judicial review under paragraph 
(3) is provided, no wire or electronic commu-
nication service provider, or officer, em-
ployee, or agent thereof, that receives a re-
quest under subsection (a), shall disclose to 
any person that the Director of the Federal 

Bureau of Investigation has sought or ob-
tained access to information or records 
under this section. 

‘‘(B) CERTIFICATION.—The requirements of 
subparagraph (A) shall apply if the Director 
of the Federal Bureau of Investigation, or a 
designee of the Director whose rank shall be 
no lower than Deputy Assistant Director at 
Bureau headquarters or a Special Agent in 
Charge of a Bureau field office, certifies 
that, absent a prohibition of disclosure under 
this subsection, there may result— 

‘‘(i) a danger to the national security of 
the United States; 

‘‘(ii) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(iii) interference with diplomatic rela-
tions; or 

‘‘(iv) danger to the life or physical safety 
of any person. 

‘‘(2) EXCEPTION.— 
‘‘(A) IN GENERAL.—A wire or electronic 

communication service provider, or officer, 
employee, or agent thereof, that receives a 
request under subsection (a) may disclose in-
formation otherwise subject to any applica-
ble nondisclosure requirement to— 

‘‘(i) those persons to whom disclosure is 
necessary in order to comply with the re-
quest; 

‘‘(ii) an attorney in order to obtain legal 
advice or assistance regarding the request; 
or 

‘‘(iii) other persons as permitted by the Di-
rector of the Federal Bureau of Investigation 
or the designee of the Director. 

‘‘(B) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the Director of the 
Federal Bureau of Investigation or the des-
ignee of the Director, those persons to whom 
disclosure will be made under subparagraph 
(A)(i) or to whom such disclosure was made 
before the request shall be identified to the 
Director or the designee. 

‘‘(C) NONDISCLOSURE REQUIREMENT.—A per-
son to whom disclosure is made under sub-
paragraph (A) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request is issued under sub-
section (a) in the same manner as the person 
to whom the request is issued. 

‘‘(D) NOTICE.—Any recipient that discloses 
to a person described in subparagraph (A) in-
formation otherwise subject to a nondisclo-
sure requirement shall inform the person of 
the applicable nondisclosure requirement. 

‘‘(3) RIGHT TO JUDICIAL REVIEW.— 
‘‘(A) IN GENERAL.—A wire or electronic 

communications service provider that re-
ceives a request under subsection (a) shall 
have the right to judicial review of any ap-
plicable nondisclosure requirement. 

‘‘(B) NOTIFICATION.—A request under sub-
section (a) shall state that if the recipient 
wishes to have a court review a nondisclo-
sure requirement, the recipient shall notify 
the Government. 

‘‘(C) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request under subsection (a) 
makes a notification under subparagraph 
(B), the Government shall initiate judicial 
review under the procedures established in 
section 3511 of this title, unless an appro-
priate official of the Federal Bureau of the 
Investigation makes a notification under 
paragraph (4). 

‘‘(4) TERMINATION.—In the case of any re-
quest for which a recipient has submitted a 
notification under paragraph (3)(B), if the 
facts supporting a nondisclosure requirement 
cease to exist, an appropriate official of the 
Federal Bureau of Investigation shall 
promptly notify the wire or electronic serv-
ice provider, or officer, employee, or agent 
thereof, subject to the nondisclosure require-
ment that the nondisclosure requirement is 
no longer in effect.’’. 
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(b) IDENTITY OF FINANCIAL INSTITUTIONS 

AND CREDIT REPORTS.—Section 626 of the 
Fair Credit Reporting Act (15 U.S.C. 1681u) is 
amended by striking subsection (d) and in-
serting the following: 

‘‘(d) PROHIBITION OF CERTAIN DISCLOSURE.— 
‘‘(1) PROHIBITION.— 
‘‘(A) IN GENERAL.—If a certification is 

issued under subparagraph (B) and notice of 
the right to judicial review under paragraph 
(3) is provided, no consumer reporting agen-
cy, or officer, employee, or agent thereof, 
that receives a request or order under sub-
section (a), (b), or (c), shall disclose or speci-
fy in any consumer report, that the Federal 
Bureau of Investigation has sought or ob-
tained access to information or records 
under subsection (a), (b), or (c). 

‘‘(B) CERTIFICATION.—The requirements of 
subparagraph (A) shall apply if the Director 
of the Federal Bureau of Investigation, or a 
designee of the Director whose rank shall be 
no lower than Deputy Assistant Director at 
Bureau headquarters or a Special Agent in 
Charge of a Bureau field office, certifies 
that, absent a prohibition of disclosure under 
this subsection, there may result— 

‘‘(i) a danger to the national security of 
the United States; 

‘‘(ii) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(iii) interference with diplomatic rela-
tions; or 

‘‘(iv) danger to the life or physical safety 
of any person. 

‘‘(2) EXCEPTION.— 
‘‘(A) IN GENERAL.—A consumer reporting 

agency, or officer, employee, or agent there-
of, that receives a request or order under 
subsection (a), (b), or (c) may disclose infor-
mation otherwise subject to any applicable 
nondisclosure requirement to— 

‘‘(i) those persons to whom disclosure is 
necessary in order to comply with the re-
quest or order; 

‘‘(ii) an attorney in order to obtain legal 
advice or assistance regarding the request or 
order; or 

‘‘(iii) other persons as permitted by the Di-
rector of the Federal Bureau of Investigation 
or the designee of the Director. 

‘‘(B) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the Director of the 
Federal Bureau of Investigation or the des-
ignee of the Director, those persons to whom 
disclosure will be made under subparagraph 
(A)(i) or to whom such disclosure was made 
before the request shall be identified to the 
Director or the designee. 

‘‘(C) NONDISCLOSURE REQUIREMENT.—A per-
son to whom disclosure is made under sub-
paragraph (A) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request or order is issued 
under subsection (a), (b), or (c) in the same 
manner as the person to whom the request or 
order is issued. 

‘‘(D) NOTICE.—Any recipient that discloses 
to a person described in subparagraph (A) in-
formation otherwise subject to a nondisclo-
sure requirement shall inform the person of 
the applicable nondisclosure requirement. 

‘‘(3) RIGHT TO JUDICIAL REVIEW.— 
‘‘(A) IN GENERAL.—A consumer reporting 

agency that receives a request or order under 
subsection (a), (b), or (c) shall have the right 
to judicial review of any applicable non-
disclosure requirement. 

‘‘(B) NOTIFICATION.—A request or order 
under subsection (a), (b), or (c) shall state 
that if the recipient wishes to have a court 
review a nondisclosure requirement, the re-
cipient shall notify the Government. 

‘‘(C) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request or order under sub-
section (a), (b), or (c) makes a notification 
under subparagraph (B), the Government 

shall initiate judicial review under the pro-
cedures established in section 3511 of title 18, 
United States Code, unless an appropriate of-
ficial of the Federal Bureau of Investigation 
makes a notification under paragraph (4). 

‘‘(4) TERMINATION.—In the case of any re-
quest or order for which a consumer report-
ing agency has submitted a notification 
under paragraph (3)(B), if the facts sup-
porting a nondisclosure requirement cease to 
exist, an appropriate official of the Federal 
Bureau of Investigation shall promptly no-
tify the consumer reporting agency, or offi-
cer, employee, or agent thereof, subject to 
the nondisclosure requirement that the non-
disclosure requirement is no longer in ef-
fect.’’. 

(c) DISCLOSURES TO GOVERNMENTAL AGEN-
CIES FOR COUNTERTERRORISM PURPOSES.— 
Section 627 of the Fair Credit Reporting Act 
(15 U.S.C. 1681v) is amended by striking sub-
section (c) and inserting the following: 

‘‘(c) PROHIBITION OF CERTAIN DISCLOSURE.— 
‘‘(1) PROHIBITION.— 
‘‘(A) IN GENERAL.—If a certification is 

issued under subparagraph (B) and notice of 
the right to judicial review under paragraph 
(3) is provided, no consumer reporting agen-
cy, or officer, employee, or agent thereof, 
that receives a request under subsection (a), 
shall disclose to any person or specify in any 
consumer report, that a government agency 
has sought or obtained access to information 
under subsection (a). 

‘‘(B) CERTIFICATION.—The requirements of 
subparagraph (A) shall apply if the head of a 
government agency authorized to conduct 
investigations of, or intelligence or counter-
intelligence activities or analysis related to, 
international terrorism, or a designee, cer-
tifies that, absent a prohibition of disclosure 
under this subsection, there may result— 

‘‘(i) a danger to the national security of 
the United States; 

‘‘(ii) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(iii) interference with diplomatic rela-
tions; or 

‘‘(iv) danger to the life or physical safety 
of any person. 

‘‘(2) EXCEPTION.— 
‘‘(A) IN GENERAL.—A consumer reporting 

agency, or officer, employee, or agent there-
of, that receives a request under subsection 
(a) may disclose information otherwise sub-
ject to any applicable nondisclosure require-
ment to— 

‘‘(i) those persons to whom disclosure is 
necessary in order to comply with the re-
quest; 

‘‘(ii) an attorney in order to obtain legal 
advice or assistance regarding the request; 
or 

‘‘(iii) other persons as permitted by the 
head of the government agency authorized to 
conduct investigations of, or intelligence or 
counterintelligence activities or analysis re-
lated to, international terrorism, or a des-
ignee. 

‘‘(B) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the head of a gov-
ernment agency authorized to conduct inves-
tigations of, or intelligence or counterintel-
ligence activities or analysis related to, 
international terrorism, or a designee, those 
persons to whom disclosure will be made 
under subparagraph (A)(i) or to whom such 
disclosure was made before the request shall 
be identified to the head of the government 
agency or the designee. 

‘‘(C) NONDISCLOSURE REQUIREMENT.—A per-
son to whom disclosure is made under sub-
paragraph (A) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request is issued under sub-
section (a) in the same manner as the person 
to whom the request is issued. 

‘‘(D) NOTICE.—Any recipient that discloses 
to a person described in subparagraph (A) in-
formation otherwise subject to a nondisclo-
sure requirement shall inform the person of 
the applicable nondisclosure requirement. 

‘‘(3) RIGHT TO JUDICIAL REVIEW.— 
‘‘(A) IN GENERAL.—A consumer reporting 

agency that receives a request under sub-
section (a) shall have the right to judicial re-
view of any applicable nondisclosure require-
ment. 

‘‘(B) NOTIFICATION.—A request under sub-
section (a) shall state that if the recipient 
wishes to have a court review a nondisclo-
sure requirement, the recipient shall notify 
the government. 

‘‘(C) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request under subsection (a) 
makes a notification under subparagraph 
(B), the government shall initiate judicial 
review under the procedures established in 
section 3511 of title 18, United States Code, 
unless an appropriate official of the govern-
ment agency authorized to conduct inves-
tigations of, or intelligence or counterintel-
ligence activities or analysis related to, 
international terrorism makes a notification 
under paragraph (4). 

‘‘(4) TERMINATION.—In the case of any re-
quest for which a consumer reporting agency 
has submitted a notification under para-
graph (3)(B), if the facts supporting a non-
disclosure requirement cease to exist, an ap-
propriate official of the government agency 
authorized to conduct investigations of, or 
intelligence or counterintelligence activities 
or analysis related to, international ter-
rorism shall promptly notify the consumer 
reporting agency, or officer, employee, or 
agent thereof, subject to the nondisclosure 
requirement that the nondisclosure require-
ment is no longer in effect.’’. 

(d) FINANCIAL RECORDS.—Section 1114(a)(5) 
of the Right to Financial Privacy Act of 1978 
(12 U.S.C. 3414(a)(5)) is amended by striking 
subparagraph (D) and inserting the fol-
lowing: 

‘‘(D) PROHIBITION OF CERTAIN DISCLO-
SURE.— 

‘‘(i) PROHIBITION.— 
‘‘(I) IN GENERAL.—If a certification is 

issued under subclause (II) and notice of the 
right to judicial review under clause (iii) is 
provided, no financial institution, or officer, 
employee, or agent thereof, that receives a 
request under subparagraph (A), shall dis-
close to any person that the Federal Bureau 
of Investigation has sought or obtained ac-
cess to information or records under sub-
paragraph (A). 

‘‘(II) CERTIFICATION.—The requirements of 
subclause (I) shall apply if the Director of 
the Federal Bureau of Investigation, or a 
designee of the Director whose rank shall be 
no lower than Deputy Assistant Director at 
Bureau headquarters or a Special Agent in 
Charge of a Bureau field office, certifies 
that, absent a prohibition of disclosure under 
this subparagraph, there may result— 

‘‘(aa) a danger to the national security of 
the United States; 

‘‘(bb) interference with a criminal, 
counterterrorism, or counterintelligence in-
vestigation; 

‘‘(cc) interference with diplomatic rela-
tions; or 

‘‘(dd) danger to the life or physical safety 
of any person. 

‘‘(ii) EXCEPTION.— 
‘‘(I) IN GENERAL.—A financial institution, 

or officer, employee, or agent thereof, that 
receives a request under subparagraph (A) 
may disclose information otherwise subject 
to any applicable nondisclosure requirement 
to— 

‘‘(aa) those persons to whom disclosure is 
necessary in order to comply with the re-
quest; 
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‘‘(bb) an attorney in order to obtain legal 

advice or assistance regarding the request; 
or 

‘‘(cc) other persons as permitted by the Di-
rector of the Federal Bureau of Investigation 
or the designee of the Director. 

‘‘(II) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the Director of the 
Federal Bureau of Investigation or the des-
ignee of the Director, those persons to whom 
disclosure will be made under subclause 
(I)(aa) or to whom such disclosure was made 
before the request shall be identified to the 
Director or the designee. 

‘‘(III) NONDISCLOSURE REQUIREMENT.—A 
person to whom disclosure is made under 
subclause (I) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request is issued under sub-
paragraph (A) in the same manner as the 
person to whom the request is issued. 

‘‘(IV) NOTICE.—Any recipient that discloses 
to a person described in subclause (I) infor-
mation otherwise subject to a nondisclosure 
requirement shall inform the person of the 
applicable nondisclosure requirement. 

‘‘(iii) RIGHT TO JUDICIAL REVIEW.— 
‘‘(I) IN GENERAL.—A financial institution 

that receives a request under subparagraph 
(A) shall have the right to judicial review of 
any applicable nondisclosure requirement. 

‘‘(II) NOTIFICATION.—A request under sub-
paragraph (A) shall state that if the recipi-
ent wishes to have a court review a non-
disclosure requirement, the recipient shall 
notify the Government. 

‘‘(III) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request under subparagraph (A) 
makes a notification under subclause (II), 
the Government shall initiate judicial re-
view under the procedures established in sec-
tion 3511 of title 18, United States Code, un-
less an appropriate official of the Federal 
Bureau of Investigation makes a notification 
under clause (iv). 

‘‘(iv) TERMINATION.—In the case of any re-
quest for which a financial institution has 
submitted a notification under clause 
(iii)(II), if the facts supporting a nondisclo-
sure requirement cease to exist, an appro-
priate official of the Federal Bureau of In-
vestigation shall promptly notify the finan-
cial institution, or officer, employee, or 
agent thereof, subject to the nondisclosure 
requirement that the nondisclosure require-
ment is no longer in effect.’’. 

(e) REQUESTS BY AUTHORIZED INVESTIGA-
TIVE AGENCIES.—Section 802 of the National 
Security Act of 1947 (50 U.S.C. 3162), is 
amended by striking subsection (b) and in-
serting the following: 

‘‘(b) PROHIBITION OF CERTAIN DISCLOSURE.— 
‘‘(1) PROHIBITION.— 
‘‘(A) IN GENERAL.—If a certification is 

issued under subparagraph (B) and notice of 
the right to judicial review under paragraph 
(3) is provided, no governmental or private 
entity, or officer, employee, or agent there-
of, that receives a request under subsection 
(a), shall disclose to any person that an au-
thorized investigative agency described in 
subsection (a) has sought or obtained access 
to information under subsection (a). 

‘‘(B) CERTIFICATION.—The requirements of 
subparagraph (A) shall apply if the head of 
an authorized investigative agency described 
in subsection (a), or a designee, certifies 
that, absent a prohibition of disclosure under 
this subsection, there may result— 

‘‘(i) a danger to the national security of 
the United States; 

‘‘(ii) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(iii) interference with diplomatic rela-
tions; or 

‘‘(iv) danger to the life or physical safety 
of any person. 

‘‘(2) EXCEPTION.— 
‘‘(A) IN GENERAL.—A governmental or pri-

vate entity, or officer, employee, or agent 
thereof, that receives a request under sub-
section (a) may disclose information other-
wise subject to any applicable nondisclosure 
requirement to— 

‘‘(i) those persons to whom disclosure is 
necessary in order to comply with the re-
quest; 

‘‘(ii) an attorney in order to obtain legal 
advice or assistance regarding the request; 
or 

‘‘(iii) other persons as permitted by the 
head of the authorized investigative agency 
described in subsection (a). 

‘‘(B) PERSONS NECESSARY FOR COMPLI-
ANCE.—Upon a request by the head of an au-
thorized investigative agency described in 
subsection (a), or a designee, those persons 
to whom disclosure will be made under sub-
paragraph (A)(i) or to whom such disclosure 
was made before the request shall be identi-
fied to the head of the authorized investiga-
tive agency or the designee. 

‘‘(C) NONDISCLOSURE REQUIREMENT.—A per-
son to whom disclosure is made under sub-
paragraph (A) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request is issued under sub-
section (a) in the same manner as the person 
to whom the request is issued. 

‘‘(D) NOTICE.—Any recipient that discloses 
to a person described in subparagraph (A) in-
formation otherwise subject to a nondisclo-
sure requirement shall inform the person of 
the applicable nondisclosure requirement. 

‘‘(3) RIGHT TO JUDICIAL REVIEW.— 
‘‘(A) IN GENERAL.—A governmental or pri-

vate entity that receives a request under 
subsection (a) shall have the right to judicial 
review of any applicable nondisclosure re-
quirement. 

‘‘(B) NOTIFICATION.—A request under sub-
section (a) shall state that if the recipient 
wishes to have a court review a nondisclo-
sure requirement, the recipient shall notify 
the Government. 

‘‘(C) INITIATION OF PROCEEDINGS.—If a re-
cipient of a request under subsection (a) 
makes a notification under subparagraph 
(B), the Government shall initiate judicial 
review under the procedures established in 
section 3511 of title 18, United States Code, 
unless an appropriate official of the author-
ized investigative agency described in sub-
section (a) makes a notification under para-
graph (4). 

‘‘(4) TERMINATION.—In the case of any re-
quest for which a governmental or private 
entity has submitted a notification under 
paragraph (3)(B), if the facts supporting a 
nondisclosure requirement cease to exist, an 
appropriate official of the authorized inves-
tigative agency described in subsection (a) 
shall promptly notify the governmental or 
private entity, or officer, employee, or agent 
thereof, subject to the nondisclosure require-
ment that the nondisclosure requirement is 
no longer in effect.’’. 
SEC. 6. JUDICIAL REVIEW OF FISA ORDERS AND 

NATIONAL SECURITY LETTERS. 
(a) FISA.—Section 501(f)(2) of the Foreign 

Intelligence Surveillance Act of 1978 (50 
U.S.C. 1861(f)(2)) is amended— 

(1) in subparagraph (A)— 
(A) in clause (i)— 
(i) by striking ‘‘a production order’’ and in-

serting ‘‘a production order or nondisclosure 
order’’; and 

(ii) by striking ‘‘Not less than 1 year’’ and 
all that follows; and 

(B) in clause (ii), by striking ‘‘production 
order or nondisclosure’’; and 

(2) in subparagraph (C)— 
(A) by striking clause (ii); and 
(B) by redesignating clause (iii) as clause 

(ii). 

(b) JUDICIAL REVIEW OF NATIONAL SECURITY 
LETTERS.—Section 3511(b) of title 18, United 
States Code, is amended to read as follows: 

‘‘(b) NONDISCLOSURE.— 
‘‘(1) IN GENERAL.— 
‘‘(A) NOTICE.—If a recipient of a request or 

order for a report, records, or other informa-
tion under section 2709 of this title, section 
626 or 627 of the Fair Credit Reporting Act (15 
U.S.C. 1681u and 1681v), section 1114 of the 
Right to Financial Privacy Act of 1978 (12 
U.S.C. 3414), or section 802 of the National 
Security Act of 1947 (50 U.S.C. 3162), wishes 
to have a court review a nondisclosure re-
quirement imposed in connection with the 
request or order, the recipient shall notify 
the Government. 

‘‘(B) APPLICATION.—Not later than 30 days 
after the date of receipt of a notification 
under subparagraph (A), the Government 
shall apply for an order prohibiting the dis-
closure of the existence or contents of the 
relevant request or order. An application 
under this subparagraph may be filed in the 
district court of the United States for the ju-
dicial district in which the recipient of the 
order is doing business or in the district 
court of the United States for any judicial 
district within which the authorized inves-
tigation that is the basis for the request or 
order is being conducted. The applicable non-
disclosure requirement shall remain in effect 
during the pendency of proceedings relating 
to the requirement. 

‘‘(C) CONSIDERATION.—A district court of 
the United States that receives an applica-
tion under subparagraph (B) should rule ex-
peditiously, and shall, subject to paragraph 
(3), issue a nondisclosure order that includes 
conditions appropriate to the circumstances. 

‘‘(2) APPLICATION CONTENTS.—An applica-
tion for a nondisclosure order or extension 
thereof under this subsection shall include a 
certification from the Attorney General, 
Deputy Attorney General, an Assistant At-
torney General, or the Director of the Fed-
eral Bureau of Investigation, or in the case 
of a request by a department, agency, or in-
strumentality of the Federal Government 
other than the Department of Justice, the 
head or deputy head of the department, 
agency, or instrumentality, containing a 
statement of specific facts indicating that, 
absent a prohibition of disclosure under this 
subsection, there may result— 

‘‘(A) a danger to the national security of 
the United States; 

‘‘(B) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(C) interference with diplomatic rela-
tions; or 

‘‘(D) danger to the life or physical safety of 
any person. 

‘‘(3) STANDARD.—A district court of the 
United States shall issue a nondisclosure re-
quirement order or extension thereof under 
this subsection if the court determines, giv-
ing substantial weight to the certification 
under paragraph (2), that there is reason to 
believe that disclosure of the information 
subject to the nondisclosure requirement 
during the applicable time period will result 
in— 

‘‘(A) a danger to the national security of 
the United States; 

‘‘(B) interference with a criminal, counter-
terrorism, or counterintelligence investiga-
tion; 

‘‘(C) interference with diplomatic rela-
tions; or 

‘‘(D) danger to the life or physical safety of 
any person.’’. 

(c) MINIMIZATION.—Section 501(g)(1) of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1861(g)(1)) is amended by striking 
‘‘Not later than’’ and all that follows and in-
serting ‘‘At or before the end of the period of 
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time for the production of tangible things 
under an order approved under this section 
or at any time after the production of tan-
gible things under an order approved under 
this section, a judge may assess compliance 
with the minimization procedures by review-
ing the circumstances under which informa-
tion concerning United States persons was 
retained or disseminated.’’. 
SEC. 7. CERTIFICATION FOR ACCESS TO TELE-

PHONE TOLL AND TRANSACTIONAL 
RECORDS. 

(a) IN GENERAL.—Section 2709 of title 18, 
United States Code, as amended by this Act, 
is amended— 

(1) by striking subsection (e); 
(2) by redesignating subsections (c) and (d) 

as subsections (d) and (e), respectively; and 
(3) by inserting after subsection (b) the fol-

lowing: 
‘‘(c) WRITTEN STATEMENT.—The Director of 

the Federal Bureau of Investigation, or a 
designee in a position not lower than Deputy 
Assistant Director at Bureau headquarters 
or a Special Agent in Charge in a Bureau 
field office designated by the Director, may 
make a certification under subsection (b) 
only upon a written statement, which shall 
be retained by the Federal Bureau of Inves-
tigation, of specific facts showing that there 
are reasonable grounds to believe that the 
information sought is relevant to the au-
thorized investigation described in sub-
section (b).’’. 

(b) IDENTITY OF FINANCIAL INSTITUTIONS 
AND CREDIT REPORTS.—Section 626 of the 
Fair Credit Reporting Act (15 U.S.C. 1681u), 
as amended by this Act, is amended— 

(1) by striking subsection (h); 
(2) by redesignating subsections (d), (e), (f), 

and (g) as subsections (e), (f), (g), and (h), re-
spectively; and 

(3) by inserting after subsection (c) the fol-
lowing: 

‘‘(d) WRITTEN STATEMENT.—The Director of 
the Federal Bureau of Investigation, or a 
designee in a position not lower than Deputy 
Assistant Director at Bureau headquarters 
or a Special Agent in Charge in a Bureau 
field office designated by the Director, may 
make a certification under subsection (a) or 
(b) only upon a written statement, which 
shall be retained by the Federal Bureau of 
Investigation, of specific facts showing that 
there are reasonable grounds to believe that 
the information sought is relevant to the au-
thorized investigation described in sub-
section (a) or (b), as the case may be.’’. 

(c) DISCLOSURES TO GOVERNMENTAL AGEN-
CIES FOR COUNTERTERRORISM PURPOSES.— 
Section 627(b) of the Fair Credit Reporting 
Act (15 U.S.C. 1681v(b)) is amended— 

(1) in the subsection heading, by striking 
‘‘FORM OF CERTIFICATION’’ and inserting 
‘‘CERTIFICATION’’; 

(2) by striking ‘‘The certification’’ and in-
serting the following: 

‘‘(1) FORM OF CERTIFICATION.—The certifi-
cation’’; and 

(3) by adding at the end the following: 
‘‘(2) WRITTEN STATEMENT.—A supervisory 

official or officer described in paragraph (1) 
may make a certification under subsection 
(a) only upon a written statement, which 
shall be retained by the government agency, 
of specific facts showing that there are rea-
sonable grounds to believe that the informa-
tion sought is relevant to the authorized in-
vestigation described in subsection (a).’’. 

(d) FINANCIAL RECORDS.—Section 1114(a)(5) 
of the Right to Financial Privacy Act of 1978 
(12 U.S.C. 3414(a)(5)), as amended by this Act, 
is amended— 

(1) by striking subparagraph (C); 
(2) by redesignating subparagraph (B) as 

subparagraph (C); and 
(3) by inserting after subparagraph (A) the 

following: 

‘‘(B) The Director of the Federal Bureau of 
Investigation, or a designee in a position not 
lower than Deputy Assistant Director at Bu-
reau headquarters or a Special Agent in 
Charge in a Bureau field office designated by 
the Director, may make a certification 
under subparagraph (A) only upon a written 
statement, which shall be retained by the 
Federal Bureau of Investigation, of specific 
facts showing that there are reasonable 
grounds to believe that the information 
sought is relevant to the authorized inves-
tigation described in subparagraph (A).’’. 

(e) REQUESTS BY AUTHORIZED INVESTIGA-
TIVE AGENCIES.—Section 802(a) of the Na-
tional Security Act of 1947 (50 U.S.C. 3162(a)) 
is amended by adding at the end the fol-
lowing: 

‘‘(4) A department or agency head, deputy 
department or agency head, or senior official 
described in paragraph (3)(A) may make a 
certification under paragraph (3)(A) only 
upon a written statement, which shall be re-
tained by the authorized investigative agen-
cy, of specific facts showing that there are 
reasonable grounds to believe that the infor-
mation sought is relevant to the authorized 
inquiry or investigation described in para-
graph (3)(A)(ii).’’. 

(f) TECHNICAL AND CONFORMING AMEND-
MENTS.— 

(1) OBSTRUCTION OF CRIMINAL INVESTIGA-
TIONS.—Section 1510(e) of title 18, United 
States Code, is amended by striking ‘‘section 
2709(c)(1) of this title, section 626(d)(1) or 
627(c)(1) of the Fair Credit Reporting Act (15 
U.S.C. 1681u(d)(1) or 1681v(c)(1)), section 
1114(a)(3)(A) or 1114(a)(5)(D)(i) of the Right to 
Financial Privacy Act (12 U.S.C. 3414(a)(3)(A) 
or 3414(a)(5)(D)(i)), or section 802(b)(1) of the 
National Security Act of 1947 (50 U.S.C. 
403(b)(1))’’ and inserting ‘‘section 2709(d)(1) of 
this title, section 626(e)(1) or 627(c)(1) of the 
Fair Credit Reporting Act (15 U.S.C. 
1681u(e)(1) and 1681v(c)(1)), section 
1114(a)(3)(A) or 1114(a)(5)(D)(i) of the Right to 
Financial Privacy Act of 1978 (12 U.S.C. 
3414(a)(3)(A) or 3414(a)(5)(D)(i)), or section 
802(b)(1) of the National Security Act of 1947 
(50 U.S.C. 3162(b)(1))’’. 

(2) SEMIANNUAL REPORTS.—Section 507(b) of 
the National Security Act of 1947 (50 U.S.C. 
415b(b)) is amended to read as follows: 

‘‘(b) SEMIANNUAL REPORTS.—The dates for 
the submittal to the congressional intel-
ligence committees of the semiannual re-
ports on decisions not to prosecute certain 
violations of law under the Classified Infor-
mation Procedures Act (18 U.S.C. App.), as 
required by section 13 of that Act, shall be 
the dates each year provided in subsection 
(c)(2).’’. 
SEC. 8. PUBLIC REPORTING ON NATIONAL SECU-

RITY LETTERS. 
(a) IN GENERAL.—Section 118(c) of the USA 

PATRIOT Improvement and Reauthorization 
Act of 2005 (18 U.S.C. 3511 note) is amended to 
read as follows: 

‘‘(c) REPORTS ON REQUESTS FOR NATIONAL 
SECURITY LETTERS.— 

‘‘(1) DEFINITIONS.—In this subsection— 
‘‘(A) the term ‘applicable period’ means— 
‘‘(i) with respect to the first report sub-

mitted under paragraph (2) or (3), the period 
beginning 180 days after the date of enact-
ment of the FISA Accountability and Pri-
vacy Protection Act of 2013 and ending on 
December 31, 2013; and 

‘‘(ii) with respect to the second report sub-
mitted under paragraph (2) or (3), and each 
report thereafter, the 6-month period ending 
on the last day of the second month before 
the date for submission of the report; and 

‘‘(B) the term ‘United States person’ has 
the meaning given that term in section 101 of 
the Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1801). 

‘‘(2) CLASSIFIED FORM.— 

‘‘(A) IN GENERAL.—Not later than March 1, 
2014, and every 6 months thereafter, the At-
torney General shall submit to the Select 
Committee on Intelligence, the Committee 
on the Judiciary, and the Committee on 
Banking, Housing, and Urban Affairs of the 
Senate and the Permanent Select Committee 
on Intelligence, the Committee on the Judi-
ciary, and the Committee on Financial Serv-
ices of the House of Representatives a report 
fully informing the committees concerning 
the requests made under section 2709(a) of 
title 18, United States Code, section 
1114(a)(5)(A) of the Right to Financial Pri-
vacy Act of 1978 (12 U.S.C. 3414(a)(5)(A)), sec-
tion 626 of the Fair Credit Reporting Act (15 
U.S.C. 1681u), section 627 of the Fair Credit 
Reporting Act (15 U.S.C. 1681v), or section 802 
of the National Security Act of 1947 (50 
U.S.C. 3162) during the applicable period. 

‘‘(B) CONTENTS.—Each report under sub-
paragraph (A) shall include, for each provi-
sion of law described in subparagraph (A)— 

‘‘(i) the number of authorized requests 
under the provision, including requests for 
subscriber information; and 

‘‘(ii) the number of authorized requests 
under the provision— 

‘‘(I) that relate to a United States person; 
‘‘(II) that relate to a person that is not a 

United States person; 
‘‘(III) that relate to a person that is— 
‘‘(aa) the subject of an authorized national 

security investigation; or 
‘‘(bb) an individual who has been in con-

tact with or otherwise directly linked to the 
subject of an authorized national security in-
vestigation; and 

‘‘(IV) that relate to a person that is not 
known to be the subject of an authorized na-
tional security investigation or to have been 
in contact with or otherwise directly linked 
to the subject of an authorized national se-
curity investigation. 

‘‘(3) UNCLASSIFIED FORM.— 
‘‘(A) IN GENERAL.—Not later than March 1, 

2014, and every 6 months thereafter, the At-
torney General shall submit to the Select 
Committee on Intelligence, the Committee 
on the Judiciary, and the Committee on 
Banking, Housing, and Urban Affairs of the 
Senate and the Permanent Select Committee 
on Intelligence, the Committee on the Judi-
ciary, and the Committee on Financial Serv-
ices of the House of Representatives a report 
fully informing the committees concerning 
the aggregate total of all requests identified 
under paragraph (2) during the applicable pe-
riod. Each report under this subparagraph 
shall be in unclassified form. 

‘‘(B) CONTENTS.—Each report under sub-
paragraph (A) shall include the aggregate 
total of requests— 

‘‘(i) that relate to a United States person; 
‘‘(ii) that relate to a person that is not a 

United States person; 
‘‘(iii) that relate to a person that is— 
‘‘(I) the subject of an authorized national 

security investigation; or 
‘‘(II) an individual who has been in contact 

with or otherwise directly linked to the sub-
ject of an authorized national security inves-
tigation; and 

‘‘(iv) that relate to a person that is not 
known to be the subject of an authorized na-
tional security investigation or to have been 
in contact with or otherwise directly linked 
to the subject of an authorized national se-
curity investigation.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—Section 627 of the Fair Credit Report-
ing Act (15 U.S.C. 1681v) is amended by strik-
ing subsection (f). 
SEC. 9. PUBLIC REPORTING ON THE FOREIGN IN-

TELLIGENCE SURVEILLANCE ACT OF 
1978. 

(a) IN GENERAL.—Title VI of the Foreign 
Intelligence Surveillance Act of 1978 (50 
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U.S.C. 1871) is amended by adding at the end 
the following: 
‘‘SEC. 602. ANNUAL UNCLASSIFIED REPORT. 

‘‘Not later than December 31, 2014, and 
every year thereafter, the Attorney General, 
in consultation with the Director of National 
Intelligence, and with due regard for the pro-
tection of classified information from unau-
thorized disclosure, shall submit to the Com-
mittee on the Judiciary and the Select Com-
mittee on Intelligence of the Senate and the 
Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the 
House of Representatives an unclassified re-
port summarizing how the authorities under 
this Act are used, including the impact of 
the use of the authorities under this Act on 
the privacy of United States persons (as de-
fined in section 101).’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of contents in the first sec-
tion of the Foreign Intelligence Surveillance 
Act of 1978 (50 U.S.C. 1801 et seq.) is amended 
by inserting after the item relating to sec-
tion 601 the following: 
‘‘Sec. 602. Annual unclassified report.’’. 
SEC. 10. AUDITS. 

(a) TANGIBLE THINGS.—Section 106A of the 
USA PATRIOT Improvement and Reauthor-
ization Act of 2005 (Public Law 109–177; 120 
Stat. 200) is amended— 

(1) in subsection (b)— 
(A) in paragraph (1), by inserting ‘‘and cal-

endar years 2010 through 2013’’ after ‘‘2006’’; 
(B) by striking paragraphs (2) and (3); 
(C) by redesignating paragraphs (4) and (5) 

as paragraphs (2) and (3), respectively; and 
(D) in paragraph (3), as so redesignated— 
(i) by striking subparagraph (C) and insert-

ing the following: 
‘‘(C) with respect to calendar years 2010 

through 2013, an examination of the mini-
mization procedures used in relation to or-
ders under section 501 of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1861) and whether the minimization proce-
dures adequately protect the constitutional 
rights of United States persons.’’; and 

(ii) in subparagraph (D), by striking ‘‘(as 
such term is defined in section 3(4) of the Na-
tional Security Act of 1947 (50 U.S.C. 
401a(4)))’’; 

(2) in subsection (c), by adding at the end 
the following: 

‘‘(3) CALENDAR YEARS 2010 AND 2011.—Not 
later than January 1, 2014, the Inspector 
General of the Department of Justice shall 
submit to the Committee on the Judiciary 
and the Select Committee on Intelligence of 
the Senate and the Committee on the Judici-
ary and the Permanent Select Committee on 
Intelligence of the House of Representatives 
a report containing the results of the audit 
conducted under subsection (a) for calendar 
years 2010 and 2011. 

‘‘(4) CALENDAR YEARS 2012 AND 2013.—Not 
later than January 1, 2015, the Inspector 
General of the Department of Justice shall 
submit to the Committee on the Judiciary 
and the Select Committee on Intelligence of 
the Senate and the Committee on the Judici-
ary and the Permanent Select Committee on 
Intelligence of the House of Representatives 
a report containing the results of the audit 
conducted under subsection (a) for calendar 
years 2012 and 2013.’’; 

(3) by redesignating subsections (d) and (e) 
as subsections (e) and (f), respectively; 

(4) by inserting after subsection (c) the fol-
lowing: 

‘‘(d) INTELLIGENCE ASSESSMENT.— 
‘‘(1) IN GENERAL.—For the period beginning 

on January 1, 2010 and ending on December 
31, 2013, the Inspector General of each ele-
ment of the intelligence community outside 
of the Department of Justice that used infor-
mation acquired under title V of the Foreign 

Intelligence Surveillance Act of 1978 (50 
U.S.C. 1861 et seq.) in the intelligence activi-
ties of the element of the intelligence com-
munity shall— 

‘‘(A) assess the importance of the informa-
tion to the intelligence activities of the ele-
ment of the intelligence community; 

‘‘(B) examine the manner in which that in-
formation was collected, retained, analyzed, 
and disseminated by the element of the in-
telligence community; 

‘‘(C) describe any noteworthy facts or cir-
cumstances relating to orders under title V 
of the Foreign Intelligence Surveillance Act 
of 1978 as the orders relate to the element of 
the intelligence community; and 

‘‘(D) examine any minimization procedures 
used by the element of the intelligence com-
munity under title V of the Foreign Intel-
ligence Surveillance Act of 1978 and whether 
the minimization procedures adequately pro-
tect the constitutional rights of United 
States persons. 

‘‘(2) SUBMISSION DATES FOR ASSESSMENT.— 
‘‘(A) CALENDAR YEARS 2010 AND 2011.—Not 

later than January 1, 2014, the Inspector 
General of each element of the intelligence 
community that conducts an assessment 
under this subsection shall submit to the 
Committee on the Judiciary and the Select 
Committee on Intelligence of the Senate and 
the Committee on the Judiciary and the Per-
manent Select Committee on Intelligence of 
the House of Representative a report con-
taining the results of the assessment for cal-
endar years 2010 and 2011. 

‘‘(B) CALENDAR YEARS 2012 AND 2013.—Not 
later than January 1, 2015, the Inspector 
General of each element of the intelligence 
community that conducts an assessment 
under this subsection shall submit to the 
Committee on the Judiciary and the Select 
Committee on Intelligence of the Senate and 
the Committee on the Judiciary and the Per-
manent Select Committee on Intelligence of 
the House of Representatives a report con-
taining the results of the assessment for cal-
endar years 2012 and 2013.’’; 

(5) in subsection (e), as redesignated by 
paragraph (3)— 

(A) in paragraph (1)— 
(i) by striking ‘‘a report under subsection 

(c)(1) or (c)(2)’’ and inserting ‘‘any report 
under subsection (c) or (d)’’; and 

(ii) by inserting ‘‘and any Inspector Gen-
eral of an element of the intelligence com-
munity that submits a report under this sec-
tion’’ after ‘‘Justice’’; and 

(B) in paragraph (2), by striking ‘‘the re-
ports submitted under subsection (c)(1) and 
(c)(2)’’ and inserting ‘‘any report submitted 
under subsection (c) or (d)’’; 

(6) in subsection (f), as redesignated by 
paragraph (3)— 

(A) by striking ‘‘The reports submitted 
under subsections (c)(1) and (c)(2)’’ and in-
serting ‘‘Each report submitted under sub-
section (c)’’; and 

(B) by striking ‘‘subsection (d)(2)’’ and in-
serting ‘‘subsection (e)(2)’’; and 

(7) by adding at the end the following: 
‘‘(g) DEFINITIONS.—In this section— 
‘‘(1) the term ‘intelligence community’ has 

the meaning given that term in section 3 of 
the National Security Act of 1947 (50 U.S.C. 
3003); and 

‘‘(2) the term ‘United States person’ has 
the meaning given that term in section 101 of 
the Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1801).’’. 

(b) NATIONAL SECURITY LETTERS.—Section 
119 of the USA PATRIOT Improvement and 
Reauthorization Act of 2005 (Public Law 109– 
177; 120 Stat. 219) is amended— 

(1) in subsection (b)— 
(A) in paragraph (1), by inserting ‘‘and cal-

endar years 2010 through 2013’’ after ‘‘2006’’; 
and 

(B) in paragraph (3)(C), by striking ‘‘(as 
such term is defined in section 3(4) of the Na-
tional Security Act of 1947 (50 U.S.C. 
401a(4)))’’; 

(2) in subsection (c), by adding at the end 
the following: 

‘‘(3) CALENDAR YEARS 2010 AND 2011.—Not 
later than January 1, 2014, the Inspector 
General of the Department of Justice shall 
submit to the Committee on the Judiciary 
and the Permanent Select Committee on In-
telligence of the House of Representatives 
and the Committee on the Judiciary and the 
Select Committee on Intelligence of the Sen-
ate a report containing the results of the 
audit conducted under subsection (a) for cal-
endar years 2010 and 2011. 

‘‘(4) CALENDAR YEARS 2012 AND 2013.—Not 
later than January 1, 2015, the Inspector 
General of the Department of Justice shall 
submit to the Committee on the Judiciary 
and the Permanent Select Committee on In-
telligence of the House of Representatives 
and the Committee on the Judiciary and the 
Select Committee on Intelligence of the Sen-
ate a report containing the results of the 
audit conducted under subsection (a) for cal-
endar years 2012 and 2013.’’; 

(3) by striking subsection (g) and inserting 
the following: 

‘‘(h) DEFINITIONS.—In this section— 
‘‘(1) the term ‘intelligence community’ has 

the meaning given that term in section 3 of 
the National Security Act of 1947 (50 U.S.C. 
3003); 

‘‘(2) the term ‘national security letter’ 
means a request for information under— 

‘‘(A) section 2709(a) of title 18, United 
States Code (to access certain communica-
tion service provider records); 

‘‘(B) section 1114(a)(5)(A) of the Right to 
Financial Privacy Act of 1978 (12 U.S.C. 
3414(a)(5)(A)) (to obtain financial institution 
customer records); 

‘‘(C) section 802 of the National Security 
Act of 1947 (50 U.S.C. 3162) (to obtain finan-
cial information, records, and consumer re-
ports); 

‘‘(D) section 626 of the Fair Credit Report-
ing Act (15 U.S.C. 1681u) (to obtain certain fi-
nancial information and consumer reports); 
or 

‘‘(E) section 627 of the Fair Credit Report-
ing Act (15 U.S.C. 1681v) (to obtain credit 
agency consumer records for counterter-
rorism investigations); and 

‘‘(3) the term ‘United States person’ has 
the meaning given that term in section 101 of 
the Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1801).’’; 

(4) by redesignating subsections (d), (e), 
and (f) as subsections (e), (f), and (g), respec-
tively; 

(5) by inserting after subsection (c) the fol-
lowing: 

‘‘(d) INTELLIGENCE ASSESSMENT.— 
‘‘(1) IN GENERAL.—For the period beginning 

on January 1, 2010 and ending on December 
31, 2013, the Inspector General of each ele-
ment of the intelligence community outside 
of the Department of Justice that issued na-
tional security letters in the intelligence ac-
tivities of the element of the intelligence 
community shall— 

‘‘(A) examine the use of national security 
letters by the element of the intelligence 
community during the period; 

‘‘(B) describe any noteworthy facts or cir-
cumstances relating to the use of national 
security letters by the element of the intel-
ligence community, including any improper 
or illegal use of such authority; 

‘‘(C) assess the importance of information 
received under the national security letters 
to the intelligence activities of the element 
of the intelligence community; and 

‘‘(D) examine the manner in which infor-
mation received under the national security 
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letters was collected, retained, analyzed, and 
disseminated. 

‘‘(2) SUBMISSION DATES FOR ASSESSMENT.— 
‘‘(A) CALENDAR YEARS 2010 AND 2011.—Not 

later than January 1, 2014, the Inspector 
General of each element of the intelligence 
community that conducts an assessment 
under this subsection shall submit to the 
Committee on the Judiciary and the Select 
Committee on Intelligence of the Senate and 
the Committee on the Judiciary and the Per-
manent Select Committee on Intelligence of 
the House of Representatives a report con-
taining the results of the assessment for cal-
endar years 2010 and 2011. 

‘‘(B) CALENDAR YEARS 2012 AND 2013.—Not 
later than January 1, 2015, the Inspector 
General of any element of the intelligence 
community that conducts an assessment 
under this subsection shall submit to the 
Committee on the Judiciary and the Select 
Committee on Intelligence of the Senate and 
the Committee on the Judiciary and the Per-
manent Select Committee on Intelligence of 
the House of Representatives a report con-
taining the results of the assessment for cal-
endar years 2012 and 2013.’’; 

(6) in subsection (e), as redesignated by 
paragraph (4)— 

(A) in paragraph (1)— 
(i) by striking ‘‘a report under subsection 

(c)(1) or (c)(2)’’ and inserting ‘‘any report 
under subsection (c) or (d)’’; and 

(ii) by inserting ‘‘and any Inspector Gen-
eral of an element of the intelligence com-
munity that submits a report under this sec-
tion’’ after ‘‘Justice’’; and 

(B) in paragraph (2), by striking ‘‘the re-
ports submitted under subsection (c)(1) or 
(c)(2)’’ and inserting ‘‘any report submitted 
under subsection (c) or (d)’’; and 

(7) in subsection (f), as redesignated by 
paragraph (4)— 

(A) by striking ‘‘The reports submitted 
under subsections (c)(1) or (c)(2)’’ and insert-
ing ‘‘Each report submitted under subsection 
(c)’’; and 

(B) by striking ‘‘subsection (d)(2)’’ and in-
serting ‘‘subsection (e)(2)’’. 

(c) PEN REGISTERS AND TRAP AND TRACE 
DEVICES.— 

(1) AUDITS.—The Inspector General of the 
Department of Justice shall perform com-
prehensive audits of the effectiveness and 
use, including any improper or illegal use, of 
pen registers and trap and trace devices 
under title IV of the Foreign Intelligence 
Surveillance Act of 1978 (50 U.S.C. 1841 et 
seq.) during the period beginning on January 
1, 2010 and ending on December 31, 2013. 

(2) REQUIREMENTS.—The audits required 
under paragraph (1) shall include— 

(A) an examination of the use of pen reg-
isters and trap and trace devices under title 
IV of the Foreign Intelligence Surveillance 
Act of 1978 for calendar years 2010 through 
2013; 

(B) an examination of the installation and 
use of a pen register or trap and trace device 
on emergency bases under section 403 of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1843); 

(C) any noteworthy facts or circumstances 
relating to the use of a pen register or trap 
and trace device under title IV of the For-
eign Intelligence Surveillance Act of 1978, in-
cluding any improper or illegal use of the au-
thority provided under that title; and 

(D) an examination of the effectiveness of 
the authority under title IV of the Foreign 
Intelligence Surveillance Act of 1978 as an 
investigative tool, including— 

(i) the importance of the information ac-
quired to the intelligence activities of the 
Federal Bureau of Investigation; 

(ii) the manner in which the information is 
collected, retained, analyzed, and dissemi-
nated by the Federal Bureau of Investiga-

tion, including any direct access to the infor-
mation provided to any other department, 
agency, or instrumentality of Federal, State, 
local, or tribal governments or any private 
sector entity; 

(iii) with respect to calendar years 2012 and 
2013, an examination of the minimization 
procedures of the Federal Bureau of Inves-
tigation used in relation to pen registers and 
trap and trace devices under title IV of the 
Foreign Intelligence Surveillance Act of 1978 
and whether the minimization procedures 
adequately protect the constitutional rights 
of United States persons; 

(iv) whether, and how often, the Federal 
Bureau of Investigation used information ac-
quired under a pen register or trap and trace 
device under title IV of the Foreign Intel-
ligence Surveillance Act of 1978 to produce 
an analytical intelligence product for dis-
tribution within the Federal Bureau of In-
vestigation, to the intelligence community, 
or to another department, agency, or instru-
mentality of Federal, State, local, or tribal 
governments; and 

(v) whether, and how often, the Federal 
Bureau of Investigation provided informa-
tion acquired under a pen register or trap 
and trace device under title IV of the For-
eign Intelligence Surveillance Act of 1978 to 
law enforcement authorities for use in crimi-
nal proceedings. 

(3) SUBMISSION DATES.— 
(A) CALENDAR YEARS 2010 AND 2011.—Not 

later than January 1, 2014, the Inspector 
General of the Department of Justice shall 
submit to the Committee on the Judiciary 
and the Select Committee on Intelligence of 
the Senate and the Committee on the Judici-
ary and the Permanent Select Committee on 
Intelligence of the House of Representatives 
a report containing the results of the audits 
conducted under paragraph (1) for calendar 
years 2010 and 2011. 

(B) CALENDAR YEARS 2012 AND 2013.—Not 
later than January 1, 2015, the Inspector 
General of the Department of Justice shall 
submit to the Committee on the Judiciary 
and the Select Committee on Intelligence of 
the Senate and the Committee on the Judici-
ary and the Permanent Select Committee on 
Intelligence of the House of Representatives 
a report containing the results of the audits 
conducted under paragraph (1) for calendar 
years 2012 and 2013. 

(4) INTELLIGENCE ASSESSMENT.— 
(A) IN GENERAL.—For the period beginning 

January 1, 2010 and ending on December 31, 
2013, the Inspector General of any element of 
the intelligence community outside of the 
Department of Justice that used information 
acquired under a pen register or trap and 
trace device under title IV of the Foreign In-
telligence Surveillance Act of 1978 in the in-
telligence activities of the element of the in-
telligence community shall— 

(i) assess the importance of the informa-
tion to the intelligence activities of the ele-
ment of the intelligence community; 

(ii) examine the manner in which the infor-
mation was collected, retained, analyzed, 
and disseminated; 

(iii) describe any noteworthy facts or cir-
cumstances relating to orders under title IV 
of the Foreign Intelligence Surveillance Act 
of 1978 as the orders relate to the element of 
the intelligence community; and 

(iv) examine any minimization procedures 
used by the element of the intelligence com-
munity in relation to pen registers and trap 
and trace devices under title IV of the For-
eign Intelligence Surveillance Act of 1978 
and whether the minimization procedures 
adequately protect the constitutional rights 
of United States persons. 

(B) SUBMISSION DATES FOR ASSESSMENT.— 
(i) CALENDAR YEARS 2010 AND 2011.—Not later 

than January 1, 2014, the Inspector General 

of each element of the intelligence commu-
nity that conducts an assessment under this 
paragraph shall submit to the Committee on 
the Judiciary and the Select Committee on 
Intelligence of the Senate and the Com-
mittee on the Judiciary and the Permanent 
Select Committee on Intelligence of the 
House of Representative a report containing 
the results of the assessment for calendar 
years 2010 and 2011. 

(ii) CALENDAR YEARS 2012 AND 2013.—Not 
later than January 1, 2015, the Inspector 
General of each element of the intelligence 
community that conducts an assessment 
under this paragraph shall submit to the 
Committee on the Judiciary and the Select 
Committee on Intelligence of the Senate and 
the Committee on the Judiciary and the Per-
manent Select Committee on Intelligence of 
the House of Representative a report con-
taining the results of the assessment for cal-
endar years 2012 and 2013. 

(5) PRIOR NOTICE TO ATTORNEY GENERAL AND 
DIRECTOR OF NATIONAL INTELLIGENCE; COM-
MENTS.— 

(A) NOTICE.—Not later than 30 days before 
the submission of any report under para-
graph (3) or (4), the Inspector General of the 
Department of Justice and any Inspector 
General of an element of the intelligence 
community that submits a report under this 
subsection shall provide the report to the At-
torney General and the Director of National 
Intelligence. 

(B) COMMENTS.—The Attorney General or 
the Director of National Intelligence may 
provide such comments to be included in any 
report submitted under paragraph (3) or (4) 
as the Attorney General or the Director of 
National Intelligence may consider nec-
essary. 

(6) UNCLASSIFIED FORM.—Each report sub-
mitted under paragraph (3) and any com-
ments included in that report under para-
graph (5)(B) shall be in unclassified form, but 
may include a classified annex. 

(d) DEFINITIONS.—In this section— 
(1) the terms ‘‘Attorney General’’, ‘‘foreign 

intelligence information’’, and ‘‘United 
States person’’ have the meanings given 
those terms in section 101 of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1801); 

(2) the term ‘‘intelligence community’’ has 
the meaning given that term in section 3 of 
the National Security Act of 1947 (50 U.S.C. 
3003); 

(3) the term ‘‘minimization procedures’’ 
has the meaning given that term in section 
401 of the Foreign Intelligence Surveillance 
Act of 1978 (50 U.S.C. 1841), as amended by 
this Act; and 

(4) the terms ‘‘pen register’’ and ‘‘trap and 
trace device’’ have the meanings given those 
terms in section 3127 of title 18, United 
States Code. 
SEC. 11. DELAYED NOTICE SEARCH WARRANTS. 

Section 3103a(b)(3) of title 18, United States 
Code, is amended by striking ‘‘30 days’’ and 
inserting ‘‘7 days’’. 
SEC. 12. INSPECTOR GENERAL REVIEWS. 

(a) AGENCY ASSESSMENTS.—Section 702(l)(2) 
of the Foreign Intelligence Surveillance Act 
of 1978 (50 U.S.C. 1881a(l)(2)) is amended— 

(1) in the matter preceding subparagraph 
(A), by striking ‘‘authorized to acquire for-
eign intelligence information under sub-
section (a)’’ and inserting ‘‘with targeting or 
minimization procedures approved under 
this section’’; 

(2) in subparagraph (C), by inserting 
‘‘United States persons or’’ after ‘‘later de-
termined to be’’; and 

(3) in subparagraph (D)— 
(A) in the matter preceding clause (i), by 

striking ‘‘such review’’ and inserting ‘‘review 
conducted under this paragraph’’; 
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(B) in clause (ii), by striking ‘‘and’’ at the 

end; 
(C) by redesignating clause (iii) as clause 

(iv); and 
(D) by inserting after clause (ii), the fol-

lowing: 
‘‘(iii) the Inspector General of the Intel-

ligence Community; and’’. 
(b) INSPECTOR GENERAL OF THE INTEL-

LIGENCE COMMUNITY REVIEW.—Section 702(l) 
of the Foreign Intelligence Surveillance Act 
of 1978 (50 U.S.C. 1881a(l)) is amended— 

(1) by redesignating paragraph (3) as para-
graph (4); and 

(2) by inserting after paragraph (2) the fol-
lowing: 

‘‘(3) INSPECTOR GENERAL OF THE INTEL-
LIGENCE COMMUNITY REVIEW.— 

‘‘(A) IN GENERAL.—The Inspector General 
of the Intelligence Community is authorized 
to review the acquisition, use, and dissemi-
nation of information acquired under sub-
section (a) in order to review compliance 
with the targeting and minimization proce-
dures adopted in accordance with sub-
sections (d) and (e) and the guidelines adopt-
ed in accordance with subsection (f), and in 
order to conduct the review required under 
subparagraph (B). 

‘‘(B) MANDATORY REVIEW.—The Inspector 
General of the Intelligence Community shall 
review the procedures and guidelines devel-
oped by the intelligence community to im-
plement this section, with respect to the pro-
tection of the privacy rights of United States 
persons, including— 

‘‘(i) an evaluation of the limitations out-
lined in subsection (b), the procedures ap-
proved in accordance with subsections (d) 
and (e), and the guidelines adopted in accord-
ance with subsection (f), with respect to the 
protection of the privacy rights of United 
States persons; and 

‘‘(ii) an evaluation of the circumstances 
under which the contents of communications 
acquired under subsection (a) may be 
searched in order to review the communica-
tions of particular United States persons. 

‘‘(C) CONSIDERATION OF OTHER REVIEWS AND 
ASSESSMENTS.—In conducting a review under 
subparagraph (B), the Inspector General of 
the Intelligence Community should take 
into consideration, to the extent relevant 
and appropriate, any reviews or assessments 
that have been completed or are being under-
taken under this section. 

‘‘(D) REPORT.—Not later than December 31, 
2014, the Inspector General of the Intel-
ligence Community shall submit a report re-
garding the reviews conducted under this 
paragraph to— 

‘‘(i) the Attorney General; 
‘‘(ii) the Director of National Intelligence; 

and 
‘‘(iii) consistent with the Rules of the 

House of Representatives, the Standing 
Rules of the Senate, and Senate Resolution 
400 of the 94th Congress or any successor 
Senate resolution— 

‘‘(I) the congressional intelligence commit-
tees; and 

‘‘(II) the Committee on the Judiciary of 
the Senate and the Committee on the Judici-
ary of the House of Representatives. 

‘‘(E) PUBLIC REPORTING OF FINDINGS AND 
CONCLUSIONS.—In a manner consistent with 
the protection of the national security of the 
United States, and in unclassified form, the 
Inspector General of the Intelligence Com-
munity shall make publicly available a sum-
mary of the findings and conclusions of the 
review conducted under subparagraph (B).’’. 

(c) ANNUAL REVIEWS.—Section 702(l)(4)(A) 
of the Foreign Intelligence Surveillance Act 
of 1978 (50 U.S.C. 1881a(l)(4)(A)), as redesig-
nated by subsection (b)(1), is amended— 

(1) in the matter preceding clause (i)— 
(A) in the first sentence— 

(i) by striking ‘‘conducting an acquisition 
authorized under subsection (a)’’ and insert-
ing ‘‘with targeting or minimization proce-
dures approved under this section’’; and 

(ii) by striking ‘‘the acquisition’’ and in-
serting ‘‘acquisitions under subsection (a)’’; 
and 

(B) in the second sentence, by striking 
‘‘The annual review’’ and inserting ‘‘As ap-
plicable, the annual review’’; and 

(2) in clause (iii), by inserting ‘‘United 
States persons or’’ after ‘‘later determined 
to be’’ 
SEC. 13. ELECTRONIC SURVEILLANCE. 

Section 105(c)(1)(A) of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1805(c)(1)(A)) is amended by inserting ‘‘with 
particularity’’ after ‘‘description’’. 
SEC. 14. SEVERABILITY. 

If any provision of this Act or an amend-
ment made by this Act, or the application of 
the provision to any person or circumstance, 
is held to be unconstitutional, the remainder 
of this Act and the amendments made by 
this Act, and the application of the provi-
sions of this Act and the amendments made 
by this Act to any other person or cir-
cumstance, shall not be affected thereby. 
SEC. 15. OFFSET. 

Of the unobligated balances available in 
the Department of Justice Assets Forfeiture 
Fund established under section 524(c)(1) of 
title 28, United States Code, $5,000,000 are 
permanently rescinded and shall be returned 
to the general fund of the Treasury. 
SEC. 16. EFFECTIVE DATE. 

The amendments made by sections 3, 4, 5, 
6, 7, and 11 shall take effect on the date that 
is 120 days after the date of enactment of 
this Act. 

f 

SUBMITTED RESOLUTIONS 

SENATE RESOLUTION 183—COM-
MEMORATING THE RE-
LAUNCHING OF THE 172-YEAR- 
OLD CHARLES W. MORGAN BY 
MYSTIC SEAPORT: THE MUSEUM 
OF AMERICA AND THE SEA 

Mr. BLUMENTHAL (for himself and 
Mr. MURPHY) submitted the following 
resolution; which was referred to the 
Committee on the Judiciary: 

Whereas the Charles W. Morgan (referred to 
in this preamble as the ‘‘Morgan’’) was built 
and launched from New Bedford, Massachu-
setts, in 1841; 

Whereas the Morgan is a National Historic 
Landmark vessel, the only remaining wood-
en whaleship in the world, and the oldest 
commercial vessel in the United States; 

Whereas the Morgan and similar vessels 
were the economic backbone of New England 
for 200 years; 

Whereas the Morgan has served as a living 
artifact and a testament to the ingenuity, 
risk, and entrepreneurship of the United 
States since the vessel retired from the 
whaling industry in 1921; 

Whereas the Morgan has completed a 5- 
year, multi-million dollar restoration at the 
Preservation Shipyard of Mystic Seaport: 
The Museum of America and the Sea and will 
be relaunched on July 21, 2013; 

Whereas the Morgan will embark on a cere-
monial 38th voyage in June 2014, serving as 
‘‘Ambassador’’ to the world’s whales and to 
the world’s whaling heritage; 

Whereas the 38th voyage of the Morgan will 
rekindle the spirit of exploration and dis-
covery of people throughout the world; 

Whereas individuals and organizations 
from 22 States have contributed materials 

and expertise to the restoration and 38th 
voyage of the Morgan; and 

Whereas the new mission of the Morgan 
will be devoted to history, education, 
science, and ocean awareness: Now, there-
fore, be it 

Resolved, That the Senate— 
(1) commemorates the relaunching of the 

whaleship Charles W. Morgan and commends 
the staff, volunteers, and trustees of Mystic 
Seaport: The Museum of America and the 
Sea for their efforts to preserve and protect 
the maritime heritage of the United States; 

(2) supports the plan of Mystic Seaport: 
The Museum of America and the Sea to rein-
terpret the Charles W. Morgan as a vessel of 
scientific and educational exploration whose 
cargo is knowledge and whose mission is to 
promote awareness of the maritime heritage 
of the United States and the conservation of 
the species the Morgan hunted; and 

(3) recognizes the Charles W. Morgan as the 
‘‘Ambassador to the Whales’’, dedicated to 
advancing public understanding of species 
conservation. 

f 

SENATE RESOLUTION 184—RECOG-
NIZING REFUGEE WOMEN AND 
GIRLS ON WORLD REFUGEE DAY 
Mrs. BOXER (for herself, Ms. LAN-

DRIEU, Ms. KLOBUCHAR, Mrs. GILLI-
BRAND, Mr. CARDIN, Mrs. MURRAY, Mrs. 
SHAHEEN, Ms. MIKULSKI, Ms. WARREN, 
Ms. HIRONO, Mrs. FEINSTEIN, Ms. 
HEITKAMP, and Ms. STABENOW) sub-
mitted the following resolution; which 
was considered and agreed to: 

S. RES. 184 

Whereas June 20 was established by the 
United Nations as World Refugee Day, a 
global day to honor the courage, strength, 
and determination of women, men, and chil-
dren who are forced to flee their homes 
under threat of conflict, violence, and perse-
cution; 

Whereas, according to the Office of the 
United Nations High Commissioner for Refu-
gees (in this preamble referred to as the 
‘‘UNHCR’’), there are more than 43,000,000 
displaced people worldwide, including more 
than 15,000,000 refugees; 

Whereas, according to the UNHCR, women 
and girls make up at least 50 percent of any 
refugee population; 

Whereas refugee women and girls work 
every day, often under the most difficult cir-
cumstances, to care for their families, im-
prove their prospects and build a better fu-
ture; 

Whereas refugee women and girls are often 
at greater risk of sexual violence and exploi-
tation, forced or early marriage, human traf-
ficking, and other forms of gender-based vio-
lence; 

Whereas refugee women and girls face bar-
riers in accessing education, healthcare, and 
economic opportunities in countries of asy-
lum; 

Whereas, according to the UNHCR, more 
than 1,600,000 refugees, 3⁄4 of which are 
women and children, have fled the ongoing 
violence in Syria; 

Whereas, according to the UNHCR, an esti-
mated 2,700,000 people in the Democratic Re-
public of the Congo have been displaced, and 
an additional nearly 500,000 Congolese refu-
gees have crossed the border into neigh-
boring countries; 

Whereas refugee women and girls are fre-
quently victims of gender-based violence as 
their displaced status puts them at greater 
risk, coupled with intense social and cultural 
stigmas that make actual statistics ex-
tremely difficult to compile because under-
reporting is endemic; 
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