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generation of cyber-prepared warriors 
for our country is at the heart of what 
the gentlewoman is trying to do, to en-
able universities and others to develop 
these kinds of programs that support 
students who, in return for some sup-
port for their education, will come to 
work for us. That will get us the next 
level of individuals, and it will begin 
the process of training those individ-
uals, which we will need. 

So this is, again, another important 
piece of our overall successful approach 
to trying to create cybersecurity. 

I urge all of the Members to join me 
in supporting this bill, and I yield back 
the balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Pennsylvania (Mr. 
MEEHAN) that the House suspend the 
rules and concur in the Senate amend-
ment to the bill, H.R. 2952. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the Senate 
amendment was concurred in. 

A motion to reconsider was laid on 
the table. 

f 

NATIONAL CYBERSECURITY 
PROTECTION ACT OF 2014 

Mr. MCCAUL. Mr. Speaker, I move to 
suspend the rules and pass the bill (S. 
2519) to codify an existing operations 
center for cybersecurity. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

S. 2519 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘National Cy-
bersecurity Protection Act of 2014’’. 
SEC. 2. DEFINITIONS. 

In this Act— 
(1) the term ‘‘Center’’ means the national 

cybersecurity and communications integra-
tion center under section 226 of the Home-
land Security Act of 2002, as added by section 
3; 

(2) the term ‘‘critical infrastructure’’ has 
the meaning given that term in section 2 of 
the Homeland Security Act of 2002 (6 U.S.C. 
101); 

(3) the term ‘‘cybersecurity risk’’ has the 
meaning given that term in section 226 of the 
Homeland Security Act of 2002, as added by 
section 3; 

(4) the term ‘‘information sharing and 
analysis organization’’ has the meaning 
given that term in section 212(5) of the 
Homeland Security Act of 2002 (6 U.S.C. 
131(5)); 

(5) the term ‘‘information system’’ has the 
meaning given that term in section 3502(8) of 
title 44, United States Code; and 

(6) the term ‘‘Secretary’’ means the Sec-
retary of Homeland Security. 
SEC. 3. NATIONAL CYBERSECURITY AND COMMU-

NICATIONS INTEGRATION CENTER. 
(a) IN GENERAL.—Subtitle C of title II of 

the Homeland Security Act of 2002 (6 U.S.C. 
141 et seq.) is amended by adding at the end 
the following: 
‘‘SEC. 226. NATIONAL CYBERSECURITY AND COM-

MUNICATIONS INTEGRATION CEN-
TER. 

‘‘(a) DEFINITIONS.—In this section— 

‘‘(1) the term ‘cybersecurity risk’ means 
threats to and vulnerabilities of information 
or information systems and any related con-
sequences caused by or resulting from unau-
thorized access, use, disclosure, degradation, 
disruption, modification, or destruction of 
information or information systems, includ-
ing such related consequences caused by an 
act of terrorism; 

‘‘(2) the term ‘incident’ means an occur-
rence that— 

‘‘(A) actually or imminently jeopardizes, 
without lawful authority, the integrity, con-
fidentiality, or availability of information 
on an information system; or 

‘‘(B) constitutes a violation or imminent 
threat of violation of law, security policies, 
security procedures, or acceptable use poli-
cies; 

‘‘(3) the term ‘information sharing and 
analysis organization’ has the meaning given 
that term in section 212(5); and 

‘‘(4) the term ‘information system’ has the 
meaning given that term in section 3502(8) of 
title 44, United States Code. 

‘‘(b) CENTER.—There is in the Department 
a national cybersecurity and communica-
tions integration center (referred to in this 
section as the ‘Center’) to carry out certain 
responsibilities of the Under Secretary ap-
pointed under section 103(a)(1)(H). 

‘‘(c) FUNCTIONS.—The cybersecurity func-
tions of the Center shall include— 

‘‘(1) being a Federal civilian interface for 
the multi-directional and cross-sector shar-
ing of information related to cybersecurity 
risks, incidents, analysis, and warnings for 
Federal and non-Federal entities; 

‘‘(2) providing shared situational awareness 
to enable real-time, integrated, and oper-
ational actions across the Federal Govern-
ment and non-Federal entities to address cy-
bersecurity risks and incidents to Federal 
and non-Federal entities; 

‘‘(3) coordinating the sharing of informa-
tion related to cybersecurity risks and inci-
dents across the Federal Government; 

‘‘(4) facilitating cross-sector coordination 
to address cybersecurity risks and incidents, 
including cybersecurity risks and incidents 
that may be related or could have con-
sequential impacts across multiple sectors; 

‘‘(5)(A) conducting integration and anal-
ysis, including cross-sector integration and 
analysis, of cybersecurity risks and inci-
dents; and 

‘‘(B) sharing the analysis conducted under 
subparagraph (A) with Federal and non-Fed-
eral entities; 

‘‘(6) upon request, providing timely tech-
nical assistance, risk management support, 
and incident response capabilities to Federal 
and non-Federal entities with respect to cy-
bersecurity risks and incidents, which may 
include attribution, mitigation, and remedi-
ation; and 

‘‘(7) providing information and rec-
ommendations on security and resilience 
measures to Federal and non-Federal enti-
ties, including information and recommenda-
tions to— 

‘‘(A) facilitate information security; and 
‘‘(B) strengthen information systems 

against cybersecurity risks and incidents. 
‘‘(d) COMPOSITION.— 
‘‘(1) IN GENERAL.—The Center shall be com-

posed of— 
‘‘(A) appropriate representatives of Federal 

entities, such as— 
‘‘(i) sector-specific agencies; 
‘‘(ii) civilian and law enforcement agen-

cies; and 
‘‘(iii) elements of the intelligence commu-

nity, as that term is defined under section 
3(4) of the National Security Act of 1947 (50 
U.S.C. 3003(4)); 

‘‘(B) appropriate representatives of non- 
Federal entities, such as— 

‘‘(i) State and local governments; 
‘‘(ii) information sharing and analysis or-

ganizations; and 
‘‘(iii) owners and operators of critical in-

formation systems; 
‘‘(C) components within the Center that 

carry out cybersecurity and communications 
activities; 

‘‘(D) a designated Federal official for oper-
ational coordination with and across each 
sector; and 

‘‘(E) other appropriate representatives or 
entities, as determined by the Secretary. 

‘‘(2) INCIDENTS.—In the event of an inci-
dent, during exigent circumstances the Sec-
retary may grant a Federal or non-Federal 
entity immediate temporary access to the 
Center. 

‘‘(e) PRINCIPLES.—In carrying out the func-
tions under subsection (c), the Center shall 
ensure— 

‘‘(1) to the extent practicable, that— 
‘‘(A) timely, actionable, and relevant infor-

mation related to cybersecurity risks, inci-
dents, and analysis is shared; 

‘‘(B) when appropriate, information related 
to cybersecurity risks, incidents, and anal-
ysis is integrated with other relevant infor-
mation and tailored to the specific charac-
teristics of a sector; 

‘‘(C) activities are prioritized and con-
ducted based on the level of risk; 

‘‘(D) industry sector-specific, academic, 
and national laboratory expertise is sought 
and receives appropriate consideration; 

‘‘(E) continuous, collaborative, and inclu-
sive coordination occurs— 

‘‘(i) across sectors; and 
‘‘(ii) with— 
‘‘(I) sector coordinating councils; 
‘‘(II) information sharing and analysis or-

ganizations; and 
‘‘(III) other appropriate non-Federal part-

ners; 
‘‘(F) as appropriate, the Center works to 

develop and use mechanisms for sharing in-
formation related to cybersecurity risks and 
incidents that are technology-neutral, inter-
operable, real-time, cost-effective, and resil-
ient; and 

‘‘(G) the Center works with other agencies 
to reduce unnecessarily duplicative sharing 
of information related to cybersecurity risks 
and incidents; 

‘‘(2) that information related to cybersecu-
rity risks and incidents is appropriately safe-
guarded against unauthorized access; and 

‘‘(3) that activities conducted by the Cen-
ter comply with all policies, regulations, and 
laws that protect the privacy and civil lib-
erties of United States persons. 

‘‘(f) NO RIGHT OR BENEFIT.— 
‘‘(1) IN GENERAL.—The provision of assist-

ance or information to, and inclusion in the 
Center of, governmental or private entities 
under this section shall be at the sole and 
unreviewable discretion of the Under Sec-
retary appointed under section 103(a)(1)(H). 

‘‘(2) CERTAIN ASSISTANCE OR INFORMATION.— 
The provision of certain assistance or infor-
mation to, or inclusion in the Center of, one 
governmental or private entity pursuant to 
this section shall not create a right or ben-
efit, substantive or procedural, to similar as-
sistance or information for any other gov-
ernmental or private entity.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of contents in section 1(b) 
of the Homeland Security Act of 2002 (6 
U.S.C. 101 note) is amended by inserting 
after the item relating to section 225 the fol-
lowing: 

‘‘Sec. 226. National cybersecurity and com-
munications integration cen-
ter.’’. 
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SEC. 4. RECOMMENDATIONS REGARDING NEW 

AGREEMENTS. 
(a) IN GENERAL.—Not later than 180 days 

after the date of enactment of this Act, the 
Secretary shall submit recommendations on 
how to expedite the implementation of infor-
mation-sharing agreements for cybersecu-
rity purposes between the Center and non- 
Federal entities (referred to in this section 
as ‘‘cybersecurity information-sharing 
agreements’’) to— 

(1) the Committee on Homeland Security 
and Governmental Affairs and the Com-
mittee on the Judiciary of the Senate; and 

(2) the Committee on Homeland Security 
and the Committee on the Judiciary of the 
House of Representatives. 

(b) CONTENTS.—In submitting recommenda-
tions under subsection (a), the Secretary 
shall— 

(1) address the development and utilization 
of a scalable form that retains all privacy 
and other protections in cybersecurity infor-
mation-sharing agreements that are in effect 
as of the date on which the Secretary sub-
mits the recommendations, including Coop-
erative Research and Development Agree-
ments; and 

(2) include in the recommendations any ad-
ditional authorities or resources that may be 
needed to carry out the implementation of 
any new cybersecurity information-sharing 
agreements. 
SEC. 5. ANNUAL REPORT. 

Not later than 1 year after the date of en-
actment of this Act, and every year there-
after for 3 years, the Secretary shall submit 
to the Committee on Homeland Security and 
Governmental Affairs and the Committee on 
the Judiciary of the Senate, the Committee 
on Homeland Security and the Committee on 
the Judiciary of the House of Representa-
tives, and the Comptroller General of the 
United States a report on the Center, which 
shall include— 

(a) information on the Center, including— 
(1) an assessment of the capability and ca-

pacity of the Center to carry out its cyberse-
curity mission under this Act; 

(2) the number of representatives from 
non-Federal entities that are participating 
in the Center, including the number of rep-
resentatives from States, nonprofit organiza-
tions, and private sector entities, respec-
tively; 

(3) the number of requests from non-Fed-
eral entities to participate in the Center and 
the response to such requests; 

(4) the average length of time taken to re-
solve requests described in paragraph (3); 

(5) the identification of— 
(A) any delay in resolving requests de-

scribed in paragraph (3) involving security 
clearance processing; and 

(B) the agency involved with a delay de-
scribed in subparagraph (A); 

(6) a description of any other obstacles or 
challenges to resolving requests described in 
paragraph (3) and a summary of the reasons 
for denials of any such requests; 

(7) the extent to which the Department is 
engaged in information sharing with each 
critical infrastructure sector, including— 

(A) the extent to which each sector has 
representatives at the Center; 

(B) the extent to which owners and opera-
tors of critical infrastructure in each critical 
infrastructure sector participate in informa-
tion sharing at the Center; and 

(C) the volume and range of activities with 
respect to which the Secretary has collabo-
rated with the sector coordinating councils 
and the sector-specific agencies to promote 
greater engagement with the Center; and 

(8) the policies and procedures established 
by the Center to safeguard privacy and civil 
liberties. 

SEC. 6. GAO REPORT. 
Not later than 2 years after the date of en-

actment of this Act, the Comptroller General 
of the United States shall submit to the 
Committee on Homeland Security and Gov-
ernmental Affairs of the Senate and the 
Committee on Homeland Security of the 
House of Representatives a report on the ef-
fectiveness of the Center in carrying out its 
cybersecurity mission. 
SEC. 7. CYBER INCIDENT RESPONSE PLAN; 

CLEARANCES; BREACHES. 
(a) CYBER INCIDENT RESPONSE PLAN; CLEAR-

ANCES.—Subtitle C of title II of the Home-
land Security Act of 2002 (6 U.S.C. 141 et 
seq.), as amended by section 3, is amended by 
adding at the end the following: 
‘‘SEC. 227. CYBER INCIDENT RESPONSE PLAN. 

‘‘The Under Secretary appointed under sec-
tion 103(a)(1)(H) shall, in coordination with 
appropriate Federal departments and agen-
cies, State and local governments, sector co-
ordinating councils, information sharing and 
analysis organizations (as defined in section 
212(5)), owners and operators of critical infra-
structure, and other appropriate entities and 
individuals, develop, regularly update, main-
tain, and exercise adaptable cyber incident 
response plans to address cybersecurity risks 
(as defined in section 226) to critical infra-
structure. 
‘‘SEC. 228. CLEARANCES. 

‘‘The Secretary shall make available the 
process of application for security clearances 
under Executive Order 13549 (75 Fed. Reg. 162; 
relating to a classified national security in-
formation program) or any successor Execu-
tive Order to appropriate representatives of 
sector coordinating councils, sector informa-
tion sharing and analysis organizations (as 
defined in section 212(5)), owners and opera-
tors of critical infrastructure, and any other 
person that the Secretary determines appro-
priate.’’. 

(b) BREACHES.— 
(1) REQUIREMENTS.—The Director of the Of-

fice of Management and Budget shall ensure 
that data breach notification policies and 
guidelines are updated periodically and re-
quire— 

(A) except as provided in paragraph (4), no-
tice by the affected agency to each com-
mittee of Congress described in section 
3544(c)(1) of title 44, United States Code, the 
Committee on the Judiciary of the Senate, 
and the Committee on Homeland Security 
and the Committee on the Judiciary of the 
House of Representatives, which shall— 

(i) be provided expeditiously and not later 
than 30 days after the date on which the 
agency discovered the unauthorized acquisi-
tion or access; and 

(ii) include— 
(I) information about the breach, including 

a summary of any information that the 
agency knows on the date on which notifica-
tion is provided about how the breach oc-
curred; 

(II) an estimate of the number of individ-
uals affected by the breach, based on infor-
mation that the agency knows on the date 
on which notification is provided, including 
an assessment of the risk of harm to affected 
individuals; 

(III) a description of any circumstances ne-
cessitating a delay in providing notice to af-
fected individuals; and 

(IV) an estimate of whether and when the 
agency will provide notice to affected indi-
viduals; and 

(B) notice by the affected agency to af-
fected individuals, pursuant to data breach 
notification policies and guidelines, which 
shall be provided as expeditiously as prac-
ticable and without unreasonable delay after 
the agency discovers the unauthorized acqui-
sition or access. 

(2) NATIONAL SECURITY; LAW ENFORCEMENT; 
REMEDIATION.—The Attorney General, the 
head of an element of the intelligence com-
munity (as such term is defined under sec-
tion 3(4) of the National Security Act of 1947 
(50 U.S.C. 3003(4)), or the Secretary may 
delay the notice to affected individuals 
under paragraph (1)(B) if the notice would 
disrupt a law enforcement investigation, en-
danger national security, or hamper security 
remediation actions. 

(3) OMB REPORT.—During the first 2 years 
beginning after the date of enactment of this 
Act, the Director of the Office of Manage-
ment and Budget shall, on an annual basis— 

(A) assess agency implementation of data 
breach notification policies and guidelines in 
aggregate; and 

(B) include the assessment described in 
clause (i) in the report required under sec-
tion 3543(a)(8) of title 44, United States Code. 

(4) EXCEPTION.—Any element of the intel-
ligence community (as such term is defined 
under section 3(4) of the National Security 
Act of 1947 (50 U.S.C. 3003(4)) that is required 
to provide notice under paragraph (1)(A) 
shall only provide such notice to appropriate 
committees of Congress. 

(c) RULE OF CONSTRUCTION.—Nothing in the 
amendment made by subsection (a) or in sub-
section (b)(1) shall be construed to alter any 
authority of a Federal agency or depart-
ment. 

(d) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of contents in section 1(b) 
of the Homeland Security Act of 2002 (6 
U.S.C. 101 note), as amended by section 3, is 
amended by inserting after the item relating 
to section 226 the following: 
‘‘Sec. 227. Cyber incident response plan. 
‘‘Sec. 228. Clearances.’’. 
SEC. 8. RULES OF CONSTRUCTION. 

(a) PROHIBITION ON NEW REGULATORY AU-
THORITY.—Nothing in this Act or the amend-
ments made by this Act shall be construed to 
grant the Secretary any authority to pro-
mulgate regulations or set standards relat-
ing to the cybersecurity of private sector 
critical infrastructure that was not in effect 
on the day before the date of enactment of 
this Act. 

(b) PRIVATE ENTITIES.—Nothing in this Act 
or the amendments made by this Act shall be 
construed to require any private entity— 

(1) to request assistance from the Sec-
retary; or 

(2) that requested such assistance from the 
Secretary to implement any measure or rec-
ommendation suggested by the Secretary. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
Texas (Mr. MCCAUL) and the gentleman 
from Mississippi (Mr. THOMPSON) each 
will control 20 minutes. 

The Chair recognizes the gentleman 
from Texas. 

GENERAL LEAVE 
Mr. MCCAUL. Mr. Speaker, I ask 

unanimous consent that all Members 
have 5 legislative days in which to re-
vise and extend their remarks and to 
include any extraneous material on the 
bill under consideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Texas? 

There was no objection. 
Mr. MCCAUL. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, I would like to, first, 

start out by thanking—this was not 
one person. This was a huge team ef-
fort, both in a bipartisan way and bi-
cameral way. I want to thank PAT 
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MEEHAN for his great leadership on 
this. I want to thank YVETTE CLARKE 
for her great work and BENNIE THOMP-
SON for being willing to come together 
in a bipartisan way on our committee 
to get something good done for the 
American people. 

I want to thank Senators CARPER and 
COBURN for moving forward—not some-
thing that we see much this Congress, 
something actually coming out of the 
Senate back to the House to pass out of 
this Congress, something we haven’t 
seen much these days. 

I also want to thank the staff. I want 
to thank Alex Manning, who is the 
staff director, and Brett DeWitt for his 
great work, tireless hours, and on the 
Democrat side of the House as well, 
holding over 300 meetings with the pri-
vate sector, working day in and day 
out to get to the point where we are 
today on the House floor. 

Mr. Speaker, I consider this to be a 
historic moment on the House floor, as 
we pass the most significant cybersecu-
rity legislation ever passed by the Con-
gress. This issue 10 years ago, no one 
would understand it. Today, people are 
finally starting to wake up to the fact 
that the threats from a cyber attack 
are real. 

As we look at threats from China, 
from Russia, from Iran, we look at the 
theft of IP—a lot of people have been 
hurt personally with Home Depot and 
Target—we look at the theft of intel-
lectual property from Russia and 
China, we look at the espionage on a 
daily basis, every Federal agency being 
hacked into, including the Pentagon, 
to steal things out of this Federal Gov-
ernment, to hurt our national security, 
and then, finally, we look at the most 
malicious threat, and that is a threat 
to shut things down. 

We saw recently, Mr. Speaker, an at-
tack from Iran that shut down 30,000 
hard drives of Aramco, the largest en-
ergy producer in Saudi Arabia, while 
simultaneously hitting our financial 
sector. They continue to hit our finan-
cial sector every day. They are hitting 
them as I speak right now. We look at 
power grids being brought down and 
water and energy. This threat is real. 
This threat must be dealt with. 

I am pleased on the very last day of 
this Congress that we are going to pass 
legislation that is going to protect 
America and make it safer, that is 
going to protect our critical infrastruc-
tures from this daily attack by foreign 
enemies that we have, unfortunately, 
across the globe. 

b 1015 
How will that work? This bill will 

codify what is called the NCCIC. The 
National Cybersecurity Protection Act 
will create and codify a cyber com-
mand structure within DHS, the De-
partment of Homeland Security, that 
is a civilian interface to the private 
sector which has been supported by 
both business groups like the Chamber 
and privacy groups like the ACLU. 

It is amazing how we can bring this 
coalition together, but that is how 

strong this bill is: privacy and business 
coming together, doing what is right. 

This will create a safe harbor, Mr. 
Speaker, where the 16 critical infra-
structures, the 16 sectors, can come to-
gether. The Federal Government can 
take our threat information, our mali-
cious codes that they use to attack us, 
and share that with the private sector. 
It also allows the private sector to 
share the information that they have 
with the Federal Government in a safe 
harbor that is protected both 
businesswise and personally as well. 

Eighty to 85 percent of this threat in-
formation lies in the private sector. 
This coalition, if you will, this partner-
ship of information sharing will better 
protect our critical infrastructures, 
and most importantly, to have the 16 
sectors on the floor at the Department 
of Homeland Security, at the cyber 
command, and at the NCCIC all on the 
floor together sharing information, not 
just public and private, but amongst 
the sectors themselves—which is not 
taking place today—will go a long way 
to protecting American people and our 
critical infrastructures. 

We have great offensive capability in 
this country. Our military has great 
cyber offensive capability to shut 
things down; in the wrong hands, that 
makes us very vulnerable. Where our 
weakness, our vulnerability lies is our 
ability to defend the Nation against 
these cyber attacks, and they are get-
ting worse and more malicious by 
countries and state actors that don’t 
really like us and want to do us harm. 

I am proud of the work that we have 
done. I am proud of the work we have 
done in a bipartisan way, the work this 
committee has done, and I am proud of 
what the Senate has finally achieved to 
bring this finally to the point where we 
can pass this bill out of the United 
States Congress and have it signed into 
law by the President of the United 
States. 

At the end of the day, it is what we 
got elected here to do, and that is to do 
good things to govern and get good 
things done on behalf of the American 
people. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I yield myself such time as I 
may consume. 

Mr. Speaker, I rise in strong support 
of the Senate amendment to S. 2519, 
the National Cybersecurity Protection 
Act of 2014. This bipartisan measure is 
a product of extensive bicameral nego-
tiations and, in many ways, the cul-
mination of years of oversight work by 
this committee. 

It not only sends a strong message of 
support for the Department of Home-
land Security as the lead civilian agen-
cy for cybersecurity, but also pays spe-
cial attention to the challenge of bol-
stering network security for critical 
infrastructure. 

Over the past decade, Americans 
have come to understand the need for 
cybersecurity to be woven into every-

thing that a company, government, or 
an individual does, from running the 
most intricate machinery to everyday 
participation in social media. 

Americans used to depend on the two 
oceans to protect us from invasion. 
Interconnectedness resulting from ad-
vancement in technology has fostered 
great economic, scientific, social, and 
cultural rewards. At the same time, 
their interconnectedness allows our en-
emies to do harm without ever step-
ping foot on U.S. soil. 

One of the strengths of S. 2519 is that 
it emphasizes voluntary information 
sharing and collaboration between the 
Department and critical infrastructure 
owners and operators to address this 
national threat. Importantly, it does so 
in a manner that is consistent with our 
constitutional values and principles. 

Much like the House-passed version 
of this measure, H.R. 3696, that was 
heralded by the ACLU as ‘‘pro-security 
and pro-privacy,’’ the measure under 
consideration today effectively avoids 
the privacy and civil liberties pitfalls 
that have plagued other cyber informa-
tion-sharing legislation. 

S. 2519 leverages existing private- 
public partnerships such as informa-
tion sharing and analysis centers and 
sector coordinating councils to foster 
better information sharing and does so 
without dangling the controversial li-
ability protection ‘‘carrot’’ before com-
panies. The opportunity to access time-
ly threat information from a Federal 
civilian agency should be carrot 
enough to motivate companies to en-
gage with DHS. 

The legislation before us today rep-
resents an important moment for the 
committee and the 113th Congress. At 
the beginning of this Congress, expec-
tations were high for some legislative 
action in the area of cybersecurity. It 
has taken some time to get here, but 
what we have before us is something 
solid that sets forth what DHS must do 
as a lead civilian agency for cybersecu-
rity. 

We have seen cybersecurity legisla-
tion fail to become law multiple times. 
While President Obama’s executive 
order is making progress in attempts 
to shore up some cyber weaknesses in 
our Nation’s fabric, more work needs 
to be done. 

With this cybersecurity legislation, 
we will be doing our part as DHS au-
thorizers to raise the level of cyberse-
curity, particularly within the Federal 
Government and protecting our Na-
tion’s critical infrastructure. 

I reserve the balance of my time. 
Mr. MCCAUL. Mr. Speaker, I yield 

such time as he may consume to the 
distinguished gentleman from Pennsyl-
vania (Mr. MEEHAN). 

Let me also, on a point of privilege, 
say what an honor it has been to serve 
with you, sir. We are going to miss you 
on this committee. 

Mr. MEEHAN. Mr. Speaker, let me 
thank the gentleman again for his 
leadership not just on this particular 
issue, but his leadership of the com-
mittee and, as I had said before, work-
ing with my colleagues on the other 
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side in a bipartisan fashion for these 
important issues. 

I will be brief on this, but I can tell 
you that it is not the brevity of my 
words that will instill the seriousness 
of this issue. When the chairman men-
tioned that this is some of the most 
important legislation we have ever 
done on cybersecurity, I echo that sen-
timent because the nature of the 
threat is real, growing, and constantly 
changing. 

The ability for us to be able to be 
adaptive in real time to communicate 
with the private sector and the govern-
ment facilities to protect our home-
land is critical. 

A second point—and that is signifi-
cant as well—is very real attention was 
paid to the issue of privacy, recog-
nizing the individual desire to be as-
sured that private information is not 
inappropriately utilized or misapplied 
by anybody, let alone the government. 

This bill was the product of work 
that was done in detail with over 300 
different meetings working through 
the complexities of this particular 
issue. As has already been articulated, 
it is one of the few bills that I would 
imagine in this Congress—or any Con-
gress—that has strong endorsement 
from the Chamber of Commerce and 
the ACLU simultaneously. 

Lastly, by organizing by sector, this 
creates the framework. This is the im-
portant foundation. There is still so 
much more to be done, but this is the 
foundation of the house, of the struc-
ture that will allow us to create and 
continue to create the kind of edifice 
that will enable our private sector, our 
government sector, and indeed all of 
those who are engaged in this issue in 
the country to be better positioned to 
protect Americans, their information, 
and their safety. 

I strongly endorse this, and I thank 
the gentleman for his leadership. 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I yield such time as she may 
consume to the gentlewoman from New 
York (Ms. CLARKE), the ranking mem-
ber of the Subcommittee on Cybersecu-
rity, Infrastructure Protection, and Se-
curity Technologies. 

Ms. CLARKE of New York. Mr. 
Speaker, again, I thank the ranking 
member for yielding me the time. 

Mr. Speaker, I rise in support of S. 
2519, the National Cybersecurity Pro-
tection Act of 2014. We have worked 
long and hard to develop and describe 
how DHS can best accomplish its com-
plex cybersecurity mission. I am 
pleased that our bipartisan and bi-
cameral negotiations have been fruit-
ful and look forward to the progress 
that the Department can make next 
year. 

In closing, I would like to express 
what an honor it has been to serve 
under the leadership of Ranking Mem-
ber THOMPSON, Chairman MCCAUL, and 
alongside Chairman MEEHAN in service 
to the homeland security mission of 
our Nation. 

I look forward to our continued col-
laboration as I move to my new assign-

ment on the Energy and Commerce 
Committee in the 114th Congress. 

Mr. MCCAUL. Mr. Speaker, I have no 
further speakers, and I reserve the bal-
ance of my time. 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I rise in strong support of this 
legislation and thank my principal 
partner in the House, Chairman 
MCCAUL, for his unwavering commit-
ment to this issue and willingness to 
work across the aisle to get it done. 

I also want to recognize the contribu-
tions of the chairman and ranking 
member of the Cybersecurity Sub-
committee, Representatives MEEHAN 
and CLARKE, and our Senate partners. 

Finally, I would like to acknowledge 
staff that helped us get this to this 
point, Rosaline Cohen and Chris 
Schepis on my staff and Brett DeWitt 
and Alex Manning on the majority 
staff. 

Again, let me compliment the chair 
for not giving up and for staying the 
course. Even doing it on the last day 
gets it done. 

Mr. Speaker, I urge a ‘‘yea’’ vote, and 
I yield back the balance of my time. 

Mr. MCCAUL. Mr. Speaker, I yield 
myself such time as I may consume. 

I too want to recognize all the Mem-
bers involved, the Senate, and staff. To 
my ranking member, BENNIE THOMP-
SON, I guess, as Churchill said: 

Never, ever give up. 

Here we are on the last day of this 
Congress getting this done. What a 
gratifying experience it is. What a 
great moment it is not just for this 
Congress but, more importantly, for 
the American people and what it rep-
resents. 

Seventy-three years ago this week, 
this Nation was attacked at Pearl Har-
bor. There are a lot of people that 
make analogies to what would be a 
cyber Pearl Harbor if we are caught un-
prepared. I believe this bill will go a 
long way to defending the Nation from 
what would be called a cyber Pearl 
Harbor event. 

My father served as a B–17 bom-
bardier in the European theater. He 
flew over 32 missions, including the air 
campaign in advance of the D-day inva-
sion and the Battle of the Bulge. They 
dropped kinetic bombs. 

In the cyber world that we live in, we 
have to worry about digital bombs and 
how we can stop that from hurting the 
United States, from impacting the 
United States, from bringing the 
United States to its knees. I believe 
this is the first step of many, and I 
look forward to working on more legis-
lation next Congress, but this is the 
historic first step that we have taken 
in this Congress to move forward on 
this very important issue and get it 
done to protect the American people. 

With that, let me again thank every-
one for their efforts. This has been a 
great day for America. 

Mr. Speaker, I yield back the balance 
of my time. 

b 1030 
The SPEAKER pro tempore. The 

question is on the motion offered by 

the gentleman from Texas (Mr. 
MCCAUL) that the House suspend the 
rules and pass the bill, S. 2519. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill was 
passed. 

A motion to reconsider was laid on 
the table. 

f 

PROVIDING FOR CONSIDERATION 
OF THE SENATE AMENDMENT TO 
H.R. 83, INSULAR AREAS AND 
FREELY ASSOCIATED STATES 
ENERGY DEVELOPMENT; 
WAIVING REQUIREMENT OF 
CLAUSE 6(A) OF RULE XIII WITH 
RESPECT TO CONSIDERATION OF 
CERTAIN RESOLUTIONS; AND 
FOR OTHER PURPOSES 
Mr. COLE. Mr. Speaker, by direction 

of the Committee on Rules, I call up 
House Resolution 776 and ask for its 
immediate consideration. 

The Clerk read the resolution, as fol-
lows: 

H. RES. 776 
Resolved, That upon adoption of this reso-

lution it shall be in order to take from the 
Speaker’s table the bill (H.R. 83) to require 
the Secretary of the Interior to assemble a 
team of technical, policy, and financial ex-
perts to address the energy needs of the insu-
lar areas of the United States and the Freely 
Associated States through the development 
of energy action plans aimed at promoting 
access to affordable, reliable energy, includ-
ing increasing use of indigenous clean-en-
ergy resources, and for other purposes, with 
the Senate amendment thereto, and to con-
sider in the House, without intervention of 
any point of order, a motion offered by the 
chair of the Committee on Appropriations or 
his designee that the House concur in the 
Senate amendment with an amendment con-
sisting of the text of Rules Committee Print 
113-59 modified by the amendment printed in 
the report of the Committee on Rules accom-
panying this resolution. The Senate amend-
ment and the motion shall be considered as 
read. The motion shall be debatable for 80 
minutes, with 60 minutes equally divided and 
controlled by the chair and ranking minority 
member of the Committee on Appropriations 
and 20 minutes equally divided and con-
trolled by the chair and ranking minority 
member of the Committee on Education and 
the Workforce. The previous question shall 
be considered as ordered on the motion to its 
adoption without intervening motion. 

SEC. 2. Upon adoption of the motion speci-
fied in the first section of this resolution, 
House Concurrent Resolution 122 shall be 
considered as adopted. 

SEC. 3. The chair of the Committee on Ap-
propriations may insert in the Congressional 
Record at any time during the remainder of 
the second session of the 113th Congress such 
material as he may deem explanatory of the 
Senate amendment and the motion specified 
in the first section of this resolution. 

SEC. 4. The requirement of clause 6(a) of 
rule XIII for a two-thirds vote to consider a 
report from the Committee on Rules on the 
same day it is presented to the House is 
waived with respect to any resolution re-
ported through the legislative day of Decem-
ber 12, 2014. 

The SPEAKER pro tempore. The gen-
tleman from Oklahoma is recognized 
for 1 hour. 

Mr. COLE. Mr. Speaker, for the pur-
pose of debate only, I yield the cus-
tomary 30 minutes to my good friend, 
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