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staff, volunteers and supporters who have 
been by my side on this journey. I owe a 
thank you to my colleagues in the House of 
Representatives; their compassion for the job 
has continuously inspired me. And, of course, 
I am forever grateful for the support of my 
family, particularly my son Kevin, whose atti-
tude and toughness is a towering display of 
bravery. 

As I enter my last few weeks in office, I feel 
confident that all we’ve accomplished has pre-
pared us for what is ahead. However, while 
my role as a U.S. Representative is ending, 
my job is not yet done. Although I no longer 
have a voice in Congress, I will always have 
a voice for the community. To everyone who 
has supported me, I’d like to say thank you. 
But I am not saying goodbye. I remain, as a 
wonderful chapter of my life comes to an end, 
very excited to see where we will go together 
next. 
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THE CYBERSECURITY 
ENHANCEMENT ACT OF 2014 

HON. LAMAR SMITH 
OF TEXAS 

IN THE HOUSE OF REPRESENTATIVES 
Thursday, December 11, 2014 

Mr. SMITH of Texas. Mr. Speaker, I thank 
Representatives MCCAUL and LIPINSKI for in-
troducing the Cybersecurity Enhancement Act 
in the House last year. I am pleased to be an 
original cosponsor. 

In April 2013, the Cybersecurity Enhance-
ment Act was favorably reported out of the 
Science, Space, and Technology Committee 
and later passed the House by a bipartisan 
vote of 402–16. 

The bipartisan, bicameral agreement on the 
legislation before us today is based on the 
House-passed bill. 

Throughout the 113th Congress, the 
Science Committee has remained committed 
to advancing the basic research necessary to 
strengthen our Nation’s cyber infrastructure. 

Cyber attacks against the U.S. government 
and private sector networks are on the rise. 
Scarcely a day passes without a report of a 
new cyber attack on critical parts of our na-
tion’s cyber infrastructure, government agency, 
or business. 

As our reliance on information technology 
expands, so do our vulnerabilities. New tech-
nological advances bring new avenues from 
which foreign countries can attack our net-
works. 

Protecting America’s cyber systems is crit-
ical to our economic and national security. 

The Cybersecurity Enhancement Act is the 
work of a bicameral bipartisan compromise. 
S.1353 promotes much-needed research and 
development to help create new technologies 
and standards that better protect America’s in-
formation technology systems. 

The legislation before us today will coordi-
nate research and development activities to 
better address evolving cyber threats. 

Keeping our cyber infrastructure secure is a 
responsibility shared by several Federal agen-
cies, including the National Institute of Stand-
ards and Technology (NIST) and the National 
Science Foundation (NSF). 

To improve America’s cybersecurity abilities, 
this bill strengthens: 

Strategic planning for cybersecurity research 
and development needs across the federal 
government; 

NSF scholarships to improve the quality of 
the cybersecurity workforce; and 

Research, development and public outreach 
organized by NIST related to cybersecurity. 

S. 1353 maintains language from the House 
passed Cybersecurity Enhancement Act. This 
language will strengthen NIST’s role in cyber-
security automation and checklist creation for 
government systems, strategic planning for 
cloud computing, and identity management re-
search and development. 

The bill also includes language from the leg-
islation introduced last year by Senators 
ROCKEFELLER and THUNE. These provisions 
will encourage competitions and challenges 
that focus on the security of information tech-
nology and support public-private collaboration 
on cybersecurity. 

The threat of cyber-attacks is immediate. To 
address our vulnerabilities as quickly as pos-
sible, America needs a solution that invokes 
the cooperation of many public and private 
sector entities. We must develop a rigorous 
scientific foundation for cybersecurity. This 
legislation helps foster such an effort. 

I again thank my Science Committee col-
league, Representative MCCAUL, for his initia-
tive on this issue. He has led the charge on 
this legislation over the last several Con-
gresses. I look forward to this bill becoming 
law. 
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NATIONAL CYBERSECURITY 
PROTECTION ACT, S. 2519 

HON. JAMES R. LANGEVIN 
OF RHODE ISLAND 

IN THE HOUSE OF REPRESENTATIVES 

Thursday, December 11, 2014 

Mr. LANGEVIN. Mr. Speaker, I rise in strong 
support of the National Cybersecurity Protec-
tion Act and the Senate Amendment to the 
Cybersecurity Workforce Assessment Act. I 
applaud my friend and fellow co-Chair of the 
Congressional Cybersecurity Caucus, MIKE 
MCCAUL, as well as Chairman CARPER in the 
Senate and Ranking Member THOMPSON here 
in the House, for their efforts to bring this leg-
islation to this point. 

I believe that cybersecurity is one of the de-
fining national security challenges of our time. 
No other issue affects our national defense, 
our economic well-being, and our individual 
lives as cybersecurity does. With each day’s 
news rife with stories of cyberattacks and data 
breaches that target our agencies, companies, 
citizens and allies, we as policymakers have a 
responsibility to act. 

I have made no secret of the frustration I 
have felt for the past several years as Con-
gress has failed to act to shore up our cyber-
security. This week, with these bills and oth-
ers, we are making a down payment on what 
must be a sustained level of attention and ef-
fort. The challenge we face demands no less. 

But so very much more needs to be done— 
and soon. I am extremely disappointed that 
the Senate has failed to pass information 
sharing legislation that was approved by the 
House, legislation that the private sector and 
government agencies agree is long overdue. 
And while the bills before us and others that 
Congress has passed in recent days are im-
portant, even these measures are limited in 
scope. In particular, they do not address any 
organizational changes within the executive 

branch that I firmly believe are necessary, 
such as the creation of a National Office for 
Cyberspace within the Executive Office of the 
President, with budgetary oversight powers, 
able to coordinate and oversee the security of 
agency information systems and infrastructure 
across government. 

Still and all, these pieces of legislation move 
the ball forward in key areas, and above all 
ends the inaction on cybersecurity issues that 
has gripped this Congress for far too long. I 
applaud my House and Senate colleagues for 
their efforts, and urge support of these meas-
ures. 
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A LIFE OF SERVICE AND SHARING 

HON. CORRINE BROWN 
OF FLORIDA 

IN THE HOUSE OF REPRESENTATIVES 

Thursday, December 11, 2014 

Ms. BROWN of Florida. Mr. Speaker, on be-
half of the constituents of the Fifth Congres-
sional District of Florida, I rise now to offer my 
heartfelt condolences and pay tribute to the 
life of Rev. Thomas A. Wright, a leader, hu-
manitarian, activist and friend. 

I am moved and encouraged when recalling 
the life achievements of this giant in the field 
of religion and social activism. As a champion 
for the marginalized and disenfranchised, we 
remember Rev. Wright for his many achieve-
ments, which among them include; creating a 
scholarship for disadvantaged youth, helping 
his church acquire an affordable apartment 
complex for low-income residents and pro-
moting economic development for east 
Gainesville. 

As a man who served his country, Rev. 
Wright distinguished himself on the field of 
battle in World War II. 

As a community activist, he gave of himself 
and his talents to benefit both the individuals 
and the many organizations he served. From 
being President of the Alachua County 
NAACP for 17 years to pastoring Mount Car-
mel church for over 45 years. 

These and many other civic activities were 
distinctive and the accolades received for all 
his good works. 

The life of Rev. Thomas A. Wright was one 
of accomplishment, service and sharing. And 
now in his passing we pay tribute to the man 
and his life of service to all of us. My prayer 
is that the life he lived serves as an example 
to each of us. 

Rev. Wright is survived by his children, son 
Philoron Wright of Gainesville; daughters Dr. 
LaVon Wright Bracy (Rev. Dr. Randolph 
Bracy) of Orlando and Patricia Wright Murray 
of West Palm Beach; 16 grandchildren; 41 
great-grandchildren; and nine great-great- 
grandchildren. 
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HONORING HOWARD WELINSKY 

HON. LINDA T. SÁNCHEZ 
OF CALIFORNIA 

IN THE HOUSE OF REPRESENTATIVES 

Thursday, December 11, 2014 

Ms. LINDA T. SÁNCHEZ of California. Mr. 
Speaker, I rise today to recognize Howard 
Welinsky on the occasion of his 65th birthday 
on December 14, 2014. Through his involve-
ment in various public service organizations, 
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