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management overall. We owe it to the 
American taxpayer to make sure we 
are managing these investments wisely 
and preventing wasteful spending. 

Mr. Speaker, H.R. 505 aims to focus 
and improve the way we invest and 
manage border security technology by 
providing a specific framework for ac-
countability and oversight on behalf of 
the American taxpayer. I urge my col-
leagues to support this bill. 

I yield back the balance of my time. 
Ms. MCSALLY. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, I once again urge my 

colleagues to support H.R. 505 to have 
transparency, accountability, and effi-
ciency of vital border security tech-
nology projects. 

I yield back the balance of my time. 
The SPEAKER pro tempore. The 

question is on the motion offered by 
the gentlewoman from Arizona (Ms. 
MCSALLY) that the House suspend the 
rules and pass the bill, H.R. 505, as 
amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 

f 

CBRN INTELLIGENCE AND INFOR-
MATION SHARING ACT OF 2017 

Ms. MCSALLY. Mr. Speaker, I move 
to suspend the rules and pass the bill 
(H.R. 677) to amend the Homeland Se-
curity Act of 2002 to establish chem-
ical, biological, radiological, and nu-
clear intelligence and information 
sharing functions of the Office of Intel-
ligence and Analysis of the Department 
of Homeland Security and to require 
dissemination of information analyzed 
by the Department to entities with re-
sponsibilities relating to homeland se-
curity, and for other purposes. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 677 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘CBRN Intel-
ligence and Information Sharing Act of 
2017’’. 
SEC. 2. CHEMICAL, BIOLOGICAL, RADIOLOGICAL, 

AND NUCLEAR INTELLIGENCE AND 
INFORMATION SHARING. 

(a) IN GENERAL.—Subtitle A of title II of 
the Homeland Security Act of 2002 (6 U.S.C. 
121 et seq.) is amended by adding at the end 
the following new section: 
‘‘SEC. 210G. CHEMICAL, BIOLOGICAL, RADIO-

LOGICAL, AND NUCLEAR INTEL-
LIGENCE AND INFORMATION SHAR-
ING. 

‘‘(a) IN GENERAL.—The Office of Intel-
ligence and Analysis of the Department of 
Homeland Security shall— 

‘‘(1) support homeland security-focused in-
telligence analysis of terrorist actors, their 
claims, and their plans to conduct attacks 
involving chemical, biological, radiological, 
or nuclear materials against the United 
States; 

‘‘(2) support homeland security-focused in-
telligence analysis of global infectious dis-

ease, public health, food, agricultural, and 
veterinary issues; 

‘‘(3) support homeland security-focused 
risk analysis and risk assessments of the 
homeland security hazards described in para-
graphs (1) and (2), including the transpor-
tation of chemical, biological, nuclear, and 
radiological materials, by providing relevant 
quantitative and nonquantitative threat in-
formation; 

‘‘(4) leverage existing and emerging home-
land security intelligence capabilities and 
structures to enhance prevention, protec-
tion, response, and recovery efforts with re-
spect to a chemical, biological, radiological, 
or nuclear attack; 

‘‘(5) share information and provide tailored 
analytical support on these threats to State, 
local, and tribal authorities, other Federal 
agencies, as well as relevant national bio-
security and biodefense stakeholders, as ap-
propriate; and 

‘‘(6) perform other responsibilities, as as-
signed by the Secretary. 

‘‘(b) COORDINATION.—Where appropriate, 
the Office of Intelligence and Analysis shall 
coordinate with other relevant Department 
components, including the National Bio-
surveillance Integration Center, other agen-
cies within in the intelligence community, 
including the National Counter Proliferation 
Center, and other Federal, State, local, and 
tribal authorities, including officials from 
high-threat urban areas, State and major 
urban area fusion centers, and local public 
health departments, as appropriate, and en-
able such entities to provide recommenda-
tions on optimal information sharing mecha-
nisms, including expeditious sharing of clas-
sified information, and on how such entities 
can provide information to the Department. 

‘‘(c) DEFINITIONS.—In this section: 
‘‘(1) INTELLIGENCE COMMUNITY.—The term 

‘intelligence community’ has the meaning 
given such term in section 3(4) of the Na-
tional Security Act of 1947 (50 U.S.C. 401a(4)). 

‘‘(2) NATIONAL BIOSECURITY AND BIODEFENSE 
STAKEHOLDERS.—The term ‘national biosecu-
rity and biodefense stakeholders’ means offi-
cials from Federal, State, local, and tribal 
authorities and individuals from the private 
sector who are involved in efforts to prevent, 
protect against, respond to, and recover from 
a biological attack or other phenomena that 
may have serious health consequences for 
the United States, including infectious dis-
ease outbreaks.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by inserting 
after the item relating to section 201F the 
following new item: 
‘‘Sec. 210G. Chemical, biological, radio-

logical, and nuclear intel-
ligence and information shar-
ing.’’. 

(c) REPORT.— 
(1) IN GENERAL.—Not later than one year 

after the date of the enactment of this Act 
and annually thereafter, the Secretary of 
Homeland Security shall report to the appro-
priate congressional committees on— 

(A) the intelligence and information shar-
ing activities under section 210G of the 
Homeland Security Act of 2002 (as added by 
subsection (a) of this section) and of all rel-
evant entities within the Department of 
Homeland Security to counter the threat 
from attacks using chemical, biological, ra-
diological, or nuclear materials; and 

(B) the Department’s activities in accord-
ance with relevant intelligence strategies. 

(2) ASSESSMENT OF IMPLEMENTATION.—The 
reports required under paragraph (1) shall in-
clude— 

(A) an assessment of the progress of the Of-
fice of Intelligence and Analysis of the De-

partment of Homeland Security in imple-
menting such section 210G; and 

(B) a description of the methods estab-
lished to carry out such assessment. 

(3) TERMINATION.—This subsection shall 
terminate on the date that is five years after 
the date of the enactment of this Act. 

(4) DEFINITION.—In this subsection, the 
term ‘‘appropriate congressional commit-
tees’’ means the Committee on Homeland 
Security of the House of Representatives and 
the Committee on Homeland Security and 
Governmental Affairs of the Senate and any 
committee of the House of Representatives 
or the Senate having legislative jurisdiction 
under the rules of the House of Representa-
tives or Senate, respectively, over the mat-
ter concerned. 
SEC. 3. DISSEMINATION OF INFORMATION ANA-

LYZED BY THE DEPARTMENT TO 
STATE, LOCAL, TRIBAL, AND PRI-
VATE ENTITIES WITH RESPONSIBIL-
ITIES RELATING TO HOMELAND SE-
CURITY. 

Paragraph (8) of section 201(d) of the Home-
land Security Act of 2002 (6 U.S.C. 121(d)) is 
amended by striking ‘‘and to agencies of 
State’’ and all that follows through the pe-
riod at the end and inserting ‘‘to State, 
local, tribal, and private entities with such 
responsibilities, and, as appropriate, to the 
public, in order to assist in preventing, de-
terring, or responding to acts of terrorism 
against the United States.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
Arizona (Ms. MCSALLY) and the gen-
tleman from Massachusetts (Mr. 
KEATING) each will control 20 minutes. 

The Chair recognizes the gentle-
woman from Arizona. 

GENERAL LEAVE 

Ms. MCSALLY. Mr. Speaker, I ask 
unanimous consent that all Members 
may have 5 legislative days in which to 
revise and extend their remarks and in-
clude any extraneous material on the 
bill under consideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from Arizona? 

There was no objection. 
Ms. MCSALLY. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, I rise today in support 

of H.R. 677, the CBRN Intelligence and 
Information Sharing Act of 2017. 

We know that terrorist groups have 
long sought to employ chemical, bio-
logical, radiological, and nuclear, or 
CBRN, materials in their attacks. In 
his 2016 Worldwide Threat Assessment, 
Director of National Intelligence 
James Clapper noted that weapons of 
mass destruction continue to pose a 
threat to the United States, whether 
from North Korea’s nuclear tests or the 
dual-use nature of biological materials 
that make threats difficult to detect. 

In addition, last year, the 
Organisation for the Prohibition of 
Chemical Weapons completed a year- 
long investigation that found both 
Syria and ISIS have used chemical 
weapons. ISIS’ interest in using weap-
ons of mass destruction material in its 
attack against the West is also well 
documented. 

H.R. 677 will enhance intelligence 
analysis and information sharing and 
will work to ensure that State and 
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local officials get the actionable intel-
ligence information necessary to stop 
or mitigate a CBRN attack. 

As the previous chairwoman of the 
Emergency Preparedness, Response, 
and Communications Subcommittee, I 
held a number of hearings on the 
threat posed by terrorist attacks using 
CBRN agents. Many national security 
experts, first responders, and members 
of the law enforcement community 
have testified to the need of increased 
information sharing with appropriate 
State and local officials and emergency 
responders. 

This budget-neutral bill seeks to ad-
dress these findings. It requires the Of-
fice of Intelligence and Analysis at 
DHS to support homeland security-fo-
cused intelligence analysis of CBRN 
threats, including emerging infectious 
diseases. It directs the Office of Intel-
ligence and Analysis to share informa-
tion with State, local, tribal, and pri-
vate entities and get their feedback to 
improve two-way sharing of informa-
tion. Finally, H.R. 677 directs the Sec-
retary of DHS to report annually for 5 
years on the Department’s intelligence 
and information sharing activities and 
DHS’ activities in accordance with rel-
evant intelligence strategies. 

The House passed a nearly identical 
bill I introduced last Congress by a 
vote of 420–2. I urge Members to join 
me in supporting this bill. 

I reserve the balance of my time. 
Mr. KEATING. Mr. Speaker, I yield 

myself such time as I may consume. 
I rise in support of H.R. 677, the 

CBRN Intelligence and Information 
Sharing Act of 2017. 

Mr. Speaker, last Congress, the Com-
mittee on Homeland Security held sev-
eral hearings to evaluate Federal, 
State, and local capabilities to pre-
vent, identify, and respond to a chem-
ical, biological, radiological, or nuclear 
attack, a CBRN threat. 

Although the State and local stake-
holders we heard from were generally 
aware of the evolving CBRN threat, 
there was a consistent message from 
everyone who testified—from public 
health professionals to emergency 
managers, to first responders—im-
proved information sharing would 
make our communities safer. 

H.R. 677 would facilitate improved 
CBRN information sharing by directing 
DHS to analyze CBRN-related terrorist 
threats and share relevant threat infor-
mation with Federal, State, and local 
stakeholders. These activities will both 
improve situational awareness at all 
levels of government and help DHS 
grant recipients better target their 
limited grant dollars to address this 
particular threat. 

The CBRN Intelligence and Informa-
tion Sharing Act passed the House 
overwhelmingly last Congress, and I 
urge my colleagues to support the 
measure once again. 

Information sharing is at the core of 
our ability to prevent, thwart, and re-
spond to threats posed by bad actors. 
H.R. 677 would facilitate information 

sharing in the CBRN space where the 
threats are constantly evolving. This 
commonsense legislation costs next to 
nothing but will reap significant bene-
fits. 

I urge my colleagues to support H.R. 
677. 

I yield back the balance of my time. 
Ms. MCSALLY. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, I once again urge my 

colleagues to support H.R. 677, this leg-
islation that will enhance the sharing 
of CBRN-related threat information. 

I yield back the balance of my time. 
The SPEAKER pro tempore. The 

question is on the motion offered by 
the gentlewoman from Arizona (Ms. 
MCSALLY) that the House suspend the 
rules and pass the bill, H.R. 677. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill was 
passed. 

A motion to reconsider was laid on 
the table. 

f 

DEPARTMENT OF HOMELAND SE-
CURITY SUPPORT TO FUSION 
CENTERS ACT OF 2017 

Ms. MCSALLY. Mr. Speaker, I move 
to suspend the rules and pass the bill 
(H.R. 678) to require an assessment of 
fusion center personnel needs, and for 
other purposes. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 678 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Department 
of Homeland Security Support to Fusion 
Centers Act of 2017’’. 
SEC. 2. FUSION CENTER PERSONNEL NEEDS AS-

SESSMENT. 
Not later than 120 days after the date of 

the enactment of this Act, the Comptroller 
General of the United States shall conduct 
an assessment of Department of Homeland 
Security personnel assigned to fusion centers 
pursuant to subsection (c) of section 210A of 
the Homeland Security Act of 2002 (6 U.S.C. 
124h), including an assessment of whether de-
ploying additional Department personnel to 
such fusion centers would enhance the De-
partment’s mission under section 101(b) of 
such Act and the National Network of Fu-
sion Centers. The assessment required under 
this subsection shall include the following: 

(1) Information on the current deployment 
of the Department’s personnel to each fusion 
center. 

(2) Information on the roles and respon-
sibilities of the Department’s Office of Intel-
ligence and Analysis intelligence officers, in-
telligence analysts, senior reports officers, 
reports officers, and regional directors de-
ployed to fusion centers. 

(3) Information on Federal resources, in ad-
dition to personnel, provided to each fusion 
center. 

(4) An analysis of the optimal number of 
personnel the Office of Intelligence and 
Analysis should deploy to fusion centers, in-
cluding a cost-benefit analysis comparing de-
ployed personnel with technological solu-
tions to support information sharing. 

(5) An assessment of fusion centers located 
in jurisdictions along land and maritime bor-

ders of the United States, and the degree to 
which deploying personnel, as appropriate, 
from U.S. Customs and Border Protection, 
U.S. Immigration and Customs Enforcement, 
and the Coast Guard to such fusion centers 
would enhance the integrity and security at 
such borders by helping Federal, State, local, 
tribal, and territorial law enforcement au-
thorities to identify, investigate, and inter-
dict persons, weapons, and related contra-
band that pose a threat to homeland secu-
rity. 

(6) An assessment of fusion centers located 
in jurisdictions with large and medium hub 
airports, and the degree to which deploying, 
as appropriate, personnel from the Transpor-
tation Security Administration to such fu-
sion centers would enhance the integrity and 
security of aviation security. 
SEC. 3. PROGRAM FOR STATE AND LOCAL ANA-

LYST CLEARANCES. 
(a) SENSE OF CONGRESS.—It is the sense of 

Congress that any program established by 
the Under Secretary for Intelligence and 
Analysis of the Department of Homeland Se-
curity to provide eligibility for access to in-
formation classified as Top Secret for State, 
local, tribal, and territorial analysts located 
in fusion centers shall be consistent with the 
need to know requirements pursuant to Ex-
ecutive Order No. 13526 (50 U.S.C. 3161 note). 

(b) REPORT.—Not later than two years 
after the date of the enactment of this Act, 
the Under Secretary of Intelligence and 
Analysis of the Department of Homeland Se-
curity, in consultation with the Director of 
National Intelligence, shall submit to the 
Committee on Homeland Security and the 
Permanent Select Committee on Intelligence 
of the House of Representatives and the 
Committee on Homeland Security and Gov-
ernmental Affairs and the Select Committee 
on Intelligence of the Senate a report on the 
following: 

(1) The process by which the Under Sec-
retary of Intelligence and Analysis deter-
mines a need to know pursuant to Executive 
Order No. 13526 to sponsor Top Secret clear-
ances for appropriate State, local, tribal, and 
territorial analysts located in fusion centers. 

(2) The effects of such Top Secret clear-
ances on enhancing information sharing with 
State, local, tribal, and territorial partners. 

(3) The cost for providing such Top Secret 
clearances for State, local, tribal, and terri-
torial analysts located in fusion centers, in-
cluding training and background investiga-
tions. 

(4) The operational security protocols, 
training, management, and risks associated 
with providing such Top Secret clearances 
for State, local, tribal, and territorial ana-
lysts located in fusion centers. 
SEC. 4. INFORMATION TECHNOLOGY ASSESS-

MENT. 
The Under Secretary of Intelligence and 

Analysis of the Department of Homeland Se-
curity, in collaboration with the Chief Infor-
mation Officer of the Department and rep-
resentatives from the National Network of 
Fusion Centers, shall conduct an assessment 
of information systems (as such term is de-
fined in section 3502 of title 44, United States 
Code) used to share homeland security infor-
mation between the Department and fusion 
centers in the National Network of Fusion 
Centers and make upgrades to such systems, 
as appropriate. Such assessment shall in-
clude the following: 

(1) An evaluation of the accessibility and 
ease of use of such systems by fusion centers 
in the National Network of Fusion Centers. 

(2) A review to determine how to establish 
improved interoperability of departmental 
information systems with existing informa-
tion systems used by fusion centers in the 
National Network of Fusion Centers. 
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