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Whereas local organizations and caregivers 

came together with the Federal, State, and 
local government to support the victims and 
help the community heal; 

Whereas the community of Orlando and 
communities across the State of Florida and 
the United States, in the spirit of unity and 
respect, continue to support the victims, 
their families, their loved ones, and all those 
affected by the attack, as well as the brave 
men and women of Federal, State, and local 
law enforcement and other emergency and 
health care professionals for their dedicated 
service to their communities; 

Whereas Monday, June 12, 2017, marks one 
year since the attack; and 

Whereas the threat of terrorist attacks 
against the United States and its allies per-
sists, including the threat posed by home-
grown terrorists inspired by foreign terrorist 
organizations like ISIL: Now, therefore, be it 

Resolved, That the Senate— 
(1) commemorates the victims killed in the 

horrific terrorist attack on the Pulse Or-
lando nightclub on June 12, 2016, and offers 
heartfelt condolences and deepest sym-
pathies for their families, loved ones, and 
friends; 

(2) honors the survivors of the attack and 
pledges continued support for their recovery; 

(3) recognizes the unity, compassion, and 
resilience of the Orlando community after 
the attack; 

(4) applauds the dedication and bravery of 
Federal, State, and local law enforcement 
and counterterrorism officials for their ef-
forts to respond to the attack, prevent fu-
ture attacks, and secure communities; 

(5) stands together with all people of the 
United States, regardless of race, ethnicity, 
religion, sex, or sexual orientation, in the 
face of terror and hate; and 

(6) reaffirms the commitment of the 
United States and its allies to defeat the Is-
lamic State of Iraq and the Levant and other 
terrorist groups at home and abroad and to 
address the threat posed by homegrown ter-
rorism. 

f 

AMENDMENTS SUBMITTED AND 
PROPOSED 

SA 231. Mr. CORNYN (for himself, Mr. 
BLUMENTHAL, Mr. COONS, Mr. RUBIO, Mr. 
PORTMAN, and Mr. WARNER) submitted an 
amendment intended to be proposed by him 
to the bill S. 722, to impose sanctions with 
respect to Iran in relation to Iran’s ballistic 
missile program, support for acts of inter-
national terrorism, and violations of human 
rights, and for other purposes; which was or-
dered to lie on the table. 

SA 232. Mr. MCCONNELL (for Mr. CRAPO 
(for himself, Mr. BROWN, Mr. CORKER, and 
Mr. CARDIN)) proposed an amendment to the 
bill S. 722, supra. 

SA 233. Mr. MCCONNELL proposed an 
amendment to amendment SA 232 proposed 
by Mr. MCCONNELL (for Mr. CRAPO (for him-
self, Mr. BROWN, Mr. CORKER, and Mr. 
CARDIN)) to the bill S. 722, supra. 

f 

TEXT OF AMENDMENTS 
SA 231. Mr. CORNYN (for himself, 

Mr. BLUMENTHAL, Mr. COONS, Mr. 
RUBIO, Mr. PORTMAN, and Mr. WARNER) 
submitted an amendment intended to 
be proposed by him to the bill S. 722, to 
impose sanctions with respect to Iran 
in relation to Iran’s ballistic missile 
program, support for acts of inter-
national terrorism, and violations of 
human rights, and for other purposes; 
which was ordered to lie on the table; 
as follows: 

On page 46, between lines 6 and 7, insert 
the following: 
SEC. 11. REPORT ON AIRPORTS USED BY MAHAN 

AIR. 
(a) IN GENERAL.—Not later than 120 days 

after the date of the enactment of this Act, 
and annually thereafter through 2020, the 
Secretary of Homeland Security, in con-
sultation with the Secretary of Transpor-
tation, the Secretary of State, the Secretary 
of the Treasury, and the Director of National 
Intelligence, shall submit to Congress a re-
port that includes— 

(1) a list of all airports at which aircraft 
owned or controlled by Mahan Air have land-
ed during the 2 years preceding the submis-
sion of the report; and 

(2) for each such airport— 
(A) an assessment of whether aircraft 

owned or controlled by Mahan Air continue 
to conduct operations at that airport; 

(B) an assessment of whether any of the 
landings of aircraft owned or controlled by 
Mahan Air were necessitated by an emer-
gency situation; 

(C) a determination regarding whether ad-
ditional security measures should be im-
posed on flights to the United States that 
originate from that airport; and 

(D) an explanation of the rationale for that 
determination. 

(b) FORM OF REPORT.—Each report required 
by subsection (a) shall be submitted in un-
classified form, but may include a classified 
annex. 

(c) PUBLICATION OF LIST.—The list required 
by subsection (a)(1) shall be publicly and 
prominently posted on the website of the De-
partment of Homeland Security on the date 
on which the report required by subsection 
(a) is submitted to Congress. 

SA 232. Mr. McCONNELL (for Mr. 
CRAPO (for himself, Mr. BROWN, Mr. 
CORKER, and Mr. CARDIN)) proposed an 
amendment to the bill S. 722, to impose 
sanctions with respect to Iran in rela-
tion to Iran’s ballistic missile program, 
support for acts of international ter-
rorism, and violations of human rights, 
and for other purposes; as follows: 

On page 33, line 7, strike ‘‘subsection (a)’’ 
and insert ‘‘subsection (b)’’. 

On page 33, line 15, strike ‘‘subsection (a)’’ 
and insert ‘‘subsection (b)’’. 

On page 47, line 18, strike ‘‘The President’’ 
and insert ‘‘Except as provided in subsection 
(b), the President’’. 

On page 47, line 22, insert ‘‘(other than sub-
section (b))’’ after ‘‘this Act’’. 

At the end, add the following: 
TITLE II—SANCTIONS WITH RESPECT TO 

THE RUSSIAN FEDERATION AND COM-
BATING TERRORISM AND ILLICIT FI-
NANCING 

SEC. 201. SHORT TITLE. 
This title may be cited as the ‘‘Countering 

Russian Influence in Europe and Eurasia Act 
of 2017’’. 

Subtitle A—Sanctions and Other Measures 
With Respect to the Russian Federation 

SEC. 211. FINDINGS. 
Congress makes the following findings: 
(1) On March 6, 2014, President Barack 

Obama issued Executive Order 13660 (79 Fed. 
Reg. 13493; relating to blocking property of 
certain persons contributing to the situation 
in Ukraine), which authorizes the Secretary 
of the Treasury, in consultation with the 
Secretary of State, to impose sanctions on 
those determined to be undermining demo-
cratic processes and institutions in Ukraine 
or threatening the peace, security, stability, 
sovereignty, and territorial integrity of 

Ukraine. President Obama subsequently 
issued Executive Order 13661 (79 Fed. Reg. 
15535; relating to blocking property of addi-
tional persons contributing to the situation 
in Ukraine) and Executive Order 13662 (79 
Fed. Reg. 16169; relating to blocking property 
of additional persons contributing to the sit-
uation in Ukraine) to expand sanctions on 
certain persons contributing to the situation 
in Ukraine. 

(2) On December 18, 2014, the Ukraine Free-
dom Support Act of 2014 was enacted (Public 
Law 113–272; 22 U.S.C. 8921 et seq.), which in-
cludes provisions directing the President to 
impose sanctions on foreign persons that the 
President determines to be entities owned or 
controlled by the Government of the Russian 
Federation or nationals of the Russian Fed-
eration that manufacture, sell, transfer, or 
otherwise provide certain defense articles 
into Syria. 

(3) On April 1, 2015, President Obama issued 
Executive Order 13694 (80 Fed. Reg. 18077; re-
lating to blocking the property of certain 
persons engaging in significant malicious 
cyber-enabled activities), which authorizes 
the Secretary of the Treasury, in consulta-
tion with the Attorney General and the Sec-
retary of State, to impose sanctions on per-
sons determined to be engaged in malicious 
cyber-hacking. 

(4) On July 26, 2016, President Obama ap-
proved a Presidential Policy Directive on 
United States Cyber Incident Coordination, 
which states, ‘‘certain cyber incidents that 
have significant impacts on an entity, our 
national security, or the broader economy 
require a unique approach to response ef-
forts’’. 

(5) On December 29, 2016, President Obama 
issued an annex to Executive Order 13694, 
which authorized sanctions on the following 
entities and individuals: 

(A) The Main Intelligence Directorate (also 
known as Glavnoe Razvedyvatel’noe 
Upravlenie or the GRU) in Moscow, Russian 
Federation. 

(B) The Federal Security Service (also 
known as Federalnaya Sluzhba Bezopasnosti 
or the FSB) in Moscow, Russian Federation. 

(C) The Special Technology Center (also 
known as STLC, Ltd. Special Technology 
Center St. Petersburg) in St. Petersburg, 
Russian Federation. 

(D) Zorsecurity (also known as Esage Lab) 
in Moscow, Russian Federation. 

(E) The autonomous noncommercial orga-
nization known as the Professional Associa-
tion of Designers of Data Processing Sys-
tems (also known as ANO PO KSI) in Mos-
cow, Russian Federation. 

(F) Igor Valentinovich Korobov. 
(G) Sergey Aleksandrovich Gizunov. 
(H) Igor Olegovich Kostyukov. 
(I) Vladimir Stepanovich Alexseyev. 
(6) On January 6, 2017, an assessment of the 

United States intelligence community enti-
tled, ‘‘Assessing Russian Activities and In-
tentions in Recent U.S. Elections’’ stated, 
‘‘Russian President Vladimir Putin ordered 
an influence campaign in 2016 aimed at the 
United States presidential election.’’ The as-
sessment warns that ‘‘Moscow will apply les-
sons learned from its Putin-ordered cam-
paign aimed at the U.S. Presidential election 
to future influence efforts worldwide, includ-
ing against U.S. allies and their election 
processes’’. 
SEC. 212. SENSE OF CONGRESS. 

It is the sense of Congress that the Presi-
dent— 

(1) should engage to the fullest extent pos-
sible with partner governments with regard 
to closing loopholes, including the allowance 
of extended prepayment for the delivery of 
goods and commodities and other loopholes, 
in multilateral and unilateral restrictive 
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