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infrastructure we have in the United 
States today and opened the door for 
entrepreneurs to make America’s 
internet economy the best in the 
world, not by using 1934 regulations 
that probably regulated telegraphs. 

This decision will not take away any-
one’s privacy or hinder their access to 
the internet. Instead, it will stop the 
confusion between two governing bod-
ies: the FCC trying to get in on the ac-
tion of the Federal Trade Commission, 
which has always governed internet 
privacy. 

This levels the playing field and 
keeps competition, instead of the cen-
sorship we are seeing on the internet 
by very few providers. I think this 
opens the door back up for these 
wrong-headed regulations of 2015, and 
gives us all more choices. 

f 

ANNOUNCEMENT BY THE SPEAKER 
PRO TEMPORE 

The SPEAKER pro tempore. Pursu-
ant to clause 4 of rule I, the following 
enrolled joint resolution was signed by 
the Speaker on Thursday, December 7, 
2017: 

H.J. Res. 123, making further con-
tinuing appropriations for fiscal year 
2018, and for other purposes. 

f 

COMMUNICATION FROM THE 
CLERK OF THE HOUSE 

The SPEAKER pro tempore laid be-
fore the House the following commu-
nication from the Clerk of the House of 
Representatives: 

OFFICE OF THE CLERK, 
HOUSE OF REPRESENTATIVES, 

Washington, DC, December 11, 2017. 
Hon. PAUL D. RYAN, 
The Speaker, House of Representatives, 
Washington, DC. 

DEAR MR. SPEAKER: Pursuant to the per-
mission granted in Clause 2(h) of Rule II of 
the Rules of the U.S. House of Representa-
tives, the Clerk received the following mes-
sage from the Secretary of the Senate on De-
cember 11, 2017, at 9:50 a.m.: 

That the Senate agrees to Conference with 
the House of Representatives H.R. 1. 

With best wishes, I am, 
Sincerely, 

KAREN L. HAAS. 

f 

RECESS 
The SPEAKER pro tempore. Pursu-

ant to clause 12(a) of rule I, the Chair 
declares the House in recess until ap-
proximately 4:30 p.m. today. 

Accordingly (at 2 o’clock and 6 min-
utes p.m.), the House stood in recess. 

f 

b 1630 

AFTER RECESS 
The recess having expired, the House 

was called to order by the Speaker pro 
tempore (Mr. PALMER) at 4 o’clock and 
30 minutes p.m. 

f 

ANNOUNCEMENT BY THE SPEAKER 
PRO TEMPORE 

The SPEAKER pro tempore. Pursu-
ant to clause 8 of rule XX, the Chair 

will postpone further proceedings 
today on motions to suspend the rules 
on which a recorded vote or the yeas 
and nays are ordered, or votes objected 
to under clause 6 of rule XX. 

The House will resume proceedings 
on postponed questions at a later time. 

f 

CYBERSECURITY AND INFRA-
STRUCTURE SECURITY AGENCY 
ACT OF 2017 
Mr. MCCAUL. Mr. Speaker, I move to 

suspend the rules and pass the bill 
(H.R. 3359) to amend the Homeland Se-
curity Act of 2002 to authorize the Cy-
bersecurity and Infrastructure Secu-
rity Agency of the Department of 
Homeland Security, and for other pur-
poses, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 3359 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Cybersecu-
rity and Infrastructure Security Agency Act 
of 2017’’. 
SEC. 2. CYBERSECURITY AND INFRASTRUCTURE 

SECURITY AGENCY. 
(a) IN GENERAL.—The Homeland Security 

Act of 2002 is amended by adding at the end 
the following new title: 

‘‘TITLE XXII—CYBERSECURITY AND 
INFRASTRUCTURE SECURITY AGENCY 

‘‘Subtitle A—Cybersecurity and 
Infrastructure Security 

‘‘SEC. 2201. DEFINITIONS. 
‘‘In this subtitle: 
‘‘(1) CRITICAL INFRASTRUCTURE INFORMA-

TION.—The term ‘critical infrastructure in-
formation’ has the meaning given such term 
in section 2215. 

‘‘(2) CYBERSECURITY RISK.—The term ‘cy-
bersecurity risk’ has the meaning given such 
term in section 2209. 

‘‘(3) CYBERSECURITY THREAT.—The term 
‘cybersecurity threat’ has the meaning given 
such term in paragraph (5) of section 102 of 
the Cybersecurity Act of 2015 (contained in 
division N of the Consolidated Appropria-
tions Act, 2016 (Public Law 114–113; 6 U.S.C. 
1501)). 

‘‘(4) FEDERAL ENTITY.—The term ‘Federal 
entity’ has the meaning given such term in 
paragraph (8) of section 102 of the Cybersecu-
rity Act of 2015 (contained in division N of 
the Consolidated Appropriations Act, 2016 
(Public Law 114–113; 6 U.S.C. 1501)). 

‘‘(5) NON-FEDERAL ENTITY.—The term ‘non- 
Federal entity’ has the meaning given such 
term in paragraph (14) of section 102 of the 
Cybersecurity Act of 2015 (contained in divi-
sion N of the Consolidated Appropriations 
Act, 2016 (Public Law 114–113; 6 U.S.C. 1501)). 

‘‘(6) SECTOR-SPECIFIC AGENCY.—The term 
‘Sector-Specific Agency’ means a Federal de-
partment or agency, designated by law or 
presidential directive, with responsibility for 
providing institutional knowledge and spe-
cialized expertise of a sector, as well as lead-
ing, facilitating, or supporting programs and 
associated activities of its designated crit-
ical infrastructure sector in the all hazards 
environment in coordination with the De-
partment. 

‘‘(7) SHARING.—The term ‘sharing’ has the 
meaning given such term in section 2209. 

‘‘(8) NATIONAL CYBERSECURITY ASSET RE-
SPONSE ACTIVITIES.—The term ‘national cy-
bersecurity asset response activities’ 
means— 

‘‘(A) furnishing cybersecurity technical as-
sistance to entities affected by cybersecurity 
risks to protect assets, mitigate 
vulnerabilities, and reduce impacts of cyber 
incidents; 

‘‘(B) identifying other entities that may be 
at risk of an incident and assessing risk to 
the same or similar vulnerabilities; 

‘‘(C) assessing potential cybersecurity 
risks to a sector or region, including poten-
tial cascading effects, and developing courses 
of action to mitigate such risks; 

‘‘(D) facilitating information sharing and 
operational coordination with threat re-
sponse; and 

‘‘(E) providing guidance on how best to uti-
lize Federal resources and capabilities in a 
timely, effective manner to speed recovery 
from cybersecurity risks. 
‘‘SEC. 2202. CYBERSECURITY AND INFRASTRUC-

TURE SECURITY AGENCY. 

‘‘(a) REDESIGNATION.— 
‘‘(1) IN GENERAL.—The National Protection 

and Programs Directorate of the Department 
shall, on and after the date of the enactment 
of this subtitle, be known as the ‘Cybersecu-
rity and Infrastructure Security Agency’ (in 
this subtitle referred to as the ‘Agency’). 

‘‘(2) REFERENCES.—Any reference to the 
National Protection and Programs Direc-
torate of the Department in any law, regula-
tion, map, document, record, or other paper 
of the United States shall be deemed to be a 
reference to the Cybersecurity and Infra-
structure Security Agency of the Depart-
ment. 

‘‘(b) DIRECTOR.— 
‘‘(1) IN GENERAL.—The Agency shall be 

headed by a Director of Cybersecurity and 
Infrastructure Security (in this subtitle re-
ferred to as the ‘Director’), who shall report 
to the Secretary. 

‘‘(2) REFERENCE.—Any reference to an 
Under Secretary responsible for overseeing 
critical infrastructure protection, cybersecu-
rity, and any other related program of the 
Department as described in section 
103(a)(1)(H) as in effect on the day before the 
date of the enactment of this subtitle in any 
law, regulation, map, document, record, or 
other paper of the United States shall be 
deemed to be a reference to the Director of 
Cybersecurity and Infrastructure Security of 
the Department. 

‘‘(c) RESPONSIBILITIES.—The Director 
shall— 

‘‘(1) lead cybersecurity and critical infra-
structure security programs, operations, and 
associated policy for the Agency, including 
national cybersecurity asset response activi-
ties; 

‘‘(2) coordinate with Federal entities, in-
cluding Sector-Specific Agencies, and non- 
Federal entities, including international en-
tities, to carry out the cybersecurity and 
critical infrastructure activities of the Agen-
cy, as appropriate; 

‘‘(3) carry out the Secretary’s responsibil-
ities to secure Federal information and in-
formation systems consistent with law, in-
cluding subchapter II of chapter 35 of title 44, 
United States Code, and the Cybersecurity 
Act of 2015 (contained in division N of the 
Consolidated Appropriations Act, 2016 (Pub-
lic Law 114–113)); 

‘‘(4) coordinate a national effort to secure 
and protect against critical infrastructure 
risks, consistent with subsection (e)(1)(E); 

‘‘(5) upon request provide analyses, exper-
tise, and other technical assistance to crit-
ical infrastructure owners and operators and, 
where appropriate, provide such analyses, ex-
pertise, and other technical assistance in co-
ordination with Sector-Specific Agencies and 
other Federal departments and agencies; 

‘‘(6) develop and utilize mechanisms for ac-
tive and frequent collaboration between the 
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