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forward, and I applaud him that those 
measures are coming forward. But I 
didn’t hear him say that there were 
going to be measures having to do with 
Dreamers. I didn’t hear him say there 
was anything that would be signifi-
cantly involved in gun violence other 
than his words with reference to bump 
stocks and some reference back to 
some other date in time. I am talking 
about right now, not only bump stocks 
but the necessary indicia for buying a 
weapon and the age for buying a weap-
on and a variety of measures. 

Twenty-six measures exist right here 
in the House of Representatives on 
which we could be voting—any one of 
them—that are commonsense gun re-
form. And we refuse to do so because 
the Speaker won’t put them on the 
floor. 

I hope that we can continue working 
together across the aisle to confront 
the pressing issues facing this great 
Nation. When the farm bill comes here, 
I hope Democrats have some input. 
They haven’t had any at this point. 
And we can help people whom we have 
been elected to serve. 

b 1245 

However, it is time that we address 
gun violence in America; it is time 
that we protect Dreamers; it is time we 
exert our constitutional authority and 
debate a new Authorization for Use of 
Military Force; and it is time for us to 
repair these broken-down bridges and 
raggedy roads in the United States of 
America. 

Mr. Speaker, I yield back the balance 
of my time. 

Mr. BYRNE. Mr. Speaker, I yield my-
self such time as I may consume. 

Mr. Speaker, I appreciate the re-
marks of my good friend from Florida. 
I certainly hope that there can be some 
further discussions and we can have 
something that comes forth on this 
floor that is truly bipartisan on the 
issue of immigration reform, including 
border security. 

I know that there are some people, 
not including my friend from Florida, 
who would like to pass legislation that 
would repeal the Second Amendment. I 
hope that that legislation doesn’t come 
to the floor because I do not think it 
would meet with the approval of the 
vast majority of the people of America. 

I do strongly believe at some point 
we should be debating on this floor a 
new Authorization for Use of Military 
Force. But I will say again, the Presi-
dent did not need that authorization 
for what he did on Friday night, not 
because he was presuming to act under 
an old authorization, but because he 
had the inherent power to do that 
under Article II of the Constitution. If 
he is acting under that authority, he 
doesn’t need extra authorization from 
us. 

This bill, however, that we are talk-
ing about today is something we can 
all agree on, is something that is im-
portant for protecting young children 
and, yes, for protecting people who 

have just become immigrant citizens of 
this country. So I applaud the fact that 
we have come forward with this legisla-
tion. It shows that we are working to-
gether. I look forward to the debate on 
the floor of this House. 

Mr. Speaker, I again urge my col-
leagues to support House Resolution 
830 and the underlying bill. 

Mr. Speaker, I yield back the balance 
of my time, and I move the previous 
question on the resolution. 

The previous question was ordered. 
The resolution was agreed to. 
A motion to reconsider was laid upon 

the table. 
f 

COMMUNICATION FROM THE 
CLERK OF THE HOUSE 

The SPEAKER pro tempore (Mr. 
FRANCIS ROONEY of Florida) laid before 
the House the following communica-
tion from the Clerk of the House of 
Representatives: 

OFFICE OF THE CLERK, 
HOUSE OF REPRESENTATIVES, 

Washington, DC, April 17, 2018. 
Hon. PAUL D. RYAN, 
The Speaker, House of Representatives, 
Washington, DC. 

DEAR MR. SPEAKER: Pursuant to the per-
mission granted in Clause 2(h) of Rule II of 
the Rules of the U.S. House of Representa-
tives, the Clerk received the following mes-
sage from the Secretary of the Senate on 
April 17, 2018, at 11:20 a.m.: 

That the Senate agreed to S. Res. 467. 
The Honorable Michael C. Stenger as Ser-

geant at Arms and Doorkeeper of the Senate. 
With best wishes, I am, 

Sincerely, 
KAREN L. HAAS. 

f 

ANNOUNCEMENT BY THE SPEAKER 
PRO TEMPORE 

The SPEAKER pro tempore. Pursu-
ant to clause 8 of rule XX, the Chair 
will postpone further proceedings 
today on motions to suspend the rules 
on which a recorded vote or the yeas 
and nays are ordered, or votes objected 
to under clause 6 of rule XX. 

The House will resume proceedings 
on postponed questions at a later time. 

f 

JUSTICE FOR VICTIMS OF IRS 
SCAMS AND IDENTITY THEFT 
ACT OF 2018 

Mr. POE of Texas. Mr. Speaker, I 
move to suspend the rules and pass the 
bill (H.R. 2905) to require the Attorney 
General to establish procedures for ex-
pedited review of the case of any per-
son who unlawfully solicits personal 
information for purposes of commit-
ting identity theft, while purporting to 
be acting on behalf of the IRS, and for 
other purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 2905 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Justice for 
Victims of IRS Scams and Identity Theft Act 
of 2018’’. 

SEC. 2. REPORTING REQUIREMENTS. 
(a) ATTORNEY GENERAL REPORT.—Not later 

than 120 days after the date of enactment of 
this Act, the Attorney General shall submit 
to Congress a report on the status of pros-
ecutions for violations of section 1028(a) or 
1028A(a) of title 18, United States Code, in-
cluding— 

(1) the number of defendants referred to 
the Attorney General for prosecution during 
the 5-year period immediately preceding the 
date of the report by any agency of the Fed-
eral Government, disaggregated by the num-
ber of defendants referred by each agency; 

(2) a map of the United States indicating 
how many cases were referred for prosecu-
tion by agencies of the Federal Government 
in each judicial district; 

(3) the rate, by year and judicial district, 
of convictions for cases described in para-
graph (1) that were prosecuted; and 

(4) the Attorney General’s recommenda-
tions regarding— 

(A) identification of trends in the commis-
sion of such offenses; 

(B) how to improve collaboration with 
other Federal agencies; 

(C) how to improve law enforcement deter-
rence and prevention of such offenses; and 

(D) whether such offenses are being com-
mitted by individuals or criminal organiza-
tions. 

(b) SECRETARY OF THE TREASURY REPORT.— 
Not later than 120 days after the date of en-
actment of this Act, the Secretary of the 
Treasury shall submit a report to Congress 
detailing— 

(1) current efforts by the Secretary to as-
sist with the prosecution of violations of sec-
tion 1028(a) or 1028A(a) of title 18, United 
States Code, wherein the defendant mis-
represented himself or herself to be engaged 
in lawful activities on behalf of, or carrying 
out lawful duties as an officer or employee of 
the Internal Revenue Service; 

(2) overall trends in the commission of 
such offenses; 

(3) the Secretary’s recommendations re-
garding what resources are needed to facili-
tate improved review and prosecution of 
such cases; and 

(4) information on what assistance the In-
ternal Revenue Service may offer victims of 
such offenses. 
SEC. 3. PUBLICATION OF REPORT. 

Not later than 120 days after the date of 
enactment of this Act, the Attorney General 
shall make the report submitted under sec-
tion 3(b) publically available on an Internet 
webpage of the Attorney General. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
Texas (Mr. POE) and the gentlewoman 
from Texas (Ms. JACKSON LEE) each 
will control 20 minutes. 

The Chair recognizes the gentleman 
from Texas. 

GENERAL LEAVE 
Mr. POE of Texas. Mr. Speaker, I ask 

unanimous consent that all Members 
have 5 legislative days to revise and ex-
tend their remarks and include extra-
neous material on H.R. 2905, currently 
under consideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Texas? 

There was no objection. 
Mr. POE of Texas. Mr. Speaker, I 

yield myself such time as I may con-
sume. 

Mr. Speaker, identity theft is a prob-
lem across the United States. It affects 
millions of Americans each year. A re-
cent study found that $16 billion was 
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stolen from more than 15 million 
American consumers in 2016. 

In the last several years, sophisti-
cated phone scams targeting taxpayers, 
including recent immigrants and elder-
ly persons, have been prevalent 
throughout the United States. Callers 
claim to be IRS employees using fake 
names and bogus IRS identification 
badge numbers. The fraudsters some-
times know a lot of information about 
the targets, and they may even alter 
the caller I.D. to make it look like the 
real IRS is calling them. 

Victims are told they owe money to 
the IRS and that it must be paid 
promptly through a gift card or wire 
transfers. Victims are threatened with 
arrest, deportation, or suspension of a 
business or driver’s license. In many 
cases, the caller becomes hostile and 
insulting. In an effort to trick victims 
into sharing private information, these 
thieves sometimes claim that the re-
funds are ready for deposit. If the 
phone isn’t answered, the scammers 
leave an urgent callback request. 

These crimes must be prosecuted in 
order to protect victims and bring 
scheming criminals to justice. I urge 
my colleagues to support H.R. 2905, the 
Justice for Victims of IRS Scams and 
Identity Theft Act, which will help 
Congress better understand how many 
identity theft crimes are being pros-
ecuted, as well as ways to prevent 
these crimes, bolster assistance that is 
made available to victims, and go after 
the thieves. 

I thank Congressman DAVID YOUNG 
for his work on this bill, which will 
protect American consumers, and I 
urge the Senate to take it up without 
delay. 

Mr. Speaker, I reserve the balance of 
my time. 

Ms. JACKSON LEE. Mr. Speaker, I 
yield myself such time as I may con-
sume. 

Mr. Speaker, let me thank the man-
ager of this bill, Mr. POE, again, for his 
continued leadership on issues of pro-
tecting the victim. 

I know that everyone has either gone 
to their bank, been at a store, or got-
ten that call that says that: ‘‘Are you 
Mrs. Jones? You live in Texas. There is 
someone now in a department store in 
New York using your identity, your 
card, your credit card,’’ and nothing 
but fear comes your way. It may not be 
even on the basis of you having lost 
your credit cards, but it may be on the 
basis of the dastardly act of stealing 
your identity. 

Probably there is nothing more, be-
sides family and faith and country and 
God, that disturbs you most than to 
lose who you are. And so the legisla-
tion of H.R. 2905, the Justice for Vic-
tims of IRS Scams and Identity Theft 
Act of 2018, is a valuable legislative ini-
tiative because, every year, billions of 
dollars are stolen from hardworking 
Americans as a result of identity theft. 

Tax season, as it begins today, or 
ends today, is a particularly dangerous 
time as scammers pretending to be IRS 

representatives trick victims into giv-
ing them money. Some of the most vul-
nerable victims are senior citizens or 
individuals who are not familiar with 
the likes of government responsibil-
ities or actions. 

The bipartisan bill, H.R. 2905, the 
Justice for Victims of IRS Scams and 
Identity Theft Act of 2018, helps ensure 
that Congress has the information it 
needs to make sure that law enforce-
ment agencies are employing tactics to 
hold these criminals accountable and 
deter future crimes. 

I want to thank the gentleman from 
Iowa (Mr. YOUNG) and the gentlewoman 
from Arizona (Ms. SINEMA) for their as-
tute leadership on this bill and for rec-
ognizing that victims are left helpless 
and hopeless sometimes. 

As tax season comes to a close, mil-
lions of Americans are at risk of being 
exploited by emerging schemes where 
scam artists pretend to be IRS agents 
and harass victims into providing per-
sonal information and money. The IRS 
estimates that more than $65 million 
has been lost to phone tax scammers in 
the past 5 years. These attacks are 
most common during the tax season, in 
March and April. Those are dollars 
that many valuable and important pro-
grams or responsibilities of our Federal 
Government could utilize, dollars that 
certainly don’t belong to criminals. 

Often, scammers present themselves 
as the IRS and trick people into send-
ing their money and personal informa-
tion. As technology advances, so do the 
scammers. The IRS warned of a sophis-
ticated phone scam targeting tax-
payers, including recent immigrants, 
which has been making the rounds 
throughout the country. 

Scammers claim to be IRS employees 
using fake names and bogus IRS identi-
fication badges. They may know a lot 
about their targets, and they usually 
alter the caller I.D. to make it look 
like the IRS. 

By debating this bill on the floor of 
the House today, Mr. Speaker, we hope 
that we are sending a far-reaching 
warning for those who may be watch-
ing or those who are watching to tell 
others: Please understand that the IRS 
has made it clear they do not do busi-
ness that way. 

Victims are told they owe money to 
the IRS and they must be paid prompt-
ly through a gift card or a wire trans-
fer. That is not the way IRS does busi-
ness. Victims may be threatened with 
arrest or deportation or suspension of a 
business or driver’s license. 

Seek immediate help through coun-
sel, through calling, directly, the IRS 
or your public servant that is nearby. 

In many cases, the caller becomes 
hostile and insulting. If the phone isn’t 
answered, the scammers often leave an 
urgent callback request. That is not 
the way the Federal Government does 
its business, or the IRS. 

Scared and confused, many victims 
comply with the scammer’s request out 
of fear of the repercussions. Please do 
not adhere to these heinous and vile 
actions against you. 

The Justice for Victims of IRS Scams 
and Identity Theft Act of 2018 requires 
the Department of Justice and the De-
partment of the Treasury to report to 
Congress the efforts to combat the seri-
ous identity theft problem. The bill re-
quires the DOJ to report on the status 
of prosecutions of identity theft 
crimes. It asks for recommendations 
regarding how this crime is committed, 
how to improve collaboration with 
other Federal agencies, and how to im-
prove law enforcement deterrence and 
prevention of such offenses. 

It also requires the Department of 
the Treasury to provide a report detail-
ing its current efforts to assist in the 
prosecution of identity theft when a 
criminal impersonates IRS personnel 
and the resources they need to facili-
tate the prosecution of these offenses. 

Please remember—I will say it 
again—the IRS does not do business 
this way. Be wary and reach out for 
help. 

This information will provide a help-
ful insight into how law enforcement 
agencies are addressing the heinous 
problem that Congress wants to re-
solve, and we want to stamp out iden-
tity theft and the IRS scammers. 

We need to ensure that Americans 
are being protected from these con art-
ists who target and terrify Americans 
and that these thieves are held ac-
countable for their criminal activity, 
and that is why I ask my colleagues to 
support H.R. 2905, the Justice for Vic-
tims of IRS Scams and Identity Theft 
Act of 2018. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. POE of Texas. Mr. Speaker, I 
yield 5 minutes to the gentleman from 
Iowa (Mr. YOUNG), the author of this 
bill. 

Mr. YOUNG of Iowa. Mr. Speaker, I 
thank both of my colleagues from 
Texas for their support of this meas-
ure. 

Mr. Speaker, I rise today in support 
of my bipartisan bill, H.R. 2905, the 
Justice for Victims of IRS Scams and 
Identity Theft Act of 2018. 

Scams and identity theft are increas-
ingly complex and growing problems. 
Americans lose billions of dollars to 
criminals—my colleague called them 
con artists; that is what they are—exe-
cuting identity theft and fraud each 
year. Many in the Third District of 
Iowa have spoken to me about their 
fear of having their identity, bank or 
credit card numbers, and other per-
sonal information stolen. 

Mr. Speaker, imagine getting a call 
from your bank or credit card company 
explaining your information has been 
stolen. Or imagine having a Federal 
agent knock on your door because 
someone stole your name, Social Secu-
rity number, or banking information. 

b 1300 
This reality can turn a family’s 

world upside down. Millions of Ameri-
cans have gotten that call, and many 
have lost everything because of iden-
tity theft. 
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The Justice for Victims of IRS Scams 

and Identity Theft Act of 2018 requires 
the Attorney General and Treasury 
Secretary to create and submit reports 
to Congress about identity theft and 
fraud across the United States. 

In 2016, the Treasury Inspector Gen-
eral for Tax Administration, Russell 
George, said Americans submit up to 
14,000 complaints about IRS imperson-
ation scams every week. He also said 
IRS impersonation scams were ‘‘the 
largest, most pervasive impersonation 
scam in the history of the agency.’’ 
This is serious. These scams are indis-
criminate and can impact any person 
at any time. 

The report submitted to Congress by 
the Attorney General as a result of my 
bill—this bipartisan bill—will contain 
the number of defendants referred to 
the Department of Justice for identity 
theft and fraud, a map of the United 
States which shows where cases were 
referred from, and the rate of convic-
tion for cases prosecuted. 

This bill also recommends the Attor-
ney General provide information on 
how to improve collaboration with 
other Federal agencies and discuss 
trends in identity theft and fraud 
cases. The Department of Justice 
should suggest what we can do to deter 
criminals and prevent identity theft 
from happening. 

The report from the Treasury Sec-
retary will contain what efforts the 
Secretary has undertaken in the pros-
ecution of IRS impersonation cases and 
recommendations for resources needed 
to assist victims of these crimes. 

As founder of the Bipartisan Task 
Force to Combat Identity Theft and 
Fraud, I have compiled helpful re-
sources to ensure all Iowans and Amer-
icans have the tools and resources they 
need to stay informed and protected 
from these scams. I know my col-
leagues do this, as well, for their con-
stituents. 

The reports from the Attorney Gen-
eral and Treasury Secretary will help 
Americans protect themselves and give 
Members of Congress the tools we need 
to better protect our bosses: our con-
stituents. 

Mr. Speaker, fighting these criminals 
starts with knowing what is out there 
and being as prepared as possible, 
which is why I encourage my col-
leagues to join me in support of this bi-
partisan bill. 

Ms. JACKSON LEE. Mr. Speaker, I 
yield myself such time as I may con-
sume. 

Mr. Speaker, in closing, again, let me 
thank Mr. YOUNG from Iowa for his 
presence here. And let me thank Ms. 
SINEMA, who has always been astutely 
concerned about the fairness to those 
who may be victimized by these das-
tardly acts. I reiterate again that they 
are conmen and -women, and Ms. 
SINEMA knows well the importance of 
protecting her constituents, so I want 
to congratulate her and Mr. YOUNG for 
this legislation. 

Again, I want to emphasize how im-
portant it is that we take important 

measures to protect all forms of iden-
tity theft. But I want to use the termi-
nology ‘‘victims’’ because, as I have 
said, senior citizens, people who are 
there alone; and, of course, families, 
individuals who are not experienced; 
first-time filers, for example, of their 
IRS filing; and people who don’t have, 
or know, anyone to call, they are par-
ticularly in the eye of the storm. 

I, again, reiterate—if you are listen-
ing to us—do not respond to those 
kinds of intimidating calls. Please call 
the IRS. Yes, you can call the IRS or 
your public servant that is nearby, or 
seek some relief in some other manner. 

Identity theft can occur in many set-
tings. It can occur in public places 
where criminals watch you from a 
nearby location as you punch in your 
credit card number, or listen in on 
your conversation if you have to give 
your credit card number over the tele-
phone. It can also occur if you receive 
applications for pre-approved credit 
cards in the mail, but discard them 
without tearing up the enclosed mate-
rials. A first notice to everyone: those 
items should be shredded. 

Many people’s information is stolen 
when they are inquiring to spam 
emails that promise them some ben-
efit, but request identifying data. In 
some cases, criminals reportedly abuse 
computer technology to steal large 
amounts of personal data. 

With enough identifying information 
about an individual, a criminal can 
take over that individual’s identity to 
conduct a wide range of crimes. You 
don’t want to get that phone call. 
Maybe it is not a store in New York, 
but it might be a store in Istanbul, or 
somewhere beyond, that your credit 
card is being used. 

False applications for loans and cred-
it cards, fraudulent withdrawals from 
bank accounts, fraudulent use of tele-
phone calling cards, or online accounts, 
it is important to be reminded the 
world is getting smaller and these cred-
it card accounts can be used all over 
the world. The consequences of iden-
tity theft can be severe and can leave a 
person with no funds to pay for every-
day living costs. Identity fraud can 
have a significant effect on your credit 
history. 

If an identity theft uses your existing 
credit or applies for new credit, this 
could leave a footprint of debt or 
missed payments in your credit report, 
even to the extent that this individual 
generates a bankruptcy. Even if the 
criminal applies for credit and is re-
jected, this can still have a negative 
impact on your credit history, as each 
application for credit is recorded. 

It is with these concerns that I ap-
plaud this legislation and ask my col-
leagues to support the present legisla-
tion that is H.R. 2905, the Justice for 
Victims of IRS Scams and Identity 
Theft Act of 2018. The victims are our 
most important cause. 

Mr. Speaker, I yield back the balance 
of my time. 

Mr. POE of Texas. Mr. Speaker, I 
yield myself the remainder of my time. 

Mr. Speaker, I thank Mr. YOUNG from 
Iowa and Ms. SINEMA from Arizona for 
this bipartisan legislation; the chair-
man of the Judiciary Committee for 
bringing this to the floor; and my 
friend, Ms. JACKSON LEE, from Hous-
ton, Texas, for supporting this legisla-
tion as well. 

Mr. Speaker, when the phone rings 
and a person answers it, if somebody on 
the other end says they are from the 
IRS, that brings fear and trepidation 
into the soul of whoever answers the 
phone. People fear the IRS for a mul-
titude of reasons, so they become vul-
nerable to a thief who identifies them-
selves as an IRS agent and want to do 
the right thing. They don’t want to go 
to jail for an IRS violation, so they co-
operate with this criminal on the other 
end who is a smooth-talking criminal 
thief, who is trying to steal money 
from this person. 

As Ms. JACKSON LEE said, many 
times these are the elderly. These are 
people who have tried to save money 
over the years; and now the IRS, they 
think, is coming after them, and they 
want to cooperate because they want 
to follow the law. 

These scammers are just, to me, 
some of the worst people in our soci-
ety. As a former judge and prosecutor, 
I don’t like thieves—people who steal 
from others—especially vulnerable peo-
ple. 

This legislation helps in a couple of 
ways, several ways. It helps the vic-
tims understand what their responsi-
bility is, and is not, when somebody 
calls. But it also lets those thieves out 
there in our country, and other coun-
tries, know that we are going to go 
after them. I mean, $16 billion stolen in 
one year from 15 million Americans. 
That is a lot of money. That is a lot of 
money even for the government. 

This legislation is vital, it is good 
legislation, it is bipartisan legislation, 
and it should pass quickly. The Senate, 
down the hallway, should take up this 
bill and pass it as well. 

And that is just the way it is. 
Mr. Speaker, I yield back the balance 

of my time. 
Ms. JACKSON LEE. Mr. Speaker, every 

year, billions of dollars are stolen from hard-
working Americans as a result of identity theft. 
Tax season is a particularly dangerous time as 
scammers pretending to be IRS representa-
tives, trick victims into giving them money. The 
bipartisan bill, H.R. 2905 ‘‘Justice for Victims 
of IRS Scams and Identity Theft Act of 2018,’’ 
helps ensure that Congress has the informa-
tion it needs to make sure that law enforce-
ment agencies are employing tactics to hold 
these criminals accountable and deter future 
crimes. 

As tax season comes to a close, millions of 
Americans are at risk of being exploited by an 
emerging scheme where scam artists pretend 
to be IRS agents and harass victims into pro-
viding personal information and money. The 
IRS estimates that more than $65 million has 
been lost to phone tax scammers in the past 
five years. These attacks are most common 
during the high high tax season in March and 
April. 
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Often scammers present themselves as the 

IRS and trick people into sending them money 
and personal information. As technology ad-
vances so do the scammers. The IRS warned 
of a sophisticated phone scam targeting tax-
payers, including recent immigrants, which has 
been making the rounds throughout the coun-
try. Scammers claim to be IRS employees, 
using fake names and bogus IRS identification 
badge numbers. They may know a lot about 
their targets, and they usually alter the caller 
ID to make it look like the IRS is calling. 

Victims are told they owe money to the IRS 
and it must be paid promptly through a gift 
card or wire transfer. Victims may be threat-
ened with arrest, deportation or suspension of 
a business or driver’s license. In many cases, 
the caller becomes hostile and insulting. If the 
phone isn’t answered, the scammers often 
leave an ‘‘urgent’’ callback request. Scared 
and confused, many victims comply with the 
scammers request out of fear of the repercus-
sions. 

The ‘‘Justice for Victims of IRS Scams and 
Identity Theft Act of 2018,’’ requires the De-
partment of Justice and the Department of 
Treasury to report to Congress the efforts to 
combat the serious identity theft problem. The 
bill requires the DOJ to report on the status of 
prosecutions of identity theft crimes. It asked 
for recommendations regarding how this crime 
is committed, how to improve collaboration 
with other federal agencies, and how to im-
prove law enforcement deterrence and pre-
vention of such offenses. It also requires the 
Department of Treasury to provide a report 
detailing its current efforts to assist in the 
prosecution of identity theft where the criminal 
impersonates IRS personnel and the re-
sources they need to facilitate the prosecution 
of these offenses. This information will provide 
a helpful insight into how our law enforcement 
agencies are addressing the problem and 
what Congress can do to help improve the re-
sults. 

We need to ensure that Americans are 
being protected from these con artists who tar-
get and terrify Americans and that these 
thieves are held accountable for their criminal 
activity. That is why I support H.R. 2905, ‘‘Jus-
tice for Victims of IRS Scams and Identity 
Theft Act of 2018.’’ 

Mr. Speaker, in closing I want to emphasize 
how important it is that we take important 
measures to protect against all forms of iden-
tity theft. 

Identity theft can occur in many settings. It 
can occur in public places where criminals 
watch you from a nearby location as you 
punch in your credit card number or listen in 
on your conversation if you give your credit- 
card number over the telephone. It can also 
occur if you receive applications for ‘‘pre-ap-
proved’’ credit cards in the mail but discard 
them without tearing up the enclosed mate-
rials. Many people’s information is stolen when 
they respond to spam emails that promise 
them some benefit but requests identifying 
data. In some cases, criminals reportedly have 
used computer technology to steal large 
amounts of personal data. 

With enough identifying information about 
an individual, a criminal can take over that in-
dividual’s identity to conduct a wide range of 
crimes. False applications for loans and credit 
cards, fraudulent withdrawals from bank ac-
counts, fraudulent use of telephone calling 
cards, or online accounts. The consequences 

of identity theft can be severe and can leave 
a person with no funds to pay for everyday liv-
ing costs. Identity fraud can have a significant 
effect on your credit history. If an identity thief 
uses your existing credit or applies for new 
credit, this could leave a footprint of debt or 
missed payments on your credit report. Even 
if the criminal applies for credit and is rejected 
this can still have a negative effect on your 
credit history as each application for credit is 
recorded. 

It is with these concerns in mind that we act 
on this legislation today. I support this bill and 
encourage my colleagues to do the same. 

The SPEAKER pro tempore (Mr. 
BACON). The question is on the motion 
offered by the gentleman from Texas 
(Mr. POE) that the House suspend the 
rules and pass the bill, H.R. 2905, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. POE of Texas. Mr. Speaker, on 
that I demand the yeas and nays. 

The yeas and nays were ordered. 
The SPEAKER pro tempore. Pursu-

ant to clause 8 of rule XX, further pro-
ceedings on this motion will be post-
poned. 

f 

MOVING AMERICANS PRIVACY 
PROTECTION ACT 

Mr. REICHERT. Mr. Speaker, I move 
to suspend the rules and pass the bill 
(H.R. 4403) to amend the Tariff Act of 
1930 to protect personally identifiable 
information, and for other purposes, as 
amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 4403 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Moving 
Americans Privacy Protection Act’’. 
SEC. 2. PROTECTION OF PERSONALLY IDENTIFI-

ABLE INFORMATION. 
(a) IN GENERAL.—Section 431(c)(2) of the 

Tariff Act of 1930 (19 U.S.C. 1431(c)(2)) is 
amended to read as follows: 

‘‘(2)(A) The information listed in paragraph 
(1) shall not be available for public disclo-
sure if— 

‘‘(i) the Secretary of the Treasury makes 
an affirmative finding on a shipment-by- 
shipment basis that disclosure is likely to 
pose a threat of personal injury or property 
damage; or 

‘‘(ii) the information is exempt under the 
provisions of section 552(b)(1) of title 5, 
United States Code. 

‘‘(B) The Secretary shall ensure that any 
personally identifiable information, includ-
ing Social Security account numbers and 
passport numbers, is removed from any 
manifest signed, produced, delivered, or elec-
tronically transmitted under this section be-
fore access to the manifest is provided to the 
public.’’. 

(b) EFFECTIVE DATE.—The amendment 
made by subsection (a) shall take effect on 
the date that is 30 days after the date of the 
enactment of this Act. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
Washington (Mr. REICHERT) and the 

gentleman from New Jersey (Mr. PAS-
CRELL) each will control 20 minutes. 

The Chair recognizes the gentleman 
from Washington. 

GENERAL LEAVE 
Mr. REICHERT. Mr. Speaker, I ask 

unanimous consent that all Members 
may have 5 legislative days in which to 
revise and extend their remarks and in-
clude extraneous material on H.R. 4403, 
currently under consideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Washington? 

There was no objection. 
Mr. REICHERT. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, I am proud to speak 

today in support of H.R. 4403, the Mov-
ing Americans Privacy Protection Act, 
a bipartisan, commonsense bill, au-
thorized by Congressman JEFF DENHAM 
and gentleman BILL PASCRELL. It was 
favorably reported out of the Ways and 
Means Committee by a voice vote last 
week. 

This legislation will help put an end 
to the inadvertent disclosure of person-
ally identifiable information, such as 
Social Security numbers and passport 
numbers that are transmitted on cer-
tain shipment documents to the U.S. 
Customs and Border Protection. 

CBP, as it is called, is required by 
law to make certain shipment data 
available to the public, but that infor-
mation should not include personally 
identifiable information which may be 
erroneously included on shipment doc-
uments by carriers. 

CBP maintains procedures for indi-
viduals to request confidential treat-
ment for their personal information, 
but that process is slow. Plus, individ-
uals probably would not seek confiden-
tial treatment if they don’t realize 
that their personal information was in-
cluded on shipment documents in the 
first place. 

Even if the release of such informa-
tion is unintended, Federal agencies 
should not be putting Americans at 
risk for identity theft, credit card 
fraud, and unwanted solicitations. We 
can, and should, do more to protect 
Americans from such risks and hold 
Federal agencies accountable. 

This legislation would do just that by 
requiring CBP to ensure that such per-
sonal information is no longer dis-
closed. 

Mr. Speaker, I thank Congressman 
DENHAM and my good friend, Congress-
man PASCRELL, the ranking member on 
the Subcommittee on Trade, for intro-
ducing this important legislation. 

Mr. Speaker, I urge my colleagues to 
join us in supporting this bipartisan 
bill, and I reserve the balance of my 
time. 

Mr. PASCRELL. Mr. Speaker, I yield 
myself such time as I may consume. 

Mr. Speaker, I speak today in sup-
port of the Moving Americans Privacy 
Protection Act, which would require 
that U.S. Customs and Border Protec-
tion ensures that personally identifi-
able information is not publicly dis-
closed during an international house-
hold move. 
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