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vulnerabilities before they are publicly 
announced, and security researchers 
are assured that their voices will be 
heard. 

ICS-CERT is to be commended for 
running a progressive program that 
recognizes that most security research-
ers want to help make the internet and 
the scary devices that connect to it a 
safer place. The coordinated vulnera-
bility program does just that by help-
ing critical infrastructure owners and 
operators who receive notices from 
ICS-CERT about discovered vulnerabil-
ities and effective patches before mali-
cious actors have a chance to exploit 
any flaws. Mr. Speaker, this bill would 
empower ICS-CERT to carry out this 
mission fully and effectively. 

Mr. Speaker, I want to again com-
mend the gentleman for his work on 
this important piece of legislation. I 
urge my colleagues to support the 
measure. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. BACON. Mr. Speaker, I just want 
to say it has been a pleasure working 
with Mr. LANGEVIN not only on the 
Homeland Security Committee, but 
also on the Armed Services Committee. 
We have partnered on quite a few 
things, and it is wonderful to make a 
difference with him. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. LANGEVIN. Mr. Speaker, I yield 
myself the balance of my time. 

Mr. Speaker, there is no question 
that industrial control systems are a 
high-value target for our adversaries. 
Critical infrastructure owners and op-
erators use these systems to deliver 
the services that underpin our day-to- 
day lives, and destruction to one of 
those systems could have tremendous 
economic ramifications or could even 
be the difference between life and 
death. 

We know that our adversaries—most 
notably Russia, China, Iran, and North 
Korea—have all targeted U.S. critical 
infrastructure and the operational 
technology employed across these sec-
tors. Mr. Speaker, it is important that 
we solidify DHS’ longstanding leader-
ship role in securing critical infra-
structure, particularly with respect to 
industrial control systems. 

It has been a pleasure working with 
my colleague Mr. BACON, the gen-
tleman from Nebraska, on this bill. I 
deeply appreciate both his service to 
the country as well as his contribu-
tions both on the Armed Services Com-
mittee and on the Homeland Security 
Committee. Likewise, it has been a 
pleasure working with him over these 
years. 

Mr. Speaker, I encourage my col-
leagues to support H.R. 5733, and I yield 
back the balance of my time. 

Mr. BACON. Mr. Speaker, I yield my-
self the balance of my time. 

Mr. Speaker, first, I again want to 
thank my colleague from Rhode Island 
for his partnership on this, and his 
comments were absolutely right. The 

Russians and the Chinese are both 
working to be able to attack our en-
ergy grid, among other parts of our in-
frastructure, and we need to be pre-
pared. And it doesn’t start on day one 
of a war. It starts now, when we have 
the time to prepare. 

The next December 7 will not be like 
Pearl Harbor with aircraft and tor-
pedoes and bombs coming to attack our 
Pacific Fleet. It is going to be preceded 
by a cyber attack that is going to try 
to shut down our energy grid and other 
parts of our infrastructure, and the 
time to prepare is now. This bill starts 
that process, or continues that process, 
so that we are prepared. 

Mr. Speaker, I urge my colleagues to 
support this bill, and I yield back the 
balance of my time. 

f 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Nebraska (Mr. 
BACON) that the House suspend the 
rules and pass the bill, H.R. 5733, as 
amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 
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OFFICE OF BIOMETRIC IDENTITY 
MANAGEMENT AUTHORIZATION 
ACT OF 2018 

Ms. MCSALLY. Mr. Speaker, I move 
to suspend the rules and pass the bill 
(H.R. 5206) to amend the Homeland Se-
curity Act of 2002 to establish the Of-
fice of Biometric Identity Manage-
ment, and for other purposes, as 
amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 5206 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Office of Bi-
ometric Identity Management Authorization 
Act of 2018’’ or the ‘‘OBIM Authorization Act 
of 2018’’. 
SEC. 2. ESTABLISHMENT OF THE OFFICE OF BIO-

METRIC IDENTITY MANAGEMENT. 
(a) IN GENERAL.—Title VII of the Homeland 

Security Act of 2002 (6 U.S.C. 341 et. seq.) is 
amended by adding at the end the following 
new section: 
‘‘SEC. 710. OFFICE OF BIOMETRIC IDENTITY MAN-

AGEMENT. 
‘‘(a) ESTABLISHMENT.—The Office of Bio-

metric Identity Management is established 
within the Management Directorate of the 
Department. 

‘‘(b) DIRECTOR.— 
‘‘(1) IN GENERAL.—The Office of Biometric 

Identity Management shall be administered 
by the Director of the Office of Biometric 
Identity Management (in this section re-
ferred to as the ‘Director’) who shall report 
to the Secretary, or to another official of the 
Department, as the Secretary may direct. 

‘‘(2) QUALIFICATIONS AND DUTIES.—The Di-
rector shall— 

‘‘(A) have significant professional manage-
ment experience, as well as experience in the 
field of biometrics and identity manage-
ment; 

‘‘(B) lead the Department’s biometric iden-
tity services to support anti-terrorism, 
counter-terrorism, border security, 
credentialing, national security, and public 
safety; 

‘‘(C) enable operational missions across the 
Department by receiving, matching, storing, 
sharing, and analyzing biometric and associ-
ated biographic and encounter data; 

‘‘(D) deliver biometric identity informa-
tion and analysis capabilities to— 

‘‘(i) the Department and its components; 
‘‘(ii) appropriate Federal, State, local, and 

tribal agencies; 
‘‘(iii) appropriate foreign governments; and 
‘‘(iv) appropriate private sector entities; 
‘‘(E) support the law enforcement, public 

safety, national security, and homeland se-
curity missions of other Federal, State, 
local, and tribal agencies, as appropriate; 

‘‘(F) manage the operation of the Depart-
ment’s primary biometric repository and 
identification system; 

‘‘(G) manage Biometric Support Centers to 
provide biometric identification and 
verification analysis and services to the De-
partment, appropriate Federal, State, local, 
and tribal agencies, appropriate foreign gov-
ernments, and appropriate private sector en-
tities; 

‘‘(H) oversee the implementation of De-
partment-wide standards for biometric con-
formity, and work to make such standards 
Government-wide; 

‘‘(I) in coordination with the Department’s 
Office of Policy, and in consultation with 
relevant component offices and headquarters 
offices, enter into data sharing agreements 
with appropriate Federal, State, local, and 
foreign agencies to support immigration, law 
enforcement, national security, and public 
safety missions; 

‘‘(J) maximize interoperability with other 
Federal, State, local, and foreign biometric 
systems, as appropriate; 

‘‘(K) ensure the activities of the Office of 
Biometric Identity Management are carried 
out in compliance with the policies and pro-
cedures established by the Privacy Officer 
appointed under section 222; and 

‘‘(L) carry out other duties and powers pre-
scribed by law or delegated by the Secretary. 

‘‘(c) DEPUTY DIRECTOR.—There shall be in 
the Office of Biometric Identity Management 
a Deputy Director, who shall assist the Di-
rector in the management of the Office. 

‘‘(d) OTHER AUTHORITIES.— 
‘‘(1) IN GENERAL.—The Director may estab-

lish such other offices within the Office of 
Biometric Identity Management as the Di-
rector determines necessary to carry out the 
missions, duties, functions, and authorities 
of the Office. 

‘‘(2) NOTIFICATION.—If the Director exer-
cises the authority provided by paragraph 
(1), the Director shall notify the Committee 
on Homeland Security of the House of Rep-
resentatives and the Committee on Home-
land Security and Governmental Affairs of 
the Senate not later than 30 days before ex-
ercising such authority.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by adding after 
the item relating to section 709 the following 
new item: 
‘‘Sec. 710. Office of Biometric Identity Man-

agement.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
Arizona (Ms. MCSALLY) and the gen-
tleman from Rhode Island (Mr. LAN-
GEVIN) each will control 20 minutes. 
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