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consequences for the victim, which may in-
clude post-traumatic stress disorder, sub-
stance abuse, major depression, homeless-
ness, eating disorders, and suicide; 

Whereas many sexual assaults are not re-
ported to law enforcement agencies, and 
many States have restrictive criminal stat-
utes of limitations, which enable many rap-
ists to evade punishment for their crimes; 

Whereas sexual assault survivors suffer 
emotional complications long after their 
physical scars have healed; 

Whereas advances in deoxyribonucleic acid 
(commonly known as ‘‘DNA’’) technology 
have enabled law enforcement agencies to 
identify and prosecute the perpetrators in 
tens of thousands of previously unsolved sex-
ual assault cases; 

Whereas incarceration of sexual assault 
perpetrators can prevent perpetrators from 
committing additional crimes; 

Whereas national, State, territorial, and 
Tribal coalitions, community-based rape cri-
sis centers, and other organizations across 
the United States are committed to— 

(1) increasing public awareness of sexual 
violence and the prevalence of sexual vio-
lence; and 

(2) eliminating sexual violence through 
prevention and education; 

Whereas important partnerships have been 
formed among criminal and juvenile justice 
agencies, health professionals, public health 
workers, educators, first responders, and vic-
tim service providers; 

Whereas thousands of volunteers and staff 
at rape crisis centers, State coalitions 
against sexual assault, and nonprofit organi-
zations across the United States play an im-
portant role in making crisis hotlines and 
other services available to survivors of sex-
ual assault; 

Whereas free, confidential help is available 
to all victims and survivors of sexual assault 
through— 

(1) the National Sexual Assault Hotline— 
(A) by telephone at 800-656-HOPE; and 
(B) online at https://hotline.rainn.org; 

and 
(2) more than 1,000 sexual assault service 

providers across the United States; 
Whereas the victim service programs of 

RAINN, including the National Sexual As-
sault Hotline— 

(1) in 2018, helped 267,621 survivors of sexual 
assault and their loved ones, which rep-
resented the greatest number of people as-
sisted since the founding of the hotline in 
1994; and 

(2) continue to receive a record number of 
requests for support in 2019; 

Whereas the Department of Defense pro-
vides the Safe Helpline hotline, Safe 
HelpRoom online chat service, and Safe 
Helpline mobile application, each of which 
offer support and help to members of the De-
partment of Defense community— 

(1) by telephone at 877-995-5247; and 
(2) online at https://safehelpline.org; 
Whereas individual and collective efforts 

reflect the dream of the people of the United 
States— 

(1) for individuals and organizations to ac-
tively work to prevent all forms of sexual vi-
olence; and 

(2) for no victim of sexual assault to be 
unserved or feel that there is no path to jus-
tice; and 

Whereas April 2019 is recognized as ‘‘Na-
tional Sexual Assault Awareness and Preven-
tion Month’’: Now, therefore, be it 

Resolved, That— 
(1) it is the sense of the Senate that— 
(A) National Sexual Assault Awareness and 

Prevention Month provides a special oppor-
tunity to— 

(i) educate the people of the United States 
about sexual violence; and 

(ii) encourage— 
(I) the prevention of sexual assault; 
(II) improvement in the treatment of sur-

vivors of sexual assault; and 
(III) the prosecution of perpetrators of sex-

ual assault; 
(B) it is appropriate to properly acknowl-

edge survivors of sexual assault and to com-
mend the volunteers and professionals who 
assist those survivors in their efforts to heal; 

(C) national and community organizations 
and private sector supporters should be rec-
ognized and applauded for their work in— 

(i) promoting awareness about sexual as-
sault; 

(ii) providing information and treatment 
to survivors of sexual assault; and 

(iii) increasing the number of successful 
prosecutions of perpetrators of sexual as-
sault; and 

(D) public safety, law enforcement, and 
health professionals should be recognized 
and applauded for their hard work and inno-
vative strategies to ensure perpetrators of 
sexual assault are held accountable; and 

(2) the Senate supports the goals and ideals 
of National Sexual Assault Awareness and 
Prevention Month. 

f 

AUTHORITY FOR COMMITTEES TO 
MEET 

Mr. MCCONNELL. Mr. President, I 
have 7 requests for committees to meet 
during today’s session of the Senate. 
They have the approval of the Majority 
and Minority leaders. 

Pursuant to Rule XXVI, paragraph 
5(a), of the Standing Rules of the Sen-
ate, the following committees are au-
thorized to meet during today’s session 
of the Senate: 

COMMITTEE ON ARMED SERVICES 

The Committee on Armed Services is 
authorized to meet during the session 
of the Senate on Tuesday, April 30, 
2019, at 9:30 a.m., to conduct a hearing 
on the following nominations: Admiral 
William F. Moran, USN, for reappoint-
ment to the grade of admiral and to be 
Chief of Naval Operations, and Lieuten-
ant General David H. Berger, USMC, to 
be general and to be Commandant of 
the Marine Corps, both of the Depart-
ment of Defense. 
COMMITTEE ON BANKING, HOUSING, AND URBAN 

AFFAIRS 

The Committee on Banking, Housing, 
and Urban Affairs is authorized to 
meet during the session of the Senate 
on Tuesday, April 30, 2019, at 10 a.m., to 
conduct a hearing. 

COMMITTEE ON ENERGY AND NATURAL 
RESOURCES 

The Committee on Energy and Nat-
ural Resources is authorized to meet 
during the session of the Senate on 
Tuesday, April 30, 2019, at 10 a.m., to 
conduct a hearing. 

COMMITTEE ON THE JUDICIARY 

The Committee on the Judiciary is 
authorized to meet during the session 
of the Senate on Tuesday, April 30, 
2019, at 10 a.m., to conduct a hearing on 
the following nominations: Ada E. 
Brown, to be United States District 
Judge for the Northern District of 
Texas, Steven D. Grimberg, to be 
United States District Judge for the 
Northern District of Georgia, David 

John Novak, to be United States Dis-
trict Judge for the Eastern District of 
Virginia, and Matthew H. Solomson, of 
Maryland, to be a Judge of the United 
States Court of Federal Claims. 

SELECT COMMITTEE ON INTELLIGENCE 
The Select Committee on Intel-

ligence is authorized to meet during 
the session of the Senate on Tuesday, 
April 30, 2019, at 2:30 p.m., to conduct a 
closed briefing 

SUBCOMMITTEE ON SECURITY 
The Subcommittee on Security of the 

Committee on Commerce, Science, and 
Transportation is authorized to meet 
during the session of the Senate on 
Tuesday, April 30, 2019, at 2:30 p.m., to 
conduct a hearing. 

SUBCOMMITTEE ON INTELLECTUAL PROPERTY 
The Subcommittee on Intellectual 

Property of the Committee on the Ju-
diciary is authorized to meet during 
the session of the Senate on Tuesday, 
April 30, 2019, at 2:30 p.m., to conduct a 
hearing. 

f 

REAFFIRMING THE UNITED 
STATES COMMITMENT TO TAI-
WAN AND TO THE IMPLEMENTA-
TION OF THE TAIWAN RELA-
TIONS ACT 

Mr. CASSIDY. Madam President, I 
ask unanimous consent that the For-
eign Relations Committee be dis-
charged from further consideration and 
the Senate now proceed to S. Con. Res. 
13. 

The PRESIDING OFFICER. The 
clerk will report the concurrent resolu-
tion by title. 

The senior assistant legislative clerk 
read as follows: 

A concurrent resolution (S. Con. Res. 13) 
reaffirming the United States commitment 
to Taiwan and to the implementation of the 
Taiwan Relations Act. 

There being no objection, the com-
mittee was discharged and the Senate 
proceeded to consider the concurrent 
resolution. 

Mr. CASSIDY. I ask unanimous con-
sent that the concurrent resolution be 
agreed to, the preamble be agreed to, 
and the motions to reconsider be con-
sidered made and laid upon the table. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The concurrent resolution (S. Con. 
Res. 13) was agreed to. 

The preamble was agreed to. 
(The concurrent resolution, with its 

preamble, is printed in the RECORD of 
February 4, 2019, under ‘‘Submitted 
Resolutions.’’) 

f 

FEDERAL ROTATIONAL CYBER 
WORKFORCE PROGRAM ACT OF 
2019 

Mr. CASSIDY. Madam President, I 
ask unanimous consent that the Sen-
ate proceed to the immediate consider-
ation of Calendar No. 46, S. 406. 

The PRESIDING OFFICER. The 
clerk will report the bill by title. 

The senior assistant legislative clerk 
read as follows: 
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A bill (S. 406) to establish a Federal rota-

tional cyber workforce program for the Fed-
eral cyber workforce. 

There being no objection, the Senate 
proceeded to consider the bill, which 
had been reported from the Committee 
on Homeland Security and Govern-
mental Affairs, with an amendment, as 
follows: 

S. 406 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Federal Ro-
tational Cyber Workforce Program Act of 
2019’’. 
SEC. 2. DEFINITIONS. 

In this Act: 
(1) AGENCY.—The term ‘‘agency’’ has the 

meaning given the term ‘‘Executive agency’’ 
in section 105 of title 5, United States Code, 
except that the term does not include the 
Government Accountability Office. 

(2) COUNCIL.—The term ‘‘Council’’ means 
the Chief Human Capital Officers Council es-
tablished under section 1303 of the øHome-
land Security¿ Chief Human Capital Officers 
Act of 2002 (5 U.S.C. 1401 note). 

(3) CYBER WORKFORCE POSITION.—The term 
‘‘cyber workforce position’’ means a position 
identified as having information technology, 
cybersecurity, or other cyber-related func-
tions under section 303 of the Federal Cyber-
security Workforce Assessment Act of 2015 (5 
U.S.C. 301 note). 

(4) DIRECTOR.—The term ‘‘Director’’ means 
the Director of the Office of Personnel Man-
agement. 

(5) EMPLOYEE.—The term ‘‘employee’’ has 
the meaning given the term in section 2105 of 
title 5, United States Code. 

(6) EMPLOYING AGENCY.—The term ‘‘em-
ploying agency’’ means the agency from 
which an employee is detailed to a rotational 
cyber workforce position. 

(7) ROTATIONAL CYBER WORKFORCE POSI-
TION.—The term ‘‘rotational cyber workforce 
position’’ means a cyber workforce position 
with respect to which a determination has 
been made under section 3(a)(1). 

(8) ROTATIONAL CYBER WORKFORCE PRO-
GRAM.—The term ‘‘rotational cyber work-
force program’’ means the program for the 
detail of employees among rotational cyber 
workforce positions at agencies. 
SEC. 3. ROTATIONAL CYBER WORKFORCE POSI-

TIONS. 
(a) DETERMINATION WITH RESPECT TO ROTA-

TIONAL SERVICE.— 
(1) IN GENERAL.—The head of each agency, 

in the sole and exclusive discretion of the 
head of the agency, may determine that a 
cyber workforce position in that agency is 
eligible for the rotational cyber workforce 
program. 

(2) NOTICE PROVIDED.—The head of an agen-
cy shall submit to the Director— 

(A) notice regarding any determination 
made by the head of the agency under para-
graph (1); and 

(B) for each position with respect to which 
the head of the agency makes a determina-
tion under paragraph (1), the information re-
quired under subsection (b)(1). 

(b) PREPARATION OF LIST.—The Director, 
with assistance from the Council and the 
Secretary of Homeland Security, shall de-
velop a list of rotational cyber workforce po-
sitions that— 

(1) with respect to each such position, to 
the extent that the information does not dis-
close sensitive national security informa-
tion, includes— 

(A) the title of the position; 
(B) the occupational series with respect to 

the position; 

(C) the grade level with respect to the posi-
tion; 

(D) the agency in which the position is lo-
cated; 

(E) the duty location with respect to the 
position; and 

(F) the major duties and functions of the 
position; and 

(2) shall be used to support the rotational 
cyber workforce program. 

(c) DISTRIBUTION OF LIST.—Not less fre-
quently than annually, the Director shall 
distribute an updated list developed under 
subsection (b) to the head of each agency and 
other appropriate entities. 
SEC. 4. ROTATIONAL CYBER WORKFORCE PRO-

GRAM. 
(a) OPERATION PLAN.— 
(1) IN GENERAL.—Not later than 270 days 

after the date of enactment of this Act, the 
Director, in consultation with the Council, 
the Chief Information Officer of the Depart-
ment of Homeland Security, representatives 
of other agencies, and any other entity as 
the Director determines appropriate, shall 
develop and issue a Federal Rotational Cyber 
Workforce Program operation plan providing 
policies, processes, and procedures for a pro-
gram for the detailing of employees among 
rotational cyber workforce positions at 
agencies. 

(2) UPDATING.—The Director may, in con-
sultation with the Council and other entities 
as the Director determines appropriate, peri-
odically update the operation plan developed 
and issued under paragraph (1). 

(b) REQUIREMENTS.—The operation plan de-
veloped and issued under subsection (a) shall, 
at a minimum— 

(1) identify agencies for participation in 
the rotational cyber workforce program; 

(2) establish procedures for the rotational 
cyber workforce program, including— 

(A) any training, education, or career de-
velopment requirements associated with par-
ticipation in the rotational cyber workforce 
program; 

(B) any prerequisites or requirements for 
participation in the rotational cyber work-
force program; and 

(C) appropriate rotational cyber workforce 
program performance measures, reporting 
requirements, employee exit surveys, and 
other accountability devices for the evalua-
tion of the program; 

(3) provide that participation in the rota-
tional cyber workforce program by an em-
ployee shall be voluntary; 

(4) provide that an employee shall be eligi-
ble to participate in the rotational cyber 
workforce program if the head of the em-
ploying agency of the employee, or a des-
ignee of the head of the employing agency of 
the employee, approves of the participation 
of the employee; 

(5) provide that the detail of an employee 
to a rotational cyber workforce position 
under the rotational cyber workforce pro-
gram shall be on a nonreimbursable basis; 

(6) provide that agencies may agree to 
partner to ensure that the employing agency 
of an employee that participates in the rota-
tional cyber workforce program is able to fill 
the position vacated by the employee; 

(7) require that an employee detailed to a 
rotational cyber workforce position under 
the rotational cyber workforce program, 
upon the end of the period of service with re-
spect to the detail— 

(A) shall be entitled to return to the posi-
tion held by the employee, or a cor-
responding position, in the employing agen-
cy of the employee; and 

(B) shall not be entitled to return to an-
other position in the employing agency of 
the employee, including a more senior posi-
tion, if the position held by the employee 
upon accepting the detail remains open; 

(8) provide that discretion with respect to 
the assignment of an employee under the ro-
tational cyber workforce program shall re-
main with the employing agency of the em-
ployee; 

(9) require that an employee detailed to a 
rotational cyber workforce position under 
the rotational cyber workforce program in 
an agency that is not the employing agency 
of the employee shall have all the rights that 
would be available to the employee if the 
employee were detailed under a provision of 
law other than this Act from the employing 
agency to the agency in which the rotational 
cyber workforce position is located; 

(10) provide that participation by an em-
ployee in the rotational cyber workforce pro-
gram shall not constitute a change in the 
conditions of the employment of the em-
ployee; and 

(11) provide that an employee participating 
in the rotational cyber workforce program 
shall receive performance evaluations relat-
ing to service in the rotational cyber work-
force program in a participating agency that 
are— 

(A) prepared by an appropriate officer, su-
pervisor, or management official of the em-
ploying agency; 

(B) based, acting in coordination with the 
supervisor at the agency in which the em-
ployee is performing that service, on objec-
tives identified in the operation plan with re-
spect to the employee; and 

(C) based in whole or in part on the con-
tribution of the employee to the agency in 
which the employee performed such service, 
as communicated from that agency to the 
employing agency of the employee. 

(c) PROGRAM REQUIREMENTS FOR ROTA-
TIONAL SERVICE.— 

(1) IN GENERAL.—An employee serving in a 
cyber workforce position in an agency may, 
with the approval of the head of the agency, 
submit an application for detail to a rota-
tional cyber workforce position that appears 
on the list developed under section 3(b). 

(2) SELECTION AND TERM.— 
(A) SELECTION.—The head of an agency 

shall select an employee for a rotational 
cyber workforce position under the rota-
tional cyber workforce program in a manner 
that is consistent with the merit system 
principles under section 2301(b) of title 5, 
United States Code. 

(B) TERM.—Except as provided in subpara-
graph (C), and notwithstanding section 
3341(b) of title 5, United States Code, a detail 
to a rotational cyber workforce position 
shall be for a period of not less than 180 days 
and not more than 1 year. 

(C) EXTENSION.—The Chief Human Capital 
Officer of the agency to which an employee 
is detailed under the rotational cyber work-
force program may extend the period of a de-
tail described in subparagraph (B) for a pe-
riod of 60 days unless the Chief Human Cap-
ital Officer of the employing agency of the 
employee objects to that extension. 

(3) WRITTEN SERVICE AGREEMENTS.— 
(A) IN GENERAL.—The detail of an employee 

to a rotational cyber position shall be con-
tingent upon the employee entering into a 
written service agreement with the employ-
ing agency under which the employee is re-
quired to complete a period of employment 
with the employing agency following the 
conclusion of the detail that is equal in 
length to the period of the detail. 

(B) CONTINUED SERVICE AGREEMENTS.—A 
written service agreement under subpara-
graph (A) shall not supersede or modify the 
terms or conditions of any other service 
agreement entered into by the employee 
under any other authority or relieve the ob-
ligations between the employee and the em-
ploying agency under such a service agree-
ment. Nothing in this subparagraph prevents 
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an employing agency from terminating a 
service agreement entered into under any 
other authority under the terms of such 
agreement or as required by law or regula-
tion. 
SEC. 5. REPORTING BY GAO. 

Not later than the end of the second fiscal 
year after the fiscal year in which the oper-
ation plan under section 4(a) is issued, the 
Comptroller General of the United States 
shall submit to Congress a report assessing 
the operation and effectiveness of the rota-
tional cyber workforce program, which shall 
address, at a minimum— 

(1) the extent to which agencies have par-
ticipated in the rotational cyber workforce 
program, including whether the head of each 
such participating agency has— 

(A) identified positions within the agency 
that are rotational cyber workforce posi-
tions; 

(B) had employees from other participating 
agencies serve in positions described in sub-
paragraph (A); and 

(C) had employees of the agency request to 
serve in rotational cyber workforce positions 
under the rotational cyber workforce pro-
gram in participating agencies, including a 
description of how many such requests were 
approved; and 

(2) the experiences of employees serving in 
rotational cyber workforce positions under 
the rotational cyber workforce program, in-
cluding an assessment of— 

(A) the period of service; 
(B) the positions (including grade level and 

occupational series) held by employees be-
fore completing service in a rotational cyber 
workforce position under the rotational 
cyber workforce program; 

(C) the extent to which each employee who 
completed service in a rotational cyber 
workforce position under the rotational 
cyber workforce program achieved a higher 
skill level, or attained a skill level in a dif-
ferent area, with respect to information 
technology, cybersecurity, or other cyber-re-
lated functions; and 

(D) the extent to which service in rota-
tional cyber workforce positions has affected 
intra-agency and interagency integration 
and coordination of cyber practices, func-
tions, and personnel management. 
SEC. 6. SUNSET. 

Effective 5 years after the date of enact-
ment of this Act, this Act is repealed. 

Mr. CASSIDY. I ask unanimous con-
sent that the committee-reported 
amendment be agreed to; that the bill, 
as amended, be considered read a third 
time and passed; and that the motion 
to reconsider be considered made and 
laid upon the table. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The committee-reported amendment 
was agreed to. 

The bill (S. 406), as amended, was or-
dered to be engrossed for a third read-
ing, was read the third time, and 
passed, as follows: 

S. 406 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Federal Ro-
tational Cyber Workforce Program Act of 
2019’’. 
SEC. 2. DEFINITIONS. 

In this Act: 
(1) AGENCY.—The term ‘‘agency’’ has the 

meaning given the term ‘‘Executive agency’’ 
in section 105 of title 5, United States Code, 

except that the term does not include the 
Government Accountability Office. 

(2) COUNCIL.—The term ‘‘Council’’ means 
the Chief Human Capital Officers Council es-
tablished under section 1303 of the Chief 
Human Capital Officers Act of 2002 (5 U.S.C. 
1401 note). 

(3) CYBER WORKFORCE POSITION.—The term 
‘‘cyber workforce position’’ means a position 
identified as having information technology, 
cybersecurity, or other cyber-related func-
tions under section 303 of the Federal Cyber-
security Workforce Assessment Act of 2015 (5 
U.S.C. 301 note). 

(4) DIRECTOR.—The term ‘‘Director’’ means 
the Director of the Office of Personnel Man-
agement. 

(5) EMPLOYEE.—The term ‘‘employee’’ has 
the meaning given the term in section 2105 of 
title 5, United States Code. 

(6) EMPLOYING AGENCY.—The term ‘‘em-
ploying agency’’ means the agency from 
which an employee is detailed to a rotational 
cyber workforce position. 

(7) ROTATIONAL CYBER WORKFORCE POSI-
TION.—The term ‘‘rotational cyber workforce 
position’’ means a cyber workforce position 
with respect to which a determination has 
been made under section 3(a)(1). 

(8) ROTATIONAL CYBER WORKFORCE PRO-
GRAM.—The term ‘‘rotational cyber work-
force program’’ means the program for the 
detail of employees among rotational cyber 
workforce positions at agencies. 
SEC. 3. ROTATIONAL CYBER WORKFORCE POSI-

TIONS. 
(a) DETERMINATION WITH RESPECT TO ROTA-

TIONAL SERVICE.— 
(1) IN GENERAL.—The head of each agency, 

in the sole and exclusive discretion of the 
head of the agency, may determine that a 
cyber workforce position in that agency is 
eligible for the rotational cyber workforce 
program. 

(2) NOTICE PROVIDED.—The head of an agen-
cy shall submit to the Director— 

(A) notice regarding any determination 
made by the head of the agency under para-
graph (1); and 

(B) for each position with respect to which 
the head of the agency makes a determina-
tion under paragraph (1), the information re-
quired under subsection (b)(1). 

(b) PREPARATION OF LIST.—The Director, 
with assistance from the Council and the 
Secretary of Homeland Security, shall de-
velop a list of rotational cyber workforce po-
sitions that— 

(1) with respect to each such position, to 
the extent that the information does not dis-
close sensitive national security informa-
tion, includes— 

(A) the title of the position; 
(B) the occupational series with respect to 

the position; 
(C) the grade level with respect to the posi-

tion; 
(D) the agency in which the position is lo-

cated; 
(E) the duty location with respect to the 

position; and 
(F) the major duties and functions of the 

position; and 
(2) shall be used to support the rotational 

cyber workforce program. 
(c) DISTRIBUTION OF LIST.—Not less fre-

quently than annually, the Director shall 
distribute an updated list developed under 
subsection (b) to the head of each agency and 
other appropriate entities. 
SEC. 4. ROTATIONAL CYBER WORKFORCE PRO-

GRAM. 
(a) OPERATION PLAN.— 
(1) IN GENERAL.—Not later than 270 days 

after the date of enactment of this Act, the 
Director, in consultation with the Council, 
the Chief Information Officer of the Depart-

ment of Homeland Security, representatives 
of other agencies, and any other entity as 
the Director determines appropriate, shall 
develop and issue a Federal Rotational Cyber 
Workforce Program operation plan providing 
policies, processes, and procedures for a pro-
gram for the detailing of employees among 
rotational cyber workforce positions at 
agencies. 

(2) UPDATING.—The Director may, in con-
sultation with the Council and other entities 
as the Director determines appropriate, peri-
odically update the operation plan developed 
and issued under paragraph (1). 

(b) REQUIREMENTS.—The operation plan de-
veloped and issued under subsection (a) shall, 
at a minimum— 

(1) identify agencies for participation in 
the rotational cyber workforce program; 

(2) establish procedures for the rotational 
cyber workforce program, including— 

(A) any training, education, or career de-
velopment requirements associated with par-
ticipation in the rotational cyber workforce 
program; 

(B) any prerequisites or requirements for 
participation in the rotational cyber work-
force program; and 

(C) appropriate rotational cyber workforce 
program performance measures, reporting 
requirements, employee exit surveys, and 
other accountability devices for the evalua-
tion of the program; 

(3) provide that participation in the rota-
tional cyber workforce program by an em-
ployee shall be voluntary; 

(4) provide that an employee shall be eligi-
ble to participate in the rotational cyber 
workforce program if the head of the em-
ploying agency of the employee, or a des-
ignee of the head of the employing agency of 
the employee, approves of the participation 
of the employee; 

(5) provide that the detail of an employee 
to a rotational cyber workforce position 
under the rotational cyber workforce pro-
gram shall be on a nonreimbursable basis; 

(6) provide that agencies may agree to 
partner to ensure that the employing agency 
of an employee that participates in the rota-
tional cyber workforce program is able to fill 
the position vacated by the employee; 

(7) require that an employee detailed to a 
rotational cyber workforce position under 
the rotational cyber workforce program, 
upon the end of the period of service with re-
spect to the detail— 

(A) shall be entitled to return to the posi-
tion held by the employee, or a cor-
responding position, in the employing agen-
cy of the employee; and 

(B) shall not be entitled to return to an-
other position in the employing agency of 
the employee, including a more senior posi-
tion, if the position held by the employee 
upon accepting the detail remains open; 

(8) provide that discretion with respect to 
the assignment of an employee under the ro-
tational cyber workforce program shall re-
main with the employing agency of the em-
ployee; 

(9) require that an employee detailed to a 
rotational cyber workforce position under 
the rotational cyber workforce program in 
an agency that is not the employing agency 
of the employee shall have all the rights that 
would be available to the employee if the 
employee were detailed under a provision of 
law other than this Act from the employing 
agency to the agency in which the rotational 
cyber workforce position is located; 

(10) provide that participation by an em-
ployee in the rotational cyber workforce pro-
gram shall not constitute a change in the 
conditions of the employment of the em-
ployee; and 

(11) provide that an employee participating 
in the rotational cyber workforce program 
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shall receive performance evaluations relat-
ing to service in the rotational cyber work-
force program in a participating agency that 
are— 

(A) prepared by an appropriate officer, su-
pervisor, or management official of the em-
ploying agency; 

(B) based, acting in coordination with the 
supervisor at the agency in which the em-
ployee is performing that service, on objec-
tives identified in the operation plan with re-
spect to the employee; and 

(C) based in whole or in part on the con-
tribution of the employee to the agency in 
which the employee performed such service, 
as communicated from that agency to the 
employing agency of the employee. 

(c) PROGRAM REQUIREMENTS FOR ROTA-
TIONAL SERVICE.— 

(1) IN GENERAL.—An employee serving in a 
cyber workforce position in an agency may, 
with the approval of the head of the agency, 
submit an application for detail to a rota-
tional cyber workforce position that appears 
on the list developed under section 3(b). 

(2) SELECTION AND TERM.— 
(A) SELECTION.—The head of an agency 

shall select an employee for a rotational 
cyber workforce position under the rota-
tional cyber workforce program in a manner 
that is consistent with the merit system 
principles under section 2301(b) of title 5, 
United States Code. 

(B) TERM.—Except as provided in subpara-
graph (C), and notwithstanding section 
3341(b) of title 5, United States Code, a detail 
to a rotational cyber workforce position 
shall be for a period of not less than 180 days 
and not more than 1 year. 

(C) EXTENSION.—The Chief Human Capital 
Officer of the agency to which an employee 
is detailed under the rotational cyber work-
force program may extend the period of a de-
tail described in subparagraph (B) for a pe-
riod of 60 days unless the Chief Human Cap-
ital Officer of the employing agency of the 
employee objects to that extension. 

(3) WRITTEN SERVICE AGREEMENTS.— 
(A) IN GENERAL.—The detail of an employee 

to a rotational cyber position shall be con-
tingent upon the employee entering into a 
written service agreement with the employ-
ing agency under which the employee is re-
quired to complete a period of employment 
with the employing agency following the 
conclusion of the detail that is equal in 
length to the period of the detail. 

(B) CONTINUED SERVICE AGREEMENTS.—A 
written service agreement under subpara-
graph (A) shall not supersede or modify the 
terms or conditions of any other service 
agreement entered into by the employee 
under any other authority or relieve the ob-
ligations between the employee and the em-
ploying agency under such a service agree-
ment. Nothing in this subparagraph prevents 
an employing agency from terminating a 
service agreement entered into under any 
other authority under the terms of such 
agreement or as required by law or regula-
tion. 
SEC. 5. REPORTING BY GAO. 

Not later than the end of the second fiscal 
year after the fiscal year in which the oper-
ation plan under section 4(a) is issued, the 
Comptroller General of the United States 
shall submit to Congress a report assessing 
the operation and effectiveness of the rota-
tional cyber workforce program, which shall 
address, at a minimum— 

(1) the extent to which agencies have par-
ticipated in the rotational cyber workforce 
program, including whether the head of each 
such participating agency has— 

(A) identified positions within the agency 
that are rotational cyber workforce posi-
tions; 

(B) had employees from other participating 
agencies serve in positions described in sub-
paragraph (A); and 

(C) had employees of the agency request to 
serve in rotational cyber workforce positions 
under the rotational cyber workforce pro-
gram in participating agencies, including a 
description of how many such requests were 
approved; and 

(2) the experiences of employees serving in 
rotational cyber workforce positions under 
the rotational cyber workforce program, in-
cluding an assessment of— 

(A) the period of service; 
(B) the positions (including grade level and 

occupational series) held by employees be-
fore completing service in a rotational cyber 
workforce position under the rotational 
cyber workforce program; 

(C) the extent to which each employee who 
completed service in a rotational cyber 
workforce position under the rotational 
cyber workforce program achieved a higher 
skill level, or attained a skill level in a dif-
ferent area, with respect to information 
technology, cybersecurity, or other cyber-re-
lated functions; and 

(D) the extent to which service in rota-
tional cyber workforce positions has affected 
intra-agency and interagency integration 
and coordination of cyber practices, func-
tions, and personnel management. 
SEC. 6. SUNSET. 

Effective 5 years after the date of enact-
ment of this Act, this Act is repealed. 

f 

ORDERS FOR WEDNESDAY, MAY 1, 
2019 

Mr. CASSIDY. Madam President, I 
ask unanimous consent that when the 
Senate completes its business today, it 
adjourn until 10 a.m., Wednesday, May 
1; further, that following the prayer 
and pledge, the morning hour be 
deemed expired, the Journal of pro-
ceedings be approved to date, the time 
for the two leaders be reserved for their 
use later in the day, morning business 
be closed, and the Senate proceed to 
executive session and resume consider-
ation of the Barker nomination, with 
the time until 11:45 a.m. equally di-
vided between the two leaders or their 
designees. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

ORDER FOR ADJOURNMENT 

Mr. CASSIDY. If there is no further 
business to come before the Senate, I 
ask unanimous consent that it stand 
adjourned under the previous order fol-
lowing the remarks of Senators Durbin 
and Casey. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The Senator from Illinois. 

f 

VENEZUELA 

Mr. DURBIN. Madam President, last 
year, I made a visit to Caracas, Ven-
ezuela. It was a surprise that they even 
offered me a visa to journey to that 
country. In the course of several days, 
I saw firsthand what life in Venezuela 
was like. It was terrible from every as-
pect—malnutrition, children fainting 
in schools, hospitals without the basic 

medicines, the return of diseases which 
had been eradicated decades before, 
people on the street emaciated and 
working day in and day out in a run-
away inflation country. At 11:30 at 
night, there were queues by ATM ma-
chines where people stood patiently in 
line for hours to make the maximum 
withdrawal from their savings account, 
which was the money they needed the 
next day to take the bus to work. It is 
a terrible situation. 

In the course of that visit, I met with 
President Maduro and talked to him di-
rectly about his plans to schedule an 
election. It was clear to me this elec-
tion was rigged. He had intimidated 
and even jailed his opponents to make 
certain that there would be no serious 
opposition, and I told him there would 
be no credibility in that election. It 
wouldn’t be accepted by countries 
around the world that he was the le-
gitimate leader of that country. Yet he 
persisted and went through with the 
election. 

During the time that I was there, I 
had a chance to meet with some of his 
political opponents. His tactics against 
these opponents were harsh. Leopoldo 
Lopez, a popular opponent, was put 
under house arrest for years. I spoke to 
him on the telephone and met person-
ally with his wife, who described the 
bleak existence he had day to day in 
the same house under house arrest by 
Maduro. 

One evening, we had dinner with op-
position members of the National As-
sembly, and it was held at a secret lo-
cation, upstairs in a darkened room, 
because of their fear of retribution by 
Maduro and his regime. 

These are some pretty brave young 
men and women who are part of the op-
position to Maduro. I can recall one of 
them saying to me: If you come back 
next year, out of the five of us, two will 
have been deported, two will be miss-
ing, and one of us will be dead. That is 
what happens when you oppose the 
Maduro regime. 

One of those people who were at that 
dinner meeting with me was named 
Juan Guaido. His name became promi-
nent just a few months ago when he 
stepped up in an extraordinary show of 
political courage and declared himself, 
under the original Constitution, as the 
leader of Venezuela—directly con-
fronting Maduro and his regime. Since 
then, he has received a lot of publicity. 
He went to the border with Colombia 
and tried to encourage the Maduro re-
gime to allow transports of food, medi-
cine, and other humanitarian needs 
into the country. Maduro refused. 

He also made it clear that he was 
willing to risk his life. I met here in 
Washington with his young wife, who 
had a little baby girl. His wife had 
come to the United States to plead his 
case in the Halls of Congress. She knew 
the danger her husband faced. Yet she 
understood that he was willing to risk 
that for the future of Venezuela. 

Juan Guaido’s effort to become the 
leader of that country has been recog-
nized now and acknowledged by leaders 
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