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RECESS 

The PRESIDING OFFICER. Under 
the previous order, the Senate stands 
in recess until 2:15 p.m. 

Thereupon, the Senate, at 1:01 p.m., 
recessed until 2:15 p.m. and reassem-
bled when called to order by the Pre-
siding Officer (Mrs. CAPITO). 

f 

EXECUTIVE CALENDAR—Continued 

CLOTURE MOTION 

The PRESIDING OFFICER. Pursuant 
to rule XXII, the Chair lays before the 
Senate the pending cloture motion, 
which the clerk will state. 

The senior assistant legislative clerk 
read as follows: 

CLOTURE MOTION 

We, the undersigned Senators, in accord-
ance with the provisions of rule XXII of the 
Standing Rules of the Senate, do hereby 
move to bring to a close debate on the nomi-
nation of Troy D. Edgar, of California, to be 
Chief Financial Officer, Department of 
Homeland Security. 

Mitch McConnell, Jerry Moran, James 
Lankford, John Barrasso, James E. 
Risch, Steve Daines, David Perdue, 
Tom Cotton, Kevin Cramer, Cory Gard-
ner, Shelley Moore Capito, Marsha 
Blackburn, John Cornyn, Tim Scott, 
Thom Tillis, Roger F. Wicker, Mike 
Crapo. 

The PRESIDING OFFICER. By unan-
imous consent, the mandatory quorum 
call has been waived. 

The question is, Is it the sense of the 
Senate that debate on the nomination 
of Troy D. Edgar, of California, to be 
Chief Financial Officer, Department of 
Homeland Security, shall be brought to 
a close? 

The yeas and nays are mandatory 
under the rule. 

The clerk will call the roll. 
The senior assistant legislative 

called the roll. 
Mr. THUNE. The following Senators 

are necessarily absent: the Senator 
from Tennessee (Mr. ALEXANDER) and 
the Senator from Nebraska (Mr. 
SASSE). 

Further, if present and voting, the 
Senator from Tennessee (Mr. ALEX-
ANDER) would have voted ‘‘yea.’’ 

Mr. DURBIN. I announce that the 
Senator from Vermont (Mr. LEAHY), 
the Senator from Massachusetts (Mr. 
MARKEY), the Senator from Wash-
ington (Mrs. MURRAY), the Senator 
from Vermont (Mr. SANDERS), and the 
Senator from Rhode Island (Mr. WHITE-
HOUSE) are necessarily absent. 

The PRESIDING OFFICER. Are there 
any other Senators in the Chamber de-
siring to vote or change their vote? 

The yeas and nays resulted—yeas 62, 
nays 31, as follows: 

[Rollcall Vote No. 87 Ex.] 

YEAS—62 

Barrasso 
Blackburn 
Blunt 
Boozman 
Braun 

Burr 
Capito 
Carper 
Cassidy 
Collins 

Cornyn 
Cotton 
Cramer 
Crapo 
Cruz 

Daines 
Duckworth 
Enzi 
Ernst 
Fischer 
Gardner 
Graham 
Grassley 
Hassan 
Hawley 
Hoeven 
Hyde-Smith 
Inhofe 
Johnson 
Jones 
Kaine 

Kennedy 
King 
Lankford 
Lee 
Loeffler 
Manchin 
McConnell 
McSally 
Moran 
Murkowski 
Paul 
Perdue 
Peters 
Portman 
Risch 
Roberts 

Romney 
Rounds 
Rubio 
Scott (FL) 
Scott (SC) 
Shelby 
Sinema 
Sullivan 
Tester 
Thune 
Tillis 
Toomey 
Warner 
Wicker 
Young 

NAYS—31 

Baldwin 
Bennet 
Blumenthal 
Booker 
Brown 
Cantwell 
Cardin 
Casey 
Coons 
Cortez Masto 
Durbin 

Feinstein 
Gillibrand 
Harris 
Heinrich 
Hirono 
Klobuchar 
Menendez 
Merkley 
Murphy 
Reed 
Rosen 

Schatz 
Schumer 
Shaheen 
Smith 
Stabenow 
Udall 
Van Hollen 
Warren 
Wyden 

NOT VOTING—7 

Alexander 
Leahy 
Markey 

Murray 
Sanders 
Sasse 

Whitehouse 

The PRESIDING OFFICER. The yeas 
are 62, the nays are 31. 

The motion is agreed to. 

f 

EXECUTIVE CALENDAR 

The PRESIDING OFFICER. The 
clerk will report the nomination. 

The senior assistant legislative clerk 
read the nomination of Troy D. Edgar, 
of California, to be Chief Financial Of-
ficer, Department of Homeland Secu-
rity. 

The PRESIDING OFFICER. The Sen-
ator from South Dakota. 

ORDER OF BUSINESS 

Mr. THUNE. Madam President, I ask 
unanimous consent that notwith-
standing the provisions of rule XXII, 
the postcloture time on the Edgar 
nomination expire at 4:30 p.m. today. I 
further ask that if confirmed, the mo-
tion to reconsider be considered made 
and laid upon the table and the Presi-
dent be immediately notified of the 
Senate’s action. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

CORONAVIRUS 

Mr. THUNE. Madam President, we 
are back for our second week in the 
Senate after spending some time work-
ing remotely to help flatten the 
coronavirus curve. We are getting used 
to the temporary new normal—social 
distancing during hearings, floor votes, 
and meetings; masks; a lot of con-
ference calls and Skype calls instead of 
in-person meetings; lots of hand wash-
ing and hand sanitizer; and as many 
staff working remotely as possible. We 
are committed to doing the essential 
work of the American people, and they 
are depending on us to do it in the 
safest way possible. 

Responding to the coronavirus con-
tinues to be at the top of the agenda. 
Last week, we held a number of 
coronavirus-related hearings, including 
a hearing on coronavirus testing and a 

hearing on the impact the pandemic 
has had on the airline industry. 

When people think about what the 
Senate does, they tend to think about 
voting on bills and debating on the 
floor, but the truth is, committee work 
is some of the most important work we 
do here in Washington. Committees are 
where we review nominees’ qualifica-
tions, hear from experts in various 
fields, develop legislation, and conduct 
essential oversight of government pro-
grams. The work we do in coronavirus- 
related committee hearings will inform 
any future coronavirus legislation we 
might consider. 

This week, the Senate Banking Com-
mittee will be voting on the nomina-
tion of Brian D. Miller to be Inspector 
General for Pandemic Recovery at the 
Treasury Department. If he is con-
firmed by the full Senate, Mr. Miller 
will be an essential part of ensuring 
that the trillions we have provided for 
coronavirus relief are spent properly. 
The Banking Committee will also be 
holding an oversight hearing with key 
Federal financial regulators to learn 
about the steps they have taken to en-
sure the safety and soundness of our fi-
nancial sector during this challenging 
time. 

The Senate Judiciary Committee will 
be examining the issue of liability dur-
ing the COVID pandemic and dis-
cussing ways to prevent frivolous law-
suits from damaging our economy once 
we reopen. 

The Senate Commerce Committee, of 
which I am a member, will be holding 
a hearing looking at efforts to main-
tain and expand reliable high-speed 
broadband access during this time 
when so many Americans are relying 
on their internet for work, school, and 
connections with friends and family. 

The Senate Health, Education, 
Labor, and Pensions Committee will be 
hearing directly from the leaders of our 
fight against the coronavirus—Drs. 
Fauci, Redfield, and Hahn, and Admiral 
Giroir. Senators will be talking to 
these experts about what we need to do 
to safely reopen our economy and our 
schools. 

Another big part of our coronavirus 
response right now is monitoring the 
implementation of the funds we have 
already provided. We have delivered a 
tremendous amount of money to re-
spond to the pandemic—equal to al-
most 50 percent of the entire Federal 
budget for 2020—and it is important 
that any future funding be carefully 
targeted. 

We are facing extraordinary cir-
cumstances, and they call for an ex-
traordinary, bold response from Wash-
ington, but it is important to remem-
ber that every dollar of the trillions we 
provided for the pandemic is borrowed 
money, and our children and grand-
children are going to be paying for that 
borrowing. That doesn’t mean we are 
not going to provide more money if 
necessary, but it does mean we need to 
make sure we are spending money 
wisely and well and only appropriating 
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what is really needed. That means 
monitoring the implementation of the 
funds we have already provided, which 
haven’t been fully spent yet. Once we 
see how and where those funds are get-
ting spent, we will have a better sense 
of where we have spent sufficiently and 
where more money may be necessary. 

It is also important that we make 
sure those funds are being spent in the 
most effective and efficient way pos-
sible. Again, these are all dollars that 
our children and grandchildren will 
have to pay for. We want to make sure 
we are not wasting any of that money. 

Finally, while coronavirus will, of 
course, continue to be at the top of our 
agenda, there are other important 
things we have to do to keep the gov-
ernment running and to protect the 
Nation. 

This week, we will take up legisla-
tion to renew and reform several key 
provisions of the Foreign Intelligence 
Surveillance Act, which the Demo-
cratic-controlled House allowed to 
lapse despite unanimous support for an 
extension here in the Senate. 

Our law enforcement officers are 
working every day to protect Ameri-
cans from terrorist threats. It is essen-
tial that we make sure they have the 
tools they need to do their jobs, while 
also providing critical protections for 
civil liberties. 

We are also taking up two nomina-
tions this week for senior administra-
tion posts: Brian D. Montgomery to be 
Deputy Secretary of Housing and 
Urban Development and Troy Edgar to 
be the Chief Financial Officer of the 
Department of Homeland Security. 

The American people are relying on 
us right now, and we have a responsi-
bility to deliver for them. We will con-
tinue to do everything we can to sup-
port our Nation’s families and busi-
nesses as the country fights its way 
through this crisis and emerges on the 
other side. 

I yield the floor. 
I suggest the absence of a quorum. 
The PRESIDING OFFICER. The 

clerk will call the roll. 
The senior assistant legislative clerk 

proceeded to call the roll. 
Mr. LEE. Mr. President, I ask unani-

mous consent that the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER (Mr. 
CRAMER). Without objection, it is so or-
dered. 

FISA 
Mr. LEE. Mr. President, the Con-

stitution of the United States contains 
a number of constitutional protections 
for the citizens of our great Republic. 
Among the many provisions that it 
contains, in addition to the structural 
safeguards of federalism and the sepa-
ration of powers, separating out power 
along two axes—one vertical, which we 
call federalism, and the other hori-
zontal, which we call the separation of 
powers—the Constitution also includes 
a number of substantive restrictions. 
These are things that the government 
may not do, and there are penalties at-

tached to the government’s doing those 
things. 

Among those many protections can 
be found the provisions of the Bill of 
Rights, including the Fourth Amend-
ment of the U.S. Constitution. The 
Fourth Amendment reminds us that it 
is our right—a fundamental, inalien-
able right—as citizens in a free repub-
lic, to be free from unreasonable 
searches and seizures, and that any 
warrants issued under government au-
thority have to be backed by probable 
cause, and any probable cause-based 
warrant has to include with particu-
larity a description of the places and 
persons to be searched and to be seized. 

This is a tradition that reaches not 
just back a couple of centuries, but it 
reaches back much farther than that 
and has its origins not only in our own 
country but in our mother country, in 
the United Kingdom. By the time John 
Wilkes was serving in Parliament in 
the 1760s, there had been a long-estab-
lished tradition and understanding. In 
fact, there had been a series of laws en-
acted to make sure that warrants were 
not abused and to make sure the rights 
of the English subjects would not be in-
fringed. Among other things, there was 
an understanding and a set of laws in 
place that would make clear that those 
conducting searches and seizures would 
be subject to a warrant requirement. In 
other words, they would lose any im-
munity that they would otherwise have 
as government officials if they didn’t 
obtain a warrant and if that warrant 
were not valid. 

In 1763, the home of John Wilkes was 
searched aggressively. John Wilkes, 
while serving as a Member of Par-
liament, had become critical of the ad-
ministration of King George, and he 
had participated in the publication of a 
weekly circular known as the North 
Briton. Although the North Briton was 
not one likely to engage in excessive, 
fawning praise of the reigning Mon-
arch, it wasn’t until the publication of 
North Briton No. 45 in 1763 that the ad-
ministration of King George decided to 
go after John Wilkes. His home was 
searched, and it was searched pursuant 
to a general warrant. 

A general warrant was something 
that basically said, in that instance: 
Find out who had anything to do with 
the authorship and publication of 
North Briton No. 45. You see, North 
Briton No. 45 accused, among other 
things, King George and those who 
served in his government of laying ag-
gressive taxes on the people—taxes 
that they knew couldn’t adequately be 
enforced or collected without intrusive 
measures that would involve kicking 
open people’s doors, rummaging 
through their drawers, and doing 
things that couldn’t be justified for the 
use of a warrant laid out with particu-
larity. 

John Wilkes, in that circumstance, 
was arrested within a matter of a few 
weeks. He won his freedom, albeit on 
something of a technicality at the mo-
ment. He asserted parliamentary privi-

lege and was released. Eventually, 
after becoming subjected to multiple 
searches using general warrants, 
Wilkes sued Lord Halifax and those 
who participated in the searches and 
seizures in question. He was able to ob-
tain a large award, a large judgment 
consisting of money damages. 

John Wilkes, at the time, became fa-
mous, really, on both sides of the At-
lantic. The name of John Wilkes was 
celebrated in taverns, saloons, and 
other public places in England and in 
the nascent United States of America, 
the colonies in North America that 
would later become the world’s great-
est Republic. John Wilkes’ example 
was something that helped to solidify a 
long-standing legal tradition, one that 
would in time make its way into our 
Constitution through the Fourth 
Amendment. 

We have to remember that govern-
ment is simply force. It is the orga-
nized collective official use of force. 
When John Wilkes and those who 
worked with him on the North Briton, 
culminating in North Briton No. 45, 
criticized the King too much, ques-
tioned excessively, in their judgment, 
the collection and imposition of taxes, 
the administration of King George de-
cided they had gone too far and that it 
was time for John Wilkes to pay a 
price. 

Fortunately for John Wilkes and for 
people on both sides of the Atlantic, 
John Wilkes emerged victoriously. 
Today, we don’t have general warrants, 
at least nothing masquerading under 
that title in the United States. The 
fact that we have a First Amendment 
is a test to his vigorous defense of the 
rights of English subjects. 

What we do have is something that 
ought to concern every American. We 
have the Foreign Intelligence Surveil-
lance Act, which we know has been 
abused, and we have known for a long 
time is ripe for opportunities for abuse 
among government officials. 

In fact, what we have seen is that the 
current President of the United States 
has, himself, become the target of 
abuse under FISA. Back in 2016 when 
this started being abused and when we 
saw the emergence of things like Oper-
ation Crossfire Hurricane, you had the 
campaign of a man who would become 
the 45th President of the United States 
targeted and singled out, quite un-
fairly, using these practices—these pro-
cedures that were designed originally 
for use in detecting and thwarting the 
efforts of agents of foreign powers. 

As the name of the law implies, the 
Foreign Intelligence Surveillance Act 
is not something that is intended to go 
after American citizens. It is certainly 
not something that is intended to be 
used as a tool for bullying a Presi-
dential candidate. Now that it has been 
used to bully and incorrectly surveil 
the 45th President of the United 
States, we need to do something about 
it. That is what the Lee-Leahy amend-
ment does. 
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First, for a bit of background on this 

particular law, we have three provi-
sions of the Foreign Intelligence Sur-
veillance Act that expired on March 15, 
2020, just a few weeks ago. We have one 
provision known as section 215, another 
provision known as lone wolf, and an-
other provision known as roving wire-
taps. 

On March 16, the Senate passed a bill 
to reauthorize those provisions 
through May 30, 2020, which would give 
us a few weeks to debate and discuss 
reforms that need to happen under 
FISA. In order to pass this bill, the 
Senate entered into a unanimous con-
sent agreement for votes on three 
amendments to the Pelosi-Nadler- 
Schiff bill passed by the House of Rep-
resentatives a few weeks ago. One of 
those amendments is the one that I re-
ferred to a moment ago, the Lee-Leahy 
amendment, introduced by myself and 
Senator LEAHY from Vermont. 

Unfortunately, however, the House of 
Representatives never passed that 
short-term extension measure, so that 
the three authorities that I men-
tioned—lone wolf, roving wiretaps, and 
215—have been expired now for almost 2 
months. 

Now, this is not for lack of trying on 
the part of us—the part of those of us 
who really want to see meaningful 
FISA reform. In fact, just a few days 
before these authorities were set to ex-
pire, I came down here to the Senate 
floor and I asked a series of unanimous 
consent requests to consider the House- 
passed reauthorization bill with a 
handful of relevant and, I believe, very 
necessary amendments. Unfortunately, 
my friend, a distinguished colleague, 
Senator BURR, objected. 

The Department of Justice Inspector 
General Horowitz’s December report on 
Crossfire Hurricane proved what many 
of us reformers have been saying now 
for years. In my case, I have been 
working on this and trying to call out 
the dangers inherent in provisions of 
FISA now for a decade. But what the 
Horowitz report in December dem-
onstrated was that FISA really is ripe 
for opportunities for abuse. Inspector 
General Horowitz not only found evi-
dence that the FISA process was 
abused to target President Trump’s 
campaign. He found evidence that basic 
procedures meant to protect the rights 
of U.S. persons—that is to say, U.S. 
citizens and lawful permanent resi-
dents of the United States—were not 
being followed. 

And so, just as we see that John 
Wilkes, through his publication of 
North Briton No. 45, solidified a pre-
existing set of rights available to all 
English subjects, we now see that 
President No. 45, Donald John Trump, 
has the opportunity to strengthen this 
right protected in our Fourth Amend-
ment, harkening back to the example 
of John Wilkes in the publication of 
North Briton No. 45. 

My amendment with Senator LEAHY 
would make reforms to applications for 
surveillance across the Foreign Intel-

ligence Surveillance Act, including 
both section 215, the authority that re-
cently expired, and under title I, which 
happens to be the authority that was 
abused in order to surveil President 
Trump’s campaign. 

First, the amendment would 
strengthen the role of the friend-of-the- 
court provisions—the amicus curiae 
provisions that we adopted in 2015 in 
connection with the USA FREEDOM 
Act, which was introduced by Senator 
LEAHY and myself back then. It would 
strength these amicus curiae or friend- 
of-the-court provisions and make them 
applicable in circumstances in which 
there are sensitivities inherently in 
play. 

Now, these amici curiae, or friends of 
the court, are people who, as con-
templated under the proposed legisla-
tion, would primarily be experts and 
would have at least some knowledge or 
expertise of FISA and of privacy, civil 
liberties, secure communications, and 
other fields that are important to the 
FISA Court. They would also be people 
who would have clearance to review 
matters of concern from a national se-
curity standpoint. 

These amici are essential because, 
you see, the FISA Court is a secret 
court which, by its very design, oper-
ates on an ex parte basis, meaning 
without the presence of opposing coun-
sel. You have government counsel and 
the judges themselves, and that is it. 

The friend-of-the-court provisions, 
the amici curiae I am describing, pro-
vide the opportunity for the FISA 
Court to hear from a fresh perspec-
tive—a neutral, trusted perspective— 
one that comes with some expertise in 
national security clearance but with-
out presenting the threat to upending 
the national security investigations 
entrusted to the FISA Court. 

So that is why the amici are so nec-
essary and so important. In the ab-
sence of opposing counsel, we have to 
strengthen the provisions that provide 
for these amici to ensure that there is 
some advocate somewhere in front of 
the court who is in a position to say: 
Wait a minute. What happens if we do 
this? Wait a minute. Is this really what 
the law authorizes? Wait a minute. 
Isn’t there a constitutional concern 
implicated here, especially where they 
are dealing with the rights of American 
citizens. 

The December 2019 inspector general 
report on the surveillance of President 
Trump’s campaign staffer Carter Page 
demonstrates the significant need for 
an outside expert legal advocate, espe-
cially when a FISA application in-
volves a sensitive investigative matter, 
like the surveillance of a candidate for 
public office or an elected official or 
that official’s staff. 

If the Lee-Leahy amendment were in 
statute, it would have required the 
FISA Court to appoint an amicus in 
the Carter Page case. If an amicus had 
been appointed in that case, would she 
have raised some of the issues that we 
now see regarding the credibility of the 

Steele dossier? Well, it is quite pos-
sible. In fact, I think it is quite likely. 
I think it is almost unimaginable that 
had there been an amicus curiae 
present in the FISA Court at that mo-
ment, somebody—likely, the amicus— 
would have said: Wait a minute. We 
have got a problem. Wait a minute. 
You have got evidence that is unreli-
able. Wait a minute. You have got huge 
credibility problems with the evidence 
that is backing up what you are asking 
for. 

Our amendment would require the 
FISA Court to appoint an amicus when 
an application involves ‘‘sensitive in-
vestigative matter,’’ such as the sur-
veillance of candidates and elected offi-
cials or their staff, political organiza-
tions, religious organizations, promi-
nent individuals within those organiza-
tions, and domestic news media. 

One of the arguments made by those 
who oppose FISA reform is that the ap-
pointment of an amicus would some-
how slow down the surveillance and the 
FISA order application process, which, 
so the argument goes, could then harm 
our national security in those in-
stances where there could be an immi-
nent attack. Anytime this argument is 
made, it is important for the American 
people to listen and listen carefully. It 
is an important argument. It is not one 
that we want to treat lightly. At the 
same time, we have to remember the 
immense harm that has been inflicted, 
not only on our own society but else-
where, when people simply suggest: 
Don’t worry about this; it is a matter 
of national security. Don’t worry about 
it; we have the experts covering it. 
Don’t worry about it; your liberty is 
not to concern you. 

We know the risk. We know that we 
have to ask the difficult questions, and 
that is what we are doing here. 

In any event, the argument doesn’t 
work here. The argument falls apart 
under its own weight here, you see, be-
cause our amendment allows for the 
FISA Court to have flexibility. In fact, 
the FISA Court, under the amendment, 
may decline to appoint an amicus if 
the court concludes it would be inap-
propriate to do so under the cir-
cumstances. All it has to do is make 
that finding. 

Is this too great an intrusion on the 
ability of the U.S. Government to col-
lect information on U.S. citizens? I 
think not, especially as here we are 
dealing with this sensitive investiga-
tive matter, one involving an elected 
official or a candidate for elected office 
or religious officials or media organiza-
tions. 

We know in our hearts that these are 
areas where our foreign intelligence 
surveillance authority ought to give 
way, ought to at least recognize the 
rights of individual Americans. 
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Our amendment also provides the 

amicus with more access to informa-
tion regarding applications and re-
quires the government to make avail-
able the supporting documentation un-
derlying assertions made in applica-
tions if requested by the amicus or by 
the FISA Court itself. 

Now, this information is, to be sure, 
required by the FBI’s internal oper-
ating procedures, including its so- 
called Woods procedures, to be main-
tained in a series of documents known 
collectively as the Woods files. 

But the FBI’s failure to correctly 
maintain the supporting documenta-
tion or, in some cases, even to assem-
ble it in the first place—the docu-
mentation underlying these FISA ap-
plications to surveil U.S. persons, that 
is—was itself the subject of the inspec-
tor general’s most recent memorandum 
to FBI Director Christopher Wray. 
That memorandum proved, among 
other things, that the government’s 
failure to provide all of the evidence, 
especially evidence that undermined 
the government’s case before the FISA 
Court, when considering the applica-
tion to surveil Trump campaign ad-
viser Carter Page, was not an isolated 
accident. Quite to the contrary, after 
sampling 29 FBI applications for FISA 
surveillance of U.S. persons, the in-
spector general, Mr. Horowitz, found an 
average of 20 errors per application, 
with most applications having either 
missing or inadequate Woods files, 
leading the inspector general to con-
clude: ‘‘We do not have confidence that 
the FBI has executed its Woods proce-
dures in compliance with FBI policy.’’ 

This is absolutely unacceptable in 
any free republic, but especially in 
ours, with the existence of the Fourth 
Amendment. 

We are not talking about the failure 
to create or maintain some obsolete 
piece of paperwork just for the sake of 
having it. No, no, no, this is much 
more than that. And we are not talking 
here about exculpatory evidence being 
withheld as to suspected foreign terror-
ists. These are applications to surveil 
U.S. citizens and lawful permanent 
residents, who themselves have con-
stitutional rights and also have an ex-
pectation that their government will 
not secretly spy on them, in violation 
of that which is rightfully theirs under 
the Constitution of the United States. 

So you can’t look at this and 
credibly, reliably, say: It is OK. Let the 
FBI take care of it. The FBI is working 
on it. 

We have been hearing that for years. 
I have been hearing that for 10 years— 
the entire decade that I have been at 
this business. And what has happened? 
Well, what has happened is that we 
have seen time and again that there 
have been abuses of the very sort that 
many of us have been predicting for a 
long time would inevitably and repeat-
edly arise in the absence of reform. 

This doesn’t require us to undertake 
a dismal view of humanity. No, it is 
not that at all. It is simply that gov-

ernment is best understood as the orga-
nized, official collective use of force, 
officially sanctioned as part of a gov-
ernment. And, as James Madison ex-
plained in Federalist 51, if men were 
angels we wouldn’t need government. If 
we had access to angels to run our gov-
ernment, we wouldn’t need rules about 
government. 

But we are not angels, and we don’t 
have access to them. So, instead, we 
have to rely on humans. Humans are 
flawed. They make mistakes, and they 
also sometimes decide for nefarious or 
political or other reasons to flout the 
law—hence the need for the night 
watchman, hence the need for rules 
that restricts their ability to do that. 

So I find it entirely unsatisfactory 
when people say: Just let the FBI deal 
with this, because, first of all, they 
haven’t dealt with it. They haven’t 
dealt with it even as abuses have be-
come more and more known under var-
ious provisions of FISA and even as we 
are still coming to terms with lan-
guage that was adopted nearly two dec-
ades ago that itself was overly broad at 
the time and has been abused since 
then. 

No, we are not going to just trust 
that an organization that is able to op-
erate entirely in secret, with the ben-
efit of protection of national security 
laws, with the benefit of over-classi-
fication of documents—we are not sim-
ply going to assume lightly that they 
are going to fix it, because they 
haven’t and because they won’t and be-
cause they don’t want to. 

I understand why they might not 
want to. All of us can appreciate that 
when we do a job, if somebody else adds 
requirements to that job, we might be 
naturally resistant to it. But that 
doesn’t mean that we don’t need to do 
it here. That doesn’t mean that our 
oath to uphold, protect, and defend the 
Constitution of the United States 
doesn’t compel us to do so here. 

We know that the FBI is not going to 
fix it because the FBI has in the past 
adopted procedures designed to prevent 
this kind of manipulation, this kind of 
chicanery from arising, including, most 
notably, the Woods procedures. Yet we 
know that the Woods procedures have 
been openly flouted. 

So can we walk away from this and 
pretend that the 45th President of the 
United States didn’t have his own 
rights abused, his own campaign 
surveilled abusively by the FBI itself? 
No, we can’t. And I don’t know any-
one—Democrat or Republican, liberal 
or conservative or libertarian or some-
thing else—who could look at that and 
say: Yes, that makes a lot of sense. It 
makes a lot of sense that we should 
just leave unfettered, unreviewable dis-
cretion in the hands of those who are 
able to operate entirely in secret. 

The Lee-Leahy amendment would re-
quire that the government turn over to 
the FISA Court any and all material 
information in its position, including 
information that might undermine its 
case as part of the FISA application. 

As I said earlier, this information 
would be made available to the amicus 
curiae upon request. 

As an added protection, our amend-
ment would require any Federal officer 
filing an application for electronic sur-
veillance or physical search under 
FISA to certify that the officer has col-
lected and reviewed, for accuracy and 
for completeness, supporting docu-
mentation for each factual assertion 
contained in the application. 

If we are going to require people to 
go to the FISA Court at all to get an 
order, if we are going to call it a court, 
ought we not require that such evi-
dence be assembled and at least be 
made available to those whose job it is 
to make sure that the job is actually 
being done? 

The Lee-Leahy amendment also re-
quires these officers to certify in each 
application that they have employed 
accuracy procedures put in place by 
the Attorney General and the FISA 
Court to confirm this certification be-
fore issuing an order. 

Finally, the Lee-Leahy amendment 
requires the Department of Justice in-
spector general to file an annual report 
regarding the accuracy of FISA appli-
cations and the Department of Jus-
tice’s compliance with its require-
ments to disclose any and all material 
evidence that might undermine their 
case. 

Now, while I have a lot of ideas for 
reform, many of which are included in 
the USA FREEDOM Reauthorization 
Act that Senator LEAHY and I intro-
duced a couple of months ago, we were 
limited in this circumstance for our 
purposes to just one amendment to the 
Pelosi-Nadler-Schiff bill. That is this 
amendment, the one that I have been 
describing, the Lee-Leahy amendment. 

We believe that our amendment is a 
very measured approach to enacting 
those reforms that we believe to be 
most essential to protecting the rights 
and the privacy of Americans from a 
system that, by its very nature and, in 
some instances, by design, is ripe with 
opportunities for abuse. It is not per-
fect, but it will go a long way, if we 
pass it, toward forestalling this kind of 
abuse. 

We have to remember that although 
we live in the greatest Republic ever 
known to human beings and although 
our rights are, by and large, respected 
in this country, we are by no means 
immune to the type of abuse that can 
take hold in any system of govern-
ment, especially a system of govern-
ment with a whole lot of resources at 
its disposal to gather information, in-
cluding efforts to gather information 
on that government’s own citizenry. 

If we remember, about 45 years ago, 
there was a committee put together, 
headed by a Senator from Idaho named 
Frank Church, that looked at abuses of 
telephone surveillance by the govern-
ment and concluded that in basically 
every administration dating back to 
the rise of the common usage of the 
telephone, our intelligence-gathering 
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resources within the United States had 
been utilized to engage in what was es-
sentially political espionage. 

Since the late 1970s when the Church 
Committee issued its report, we have 
had exponential growth in the ability 
of government and the ability of every-
one else, for that matter, to obtain and 
process data and information. In most 
ways, it has been a real blessing. It is 
a great thing. 

It is also important for us to keep in 
mind the extent to which our papers 
and effects are no longer found exclu-
sively within physical file cabinet files 
within someone’s home or office. In 
many instances, they can be found 
elsewhere in electronic form. 

Our security and our liberty need not 
and ought never to be viewed as ir-
reconcilably at odds with each other. 
Many civil liberties and privacy ex-
perts joined together in an effort 
known as the PCLOB a few years ago— 
the Privacy and Civil Liberties Over-
sight Board—and concluded a few years 
ago that our privacy and our liberty 
are not at odds with each other. In 
fact, our privacy is part of our liberty. 
We are not truly free unless our per-
sonal effects and our private informa-
tion can belong to us and not simply be 
open game for the government. 

It is sad and tragic that in order for 
this to come to light, it took an as-
sault on freedom so bold and so shame-
less as to loop in the President of the 
United States. With this and other rev-
elations that have come to light in re-
cent days and weeks and months and 
over the last few years, we can’t forget 
that these entities are still run by 
human beings with their own political 
views, with their own agendas. And in 
some cases, unfortunately—rare cases, 
I hope—people who are charged with 
protecting the people and their liberty 
may in some cases be inclined to be at 
odds with it. 

It is unfortunate that the 45th Presi-
dent of the United States has had, 
quite tragically, to become the victim 
of this. But I ask the question, what if 
your information were on the line? 
What if you had been targeted—maybe 
for political reasons, maybe for reasons 
that had nothing to do with politics, 
maybe for reasons that just had to deal 
with a personal vendetta someone had 
against any American. It is far less 
likely that the abuse would ever have 
come to light. 

In this circumstance, it did come to 
light. We can’t ignore it, nor can we 
pretend that it couldn’t happen to any 
one of us—and I don’t mean as Mem-
bers of the U.S. Senate; I just mean as 
Americans. In fact, each and every one 
of us is less capable of standing up to 
this and less likely to discover the 
abuse in the first instance. Not all of 
us happen to be the President of the 
United States. 

I am grateful that President Donald 
J. Trump has been willing to speak 
truth to power and has been willing to 
call out the flagrant abuse of FISA and 
of other procedures within the govern-

ment. It is our obligation, it is our sol-
emn duty, and it is my pleasure to do 
something about it. The Lee-Leahy 
amendment does something about it, 
and I invite all of my colleagues to join 
me in supporting it. 

I suggest the absence of a quorum. 
The PRESIDING OFFICER. The 

clerk will call the roll. 
The legislative clerk proceeded to 

call the roll. 
Mr. INHOFE. Madam President, I ask 

unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER (Mrs. 
HYDE-SMITH). Without objection, it is 
so ordered. 

Mr. INHOFE. Madam President, I ask 
unanimous consent that I use whatever 
time I shall consume. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

FEDERAL COMMUNICATIONS COMMISSION 
Mr. INHOFE. Madam President, by 

now, I think people are pretty much 
aware of something that happened 
about 2 weeks ago—an FCC approval of 
an application that was very, very sig-
nificant. Yet not many people knew 
that it was going on. 

I think by now it shouldn’t be a sur-
prise to anyone that I oppose this deci-
sion by the Federal Communications 
Commission to approve an application 
by Ligado Networks. Ligado’s plan 
would use Federal spectrum in a way 
that will interfere with GPS and sat-
ellite communications, and despite 
near-unanimous objection from the 
rest of the Federal Government, the 
Federal Communications Commission 
has just said OK. 

I said ‘‘near-unanimous.’’ It was 
nearly unanimous. A week before the 
decision was made by the FCC, they 
sent a letter outlining all of the rea-
sons that everyone should be opposed 
to the application made by Ligado to 
the FCC. Their statement was that 
Ligado’s proposal is not feasible, af-
fordable, or technically executable. It 
goes on to say how destructive this 
would be, how the whole country uses 
this GPS, and how this would alter the 
GPS system so that it no longer could 
be used with predictability. 

When I say ‘‘nearly everyone,’’ it is 
not ‘‘nearly’’; it is everyone objected to 
it. I have never seen anything like this 
happen, to have something approved 
that was objected to by all of govern-
ment. This letter objecting to this was 
signed by the Department of the Army, 
the Department of the Navy, the De-
partment of Commerce, NASA, the De-
partment of the Interior, the Depart-
ment of Justice, the Department of 
Homeland Security, the Department of 
Energy, the National Science Founda-
tion, the Department of Transpor-
tation, the U.S. Coast Guard, and the 
Federal Aviation Administration. That 
is everybody. I have never seen any-
thing that has ever had that unanimity 
in being objected to. For that reason, it 
was never approved until April 20 by 
the Federal Communications Commis-
sion. 

The GPS and satellite communica-
tion functions support everything: 
equipment that our troops use in the 
field, navigation for first responders, 
airlines—that is how airplanes keep 
from running into each other; they use 
GPS—cell phones, and ATMs. The list 
goes on and on. 

Simply put, the FCC is jeopardizing 
GPS signals that Americans rely on 
every day. I chair the Senate Armed 
Services Committee. When you are 
conducting warfare, you are using 
GPS. You use GPS every day. Simply 
put, the FCC is jeopardizing GPS sig-
nals that we rely on for both our na-
tional and economic security for the 
benefit of just one company and its 
hedge fund investors. 

Ligado may be a new name, but the 
problem goes back a decade, when 
LightSquared was created in a hedge 
fund deal worth $5.3 billion. The inves-
tors put billions on the table, and the 
only way to get a return was to repur-
pose LightSquared’s satellite spectrum 
for the terrestrial cell phone network. 

In 2011, when LightSquared asked the 
FCC for permission to do just that, 
GPS and satellite communication users 
strongly objected due to the inter-
ference with the GPS signal. That is 
the problem. The signal is in the same 
area that purchase took place by a 
company at that time named 
LightSquared. Federal agencies like 
the Department of Defense, the Depart-
ment of Transportation, and the Na-
tional Telecommunications and Infor-
mation Administration echoed these 
concerns. 

In 2012, after it was clear that there 
was no way to mitigate the GPS inter-
ference in their proposal, LightSquared 
declared bankruptcy, so it was gone. 

Years later, LightSquared got 
enough new Wall Street hedge fund 
money to emerge from bankruptcy and 
be renamed ‘‘Ligado’’ and again pushed 
for repurpose of the satellite spectrum 
for its network. That is exactly the 
thing that the predecessor company 
tried to do for a long period of time, 
and they were denied, and they were 
justly denied. They shouldn’t have 
been able to do that. 

There was never any idea that an ap-
plication by an operation like this 
would be acceptable. After extensive 
testing and analysis, experts at nine 
Federal agencies have unanimously 
concluded that Ligado’s proposal, even 
with updates, will still interfere with 
GPS signals and satellite communica-
tions. That is the one I just read. They 
were unanimous in doing this. Of 
course, we read the names of the agen-
cies that were involved. This is some-
thing everyone agreed with. We can’t 
find anyone who disagreed with it ex-
cept Ligado itself—the ones who would 
end up with a lot of billions of dollars, 
and I am not sure where it would go. 

They rely on GPS for navigation, lo-
gistics, and precision-guided missiles 
in training and on the battlefield. But 
at the end of the day, this is about 
much more than risking our military 
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readiness and capabilities. Ligado’s 
proposal will hurt the American econ-
omy. Our farmers rely on GPS to har-
vest their crops. Our truckers and our 
airlines rely on GPS to move supplies 
and people safely. Our maritime indus-
try depends on GPS to place channel 
markings. Weather forecasting relies 
on satellite communications to save 
lives and property when tornadoes and 
hurricanes and floods strike our com-
munities. I am from Oklahoma. We 
know what hurricanes are. In fact, we 
were in our basement two times in 1 
day about a month ago with those 
threats. That is how you determine 
where they are and how serious they 
are, and it saves lives. 

The FCC—Federal Communications 
Commission—has put all of this at risk 
by approving Ligado’s application. 
There wasn’t a lot of opposition out 
there talking about it because they had 
not been approved for a number of 
years. It has never been approved be-
fore. And all of that was now at risk, 
just as of a week ago. 

This is a complex issue. Here is an 
easy way to think about how Ligado’s 
network would interfere with our GPS 
signals. ‘‘Once Ligado turns its service 
on, it will be like trying to hear leaves 
rustling over the roar of 100 jet en-
gines.’’ This is according to Under Sec-
retary of Defense for Research and En-
gineering, Dr. Michael Griffin, an ex-
pert in this field. 

The FCC has included certain mitiga-
tion measures in approving Ligado’s 
application, but these are fundamen-
tally flawed in every practical sense. 
They would make Ligado the fox 
guarding the henhouse. How can 
Ligado be impartial in deciding wheth-
er its own system is causing inter-
ference? It is not going to happen, and 
everybody knows that. Ultimately, the 
taxpayer and consumer will be left to 
pay to fix the interference. Ultimately, 
the people of America will end up pay-
ing for this. 

What I am most upset about is the 
failure in the process behind this deci-
sion. A few people made a hasty deci-
sion over the weekend. Keep in mind, it 
was in the middle of the national cri-
sis. We have a national crisis. Every-
body knows that is going on right now. 
Everyone is having to live differently 
than they have ever lived before, so 
people are concentrating on that. No 
one was looking. 

It was against the judgment of a 
unanimous conclusion by the Inter-
department Radio Advisory Com-
mittee, which included nine Federal 
agencies, as well as private sector 
stakeholders dependent on GPS and 
satellite communications. 

As far as I can tell, this is the first 
time that the FCC made a decision 
over the weekend, completely dis-
counting the universal opposition to 
the proposal. A week before this deci-
sion was made, it was universal. They 
decided—and this is a group in the 
hearing that we had—we had really tal-
ented people there, scientists, making 

all of the decisions. They talked about 
how the decision was made over a 
weekend, during a national crisis we 
were dealing with, and on a Sunday. I 
went back and checked, and we could 
not find any time a decision that was 
made by the FCC on a Sunday or on a 
weekend. They don’t do that on week-
ends. 

On top of that, this decision was op-
posed by everybody in a letter they re-
ceived a week before. 

Just look in the Wall Street Journal. 
Mark Esper is the Secretary of De-
fense. Mark Esper had an article there 
that said. 

The FCC has set conditions to ensure GPS 
won’t be affected. Don’t be fooled. 

It would be affected. 
Independent testing and analysis con-

ducted by nine federal departments and 
agencies show that allowing the Ligado’s 
proposed system—including its proposed 
modifications—to operate in close proximity 
to the GPS spectrum would cause harmful 
interference to millions of GPS receivers 
across the United States. 

Actually, the band that is used for 
GPS is called the L band. It gets a lit-
tle bit complicated. The area that peo-
ple are concerned about, and that the 
Ligado is trying to say they are cor-
recting, was an area that was in a dif-
ferent band all together. I think it was 
the C band and the S band. 

I think this is the first time a deci-
sion has ever been made—even dis-
counting the universal opposition who 
oppose it—in response to this unprece-
dented and unwise decision. I am lead-
ing a letter to the FCC outlining crit-
ical national security concerns and 
urging the FCC to rescind the order. 

Mr. President, I ask unanimous con-
sent that the letters by the NTIA be 
printed in the RECORD. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 

APRIL 10, 2020. 
Re Ligado Networks LLC, License Modifica-

tion Applications (as amended), IBFS 
File Nos. SAT-MOD–20151231–00090, SAT– 
MOD–20151231–00091, and 
SESMOD20151231–00981; SES–AMD– 
20180531–00856, SAT–AMD–20180531–00044, 
SAT–AMD–20180531–00045 (IB Docket Nos. 
11–109 and 12–340). 

Hon. AJIT PAI, 
Chairman, Federal Communications Commis-

sion, Washington, DC. 
DEAR CHAIRMAN PAI: On behalf of the exec-

utive branch, the National Telecommuni-
cations and Information Administration 
(NTIA) submits the enclosed supplemental 
materials for consideration by the Federal 
Communications Commission (Commission) 
regarding the above-referenced license modi-
fication applications of Ligado Networks 
(Ligado), as amended. This letter and its en-
closures are provided for inclusion in the 
record of the application proceedings, 
supplementing my letter to you dated De-
cember 6, 2019, in which I indicated that 
NTIA was ‘‘unable to recommend the Com-
mission’s approval of the Ligado applica-
tions.’’ 

I enclose a letter from the Deputy Sec-
retary of Defense to the Secretary of Com-
merce dated March 24, 2020. In the letter, the 
Deputy Secretary, citing 10 USC § 2281, states 
that ‘‘approval of the Ligado application 

would adversely affect the military potential 
of GPS and the Department of Defense is 
strongly opposed.’’ ‘‘After reviewing the ex-
isting public record of the Ligado pro-
ceeding,’’ he continues, ‘‘I believe the infor-
mation Air Force has submitted to the IRAC 
would be of significant value to the FCC in 
making its decision regarding Ligado’s li-
cense modification application. I therefore 
request that you have NTIA communicate 
this additional information to the FCC expe-
ditiously to be put on the public record.’’ I 
received a similar and consistent letter from 
senior officials of the Department of Defense 
on March 12, 2020. 

The letters refer to the enclosed memo-
randum from the Air Force—joined by sev-
eral executive branch departments and agen-
cies—providing supplemental information to 
the Interdepartment Radio Advisory Com-
mittee (IRAC) that detailed numerous ex-
pected impacts Ligado’s proposed license 
modifications would cause. The memo-
randum concluded that Ligado’s modifica-
tions ‘‘would cause unacceptable operational 
impacts . . . and adversely affect the mili-
tary potential of GPS,’’ and further noted 
that ‘‘Ligado’s proposed accommodations of 
identifying and then repairing or replacing 
potentially-impacted legacy equipment is 
not feasible, affordable or technically exe-
cutable.’’ 

NTIA notes that in a 2011 Order and Au-
thorization, the Commission’s International 
Bureau declared that its processes for au-
thorizing then-LightSquared to commence 
commercial operations on its MSS L-band 
frequencies would be complete only ‘‘once 
the Commission, after consultation with 
NTIA, concludes that the harmful inter-
ference concerns have been resolved.’’ We be-
lieve the Commission cannot reasonably 
reach such a conclusion. 

Should you have any questions about this 
submission, please do not hesitate to contact 
me. 

Sincerely, 
DOUGLAS W. KINKOPH, 

Associate Administrator, 
Performing the Delegated Duties of the 

Assistant Secretary for Communications and 
Information. 

DEPUTY SECRETARY OF DEFENSE, 
Washington, DC, March 24, 2020. 

Hon. WILBUR L. ROSS, JR., 
Secretary of Commerce, 
Washington, DC. 

DEAR MR. SECRETARY: On December 6, 2019, 
the Acting Assistant Secretary of Commerce 
for Communications and Information and 
Administrator of the National Telecommuni-
cations and Information Administration 
(NTIA) sent a letter, on behalf of the Execu-
tive Branch, to the Chairman of the Federal 
Communications Commission (FCC) recom-
mending rejection of the license modifica-
tion request of Ligado Networks. The Air 
Force, on behalf of DoD and endorsed by the 
interagency, has provided additional supple-
mental information to the Chairman of the 
Interdepartment Radio Advisory Committee 
(IRAC) on expected national security and de-
fense impacts to Global Positioning System 
(GPS) operations if the proposed license 
modification request were granted. I request 
this additional information be transmitted 
by NTIA to the FCC for inclusion in the pub-
lic record of the Ligado proceeding (FCC 
International Bureau Docket Numbers 11–109 
and 12–340). 

Per 10 U.S.C. 2281, the Secretary of Defense 
‘‘may not agree to any restriction on the 
GPS proposed by the head of a department or 
agency of the United States outside DoD 
that would adversely affect the military po-
tential of GPS.’’ Approval of the Ligado ap-
plication would adversely affect the military 
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potential of GPS and the Department of De-
fense is strongly opposed. After reviewing 
the existing public record of the Ligado pro-
ceeding, I believe the information Air Force 
has submitted to the IRAC would be of sig-
nificant value to the FCC in making its deci-
sion regarding Ligado’s license modification 
application. I therefore request that you 
have NTIA communicate this additional in-
formation to the FCC expeditiously to be put 
on the public record. 

I have consulted with my Chief Technical 
Officer and Chief Information Officer and 
both agree. 

Your personal attention to this matter 
would be greatly appreciated. 

Sincerely, 
DAVID L. NORQUIST. 

OFFICE OF THE SECRETARY OF DEFENSE, 
Washington, DC, March 12, 2020. 

DOUGLAS W. KINKOPH, 
Associate Administrator, Office of Telecommuni-

cations and Information Applications, Per-
forming the non-exclusive functions and du-
ties of the Assistant Secretary of Commerce 
for Communications and Information, Na-
tional Telecommunications and Information 
Administration, U.S. Department of Com-
merce, Washington, DC. 

DEAR MR. KINKOPH: On December 6, 2019, 
you sent a letter on behalf of the Executive 
Branch, to the Chairman of the Federal Com-
munications Commission (FCC) stating that 
the National Telecommunications and Infor-
mation Administration (NTIA) is unable to 
recommend the Commission’s approval of 
the Ligado applications. The Air Force, the 
Executive Agent for the Department of De-
fense (DoD) for the Global Positioning Sys-
tem (GPS) and DoD’s member of the Inter-
department Radio Advisory Committee 
(IRAC), has provided additional information 
to the Chair of the IRAC, endorsed by other 
interested agencies on expected national se-
curity and defense impacts to GPS oper-
ations if the proposed Ligado license modi-
fication request is granted by the FCC. The 
Department requests this additional infor-
mation be transmitted to the FCC for inclu-
sion into the public record of the Ligado pro-
ceeding (FCC International Bureau Docket 
Numbers 11–109 and 12–340). 

Consistent with the authority delegated by 
the Secretary of Defense in DoD Directive 
4650.05, ‘‘Positioning, Navigation, and Tim-
ing (PNT)’’, the undersigned agree with the 
enclosed memorandum for the IRAC Chair. 
Specifically, FCC approval of Ligado’s li-
cense modification would cause unacceptable 
operational impacts and adversely affect the 
military potential of GPS. The Secretary of 
Defense, pursuant to 10 USC § 2281, ‘‘may not 
agree to any restriction on the GPS System 
proposed by the head of a department or 
agency of the United States outside DoD 
that would adversely affect the military po-
tential of GPS’’. After review of the public 
record of the Ligado proceeding, the Air 
Force’s memorandum submitted to the IRAC 
Chair would be critical to the FCC in making 
its decision regarding Ligado’s license modi-
fication application. The Department re-
mains strongly opposed to the granting of 
the license modification sought by Ligado. 
Accordingly, the Department requests NTIA 
to provide this additional information to the 
FCC and that such information be expedi-
tiously submitted in the public record. 

Your personal attention to this matter 
would be greatly appreciated. 

DANA DEASY, 
Department of Defense 

Chief Information 
Officer. 

MICHAEL GRIFFIN, 
Under Secretary of De-

fense for Research 
and Engineering. 

FEBRUARY 14, 2020. 
Memorandum for IRAC Chairman 

NATIONAL TELECOMMUNICATIONS AND INFOR-
MATION ADMINISTRATION, 

U.S. Department of Commerce, 
Washington, DC. 

The Air Force, in the exercise of the De-
partment of Defense’s (DoD) statutory duties 
under 10 U.S.C. §2281, and as the Executive 
Agent for the Global Positioning System 
(GPS), and in its role as a member of the Na-
tional Telecommunication Information Ad-
ministration (NTIA) Interdepartment Radio 
Advisory Committee (IRAC), hereby submits 
supplemental information in support of the 
Department of Commerce National Tele-
communications and Information Adminis-
tration’s letter to Federal Communications 
Commission (FCC) Chairman Ajit Pai of De-
cember 6, 2019. Specifically, this letter pro-
vides additional detail regarding the ex-
pected impacts on national security, oper-
ational impacts to the warfighter, and ef-
fects on the military potential of GPS by the 
proposed license modification sought by 
Ligado Networks (Ligado). 

Extensive and technically rigorous testing 
and analysis conducted over the past nine 
years by DoD, the National Space-based Po-
sitioning, Navigation and Timing Systems 
Engineering Forum (NPEF), the Department 
and Transportation (DOT), and the Air Force 
has shown—and Ligado itself has conceded— 
that the proposed Ligado (previously 
LightSquared) license modification threat-
ens disruption of the GPS, which is a critical 
National Security System. As such, the Sec-
retary of Defense, pursuant to 10 U.S.C. §2281, 
‘‘may not agree to any restriction on the 
GPS System proposed by the head of a de-
partment or agency of the United States out-
side DoD that would adversely affect the 
military potential of GPS.’’ It is DoD’s posi-
tion that FCC approval of Ligado’s license 
modification would cause unacceptable oper-
ational impacts to the warfighter and ad-
versely affect the military potential of GPS 
by negatively impacting GPS receivers. 
Ligado’s proposed accommodations of identi-
fying and then repairing or replacing poten-
tially-impacted legacy equipment is not fea-
sible, affordable or technically executable 
given the vast number of systems impli-
cated, including critical national security 
and weapon systems. Accordingly, DoD re-
mains strongly opposed to granting the li-
cense modification sought by Ligado. 

On December 6, 2019, the Acting Deputy As-
sistant Secretary of Commerce for Commu-
nications and Information and the Adminis-
trator of the NTIA sent a letter to the Chair-
man of the FCC indicating the executive 
branch could not support approval of the li-
cense modification request of Ligado. This 
decision was supported by recommendations 
by the National Space-based Positioning, 
Navigation, and Timing Executive Com-
mittee (PNT EXCOM) and by the June and 
November 2019 letters from the Secretary of 
Defense expressing strong opposition to the 
Ligado license modification request. 

DoD is providing this supplemental infor-
mation in support of the NTIA letter with 
specific focus on expected national security 
and defense impacts to GPS, including oper-
ational impacts to the warfighter, if the pro-
posed license modification request were 
granted. 

The Department is providing the following 
specific information in three categories: 1) 
national defense mission categories that 
would be negatively impacted; 2) cost and re-
source implications of identifying and re-
pairing or replacing any potentially ad-
versely affected GPS receivers supporting 
national defense missions; and 3) the time, 
disruption, and programmatic impact to 

identify and repair or replace the potentially 
affected GPS receivers supporting national 
defense missions. Individually and collec-
tively, each of these categories would ad-
versely affect the national defense and secu-
rity of the United States. It is the Depart-
ment’s position that there are no practical 
measures to meaningfully mitigate the im-
pact of the proposed Ligado license modifica-
tion. 

The mitigation measures Ligado has pro-
posed are impractical and un-executable in 
that they would shift the risk of interference 
to, and place enormous burdens on, agencies 
and other GPS users to monitor and report 
the interference. Moreover, Ligado’s mitiga-
tion proposals would not protect the vast 
majority of GPS receivers, such as airborne 
uses, that are not restricted to specific de-
fined areas of operation such as military in-
stallations. Ligado’s proposal to replace gov-
ernment GPS receivers that are affected by 
its proposed network, is a tacit admission 
that there would be interference, and is fur-
ther addressed below in terms of cost, oper-
ational and mission impact, and timelines to 
replace these receivers. Additionally, the 
mitigation proposal by Ligado, even if tech-
nically feasible, only covers those receivers 
owned by the government and would leave 
many high-value federal uses of civil GPS re-
ceivers not owned by the government, such 
as high precision receivers, vulnerable to in-
terference, as Ligado has admitted in its fil-
ings. 
EXPECTED OPERATIONAL AND MISSION IMPACTS 

The U.S. National Security Strategy em-
phasizes the importance of maintaining lead-
ership and freedom of action in space as a 
vital U.S. interest as well as responding to 
any interference to the Department’s critical 
space capabilities. The National Defense 
Strategy stresses the importance of building 
a more lethal force and strengthening (inter-
operable) alliances and partnerships. GPS is 
one such space capability critical to the 
lethality of the Department’s forces and 
around which, over the years, the Depart-
ment has structured its weapons systems and 
business processes. GPS is widely and heav-
ily integrated throughout DoD in operations 
and applications including, but not limited 
to, precision weapons, air, land, and sea 
navigation, communications and network 
synchronization, command and control, civil 
engineering, and surveillance applications. 
Given the sophistication, classification, and 
the nature of how GPS receivers are embed-
ded into all aspects of DoD testing, training, 
exercise and operations, it would be prac-
tically impossible for DoD to identify and re-
pair or replace all of the potentially ad-
versely affected receivers. These are not sim-
ple ‘‘plug-n-play’’ devices but would require 
significant time and resources to effect soft-
ware modifications, trial and testing, and 
validation. The Department simply cannot 
accept such negative operational and mis-
sion impacts to our warfighting capabilities. 
In addition, military GPS receivers are also 
used by Federal civil agencies, specifically 
the National Aeronautics and Space Admin-
istration (NASA), the Department of Home-
land Security (DHS), and the Department of 
State through agreements with the DoD. For 
example, NASA uses high-precision military 
GPS receivers for their launch anomaly 
monitoring and destruct systems. DHS and 
the border patrol use military GPS receivers 
in unmanned aerial surveillance systems 
(UAS). In addition, some law enforcement 
and intelligence agencies use military GPS 
in their UAS. The State Department’s diplo-
matic security service also uses military 
GPS receivers. It would be untenable for the 
United States to pursue an initiative that 
undermines these capabilities, and it would 
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be exceptionally detrimental to national se-
curity. 

Ligado’s proposal would have significant 
effect on legacy military receivers and civil 
receivers used by DoD. 

Legacy Military GPS Receivers: Modern-
ized GPS receivers cannot replace all mili-
tary GPS receivers currently in use. Even 
after the transition to modernized military 
receivers is completed (by 2035 at the ear-
liest), some high precision receivers would 
remain vulnerable to interference from the 
Ligado network transmissions. Remaining 
legacy military receivers are unable to lock 
onto weak signals and lack the anti-jam ca-
pabilities more typical of more modern mili-
tary receivers. In addition to continued mili-
tary use, other Federal agencies and many 
partner nations will continue to use these 
legacy high precision receivers. Even as the 
U.S. military transitions to modernized GPS 
receivers, it is unclear as to when, or if, leg-
acy GPS high precision receivers used by 
other critical agencies will be modernized. 

Civil GPS Receivers Used by DoD: DoD 
makes use of civil GPS receivers in non-com-
bat environments, such as surveying, flight 
training, training, exercises, other national 
security events, and scientific applications. 
Like their civilian counterparts, DoD sur-
veyors and construction units often rely on 
high-precision GPS receivers that are ex-
ceedingly sensitive to interference from sig-
nals at nearby frequencies. As analysis indi-
cates, these high precision GPS receivers po-
tentially could be adversely affected at sig-
nificant distances from the Ligado-proposed 
terrestrial transmitters, which would nega-
tively impact high precision receiver use in 
major military installations near urban 
areas of the United States. Ligado has ad-
mitted in its filings that there would be such 
interference. Additionally, both civilian and 
commercial applications for high precision 
wideband-GPS provide far-reaching benefits 
to the public interest, including capabilities 
that go beyond the PNT services for which it 
was originally developed. The great poten-
tial capabilities wideband GPS applications 
hold would also be the most susceptible to 
the adjacent band interference from Ligado’s 
proposed network. Further, DoD uses civil 
and commercial infrastructure of many 
types on bases and test/training ranges do-
mestically and abroad. To the extent that 
operation of commercial infrastructure is de-
graded by Ligados proposed signals, DoD’s 
use of electrical power, communications net-
works, operation of unmanned vehicles (in-
cluding UAS), precision landings, helicopter 
operations, collection of location based serv-
ices data, first responder applications, and 
other applications demanding high accuracy 
would be at increased risk. 

COST AND RESOURCE IMPACT 
By 2024, DoD will have invested more than 

$15 billion taxpayer dollars since 2000 to sus-
tain and modernize the GPS constellation 
and continue to modernize GPS user equip-
ment integration across the force. As de-
scribed earlier, almost every GPS receiver 
fielded throughout the DoD joint force po-
tentially could be adversely affected if 
Ligado’s proposal is approved. As indicated 
in the Fiscal Year 2020 President’s Budget, 
DoD is currently planning to spend more 
than $1.8 billion taxpayer dollars to procure, 
integrate and test modernized GPS receivers, 
from 2019–2024, into user platforms across the 
Services. The $1.8 billion figure will grow to 
a total of approximately $3.5 billion when all 
of the approximately 1 million GPS receivers 
currently in the DoD inventory are 
transitioned to modernized GPS receivers 
before 2035. This cost includes the integra-
tion of the receivers into each of thousands 
of different air, maritime, and ground vehi-
cles, as well as weapons. 

Regarding Ligado’s proposal to identify 
and repair or replace potentially affected 
GPS receivers owned by the U.S. govern-
ment, given the classified nature of the mili-
tary use and the sheer number of platforms 
potentially affected, Ligado could not pos-
sibly know the magnitude of the problem or 
the costs and operational impacts relative to 
military receivers. To avoid an adverse ef-
fect to the Department’s capabilities if 
Ligado’s proposal were approved, DoD would 
need to undertake unprecedented accelerated 
testing, modification, and integration ac-
tions, which is cost- and schedule-prohibitive 
and would likely result in significantly de-
graded national security. For each integra-
tion, DoD would need to take the asset out of 
service, test the platform to ensure that the 
upgrade worked as planned and did not cause 
a negative impact to other parts of the weap-
ons system prior to re-fielding. To be clear, 
every weapons system or platform in the 
DoD inventory must be tested as an inte-
grated system and it would cause significant 
operational impact (including substantial re-
testing) if modernized military GPS receiv-
ers require further modification. Adding 
such a requirement to mitigate the adverse 
effect to the military potential of GPS from 
this potential interference would be ex-
tremely difficult and likely cost prohibitive 
given current technology. 

TIME REQUIRED TO REPLACE IMPACTED 
RECEIVERS 

Modification or replacement of GPS re-
ceivers within DoD has historically taken 
approximately a decade due to the sheer re-
ceiver numbers, complications with how re-
ceivers are integrated in thousands of plat-
forms and systems, depot and scheduling, 
and global operations. The first M-code capa-
ble receivers are now going through integra-
tion and testing and will begin installation 
in DoD platforms beginning in 2020. The full 
transition is not expected to be complete 
until at least 2035, based on past experience 
transitioning from first and second-genera-
tion GPS equipment to the present third 
generation. Any change to the requirements 
for these modernized receivers as a result of 
approving Ligado’s proposed network and 
the need to mitigate the resultant inter-
ference would only extend that timeline, 
putting DoD forces and warfighting capabili-
ties at risk due to the rapidly evolving 
threats. 

It is therefore DoD’s position that approval 
of Ligado’s proposal would adversely affect 
the military potential of GPS significantly, 
based on the extensive testing done by DoD 
and others. Consistent with 10 U.S.C. § 2281, 
DoD cannot accept this adverse impact to 
military use of GPS and the resultant nega-
tive operational impacts to our warfighting 
capabilities. Modification or replacement of 
GPS receivers across the force to avoid ad-
verse impacts from such a proposal, even if a 
solution were shown to be feasible, could 
take on the order of billions of dollars and 
delay fielding of modified equipment needed 
to respond to rapidly evolving threats by 
decades. 

In his June 7, 2019 letter to FCC Chairman 
Pai, Acting Secretary of Defense Shanahan 
stated there are too many unknowns and the 
risks are far too great to federal operations 
to allow Ligado’s proposed system to pro-
ceed. We collectively agree with that assess-
ment. Accordingly, the Department of De-
fense, pursuant to its statutory duties, re-
states its formal objection to Ligados re-
quest for a license modification and, along 
with the below signatories, requests that it 
be rejected. 

MS. THU LUU, 
Department of the Air Force, 

Executive Agent for GPS. 

The undersigned IRAC agencies endorse 
and support the position stated by the De-
partment of the Air Force and the Depart-
ment of Defense: 

Ms. Sarah Bauer, Department of the Army; 
Mr. Kenneth Willis, Department of the Navy; 
Mr. Ivan Navarro, Department of Commerce; 
Mr. Rene (RJ) Balanga, NASA; Mr. Ramon L. 
Gladden, Department of the Interior; Mr. 
Quan Vu, Department of Justice; Mr. John 
Cornicelli, Department of Homeland Secu-
rity; Mr. George Dudley, Department of En-
ergy; Mr. Jonathan Williams, National 
Science Foundation; Mr. James Arnold, De-
partment of Transportation; Mr. Jerry 
Ulcek, U.S. Coast Guard; Mr. Michael Rich-
mond, Federal Aviation Administration. 

Mr. INHOFE. Mr. President, I ask 
unanimous consent that the FCC arti-
cle in the Wall Street Journal be print-
ed in the RECORD. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 
[From the Wall Street Journal, May 5, 2020] 

THE FCC’S DECISION PUTS GPS AT RISK 
(By Mark Esper) 

Every day, tens of millions of Americans 
rely on the Global Positioning System. We 
use it for location features in cellphones, 
navigation for vehicles and aircraft, and fi-
nancial and commercial transactions, in-
cluding ATM withdrawals. And every day, 
the Defense Department and our colleagues 
across government use GPS to protect and 
serve the public by coordinating global 
trade, banking and transportation, as well as 
tracking terrorists and other threats to U.S. 
national security. 

A recent decision by the Federal Commu-
nications Commission, however, will degrade 
the effectiveness and reliability of this crit-
ical technology. On April 20, the FCC an-
nounced its approval of Ligado Networks’ ap-
plication to create a cellular network by 
repurposing a portion of radio spectrum ad-
jacent to that used by GPS. The power and 
proximity of Ligado’s ground emissions on 
this spectrum will drown out GPS’s space- 
based signals. If you’ve ever tried to talk to 
a friend while standing next to the speakers 
at a rock concert, you get the point. 

In announcing its recent decision, the FCC 
rehashed Ligado’s old arguments, wrapped in 
new language, to say that the company has 
made changes and the FCC has set condi-
tions to ensure GPS won’t be affected. Don’t 
be fooled. The sheer number of cases of inter-
ference combined with the difficulty of attri-
bution will make enforcement nearly impos-
sible, not to mention expensive. 

Independent testing and analyses con-
ducted by nine federal departments and 
agencies show that allowing Ligado’s pro-
posed system—including its proposed modi-
fications—to operate in close proximity to 
the GPS spectrum would cause harmful in-
terference to millions of GPS receivers 
across the U.S. The FCC’s decision will dis-
rupt the daily lives and commerce of mil-
lions of Americans and inject unacceptable 
risk into systems that are critical for emer-
gency response, aviation and missile defense. 
Further, it will stunt innovation in GPS; 
people won’t use the system if they can’t de-
pend on it everywhere, all the time. For 
these and many other reasons, 13 federal 
agencies, along with leaders from a range of 
industries, called on the FCC to deny the 
Ligado request. 

Ligado claims it is the solution to Amer-
ica’s 5G woes, but its proposed license modi-
fication isn’t really about 5G. There is no 
evidence that the company has a technically 
viable 5G solution. This is about one com-
pany changing the rules to maximize the 
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value of its spectrum, and the cost to Ameri-
cans is too great to justify. 

The Defense Department recognizes that 
5G technology is vital to maintaining Amer-
ica’s strategic and economic advantage over 
its competitors. We strongly support Presi-
dent Trump’s call for the U.S. private sector 
to lead the way, and we’re moving quickly to 
develop opportunities to share midband spec-
trum, a finite resource. As demand outpaces 
supply, spectrum sharing holds the key to 
U.S. dominance in 5G. The Defense Depart-
ment will dedicate millions of dollars to test 
5G technologies at military bases, while pro-
moting collaboration among government 
agencies, academia, and allied countries to 
advance a 5G solution. 

We need a comprehensive, whole-of-nation 
approach to develop technologies that affect 
so many. Disregarding the concerns of indus-
try and government—objections grounded in 
hard data—the FCC’s Ligado decision is a 
shortsighted giveaway that will disrupt our 
way of life and potentially cost the Amer-
ican people billions of dollars. 

The first and most sacred responsibility of 
government is to protect and defend its peo-
ple. GPS allows us to pinpoint 911 calls, 
launch precision airstrikes, prepare our 
forces for combat, and otherwise act to safe-
guard health and well-being. Interfering with 
the accuracy and reliability of GPS risks the 
safety of the American people and under-
mines national and economic security. 
America deserves a better alternative. 

Mr. INHOFE. We can’t allow this to 
stand, and all of America agrees. In the 
last 3 weeks, stakeholders from across 
the country and across the economy 
have expressed their opposition to the 
FCC decision. 

Not just the military, but all of gov-
ernment and the private sector—in-
cluding airlines, pilots, farmers, truck-
ers, marine manufacturers, conserva-
tionists, equipment manufacturers and 
distributors, road builders, weather 
forecasters, and GPS device makers— 
are opposed to the Ligado’s applica-
tion. 

I know my colleagues here in the 
Senate have heard from all of these 
groups, representing jobs and Ameri-
cans from every single State who use 
these GPS and satellite services every 
day. This has happened nationally. 
People realized, all of a sudden, that 
GPS would be affected by this. 

I ask my colleagues to consider who 
supports the Ligado—hedge fund inves-
tors. No one is supporting it. It is my 
understanding, from talking to the 
people close to the FCC, that the FCC 
was expected to reject the Ligado pro-
posal once and for all. They had al-
ready rejected it before. It has been 
there. The unanimous opposition from 
the interagency review committee was 
not surprising, but the final outcome 
was shocking. 

With all of this opposition, how could 
the FCC decide, in the cover of dark-
ness over a weekend, that the unani-
mous concern of GPS interference was 
worth the risk to support the invest-
ments of hedge fund investors? I can’t 
figure out what happened, nor can the 
former FCC Commissioners. Why did 
the FCC change its course and in such 
a dramatic fashion? We may never 
know. But we do know that Ligado has 
spent $1.3 million in just 2020. That is 

the company that we are talking 
about. They have spent $1.3 million on 
lobbyists trying to convince Congress 
that their proposal is a good idea. 

This chart shows the list of all of the 
lobbyists that come up to $1.38 million. 
Keep in mind that is just for 3 months. 
Over a period of a year, you can mul-
tiply that by four. Ligado is hiring 
whoever they can to convince you to 
support the hedge fund investors. That 
is one of the reasons I am talking 
about this today. I am not sure what 
form it will take to reverse this deci-
sion. People have to hear from people 
before they realize how bad this is. 

When you have this many people— 
one of the individuals was a former 
chairman of the House Armed Services 
Committee and turned lobbyist. He is a 
guy who spent his career building the 
military. Obviously, he is one of the 
lobbyists supporting this thing. 

Ligado said this order is about win-
ning the race for 5G and beating China. 
Those who claim Ligado’s proposal was 
necessary to defeat China’s 5G push are 
deliberately mixing up two different 
and important spectrum issues in order 
to sell their product—the share of the 
mid-band 5G spectrum by DOD with in-
dustry and harmful interference of 
Ligado’s signal with the low band— 
that is L band, which we are talking 
about, which is right next to GPS sig-
nals that would be used in nearly every 
aspect of daily life. 

The Ligado spectrum they are 
repurposing is not in the prime mid- 
band spectrum being considered for 5G. 
Ligado’s low-band spectrum was not a 
part of the FCC’s own plan to accel-
erate 5G development released in Sep-
tember of 2018, the so-called ‘‘5G FAST 
Plan.’’ 

I would like to say that it is com-
plicated, but that isn’t what they did 
at all with this thing. Their concern 
was with only the L band, which is 
next to the GPS. 

Reliable GPS satellite communica-
tion is important to everyone in Amer-
ica. It drives much of the Nation’s 
economy. We shouldn’t sacrifice GPS 
reliability for the sake of lobbyists and 
hedge fund investors on Wall Street. 

I ask my colleagues to join me in 
urging the FCC to withdraw its ap-
proval of Ligado’s application. Instead 
of moving ahead with this order, we 
have to reverse the order. That is the 
effort that is taking place right now. If 
they had denied Ligado’s application 
the same as they have done for the last 
10 years, there would not be a problem 
today. We have people with an interest 
in this. 

The hearing that we had just on May 
6 was with the people who head up Data 
DC and the DOD Chief Information Of-
ficer. By the way, in the private sector 
he was the CIO of three of the largest 
corporations in America. We had Dr. 
Michael Griffin, Undersecretary of De-
fense for Research and Engineering, a 
retired U.S. Coast Guard Admiral; 
Thad Allen, who is now on the National 
Space-Based Positioning, Navigation, 

and Timing Advisory Board; and Gen. 
Jay Raymond, Chief of Space Oper-
ations, U.S. Space Force. That is ev-
eryone who is really knowledgeable 
about this. They are all unanimous in 
their opposition to this program. 

I would ask that Members keep ad-
vised of the opportunities they have to 
reverse this decision. We would actu-
ally try to get the Federal Communica-
tions Commission to do that on their 
own. 

I yield the floor. 
Mr. President, I ask unanimous con-

sent that the vote scheduled for 4:30 
p.m. start at this time. 

The PRESIDING OFFICER (Mr. CAS-
SIDY). Without objection, it is so or-
dered. 

The question is, Will the Senate ad-
vise and consent to the Edgar nomina-
tion? 

Mr. INHOFE. I ask for the yeas and 
nays. 

The PRESIDING OFFICER. Is there a 
sufficient second? 

There appears to be a sufficient sec-
ond. 

The clerk will call the roll. 
The senior assistant legislative clerk 

called the roll. 
Mr. THUNE. The following Senators 

are necessarily absent: the Senator 
from Tennessee (Mr. ALEXANDER) and 
the Senator from Nebraska (Mr. 
SASSE). 

Further, if present and voting, the 
Senator from Tennessee (Mr. ALEX-
ANDER) would have voted ‘‘yea.’’ 

Mr. DURBIN. I announce that the 
Senator from Vermont (Mr. LEAHY), 
the Senator from Massachusetts (Mr. 
MARKEY), the Senator from Wash-
ington (Mrs. MURRAY), the Senator 
from Vermont (Mr. SANDERS), and the 
Senator from Rhode Island (Mr. WHITE-
HOUSE) are necessarily absent. 

The PRESIDING OFFICER (Ms. 
MCSALLY). Are there any other Sen-
ators in the Chamber desiring to vote? 

The result was announced—yeas 62, 
nays 31, as follows: 

[Rollcall Vote No. 88 Ex.] 

YEAS—62 

Barrasso 
Blackburn 
Blunt 
Boozman 
Braun 
Burr 
Capito 
Carper 
Cassidy 
Collins 
Cornyn 
Cotton 
Cramer 
Crapo 
Cruz 
Daines 
Duckworth 
Enzi 
Ernst 
Fischer 
Gardner 

Graham 
Grassley 
Hassan 
Hawley 
Hoeven 
Hyde-Smith 
Inhofe 
Johnson 
Jones 
Kaine 
Kennedy 
King 
Lankford 
Lee 
Loeffler 
Manchin 
McConnell 
McSally 
Moran 
Murkowski 
Paul 

Perdue 
Peters 
Portman 
Risch 
Roberts 
Romney 
Rounds 
Rubio 
Scott (FL) 
Scott (SC) 
Shelby 
Sinema 
Sullivan 
Tester 
Thune 
Tillis 
Toomey 
Warner 
Wicker 
Young 

NAYS—31 

Baldwin 
Bennet 
Blumenthal 
Booker 
Brown 
Cantwell 

Cardin 
Casey 
Coons 
Cortez Masto 
Durbin 
Feinstein 

Gillibrand 
Harris 
Heinrich 
Hirono 
Klobuchar 
Menendez 
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Merkley 
Murphy 
Reed 
Rosen 
Schatz 

Schumer 
Shaheen 
Smith 
Stabenow 
Udall 

Van Hollen 
Warren 
Wyden 

NOT VOTING—7 

Alexander 
Leahy 
Markey 

Murray 
Sanders 
Sasse 

Whitehouse 

The nomination was confirmed. 
The PRESIDING OFFICER. Under 

the previous order, the motion to re-
consider is considered made and laid 
upon the table, and the President will 
be immediately notified of the Senate’s 
action. 

The Senator from the Iowa. 
(The remarks of Mr. GRASSLEY per-

taining to the introduction of S. 3693 
are printed in today’s RECORD under 
‘‘Statements on Introduced Bills and 
Joint Resolutions.’’) 

NATIONAL POLICE WEEK 
Mr. GRASSLEY. Madam President, 

today I come to the floor to salute and 
thank our Nation’s law enforcement of-
ficers during this year’s National Po-
lice Week. It is notable that this week 
dedicated to the brave men and women 
in blue is in the midst of the COVID–19 
pandemic. 

I am grateful to all who are working 
on the front lines right now, whether 
they are doctors and nurses or teachers 
and grocery store clerks. We are grate-
ful to all of them, including a lot of 
jobs that I haven’t even mentioned. 

But this week, we have the unique 
opportunity just to settle on one group 
of people and thank them in a special 
way during National Police Week, and 
that is our police officers. Now, more 
than ever, we appreciate their service 
and dedication. Being a police officer 
isn’t just a job. I am in public service, 
but I haven’t been a police officer. I 
think it is fair to assume that they put 
their lives on the line more than most 
of us who are Members of the Senate. 

It is not just a job. It is a calling. 
Each officer has answered that call and 
is dutifully serving during these very 
trying times that we call this virus 
pandemic. For that, I am—and, I am 
sure, everybody is—forever grateful. 

I am particularly thankful for the 
men and women in blue who serve my 
fellow Iowans. I would also like to rec-
ognize the officers who serve in Wash-
ington, DC, the Capitol Police, mean-
ing those who serve here on the Hill. 
They work to ensure our safety and 
protection, not only from criminals but 
also from a virus that has drastically 
changed the way we work in the Senate 
to serve our constituents, the Amer-
ican people, and, for me, the people of 
Iowa. Thank you to the policemen on 
Capitol Hill here for your selflessness 
and dedication. 

COVID–19 knows no boundaries and 
has, unfortunately, affected hundreds 
of police officers. As of May 11, 101 offi-
cers have died in the line of duty from 
the virus. We must continue to honor 
members of the law enforcement com-
munity who have made the ultimate 
sacrifice. The circumstances of loss are 
a little different now but no less heroic 
or devastating. 

As a Senator, my actions often speak 
louder than my words. So I am pleased 
to show the members of the law en-
forcement community how much I sup-
port and appreciate you through legis-
lation. Every year, during Police Week, 
the Senate advances various bills fo-
cusing on the needs of the police com-
munity. This year is no different. To 
that end, I recently introduced a bipar-
tisan bill with the title of Safeguarding 
America’s First Responders Act. This 
bill addresses the unfortunate reality 
of officers’ exposure to COVID–19. 

To ensure benefits through the Pub-
lic Safety Officer Benefits Program, 
my bill creates a presumption that if a 
first responder is diagnosed with 
COVID–19 within 45 days of their last 
day on duty, the Justice Department 
will treat it as a line-of-duty incident. 

Loss of a family member in the line 
of duty isn’t only emotionally dev-
astating, but it also means lost wages 
in tough times. This bill recognizes the 
challenges posed by the pandemic and 
better ensures that officers’ families 
will get the financial help as promised 
to other police officers who are killed 
in other ways in the line of duty. This 
bill enjoys wide support from multiple 
law enforcement groups and a group of 
bipartisan cosponsors here in the Sen-
ate. 

The Senate is considering two other 
police bills that I support. Police offi-
cers have demanding jobs and experi-
ence events that often impact their 
mental health. The next bill is named 
the Confidentiality Opportunities for 
Peer Support Counseling Act, or we 
call it COPS Counseling Act, for short. 
This bill builds off the recommenda-
tions provided by the Justice Depart-
ment in their recent report on law en-
forcement mental health and wellness 
issues. 

Specifically, the bill provides con-
fidentiality to Federal law enforce-
ment officers by restricting individuals 
who participate in peer support coun-
seling sessions from disclosing commu-
nications arising out of these sessions. 
With that privacy, we encourage more 
people to get the help they might need. 

Peer support programs serve as a val-
uable role in providing mental health 
care to law enforcement and first re-
sponders. But as I have indicated, con-
fidentiality concerns have left these 
programs and these professionals un-
derutilized. This bill also encourages 
best practices for officers and for first 
responders on peer support programs 
across the country. 

I want to thank Senator CORTEZ 
MASTO for leading this bill and teaming 
up with me on this important issue. 

Lastly, I am proud to cosponsor Sen-
ator HAWLEY’s bill, with a title of Law 
Enforcement Suicide Data Collection 
Act. This bill seeks to address mental 
illness and increasing suicide numbers 
among law enforcement by requiring 
the FBI to open a voluntary data col-
lection program to track suicides and 
attempted suicides within local, Trib-
al, State, and Federal law enforcement. 

By providing accurate and detailed in-
formation on these issues of suicide, 
more effective prevention programs 
can be implemented. 

I urge my colleagues to support all 
three of these bills. Passing them into 
law is one way of saying a big thank- 
you to the brave men and women who 
serve us so selflessly in law enforce-
ment. We owe them a debt of gratitude, 
particularly during the ongoing 
COVID–19 pandemic. 

f 

LEGISLATIVE SESSION 

MORNING BUSINESS 

Mr. GRASSLEY. Madam President, I 
ask unanimous consent that the Sen-
ate proceed to legislative session for a 
period of morning business, with Sen-
ators permitted to speak therein for up 
to 10 minutes. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

VOTE EXPLANATION 

Mr. MERKLEY. Madam President, I 
wish to state for the record that, 
though the difficulties of traveling 
across the country in the midst of the 
current coronavirus pandemic made it 
impossible for me to present in the 
Capitol to vote on the nomination 
Brian D. Montgomery, of Texas, to be 
Deputy Secretary of Housing and 
Urban Development, I would have 
voted ‘nay’ had I been present. 

Few things create a stronger founda-
tion for a thriving, successful families 
than affordable housing. Study after 
study has shown that children who 
grow up in a stable home do better in 
school and are more successful over the 
course of their lives. Stable affordable 
housing builds strong neighborhoods 
and communities because the members 
of that community are invested in its 
success. For generations of Americans, 
homeownership has been a driving 
force behind the building of a strong 
middle class, helping families build 
wealth through the equity generated 
through homeownership. 

As the son of a union mechanic, I ex-
perienced this throughout my own life. 
My father’s wages were enough to af-
ford a modest ranch home in a blue col-
lar Oregon community. And because of 
that house and that community, I was 
given all kinds of opportunities. I was 
allowed to explore my interests, wheth-
er it was taking machines apart and 
putting them back together again in 
my dad’s garage or exploring the great 
outdoors as a Boy Scout. I was able to 
receive a good public education and go 
on to be the first in my family to grad-
uate from college. 

But far too many Americans don’t 
have those same opportunities today. 
That is because the goal of affordable 
housing, whether buying a house or 
renting a decent apartment, is out of 
reach for too many working and mid-
dle-class families and falling further 
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