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(C) in subparagraph (C), by inserting ‘‘or 

Native Hawaiian communities’’ after ‘‘tribal 
communities’’; and 

(D) in subparagraph (D)— 
(i) by inserting ‘‘or Native Hawaiian com-

munities’’ after ‘‘Indian tribes’’; and 
(ii) by inserting ‘‘or Native Hawaiian’’ 

after ‘‘against Indian’’; 
(2) in paragraph (2)— 
(A) in subparagraph (A)(iii), by inserting 

‘‘or Native Hawaiian communities’’ after 
‘‘Indian tribes’’; and 

(B) in subparagraph (B), by inserting ‘‘or 
Native Hawaiian communities’’ after ‘‘Indian 
tribes’’; and 

(3) by adding at the end the following: 
‘‘(6) NATIVE HAWAIIAN DEFINED.—In this 

subsection, the term ‘Native Hawaiian’ has 
the meaning given that term in section 801 of 
the Native American Housing Assistance and 
Self-Determination Act of 1996 (25 U.S.C. 
4221).’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—Section 40002(a)(42) of the Violence 
Against Women Act of 1994 (34 U.S.C. 
12291(a)(42)) is amended— 

(1) in subparagraph (A)— 
(A) by inserting ‘‘or the Native Hawaiian 

community’’ after ‘‘Indian service pro-
viders’’; and 

(B) by inserting ‘‘or Native Hawaiian’’ 
after ‘‘designed to assist Indian’’; and 

(2) in subparagraph (B), in clause (ii), by 
inserting ‘‘or Native Hawaiian communities’’ 
after ‘‘tribal communities’’. 

SA 6312. Ms. SMITH submitted an 
amendment intended to be proposed to 
amendment SA 5499 submitted by Mr. 
REED (for himself and Mr. INHOFE) and 
intended to be proposed to the bill H.R. 
7900, to authorize appropriations for 
fiscal year 2023 for military activities 
of the Department of Defense, for mili-
tary construction, and for defense ac-
tivities of the Department of Energy, 
to prescribe military personnel 
strengths for such fiscal year, and for 
other purposes; which was ordered to 
lie on the table; as follows: 

At the appropriate place, insert the fol-
lowing: 
SEC. ll. CDFI BOND GUARANTEE PROGRAM. 

(a) SHORT TITLE.—This section may be 
cited as the ‘‘CDFI Bond Guarantee Program 
Improvement Act of 2022’’, 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that the authority to guarantee 
bonds under section 114A of the Community 
Development Banking and Financial Institu-
tions Act of 1994 (12 U.S.C. 4713a) (in this sec-
tion referred to as the ‘‘CDFI Bond Guar-
antee Program’’) provides community devel-
opment financial institutions with a sustain-
able source of long-term capital and furthers 
the mission of the Community Development 
Financial Institutions Fund (established 
under section 104(a) of such Act (12 U.S.C. 
4703(a)) to increase economic opportunity 
and promote community development in-
vestments for underserved populations and 
distressed communities in the United States. 

(c) GUARANTEES FOR BONDS AND NOTES 
ISSUED FOR COMMUNITY OR ECONOMIC DEVEL-
OPMENT PURPOSES.—Section 114A of the Com-
munity Development Banking and Financial 
Institutions Act of 1994 (12 U.S.C. 4713a) is 
amended— 

(1) in subsection (c)(2), by striking ‘‘, mul-
tiplied by an amount equal to the out-
standing principal balance of issued notes or 
bonds’’; 

(2) in subsection (e)(2)(B), by striking 
‘‘$100,000,000’’ and inserting ‘‘$25,000,000’’; and 

(3) in subsection (k), by striking ‘‘Sep-
tember 30, 2014’’ and inserting ‘‘the date that 

is 4 years after the date of enactment of the 
CDFI Bond Guarantee Program Improve-
ment Act of 2022’’. 

(d) REPORT ON THE CDFI BOND GUARANTEE 
PROGRAM.—Not later than 1 year after the 
date of enactment of this Act, and not later 
than 3 years after such date of enactment, 
the Secretary of the Treasury shall issue a 
report to the Committee on Banking, Hous-
ing, and Urban Affairs of the Senate and the 
Committee on Financial Services of the 
House of Representatives on the effective-
ness of the CDFI Bond Guarantee Program. 

SA 6313. Mr. MENENDEZ submitted 
an amendment intended to be proposed 
to amendment SA 5499 submitted by 
Mr. REED (for himself and Mr. INHOFE) 
and intended to be proposed to the bill 
H.R. 7900, to authorize appropriations 
for fiscal year 2023 for military activi-
ties of the Department of Defense, for 
military construction, and for defense 
activities of the Department of Energy, 
to prescribe military personnel 
strengths for such fiscal year, and for 
other purposes; which was ordered to 
lie on the table; as follows: 

At the end of title XII, add the following: 
Subtitle G—Strengthening International 

Cybersecurity Engagement 
SEC. 1281. FINDINGS. 

Congress finds the following: 
(1) The stated goal of the United States 

International Strategy for Cyberspace, 
launched on May 16, 2011, is to ‘‘work inter-
nationally to promote an open, interoper-
able, secure, and reliable information and 
communications infrastructure that sup-
ports international trade and commerce, 
strengthens international security, and fos-
ters free expression and innovation in which 
norms of responsible behavior guide states’ 
actions, sustain partnerships, and support 
the rule of law in cyberspace.’’. 

(2) On April 11, 2017, the 2017 Group of 7 
Declaration on Responsible State Behavior 
in Cyberspace— 

(A) recognized ‘‘the urgent necessity of in-
creased international cooperation to pro-
mote security and stability in cyberspace’’; 

(B) expressed commitment to ‘‘promoting 
a strategic framework for conflict preven-
tion, cooperation and stability in cyber-
space, consisting of the recognition of the 
applicability of existing international law to 
State behavior in cyberspace, the promotion 
of voluntary, non-binding norms of respon-
sible State behavior during peacetime, and 
the development and the implementation of 
practical cyber confidence building measures 
(CBMs) between States’’; and 

(C) reaffirmed that ‘‘the same rights that 
people have offline must also be protected 
online’’. 

(3) The 2018 National Cyber Strategy states 
that ‘‘[t]he United States will strive to im-
prove international cooperation in inves-
tigating malicious cyber activity, including 
developing solutions to potential barriers to 
gathering and sharing evidence’’ and ‘‘will 
promote a framework of responsible state be-
havior in cyberspace built upon inter-
national law, adherence to voluntary non- 
binding norms of responsible state behavior 
that apply during peacetime, and the consid-
eration of practical confidence building 
measures to reduce the risk of conflict stem-
ming from malicious cyber activity’’. 

(4) In its May 28, 2021 consensus report, the 
United Nations Group of Governmental Ex-
perts on Advancing Responsible State Behav-
ior in Cyberspace wrote that countries 
‘‘should cooperate in developing and apply-
ing measures to increase stability and secu-

rity in the use of ICTs’’ and ‘‘respect and 
protect human rights and fundamental free-
doms, both online and offline in accordance 
with their respective obligations’’. 

(5) Emerging technologies, such as artifi-
cial intelligence, biotechnology, and quan-
tum computing— 

(A) have profound implications for global 
cybersecurity; 

(B) are deeply integrated with, and often 
dependent on, information and communica-
tion technologies; 

(C) are exposed to cyber threats and may 
have cyber vulnerabilities that could cause 
significant harm, if exploited; and 

(D) can be used both offensively and defen-
sively in cyberspace. 
SEC. 1282. SENSE OF CONGRESS. 

It is the sense of Congress that— 
(1) the United States and its allies and 

partners must cooperate to ensure the secu-
rity and safety of information and commu-
nication technologies to ensure global peace 
and prosperity and protect democratic insti-
tutions, norms, and values; 

(2) the United States should engage with 
adversary nations, as appropriate— 

(A) to define responsible norms of behavior 
in cyberspace; 

(B) to address nonstate cybersecurity 
threats; and 

(C) to establish confidence-building meas-
ures that reduce the risk of unintended cyber 
conflict and escalation; 

(3) effective international engagement 
across cyber issues and stakeholders requires 
strategic planning, focused leadership, dedi-
cated resources and personnel, and contin-
uous monitoring and evaluation; 

(4) Federal agencies involved in inter-
national cybersecurity engagement— 

(A) must ensure that the preconditions de-
scribed in paragraph (3) are in place; and 

(B) must work with each other to ensure 
that efforts are consistent, coordinated, and 
nonduplicative; and 

(5) United States international cybersecu-
rity engagement— 

(A) must draw on the active involvement, 
expertise, and resources of the private sector 
and civil society; and 

(B) United States international cybersecu-
rity engagement must account for the cyber-
security implications of novel and emerging 
technologies. 
SEC. 1283. STATEMENT OF POLICY. 

It shall be the policy of the United 
States— 

(1) to work internationally to promote an 
open, interoperable, reliable, and secure 
internet governed by a multi-stakeholder 
model that— 

(A) promotes human rights, democracy, 
and the rule of law; 

(B) respects individual privacy; and 
(C) guards against deception, fraud, and 

theft; 
(2) to take an active role in international 

and multi-stakeholder fora to strengthen ex-
isting norms of responsible behavior of 
cyberspace, including those set forth in the 
2015 and 2021 consensus reports of the United 
Nations Group of Governmental Experts on 
Advancing Responsible State Behavior in 
Cyberspace; 

(3) to incorporate, as appropriate, the in-
terests, expertise, and resources of the pri-
vate sector and civil society into inter-
national cybersecurity efforts; 

(4) to help allies and partners boost their 
own cyber capabilities and resiliency in 
order to pursue, defend, and protect shared 
interests and values; 

(5) to support, in collaboration with allies 
and partners, the innovation, development, 
and adoption of technologies and technical 
standards that— 
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(A) improve cybersecurity; and 
(B) sustain a free, open, and secure inter-

net; and 
(6) to coordinate international cybersecu-

rity engagement across the Federal Govern-
ment to ensure that such efforts are con-
sistent and nonduplicative. 
SEC. 1284. REPORT ON UNITED STATES INTER-

NATIONAL CYBERSECURITY EF-
FORTS. 

(a) DEFINED TERM.—In this section, the 
term ‘‘national security strategy’’ means the 
national security strategy of the United 
States required to be transmitted to Con-
gress annually under section 108 of the Na-
tional Security Act of 1947 (50 U.S.C. 3043). 

(b) IN GENERAL.—Not later than 180 days 
after the date of the enactment of this Act, 
and every 3 years thereafter, the Secretary 
of State, in coordination with the National 
Cyber Director, the Secretary of Defense, the 
Director of the National Security Agency, 
the Secretary of Commerce, the Attorney 
General, the Secretary of Homeland Secu-
rity, the Director of the Cybersecurity and 
Infrastructure Security Agency, and the 
heads of such other relevant Federal agen-
cies as the Secretary of State considers ap-
propriate, and in consultation with such 
nongovernmental partners as the Secretary 
of State considers appropriate, shall— 

(1) review United States strategy, pro-
grams, and resources pertaining to inter-
national engagement on cybersecurity 
issues, including relevant diplomatic, foreign 
assistance, and joint law enforcement initia-
tives; and 

(2) submit a report to the appropriate con-
gressional committees that contains the 
findings of the review conducted pursuant to 
paragraph (1). 

(c) REPORT ELEMENTS.—Each report sub-
mitted pursuant to subsection (b)(2) shall in-
dicate— 

(1) whether and to what extent previous 
and ongoing United States international en-
gagements on cybersecurity-related issues 
have— 

(A) reduced the frequency and severity of 
cyberattacks on United States individuals, 
businesses, governmental agencies, and other 
organizations; 

(B) reduced cybersecurity risks to United 
States and allied critical infrastructure; 

(C) deterred and disrupted international 
cybercrime, including ransomware attacks; 

(D) induced other countries to endorse and 
uphold international laws, norms, standards, 
and principles supporting a free, open, and 
secure internet, including relevant treaties 
and international agreements; 

(E) improved allies’ and partners’ cyberse-
curity capabilities; 

(F) fostered allies’ and partners’ collabora-
tion with the United States on cybersecurity 
issues, including information sharing, regu-
latory coordination and improvement, and 
joint investigatory and law enforcement op-
erations related to cybercrime; 

(G) disrupted the laundering of cybercrime 
proceeds and other illicit financial activities 
related to cybercrime, including activities 
involving cryptocurrency and related serv-
ices and exchanges; 

(H) recovered the proceeds of cybercrime; 
and 

(I) supported the innovation and develop-
ment of new methods and tools for improv-
ing cybersecurity; 

(2) the key ongoing challenges to achieving 
the objectives described in paragraph (1); 

(3) whether the budgetary resources, tech-
nical expertise, legal authorities, and per-
sonnel available to the Department of State 
and other relevant Federal agencies are ade-
quate to achieve the objectives described in 
paragraph (1); 

(4) whether United States international en-
gagements on cybersecurity-related issues 
adequately mobilize the private sector and 
civil society; 

(5) whether the Department of State is 
properly organized and coordinated with 
other Federal agencies to achieve the objec-
tives described in paragraphs (1), (3), and (4); 

(6) country-specific strategies for United 
States international engagement with re-
spect to malign activity in cyberspace by 
China, Russia, Iran, North Korea, and each 
country determined to be a state sponsor of 
international cybercrime; and 

(7) any other matters that the Secretary of 
State considers relevant. 

(d) CLASSIFICATION AND PUBLICATION.—Each 
report required under subsection (b)(2)— 

(1) shall be unclassified, but may include a 
classified annex; and 

(2) shall be published (without its classified 
annex, if any) on the public website of the 
Department of State. 

(e) INTERAGENCY COOPERATION.—Upon a re-
quest from the Secretary of State, the head 
of a Federal agency, subject to any applica-
ble restrictions under other provisions of 
law, shall provide full support and coopera-
tion to the Secretary in carrying out this 
section, including by providing information 
necessary to prepare the report and strategy 
required under subsection (b)(2). 
SEC. 1285. ESTABLISHMENT OF CYBERSECURITY 

ASSISTANCE FUND. 

Part II of the Foreign Assistance Act of 
1961 (22 U.S.C. 2301 et seq.) is amended by 
adding at the end the following: 

‘‘CHAPTER 10—CYBERSECURITY 
ASSISTANCE FUND 

‘‘SEC. 591. FINDINGS. 

‘‘Congress finds the following: 
‘‘(1) Increasingly digitized and inter-

connected social, political, and economic 
systems have introduced new vulnerabilities 
for malicious actors to exploit, which threat-
ens economic and national security. 

‘‘(2) The rapid development, deployment, 
and integration of information and commu-
nication technologies into all aspects of 
modern life bring mounting risks of acci-
dents and malicious activity involving such 
technologies, and their potential con-
sequences. 

‘‘(3) Because information and communica-
tion technologies are globally manufactured, 
traded, and networked, the economic and na-
tional security of the United State depends 
greatly on cybersecurity developments and 
practices in other countries. 

‘‘(4) United States assistance to countries 
and international organizations to bolster ci-
vilian cybersecurity capacity can help— 

‘‘(A) reduce vulnerability in the informa-
tion and communication technologies eco-
system; and 

‘‘(B) advance national and economic secu-
rity objectives. 
‘‘SEC. 592. AUTHORIZATION OF ASSISTANCE FOR 

CYBERSECURITY CAPACITY BUILD-
ING. 

‘‘(a) AUTHORIZATION.—The Secretary of 
State is authorized to provide assistance to 
foreign governments and organizations, in-
cluding national and regional institutions, 
on such terms and conditions as the Sec-
retary may determine, in order to build the 
cybersecurity capacity of partner countries 
and organizations. 

‘‘(b) SCOPE OF ASSISTANCE.—Assistance 
under this section may include— 

‘‘(1) support for the development of na-
tional strategies to enhance cybersecurity; 

‘‘(2) programs to enhance government-in-
dustry collaboration to manage cybersecu-
rity risks and share cybersecurity knowl-
edge; 

‘‘(3) expertise on the revision and enact-
ment of criminal laws, policies, and proce-
dures related to cybersecurity threats; 

‘‘(4) support for the development of cyber-
security watch, warning, response, and re-
covery capabilities, including through the 
development of cybersecurity incident re-
sponse teams; 

‘‘(5) programs to strengthen the govern-
ment’s capacity to detect, investigate, deter, 
and prosecute cybercrimes; 

‘‘(6) programs to build a culture of cyberse-
curity, increasing awareness of citizenry and 
industry of their critical role in cybersecu-
rity; 

‘‘(7) programs to enhance cybersecurity 
workforce development; 

‘‘(8) support for the development and use of 
globally relevant information and commu-
nication technologies security standards en-
dorsed by bodies that are transparent and in-
vite multi-stakeholder engagement; 

‘‘(9) programs to provide information and 
resources to diplomats engaging in discus-
sions and negotiations around international 
law, norms, and capacity building measures 
related to cybersecurity; 

‘‘(10) support for multilateral, intergovern-
mental, and nongovernmental efforts to co-
ordinate cybersecurity capacity building ef-
forts internationally; 

‘‘(11) programs that enhance the ability of 
relevant stakeholders to act collectively 
against shared cybersecurity threats; 

‘‘(12) support for collaboration with the Cy-
bersecurity and Infrastructure Security 
Agency and other relevant Federal agencies 
to enhance cybersecurity; 

‘‘(13) programs addressing emerging issues 
relevant to cybersecurity, including secu-
rity, safety, and resilience concerns related 
to artificial intelligence, biotechnology, au-
tonomous systems, and other emerging tech-
nological domains; and 

‘‘(14) such other functions in furtherance of 
this chapter, as determined by the Secretary 
of State. 

‘‘(c) RESPONSIBILITY FOR POLICY DECISIONS 
AND JUSTIFICATION.—The Secretary of State, 
or a designated Senate-confirmed official of 
the Department of State, shall be responsible 
for policy decisions and justifications for cy-
bersecurity capacity support programs under 
this chapter, including determinations of— 

‘‘(1) whether there will be a cybersecurity 
support program for a country or organiza-
tion; and 

‘‘(2) the amount of funds for each country 
or organization. 

‘‘(d) DETAILED JUSTIFICATION FOR USES AND 
PURPOSES OF FUNDS.—As part of the presen-
tation materials for foreign assistance sub-
mitted annually to Congress, the Secretary 
of State or the Secretary’s designee shall 
provide a detailed justification for the uses 
and purposes of the amounts provided under 
this chapter, including information con-
cerning— 

‘‘(1) the amounts and kinds of cash grant 
transfers; 

‘‘(2) the amounts and kinds of budgetary 
and balance-of-payments support provided; 
and 

‘‘(3) the amounts and kinds of project as-
sistance provided with such amounts. 

‘‘(e) ASSISTANCE UNDER OTHER AUTHORI-
TIES.—The authority granted under this sec-
tion to provide assistance for cybersecurity 
capacity building in countries and organiza-
tions does not preclude the use of other au-
thorities also available for such purpose. 

‘‘(f) AVAILABILITY OF FUNDS.—Amounts ap-
propriated to carry out this chapter shall be 
available for— 

‘‘(1) civilian cybersecurity programs; and 
‘‘(2) supporting military organizations if— 
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‘‘(A) such organizations are responsible for 

civilian cybersecurity in their respective 
countries; and 

‘‘(B) such amounts are directed only to-
ward the civilian cybersecurity activities of 
such organizations. 

‘‘(g) NOTIFICATION REQUIREMENTS.—Funds 
may not be obligated for assistance under 
this section unless the Committee on For-
eign Relations of the Senate and the Com-
mittee on Foreign Affairs of the House of 
Representatives are each notified in writing 
of the amount and nature of the proposed as-
sistance not later than 15 days before mak-
ing such funds available for assistance. 
‘‘SEC. 593. REVIEW OF EMERGENCY ASSISTANCE 

CAPACITY. 
‘‘(a) IN GENERAL.—The Secretary of State, 

in consultation with other relevant Federal 
departments and agencies, including the De-
partment of Defense, the Department of Jus-
tice, the Department of Homeland Security, 
the Department of Commerce, and the De-
partment of Treasury, shall conduct a review 
that— 

‘‘(1) analyzes the Department of State’s ca-
pacity to promptly and effectively deliver 
emergency support to countries experiencing 
major cybersecurity incidents; 

‘‘(2) identifies relevant legal, institutional, 
and resource constraints preventing the sup-
port referred to in paragraph (1); and 

‘‘(3) develops a plan for resolve such con-
straints. 

‘‘(b) REPORT.—Not later than 1 year after 
the date of the enactment of the Inter-
national Cybercrime Response Act of 2022, 
the Secretary of State shall submit a report 
to the Committee on Foreign Relations of 
the Senate, the Committee on Appropria-
tions of the Senate, the Committee on For-
eign Affairs of the House of Representatives, 
and the Committee on Appropriations of the 
House of Representatives that contains the 
results of the review conducted pursuant to 
subsection (a). 
‘‘SEC. 594. AUTHORIZATION OF APPROPRIATIONS. 

‘‘There is authorized to be appropriated 
$150,000,000, during the 5-year period begin-
ning on October 1, 2022, to carry out the pur-
poses of this chapter.’’. 
SEC. 1286. ASSESSMENT, MONITORING, AND 

EVALUATION OF CYBERSECURITY 
CAPACITY BUILDING ASSISTANCE. 

(a) IN GENERAL.—Not later than 18 months 
after the date of the enactment of this Act, 
the Secretary of State shall— 

(1) develop an assessment, monitoring, and 
evaluation program for cybersecurity capac-
ity building assistance provided by the De-
partment of State to countries and organiza-
tions, including assistance provided pursuant 
to chapter 10 of part II of the Foreign Assist-
ance Act of 1961, as added by section 1285; 
and 

(2) provide a briefing to the Committee on 
Foreign Relations of the Senate and the 
Committee on Foreign Affairs of the House 
of Representatives regarding the program de-
veloped pursuant to paragraph (1). 

(b) ELEMENTS.—The program developed 
pursuant to subsection (a)(1) shall include— 

(1) maintaining a complete list of every cy-
bersecurity capacity building assistance 
project of the Department of State that has 
a total budget in excess of $100,000; 

(2) regularly evaluating the efficacy and ef-
ficiency of cybersecurity capacity building 
assistance, including— 

(A) assessing the overall efficacy and effi-
ciency of the Department of State’s cyberse-
curity capacity building assistance efforts, 
including whether such efforts are— 

(i) appropriately prioritized across dif-
ferent geographies, recipient organizations, 
and cybersecurity activities; 

(ii) aligned with other Department of State 
and United States cybersecurity initiatives; 

(iii) adequately informed by, and inte-
grated with, relevant cybersecurity efforts in 
the private sector and civil society; 

(iv) coordinated with other Federal agen-
cies engaged in international cybersecurity 
activities, including the Department of De-
fense, the Department of Homeland Security, 
the Cybersecurity and Infrastructure Secu-
rity Agency, and the Department of Com-
merce; and 

(v) duplicative of other public or private 
sector initiatives; 

(B) defining measurable project-level eval-
uation criteria; 

(C) individually assessing every project re-
ferred to in paragraph (1) against the criteria 
defined pursuant to subparagraph (B), as ap-
plicable; and 

(D) identifying relevant human rights and 
civil liberties concerns pertaining to each 
project referred to in paragraph (1), and as-
sessing whether and how such concerns have 
been addressed; and 

(3) identifying the lessons learned in car-
rying out cybersecurity capacity building as-
sistance and recommendations for improving 
future assistance. 

(c) OVERSIGHT.—The Secretary of State 
shall designate a senior official of the De-
partment of State to lead, in coordination 
with relevant regional and functional bu-
reaus, the ongoing implementation of the 
program developed pursuant to subsection 
(a)(1). 

(d) GAO REPORT.—Not later than 18 
months after the date of the enactment of 
this Act, the Comptroller General of the 
United States Government Accountability 
Office shall— 

(1) evaluate the capacity of Department of 
State cybersecurity capacity building assist-
ance to achieve desired outcomes in accord-
ance with the framework described in sub-
section (b); and 

(2) publish a report containing the results 
of the evaluation conducted pursuant to 
paragraph (1). 

SA 6314. Mrs. SHAHEEN (for herself, 
Mr. ROMNEY, Mr. WICKER, Mr. 
BLUMENTHAL, Mr. CORNYN, Mr. TILLIS, 
Mr. DURBIN, Mr. KING, Mr. CARDIN, Mr. 
PORTMAN, and Mr. COONS) submitted an 
amendment intended to be proposed to 
amendment SA 5499 submitted by Mr. 
REED (for himself and Mr. INHOFE) and 
intended to be proposed to the bill H.R. 
7900, to authorize appropriations for 
fiscal year 2023 for military activities 
of the Department of Defense, for mili-
tary construction, and for defense ac-
tivities of the Department of Energy, 
to prescribe military personnel 
strengths for such fiscal year, and for 
other purposes; which was ordered to 
lie on the table; as follows: 

At the end of title XII, add the following: 
Subtitle G—Black Sea Security 

SEC. 1281. SHORT TITLE. 
This subtitle may be cited as the ‘‘Black 

Sea Security Act of 2022’’. 
SEC. 1282. SENSE OF CONGRESS ON BLACK SEA 

SECURITY. 
(a) SENSE OF CONGRESS.—It is the sense of 

Congress that— 
(1) it is in the interest of the United States 

to prevent the spread of further armed con-
flict in Europe by recognizing the Black Sea 
region as an arena of Russian aggression; 

(2) littoral states of the Black Sea are crit-
ical in countering aggression by the Govern-
ment of the Russian Federation and contrib-
uting to the collective security of NATO; 

(3) the repeated, illegal, unprovoked, and 
violent attempts of the Russian Federation 

to expand its territory and control access to 
the Mediterranean through the Black Sea 
constitutes a threat to the national security 
of the United States and NATO; 

(4) the United States condemns attempts 
by the Russian Federation to change or alter 
boundaries in the Black Sea region by force 
or any means contrary to international law 
and to impose a sphere of influence across 
the region; 

(5) the United States and its allies should 
robustly counter Russia’s purported terri-
torial claims on the Crimean Peninsula, 
along Ukraine’s territorial waters in the 
Black Sea and the Sea of Azov, in the Black 
Sea’s international waters, and in the terri-
tories it is illegally occupying in Ukraine; 

(6) the United States should continue to 
work within NATO and with NATO Allies to 
develop a long-term strategy to enhance se-
curity, establish a permanent, sustainable 
presence in the eastern flank, and bolster the 
democratic resilience of its allies and part-
ners in the region; 

(7) the United States should also work with 
the European Union in coordinating a strat-
egy to support democratic initiatives and 
economic prosperity in the region, which in-
cludes two European Union members and 
four European Union aspirant nations; 

(8) the United States should explore efforts 
to rebuild trust and bilateral relations with 
Turkey, a key NATO Ally in the Black Sea 
region and a bulwark against Iran; 

(9) it is in the interest of the United States 
that NATO adopt a robust strategy toward 
the Black Sea, including by working with in-
terested partner countries in the region to 
advance common security objectives; 

(10) the United States should work to fos-
ter dialogue among countries within the 
Black Sea region to improve communication 
and intelligence sharing and increase cyber 
defense capabilities; 

(11) countries with historic and economic 
ties to Russia are looking to the United 
States and Europe to provide a positive eco-
nomic presence in the broader region as a 
counterbalance to the Russian Federation’s 
malign influence in the region; 

(12) it is in the interest of the United 
States to support and bolster the economic 
ties between the United States and Black 
Sea partners; 

(13) the United States should support the 
initiative undertaken by central and eastern 
European states to advance the Three Seas 
Initiative Fund to strengthen transport, en-
ergy, and digital infrastructure connectivity 
in the region between the Adriatic Sea, Bal-
tic Sea, and Black Sea; 

(14) there are mutually beneficial opportu-
nities for increased investment and eco-
nomic expansion, particularly on energy, cli-
mate, and transport infrastructure initia-
tives, between the United States and Black 
Sea states and the broader region; 

(15) improved economic ties between the 
United States and the Black Sea states and 
the broader region can lead to a strength-
ened strategic partnership; 

(16) the United States must seek to address 
the food security challenges arising from 
closure of Ukraine’s Black Sea ports, as this 
global challenge will have critical national 
security implications for the United States, 
our partners, and allies; 

(17) Russia has a brutal history of using 
hunger as a weapon and must be stopped; and 

(18) countering the PRC’s coercive eco-
nomic pursuits remains an important policy 
imperative in order to further integrate the 
Black Sea countries into western economies 
and improve regional stability. 
SEC. 1283. UNITED STATES POLICY. 

It is the policy of the United States to— 
(1) actively deter the threat of Russia’s 

further escalation in the Black Sea region 
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