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OVERSIGHT OF THE UNITED STATES CAP-
ITOL SECURITY: ASSESSING SECURITY
FAILURES ON JANUARY 6, 2021

September 19, 2023

SUBCOMMITTEE ON OVERSIGHT,
COMMITTEE ON HOUSE ADMINISTRATION,
HOUSE OF REPRESENTATIVES,
Washington, DC.

The Subcommittee met, pursuant to notice, at 3:44 p.m., in room
1310, Longworth House Office Building, Hon. Barry Loudermilk
[chair of the Subcommittee] presiding.

Present: Representatives Loudermilk, Steil, Griffith, Murphy,
D’Esposito, Torres, and Morelle.

Staff present: Caleb Hays, Deputy Staff Director and General
Counsel; Elliott Tomlinson, Deputy General Counsel and Deputy
Parliamentarian; Hillary Lassiter, Chief Clerk; Will Neitzel, Dep-
uty Director of Member Services; Khalil Abboud, Minority Deputy
Staff Director, Chief Counsel; Matthew Schlesinger, Minority Over-
sigifht Counsel; and Sean Wright, Minority Senior Elections Coun-
sel.

OPENING STATEMENT OF HON. BARRY LOUDERMILK, CHAIR-
MAN OF THE SUBCOMMITTEE ON OVERSIGHT, A U.S. REP-
RESENTATIVE FROM THE STATE OF GEORGIA

Chairman LOUDERMILK. The Subcommittee on Oversight and
come to order. Also, without objection, the meeting record will re-
main open for five legislative days so Members may submit any
materials they wish to be included therein.

Thank you, Ranking Member Torres, Members of the Sub-
committee, and Chief Sund for joining us in today’s oversight hear-
ing.

Today, we are focused on identifying the numerous security fail-
ures that preceded and continued to persist following the breach of
the United States Capitol on January 6, 2021. Although, it has
been more than 2 years, there is still many unanswered questions.
Former Speaker Pelosi and House Democrats spent millions of dol-
lars on their Select Committee to Investigate January 6th, yet the
Committee failed to investigate the real security failures.

Today, we are joined by Chief Sund, who was Chief of the United
States Capitol Police on that day. The Democrat Select Committee
never invited Chief Sund to testify during one of their prime-time
hearings, despite him being the chief of police on January 6th. Per-
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haps that is because his testimony did not fit with their pre-
conceived narrative.

For months leading to January 6th, the House Democrats cham-
pioned the anti-police, “defund the police” narrative. House Demo-
crats continued pushing this dangerous narrative through the ap-
propriations process where they threatened to cut Capitol Police’s
budget. This politicization of the Capitol Police directly contributed
to many of the structural and procedural failures we witnessed
that day. Let me be clear.

I stand with law enforcement, specifically our Capitol Police Offi-
cers, and appreciate their dedication, bravery, and service. I hope
my Democratic colleagues do the same.

We now know that serious structural failures within the Capitol
Police intelligence department contributed to the terrible events of
that day. This includes misplaced and misguided goals, as well as
key intelligence failures that resulted in timely warnings not reach-
ing the Capitol Police leadership.

Instead of doing the comprehensive assessment of these intel-
ligence failures, Chief Sund was pushed out, and the new leader-
ship silenced individuals who spoke about these failures. Retalia-
tion against whistleblowers is unacceptable. This is one of the rea-
sons why House Republicans are conducting this investigation.

I look forward to hearing Chief Sund’s view regarding the mul-
tiple accusations of retaliation that are now public. I also look for-
ward to hearing directly from Chief Sund about the general oper-
ation of Capitol Police, including day-to-day relations with the Cap-
itol Police Board, as well as the Speaker of the House. Chief Sund’s
testimony will provide transparency, accountability, and most im-
portantly help to prevent anything like this from happening again.

Finally, we will focus on the aftermath of January 6th and the
ensuing witch hunt conducted by the Select Committee on January
6th of which I was, unfortunately, a target. Throughout their near-
ly 2 years of work, the Select Committee clearly operated on hear-
say and cherry-picked so-called evidence to fit their desired nar-
rative.

When the Select Committee published their final report in De-
cember 2022, it was clear that their multimillion dollar committee
effort was a political weapon focused at attacking former President
Trump and his supporters instead of how to prevent another inci-
dent. We must ask ourselves why the Capitol was ill-prepared, and
what security changes are needed to ensure adequate Capitol secu-
rity, a question the January 6th Select Committee failed to scruti-
nize. This was preventable, and we must ensure nothing like this
ever happens again.

I now recognize the Ranking Member, Mrs. Torres, for 5 minutes
for the purpose of providing an opening statement.

[The prepared statement of Chairman Loudermilk follows:]

PREPARED STATEMENT OF CHAIRMAN OF THE
SUBCOMMITTEE ON OVERSIGHT BARRY LOUDERMILK

Today, we are focused on identifying the numerous security failures that preceded
and continued to persist following the breach of the United States Capitol on Janu-
ary 6, 2021. Although, it has been more than 2 years, there is still many unan-
swered questions. Former Speaker Pelosi and House Democrats spent millions of
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dollars on their Select Committee to Investigate January 6th, yet the Committee
failed to investigate the real security failures.

Today, we are joined by Chief Sund, who was Chief of the United States Capitol
Police on that day. The Democrat Select Committee never invited Chief Sund to tes-
tify during one of their prime-time hearings, despite him being the chief of police
on January 6th. Perhaps that is because his testimony did not fit with their pre-
conceived narrative.

For months leading to January 6th, the House Democrats championed the anti-
police, “defund the police” narrative. House Democrats continued pushing this dan-
gerous narrative through the appropriations process where they threatened to cut
Capitol Police’s budget. This politicization of the Capitol Police directly contributed
‘lc)o nllany of the structural and procedural failures we witnessed that day. Let me

e clear.

I stand with law enforcement, specifically our Capitol Police Officers, and appre-
ciate their dedication, bravery, and service. I hope my Democratic colleagues do the
same.

We now know that serious structural failures within the Capitol Police intel-
ligence department contributed to the terrible events of that day. This includes mis-
placed and misguided goals, as well as key intelligence failures that resulted in
timely warnings not reaching the Capitol Police leadership.

Instead of doing the comprehensive assessment of these intelligence failures,
Chief Sund was pushed out, and the new leadership silenced individuals who spoke
about these failures. Retaliation against whistleblowers is unacceptable. This is one
of the reasons why House Republicans are conducting this investigation.

I look forward to hearing Chief Sund’s view regarding the multiple accusations
of retaliation that are now public. I also look forward to hearing directly from Chief
Sund about the general operation of Capitol Police, including day-to-day relations
with the Capitol Police Board, as well as the Speaker of the House. Chief Sund’s
testimony will provide transparency, accountability, and most importantly help to
prevent anything like this from happening again.

Finally, we will focus on the aftermath of January 6th and the ensuing witch hunt
conducted by the Select Committee on January 6th of which I was, unfortunately,
a target. Throughout their nearly 2 years of work, the Select Committee clearly op-
erated on hearsay and cherry-picked so-called evidence to fit their desired narrative.

When the Select Committee published their final report in December 2022, it was
clear that their multimillion dollar committee effort was a political weapon focused
at attacking former President Trump and his supporters instead of how to prevent
another incident. We must ask ourselves why the Capitol was ill-prepared, and
what security changes are needed to ensure adequate Capitol security, a question
the January 6th Select Committee failed to scrutinize. This was preventable, and
we must ensure nothing like this ever happens again.

OPENING STATEMENT OF HON. NORMA TORRES, RANKING
MEMBER OF THE SUBCOMMITTEE ON OVERSIGHT, A U.S.
REPRESENTATIVE FROM CALIFORNIA

Mrs. TORRES. Thank you, Chairman. Big protests in D.C. on Jan-
uary 6th. Be there, Be wild.

On December 19th, 2022, former President Donald Trump, the
leader of the Republican Party, said those fateful words to his sup-
porters, and they complied. Following that directive, the National
Intelligence Threat Consortium noticed a 1,000-percent increase in
violent rhetoric against Members of Congress and law enforcement
officers.

In the weeks and months leading up to January 6th, Trump con-
tinued to incite unrest, accusing Democrats of rigging the election
and referring to it as the biggest scam in our Nation’s history. On
New Year’s Day, he tweeted: January 6th, see you in D.C.

On the morning of the attack, at the “stop the steal” rally on the
Ellipse, a Member, a Republican Member of Congress told the
crowd: Today is the day American patriots start taking down
names and kicking ass. Our ancestors sacrificed their blood, their
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sweat, their tears, and sometimes their lives. Are you willing to do
the same?

Rudy Giuliani continued the violence to incite the armed crowd
by asking for a trial by combat, while Donald Trump told his sup-
porters: We are going to walk down, and I will be there with you.
We are going to walk down to the Capitol.

The former President orchestrated a corrupt scheme to overturn
the results of a free and fair election. When that did not work, he
incited, he incited his supporters to violence. Updated via social
media and directed by the former President, the crowd marched to
the Capitol armed with guns, handcuffs, and pepper spray. If think
did not bring a weapon, they found one, viciously, viciously beating
our officers with poles bearing the American flag and erecting gal-
lows to hang Vice President Pence. The former President bears full
responsibility for bringing violence to the Capitol.

I spoke with some of the heroic Capitol Police Officers who were
injured and beaten that day by the violent mob and still face the
enduring pain of that traumatic day. If not for the heroic actions
of law enforcement officers, some of whom literally gave their lives
to protect us, the former President and his supporters would have
succeeded.

Immediately, Speaker Pelosi engaged with retired United States
Army General Russel Honoré to conduct a complete security assess-
ment of the Capitol to identify nine vulnerabilities. In addition to
the work of the Honoré Task Force, former Chair Zoe Lofgren of
this Committee, instructed the U.S. Capitol Police Inspector Gen-
eral to halt all ongoing investigations and devote all resources in-
vestigating the attack. House Democrats then directed the Govern-
ment Accountability Office to perform a governmentwide examina-
tion of the attack, including a comprehensive review of agency
preparation and response.

Still, after Republicans refused to support legislation to create an
independent national commission, the bipartisan Select Committee
to Investigate the January 6th Attack took up this work. In addi-
tion to the many investigations, we passed a funding bill to equip
the dinstitution with adequate resources to address our security
needs.

The law also established the Howard C. Liebengood Center for
Wellness named in honor of a U.S. Capitol Police Officer who trag-
ically took his life following the attack, to ensure that his partners
on the force have access to care as they continue to heal from the
traumatic events of a violent insurrection.

We are still reckoning with the fallout from January 6th collec-
tively as a country and as individuals. The American democratic
experience came dangerously close to ending if not for the coura-
geous actions of the Capitol and D.C. police. The person, the person
responsible for directing the violence to the Capitol that day in
order to undermine, to undermine a peaceful transfer of power is
the favorite to secure the Republican nomination for President.

Mr. Chairman, I ask for unanimous consent to enter into the
record the following: an excerpt from the Congressional Record,
dated January 13th, 2021, containing then minority leader Kevin
McCarthy’s remarks during the debate on President Trump im-
peachment for incitement of insurrection, executive summaries of
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the eight flash reports examining the preparation for it, and re-
sponse to the January 6th attack, prepared by the Capitol Police
Inspector General, the Capitol Police Inspector General’s testimony
from each hearing and a series of hearings convened by this Com-
mittee examining his flash reports, testimony from a hearing con-
vened by this Committee in 2021, entitled “Reforming the Capitol
Police and Improving Accountability for the Capitol Police Board,”
a summary of Lieutenant Honoré’s Task Force 1/6 Capitol Security
Review, and Washington Post article dated September 6, 2023, en-
titled “Trump’s 2020 crusade had led to 700 years in prison sen-
tences.”
[The information referred to follows:]



January 13, 2021

Mz, JORDAM. Madam Spenksr, I
vield 1 minute Lo the gentlaman from
Floride (Mr, GARTZ).

Mr. GABTZ. Madam Speaker, it
geems to me that impesclunent I8 an
ibch bhat doosn’l go awsy with just one
sovateh, It also geemds bhat Presidend
Trump rmay be most likely to bs im-
peached whon hoe is sorrect.

Refore tlis last Presidential impeach-
ment, President Trump rightly polnbed
out the impropor activibies of &he
Biden crime family, and sabsequenily
he has besn- proven right. And don't
think for a moment, Madam Hpeaker,
Fhat we are goiog b0 drop that or stop
our pursail for the truth,

Refore that, Madam Speaker, we had
the Russin hoax, where you had the
Presidens vightiully meking olaims
that Hillary Clinton and the DNO were
colloding with Russisns So disoriens
our democracy. How right he turned
ounb to be.

And then we have the 2020 Presi-
dential election where the ¥
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the right. Por months owr olbles
burned, police stationg burned, and our
businesses were shabtered: and they
said nothing or they cheor-led for it,
they fundralsed for ifi, and they allowed
it to happen in the greatest couniry in
the workd,

Now, some have oited the metaphor
that the President lit the flame, They
Iit actunl flames and aobunl fires. Wa
put them out, and we Intend to kesp
this President. -

Mr. NADLBR. Madam Bpeaker, I
yield 1 minute to the distingnished
gentleman from  Calffornfa (M.
BWALWELL).

Me, BWALWELL. Madam Speaker,
Amerion has been abtacked before, but
net ke this. On January 8, Donald
Tramp incibed thousands of radicalized
bervoriats bo atvack the Capitol to stop
& bransition of power. Let thab sink in.
Our President inoiked our oibizens o
attack our Capltol. Americe was nob
attacked in the past tense. This Presi-
donk has d fature plobs. Amerion

correctly polnted oub unconstitutional
hehavior, vobing frregularvities, con-
serns over tabulabtions, dead people
vobing, and now impeachmeni again.
“When they go low, we kick fhom,”
Bric Holder, former Abborney General
under Barnck Obama.

Breaching the Capitol was as low as
low can be. We all denvuncs it

Bub who 18 it that they are kicking?

The President, whoe creafed scariug
highs for our sconomy, rising wages be~
Tore the pandemie, and 400 miles of wall
to stop the caravens, He drew down
troops in the Middle Bast and ghowed
empathy for the forgotien men and
women of owr country. It is why so
many people love him so nmuoh, and 16
is why bhey are kicking all of us.

This President has faced unproce-
dented hatred and resistence from Big
Media, Big Tech, and big egos from
congressional leaders on both sides of
the alsle.

Before the rioters tore through thab
glass, Bpeaker PRLOSI stood at thab
roptrum and -tore through the Presi-
dent's Btate of the Union spesoch, incik-
ing anger, resentmant, and division.
Some betieve thab truly thess true col-
ors are being shown now through this
divigive bipartisan impeachment.

The SPEAKER pro tempore.
time of the gentleman has sxpired.

Mr. JORDAN, Madam BSpeakey, I
yield bhe gentleman from Florida an
additional 40 seconds.

Mr., GABTZ. Madam Speaker, the
Speaker said to vs just moments ago
that words mattor. But “appavently
thoge words don’t mabber when they
are ut»t,e,xz.d by Ds’mo(,mﬁs, when the

from ¥ ks ealls
for vurest in the streets, and when the
gantiswoman from California bragenly
brags that she called for people to geb
in the faces of those who serve and sap-
port the Prosident.

1 denounce politieal viclence n'om all
eniiy of the spectram. But make no
misbake: the left in Amerion hes in-

The

olbed far more political violence than -

is wbill undey abbaok, and that iz why
Donald Tramp must be impeachsd,

1 have read that many of my GOP
colleagues know what the President
did was wrong but are afrald for their
lives if they oross the Progident I am
gorry Ghat they svs living in fsar, but

now is the time to summon thelr cour- -

age to guide them,

Madam Speaker;, we hewe 211 seen the
images of the courageous officers who
have risked their lives so that you
could flee this floer and ses your fami-
les. That wag almost a weok age right
now.

Oftosre  engaged o band-to-hand
combag for hours with these terrorista.
Capitol Police were spit on, beaben,
stampeded, and one of them lost his
e,

Madam Speaker, I am nob asking you

o summon the coyrage bhatb they dig;.

I am Jush asking you bo do your job and
hold thia President accountable.

Mr. JORDAN. Madam Epeaker, I re-
serve the balance of my tinie.

Mr. NADLER., Madam Speaker, I
yield 1 minute te the disbinguished
gentlaman from Texas (Mr. UASTRO).

Mr. CASTRO of 'lexas. Madam
Speaker, Doneld Trump is the most
dangercns man ko ever ocenpy the Oval
Office,

Madam Speaker, 1 wa,us to bake you
back 1 week age today whenr peapls
were barging thecugh bhese doors and
breaking the windows with weapous,
drmed, pipe bombs, coming hare to
hari all of you, to harm the Speakes,
and to harm the Senate,

Madam Speaker, lob me ask you a
gquestion: What do you think bhey
would have done if they had gothen in?

What do you think they would have
done ta you, and who do you think sentb
them here? The most dangerous man bo
aver oceupy the Oval Office,

1f inciting & deadly insurrectlon is
not enough to geb m President im-
peached, bhen what is?

All of us mush answer that guesiion
today.

“its hast,
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The Consbitubion requires ns te im-
poach and remove Donald John Tramp,

Mr, JORDAN, Madam Speaker, I re-
garve the balance of my tims,

Mr. NA R. Madam - Speaker, I
yield 1 minute to the distinguished
gentlewomen from Pounsylvanin (Ms,
DEAN),

Ms. DBAN, Madam Speaker, 1 week
ago today, I was trapped In this House
Chamber as the banging on the doors
began. I fearsd for colleagues, report.
erg, and staff, I feared for myseli. The
abback on the Capitel will never be for-
gobbon,

The Prosident and many in this
Chamber bave shamelessly peddled
dahgerous untratha aboutb the election,
despite the warnings of where thoss
lies would lead. Last Wednesday, those
les and dangers found fhemselves tn-
gide this Capitel.

This hateiul Theborls is anothsr dead-
Ly virus. It is time to remove it from
To heal, wa nesd acoount-
abiliky and teuth, That begivs by ac-
knowledging the President's dangerous
1os and sheir deadly conmeynsnces. Re-
moving Donald Trumy is the beginning
of rostoring deoeney and democrany.
What happenad last week will nob be
forgotben, and what we do this week
will long be remembered. Vobe “yes”
on impeachment.

Mr. JURDAN, Madam Speaker, 1
yield 1 minubs bo the gentleman from
Oalifornia (Mr, MOCARTHY).

Mr, MoUARTHY. Madam Speaker, 1
thank the gentleman for yielding.

Madam Speaker, let me be cloan
Tagt week’s violent abtadk on the Cap-
1601 wae undemoorabic, wn-Ametican,
and eriminal, Vislence is never a le-
pitimate form of protest. Fresdom of
speech and assombly under the Con-
atibution ls rooted in nonviolonce. Yot
the violant mohb that descended upon
this body was neither peaceful nor
demeoratic. It aeted to diarupt Con-
gresst consbitabional responsibility, Tt
was nlso an abtack on the peéopls who
worls -in  this instifution: Members,
stadf, and the hundreeds who work be-
hind the sceney so that we can serve
the American paople.

The greatest statesman in the his-
tory of our couniry undersbood that
the most dangerous threat to freedom
ig lawlessness, A young lawysr pamed
Abraham  Lincoln famously  said,
“There is no grievance that is a fit ob-
jeet of redress by mob law.”

Yat, for several hours lash wesk, mob
law tried to inberfere with vonsbibu-
tional law,

Sonte say the rlots wers gaused by
antifa, There is absolubely no evidencs
of that, and Conservabives should be
the first bo say 80,

Conservatives also Xnow thab the
only thing that stops mob violence is
to meet it with force roobed in justice
anfl backed by moral courage. Last
wosk, we saw mob violenee meb by
conrage, sacrifice, and hereism from
the brave men and women who protect
this {nsbitution every day. But for the
Bravery of the Capibol Police, the de-
sbruction and loss could have heen
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ranch greatar. We owe bhem & bromen-
dous debb of gratitude,
4 1330

The loss of Ofllcer Brian Slolmick
and Officer Howard ILishengood was
tragie nnd heartbrenking., We mowrn
their loss, vemember Sheir lives, and
oconbinue to pray for thelr families and
loved gnes,

The officers of the Capitol Police de-
sarve oup ebarnal thanks, We will nsver
forget the dangers they faced, the de-
termination theoy showed, or the sae-
rifices they made,

Make no mistake, bhose who are re-
spongible for Wednesday’s chaos will be
brought. to justics, whioh brings me bo
boday's debate, 1 belisvs impeachlng
the President in snoh a shord hima—
frame wonld be n mistake,

Mo investignilons have been com-
pleted. No hearings have been held,
What 15 more, the Sepate has con-
firmed that no irial will begin unbil
alber Prasident-eloct Biden is sworn in.

Bt here {s what a vote to impeach
would do. A vote 5o fmpeach would fur-
vher divide this Nalbion. A voie bo im-
peach will further fan the flames of
portisan division.

Most Amervicans wanbt neither inac-
tion nor retribution, They waunb dura-
ble, bipartisan justice. That path 18
sbill available, bub ib 1s not the path we
are on foday, -

That doesn't mean the Presldent is
free from fanit. The President hears re-
sponsibility lor Wednesday’s attack on
Congress by - fob rioters, He shonld
have immediately deponnced the mob
when he saw what was anfolding.

“These [acts requive immediate action
by President Trump: accept hiz shara
of responsibility, quell the brawing un-
resb, and ensnve President-elsct Blden
i3 able to successinily Degin his term.

And the President’s immediate ne-
tion rlso deserves congressional action,
which is why I think a factiinding com-
mission and a censure resolution wounld
be prudent. Unforbunately, that is nob
wheve we are boday.

Truly, this past week was one of the
mout diffieult for Congress and our Na-
tion, Of all the dnys heve, last Wednes-
day was the worst day I have ever sesn
in Oongress.
hurd.

®o, where do we go from here? Aftor
all the violence and chaos of the last
weak, it is important to remember that
we are still here to deliver a bebber fu-
cure for all Amerioans, It does not mab-
ter il you are Hbeval, mederate, or con-
sarvative: all of us must resist the
tempbations of farther polarization, In-
stend, we must unite once apain a8
Americans.

I understand, for some, this call for
unity may ring hollow, bub bimes like
these sre when we must remember who
we arve as Amerioans and what we, as a
natian, shand for.

Ap higbory shows, unity is not an op-
tion: it e o necessity. It {8 as necessary
today as it was ab the start of our
country, T want us all to think back to

nissed  reasonable . dissenb,

Qur counlry is deeply -
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how John Adams and the Federslist
Party handed power over to Thomas
Jefforson and his party afber the olec-
bion of 1800,

That election and, indeed, that sra
was onk of the moss divigive ever. Par-
tisans used every dirby trick in the
book, They demonized pach other, dis-
and  de-
soribed thelr opponents as seditious.
Sound farniliar?

The cleetion of 1808 could have de-
stroyad our yeung Nabion, bub instead
of breaking us, it helped bring us to-
gathor, thereby preserving the world’s
last best hope of {reedom. Affer o hard-
fought batble over the plectaral college
in Congress, Adams conceded. A peacs-

ful transfer of power, the first in Amer-

ioan history, took place,

Jutferson, for his part, pub-aside bhe
divigion of the era and preavhed for-
giveness and, yes, uniby. In hiy firgt in-
augural addrass, he I[amously said:
“@yery differenice of opinion is net a

difforence of prinoiple.*

Jeffarson and Adams did nob end

svery dliferenas of opinion that existed

in Americe, gor did they try. In & free
counkry as hig and diverse og ours, thab
would be impossible. What they dld wag

more imporbant. They recognized the.

deeper unity, » unity rooted in the fa-~
mous proposition hoth men helped to
write. AL a critieal moment in bisbory,
our Founders chose peace, liberty, and
partnevship over tension, division, and
partisanship, -

For the sake of ol country, we must
make the exact same cholce. We have
alveady beguu. .

Lsst week, despite the lingoring
shook and amid the windows sbiil bro-
ken, wo did what all healthy demot-
racies do. We debated, and we voked, In
this country, we solve our disputes ab
the balleb box and through debates and
votes on the floor of this exact Cham-
ey, Wa did our duty then, and we mupst
do maove.

The eyes of tho Natlon and the world
ave upon us. We musb seive this sppor-
suniby and heal and grow stronger. As
1saders, our place in history depends on
whether we call on owr better angels
and refocus our efforks to work divectly
for the American peopls.

Toited, we cosn deliver the pence,
strengbh, and prosperity efir counbry
degperately needs. Divided, we will fail,

What we saw last weel was uot the
Amerioan way. Neither is the contin-
ned rhetoric that Joe Biden is nob the
legitimabe President.

Let's be olear: Joe Biden will be
sworir in as Pregident of the Unibed
Stakes n 1 week hecause he won the
slpckion.

And his Presidency and bhis Gunmeﬂs
will face {mmediate challenges that
must be addressed. I stand ready Lo as-
alst in that offort with good faibh,
goodwill, and an open hand,

The United Stabes remains excep-
tionsl., We remaln exbeaordinary. In
the coming wesks and monthy, we
mush work bogether, all of us, bo ve-
charge bhe light of our shining eity on
the hill,

January 13, 2021

History has shown us a woy. History
Tas given us & path. Just ag Adams and
Jefferson bave shown, now is bhe mo-
manb that we should do bhe exaeb
sam

In thése trying bimes, may God eon-
tinue to bless Americn. Leb's chart o
pourse thab history will ropeat but nob
whad is huppm\ing Loday.

Mr. NADLER. - Madam Spenker, T

vield 1 minute to Ghe distingnished

man from Col (Ms,
DEGRTTR),

Ms, DRGETTE, Madam Speaker, jusb
over a year ago, I stood right there
whers you are standing today as we
took the selemn step of impesching bhe
Presidsnt of the Unibed Stabes for pres.
suring a foreign leader to baks unlaw-
f?l actions to help him in his 1eeleo-
L3

Jush 1 week ago, almost to the hmu,
T laid vight theve on the floor of the
gallery sbove us. I hesrd gunshots in
the Speaker’s lobby. I heard bhe mob
pounding on thé door. They wers an
angry b, incited by the President,
trying to stop certification of a legiti~
mate election,

It is olear the President learned
nothing in the last year. Yesterday,
vhe Prosident sald again be did nothing
WEORE. i

This mns is dangerous, He has defled
the Constitution. He has incited sedi-
tion. And he must he removed.

We all book & pledge on January 8 to
uphold the Conatitution, We -must
honer that osth, We must vote “yes”
on bhis Articls of Impeachment.

Wr, JORDA Madam  Spenkey, 1
vield 1 minute bo the gentlewoman
from Celorado (Mrs, BOERERT).

Mrs, BOEBERT. Glovy to Cod,

Madam Speaker, I rise today to op-
pose bhis impeachment and dencunce
the recent viclence on the Uapitol, just
ai I opposed the pleviots impeachmend
and the violence we have all witnessed
all summer lang noross our great coun-

ey,

Make no mistake here, the hypoorisy
of the left 18 on full diaplay.

Go to the HilL et in the face of some
Congrasspeople, We have gob o fght in Con~
gross, fght 1n the courks, Hght in fho sbreots,
TPake lthn bohind the gym and beak the hell
oub of iim. Go and knke ‘Tramp ont tonight,

Sound familiar? What about the gen-
tiswoman from New York who defonded
the looking by saying looters just wanb
loaves of bread? The last I checked,
Hest Buy and Tests and sbores of the
ke do nob produce baled goods.

Where i3 the nooounbabiliby for the
Yaft after enconraging and normalizing
violence? Rather than acbually helping
Amervican people in this time, we start
impenchments that further divide swr
counbry.

I uuu ball crap when I hesr the

Domocrats demanding nnity. Sadly,
bhev are only unifted in hate,
NAD: Madam Speaker, I

yiel(l 1 minute to the distinguished
gentlewoman fromn  Californta  (Ms,
WATERS).

Mz, WATHRS, Madan Spealker, I rise
in suppart of impesaching again the



EXECUTIVE SUMMARY

On January 6, 2021, d physical breaoh of U.S. Capitol Building seowity oecurred during e Jolat
Session of Congress to certify the Electoral College vote, See Appendix A for the United States
Cupitol Police’s (USCP or Depariment) officinl timeline of events leading up to and during the
physical security breach,

In sccondance with our statutory authority Public Law (B.L.) 109-35; the USCR Office of
Tnspector General {01G) began a review of the events surtounding the takeover of the U.S,
Capitol on Japuary 6, 2021, Our objectivas for this review were to determine if the Department
(1) establishad sdequate measures for ensuring the safety and security of the Capitol Complex as
well as Members of Congress, (2) sstablished adequate internal controls and processes for
ensuring compliance with Department policies, and (3) ¢omplied with appticable polieies and
procedures as well as applicable laws and regulations. The scope included controls, processes,
sndd operations surounding the security measures prlor to the planned demonstrations and
response duting the takeover of the Capitol bullding,

Based on this ongoing work, this flash report is designed to-communizats any deflclencles with
the Department’s operational planning and intelligence for plented demonsirations on Janvary 6,
2021, The deficiencies included the following (a) fack of a comprehensive operational plan or
adequate guidance for operational planning, (b) failute to disseminate relevant information
obiained from outside soutaes, (¢ laek of congensus ou the interpretation of theeat malyses,

() dissemination of conflicting intelligence, and (o) lack of security clearances,

In order o improve b5 operational planning capabilities, USCP should implement detailed
guidance for operational planning. The guidance should include policies and procedures that
designate the entity or entities responsible for overseeing the operations! planaing and exedution
provess, requive documentation of supervisory review and approval, and standardize planning
document formats, Guldanea should also require that individual units develop plans and
coordinate those plana with other units for 1 comprehensive, Department-wide affort,
Additionally, the guidance should communicate when specific operational planding documents
are reuived. For, example the Departinent could use a multi-tiered system based on the
anticipated size mnd scope of an event a3 criteria for determining the required level of operational
plarmming documentation it needs to prepare,

Iinplementivg forrwal guidance requiring that employees communicate any intelligence reports
and coneerns from external sonrees to appropriste commanders would improve USCP ghility to
effectively disseminate intelligence throughout the Department. Providing addlitional teaining to
personnel on how to better understand intelligence assessments and an increased role for

1
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Department entitics that have ince!hgence amalysis and dissemination vesponsibilities in
opetational planning would also improve USCP nmlrty to achieve a consensus on threal analyses,
Futthermore, the Department shimld requive supervisory review and approval for intelligence
products fo ensure the products are supported by relevant mtelligence information and ane
intsrnally consistent. Lastly, recdiving elassified bﬂeﬁngs on emerging threats and tactics would
better prapare the Department’s sworn and operations! civilian employees 1o idenfify and conter
threats rnd tactivs In the field, See Appendix B for a complets list of recommendations,

This is the firstina series of flash teparts OIG will produce as part of its ongoing review of the
svents surmundmg the tekeover of the U.S, Capitol oi January 6, 2021 Tharefore, we may still
perform additional, inedepth work reluted to those areas during owe réview, We antlcipate that
our next Hash report will focus-on the Department’s intelligence operations and Clvit
Disturbance Unit,

BACKGROUND .

On January 6, 2021, a physical breach of U8, Capitol securlty ocoutred during a Jolnt Ssesion of
Congréss to certify the Electoral College vote, See Appendix A for the United States Capitol
Polics's (USCP or Department) official timeline of events leading up 10 and during the physical
seowuity breash,

The Department’s Protective Services Burean (PSB) and Sescurity Services Bureau ars the two
operational bureaus that report to the Assistant Chief of Police for Protective and IntelIigcnue
Operations, According to FolicelNet,! PSR’y mission is to “provide safety and seonrity to the
Capitol, Members of Congress, Officers of Congtess, and their immediate family, * P8B hasa

Dignitary Protection Division, Investigations Division, and Intelligence and Interagency
Coordingtion Division (IICD).

Tlwe PSB Investigations Division hes three sections; the Criminal Investigations Section, the
Threat Assessment Section, and the Iatelligenoe Operations Section (108).

PoliceNat states that ECOS;

 Provides overt and aowert pateol ofthe Conpressional Community o Klentify und distupt Individusly
o groups lutent v engaging in {llegal activity dirsctad at the Cangressionnl Community did Hs
legislative progess,

« Provides an invostigaties vesponse to identifled or reported susploious setivity fo determine any
_nexne 0 t&mxﬂm or ather oviminal nmivity

* Cunductﬁ prmwtive intelligence operations to suppert Depariment operations related to Member
Proteotioh, Thrant Assessment, and Intelfigence Collection,

 policeNet Is the I)epamnm’s tnfranef,
. .2
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Appendix B
Pagelofl
Listing of Recommendations

Recommendation 11 'We recommend the United Statoy Capitol Police establivk policies |
and procodures requiring dozumentation for supervisory veview and approval,
gtoandnardtzed planning document formats, and communication to personnel of criterin
for determining the Jevel of operational planning documentation necessary for each

- antieipated nvant.

gemmmandatmg 3: We recommend fhe United Stutes Gapitol Polies establish polieias
and procedures designating the speeific entity or entities vesponsible for nverseeing the
operational planning and execition process for ench anticipated event.

Becommendation 3: We vecommend the United States Capitol Police cstablish pilicles
and procedures requiving that individual units develop eperational plans and
cogrdinate those plans with other nnits for a comprehensive, Department-wide effort,

7 mendation 4: 'We reconnend the United States Capitol Police lmpleinént
-formal guidance requiring that employees communicate any mfe!ligenee reporis and
concerns i‘mm external sources to appropriate commanders,

m:,g_ggg_gﬁgg_é We recommend fhe United States Capitol Poﬁee implement
detatled policies and procedurey yequiring any threat analysis included in operational -
planning is coordinated with Department entities having intelligence analysis and
disseminaﬁan responsibilities, '

Becommenilation 6 We rcenmmend the United States Capiml Palice provide training
to its porsonnel en how hetier to undorstand and interpmt intclllgenee BILESNICILS,

Recommendation 7: We vecommend the United States Capitol Poliee revise Stondped
Operafing Procedure PS-602-08, Analptic Standurds, dated Pebroavy 1, 2018, ta rogquire
gupervisory review and approval for intelligence products to ensure its produsts are
-supporied by relevant infelligence information and internally consistent,

Reeomnendution 8 We recommend the United States Capitol Police require its sworn
and operational civillan employees fo ebtain a Top Secret clearance and require that
administrative eivilian employces obtain 3 minioui of p Secret elparance,

40
Tevier qmc “Fvettis Surraunding the Jaravy 6, 2021, Takeaver af e U8, Capital 2037100034, Febraary 081
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EXECUTIVE SUMMARY

Qn January 6, 2021, a physical breach of U.8, Capitol Building seourty ocuun‘ed during a Joint
Sesslan oi'Cnngrﬂss to oartify the Blectorsl Collage vots, See Appendix A for the United States
Capitol Police's (USCP ar Dapartment) offi cial timeline of events leading up to and during the
physleal security breach,

In aceordance with our statutory authomy Public Law (P.L.) }09»55 the USCP Office of
Insgrector General (OIG) begn a review of the events surrounding the takeover of the 1.8,
Capitol on Janvary 6, 2021. Our abjectives for this review were to determine If the Department
(1) established adequate meusures for ensuring the safety and securlty of the Capitol Complex as
well as Membess of Congress, (2) established adequate internal controls and processes for,
enguring compliance with Department policies, and (3) complied with applicable policies end
pmcedures us well as applicable laws and mgulatmns. The scope included controls, processes,
and operations surrounding the seeurity measures pnor to the planned demonstrations and
response during the takeover of the Capliol bui!dmg,

We pmduted this fash repcort tb communieate deficiencies with the Depmﬁnent’s Civil

" Disturbance Unit (CDU) and intelligence operations. As part of our en-going work, O1G alse
candusted & foltow-up analysis of the Department’s implementation of recommendations
contained in Follow-up dralysis of the United States Capliol Police Intelligence Analysis
Division, nvestigative Number 2018-1-0008, dated March 2019, to confirm the Depariment took
the carrective netions in 1mplemennng the recomendatmns.

USCP did not have adequate polieles xmd pmcedures for CDU defmng its responsfbil:ﬁo:s,
duties, catmposition, equipment, and tpining, CDU was operating at a deoreased level of
readiness as 2 resuit of a lack of standards for equipment, deficlencles noted from the evenis of
Jennncy 6, 2021, u lapse in ceriain certifications, an inacenrate CDU roster, staffing eonceras for
the unit, guarterly aucits mt ware mt perf‘ormed and property inventories nok In eompliance
with guidance.

The Department should implement detailed pc!mies and procedunes that address several aspeots
of GOV and its operations, Tmplementation of the Department’s formal teaining mitdence,
requirsments, and lesson plans is erucial to ts misslon, Formalizing and implementing
squipment standards will provide officers with proper functioning equipment. Additionally, the
Department should require that all types of weapon systems classified as less lethal ave staged
prior to largs events as well as ensure that additional CDU Grenadiers aré trained and certifiad,

1
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Fusuring that the Department conducts periodic safety inspections would prevent expired
muedtions from being deployed and used, Also, g formal process is needed for management
within CDU to ensure that when munitions do explre they are exghanged appropriately with the
Property and Asset Management Divislon for proper disposal in o thaely manner. Further,
USCP ghould store Hs riot shields inthe pmpammpammm.stahte climate to provént
cmnpmmise of the tot shield's life span, ’ :

USCP Directive 2055,001, Specialty Pay Program, effective August 1, 201&3 states that “the
Chiaf of Police is autharized to eatablish and detabmine positions within the USCP as specialty
assignments or roquiring ceviain proficiencles eligible for additional compensation,™ Bxpl&ring
options for incentivizing the CDU Program would go a Jong way toward Increasing pariizipation
because of its hazardous nature, As well, holdmg mauagement aeaountabia for incorplete CDU
audits would enforce cnntmls. .

Based on our follnw—up analysis, & condition identiﬁed intwo previous reports, the Dt:paftmant’
failure 10 update and documeint evaluations of its intellipance priorities, reemerged, We also
identified intelligence related deficiencies with the Department’s organizational strucurs,
training, professional standards, interal confrols, and capability to effeetwely collest, process, -
and disseminate intelligence informatian. :

To tnoreass the efficlency of ity intelligeme rasourees, the- Depaﬁmentshmxld gonsider
rporganizing its m!elhgence functions Into & single intelligence burean.” A formal Intelligence
Training Program is  must, otherwise the Departiment cannot ensare the proper tralning of its
intelligence employaes or ensure that they are up to date on policles and procedures related to’
Tntellipenee and Interagency Coordination Division (IICD) petsonnel dutles. Furthermore,
implementing additional format guidance that apphies to USCP's collection, processing, and
reporting of information would imprave its sbility to effestively disseminate intelligence
throughout the Depastment, Lastly, the Departmerst should address gaps in meeting the
intelligance needs of its operations] stakeholders; the lack of taining, vertifivation, or
peofessional standneds for Its intelligence analysts; and determine the necesiary staffing, security
clearanves, and technofogy HCD newds to accomplish its mission, See Appsmd:x Bfora
camplate list of recommendations,

This is the sedond in a series of ﬂash teports OIG is producing as part of its angolog review of
the events surrounding the takeover of the 118, Capitol on January 6, 2021, Therefore, we may
atill perform additional, in-depth work related to those areas during our review, We anticipate
that our next flash report will fodus on threat assessment and connter-surveillance.

BACKGROUND

Cin Jantiary 6, 2021, a physical breach of ULS, Capitol security oocurred during a Joint Session of
Congress to certify the Electoral College vote. See Appendix A for the United States Capitol

. . 2
Ravter of fira Fvartts Sweronnaing e dancry 6, 3031, Takdaver of 102 .S, Caphiol ST D005-B, Maroh 201

LAW ENFORCEMENT SENSITIVE




13

Appendix B
Page10f4
Listing of Recommendations

Recommendation 1: We recommend that the United States Capltol Police develop
policies and procedures that identify and formalize the Clvil Disturbance Unit’s
missian, shjeetives, roles, and responsibilliies.

dation 2: 'We vecommend that the Uniited States Capitol Polive npdate
Standard Operating Procedure (SOF) O8-140-81, Civit Disturbance Unit's Quarterly
Assessment qf Assigned Parsonnel, dated August 25, 2009, S0P 08-140-02, Use of
-thee PepperBall System, dated Octobor 30, 2019, and SOP O8-100-71, Deployment and
Storape of FN 303 Less Lethal Impnetd Lawncher, datod August 14, 2013, to reflect
cerrent pnmﬁues. ' .

l_t_gg_gmmggg_gmg We reeommend that the United States Capitol Police develop
policies and procedures that identify and formalize the Civil l):smrbame Unit’s
training standards, requirements, and responsibilities,

Recommendation 4: We recommend that the United Statcs Capitul Polk:& develop a
Leadership Civil Disturbance Unit trﬁining program that fucnses on command
tacfies an:l msponmb:hnes. .

gmengaﬂgn : We recommend that the United States Ca);ntol Police devélop
policies and procedures for Civil l)lsmrhame Unit equipment standaids and Jife-
cyele management,

Remmmegdgtmn G We recommand that the Unlted States Caplto] Police stare riot
shields in o temperature-stable ares with conditions designed te maximize e Bie of
the shield, aud the Civil Disturbance Unit should eveate a procesy for veporting
wheén the shields ars not stored within the guidelines of the maniafacturer such as
but not Himited to direet sunlight, temperature-stable enviromuent and when they
“have been exposed to peivol, diesel, solvents, and exhaust fumes. '

Regommendation 7; We recontimend that the United States Capitol Pulice develop
palicies and procedires for sutlining the deploying and/or staging all availabls typas
of lesa-lethal weapon syamms during Civil Disturbnnce Unit operations,

MM&L- We recommend that the United States Capitol Police increase
‘its number of less-lethal weapon systoms and explore additional less letbal options.

Recommendation 9: We recommend that the United States Capitol Police train and
cerilly additional Civil Disturbance Unit grenadiers.
manse - 55 " T T———————rye y .
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Appendix B
Page 2 of 4
Listing of Recommenduntions

Recommaondation 10: We recominend that the United States Capitol Polite propare
fnd stage ncccssary apera_xtmnn! equipnent for events.

Recommendation 11: We recornmend that the United States Capitol Poliee
tmmediniely update SOP No, O8140-02, Use of PepperBall System, dated
. QOgteber 30, 2019, to reflect curvont manufacturer recommensdations and
requirsments and ensure that grenadiers vecelved the trnining within the frequency
apeciﬁed in the updated pollcy,

‘ gmmmandnﬁnn 12: We recommend that the United 8tates Capitol l*{;lice develep
# Standard Operating Procedure that identifies nnd formalizes the roles,
responsibilities, and reporting vequivements for employee Ixstmgs for the Civil
Disturbance Unit, . .

Recommundation 1§ We. rncummend that the United States Caplmi I‘ulica expk}re
incentivizing the Civil Dlsmrbance Unit program.

Recommendation 14; We recummend that the Unlted States Cnpitol Polive ensure
that Civil Distarbance Unit liaisons are acconntable for properly completing the -
Civil Disturbanve Unit audit eaeh guarter and providing i to the Cummander of the
Civil Distarbanee Unit. )

Recommendation 15; We recommend the United States Capits! Poliee inyplement a
process that will ensure that procedures for Civil Distarbance Unit idventory and
reponciliation, vequired by Directive 2053,003, Property and Asset Managentent,
dated Oetaber 4, 2017, are fully functionisg and aperating ny roquired. Specifically,
the Civil Disturbanes Unit must conduet physical inventories anoually, perform
recencilintions, resolve dlscrcpancit:s, and provide an updumd Histing fo the property
mstodian,

Recommendation 16: We recommoend the Unlted Btates Capitol Folive implemént an
inventory control for the avmory and also recommuend n Checle-In/Ont Log Book
that reqguives approval by 3 superviser for munitions and weapons. A safety
Juspoction check performed during a check-sut would prevent the Clvil i}isturbamc
Uit from deploying expired munitions, ,

Recommendation 17: We rccommend the 'United States Capliol Police cither
aequire an updated version of the 37mm lessdethal weapon ox rutire the weapon
entirely beeause the curvent fraining for the 370im weapon system is inchuded in the
eertification procoss grenade launcher type weapon systems,

56 .
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Appendix B
Page 3 of 4
Listing of Recommendations
Recomendation 18: We reenmmend that the United States Cayritol Police

immediately enforce USCP SOF PS-602-11, Intelligence Priorities Frammewprk, dated
February 11, 2018, requiving that its Intelligence and Interagency Cuordination

- Tivisian prepare an Intelligence Priorities Framewark sumually ond subseguently
review the Infelligence Priorities Framework quarterly,

Resommengation 19: We vecomwondd that the United States Capitol Police sock
approval fram the Capitol Police Board and its Congressional Oversight
Committees fo clevate and reorganize its tntelligence resonrees inty a Bureau level

entity,

Becomutendation 20: We recommend that the United States Capitol Palies
immediately codify » fanmal intelligence training program and enforce Standard
Operating Procedure PS-602-03, Intelfigence Analysis Division Convmander
Responsibilities, dated August 11, 2019, requiring that the Intelligonce and
Intevagency Coordination Division (JICD) Commander veview and maintain the
Intelltzence Training Program for all JICD employees.

Recommendgtion 21: We recommend that the United States Capitol Police develop
guidanes that clearly documents channels for efficiently and effectively
dissewinating intelligence information to all of its persounel.

- Recommendation 22: We veeotnmend that the United States Capitol Police
review the draft Standard Operating Procedure titled, Opan Source Guidance
Jor Protest Tracking and Conmnnication, determine if the dvaft Standared
Opevating Procedure includes all required elemonts related to the
Intelligenve and Intersgency Coordination Division®s epen souree
intelligenee work, and inploment 2 comprehensive policy that covors opsn
spuree intelligence offorts,

Becomendation 23: 'We recommend the United States Capitol Police huploment
fovmal guidanee that will snsurs consistent and unificd operational reporting acrnss
all intelligence and event planoing dovwments,

Recommendation 24: We recommend the United States Capltol Palive refine
document reporting that better captures operational himpaet to include improballe
outconies based on intelligense, trend datn, thrents to members, and infornution
analysis. :

‘ &7
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Appendix B
Page 4 of 4
Listing of Recommendations

Recommendation 25: We recommend the United States Capitol Police implerent
guldance that wilk ensure consigtency between analyst assessments and doctmtent
summaries within ity intetligence products,

Recompenduation 26: We recomumond that the Unlted States Capitol Police
require the Director of the Infclligence and Interagency Coordination
Diyisian develop an avtfon plan within 45 ealendar days to improve the
Department’s capability to effectively eollect, process, and disseminate
intelligence information. The action plan should include st 4 mintmunn

8, A gap analysis ta Jdentify the intolligence needs of (he Intelligence and
‘Tnterngeney Coordination Division’s epevational stakeholders,

b. Certification and professional standards for Intelligence analysts,

¢ ‘Tealuing standards for intelligence analysty, '

d. Adequate stafiing level and erganizetional structure for the Intellizence and
Interagency Coordination Division, to include establishing group leader or’
middle management positions that would expand supervisory coverage,

¢, Reguirementy for intelligence personnel to maintain a Top Secrct and
Sensitive Compartmented Information cloaranice.

£ Identifieation of any technology or tosls that could enhance
Intelligence and Intevagency Coordination Division capabilittes,

-

58
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EXECUTIVE SUMMARY

On January 6, 2021, a physical breach of U,S. Capitol Building security occurred during a Joint
Session of Congress to certify the Electoral College vote. See Appendix A for the United States
Capitol Police’s (USCP or Department) official timeling of events leading up to and during the
physical security breach.

Tn accordance with our statutory authority Public Law (P.L.) 109-55, the USCP Office of
Inspector General (OIG) began a review of the events surrounding the takeover of the U.S.
Capitol on Jamuary 6, 2021, Our objectives Tor this review were to dotermine if the Department
(1) established adequate measures for ensuring the safety and security of the Capitol Complex as
well as Members of Congiess, (2) cstablished adequate internal controls and processes for
cusuring compliance with Department policies, and (3) complicd with applicable policics and
procedures as well as applicable lnws and rcgulations The scope included controls, processcs,
and operations surrounding the security measures prior to the pizmm,d demonsirations and
response during the takeover of the Capitol building,

Based on ongoing work, this flash report is designed to communicate any deficiencies with the
Department’s counter-surveillance and threat assessment operations. Deficiencies included ()
outdated or vague guidance, (b) failure to adequately report stop or contact activities, (¢) lack of
a dedicated counter-survéillance entity, {d) insufficient resources for supporting counter-
surveillance operations, and {c) inadequate resources for supporting its Threat Assessment
Section (TAS).

The Department did not have adequately detailed anid up-to-date guidance in place for its
counter-surveillance and threat assessment operations, which could have led t¢ unclear guidance
and accountability, Additionally, a lack of clear and detailed communication procedures could
have increéased inefficiencies with processes as well as led to critical counter-surveillance
information not being appropriately communicated throughout the Department. Furthermore, the
Depariment did not adequately document, collect, and analyze PD-76 USCP Siop or Contoct
Reports, which may have impeded its ability to identify trends or pattemns that warranted further
investigation or dissemination,

A stand-alone entity, with a defined mission dedicated to counter-surveillance activities in
support of protecting the Congressional Community, would improve the Depariment's ability to
identify and disrupt individuals or groups intent on engaging in illegal activity directed at the
Congressional Compaunity and its legislative process. The eafity should be sufficiently staffed to
accomplish its mission and have adequate resources, including dedicated analyst support and a
central desk to exploit, investigate, disseminate, and triage information in real time,

1
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"The number of threat cases has significantly increased in the lost 5 years. Although the
Depattroent has ilxcx'eased the number of Full-Time Employees (FTEs) within TAS, the section
has sxperionced issues beeause of the increaso of threats cases. Beoause its cageload continues to
increase, TAS has beon requiring more rosourcos to kéep pace with demand without sncrificing
quality, Sco App::ndxx Bifora completc list of re¢ommendations,

This is the third in a series of flash reperts OIG will produce gs patt of the ongoing review of the
events surrounding the takeover of the U8, Capitol on January 6, 2021, Therefore, we may still
perform additional, in-depth work related to these arcas during our review. We anticipate that
our next flash report will foous on the Department’s Containment Emergenoy Response Team
and First Responders Unit.

Listing of Recommendations

Recommendation 1: We recommend that the United States Capitol Police update the
following standard operating procedures to reflect current practices: (a) Standard
Operating Procedure PS-100-02, Investigations Division Protective Intelligence Teum
Responsibilities, dated March 31,,2009; (b) Standard Operating Procedure PS-100-03,
Investigations Division Protective Intelligence Team Asstgnmems, dated March 31, 2009;
(¢) Standard Operating Procedure PS-100-06, Investigntions Division-—Criminal
Intetligence Collections, dated July. 7, 2009; (d) Standard Operating Procedure PS-100-
07, Investigations Divisioni—Suspicious Activity Trend Analysis Reporting, November 20,
2009; {c) Standard Operating Procedure PS-100-08, Investigations Division—Task
Force Assigmments, dated July 7,72009; and () Standard Operating Procedure
PS-100-10, Invesfigations Division (ID) Guidelines and Procedurés, dated May 26, 2010,

RBecommendation 2: We recominend that the United States Capitol Police establish a
formal policy detailing communication procédmes for Counter-Surveillance Agenis
including how and what detailed information is communicated through the chain of
command and thrm:ghout the l)epm tment.

Recommendation 3; We recommenci that the United States Capitol Police establish »
formal policy detaiting basic and advanced training requirements for the Threat
Assessinent Sectmn and lntelhgence Operations Sectinn,

egommgndaﬁon 4 We recommend that the United States Capito! Police enforee its
policies regarding completion of form PD-76, USCP Stop or Contact Report, for stops or -
contacts officers initiate‘.

Recommendation 5: We recommend the United States Capitol Police establish a stand-
a]one entity with a defined mission dedicated to connter-surveillance activities in

2
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support of profecting the Congressional Commnmty and that is adequately. staffed to
accmnpl:sh its mission, . .

Recommenclgﬁgg 6 We recommﬁnd the Tnited States Capxtol Pohce nse Inveshgative
Ansalysts to augment its counter-surveillance resewnrces, :

Recommendation 7: Wé recommend the United States Capitol Police establish a
central desk staffed with analysts, agents, and officers that can exploit, investigate,
disseminate and triage information for counter-surveillance activities in real-time, The |
desk should have a dedicated commander whose focus is on that process and providing
guidance and divection to agents in the field,

Recommendation 8: We recommend the United States Capitol Police increase the
number of Threat Assessment Agents as the caseload increase.

Recommendation 9: We recommend the United States Capitol Police use Investigative
Analysts to augment its Threat Assessment Section at an analyst-to-agent ratio
comparable to its partuering agencies,

Recommendation 10: We recommend the United States Capitol Police consider.
providing more of their highest priority threat cases t6 the Federal Bureau of
lnvestlgsmon s Behavioral Analysis Unit Task Force for in-depth analysis of their
prmnty subjects,

3
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EXECUTIVE SUMMARY

On-January 6, 2021, a physical breach of U.S. Capitol Building seeurity occurred during a Joint
Session of Congtess to certify the Electoral College vote. See Appendix A for the United States
Capitol Police’s (USCP or Department) official timeline of events leading up to and during the
physical sccurity breach.

In accordance with our statutory suthority Public Law (P.L.) 109-55; the USCP Office of
lospector General (O1G) began a review of the events surrounding the takebver of the U.S.
Capitol on January 6, 2021. Our objectives for this review were to determine if the Department
(1) established adequate measures for ensuring the safety and security of the Capitol Complex as
well as Members of Congress, (2) establishéd adequate internal controls and processes for
ensuring compliance with Department policies, and (3) complied with applicable policies and
pracedures as well as applicable laws and regulations. The scope included controls, processes,
and operations surrounding the security measures prior to the planned demonstrations and
response during the takeover of the Capitol building.

Based on ongoing work, this flash report is designed to communicate deficiencies with the
Department’s Containment Emergency Response Team (CERT) and First Responders Unit
{FRU) operations. [n Report Number 2021-1-0003-A, Review of the Events Surrounding the
Jannary 6, 2021, Takeover of the U.S. Capitol, Flash Report: Operational Plavning and
Imtelligenee, dated Febroary 2021, OIG reported 2 lack of a comprehensive, Deparfmient-wide
operational plan and inconsistencies in how the Departmeni planned fo use CERT on January 6,
2021, Qur work revealed further deficiencies and inconsistencies with how the Depariment
planned to use CERT ob January 6, 2021, In Report Number 2021-1-0003-A, 0IG
recomiended that in order to improve its operational planning capabilities, USCP should
implement detailed guidance for operational planning.

The Department should increase oversight and define a mission for CERT that better supports its
primary mission of sceurity and protection of Congress. Realigning CERT from the Special
Operations Division (SOD} to the Protective Service Burean (PSB) would provide the
Departinent more opportusitics for using CERT in support of proteetion details, congressional
delegations, ait operations, and motoreades. Implementing recurring training between CERT
and other USCP clements it may support and assuming a-greater role in pursuing appropriate,
mission driven training opportunitics for CERT from its Fodornl partner ageneies would assist
the Department in developing competencies within CERT that aie appropriate for improving the
Department’s ability to achieve its mission. The Department did not have adequate, updated
Standard Operating Procedures (SOPs) in place for CERT, and the Departoaent did not always
comply with guidance related to tactical command, communication device function checks,
instructor certification, weapons qualifications, or equipment inventorics.

The Departmont did not have adequate, updated SOPs in place for FRU operations. A lack of
adequate and updated policies and procedures can ereate. ambiguity and lack of accountability
and coordination. As well, a lack of adequate policies and procedurcs can also inhibit readiness
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for FRU and loss of Department equipment. Additionally, completion of monthly remote
locking devices drills and resources such as less. lethal weapons, mountain bicycles, physical
anoess, and training are needed for FRU to successfully complete fts mission. See Appendix B
for a complete list oflecommeudatmns

Thig is the fourth in a series of flash reports OTG is producing as part of the ongoing review of
the events surfounding the takeover of the U.S. Capitol on Januaty 6, 2021, . Therefore, we may
still porform additional, in-depth work related to these arcas during our review, We anticipate
-that our next flash report will foons ot the Department’s Command and Coordination Buyeay.

Listing of Recommendations

Recommendation 1: We recommend the United States Capitol Palice (USCP) realign
its Containment and Emergency Response Teani (CERT) from its Operational Services
‘Bureau Special Operations Division to its Proteciive Services Bureau and define a
mission for CERT that better supports USCP’s primary mission of security and
protection of C‘ﬂugress.

gemmmendauon + We recommend the United States Capitol Police pursne additional
mission-driven training opportunmes for its Containment and Emergency Response
Team fmm its Federal partuer agﬁncws.

Recommendation 3: We recommend the United States Capitol Police (USCP) develop
and implement vecurring training between its Confainment and Emergesoy Respouse
Team (CERT) and other USCE elements such as the Dignitary Protection Division,
Civil Disturbance Unit, First Responders Unit, CI‘ISIS Negotiation Team, and any other
elements CERT may deploy to support.

Recominendation 4; We recommem] that the United Staies Capitol Police update
Standard Operating Pmcedure 0O8-110-12, Nobse F!mk Dzvemmnmy Device, dated
July 9,2018. -

Recommendation. 5; We recomuend that the United Btates Capitol Police establish
policies that outline its procedures for completing advances and other reciring -
respensibilities it may have when supporting Dignitary Protection Division protective
operatiens. , '

Recommendation 6: - We recommend the United States Capitol Police enforce
‘compliance with Standard Operating Procedure 0S-110-02, CERT Response
Operations, dated July 11, 2018, requirements to have a Contaninment and Emergency
Response Team Commander present in the Command Post during high-visk events to
include during any Joint Sessions of Congress,
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Recommendation 73 We recommend that the United States Capitol Police énsure that
the Containment Emergency Response Team Supervisors are held accountable for -
completing the bi-innual eguipment checks including communication device funciion
checks.

Recommendation 8;: We recommend that the United States Capitol Police determine the
pumber of Containment Emergency Response Team (CERT) instructors needed
relative to the size of the unit and ensure that only certified instrutors are conducting”
CERT tyaining, Addifionally, the Department should consolidate all CERT training
ander the Training Services Bureau.

Recommendation 9; We recommend that the United States Capitol Police immedliately
enforce weapons qualification requirements for Containment Emergency Respounse -
Team officers ont all assigned weapens as detailed in SOP 08-110-20, Procedures for
Containment Emergency Response Team (CERT) Operatars Who Fall fo Meet Weapons
degﬁmtians, dated June 19, 2018, '

_ggcommgndatmn 10; We recontmend that the United States Capitol Police ensure that
Contalument Emergeney Response Team (CERT) Supervisors are held sccountable for
completing monthly equipment inventories for all Property and Asset Management
Division issued equipment for each Containment Emergency Response Team officer,

Recomninendation 11: We recommend that the United States Capitol Police update SOP
US-000-73, LUSH Divisien Mowtaln Bikes, dated Decembér 22, 2017, to identily which
monntain biké programs meet the Department reguivement for mountain bike training,

Recommendation 12: We recommend that the United States Capitol Police estabhsh a
Standard Operating Procedure that identifies the procedures for maintaining an’
inventory and proper storage of ballistic helmiets and vests sty ategically placed arownd
the Capitol Complex,

Recommendation 13 We recommend that the United States Capitol Police update SOP
AC-060-04, Rentote Locking Device, dnted Octaber 1, 2018, to identify the procedare for
documenting the performance of the semi-annual inspections of remote lock_ing devices,

Recommendation 14: We recommend thai the United Siated Capitol Police es;.‘ablish a
Standard Operating Proccdure that veflects a requirement that First Responder Unit
officery be M4 certified.

Recommendation 15: We recommend that the United States Capitol Police explore
optiens to secure ballistic helmats ard vests at First Responder Unit posts.

Recommendation 16: We vecommend hat the Department train and provide Fivst
Responder Unit officers with additional less iethal weapon systems,.



24

Recommendation 17; We recommend that the United States Capitol Police provide the'
First Responder Unit with additional bicycles,

Recommendation 18 We recommend that the United States Capitol Police provide
First Responder Unit officers with advanced medical traiming similar to Emergency -
Medical Techniciaus,

Q&cﬁmmendaﬁon 19: We recommend that the i)epartment’s First Respondet Unit tenin
together as a unit concerning M4 long rifle tactics,

Recommendation 20: We recommend that the United States Capitol Police coordinate
with personnel from the Architect of the Capitol te resolve physical avcéss issues,

Rgcammen&ation 21: We recommend that the United States Capitol Police ensure that
First Responders Unit management arce held acconntable for completing and
documenting remote locking device drills. .
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Appendix B
Page 1of 2

Listing of Recommendations
EXECUTIVE SUMMARY

On January 6, 2021, a physieal breach of U.8, Capitol Building sceurity occurred during a Joint
Segsion of Congress to certify the Electoral College vote. See Appendix A for the United States
Capitol Police’s (USCP or Department) official timeline of events leading up to and during the
physical security breach.

In accordance with our statutory authority Public Law (P.L.) 109-53, the USCP Office of
Inspector General {OIG) began a review of the events surrounding the takeover of the U.S.
Capitol on January 6, 2021, Our objectives for this review were to determing if the Department
(1) established adequate measures for ensuring the safety and security of the Capitol Complex as
well as Members of Congress, (2) established adequate internal controls and processes for
ensuring compliance with Department policies, and (3) complied with applicable policies and
procedures as woll as applicable laws and regulations. The scope included controls, processes,
and operations surrounding the sceurity measures prior to the planned demonstrations and
response during the takeover of the Capitol building.

Based on ongoing work, this flash report is designed to communicate deficiencies with the
Department’s Command and Coordination Burcau (CCB). Additionally, to gain a perspective on
Department-wide command and control challenges on January 6, 2021, we contacted 86 USCP
officers and completed interviews with 36 of them who agreed to be interviewed. We also
reviewsd 49 after action reports USCP officers and employees completed,

The Department did not have adequately detailed and up-to-date Standard Operating Procedures
(SOPs) in place for CCB or formally cstablish procedures defining roles and responsibilitics for
the Emergency Planning Section, Additionally, the Department did not mositor training in order
to ensure incident management personnel reccived training as guidance requires. Furthermore,
the Department did not appropriately conduct or document mionthly proficiency validations for
Command Center employees, appropriately respond to emergency identifier activations for
officers on January 6, 2021, or appropriately complete its Command Center Daily Check Sheets
as guldance requires, .

Based on interviews with USCP officers and review of after action reports, we identified
Department-wide command and control deficiencies related to information sharing, chain of
command directions, communication, preparedness, iraining, leadership development,
emergengy response procedures, and law enforcement coordination. We previously identified
and issued recommendations for certain deficiencies in previous flash reports and intend to
explore law enforcement coordination in a future réport. See Appendix B for a complete list of
recommendations, ’

1
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Appendix B
Page 1 of 2
Listing of Recommendations
This is the fifth in a seriés of flash reports OIG is producing as part of the ongoing review of the-
‘events surtounding the takeovor of the 1.8, Capitol on Jamary 6, 2021, Thercfore, we may still
perform additional, in-depth work related to these aress dutlng our review, We anticipate that

our mext flash report will foeus on the Department’s Canine Unit and Hazardous Tncident
Response Division,

Recomimendation 1; We recommend that the United States Capitol Police review all
Command md Coordination Burean policies and procedures to ensure they are up to
date and include sufficient detail,

Recommendation 2; We recommend that the United States Capitol Police develop
policies and procedures that identily and formalize the mission, objectives, roles and
respongibilities for the Emergency Planning Section,

Recommendation 3: We recommend that the United States Capitol Police immediately
develop procedures designed to track and ensure that employees involved with incident
management receive the training prescribed in Divective 1052.003, Fucident Commund
System, dated October 16, 2018,

Recommendation 4; We recommend that the United States Capitol Polive immedintely
develop procedurey for ensuring that Command Center emplayees complete the
monthly proficiency validation prescribed in Standard Operating Procedure CCB-300-
30, Command Center Proficiency Validation, dated Augyist 5, 2019,

Recommendation §: We recommend that the United States Capitol Police immediately
develop procedures to ensure the Command Center and Communications staff swifily
and appropriately respond to emergency identifier activations, as Standard Operating
Procedure CCB-600-19, Radio Emergency Identifier Acfivailons, dated November 17,
2020, prescribes and requires. The procedures should inelude a system for responding
to emergency activations daring chaotic events or crises, when activations may be more.
frequent, and afficers are more likely to be in life-threatening or emergency situations.
Additionally, the proceduves should ensure the Watch Commander is notified of any
activations.

Recommendation 6: We recommend that the United States Capitol Police ensure that
the Conmand Center Daily Checle Sheets are completed as Standard Operating
Procedure CEB-300-33, USCP Command Center Daily Checks and System Updates,
dated Angust §, 2019, requires,

Becommendation 7: We recommend that the United States Capitol Police implement
procedures that ensure officers receive roll eall briefings contaiaing pertinent

2
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Appendix B

Page 1of2

Listing of Recommendations

information on potential nnd actual police hazards, as Standard Opetatiog Procedurs
AC-000.96, Roll Call, Inspechion, and Checkout Procedyives, dated June 7, 2018,
requires.

3
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Appendix B
Page 1 of 2
Listing of Recommendations

Recommendation 8: We recommend that the United States Capita‘:{ Police iniplement
policies, procedures, training, and equipment that ensuve radio discipline and the
_ability for all officers to nse 8 vadio fo effoctively communicate information during an
ucident,

Recommendation 91 'We recommend that the United Siates Capitol Police imploment
rotational policies and caveer development tracks for its officers and officiuls,

Reconymendation 10: We vecommend that the Ulsited Siates Capitol Police implement
procedures that eosure officers are famitinry with individual officer emargency actions,
specific post emergency responsibilities, and avea wide emergency procedures,

Recommendation 11: We recommend that the United States Capitol Police implement
procedures that enswre officials consistently verify officers wndersiand the emergency
procedures of their posts and when emergencies ave declared the actions which each
officer is responsible to execute,

Recommendation 13;: We recommend that the United States Capitol Police imptement
vefresher teaining for ity officlals on buflding security vesponsibilities and procedures.

4
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EXECUTIVE SUMMARY

On Jahary 6, 2021, a physical breach of U.S, Capitol Buildling sceurity occurred during a Joint
Session of Congress to cortify the Electoral College vote. See Appendix A for the United Btates
Capito! Police’s (USCP or Department) official timeline of events loading up to and during the
physical security breach,

In1 accordance with our statutory ﬂul'hority Public Law (B.L.) 109-35, the USCP Office of
Inspector General (O1€G) began a review of the events surrounding the takeover of the U8,
Capitol on January 6, 2021, Our objectives for this review were fo determine if'the Department
{1) established adequate measures for ensuring the safety and security of the Capitol Complex as
well as Members of Congress, (2) established adequate internal controls and processes for
ensuring compliance with Department policies, and (3) complied with applicable policies and
procedures as well as applicable laws and regula’tmns The scope included controls, provesses,
and operations surrounding the security measures prior to the planned demonstrations and
response during the takeover of the Capitol building.

Based on ongeing work, this flash report is designed to communicate deficiencies with the
Department’s Hazardous Incident Response Division (HIRD) and Canine Unit (K-9 or Unit).
Deficiencies included a lack of adequate Department guidance for both HIRD and K-9.

HIRD conitributed greafly foward the Department’s mission on January 6, 2021, through
rendermg safe multiple hazardous devices and the sweep of the Capitol complex with partner
ageneles, However, coordingtion coneerning events between HIRD and the Department's
operational leadership was flawed, which resulted in misinformation among ofticets.
Addidonally, the Hazardous Materlals Respanse Team (HMRT) lacked the necessary persormel
and equipment to successfully complete its mission, The Department’s lockdown procedures
would be Improved by adopting best practices with multiple threats involving hazardous devices.
Lastly, the Department does not have adequate, updated guidance in place fot lts Advanced Law
Enforcement Response Team (ALERT) and IIIRD, The lack of adequate and up-fo-date policies
and procedores for HIRD and ALERT creaies ambiguity and lack of accountability and
coordination.

The Department did not always comply with guidance related to K9 operations or teining and
did not always ensure K-9 policies and procedures were up to date. A lack of K-9related training
or operational expetience requited for officials and formal guidance for emergency procedures,
as well as inadequate hazardous device response guidance could have hatpered the efficiency of
the K-9 Unit on January 6, 2021, Without appropriate compliance with, or up-to-date K-9
policies and procedures, the Department could not ensure all K-9 officers weré properly tralned
and up to date on equipment and procedures necessary to perform their duties, See Appendix B
for a complete list of recommendations.

This is the sixthin a series of flash reports OIG is producing as part of the ongoing review of the
events surrounding the takeover of the U.S. Capitol on January 6, 2021, Therefore, we may still
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' petform additional, in-depth work welated to these areas during our reviews, We gotieipate that
our et flush report will focus an the Department’s Dignitary Broteetion Diviston and Human

Capltal.

Recommendation 1y We recommend that the United Sintes Capitel Police requirs that
the Huzardons Tngident Responge Division communicato pertinent evont staging -
information fo respoustble partios at least L day i advance.,

endation 2: We reconimend that the United States Capitol Police priovitize
statfing the Huzardous Misterials Response Taam,

Recomuendation 3: We recommend that the United States Capitol Polics immediately
develop procedures dosigned to frack and ensure that employees involved with jucidént
suingement recelvo fhe training proseribed in Divective 1052.003, Ineldent Conmant
System, deted October 16,2018

Recommendaiion 4: We recommend that the United States Capliol Police ‘ﬂevc]op
procedurss for searching for suspieiou& items campuy-wide and include perimetor -
gexrches onco & hazardons dovics has been confirmed,

Becommendation 5 We recontmend thai the United States Capitol Police develop -
loekdown proceduves that account for factors sueh as multiple hazardous dovices,

Besoommsndation ¢ We recommend that the United States Capitol Police devolop
Toglsdovwn procedures for alf posts an the Capitol Campus,

Resommendadion 7: We yeconamend that the United States Capitol Police wpdate
standard operating provedure O8-210-01, Recell Procedures, dated Angust 15, 2015,
and Directive 156.004; Advanced Law Enforcement Response Tearn (ALERT), dated
April 3, 2014, to roflect cuxrent praciives.

Recopumendution 8 Wo vocornmenid that #he Unised States Capltol Palics establish
policies that outline the specifie t¥aining reguivements for the Advinced Law
I}nlwcement Respense Team, Hazardous Devices Section, and Hazardows Maderials,
Rﬁeponse Te:am*

Recommendation 9t Wo recontmend that the United States Capitol Police requim
Canitre [K-9] Unit officials that do not have previous eanine tralning or experience fo
audit iy in-house Basio Explosive Defoction Course o develep an explosive detestion
coursp for supereisors, .
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Recommendation 10 We recommeond that the United States Capitol PoEce revise
Directive L056.002, Besponse, Command, anil Conivel of 10-108 NBC or Hazardony
Mauterialy Invideni, duted May 15, 2020, to explieitly roquire the Command Conter to
evaluam aitditional aearch arens Yoy undetected devices,

,&mw_ mdation 112 We rewmmend that the I‘Imttad ftates Capitol Police establish a
written standard ap&mﬁng procedure formalizing emergenvy procedures for the
Canine [I{-Q'} Hnn:.

ﬂgmmmngdatmn 12 We soeommend that the United Siates Capitol Polive immediately
enfoven the yeguirement for Canine [K-9] officers as detailed in the Sollowing standsrd
operating procedures: US-130-11, Use of Personal Radintlon Pagers for K-9 Tecliniclans,
dated February 12, 2020; OS~13!M¥3,X -8 ATLAS Aectivations, dated Decomber 1, 2020;
OB-130-17, Ston damfw Bxplosive Oedinance Deiection {EOD) K4 Feam Certification
(RESTRICTED), dgted November 5, 2020,

oI : ' We recommend that the United States Capitol Police pnsure that
Canlne, IK—9} officors recelve the vequived. 16 honrs of monihly madnteninee training as
identified in standard eperating procedures 0S-130-17, Standards for Explosive
Qrdizance Deteetion (FEOD) K9 Team Certiffeation (RESTRVCTED), dated November 8, -
2020, and OS130-16, Siundards for Person Bovne Tnprovised Explosive Device (PBIED)
Detection K-9 Team Cesfg}*‘?mﬂiorz and Mmfk{y Re-Tralning, dated October 6, 2921).

Re mmegdag on 14: We recommend that the United States Clapitol Police ¥ memase the
number’ of irainers to reduce.the Canine [K-9] Technician to K-9 Trainer ratie iv order
0 increase trainitg ta meet the monthly requirement.

Becomuendation 15: We vecommend that the United Statos Caplitol Police update
standard oporating procedure 08-130-17, Standards for Explosive Qedbtince Detection
(EOD) K-8 Team Cordfication (RESTRICTED), dated November 5; 2028,
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EXECUTIVE SUMMARY

On January 6, 2021, a physica! bizach of UL.8. Capitol Building security occurred during a Joint
Session of Congress to certify the Blectoral College vote, See Appendix A for the United States
Capitol Police’s (USCP or Department) official timeline of events Teading up to snd during the

é:hysical security breach.

In accordance with our statufory authority Public Law (P.L.) 109-55, the USCF Office of
Inspector General (OIG) began a review of the eveiils subuniding the keover ol the U.S,
Capitol pn January 6, 2021, Our objectives for this review were (o determine if the Department
(1) established adeguale measures for snsuring the salely and sseurity of the Capitol Complex as
well as Members of Congress, {2) established adequate internal controls and processes for
ensuring compliance with Department polisies, and (3} complied with applicable policies and
procedures as well as applicable laws and regulations, 'The scope included controls, processes,
and operations surrounding the security measures priot to the planned demonstrations and
response during the takeover of the Capitol building. Based on ongoing work, this flash report is
designed o summarize recommendations and security enhancements since Jannary 6, 2021,

We identified the status of OIG recommendations, Task Force 1-6 recommendations applicable
1o USCP, and security enhancements the Department implemented that were not divectly in
response to OIG recommendations. As of December 7, 2021, OIG had issued eight reports as
past of its review of the events sutrounding the takeover of the U.S. Capitol on January 8,

2021, The reports included 104 fecommendations, and OFG considered 30 of those
recommendations closed, O1G policy is to continue tracking and reporting on the status of ail
report recammendations and ensure that final actions on recommendations are taken within 6
months of the date of report issnance and follow-up on the impact of actions taken in response fo
recommendations.

OIG reviewed the Task Foree 1-6 Capitol Secm'ily Review, dated Mereh 5, 2021, and requested
documentation to identify corrective measures the Depariment :mplemented in response to the
report, OIG determined 1111, status of vertain correclive measures through documentation USCP
provided. For cerfain other corrective measures, however, the Department either did not provide
documenlation {o support its slatus or noted that it had not yel implemented the measures. OIG
noted not all arcas of the Capitel Security Reviewwere applicable to the Department and some
recommendations exceeded the scope of the Department,

OIG requestei dowmemdtmn of seewdty enhancements or improvements made sfter January 6,
2021, not in response to OIG recommendations, The Department responded with a lst of
approximately 200 improvements, and O1G determingd (hat 61 of the improvements were
substantiated with supporting documentation. See Appendix B for the Department’s response
with substantiated enhancements highlighted.

This is the final report in a series of flash reports OIG is producing as part of its review of the
events surrounding the takeover of the U8, Capitol on Janvary 6, 2021,
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EXECUTIVE SUMMARY

On January 6, 2021, a physical breach of U.S. Capitol Building séeurity oceaired during a Joint
Session of Congress to certify the Electoral College vote. See Appendix A for the United States
Capitol Police’s (USCP or Department) official timeline of events leading up to and during the
physical security breach.

In accordance with our statutory anthotity Public Law (P.L.) 109-35, the USCP Office of Inspector
General (OIG) began a review of the events surrounding the takeover of the U.S, Capitol on January
6, 2021, Our objectives for this review were to dotermine if the Departiment (1) established adequate
measures for ensuring the salely and security of the Capito! Complex as well as Members of
Congress, (2) established adequate infernal controls and processes for ensuring compliance with
Department policies, and (3) complied with applicable policies and procedures as well as applicable
laws aid regulations. The scope included controls, processes, and operations surrounding the security
measures priot to the planned demonstrations and cesponse during the takeover of the Capitol
building, Based on ongoing work, (his (Tash reporl is designed 1o communicate defliciencies with the
Department’s Dignitary Protection Division (DPD) and human capital. ]

DPD contributed toward the Department’s miission through proper planning and successfully
cvaclating individuals under its protection during the events of January 6, 2021. However, DPD
incurred authorization issucs with staging evacuation vehicles on January 6, 2021, Additionally,
DPD’s training program lacked a dedicated training staff, facilities issues, and weapon system
training intogration, Lastly, DPD did not have a Plan of Action (POA) in place for January 6, 2021,
experienced squipment issues with its issued ballistic vests, and was oécasionally not in compliance
with guidance.

USCP could not provide documentation supporting that it implemented Department-wide leave
restrictions or cancellations, or that it issued Department-wide messages for recalls to duty. We
identified deficiencies with the data for sworn Department employees as well as mutual aid
traifing, coordination, and documentation, The lack of appropriately maintained employee
informatian could have impeded the effectiveness of the Department’s planning for responses to
future events. The Department should define roles for responding agencies with pre-determined
rally points, designate agency-specific roles based on agency expertise, and ensuré employees
potentially involved with incident managemant receive tralning to lead mutual aid resources,
Additionally, the Department should immediately develop clear protocols to swear in responding
agencles and retain appropriate records documenting such actions. See Appendix B for a complete

{ist of recommaentdations,

Appendix B Page 1 of 2 Listing of Recommendations

41 Review of the Events Srropding theJwury 6, 2031, Takeover of the U.S. Cupitol 3021-1-0003-G, Gotober 2021 LAW
ENFORCEMENT SENSITIVE .
Recommendation 1: We recommend that the United States Capiiol Police elevate to the Police
Board parking issues concerning Dignitary Protection Division’s evacuation vehicles,
Recommendation 2: We recommend that the United States Capitol Police develop a doedicated
Dignitary Protection Division training cadre that veports to the Training Services Burean,
Recommiendation 3: We recommend that the United States Capitol Police transfer Dignitary

]

Protection Division training respousibilities to the Training Services Bureau,
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Recommendation 4; We reconumend that ihe United Siates Capitol Police priovitize training
vesoprees Jor the Dignitary Protection Diviston such as exploring options for additional
"training facilitics and increased scenario-based training with various weapon gystems,
Recpmmendation 5: We recommend that the United Stntes Capitol Police pri:}rmze stafﬂng, 7 thé
Dignitary Protection Division.

Recommcndation 6: We recommend that the Umted States Capitol Police’s Dwmtmy
Protection Division develop 4 Plan of Action for large evens,

Recommendation 7: We vecommend that the United States Capx:al Pu]xce explore hx\l]istw vest
aptions that accommodate the Dignitary Proicetion Division’s mission nceds,

Recommendation 8: We recommend that the United States Capitol Police: {mmediately uxfom: )
the requirement for information exchange as detailed in Standard Operating Procedure PS-
20048, Information Exchange Between I)PD i other Entilies wnfkm P84, dated November ‘i
2014,

Recommendation 3 We recommend that the United States Capitol Palice maintain records
that properly identify employee counts and status related to staffing levels.”

Recommendation 10: We vecommend that the United States Capitol Police define roles for
responding agencies with pre-determined vafly points, designate ageney-specific roles based on
agency expertise, and ensure employees potentiaily fovelved with incident management receive
tinining {0 fead mutual aid resources,
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Appendix B Page 2 of 2 Listing of Recommendations

42 Review of the Events Survounding thoJontiary 6; 2034, Takeaver of the V.5, Capliol 2021 -J-0003-G, Oolober 2021 LAW
ENFORCEMENT SENRITIVE

Recommendation 11 We recommend that the United States Capitol Pohce develop clear
protocols fo swear in responding agencics and rétain appropriate records documenting such
actions.
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STATEMENT OF INSPECTOR. GENERAL MICHAEL A, BOLTON
UNITED STATES CAPITOL POLICE
OFFICE OF INSPECTOR GENERAL

Committee on Heuse Adnmunistration
United States House of Representatives
April 15, 2021

Goad afternoon, my name is Michael A, Bolton, Fam the Inspector Geneml for the
) Umted States Capitol Polico (USCP or Department). Ihavc beon with the Inspcctar General’s
office since 2006, In January 2019, the Capitol Police Board appointed me as the Inspector
General. Thank you for this opportunity to appear before you, the Committes on Honse
Adnﬁnish‘ation, to discuss our Review of Evohts in regards to USCP’s Departrental Oporation,
Piograms and Policies that were in sffect during January 6, 2021,

Twould Hke to extend my appreciation to the Committee for holding this hearing, This
-hearing id different in many ways. Tam addressmg not only Committee members exercising their
Constitutional Role of ()vcrsxght but T am tcs;txfymg o witnesses, as wel as, survivors who are
affected by the events of January 6, 2021, On January 6, 2021, a physical security breach of the
U.S. Capitol Ruilding ocenrred during a Joint Session. of Congress to certify the Electoral
Lollege vote. My goal is to ﬁmvide each of you with a better understanding of how the vﬁvents of
Iamnry 5, 2021 ooourred in relation to the preparation arid response of the Departmenf Other
factors wero involved and other catities are rcvxcmru, those aspects outside of USCP. 1 will

mcgss ;he non- {aw enforcement sgnsxtsve finditgs detailed in yuy two “Flash Reports * Twould .

be happy to answer any law caforcoment sensitive questions in a “closed door” softing.

Shortly after the cvents of January 6% Inotified the Departritons, Board gnd the
Committees that my office would be suspending all futuro projects listed in the Office of
Tnspeetor General (OIG) Annual Plan for 2021 to ﬁlk)w iy entixe siaff o conduct & foll review
of these svents. In order o accomplish this goal, both OIG Aundit and Investigations, would
combine ¢heir collective talents to achieve a complefe review of the Départment. In addition to
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tny staff, [brought on two additional contractors with the expettise and khowgedgé to ‘assisﬁ my
Office, A retired Dopuly Assistant Director for the United States Scorct Sarvice and a rotired
Senior Special Agent Chief of the Federal Bureau of Investi gatidp (FBI).

We did not design or intend cur feporis to cast blame on any one indi tvidusf or 'grcmp
OIG intends these 1eports ta be an independent objective 1evsew of the Depariment’s programs
and opemumm to bettor protect the Capitol Complex, members, staff visttors, and the rank and
file officers, who have shown their commitment and bravery cach and every day by keeping alf
safe, USCP must undertake a collective efforg, to ensure that each and every. officer, when their
shift is over, geté o go home to their families. As well as the safoty of those who work and visit

the first branch of government.

In accordance with our statutory suthotity Public Law (i’L.} 109-55, the USCP Office of
Inspector General begai‘é a review of the operations and programs that were in place prior @and
during the takeover of the U.S. Chpité} on Jamiary 6; 2021, Out objective, for this review, is to
determine ifthe f)epartmgnt {1 established adequate neasures for ensuring the safety and
secutity of Membefs of Congress, their Staff and the Capirol Complex, (2) mtabﬁshe& adecfuate
internal conirols and processes that complicd with Departnient policies and procedures and, {3)
céinp]ied with applicable laws and rsgﬁlations The scope included reviewing the controls,
processes, and operations smroundmg the secufity measures priot to the planned demonstrations
and the regponse during the takeover of the Capitol building. We made our recommendations by
conducting interviews, dccumem reviews, the combined knowledgc and experme of my stadf
and following best practices thronghout the Foderal Goversment of those rolovant agencies with
siniilar functions of the Depariment,

We are curtenily providing the Department, Board and Commitiees, o series of flash
reports every 30 days. We are roviewing sclected clements within the Department, noting any
areas for impm.vcmenti We are pt‘ovidiné any cortesponding recommendations to compel the
Df:paftmént to move towards a Protective Agency as opposcd: to a Police Agoncy. At the time of
this hearing, my office has comph?ted two flash feports. The first report was a review of

aporational planning for Jammary 6 ineluding a review of the Intelligence gathering process
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required for the operational plan that related to January 6%, Our second flash’report focused on
the Civil Disturbance Unit (CDU) and the Départﬁxcntfs iutéllig;mcc opc:aiiohs asa wh_olc; OIG
will igsue our third flas report on Aprl 30™ whish will bé focusing on threat assessment and the
counter-surveillance unit, We anucxpated our comprehensive Review would extend for the
vremmnder of FY 2021, Other areas of our reviews will include, but wm notbe hmltcd to!
Reviews of Containment Emergency Response Team (CERT), which in preymus testimony was--
referred to as SWAT. That term is inaceurate in that SWAT is a Police torm as opposed toa
Protectwe fanction or tactical teain supporting the Departments manclate o protect the Capitol
Complex Members, staff and visitors, Additional reviews mll mclude Manpower usage
(comumumnication, mchup and structore of the (;om,mand staff), Training, Security Services
Buresu, K-9. Essentially every element orc’ompoﬁehi that piaye_d amaot role in the events of

January 6%,

As our work continues, my office sees continwing areas in our findings that USCP needs
address.- Those arens ate h:telligancg, Tyaining, Opesational Planning, and cqlture change. In
regiirds to eulture clmnge; we see that the Departtment needs to mové away from the thought
process as a traditional Police Depattment and move to the posture as a Protective Agency, A
potice dcpartment isa rcactwe forco, A orime is comimitted; polico respond and make an arvost,
Whereas, a Protoctive Agency is pnstured to being proactiveto prevent events such as January
6%,

O1G desigied our first flash report fo communicate any deficiencies with'the
Department’s npcmnonal plannmg and intelligongo for planned demonstrations on Jamwty 6,
2021, ’I‘hs deficiencies included the following (a) lac::k of a comprehensive Qpemnonal pkm or
adequate gtudanpc for operational planning, ('_b) fatlure to disseminate relcvant information
obtained from outside sources, {¢) Tack of consensus on the‘in.tarj;{retaﬁdn of threat ahalyses,
’(d} dissemination of conflioting iﬁtclligcnco, and () Tack of security cleatances.

Tri order to improve its oporational planning capabilitics USCP should implcmcnt
detailed gmdance for operatinnal pla,nmng The guidance should include policios and procedures

that designate the entity.or enfitics rcsponmblc for oversceing the oporational pianmm, y and
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‘execution process, require documentation of supervisory review and spproval, and standardize
piannmg document formats, All Department employees should be required 1o obtain and
maintain a secutity clearance as a condition of employment. Guidance should also reqmre that
individual units develop plans and coordinate those plans with other units for a cpinprehenéive,
Department-wide offort. Additionally, the guidance should‘cpnmmnicéte when speeific
operational f)lapning documents are required. For, example the Departnient could use a multi-
tiered sf;rstcm based on the anticipatcd‘size and scope of mx event as oriteria for clcterminihg the
required. level of operationial planning documenmtioh it needs t;) ptepare.,

Impleroenting formal g gmdzmce requiring that employées commmnicate any mtelhgencc
repmts and concerns fron external sources to appropriate commanders would improve USCP
ablhty 6 effectively disseminate itelligence throughout the Department. Providing additional
%reiilxiné to personnel on how to better understand inelli genéé assessments and an increased role
for Depariment entities that have intelligence analysis and dtsscmm'ntmﬁ responsxbnhtxes in
operational planming would also i improve U.BCP ability to achigve g congensus on threat anaiyse&. .
Furthefmore, thie Department should require supervisory review and approval for intelligence
products to ensure thg‘Department supporis products with relevant intelligence infonndtion and’
onsttfés intormal consistoney, Lastly, mceiving classified briefings on mncifgmg- throats and
tagtics would better prepare the Department s sworn and operational civilian empléyees to
'identify and counter threats and tacties in the field.

The Department lacked adequate guidance for operational planaing. USCP did not have
policies and procodures in place that comnumiea&d which perspnnel wore rcspohsibic for )
operational planning, what type of operational planning documents its personnel should prepare,
nor when ifs personnel should prepare oporational plansing docoments, Additionally, USCP-
lacked guidance requiring that its various eitities coordinate their planning efforts into a

comprehensive plan.

Tnterviews with Department officials revealed incrmsistcﬁcicé"hi the tj;pcs of planning
documents TISCP should have prepared for January 6, 2021, Former Chief of Police Steven
Sund stated the Department used documaents commonly referved to as a “Plan of Action” for'
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{arge events and that such a Plan of Action signed by an Assiétzm; Chief should have existed for
the svents of January 6, 2021, Former Chiof Sund also stated thmt the Commandot of tho '
Uniformed Services Bureau’s Capitol Division should have completed an “Incident Action Plan”
for the'Joint Session of Congress. Former Chief Suad statéd that he believed there were
Department poiicies addressing those planhing dncummxté. Howevet, we could not find any
policies that clearly addressed creation of those specific planning documents, ‘

Accotding to the Operational Services Bureat (OSB) official responsible for preparing
the COU Plan, prior to the summer of 2020 there were no formal fﬂanning ‘documents for CDU
«events. Aftor protest activity during the summer of 2020, 0SB began utilizing a plzﬁming
document from thé Tnternational Association of Chiefs of Police as a guide for creating such'a _
plan, The official stated that 0SB forwards « CDU Operational Plan by email to an Assistant '
Chiéf‘ for approval and OSB receives a confirmation with no cormspe;xdence log or other
docamented approval. Certain (‘DU commanders provide input to the plan but OSB does not
distribute the plan fo any other Depatfment commanders. .Se\‘rf.:ral Department officials stated that
they were not familiar with the CDU Operational Plan for Januaty 6, 2021.

USCP failed to dissominate relevant infommtipn obtained from outside sowress, lacked
consehsus on the interpretaéion of threat analyses, and disseminated conflicting intelligence
information regarding planned ovents for Jahuary 6, 2021, Additionally, the Departnient did not
require that all of its sworn and operationsl civflizm employees obtaln security clearances,

USCP failed to disseminate relovant information obtained from outside sources‘mgarding
planned events for January 6, 2021 Accérﬁmg to the Départment’s timeline, oﬁ. January 5,
2ﬂ2i, at appi'oximatcly’? pan. to 8 pam., a USCP task force chnt cmbedded with the FBI
emailed the Intelligence Operations Section (08} a memorandum from the FBI Novfelk
Division prwidiﬁg additional details rcgzirding the January 6, 2021, event,

The Acting Assistant Chicf of Police for Protective and Intelligenee Operations stated
that the memorandunt was a-“Situational Tnformation Report,” which he viewed diffsrently than

an Intelligence Assessment because Situational Information Reports are not necossarily
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authenticated or followed-up; the FBI pfodubes them to communicate something its agents saw
or learned, The Acting Assistant (Ihi{?f acknowlodged it was hard to view it that way rfter
Jarwary 6, 2021, The Acting Assistant Chief also stated that to-his knowledge the FBI never
formally sent the memorandum to USCP, The FBI Norfolk bi\;ision produced the éocument, »
and placed it on ari FBY intranet or othet internal system. Late in the eveniing on Jamary 5, 2021,
4 USCP tésk Torce officer {TFO) assigned to the FBI Gxiardian Squad Task Force pulled the
memorandum from the FBI system and emailed it to 8 USCP IOS cmail distribution list.

According to.an Acting Assistant Chief, the memorandum did not surface agéin until the

Intelligence and Interagency Coordination Division (ICD) attached it 1o an information package

“sent out late on Januaty 6, 2021, after the security breach occutred. In the days following
January 6, 2021, the memorandur began to surface in the media and Members of Congress
began to ask USCP if it had received it. The Department was otiginally under the fmpression
that it had not received the docunient until a Department officlal inquired with USCP’s TFOs
aboutit. An Acting Assis%ant Chief stated that to his knowledge, prior to the evenfs of January 6,
2(521, the mem(ora‘nm}m did not make it out of the 108 email distribution lst 1o TICD or other
Departmqut cam&xanders{ Tn their statements to OIG, former Chief Sund, Acting Chief Pittrman
and the Dircetor of TICD stated they did not sce the FBI bulletin priaf to January 6%,

According to an Acting Assistant Chief, after January 6, 2021, the FBI produced a sinyilar
simational report about a threat to the State of the Union, but USCP received that report through
its formal chatméls with th;a Joint Tervorist Task Fé)rce executive board, which includes the .
Acting Assistant Chief and Acting Chiof Pittman., As of Febraary 11, 2021, PSB requires that all
Tepotiy or coricerns must be seat to the lnvestxgatmns Division as well us IICD C‘ommandms——
which was not requiired or always happening before Janary 6, 2021 Implementing formal
gu.idancé requiring that émplayees cominynicate ‘:uv‘ny intelfigence reports and concerns from
cxteroal sowrces o appropri;\te cormanders would significantly improve the ability of USCP to
effectively disseminate intelligence thrcmglrmu{t the Department,

Tnterviews with USCP officials revealed a lack of consensus about whether intelligence

“information regarding plouned events on January 6, 2021, Aaom‘ally indicated specific known
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threats to the Joint Session of Congress. Certain officials belioved USCP intelligence products
indicated there may bo threats but did not identify anything spéeific, while other officials .
believed it would be inaceutaté to state that there were no known specific threats to the Joint

Session based on those same USCP intelligence products.

The thrgat analysis in the COU Operational Plan for Jamjary 6, 2021, dated January 5,
2021, states, “At this thme there arcno specific known fhroats rolated to' the Joint Session of
'Congrc_ss ~ Blectoral College Vote Cestification.” While a prior version of Special Bvent
Assessment 21-A-0468, dated December 16, 2020, contains the exact same statement and
updated versions of the asséssment published later that month contain similar language, the final
version dated January 3, 2021, does not confain that statement, The IICD Director stited that
TICD periodically revised the assessnéént as it received more information, and IICD updated the
final version based on concerns communicated by the Depariment’s law enforcement pattners.
An OSB official responsible for preparing the CDU Operational Plan dated Jahuary 5, 2021,
admitted it was. most likely an errér ot their paft that thé Department did not upds;tte the threat
gnalysis in the blan. However, multiple Deimrtment officials with intelligence dissemination
responsibiﬁtieg stated they had never even seent the threat analysis included in the CDOU .
Opérational Plan dated Tanuary 5, 2021, ‘

Providing additional trainiﬁg' to jaersounel onbow to better understand and interpret
intelligence assessments and requiring that any threat analyses included in operational planning
are cootdinated with Departiment entities ‘with intefligence analysig m{d'disseminmioﬁ

rosponsibilitios would improve USCE ability to achicve a consehsus on its threat analyscs,

Our seeond flash report communicated deficicncies with the Department’s CDU and
intelligence operations. As part of our review, OIG also conducted a follow-up zmalyéig of the
Department’s implementation of recommendations contairied in Follow-up Am;lysfs of the.
United States Qapi:o{ Police Iniolligence Ahalwty vais.&n}, Investigative Number 2018-1-0008,
dated March 2019, to confirm the Department took the corrective actions in implementing the

recomimendations,
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‘ USCP did not have adequate policies and procedures for CDU deﬁﬂing its
responsibilities, dutics, compasition, equipmont, and teaining, CDU was oporating at a
dectensed level of readiness because of & lack of standards for equipment, deficiencios hoted
from the émnts of January 6, 2021, a Iapsé in certain certifications, an inaceutate COU méter,
stafing concernis for the unit, o lack of pr&perly pesformed quarterly audits, and propety

ioventories not in compliance with guidance,

The Depattment should implement detailed policies and procedums that address several -
agpects of CDU and its operations. Implementation of the Department’s f‘crmal training ‘
‘g,m&emce, requirements, and Iesscm plans is cmcmi o xts migsion. F»ormahzmg and implementing
equipment standards will provxde officers with proper ﬁmutmnmg equxpment Additionally, the
Department should require that all types of weapon systems classified as less lethal are staged
“priorto latge events as well as ensure that the Department train and cenfify additional CDU
‘Grenadiers',

Easuring that the Department conduets periodic safef;y inspections would prevent 161008
from deploymg or usmg expired rumitions, Also, the Depa:l tment necds a formal process for '
}managcmcnt within CDU to ensurc that whon munitions do expire CDU cxchanges them
appropr xate}y with the Propeity and Asset Management Division for proper disposal in a timely
manrer., Further, USCP should s%re’ its xiot shields in the proper lemperature-stable ctimate to
prcvcnf comptomise of the riot shield’s life span..

USCP Directive 2055.001, Specialiy Pay Program, offective August 1, 2019, statos that
“the Chief of Police is authotized to establish and detetming positions within the USCP as
spccialﬁr assignments or reguiring certain pmﬁeiéncicg eligible for aﬂditionﬂ‘cqmpcnsatimﬁ’
The Départmént has and continues to experience diffieulty in rectfuiting and retaining officers in
scrving in the CDUJ Umt Explonng options for mccnnwzmg the CDU Prog,mm would go a long
way towatd inereasing participation becanse ofits hazardovs nature, As well, holding

'mzmagcmcut accountable for inco mpIctc CDU audits would enforee controls.

f A Grenadierfs an officer trafied and qualifiod in the uss of Department issued fess-lethal meml‘; Grepadiers
deploy less-lethal weapons in suppnrt of CDU operitions.

8
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Based on our follow»up emalysxs, a condmon identifiod in two provious reports, thc
Depmmene’s failure 16 update and docyment avaluatmns of itg intelligence priorities reemerged.
We also 1denuﬁed intelligence related deﬁciencms with the Deparlment s organizational
str weture, ftaining, professional ; smndards intetnal conirols, and capahx ity to cff‘ectwe]y col]est

process, and disserminate intelligence information.

To increase the efficiency of iis mtelhgence resonrees, the Department shonld consider
reorgamzing its intelligence functmns into g smgle mteﬁlgence bureau. . A formal Intelligence
Training ngram is necessary; otherwise, the Depariment-eannot ensure the proper training of
itg-intelligence employeés or ensure that they are up to date ot pélicies and procedures refated to
uCon personnel duties: Fmthermore :mplememmg addltmnal formal gmdance that applies to
USCP's callectxon processing, and reporting of information would i improve its ability to
eﬁ‘ectlvely diseminate intelligence thioughout the Department. Lastly, the Depattment should
address gaps in meeting the intelligance-ﬁeads_ ofifs operational stakelloldefs; the lack of
fraining, cei*tification, or professional standards for its intelligence anaiysts; and determine the
necessary staffing, security clearances, and technology IICD needs to accomplish its mission.

Tn conclusion, the Depar;nient is comprised of extraordinary men.and women who are
dedicated to pmteoting our democrécy, puttixig their own lives inharm’s way in order for
Congress 1o exercise their Constitgtional duties ina mfc and open manney. Itis our duty to
honor those officers who have given their lives but also ensuring the safety of atl those working
and visiting the Capitol Cnmplcx by making hard chan@,cs within thc Dopartiment.

Thank you for the opportunity to appear before you today. Iwould be very happy to
answer any questions the Committes may have at this time,
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STATEMENT OF INSPECTOR GENERAL MICHAEL A. BOLTON
UNITED STATES CAPITOL POLICE
OFFICE OF INSPECTOR GENERAL

Committee on House Administration
United States House of Representatives
May 10, 2021

Good afternoon and thank you for this opportunity to appear before you, the Commitice
on House Administration, te diseuss our third Flash Report reviewing Counter-Surveillance and

Threat Assessment,

" Twould like to extend ny appreciation to the Committee for holding these addifional
hearings and for the continued support of my offices’ review. 1 fel that it is at the ubmost
importance lo continue cxi;loring and reviewing the causes and faitures that ied to the horrific”
events when the Capitol was violently attack, My goal is to provide cach of you with a better
undérs@zmding of how these events occurred in relation to the prppamtibn and response of the
Department, Other factors were involved and other cntitios are roviewing those aspcé‘ts -outsidc of
USCP. Iwill discuss thé non-law enforcement sensitive findingg detailed in my third “Flash 7

Reports.” 1 would be happy to answer ‘any law énforcement sensitive questions in a “closed
door” setting,

Once again, T would like fo stress we did not design or intend our reports to cast blame on
anyone individual or group. OIG intends these reports to be an independcnt objsctiva review of
the Department’s pnﬁ grams and oporations to betier protect the Capitol Complex, membors, staff,
vistors, a5 well aé the tan!; and file officers, who have shown their commitment and bravery

cach and overy day by keeping all safo.

In accordance with our statutory anthority Public Law (1) 109-55, the USCE Office of |
‘Inspector Geeneral began a review of the operations and programs that were in place prior to and

during the takeover of the U.S. Capitol on January 6, 2021, Our oi:jective, for this review, is o
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determine if the Department (1) established adequate measures for ensuring the safety and
seourity of Members of Congress, their Staff’ and thc( Capitol Complex, (2) established adequate
internal controls and processes that compfied with Department po!iciéé and procedures and, (3)
complied with applicable leiws and regulations, The scope ircluded reviswing the controls,
processes, and operations sr;r:oundiné the secutity measures priot to the planned demonstrations
and the response duting the takeover of the Capitol building. We tmade our recommendations by
conducting interviews, document reviews, the sombined knowledge and expertisc of my staff
and following best practices tfwoughout the Federal Government of those relevant agencies with

similar functions of the Department.

* As our work continues, my office sees continuing areas in dur findings that USCP needs
addressing, Thosé ateas are Intelligence, Training, Operationsl Plzmning;, and c:ultu,ral change.
In regards to cultural change, we see that the Department needs to move away from the thought
process as a traditional Police Department and niove fo the posture as & Protective Agency, Qur
third Flash Report reflects thé continuing need for the Department to focus on the four areas of
Intelligence, Training, Operational Planning and cultural chaﬂgc

 Bascd on ongoing work, this flash report is dosigned o communicato any deficiencics
with the Départment’s ceunter—surveﬂlancé and threat assessment operations. Deficiencies
included () outdated or vague guidﬂﬁce, (b) failurt 1o adequately report stop or contact
activities, {) lack of n dedicated coumér-surveiliancc entity, (d) insufficient resources for - '
supporting counter-surveillance opemtichs, and (g) inadequate resources for supporting its
Threat Asscssmacnt Scition (TAS),

The Departmont.did not adequately provide detailed and up-to-date guidance in place for
its sénnter»survei-l!ancé and thregt assessment op@mﬁoné, which could have led to unclear
guidance and accountability, Additianai}‘y, a tack of cloar and detailed communication
procedutes could have increased inefficiencies with processes as well as led to eritical counter-
surveillance information not boing appropﬂatcly commnnicated thronghout the Deparfment,
Furthermore, the Deparimaent did not adequately document, collect, and analyze PD-76 USCP
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Stop or Contact Reporss, which may have impeded its ability to identify trends or patterns that
warcanted further investigation or dissemination.:

A stand-slone entily, with a defined mission dedicated to counter-surveillance activities
in support of pri)te;ting the Congressional Com:ﬁmxity, woild improve the Department’s ability
to identify and disrupt individuals or groups intent on cngaging in illegal activity directed at the
Congressional Community and it legislative process. The entity should be sufﬁciently staffed to

-aecomplish its mission and have adequate resourcesi,‘ including dedicated analyst suppoﬁ and a
central desk to exploit, Investigate, dissentinate, and triage information in real time,

" Although the Department has increased the number of Full-Time Employees within.
TAQ, the section cohtinues to experienced manpower issues. Tn a previous report, O1G found
TAS caseloads steadily increased from the beginning of the calendar year 2017 through the end
of 2019, Department officials and TAB ixgents stated that increased caseloady as well as staffing ,
levels were some of the greatest challenges for TAS. TAS did not have Investigative Analysis
and TAS agents performed tasks, such as database chooks, that Investigafive Analysts performed
at other agencics. OIG fonnd allowing Investigative Analysts to assume some rcspon:sibilitics :

from agents would help TAS maintain a manageable caseload for its staff.

This is the thitd in a series of flash reports OIG will produce as part of the ongolng
review of the events surrounding the taksover of the U S, Capitol on January 6, 2021, Therefors,
we may still perform additional, in-depth work. rolated to these arcas during our review. Wo
anticipate that our next flash report will focug on the Department’s Containment Emergency
Response Tean and First Responders Unit.

In conclusion, the Departmant is comprised of extraordinary men and women who are
deducatcd io protecting our democracy, putting their own lives in’ harm s way in order for
Congress to exercise their Cansmuuoml duties it a safe and open manner: It is our duty to.
honot those officers who have glven their lives but also ensurmg the safety of all those working

and visiting the Capitol Complex by making hard changes within the Departmant._ As we tuove
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forward, the Departroent is taking steps in addréssing our rscommendations from our previous

two flash ioports and I Jook forward to mani_taring their fucther progress,

Thank you for the opportynity to appear before you today, L would be very happy to
answer any questions the Committee may have at thig time.
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STATEMENT OF INSPECTOR GENERAL MICHAEL A. BOLTON
UNITED STATES CAPITOL POLICE
OFFICE OF INSPECTOR GENERAL

Committee on House Administration
United States House of Representatives
Tane 15, 2021

Good afternoon and thank you for this opportunity to appear before you, the Committee
on House Administration, to discuss our fourth Flash Report feviewing Containment Emergency

Responie Team and First Responders Unit.

T would like to extend my appreciation to the Committee for holding these additional
hearings and for the continued éupport of my offices’ teview. 1 feel that it‘is at the utmost
importancs to continue exploring and reviewing the causes and failures that led to the horrifie
events when the Capitol was violently attack. My goal is to provide sach of you with a better
ﬁndersténdjng of how these events ocourred in relation to the prepéraiion and responge of the
Department, Other factors wete involved and other entities are reviewing those aspects outside of
USCP. I will discuss the non-law enforcement sensitive findings detailed in my fourth “Flash

Report.” I would be happy to answer ahy law enforcement sensitive questions in g “closed door”

setting.

Once again, T would like to stress we did not design or intend our reports o cast blame on
anyons individvat or group. OIG intends these veports to be an independent objective review of '
the Depamﬁent’s programs and operations to better protect the Cdpitol Corﬁplex, members, staff,
visitors, as well as the rank and file officers, who have shown their commitment and bravery

each and every day by keeping all safe,

In accordance with our statutory authority Public Law (P.L.) 109-55, the USCP Office of
Inspector General began a review of the operations and programs that were in place prior to and
during the takeover of the U.8. Capitol on January 6, 2021, Our objective, for this review, is to
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determine if the Department (1) established adequate measures for ensuring the safety and
security of Members of Congress, their Staff and the Capitel Complex, (2) established adequate
internal controls and processes that complied with Department pohmes and procedures and, (3)
complied with applicable laws and regulations, Tha scope included reviewing the controls,
processes, and operations sunoundmg the security measures prior to the planned demonstrations
and the response during the takeover of the Capitol building, We made our recommcndaﬁ ons by
condicting interviews, c]ocument rewews, the combined knowledge and: expertise of my staff -
and followmg best practices t}n‘oughcu» fche Federal Government of those relevant agencies with
gimilar functions of the Department. .

As our work continues my office sees continuing areas in our findings that USCP needs
addressing. Those areas arc Intelhgenoe, Training, Operatmnal Planning, and culmral change,
In regards to cultural change, we see that the Department needs to move away from the thought
process as a traditional Pohee Departmert and move to the posture as a Protective Agency, Our
fourtl Flash Report wfleﬁts the continuing need for the Department to focus on the four areas of

Intelhgenoe, Trajning, Operational Piannmg and cultural change

Based on ongoing work, our MSh report is designed to communicate deficiencies with
the Department’s Confaimnent Ermergency Respoﬁse Team (CERT) and First Responders Unit
(FRU) opetations, In Report Number 2021.1-0003-A, Review of the Events Surrounding the
Janary 6, 2021, Takeover of the U.S. Capitol, Flash Report: Operational Planning and
Infelligence, dated February 2021, OIG reported a lack of & comprehensive, Department-wide
operational plan and inconsistenicies in how the Department planved to use CERT on January 6,
2021, Our work revealed further deficiencies and inconsistencies with how the Department
planned to use CERT on Januaty 6, 2021. In Report Nuzx{ber 2021-1-0003-A, OIG
recommetded that in order to improve s operational planning capahilities,: USCP should

implement detailed guidance for operational planning,

The Depariment should increase oversight and define a mission for CERT that better
supporis its primary mission of security and protection of Congress. Realigning CERT from the
Special Operations Division (SOD) to the Protective Service Burean (PSB) would provide the
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Departiment more opportunities for using CERT in suppott of protection details, congressional
delegations, air operations, and motorcades. Implementing recurring training between CERT
and other USCP clements it may support and assuﬁling a greater role in pursuing appropriate,
mission driven teaining opportunities for CERT from its Fedetal partner agencies Woﬁld assist
the .Department in developing competencies within CERT that are appropriate for improving the
Department’s ability {o achieve its mission. The Department did not have adequate, updated
Standard Operating Procedures (SOPs) in place for CERT, and the Department did not always
cotuply with guidance related to tactical command, communication device fimetion checks,
instructor certification, weapons gualifications, or equipment inventories.

The Departiment did not have adequate, updated SOPs in place for FRU operations. A
lack of a&équate and updated policies and procedures can create ambiguity and lack of
accountability and coordination. As well, a lack of adequate policies and procedures can also
inhibit readiness for FRU and foss of Department equipment, Additionally, completion of
monthly remote locking devices drills and resources suc;h as less lethal weapons, mountain

bicycles, physical acoess, and tralning are needed for FRU to successfully complete its mission.

- Our review again highlights the areas in which the Department peeds to address as a
whole in Leadership, Training, Planning, and Cultural Change. Specifically, the Department
needs to clearly define the mission, expectations; and skill sets needed for both CERT and FRU.
CERT is not a SWAT team nor should they. ever be considered one. SWAT is a police fimetion
whereas CERT needs to be a tactical team sup;Sorting the overall mission of the Capitol Police.
The sarne can be said for the role and responsibilities for FRU.

In Report Number O1G-2018-06, OIG reported that CERT training did not always reinforce
skills appropriate for the mission of the Depariment and that convenitating more on training such
as close quarter bat{le, motoreades, and perimeter security would allow CERT to meximize its
“tralning opportunities by focusing on areas that reinforce skills appropriate for the Department’s

mission,
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QIG also found that CERT training lacked segtogation of duties because CERT conducted most -
of its own training and maintained its bwn training records. OIG recommended the Department
deterrine which types of training develop competencies within CERT apptopriate for improving
the Department’s aEiIity to achieve its mission and have its Training Services Burean take a
greater tole in CERT training to achieve better segregation of duties.

CERT, 80D, and PSB officials all stated that CERT should train more offen with other
Department elements it may deploy to support such as DPD, CDU, FR1J, and the Crisis
Negotistion Team. Officials cited inadequate staffing and a lack of available ttaining facilities as
challenges to having CERT train with those elements,

Officials also stated that the Department’s training facilities at the Federal Law Bnforcement
Training Center (FLETC) in Cheltenham, Maryland did not meet their training needs. A CERT
official stated that CERT and CDU tactics differed and when CERT deploys less lethal
muonitions it is for different gituations than when CDU deploys them, According to that official,
CERT never trains with CDU and CERT would “wing it” cim‘ing a cieploymem if CERT had to
assist CDU because there lsn’t any coordination between them. There is not an understanding of
unit tactics so they know what the other is doing during events based off training or consistent
operations with the other. Additionally, the official could not recall CERT and DPD holding any
joint training on evacuations and stated they had no idea what tactics DPD currently uses during
Member evacuations. The official estimated CERT and DPD had only trained in tactics together

& couple of times over the course of their career.

Various CERT officlals stated that & lack of acoess 1o adequate tréim‘ng facilities was a recyrring
challenge for CERT and that developing contacts with partner agencies was essential for gaining
training opportunities af the agency’s facilities. The officials also stated that another challenge
was that CERT never had an opportunity to train inside the Capitol. A CERT official stated that
coordinating CERT training was one of their main responsibilities and that because of the
challenge of scheduling training at the Department’s facilities at FLETC Cheltenbam and in the
local District of Columbia aren at free of charge sites, CERT had contracted with privately
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owned entities to train its personnel in firearm marksmanship and other tactics at facilities

located outside of the local District of Columbia area.

Research into the privately owned entities revealed that one of the entities, Northern Red, Ine.
(Northern Red), had quesﬁonable content on its website. During 2018 and 2019, the Department
spént $90,075 for CERT to train with Northern Red. The héﬂie page of the conipany’s website
uses the motto or slogan, “For those who have hunted armed men tealning is fiever the samé.”
While some of the content could have multiple meanings, their use at Department-provided -
training could lead employees to feel unsafe or nncomfortable. Furthermore, USCP participation
at training Northern Red provided could also lead individuals to believe that USCP sanctions the
use of such coptent, As a result, OIG-issued Report Number QIG-2021-07, Monagement
Advisory Report: Contatnment Emergency Response Team Contractor, dated May 26, 2021, to
communicate this information to the Department and recommended that it review the
appropriateness of utilizixig‘ Northesn. Red for further training,

To ensure that CERT receives appropriate, mission driven training, the Department and its
Training Services Bureau should assume a greater role in pursuing training opportunities for
CERT from Federal partner agencies, Such a move would also allow CERT leadership to focus
on CERT operations instead of training coordination. Tmplementing recurring training betweon
CERT and other USCP clements it may support and assuming a greater role in pursuing
appropriate, mission driven training opportunities for CERT from its Feileral partner agencies
would assist the Department in developing vompetencies within CERT that are appropriate for
improving fhe Departrent’s ability to achieve its mission. k

USCP did not have adequate policies and procedures for FRU defining its overall
operations. Additionally, FRU lacked resoutces and training fm: properly completing its mission,
The Department did not have adequate policies and procedures for all aspects of }';‘RU. For
example, FRU lacked clear polivies relating to mountain bike training requirements. Although
SOP USB-000-73 Tequires thafc employees attend and successfully complete a Department-
sanctioned o tecognized police mountain bike training program, that SOP does not spectfy the
programs that meet the Depattment requirements. '

5
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The Department did not have adequate policies and procedures for securing

ballistic helmets and vests strategically stored around the Capitol Complex. A total of 12
ballistic vests and 12 ballistic helmets waré stolen by rioters on January 6, 2021. According to
PoliceNet, FRU “jg the first live of defense and is ﬁsuglly the Unit that the public seeson
tolevision and newspaper coverage of the Capitol.™ A Department official stated on Janvary 6,
2021, that FRU whs té&kegl with their regular duties and was not provided with any precautionary
information. Some of FRIJs ballistic vests and helmets were staged in storage casés next to

. standing posts. After FRU officers retreatod as a result of the violent rloters, those ballistic vé;sts
ahd helmets were stolen, FRU does not have proper storage for their ballistic vests and helmets
at certain FRU posts,

FRU Iacked clear policies related 1o inspection logs for remote locking devices.
Although SOP AG-000-04 requires that remote locking devices are inspocted on a semi-annual
basis by the Secutity Services Bureau to include battery replacemént, that SOP does not tequire
‘the process is documented. As such, the Department was unable to provide support that the
remots Jocking devices had been inspected on a semi-annval baéis.

The Department lacked policies and procedures defining 2 requitement that FRU
officets be certified with the use of the M4 rifle. As of May 2021, officers assigned to FRU were
not required to be M4 certified. A Department official stated, Iiowever, that the M4 rifle is the
unit’s primary long gun and used by FRU officers at certain posts and staged at strategic
locations. Additionally, the official stafed that all FRU officers should be required to be M4
certified because of its use in daily FRU operations,

GAO Standards for Internal Control in the Federal Government; Documentation of
Responsibilities through Policles, GAO-14-704G, dated Seplember 2014, state:

s Only when the tight personnel for the job ate on board and are provided the right
training, tools, siructure, incentives, and responsibilities is operational success

. posgible.
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FRU did not have the proper resources to complete its mission, During interviews
with Department officials, concetns were expressed about FRU’s equipment, training, and
physical access management, Many of theé coneerns were highlighted during the events of
January 6, 2021, Furthermore, a Department official stated that manpowet is an issue because of
the schedule of working 6 days a week, 12 hours a day and is affecting retention and morale.

FRU officers were not equipped with adequate less lethal weapons such as the
PepperBall and Sting-Ball weapon systems. Department officials expressed concerns about
FRIs less lethal capabilifies. As of May 2021, FRU officers were equipped with the
Depariment’s standard oleoresin eapsicum spra}; and coﬂapsible baton as their less lethal
options. According to an FRU official, the Department’s standard less lethal weapons provided
o FRU officers on January- 6, 2021, wag "‘inadsquate.” As previously stated, FRU officers are
typically stationed on the outer perimeter of the Capitol where the general public makeg first
contact, A Department Official stated that “less lethal weapons ate just as important as long
guns” because of their abi.l-iiy to incapacitate a person or a group of people without directiy
escalating 1o lethal means. Those types ;)f weapons would be effective agsisting officers when
confronting violent crowds similar to the ones encountered duting the events of January 6, 2021,
or mentally ill individoals, The official specifically commended the Washington, D.C.,
Metropnliian Police Department (MPD) officers who provided assistance to the USCP officers
utilizing “heavier less than lethal weapons” and suggested the FRU Officers be trained and
provided with more effective less than lethal Weapons.

FRU did not have an adequate mummber of bicycles in its unit, FRU relies on
molorcycles, autdmobiles, and mountain bicyclés 1o patrol their assigned atea. A Department -
official stated mountain bikes are critical to patrolling their area of responsibility due to theit low
cost and ability to quickly respond fo situations especialiy. evident during January 6, 2021, Wheﬁ
MPD’s bicyoie unit was able to rapidly respond to USCI’s call for assistance. As of May 2021,
FRU had 20 mountain bikes available for approxitmately 160 FRU officers.
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PRU lacked advanced medical and tactical training. On January 6, 2021, many
officers were affected by chemical irritants dispatched from the erowd. Those officers did not
have a proper decontamination site within reach and ended up using water bottles or bathroom
sinks to decontaminate. 4 Depatiment official stated that USCP relies on the Districf of
Columbia Fire and Emérgancy Medical Services Department for medical assistance during
events. The issue with utilizing the Distriot of Columbia services is response time and the
probability some requests for the District 16 pre-stage thelr medical personnel for events may be
rejected. Furthermore, the Department official suggested that FRU members train and equip a
number of its officers to the same standard as an Emergency Medical Technician, Implementing
that suggestion would ensure FRU ofﬁcars are provided with immediate access fo emergeney

medical care and supplies in any future violent events.

A Deparfment official stated FRU officets ave the Capitol’s “first line of defense”
but the unit does not tactically tain a5 a team, which would help mitigate issties such as crossfire
and officer tactical movement. Because of the range for projéctﬂes when fired by the M4 rifle,
the danger to both police officets and innocent civilians is increased by the use of such weapons.
And because of the positioning of FRU poss, a high probability exists that those officers may be
the first to encounter an active shooter situation, Other than initial M4 long gun and tequired in-
service training, which includes individual officer weapons quglifications, FRU members do not
receive additional wnit tactical training Witﬁ their M4 rifles,

The Department did not have adequate access to the Capitol’s physical security
infastructure. Facilitics staff members associated with the Atchitect of the Capitol have the
responsibifity to secure doors and elevators. FRU officers must contact those individuals to
fulfill any requests for access, such as responding to a notification frorn an alarm system, FRU
officers loeated in the Capitol Subway system durmg the physical breach of the Capitol Building
complex on January 6, 2021, wete responsible for securing the aren as a last line of defense
against rioters. A Department official stated officers were unable to unlock and lock all of the
doors or elevators and it was an issue during the events of Jatwary 6, 2021, where officers ended

up resorting to using futniture to disable elevators surrounding the Capitol Subway system.



57

This is the fourth in a series of flash reports OIG is producing as part of the ongoing
teview of the events surrounding the teleover of the U.S. Capitol on January 6, 2021. Therefore,
we may still perform additional, in-depth work related to these areas duting out review. We
anticipate that our next flash report wiill focus on the Department"s Command and Coordination

Buroau.

In conclusion, the Department is comprised of extraordinary men and women who aré
dedicated to protecting our democracy, putting their own lives in hatm's way in order for
Congress to exercise their Constitutional duties in a safe and open manner, It is our duty to
honor those officers Whé have given their lives but also ensuring the safety of all thoge working
and visiting the Capitol Complex by making hard changes within the Department. As we move
forward, the Department is taking steps in addresshlg our recommendations from our previous
thrwe Flash reports and I look forward to monitoring their further progress,

Thank you for the opportunity to appear before you today. I would be very happy to
answer any guestions the Commitiee may have at this time,
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STATEMENT OF INSPECTOR GENERAL MICHAEL A. BOLTON
UNITED STATES CAPITOL POLICE
OFFICE OF INSPECTOR GENERAL

Comniittee on House Administration.
“United States House of Representatives
Febtuary 17, 2022

Guood afternoon, Madam Chair Lofgren, Ranking Member Davis and distinguished
memberg of the Committee, Thank you for this opportunity to appear before you, the Committes
on House Adnﬁnistration, to discuss our Review of Events in regards to Capitéi Polic'e:’;s
Departmental Operation, Programs and Policies that were in affect during Janoary 6,'2021.

F'would like to extend my appreciation to the Commities for holding this hearing and the
important work that this Cotmmittes continues to do to maki the Capitol Complox safe and
secure. ¥ would also like to toke the fime to extend and recognize the cutstanding efforts dnd
wark done by my staff in the Office of lﬁspe_ctor General, U.S. Capitol Police. Through their
collective efforts and skills, we have produced cight Flash Reports outlining areas of
improvement for the Departtment resulting in 104 recommendations, Our last and final Flash
Report is a summary of the status of the recommendations we have made and Security
imprevements fhat the Department has made since January 6, 2021. Althongh the Depariment
has addressed some of our recommendations and have made éecurit;r improverents throughout
the Capitol Complex, much work still necds to be addressed it relation fo Tralning, Intelligence,
cultural change and Operational Pianning. :

‘We have Issued our final flash report, ontlining the siatus of O1G’s recomumendations,
Ijuring my testimony before the Senate Rules Commitiee on December 7, 202 1, Ustated that the
Departiment had closed 30 of my recommendations. Sines that testimony, the Department has
closed an additional 9 recommendations for a total of 39 recommendations cloéed. Since my last

hearing beforc this Committee, wo have issued thres additionsl Flash Reports, Those reports
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included arcas in fhe Department such as Command and Coordination Bureau, Hazardous
Incident Response Division and Canine (K-9) Unit and finally Dignitary Protection Division and
Huyman Capitol,

Our fifth flash report is designed to communicate deficiencies with the Department’s
Command and Coordination Butean (CCB).. Additionally, to gain a perspeative on Department-
~wide command and contrel chailenges on January 6, 2021, we contacted 86 USCP officers and
completed interviews with 36 of them who 'agreed to be interviewed. We also reviewed 49 after

action reports USCP officers and employees completed.

Based on inferviews with USCP officors and roview of after action reports, we identiﬁ;d
Department-wide command and control deficiencios related fo information slzaﬁ11g, chain of
command 'directions,.commmﬁcmim, preparedness, traiting, leadership development,
emergency responss procedures, and law enforcement coordination.

QOur sixth flash report was designed to communicate deficiencies with the Department’s
Hazardous Ieident Response Division (HIRD) and Cunine Unit (K-9 or Unit). Deficicncics
included a lack of adequate Dupartment guidance for both HIRD and K-9,

The Department did not always comply with guidance related to K9 operations or
training and did not always ensure K9 policies and procedures were up to date. A lack of K-8
velated fraining or operational cxperience reguired for officials and formal guidance for
emergency procedures, as well as inadequate hazardous device response guidance could have
hampered the efficiency of 13110 K9 Unit on January 6, 2021,

Our sevénth flash report is designed to communicate any defiiencies with the
Depurtment’s Dignity Pmtecﬁ'on Divisfon and Human Caﬁitol, DED contributed toward the
Départmeht’s mission through proper planning and successfully evacuating individuals nader its
pmte’ctidn during the events of I anuéry 6, 2021, Howsver, DPD incutred au;ﬁorization issues
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with staging evacuation vehzcles on January 6, 2021, Additionally, DPD’s training program
lacked a dedicated tmmmg staff, Tacilities ssues, and weapon system training integration.

USCP could not provide documentation supporting that it implemented Departmont-wide
Teave Testrictions or cancellations, or that itissued Department-wide messages for recalls to
duty,

Our cighth and final flash report is a snmmary of the statis of our 104 rg}cmmnendations,

any security improvement mads by the Department since January 6, 2021, Although the

) Department has made several changes to include updating Pmlicms and Procedures, additional
Training for CDU units, and the hiring of a Subject Matter Expect in the plaumng and
-coordination of large events or high profile demonstrations, the Department still has more work
to achieve the goal of Ming the Capit%}l Complex safe and secure.  Out of the 200 security
enhancernsnts that the Departmént has provided to the OIG, only 61 of those items have
suppemug documentation to support that those enhancerents have aceurred. Some of the other
Security enhancemonts the Department has instituted has been fho additional Intelligence
briefings provided to the rank and file, as well as to Department Leadership, The Departtent
still lacks the overall Training infinstructure to meet the needs of the Department, the level of
Intelligence gathering and expertise needed, and an overall cultural change needed to move the
Department into a Protective Agency as 6pposed to a traditional Police Department.

In conclusion, the Department is comprised of exttaordinary men and women who are
dedicated to protecting our democtacy, putting‘méh' own lives in harm’s way in order for
Congress to exercise their Constitutional duties in a safe and ép;:_s manuer. It is our duty o
honor Ehose officers who have given their. lives but also ensuring the safety of all those working
and vigiting the Capitel Complex by making hm'd changes within the I)spartmeni, Finally, 1
would like to thank not only this Commitiee, but also the Senate Rules Coumuttce and the
Select Committee to Tnvestigate the January 6“‘ atiack. for their continuing support of my office
and the work they have done in protecting Democracy so. that events such as Jamvary 6, 2(}2i,
never happen agaix.
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Thask you for the opportunity to appear before you today, 1 would be very happy o
answer nay questions the Committes may have at this time.
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STATEMENT OF
CHRISTOPHER P. FAILLA
INSPECTOR GENERAL
ARCHITECT OF THE CAPITOL

Regarding Oversight of the Jannary 6th Attack:
Review of the Architect of the Ca pitol’s Emergency Preparedness

Committee on House Administration, U.S. House of Reptesentaﬂves .
May 12, 2021
Introduction-

Chairpérson Lofgren, Ranking Member Davis and members of the. Commitiee, Fam pleased to
submiit this testimony regarding oversight of the Janmary 6th Attack: Review of the Architeet of
the Capitol’s (AOC) Emergency Proparednoss.

On Jarary 6, 2021, rioters stormed the U.S. Capitol in an attempt to prevent the U.S. Congress
from counting Electoral College votes and formalizing President Joe Biden's election,
Subsequently, the Capitol campus was locked down while coligressional members and their staff
wete evacualed or sheltered-in-place as rioters occupied and vandalized the Capitol building for
several hours. The events of January 6th resulted in scveral congressional hearings, which, not

all inclusive, included testimonies from the Acting Chief of Capitol Police, the Acting Sergeant .
at Arms for the 1.5, House of Representatives and the Architect of the Capitol. The dominating
theine.of the hearings was how the events were permitted to happen and how to prevent a similar
catastrophe from unfolding in the future.

On January 14th, the AOC Office of Inspecior General (O1G) asnounced plans to initiate & Joint -
Oversight Project examining the events that occurred at the U.S. Capitol on Januory 6, 2021. The
project would involve resenrees from the OIG’s Investigations, Audits, and Inspections and
Evalvations divisions. The objective of the joint project was to determine the effectiveness and’
integrity of the AOC s sceurity and internal policies, proecdures, and practicos and provide an
‘indepondent evaluation of the same.

This announcernent aldo issucd 2 hold notice to the AQC to immediatoly preserve all materials in
its possesgion and control that constitnted or related to'a request for information surrounding the
events of January 6th. The requested materials included all documents, records, agresments,
drafts, data {including electronic data), correspondence, notes, emalls (including emails'on a
comyputer or porsonal digital assistant), whether official or unofficial, that may have been
relevant to the planning for or exceution of response activities on the day of the ricts. Our request
for information often ran into road blocks as some of the security information, althdugh in the
possession of the AOC, was the property of the U.S, Capitol Police Board (Board), of which the
Architect is a voting member, New requests for information were drafted, submitied to the
Board, including the Architect, and ultimately wore received via the Architect’s office, This
delayed our reporting by several weeks.
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While the AOC QIG Audit and Inspections and Evaluations Divisions combed through the data
received, our Investigations Division aided other law enforcement agencics assigned to
investigate January 6 events hy providing referrals our office received from tips about those who
may have participated in the riots. Our investigators also assisted other law enforcement entities
liaise with the proper AQT personnel to aid in their respective investigations,

Ounce all data requests were received and reviewed, the OIG divisions began to develop plans for
independent assessments that would identify critical security and safety gaps and provide
impactful recommendations that would mitigate the risk of another such event in the futare, We
implemented an agile process for our flash teporting seties in an effort to provide the Architect
and the Congress with timely, independent assessments for needed improvements and
information. These independent assessments are not audits; therefore we did not perform
procedures in accordance with Generally Accepied Government Auditing Standards. This
reporting process reduces the reporting time of traditional Audits and Evaluatiohs by
‘approximately two-thirds while providing impactful and focused information summaries to key
stakeholders,

Evaluation of the Architect of the Capitol’s Emergence Prepareduess Posture

The first report in our flash report series revisited our previous evaluation report, the fvaluation
of the Architect of the Capliol’s Emergency Preparedness Posture that we had worked on for
seven months prior to January 6 concerning the AOC’s emergency preparedness posture. We
initially started work in this arca because the AOC”'s eniergency preparedness posture had
tegistoted “high” twice on the Inspector General'’s ageney wide risk assessment conducted by
our contracted Independent Public Accounting firm, Keamy and Company, Our objective for this
evaluation was to determine the cffcctivencss of the AQC’s emergency incident drills, exercises
and training in accordance with the AQOC Base Emergency Action Response Plan (EARP). This
evaluation also included a limited review of the AOC’s response efforts to the COVID-19
pandemic. The final product of this evaluation report was released in February 2021, and was in
the hands of the Architect and his staff for review in December 2020. We also held an exit
conference in December 2020 to brief the results of this evaluation and our recommendations to
the Architect and his staff.

Based on our evaluation, we found that the AOC emergency incident drills, exercises and
tinining were generally effective with minor gaps in policy, training preparation and exercise
evaluation activities. We also noted that the AOC’s efforts to prepare for, respond to and recover
from the COVID-19 pandemic allowed for cfficient and sustained operations across the Capitol
campus. However, AOC organizations’ preparation and participation in multi-jurisdictional
emergency management training was not ahways consistent and the AOC lacked a standardized
emergency management training evaluation process. We also found that the AQC organizational
EARPs were not consistently updated nor were thoy aligned with the AQC Base EARP in policy
steucture and guidance. Taken altogether, our repott recognized these important factors that
created gaps in safety and sceurity on January 6. This report made the following cight
reeorunendations, which the AQC concurred with:

Ed
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1) The AOC organization leaders in coordination with the AGC organiz'\tion head

responsible for Emergency Managcmcnt iniplement a quarterly review and validation

process to ensuse the appropriate emergency ianagement personnel arc designated to
fully represent and communicate p.msdxct;on interests for planning and participation in

AQC gmergency management exercises;

The ADC organization head responsible for Emergency Management, perform a

feasibility study to consider the development and implementation of a quarterly AOC

Emergency Management Training Program fo train and educate AOC execntive leaders

and organizational emergency management personnel on critical emergency management

funetions, cmergency management responsibilities and emergency incident management
systems;

3) The AOC orgamzanon head responsible for Emergeney Management in coordination
with AOC Traiting and Employce Development, develop and implement a standardized
AOC cmergency management training evaluation process for all AOC organizations;

_ 4y The AOC organization leaders in'coordination with the AOC organization head
responsible for Emergency Management, designate appropriate personnel to review and
update the organizational EARPs and Base EARP to synchronize alignment of policy
structure, content and application guxd'mce,

5} The AOC organization head responsible for Emergency Management in coordination
with ADC organization leaders, implement a standardized timeline for periodic review of
emergency management policies and procedures to improve means of fracking and
sustaining these efforts;

6) The AOC orgamzatmn head responsible for Emergency Management in coordination
with AOC organization leadors, designate approprisic personncl to continue to monitor,
review and upd':tc the AOC Pandemic Plan and organizational EARPs in accordance
with cmerging federal guidelines and medical best practices;

7) The Chief Administrative Officer (CAQ) in-coordination with the ACC Return to Work
“Tiger Team, continue to develop and update AOC policies amd operational related
changes in accordance with emerging federal pandemic fegislation; and
The CAQ, perform a feasibility study to consider the purchase and maintenance of an
emiergency stockpile of Personal Protective Equipment and cleaning supplies beyond the
standard on-hand levels for the AOC, '

2
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Flash Report Series — Architect of the Capitol's Emergency Preparedness Abead of the
January 6, 2021 U.S. Capitol Event

Emmg,cncy preparedness has many layers and our prior -work focused o preparcdness at a single
point in time with specific objectives as previously mentioned. After January 6, my office
decided to review the emergency preparedness training and drills the AQC was concentrating on
and developing. Likewise, we wanted to foeus on what training was lacking in order to keep the
campus propared and expertly drilled for the appropriate threat response. Thus, we produced the
independent assessment Flash Report Series _Architect of the Capitel's kmergency
Preparedness Ahead of the Japuary 6, 2021 U.S. Capitol Event.

Prior to the events at the U.S. Capitol on Jammary 6, 2021, the AQC Base EARP, dated April 2,
2018, served as the framework and bascline guidanee for AOC emergency manageinent policics

3
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and proceduros. Qur Flash Report dotermined that the AOC lacked updated emorgency
management policies and procedures for active shaotez, workplace violence, protestors and
contained limited information on emergency detions in response fo a riot or civil disturbance,
‘One notable delay in the update of emergency management policies was the Ociober 2020 AOC
organizational realignment initiative thutresalted in the transference of the Emergency
Management Progeam from Safety and Code Complisnds to the current Office of the Chief
Security Officer (OCSQ). The AOC Emergency Management Coordinator commentad that new
and updated emergency management policies, procecures and injtiatives wére provided to the
OCS0 for review in October 2020 and were still wnder review following the Jarvary 6 svents,
Our repott noted that timeliness in policy review and revision remain a critical componont in the
emergency management framework along with mitigation sirategies to ensure a well informed
and well-propared organization. Quidated emetgency management policies and procedures have
the potential to cause inconsistencics in proteotive actions and wasted response time during an
cmorgency incident, which we believe oceurred in somic instances during the January 6 breach of
the U8, Capitol.

Even more concerning was that the AQC conducted limited virtual emergency management
training in 2020 and the planned training, specifically drills and exercises, was inadequate
because it failed to address active shooter, workplace violence, pmtestdns and civil disturbances,
COVID-19 limited the AOC’s ability to conduet in-person and live training dritls and exercises
in 2020 because of the reduced Capitol campus presence. However, looking back béfore the
COVID-19 pandemic it was found that the AOC’s planned emergency preparedness fraining and
exercises largely fornsed on natural disasters and not man-made disasters, with the last shelter
in-place drill conducted in Fobruary 2019 based on a weather related scenario. In addition, an
airerift intrusion (or AIRCON) deill plasned for Mid-March 2020 was eanceled, citing COVID-
19 concerns,

The acting U.S Capitol Police (USCP) Chizf told lawmakers on Murch 3, 2021, that threats
against members of Congress have nearly doubled in the past year, She said there has beena

93.5 percent increase in threats to members in the first.two months of 2021 compared to the same
péeriod last year, Additionally, she noted that threats have mote than doubled overall by about
119 percent from 2017 to 2020, with most suspects living outside the Washifgton region, The
AOQC should have adjusted their threat risk iraining based on the hightighted indicators given that
the likelihood of active shooter, shelter-in-place, evaenations, civil distusbances and wotkplace
violence steadily increased.

When interviewed concerning this lack of specific training, AOC emergency managoment
leaders commented that the Legislative Branch Organtzations (EBOs) do not conduot all-
inclusive joint exercises. Often, Life-Safety drills involve one or the other side of the campus and
coordination of these drills is exiremely diffioult. Thieats to Congressional members, the AOC
workforce and other LBOs can oome at anytime and sywhere in and around the Capitol
campus. Additionally, Life-Safety drills are important to ensure the proper working condition of
safety equipment, identify the nced for replacement of expired or uninspected equipment and
also ensure users have familiarity with the equipment in the case of evacuation, shelfer-in-place
or active shooter scenatios.
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In March 2021, Congressional repeesentatives introduced abill that would require lawmakers
and staff in the House to take éinergency preparedness training focused on emergency equipment
like escape hoods,' egress routes, emergency aletts and safe haven locations, This proactive step
by Congress is applauded and will'address a part of Congress’s prepatednoss for Life-Safety
ingidents,

To this end, our Flash Repart Series — Architect of the Capltol’s Emergency Preparedness Ahead
af ilw.fam.*ftry 6, 2021 U5, C(q)ﬁtﬂl Event wade foir recoimmendations to the AGC to address
the xemmmn g gaps and deficiencies. We recommended: .

1) The Chief Security Officer ju coordination with ADC orpanizational leaders, review
AOC organizational Emergency Management Policies, develop and implement .
standardized emergency incident procedures to address-aetive shootcl workplace
violence, protestors. and civil distrbances;

2} ‘The Chief Security Officer in coordination with {he Board, review AOC pmtectwe
actions to determine if citrent proteetive action deﬁmtmns and categoriés are sufficient
for emergency incident 1e8pongs;

3} The Chigf Secuﬂty Officer in coordination with AOC Tmmmg and Employee
Development, review the AQC Emetgency Managemeut training and exercise program,

-develop and implement AOC training and exercige curriculum to address actlve shooter,
workplace violence, protestors and civil disturbances; and

4y The Chief Security Officer in coordination with the Emergency Management Task Force
LBO’s (Emergency Managenent Divisions of House Sergeant at Arms, Senate Sergeant
at Arms, Library of Cotigress, USCP and AOC) develop 8 quarterdy, integrated {raining
and exercise progeam to addeess detive shooter, work place violenee; protestors and civil

- dlisturbaiices for the AQC, and all other LBOs that work and serve inside the Capitol
Campus,

The last recommendation requires coordination from other entities of which the AOC 01 does
not have oversight, but we feel it is imperative that these entities coordinate, collaborate and
comtmunicate, should there be another incident requiring evacuation, shelter-in-place, active
shooter regponse, or civil disturbances. These drills executed together are the only way to
eliminate confusion and increase the likelihood of successful life and safety response by the
ocenpants,

Our reeomumendations in this report are intended to promote the 1if and safety of the ocoupoats
working on the Capitol campus in accordance with The Congressiopal Accounmbmty Actof
1995, which notes rogulations that govern emergency evacuation procedurcs and smergeney
response training, are applicable by extension to the legislative branch, While none of the actions
reconimended would have provented the breach of the Capitol building, the poliey
implementation, training, deilling, collaboration and coordination cortainly wounld have lesscned:
the panic, confusion and aided in the evacuation atd safety and secutity of those inside.
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Flash Report Series - Independent Assessment of the Architect of the Capitol’s Role in
Securing the Capitol Campus for Large Public Gatherings

Our second Flash report released May 5, 2021, entitlcd Flosh Report Series - Independent
Assessment of the Arehitect of the Capitol's Kole in Securing the Capitol Campus for Large
Public Gatherings offers recommendations and suggested legislative changes that could have
hampered or prevented the breach from happening if they were in place prior to Januaty 6, We
made six recommendations in this report to include:

b

2)

)

.4)

The AOC coordinate with legisiative stakeholders to draft legislation that would
incorporate the following: )
. add the AOC OSCO to an advisory or consultative role (o assist in the plans
“and exceution of securing the Capitol campus for large public gatherings, and
b. require communication, coordiiation and collaboration between the AOC,
Board and USCP;
The AOC 0SCO coordinate with the USCP ta drafi a memotandum of agresment to
support the roles, responsibilities and services required for preparation and execution
of the perimeéter security plans for large public events;
The AQC OSCO establish well-defined policies and procedures with a preparation
checklist for jurisdictions based on the severity of threat that provides clear guidance
on exécution of support activities related o coordination, mobilization, de-
mobilization, asset protection and reporting of activities associated with special
eviits across the Capitol campus;
The AOC coordinate with the Board and legislative stakcholders to evaluate the
overall focus on campis seeurity, and reevaluate the responsibilitics for design,
installation and maintenance of the Capitol campus sceurity gystems and determine

- who should exceute those responsibilities;

5

6)

The AOC Office of the Chief Security Officer hold 2 security bricfing with AQC
senior leadership for each event, which highlights the security threats and risks
identified during their monitoring and réceived from coordinating agencies along with
the AOC’s approach ta manage such risks and instructions for jurisdictions to execute
the developed preparation checklist; and

The AOC inform the USCP of the deferred security maintenance work elements prior
to latge public gatherings and events on the Capital campus.

During this assessivent of the ADC’s role in securing the Capitol campus for large public
gatherings, we found the AGC has an important role only in the exceution of operations to sceure
the Capitol campus for targe public gatherings, to include concerts, prosidential inangurations
and First Amendment demonstrations. However, the AOC’s role and responsibilities for the
preparation of security plans for large public gatherings at the Capitol building is limited, The
AQC’s role and respounsibilitics in sceuring the Capital canipus during large public gatherings
has been to serve primarily in n support only function, The OCSO have been in a customer
support role to the Board and USCP versus an active peer and contributing membet involved
with the compmnication, coordination and collaboration to-sceure the Capitol campus. It also
appeats that the Architect’s role on the Board has been disregarded for matters of campus
security for Jarge public events. Communication, collaboration and coordination by all menibers

6
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of the Board and its respooctive agcnom sould prove to be beneficial in fortifying the scourity and
resilience of thc Capitol eampus during largs public gatherings,

The ‘AQC’S QCSO Faullity Maintenance Division (FMD) is regponsible for the execution of
the geeurity infrastrycture for all events on the Capitol campus, The FMD only operatesing
support futetion to the USCP by providing security, safety and crowd control elements, to
include jersey bamiors, bike racks, fencing and tents as authorized by the USCP on the
perimeter security plan. The PMID) executes the implementation of the security infrastructure as
_governed by a petimeter security plan ereated and owned by the USCP. The security plan
provided by the USCP 1o the FMD usually includes & map drawi g of the grounds that notates
the eqmpment needed and its p}acement

We nptcd that there is eurrontly no memorandum of wderstanding or service level agroement
between the AOG and the USCP that supports services or coordination, nor axe there formal
OCS0 policies and procedures that govern how the staff executes the perimeter scourity plans,

Tustend, the USCP's Security Service Burcau notifies the FMD via secure email of dn
upcoming event. The email should include an approved perimeter sesurity plan and timeline®
for deployment of security elements, The FMD forwards the plan and timeline to other AOC
stakeholders that may be needed to support therequest or be informed on how the plan may
affect their jurisdiétion, to inchidé the Chief Sesurity Officer, OCSO Resilience and Security,
"Capitdl Grounds and Arboretum, U.S, Botanic Garden, and AOC Capito! building
Superintendent’s Office. The FMD will then work with the Consolidated Facility Management
conirgctor to obtam pricing for the required cquzpmcm.

As previously mmd, AOCs rolc inthe preparation of the perimeter security plan for large
pubhc gatherings is limited. The AQC has little to'no role in developing the secukity plag,
Through discussions with the OCSO staff, we found that most recommendations or concerns
raised by the staff and conveyed to the USCP are mostly dismissed, OCSQ states that USCP
routinely reminds OCSO staff of their role as suppmt as preseribed by logislation, and not law
enforcement; thevefore, to consider their opinions, recommendatiohs and/or concerns as it
relates to a perimeter security plan is not required.

Tn 1995 and 1996, Congress enacted new legislation, 2 USC §1964 and 1963, that transferred:
the AQC*s responsibility for design, installation and maintenance of secutity systems for the
Capitol buildings and gtonnds to'the USCP. According to this legislatlon, the AOC enly
approves alterations to structural, mechanical or avchitectural foatores of the Capitol buildings
and grounds reguired for a security sysiem. Ascording to AQC staff, this legislative change
has created limitations on the AOCs ability to snpport iis sdssion to preserve The U.S
Capitol. A culture exists wherein the AQC operates in a suppmting capaeity and has no
authority to conteibute £ the design sud/or proparation of a security plan unless directed by the
Boatd under administy: atwe suppnn: for the Architect,

As pravmusly notcd thc Archxtcct is 0 voting member of the Board. As & member of the
oversipht-board for the USCP, a law enforcement agency, the Architect should be an active
member in the oversight of the USCP’s responsibilities to safeguard the Congress, members of



69

Congress, employees, visitors, and congressional buildings and grounds from erime, disruption
and terrovism. The USCP protects and seoures Congress so it can fulfill its constimtional snd
legislative responsibilittes in a safe, secime ond open environment and it must communicate,
coordinate and collaborate with fhe AOC to secure and mgintain the Capitol campus and its
members,

According to AOC staff and eonfirmed via recent testimony by the Architect and Acting Chief
of Capitol Police, the perimeter séoutity plans and security concerns for large public gatherings
are generally not shaced or apiproved by fhe Board. Consequently, the Architect is not officially
informed as a Beard member on the security plans and safeguards in place at the thine of these
events. We perceive this os 2 significant limitation,

The Architect, as the head of the AOC and voting mensber of the Board, has'the authority, -
knowledge and tho capaeity 1o provide significant value to the oversight of scouring the
Capitol caipus during large public events, The AOC’s OCS0 is staffed with expertise in the
fields of civil engineer readiness, antiterrorisi/force profevtion, emergency management,
operations security, physioal seoutity, critical infrastrdoture risk management, law
enforcement, howmeland seourity, and seourity engineeriig architecture and design.
Incorporating the OCSO staff info the preparation of perimeter security plang and the
resotution of any secutity concerns through either: 1) the administrative support provided to
the Architect as a member of the Board; and/or 2) through the execution support provided to
the USCP, could add immense value in effectively and efficiently securing the Capitol
carupus, Specifically, participating in the preparation of security plans, being informed of
pertinent seourity information and having the ability to provide fecdback, woyld allow OCSO
to notify AOC’s leadership of the expeetations of the avent and any security risks; issue timely
orders to stop consiraction projests, securce-construction and mainjenance materials,
equipment, tools and scaffolding and ensure pproprinte staff is available to support the event
and comminicate any secyrily coneerns to appropriate AOC officials,

The events of Jaouary 6 at the U.S, Capitol demonstrated that increased commuuication,
coordination and collaboration between the Bowrd and the AOC is required. According to the
Architect’s testimony and OCSO staff; the official secutity posture for the Joint Session of
Congress was that there wers no cradible threats, Although understaffed with 2 Deputy
vacaney and collateral duties managing COVID-19 protocols and policies over the last year,
the Chief Seeurity Officer and the OCSQ stuff were monitoring open soures reporting, social
media, information reported by D.C, Government and AOC Legislative and Public Affairs
leading up to January 6, There were reports and social media posts of threats of violence by
soveral opposed groups, theeats Including use of weapons and bow to bring wospons and
atenunition into the atea, plans to create mob violence to draw law enforcetnent fo certain
arcas and mimicking fhe dress of counter protestors to allow the opposed groups to spread -
across the arca and cansc damage. The OCSO shared information with the USCP, and wore
told by the USCP that there were no credible theeats,

Io s effort to scoure the Cn'pitdl campus, the 0CSO took it uporn tllélnscl_vcs to hold a‘sécm‘ity
briefing with AOC senior leadership on January 5, which highlighted the security threats and
risks identified during their monitoring along with the AOC’s approach to. manage such risks.
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The AOC offorts to manago the heightencd sccurity risks incinded extending the work
stoppage period, perfonming ground sweeps, placing blood borpe pathogen teams and teams to
address graffiti on standby, extending hours of the OCSO poing of contact within the USCP
command center, pxc»posmoncd staff to an off-site facility and advised the Archites towork
from home, for continuity of operations; and instrueted AOC staff to make a::i;ustments to their
normal work habits, to include: 1} swaretiess of surroundings and to report any suspicious
activities 1o the USCP; 2) use-tunnels and internal walkways when possible; 3) ensure all AQC
veliicles were locked; 4) secute all equipment, tools and materials when not in'mse; and 5) to
avoid the demonstration area,

Tn our assessment, the independent actions of the OCSO most likely contributed to a better
prepared ADC as wellas the safety of AQC personnel and minimized damage fo the Capitol
building, Aceording to the Architect’s testimony, the AQC was able lo immediaicly
commence ¢leanup and repairs to approximately $2.5 million in demages, which cnabled the
AOC to return the Capitol building to working order by that evening so the Congress could-
continue to certify the election.

Heroic acts of bther AOC staff menmibers, who through thele presence, quick thinking and
actions, assisted with sheltering congressional staff in their shops to protect them from the *
insurgents, reversed the airflows within the building to help clear the air of chemical irritants,
like bear xepeilems and pepper spray, and provided bottles of water and eye wash stations to
USCP officers in need of assistance. The move by AQC staff to reverse the aitflow within the
Capitol speaks vohumes to the importance of the USCP coordmntmg with the AOC personnel
who know and maintain the systems of the Capitol building, prior to Jarge public gatherings,
The order to reverse aivflow may have never been made had this proactive action by AOC staff
been dependent on USCP authoriz:nﬁah duc to their unfamiliarity with the HVAC systoms.

Lastly, xt is the epinion of the AOC staff that there should be some cunmdemtwn in retucning
the responsibilities for design, installation and maintenaneé of security systems for the Capitol
campus back to the AOC. The AOC has dedicatod trained staff to: 1) perform the design and
installation of security systems; 2) develop program goals and timelines for completmn and 3)
ensure the perfommnce measures linked to those program gogls are incloded in-AQC strategic
plans for security. AOC staff interviewed concluded that Capitol campus sscurity
infrastructuee could be enhanced by focusing more on “foree protection™ rather than Jaw
enforcement,

Force protection is a military teom vsed to describe preventive measures taken-to mitigate
hostilc actions in specific aroas or against & specific population, while law enforcement may
primarily, focns more on enforcing the laws and public safety. In coordination with the Board
and legislative stakeholders, the AOC should evalvate the overall focus on campus security
given recont ovents, and roovaluate the responsibilitics for design, installation, and
maintenance of fie Capitol campus security systets and determine who should execnie those
responsibilities,

During our overall assessment of the evenis of I atary 6, the AOC OIG obtalned the listing of
a1l mgintenance tequirements, which remained deferred on Jammary 6. Deferred security
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maintonance alone totaled $144. 1 million. Due to the frequoncy of large campus gathorings
and events, and the possibility of these events devolving into violence, these deferred seourity
maintenance issues should be funded in entivety and placed at the highest priority level above
all othiers to repair andfor maintain. Those security features maintained by the AOC that are
melfunctioning, under repair or remain deforred should be reported fo-the USCP and security
persontie] to ensure adequate preparation in the face of petential vulnerabilities.

Although the AOC is ot & law enforcement entity and it is agreed the Architect should not
Yave tactical inpu for Jaty snforcement maiters, the Architect is responsible for the
maittensnee, construction, preservation and seewrity of the Capitol campus and shouldhave
input fo carry out that role. Additionally, AOC staff are the experts for the Capitol catpus .
infrastructure. An inereased shating of information by both the Board and the USCP would
allow the AQC to better plan, prepare and profect the AQC staff and the costly assets in their
cave. It would be beneficial to confor with AOC .oxperts fo uaderstand the infimstueture and
facilifies in order to implement effective protection measures. To this end; Capitol campus law
enforcement agencies should communivcate, coordinate and collaborate with the OCS0 experts
when preparing perimeter seourity plans for svery large public gathering and event.

Cunclusian

A srgmﬁcnnt concetn identified within each of the flash  Feports highlights a lack of
communication and coordination amongst the many entities working across the Capitol canmpus.
Although each entity has specific roles and expertise, it is necossary for all of these experts to
come togother and collaborate to ensure that the Capitol campus is a moto secure and safe place
to work and conduct thc nation’s business.

Thank you for the opportunity to address the committes, Ilook forward to answermg your
questions,
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) The Honorable Karen H, Gibson
U.S. Senate Sergeant at Arms | Chalr, Capito! Police Board
May 18, 2021

Statemaent for the record before the
U5 House of Representatives Committes on House Administration
“Reforming the Capitol Police and Improving Accountabllity for the Capltol Police Board”

Chalrperson Lofgren, Ranking Minority Member Davis, members of the Committee, | appreciate
the opportunity to discuss how we can work in parthership to reform the United States Capitol
Police and improve the practices of the Capitol Police Board,

in my second month as the 42nd Senate Sergeant at Arms, | continue to learn about processes
that need Improvement or additional resources. 1 did not seek this position, but | accept my
responsibliities gladly, Like many Americans, | was aghast, appalled, and deeply angered by
violence at the Capitol on January 6th. | volunteered my services to the House Security Review
task force because | wanted to do all in my power to ensure such an assauli never happens
again, As a member of that sscurlty review team, Task Foree 1-6, | galned valuable insights into
many, of the operational and institutional challenges assoclated with securing the Capitol,

As Senafe Sergeant at Arms, my top priarity. Is to work with my parfners on the Capitol Police
Board and the United States Capltol Police to develop a comprehensive plan to protect the
Capitol and its occupants, This plan must not only safeguard the facility, the Members of
Congress, and their staffs, but also facilitaie constituent visits to lawmakers and ensure that
cltizens can safely exercise thelr First Amendment rights. We are guided in this work by the
desire to malntain a secure, open campus as reflacted by input from congressional
stakeholders.

The Informed decisions that will be required as part of this comprehensive security plan must
be considered in an ohjective forum free of politics. The current configuration of the Capltol
Police Baard provides such an ‘environment, The voting membership of the Board, which dates
back to 1873, combined with the 2003 addition of the Chief of the Capitol Police as an ex-offico
member, is the appropriate structure for advancing the security needs of the legislative branch
in an objective, nonpartisan, and bicameral manner.

As we learnad from January 6, the former Board’s responsiveness and decislon-making -
processes weré not well sulted for a crisis, That Is why we are working on other means to
provide the Chief of Police with additional flexibility to operate in an emergency, For example,
at Capitol Police’s request, the Board is considering a regulation that would allow the Chiefto
appolnt D.C, National Guard as Special Police Officers under exigant circumstances without
“having the Board convene separately to declare an emergency. The Board would then have 48
hours to aither confirm of deny the action, Dental by the Board would cease authorization of
the D.C, Matfonal Guard as Special Police Officers, In addition, we are encouraged by the Capltol
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Police’s work with law enforcement partners on a Critical Incident Response Force gapable of
rapld deployment in'an emergancy,

As Chair, | belleve the Board should be responsive, transparent and sccountable, Our current
day-to-day managerial practice reflects these goals. The 2017 report by the Government
Accountabllity Office that assessed the Board’s roles and responsibilities is instructive as the

“Board collectively evaluates and refines its governance approach and current operational
procedure;.

I am also focused on increasing the Board’s capacity to provide oversight and strategic guidance
to the Capitof Police through the work of a dedicated, permanent staff. Unlike Congrassional
comimittees with oversight functions, the Capitol Police Board has a single staff member, an
executive assistant assigned by the Capltol Police, Staff and counsel for each member augment
the Board’s work-on hehalf of their respective principals. This-ad-hoc staffing model can slow
declslon-making given the operational tempo of the respective Board member agendies. . .

A knowledgeable staff of reasonable slze would support the Board in providing strateglc
direction and needed transformation, based on credible threat intelligence and emerging
challenhges. At the same time, these professional staff would ensure Capitol Police responsibly
Use resources to mitigate risk and achieve well-defined physical security and policing objectives,
including when planning for known and unforeseen events. The establishmenit of dedicated,
professional staff would also extend the Board's capacity to effectively communicate with the
;ongressionalvcommunity and external stakeholders, soliclt stakeholder feedback, and provide |
consistent cutreach. '

Further, the Board's performance would also-be improved by developing a Strategic Plan, This
document would be used to communicate the Board’s priorities, vision, and overarching
guldance regdrding Capltol security, The Strategic Plan would also delineats concrete objectives
to be monftored for implementation and performance. Such a plan would go a3 fong way toward
addressing recommendatlons outlined inthe 2017 GAO review of the Capitol Police Board.

1 will close by saying how much | appreciate the opportunity to support the men and women of
the United States Capitol Police, who have protected the Capitol-and its occupants for more
than 193 years, As we move forward in developing and implementing our comprehensive plan
to secure the Capitol, we will do so fn an ohlective, transparent, bicameral, and nonpartisan
manner that balances security and access iiv support of American democracy,
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Statement of The Honorable J. Brett Blanton i
Architect of the Capitol Fh C‘,{}J{%SI

Architect of the Capitol
J. Brett Blanton

Statement before the Committee on House Administration
United States House of Representatives

May 19, 2021

Architectof the Capitol | LLS. Capliol, Room SB-16 | Washington, DO 20313 | 22280793 | wwwaoogov
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Chairperson Lofgren Rmﬂdnq Member Davis, and Members of the Committee, X appreciate the
opportanity to join my colleagues on the Capitol Police Board (Board) to discuss the January 6,
2021 US. Capitol Building breach. .

The events of January 6 were difficult to witness for the American people and extremely hard for all
of us on campus to experienee, As we contiriue to deal with the shock and disappointment of the
actions of those who chose to attack the U.S. Capitol Building, T remain pmud of and encouraged
by the professionalism displayed by the Architect of the C’:pttol (AOC) team in the face of this
dangerous and stressfal event.

On Janvary 6, members of my team-wese preparing the grounds and the presidential inaugneation
stage, Our artists and trades teams were excited to finish painting the stands a bright white with 2
deep blue edging on the main stage of the platform. As crowds began to appear on the West Front
at about mid-day, my staff was moved indoors or sent home. Shockingly, over the course of a
couple of hours, the hard work of our team was destroyed. The platforn was wrecked, there was
broken glass and othet debris littering the grounds, sound systems and photography equipment were
damaged beyond repair or stolen, two historic Olmsted lanterns were ripped from the ground, and
the blue paiat - we had so painstakingly worked on all moming — was tacked all over the historic
stone balustrades and Capitol Building hallways.

As the crowd began crashing through windows and prying open doors, my staff undertook several
amazing actions in support of Congress. AOC employees sheltered congressional staff in their work
shops to protect them from the crowd, other members of my team faced to the roof to reverse the
airflows within the building to help clear the rir of chemical irritants, like bear repelients and pepper
spray. Additdonal team members rushed bottles of water and eye wash stations to the U.S. Capitol
Polict: (USCP) officers in need of assistince.

As an agency, we served as a shining light of hope that day and in the days following the
insureection. As soon s seearity officials cleared the building breach, AOC employees worked
tirelessly to cleanup and begin repair work, Carpenters covered open windows and doors with
plywood to help secure the bullding, laborers began sweeping up glass and broken furnitare to
emablé Congress to continue its work, and our groundskeepers cleared a small mounain of debris
left behind on the West and Tast [ronts. Moreover, our decorative painters carefully returned the
platform to its glory We were committed to, and ensured that, the Blectoml College cettification
process could eontinue on January 6th. Furthermore, we were sharply focused on gerrmg the
campus prepared for the presidendal i m’mgumnon without Interruption to signal our nation’s
determination to suppett a penceful wansiton of power. All of this was done while the agency was
still handling pandemic-related responsibilites c'smpus-wxde under increased sisk of exposure since
many of my employees did not have the opportunity ot access to be vaccinated.

At this time, our teams also began to cacefully assess the damage to the historic building and
grounds. The initial assessment is that most of the damage — in areds mainiained by the AOC —
on the interior and envelope of the building consisted of broken glass, broken doors and graffitt
Statues, murals, historic benches and original shutters also suffered varying degrees of damage. This
damage to our precious arbwork and statues requires expert cleaning and conservation.
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Though much work semains to be done, T am also mindful of the steess that the event has had on
my employees. Common reactions to situations such as these include stress, anxiety and depression.
The safety and personal health of AOC employees is my highest privrity.

I am comumitted to making sure the agency conrinues to provide the necessary suppost services
through our Bmployce Assistance Program (EAP) which s free, voluntary and confidential.
Employees have access to trained staff counselors through EAP. They can also use TalkNow which
affers AOC employees immediate, 24/7 telephonic aceess o confidential, in-the-oment
counseling suppost delivered by qualified hehavioral health professionals, with no appoinmment
necessary. In addidon, many of the resonrces from the House Wellness Center and the House
Office of BEmployee Assisrance are available to AOC employees. This service includes a vatiety of
professional support sexvices and resources to address the needs of individual employees and their
family members, as well as the concerns of the greater organization and lts managers.

Looking ahead, there will be many discussions about the security of the Capitol campus. The AOC
has assembled a team of highly specialized professionals to teeat and maiamin the Capitol’s histoxic
fabric and actworks. The Appropriations Cominittees appsoved 4 transfer request of §30,000,000 .
that addressed the AOC’s initinl expenses incurred, including fanding for the temporary perimeter
fencing requested by the USCP.

Since Jannaty 6, the AQC has ensured that all available security-related resources be used ro suppotr
the required emergency security costs, including temporary perimeter fencing and support for the
National Guard. While thig teansfer addressed some of the immediate needs, expenses that we know
ate forthcoming are unfunded. That is why I pushed for congressional support of a comprehensive,
campus-wide facility usscssment.

This assessment is undegway and we should be seeing intital recommendations in the coming weeks.
Ovwer the nest six months, the assessment ream will evaluate physical seenirty oprions, and the
enginesring requirements necessary to accomplish those options, in order to provide Congress with
budger-level details needed to make decisions 4bout potential project and resource needs. The
assessment is critical to making informed decisions about the overall safety of the Capitol tampus
facilities, and vltimately, the safety of Members of Congress and their staffs. I appreciate the suppore
the AOC has reteived for this effort, Tlook forward to working with you to identify necessury
security upgrades to the facilities and infinstructure on Capirol Hill.

As a member of the Capitol Police Boaxd, 1 advise my colleagues on the impacts to physical
infrastructure of any security considerations being debated. My team plans, designs and constructs
physical security infrmstructure as approved by the Capitol Police Board and authotized by Congress.

"The events of Januaty 6 were stark reminders that instinational biases, priorides and actions taken
out-of-sync with actionable data yield poor decisions. 1f we do not leaen from these mistakes, the
Capitol tampns will continue to remain vulnerable to unknown and unexpected threats. History
teaches us that project costs for replicements and répaies beyond in-kind improvements aeross
campus will be considerable and beyond the scope of the current budgetary environment. The
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agency's facility security assessment is a pre-requisite to considering any new project work. We owe
it to taxpayers to accurately and adequatcly address the needs of the Capitol campus in coordination
with all appropriate entities as proposed in the assessment.

In addition to the assessment, the agency is undergoing a reorganization following a six-month
review that identified gaps in service and support, We are restructaring the sgeney w-empower staff
to make decisions, take appropriate risks and shine in service to others, Tn Octaber 2020, T
consolidated all AOC security and emergency service functions under a new position called the
Chief Sceurity Officer. The Office of the Chief Seeurity Officer is stuffed with highly skilied
professionals that enables the AGC to incorpomte a holistic approach for emergency management
that focuses oo both antral and man-made incidents.

Many of you have asked about what did T knovw, 15 a Capitol Police Board member, about the
events of Janvary 6. Leading up to January 6th, I parcticipated in 2 “Law Tnforcoment Partners
Ioauguration Briefing” hosted by Chief Steven Sund, USCP. Dusing the inzuguration briefing, then-
Chief Sund mentioned the expected rally near the White House but there were no actionable
intelligence or credible threats shared at that meeting. In terms of support for USCP, as 1 have
shared previously, then-chief Sund did not reach out o me or my staff with a request for an
emergency declacition or interest seeking National Guard stupport in advance of the breach. Then-
Chief Sund confixmied in his February 1, 2021 letter to Speaker Pelosi that he engaged in
conversations with other members of the Board (the House and Senate Sergents at Arms), but no
such coversation occurred with me or any AOC employee involved in Board matters. In addition,
the AOC has no recosd of the January 3 intel briefing cited in the media and by Acting Chief
Pittman.

Moving forward, how do we ensure nothing like this luppens again? First, T do believe the Boacd is
necessaty. There needs to be an organization that can make secutity decisions outside of politics
between the two Chambers or the two parties.

But personally believe that there needs to be more transparency and accountability of the Bosard.
We have a problem in my summation of overclassifying items that do not need to be classified.
Congress has given the President the authority to classify and delegate classifications down
throughout the executive branch. There is no entity on the legislative branch with that anthority. As
a résult, information is often defaunlted to a higher level of classification than needs to be in many
cases. "The tnsparency aspect is even more tioubling hecanse when everything is classified, one can
not enter inta 4 logical discussion with leadesship and ovessight on Board propomis because of the
limited sumber of individuals who have appropriate cleasances.

Second, the Board needs a dedicated staff to be responsive to Members of Congress, USCP and
other law enforcement entities. Cusrently, the Board is supported by staff who work for the AOC
and the House and Senate Sergents at Arans, Often this staff is charged with Boasd duties in
addition to their day-to-day portfolios. Hstablishing a staff specific to the Board will enable us fo
develop a steategic plan for the Capitol campus.
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Third, from my background in the military, 1 believe we need ro fundumentally change the role of
the USCP from a law enforcement eatity to a foree protection entity. 'This is similar to what you
would see at the Pentagon force protection agency. The diffexence between the two is law
enforcement is renctive and responding to a stimulus. A foree protection agency is proactive and has
the job of protection of fixed facilities and the occupants of those facilities.

Rousth, there needs be better coordiantion and teainiing for eonergency exeecises on campus. As the
events of January Gth demonsteated, real, live emergency events impact all organizations on campus.
When exercises are Bmited to # small number of participats or organizations, we mun the risk of
confusion by Members, staff and support personnel dusing a true emesgency.

Fusther, I am pleased rhat the USCP has begun working on formalized agreements of mutual aid
from extemal law enforcenent entitles, Once formalized, the agréetents would serve as a
‘mechanism that allows USCP to directly seck suppost from any ofher law enforcement entity within
the National Capital Region if they need in an emergent situation. In addition, I fully support the
feconstitution of & Militay Police battalion within the D.C. National Guard that provides dedicated
support for the Capitol campus. A dedicated unit will enable the USCP to trin with the battalion so
both sides know exactly what the other side’s tactics, technicues and procedures ave when an event
happens.

Finally, as It relates to the overall safety of the Capitol campus, I would be remiss if I did not
mention our commitment toward ensuring that adeguate measures are mken to mitigate the thret
of the COVID-19 pandemic across the Capitol campus. In the spirit of fall-transparency, I have
worked with the Committee on House Admiaisteation and the House Committee on
Appropriations to provide accurate cost updates to continue our COVID-19 response efforts.
Other than our initial installment of funding, which is fully obligated, the AOC bas been foreed to
use our critical infrastructure and security project funding to support Congress at a service level
recuived for enhanced cleaning and personal protective equipment. I ask for your support for our
requested security and COVID-19 funding,

Since bécoming the Architect of the Capitol, T have continually been impressed and inspired by the
great work of this agency. We have been in pandemic opetations for nearly 2 year, we supported
four lying in state and honor ceremonies and successfully facllitated 4 presidental inauguration. I am
honored to lead # reum whose extraordinusy offorts on January 6, and the days that followed, helped
Americans of all walks of life tke sobice in seeing order restored to the U.S, Capitol, We would
appreciate your support to ensuze thit we ase positioned to address the ongolag and furure facility
needs, in addition to the health and wellness of our incredible employees.

Statement befors the Cammitlee on House Administration,
Uniled Stales House of Represaniatives |
4



79

Testimony of William J. Walker
_ Sergeant at Arms
U.S. House of Representatives

Chairperson Lofgren, Ranking Member Davis, and
Members of the Commitiee on House Administration,

Thank you for the opportunity to téstify today on reforming
the Capitol Police and improving the accountability for the
Capitol Police Board.

Twenty-three days ago, I was blessed to be sworn in as the
Sergeant at Arms for the House of Representatives. Prior to
that, I was the Commanding General for the District of
Columbia National Guard. The seal of the District of
Columbia National Guard, which appears. on our uniforms,
bears the image of our citadel of democracy and serves as a
reminder that they are “Capital Guardians.” So, I have
some experience in protecting the Capitol.

In my time as Sergeant at Arms and also through my.
experience as the Commanding General of the D.C. National
Guard, I have been able to make some observations. 1 saw
on January 6 the commitment of the United States Capitol
Police officers who fought alongside partner law
enforcement agencies and the Guardsmen I commanded. I
also saw how the USCP was not appropriately equipped and
prepared for the events that transpired that day. All the
officers risked their life and limb, and they all deserve to be
trained and outfitted for what they face. The USCP needs to

1{Poge
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transform to meet this commitment,‘We cannot let down the
line officers, this institution, its Members or staff again.

The USCP is at an inflection point. The USCP needs to
transform into a hybrid proactive protective law
enforcement agency that protects the Congress-and the
symbols of our democracy. The increase in threats to
Members shows no sign of lessening. The USCP needs to be
in a position where it can protect individual Members ata
moment’s notice. This will require more dignitary protection
agents specially trained to protect Members from threats
throughout the country and the ongoing regmnahzatlon
effort is just one step in this transformation, There will be
growing pains. But the transformation is necessary. The
Capitol Police Board will hold the USCP accountable for
making this transformation.

The Capitol Police must be trained to the highest law
enforcement and protect standards and equipped with the
latest technology. We are reexamining the appropriate roles
and responsibilities for police officers to include the better
allocation of sworn officers. We must leverage non-sworn
individuals and technology to put officers to their best and
highest use. We.must reassess the standards for the entire
Capitol Police to make sure they are held to the same
standards as other law enforcement agencies, And we must
create a culture of leadership, accountabxlxty, and ownership
within the USCP. :

We meet in Washin‘gtoﬁ, D.C,, surrounded by many of the
best trained, equipped, and organized law enforcement
2{Pag e
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agencies for their particular missions. We can learn from
them and we will learn from them, I trust that the witnesses
on the other panel can provide perspective on the necessary
transformation.

In my fourth week here, and based on my 30 yeai‘s of law -
enforcement experience, it is clear that Capltol Police senior
leaders must be held accountable for the breach on January
6", There were failures in eqmpment, failures in training;
failares.in intelligence; failures in command and control and
communication; poor planning, preparation, and execution.
This Committee has had multiple hiearings on the challenges
of January 6, These are useful starting points for
éxamination into how the systems, stractures, and
organizations of the USCP did not perform as intended on .
that day and what changes need to occur. Further |
examination going forward is necessary to ensure that the
USCP improves.

There have been many questions about who is accountable
for the events of January 6. To move forward, I believe it is
incumbent upon all of us to work together as the USCP
Board, as Authorizers and as Appropriators to build the
USCP into a more formidable proactive protective law
enforcement agency that can protect Congress against all
who seek to harm our institution,
My pledge to this Committee, the Members of the House of
Representatives, and the Capitol community is to provide
my best security advice on any matter affecting the safety
and security of the Capitol complex. I have spgnt a lifetime
J|Page
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-in law enforcement, security, intelligence, and counter-
intelligence and T will provide my judgement and gmdance
based on my training and experience,

I have been a Member of the Capitol Pohce Board for 23
days, In collaboration with the Senate Sergeant at Arms,
General Karen Gibson, and the Architect of the Capitol, Mr,
Brett Blanton, I am committed to improving Board .
processes, .aécﬁuntability, and efficiencies, General Gibson
and I are new Members of the Capitol Police Board. This is
an example of accountability in leadership. I would urge the
Members of this Committee to be careful and thoughtful in -
striking the delicate balance between appropriate authorities
for the Chief of Police and an Appmprnate system of
accountabxhty for the USCP and the Board.

As some have noted, it is hard to find another law -
enforcement entity that reports to an organization like the
Capitol Police Board, There is also no other law enforcement
agency tasked with protecting two distinct bodies of
Congress and the elected representatives from all states, the
District and territories across the country. I certainly agree
that we must do better, and I will continue to work with my
counterparts to identify and pursue improvements in the
current policies and procedures of the board.

Currently, the Capitol Police Board has submitted
regulations pursuant to 2 U.S.C. § 1974 for approval by the
Speaker in consultation with the Republican Leader and the
President Pro Tempore in consultation with the Senate
Minority Leader to allow the Chief of Police to call upon the .
4iPage
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D.C. National Guard if the “Chief of Police notifies the ,
Capitol Police Board [assistance] as necessary to prevent the
loss of life or wanton destruction of property, and to restore
governmental functions and public order.” 1 am hopeful that
the regulation will be approved so, if necessary, the USCP
can receive assistance in an emergency. It is my '
understanding that the Speaker consulted with the Minority
Leader and approved this regulation,

Thank you for the oppoiz'tunity to testify foday and I would
be happy to take your questions,
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‘Verbal Testimony
Natibnal Organization of Black Law Enforcement Exécutives (NOBLE)
‘Before Committee on House Administration

Wednasilay, May 18, 2021

Committee Cha‘irperson, Representative Zoe Lofgren, and Ranking Member,

‘ ﬁepresentaﬂ\(e Rodney Davis, and mambers of the United States House
.Qommi’ctee oh House Admtnistraﬂon,‘l bring you greetings on beha!f of the
'Ekecutwa Béard, members, and constituents of the Naticm‘a! Qrganization of Black

Law Enforcement Executives —~ NOBLE. -

My name is Lynda R. Williams, and | am the National President of NOBLE,
Professor of the‘Practi'ce} Crimiﬁai Justice Ad ministration; Middle Tennessee State
Universiiy, ‘and‘ reti‘red Deputy Assistant Di ;;e'r:taf,: U.S. Secret Service.

| have sefved more than‘ 30 yearsv Inthe law enfor;ﬁement pr&feséion‘

ft is an honor for NOBLE t§ provide written testimony on the tople of “Oversight
of the _Januéry 6 éeforming the Capitol Pdlicé and improving Accoﬁntability for

the Capitol Police Board”
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and t am-humblgd to participate in this ongoing, Important work of root cause
ana Iy;is and remedies to strangthen the leadership and tactical posture of the
U.S. Capitol Police force, to ensure the safety and security of our democracy, the
séfety of the stewards ‘c;f our democracy embodied in our congressional
represeniatives, and the safety and securit\} of the many visitors, staff, and

fécilities.

Like you, | watched {n horror as the events of January 6, 2021 unfolded and
tevolved in’go what has- heen appmpriatgly descriﬁe& asa damesﬂc terrorism
attack on our»couat;try’ 5 demc;:rétic process and, more dir‘ectly, an él!uout éssad It
on the men ae;nd women of the U.S. Capitol Policé 4force and V.S, Cong_réss.

The aftermath of Jénuary 6 brought ;nany guestions and direct scrutiny:mgarding
tﬁe éépaytment's hrocesses, protocols, and méthodo[ogy arqund iﬁtelligencé
gath&ring an;l dissemination, theif ﬁperétionm and tactical pmcedur&a; their
capacity and-cbmpliance to tfaining, ‘as well as leadership oversight and

accountability.
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assessments which identifled a myriad of lapses in foundational situational
awareﬁess and fhreat assessrﬁent pratov‘:o‘!s,‘tactical emergency response
capabilities, a lack of baseline standardization of training with repetition and -
a;:countabiiitv in that training, and an iﬁéppropﬂate alighment of ;n,anpowe.r

adequate for thair mission,

Continuing, the two reports vielded no less than 84 recommendatlons mainly
talated © reﬂﬁing the Qpergtionat readinéss for the Capitol Police fseparﬁmenv s,
‘Civil Distu rbance Unit (COU) or its Intelligence gathering and dissemination |

a ppa:,'atus. Understanding that the iac':k df cipéraﬁunal readingss and tacﬁca!
brjeékdowhs \&;ere thé most giaring deficiencies on d!spiav on January 8, apc;
therefore have receivad the brunt of what is being highlighted *firstg ;; priority '
must be placed on the ;espcnsjbﬂ'ity, o.vers‘Igh't, and govemaﬁce of leadership’s

role in the manifestation of these deficiencies.

Often whaen there is a breakdown or a mishap i operations the ﬂrs_t casualty s
‘the lack of funding for a program; lack of funding begets misalighed resources,
begets scaled down procedures, begets noncompliance of soPandonandon

until the weakened process becomes the problem and rather than the decisions
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that created the weakened process. .The continuation of the roof-cause analysis
that is to take place in tbis and ﬁ;ture hearings must end this cycle of attempting
o just fix “process” without fixing accou ﬁtability of feadersh!f; an& govet:nance

ovarsight.

Let me be ctear when | say the reai!ty Is no agency or organization operates with
perfect on, but one cannot operate with any eﬂ’imency or success when the too is,
policies, oversight and internal controls do not keep pace wnth today' s chalienges
and threats; this is reﬂécted in the rank-and-file exﬁressing little ccnfid%&nce inits
leadership b@cal:lse of a percejved or real void of communicating vailues, ideas,

strategy or shared affinity for its mission,

| recognize the need to hit the reset button, to pause and take stock in whether
the organization [s operéti ng at fts most e“fficiént ahd hfghest le;/él, and the hard
truths that need to be confronted when the response is that it s not. Inmy
‘e‘xperiehce as a.n éxéwtive with the US Secret Service at various times between
2012‘through 2015, my agency qaxperienceci the maost cémpr.ehensive, but also
very public, overhaul for in%pr&emeﬁfs in its recruitment, hiring, traiiving, and

merit promotion in the agency's history. As a law enforcement executive, [ am
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very versed and experienced in “reading the room”, that s, in seeing the
challenges within the mission, of eva!uatmg and applylng the necessa& resources
to champion those chaflenges, as well as provide constant as§essment in
preparation for soéietal trends and changes within law enforcement and threat
influencers to forecast poss;ible countérmeasures, and responding accdrd i‘ngly.
‘COmparatwe to the U.5, Secret Service, the “wins” and succasses of the USSS can
be attributed to the reevaluation of our SOP fur acmunta bﬂity in trainmg, hirlng
based on workforze planning strategy and attrition, and leadership deve lopmem

and knowledge transfer hased on attrition.

In redefining theé role of the U.S. Capitol Police force, a shift in the paradigm in -
operati.onslof alaw eﬁfm_'cement agency versus a federal protective servi‘ce m-ﬁst
be holistically evaluated. The morale and bser’dfnman%sj of those who battled
'ardqously on January 6, ';Jmuld he cf;nsidered in this assessment as t?ﬁs a.gency'

moves forward.

Qver 30 years ago, Vhegan my federal career as a recruit for the U.S. Secret
Service Uniformed Divislon, The training class consisted of members from

‘Uniformed Division, as well as the U.S. Capitol Police. | am sure that training has
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evolved greatly since 1988. However, It is apparant that the training provided by
the Federal Law Enforcement Tralning Center {FLETC), as.weH as any subseguent
V;n-sewice training, was inéufﬁéient to mitigafe the surge of the violent
ihsqrrecticnists that day. lcannot'irﬁggine the he%blessness, the shock and fear of
those officers that gallantly repofted 1o dﬂty on January 6th, confldent of their
skills, duties and re&pbnsibi!ities o safeguard all that they Had been é,ntrusted to
protect. Even more, | am sure they felt erﬁbhld'ened thaiz they possessed the
resources {0 execute their mission to protect and serve the demclacrac\,f‘ of tbis
nation and all'fhat It was thought to represent. | am.certain that they believed
th‘a’c in a time of need, one would 6niy havg to express such and, w]ihout

hesitation, that hackup and reinforcement would expeditiously appear,

Upon my reflection, 1 am empathetic to the miljdget of those officers who must
report to duty aft;ar sucha hdrrendaus aﬁd unfathomable day In our coun_try’s B
history. 1pray dafly fc:r aach indivjdua!i traumatized and‘ permanently scarred by
those events that as time massages the pain, tﬁg physical scars are less ﬁSiblﬁ and
the mental anguish diminishas, the future of this distinguished police agenc:y will

one day agaln be the beacon of pride and respéct of each officer. As FLETC '
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graduates'future classes, the struc_tu‘ral foundation must be reinforced by the
lessons and sacrifices that the men aAnd woren paid in serving their nour;try.
George Santayaria is credited with the fa:ﬁoug quofg, “Those who do not
rememﬁertﬁe past are"conde;nned {o repeat it.” The Congfeﬁssmnal leadership
and others with oversight of‘the U.S. Capitol Pollce force owe tﬁege-éﬁicers. the
5trisctural foundation, funding, training, resources ané’coptir;ued support to
redefine thelr core valu(es of thelr common beliefs and behaviors of how they
conduct tﬁgmselves in work and int{e,réctione; with professioﬁa[ism; pride and

effectiveness.

Thank you
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The Honorable Zoe Lofgren 18 May 2021
Chalrpetson,

Committee on House Administration-

1309 Longworth House Offlee Building

Washington, D.C. 20516-8157

Mad‘ani Chalrperson:

My name is Jeffrey Buchianan and | have been asked to appsar as a withess
during the House Commiltes on Administration hearmg titled “Oversight of the January
6th Attack; Reforming the Capitol Police and Improving Accountabllity for the Gapltol
‘Police Board." 1 served as the deputy leader for the Capitol Attack Review Task Force
from mid January until early March this year. | retired as a Listtenant General In 2019
after a 87 year career in the Army.. Though | served in a number of key positions
overseas and in the homeland during my career, what brought me to the task force was
my experlence as the Commanding General of the Military District of Washington from .
2013-20186. Inthat role 1 led the military forces in the NCR in support of & number of law
enforcement agencies, Including direct support of the U.8. Capitol Police during
Nanonal Spacial Security Events, such as the annual State of tha Union Address,

Oir Task Force submitted our report and made more than 120 recommendations
in early March, 2021. | would like to highlight three areas that [ belleve your committee
would like to discuss: reformation of the Capitol Police Board (CPB), a racommendation
for the US Capitol Police (USCP) to shift their footis from law enforcement towards force
protection, and the need for a culiural change in the USCP to become a leaming
organization.

The Capliol Police Board was formed In 1873 and consists of three voting
members (the House Sergeant at Arms, the Sénate Sergeant at Arms, and the Architact
of the Capitol) and ona non-voting member (the Chief of the USCP). The CPB's
deliberate processes may work well for routine, non-emergency decisions and
guidanice, but can be challenged in a orlsls as we all saw on January 6th. Qur task
force recommended changes to USC 1870 and 1974 to enable the Chief of the USCP
to inltlate movement for augmentation in crisis situations. Under current statutes, the .
‘Chief cannot inltiate such movement until the CPB votes and declares an efmergency.
We also recommended that the Chief be empowered to appeal denlals of requested
augmentation in non-crisls situations to the leadership of both the House and Senate.
With sound leadership, | belleve that unity of effort is possible, even In a crisls. Unity of
commandwill not be possible unless Congress changes the CPB construct and
appoints a single person to be both responsible and accountable for security of the
Capitol and the people who work there, Such a change in the construct of the CPB was
bayend the scope of our task force, but it Is certainly worthy of consideration.

The stated mission of the USCP s to * pro‘ceci the Gongms -~ lis Members,
employees, vistiors, and facilifies — so it can fulfill its constitutional and legislative
regponsibililes In a safe, securs and opeh environiment.” Given that mission staterment,.
the USCP's stated purpose Is forge pretection. Qur observations and feedback we
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received from both Members and staffers, howaver, was that the USCP actually spends’
much of its energy on law enforcement tasks. Foroe protection and law enforcement
are not mutually exclusive, but if an officst Is spending time and energy on law
enforcement tasks that have little to do with force protection, the gualily of force
protéction will eventually erode. | am not arguing that we should Ighore o tolerate
viclations of the law on Capltol grounds, but enforcing the law should not be our
overriding purpose unless that enforcement Is directly related fo protecting Congress. |
believe that the USCP should shift its primary foous from law enforcenient towards force
protection. Such a shift would enable the USCP o betier understand evolving threals,
preclict attacks, and adopt an effective posture before during, and after crises.

A laaming organization is one “skiffed at creating, acqulring, and transferﬁng
knowiadge, and at modifying its behavior to reflact new knowledge and insights.”
Regardless of how it gets information, such a group applles what it learns for
organizational improvement, In my, judgment, the USCP is not a lsaming organization,
but it must become one If it is going to meet evolving challenges. Last year alone, the
USCP paid its members for more than 720,000 hours of overtime. Aside from being
both inefficient and expensive, all of that overtime. effectively provents training because
{here are no uncommitted personnel avallable o train. As a result, the USCP did very
litthe training at the individual, leader, ar collective levels for the past several years, Itis
my uniderstanding that the USGP has stiil not conductsd a serles of comprehensive
after-action reviews (AARs) in the weke of the 8 January attack, AARs are common .
practice in the military and most law enforcement aganmes and are vital for |
arganizational improvement and Individual learing in the aftermath of oritical incidents.
Without a significant change in the USCP's culture, one that values training and ’
individual development, along with an honest, self-critical approach to organizational
Improvament, the USGP will never Improve and meet the challenges of the future,

‘1 ook forwaid to your questions.

Jeffray 8. Buchanan )
Lisutenant General, U.S. Array (Retxred)
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TESTIMONY OF DR. LINDA SINGH
CHIEF EXECUTIVE OFFICER OF KALEIDOSCOPE AFFECT 3 LLC

RETIRED MAJOR GENERAL AND FORMER ADJUTANT GENERAL FOR STATE OF
MARYLAND

THE COMMITTEE ON HOUSE ADMINISTRATION
MAY 19, 2021

"Oversight of the January 6 Attack: Reforming the Capliol Police and Improving Accountability for the
Capitol Police Board"

. Good afternoon Chairwoman Lofgren, Ranking Member Davis, and members of
. the Committee; thank you for the opportunity to appear before you today.

1 am Dr. Linda Singh, a retired Major General and the former Adjutant General of
Maryland with over 38 years of leadership, organizational and individual change,
ahd systems integratioﬁ experience, | have served in various senior exe‘cutiye—
level positions, with a blend of public and private sector experience that spans
‘health, defense, state, and local government.

Today | will briefly discuss several areas | consider fundamental to the success of
any organization. In reviewing the'three flash reports produced by the United
States Capitol Police, Office of the Inspector General, and the United States
Capitol Police Department Strategic Plan for 2021-2025, It is clear that léadership,
execution, communication, and accountability all played a significant role on
-January 6, 2021,

. Culture

At the heart of any organization is culture. Culture can be part of what leads an
organization to success, but it can also be an organization's demise, Often when
things go wrong organizationally, our first reaction is to make wide-sweeping
changes in the hopes of correcting past issues. While | am not advocating that’
change is urtnécessary, | am strongly asking each of you not to underestimate the

1
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role that culture played in the actions and behaviors of leadership and the officers
on January 6, Without addressing culture but making broad sweeping
organizational changes to increase Its effectiveness, it will not lead to the
organization's success. We must understand that culture Is just as much of &
eulprit In an organization's performance as the measures are themselves. The
culture that | am referring to is also the culture that makes this institution unique
yet highly challenging. For instance, the Capitol Police are used to visitors and
individuals-that are, for the most part, orderly, compliant to rules, and respect our
Capltol. What they are not used to is what they experienced on January 6. The
Capitol Police Board Is not without its challenges, but without this type of
organization, the Capitol Police would be required to report to the Committees.
In my opinion, eliminating the Capitol Police Board with nothing to replace it
would be similar to eliminating the Service Secretaries, and all services wers left
to engage with the Secretary of Defense, | would go a step further to say that the
problem with the Capitol Police Board. from the past was more about
personalities dnd leadershlp experience than it was about the process of the
board, Personalities arid inexperience with thé threat we were facing was the
problem, The deep-seated culture of this amazing Institution clouded the view
and actions of leaders. It appears they were operating with a business as usual
mindset. When it comes to force protection, it is not business as usual. Whether
you are the police force, police board, or force protegtion agency, culture Is
fundamental in setting the course for behavior. Changing 'an organization's
husiness as usual mindset to a more focused and Intentional mindset is the
fueling mechanism to change behavior, thus changing their culture. Culture is
what allows us to rectuit, retain and create a high-performing organization. We
can't wait to get the proper organizational construct is In place to address the
culture. We must definie the desired values and behaviors, align culture with
strategy and connect culture to accountahility. But before we can get to that
point, we must understand the level at which culiure is standing in'the way of
success,
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Responsible Leadership

It'is clear from the Inspector Gerieral's report and there are leadership challenges
within the Capitol Police. But based on my experience, leadership begins at the
top and ends with the execution of the strategy. Most leaders cannot effectively
operationalize or communicate their strategy, which shows up in the inability to
exacute on it either, Leadership is more than just behaviory it is about having an
overall attitude of responsibility. It means staying on top of problems and not
assumning someone else will step in. It means ensuring your team is trained
equipped, adequately staffed, and ready to execute their mission. Respans:bla
leadership is havmg a results-based mindset and knowing that you are only as
effective as your team's results. You are responsible for ensuring your team
maves in the direction necessaty to achieve the desired results, Leadarship is
about not shirking away from the tough decisions and takes steps to fix problems.

Responsible leatership begins with the leader's visceral connection with the
organization. The leader fesls pride when the organization succeeds and is pained
during chaitengmg periods. They don't shy away from the necessary planning, |
preparing, and training for uncertainty, Leadership is about preparing your
organization for what is to come when you rarely know when the next crisis will
hit.

The leaders of the Capitol Police and the organization itself ill-prepared for the -
events leading up to 1/6. No erisis action planned being implemented and based
on testimony that ['ve haard from many of the leaders of the Capitol Police, and it
did not exist,” According to Gene Klann, the author of Crisis Leadership, leaders
must be visible, present, and available during a crisls, They must seek credible:
information, communicate and use appmpnate channels to distribute
information promptly I would argue that this is crucial during a crisis and even
more crucial during steady-state operations. Transparency is more than just a
buzzword; it Is about ensuring the information Is pushed out, updated, reviewed
and pushed out again. You can't assume that it will be read or mare importantly
acted upon if it is pu_shed ‘out via email once. You have to do the rinse and repeat
cycle multiple times,
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During the initial onset of a cilsis, there is immense pressure to act — and act .
quickly. In most cases, you have to begin tackiing a problem before you have a
solid grasp of what's happening. 1f you-are in charge, take charge. Be proactive;
take the Initiative, Take action when leading through a crisis, cominunicate those
acttons truthfudly and honestly. Leaders nead behaviars and mindsets to prevent
them from overreacting to yesterday's developments and help them look ahead.

Communication

The most basic and perhaps the most essential item highlighted in the Inspector
General's feport Is communication. - As we have seen, effective communication
can make or bréak a leader as well as the organization. It must be clear, precise,
and-honest. Leaders who communicate effectively and learn from their mistakes
are poised for success. Those who flounder, vacillate, and communicate poorly by
not providing trustworthy information or falling to follow through can harm their
arganization. Leaders nead to realize that organizational readinéss relieson
leaders to be out front, on the fiald, and know that it is not business as usual.

In the military, we say you must lead by example. Your team will see what you do
and hear what you say as the modal of how they should behave under certain
crcumstances. Employees tend to emulate how they see leaders acting and
communicating.

Exacution

Muost organizations miss tne mark when operationalizing their strategic plans,
and the execution missies are prevalent In the Inspector General's reports.
Research in the Harvard Business Review shows that 71 percent of employees i
companias with weak execution believe strategic decisions are second-guessed
instead of 45 percent of employees from companies with strong execution.
Execution relies heavily on leadership’s ability to communicate the strategy and
plans internally and externally to the organization. Execution depends on each
member of an organization to perform when leadership Is not accessible, so it's
vital to ensure everyone understands it Is their responsibility to help their leaders
achieve. Strategy execution relies on having key performance indicators, metrics,
and measures while continually assessing progress toward goals.
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Measure, verify and validate.

This area can be the simplest yet hardest to achieve because we don't establish
the right metrics and measuras, Again, the !nsp@étor Geaneral's report focused on
not having adequate Internal controls, measures, and comprehenslve plans,
Leadership must put Into place the right metrics to understand whether the
organization Is making progress. They also must not put this on cruise control and
forget about verifying and validate information, processes, and, most Importantly
that their teams are performing.

While deciding to reform the Capitol Police can not be taken lightly. If the A
fundamental leadership and culture Issues are not addressed, they will still be
pervasive regardless of what you call the organization. These Issues will also still
prevail if we ignore the fact that leadership is about more than who s at the top,
it-is also shout those leadlers responsible for the execution of the day-to-day
mission. | appreciate the opportunity to appear before this Committee.

[ Hook forward to answering ahy questions you may have,
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Task Force 1-6 Assessment

At the direction of the Speaker of the House, Lieutenaut General Russel L. Honoré, USA
(Retired) led an immediate forward-looking, non-partisan, six-week review for the purpose of
identifying actions or decigions that could be taken immediately or in the near-term to improve
the security of the Capitol, Members, and staff. To complete this review, a team of experienced
professionals with law enforcement, legal, personal protection, intelligence, operational, and
Congressional experience was assembled, hereafter referred to as Task Force 1-6. Specifically,
the Task Force was directed to review and provide recommendations in the following areas:
Capitol security operations, infrastructure physida]. security, and Member security in their
Congressional districts, their residences, and during travel.” All findings were passed to the
House Sergeant at Arms.

Given the immediacy of the review, the members of the Task Force met with the
leadership, staff and members of the U.S, Capitol Police (USCP); the House and Senate
Sergeants at Arms; the Architect of the Capitol (AOC); the Mayor of the District of Columbia;
the Metropolitan Police Department (MPD); the Metropolitan Washington Council of
Governments (MWCOG); numerous Federal Law Enforcement Partners (FBI, DHS, FPS); the
Departments of Defense and the Army; the Pentagon Force Protection Agency; and the National
Guard Bureau and relevant subordinate commands, such as the D.C. National Guard. The Task
Force also met with Congressional Members and staff, both as individuals and as Congressional

committee leaders for both the Senate and House.

*Although the facts and circumstances that led to the events of Jannary 6 remain under investigation by others, we make our
recommendations based on what we were able to learn and observe within the corapressed timeframe of our review.
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While the review focused on the House side of the Capitol, many of the security
reconimendations necessarily have broader applicability. There are several institutional
challenges unique to securing the Capitol. Most evident is the inherent tension between pﬁblic
access and physical security. Any security measure that reduces physical access to the Capitol
Complex makes it less accessible to the public it serves. As representatives of the people,
Members understandably seek to be available to their constituents and transparent about their
travel and activities, yet such opérmess can create physical security vulnerabilities. As such, a
bicametal approach to secutity improvements is essential o reducing vulnerabilities and
safeguarding Members in the Capitol and in their Districts. This may require Members to
overcome institutional reluctance to appropriate tax dollars to fund necessary security
improvements in support of the legislative branch. The Task Force recognizes that
implementation of its recommendations will ultimately be shaped by political, budgetary, and
other considerations,

OPERATIONAL REVIEW
Intelligence
Intelligence Focus. Threats against the Capitol and Members have shifted dramatically, both in
volume and nature. Today’s threats are not only more numerous but increasingly come from
domestic elements. Individuals and groups advocating extremist views actively use the internet
to propagandize, recruit, radicalize, and organize political violence such as the Capitol Attack.
Some also target Members with threats of violence. The USCP is not postured to track, assess,
plan against, or respond to this plethora of threats due to significant capacity shortfalls,

inadequate training, immature processes, and an operating culture that is not intelligence-driven.

Intelligence Capacity. Only a handful of people in the USCP have significant intelligence
training. The understaffed Intelligence and Interagency Coordination Division (IICD} lacks the
experience, knowledge, and processes to provide intelligence support against emerging domestic
threats. It urgently requires a modest increase of trained analysts to support USCP threat
intelligence requirements. This larger team must standardize its intelligence processes and will
require tegular professionalization training, modern analytic tools, secure workstations, and

classified workspace to function capably.
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Intelligence Awareness, Assessment, and Sharing, Decades of experience with foreign terror
threats prove that success cornes through close collaboration across the intelligence and law
enforcement communities to obtain early warning and gain collective understanding. The USCP
has Haison officers 4t the Joint Terrorism Task Force and elsewhere, but very few are trained
intelligence analysts. “The [ICD must sustain routine, analyst-level interaction with organizations
that look at similar threats in the NCR or to Congressional Members and staff. The USCP would
also be well served by placing intelligence specialists in the Washington Joint Terrorism Task

Force and accepting augmentation or Haison officers from the NCR Threat Identification Center.

intelligence - Operations Integration. 'Threaf identification and understanding is not the sole
responsibility of the intelligence staff. Leaders across the USCP have a responsibility to demand
that the intelligence team look beyond imminent events to confirm or deny developing threats
and to inform operational training and preparation across the USCP. Command Center staffing
should include an IICD representative and threat briefings to the broader team should be a daily
routine. USCP leadership must actively integrate intelligence functions into the USCP’s daily
operations, force protection decisions, and future planning, This will require additional
intelligence research specialists and supervisory analysts, training on analytic methodologies and
software tools, and the procurement of equipment to accommodate a more robust team. Just as
critically, however, this will require a dramatic, consistent, leader-driven shift in the USCP’s

cultural mindset toward threat-based operations and decision-making,

Capitol Police Board Decision-making During Emergencies

The Capitol Police Board’s (CPB) deliberate decision-making process proved too slow and
cumbetrsome to respond to the crisis in January, delaying requests for critical supplemental
resources. We recommend revisions to 2 U.S. Code §§ 1970 and 1974 to give the USCP Chief
the authority to request external law enforcement and National Guard support without CPB
preapproval in extraordinary emergency circumstances, when necessary to prevent the loss of
life or wanton destruction of property and to restore governmental functions and public order.
Moreover, when conducting crucial advance planning for mass demonsirations and NSSEs, the
USCP Chief should have an avenue to appeal denial of requests for support or inaction by the

CPB on such requests to House and Senate leadership. We also recommend an independent
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review of the n.e}cessity for, and command and control effectiveness of, the Capitol Police

Board’s authority over the USCP.

Dedicated Quick Reaction Force to the District of Columbia

Our national capital is a prominent tourist destination, venue for many peaceful First
Amendment activities, and a high-value target for foreign terrorists or domestic extremists, yet it
has no dedicated QRF for response to crises. The USCP relies on augmentation from other
civilian law enforcement agencies for emergency support, but we recommend establishment of a
robust, dedicated QRF, not only for the USCP, but té serve the nation’s capital writ large.
Mobilized National Guard forces currently supplement the USCP, which is temporarily sufficient
but not a permanent solution. We propose three long-term options for consideration, all of which
involve the Executive Branch. The first would be to establish a QRF from existing federal law
enforcement entities with appropriate legal authorities and appropriations to staff, train and equip
such a force. The second would be to build a QRF under the command of the I.C. National
Guard. This could be done by mobilizing military police from Guard elements across the U.S.
on rotations of three to six months., Another option would be to create a QRF that permanently
resides within the D.C. Guard by reestablishing a military police battalion and staffing it with

Active Guard Reserve troops who live in or near the city year-round, perpetually on active duty.

The U.S. Capitol Police

USCP Force Structure. The USCP were understaffed, insufficiently equipped, aﬁd
inadequately trained to secure the Capitol and Members when vio}ently attacked by a large mob,
To remedy personnel shorifalls, the Task Force recommends several changes. First, the USCP
should hire sufficient officers to fill all current vacancies; this is now 233 officers. The Task
Force identified several specific areas for additional capacity, as detailed throughout the report.
Due to a lack of available personnel and increasing demands, the USCP has employed a vast
amount of overtime to meet mission requirements (nearty 720,000 overtime hours in Fiscal Year
(FY) 2020 and over 55 percent of enacted overtime in just the first five months of FY 2021).
Not only is this moﬂel unsustainable, it leaves the force with no ability to pull officers from the
line to train at the individual, leader, or collective level or to prepate for evolving threats. As

such, the Task Force recommends the USCP receive an additional 350 authorizations to reduce
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overtime costs and adequately fulfill its assigned missions. We further recommend the USCP
receive 424 additional authorizations to fill assessed capability gaps, which includes intelligence
specialists, operational planners, supervisors, Civil Disturbance Unit (CDU) personnel and
trainers, and dignitary protection agents, to name just a few. This results in a total “plt;s—up” of
854 authorizations to the USCP. These personnel increases Willyreqﬁire adequate appropriations
to meet USCP recruiting objectives and initial training and onboarding requirements, The Task
Foree recommends consideration of alternative recruitment methods such as inelusion of lateral

hiring practices to achieve recruiting goals.

USCP Force Training and Leader Development. The USCP has a sound system for training
new officers so they are fully qualified before assuming their duties, Once they enter the force,
however, the officer utilization rate is so high that they cannot stép out of their operational roles
for follow-on or refresher training. Addressing manpower issues should resolve this problem,
but the USCP should also reexamine and upgrade its training curricula to incorporate the most
modern police tactics. There are even greater shortcomings when it comes fo collective training,
i.e. training together as teams. Collective training is imperative for elements that operate as
units, like CDUs or Quick Reaction Forces (QRF), but there is tremendous value in collective
training for the rest of the force as well. Prior to NSSEs, leaders from security elements across
the NCR come together to prepare as a group and conduct table-top rehearsals. USCP leadership
participate in these collective training events but must follow up with similar rehearsals with the
rest of the USCP. We recommend the USCP plan and execute a collective training event every
quarter against a different contingency situation, wrapping in members of the CPB and
interagency partners to ensure collective readiness in a crisis.

The USCP usually selects leaders from its own ranks but offers little in the way of leader
development training after promotion to supervisor. Leader development is especially critical in
organizations that may operate in ctisis situations or are charged with saving lives, Well-
prepared leaders can operate with agility and confidence in complex situations, making sound
decisions under pressure, An active training and progressive leader development program and
schooling to include a transition course from Private First Class to Sergeant will enhance every
USCP leader’s ability to perform in a crisis. The USCP must also institute a deliberate program

of After-Action Reviews following every significant operational event or training exercise in
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order to leverage organizational and individual experience while it is fresh to maximize learning,

address deficiencies, and sustain excellence,

USCP ¥mplementation of the National Incident Management System. On January 6%, the
USCP were challenged to effectively incorporate reinforcing elements from external units. We
recommend they develop and practice standardized procedures for employing outside law
enforcement in accordance with the National Incident Management System’s Incident Command
System. Such practices include operating a staging area for receipt of supplemental forces,
administrative onboarding, assignment of tasks, and initial deployment of supporting petsonnel,
These processes ate essential for providing the Incident Commander with an awareness of
arriving assets, their numbers and capabilities, specialized equipment, specifically trained
personnel, and other vital information. They also provide a means to rapidly brief new arrivals
on the situation and establish communications within the radio network. Without such

processes, integration is less effective and is not driven by an overarching operational command.

USCP Operations and Equipment Requirements. Internal communications were a problem
during the attack in part because the USCP failed to use “talk groups™ on the radio, which would
have allowed leaders to bypass the constant, high-volume tactical chatter to communicate
without the interruption of other radio traffic. The USCP must take full advantage of its highly
capable radio system to prevent confusion and establish clear command and control. Without
earpieces, many officers were also unable to hear or understand radio communications due to
overwhelming noise from the crowd. Every officer must be equipped with carpieces as part of
his or her uniform and directed to wear them. This should not be optional. We also recommend
the USCP be equipped with Body-Worn Cameras (BWC), an item not cutrently in their
inventory, to improve police accountability and protect officers from false accusations of
misconduct, BWC also provide visual and andio evidence that can independently verify what

happened in any given situation, leading to better investigations and prosecutions when needed.
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USCP Force Capability Enhancements

Civil Defense Units (CDU). CDUs are specially trained and can be activated and assembled to
monitor and respond to illegal activities that present themselves during First Amendment
assemblies, mass demonstrations, or civil unrest. USCP CDU are currently only available when
planned for in advance, limiting the USCP’s ability to react immediately to spontaneous
threatening events. We recommend the USCP maintain dedicated CDU platoons on duty any
time Congress is in session. Addiﬁona]]y, all USCP Uniformed Services Bureau officers should
receive basic civil disturbance training and be issued essential tiot gear, including less-lethal

equipment, for sitvations in which additional manpower is needed to back up CDU platoons.

Explosive Detection Dog (EDD). EDD teams play a key role in providing comprehensive
security. With an ability to detect explosive odors down to parts-per-trillion, their wtility in
providing a first line of defense cannot be overemphasized. Unfortunately, the USCP K9 unit is
challenged to meet increasing operational requirements due to vafilled positions, non-mission
capable teams, and aging dogs. Besides filling existing vacancies, the USCP‘ should consider
increasingbthe size of the EDD force so they may also be employed more broadly, The USCP
should recruit and hire additional EDD bandlers, equip them with civil disturbance equipment,

and procure additional X9s where vacancies and K9 retirements are needed.

USCP Mounted Unit. The USCP should also consider reestablishing a mounted unit,
recognized elsewhere as providing a less lethal law enforcement force multiplier. Best used in
high pedestrian and dense crowd areas, a well-trained horse and rider can assist in controlling
crowds or quelling disturbances with few serious injuries to demonstrators. They increase
mobility, allowing officers to reach a scene more‘efﬁcienﬂy than on foot or in a vehicle. A
rider’s elevated position allows ther to better assess a crowd and its actions, eliminate or curtail
face-to-face confrontations, and provide a calming effect on a crowd in tense situations. Police
horses can also serve as “maving walls” capable of shifting large crowds or separating
antagonistic groups. Mounted units have been reestablished in other jurisdictipms such as
Tampa, Chicago, and Atlanta due to their operational effectiveness. The USCP’s former

Mounted Unit, disbanded in 2005, was prepared to provide immediate emergency response,
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assist in searches for lost or wanted persons, assist in crowd management, and perform in

ceremonial details.

National Capitel Region Integrated Security Plan

There is no overarching integrated security plan for the NCR, which consists of the District of
Columbia and six counties in Maryland and Virginia. Some law enforcement elements, like the
1.8, Park Police and USCP, have geographic jurisdictions. Others, such as the U.S, Secret
Service, are functional. Reporting chains are even more complex, with various entities repotting
to different governors, the D.C. mayor, or federal agencies. Cooperation is built on mutual aid
agreements through the MWCOG, which works well for fire, emergency services, and NSSEs,
but daily or emergency coordination can be challenging. We recomrﬁend a federal agency such
as DHS lead a collaborative effort inclusive of the CPB and designees frém the Office of the
Governor for the states of Maryland and Virginia, and the Mayor of the District of Columbia.
The collective planning effort would be key to developing a shared understanding for any
response effort and better enable unity of effort. This plan should be exercised quarierly through

table-top exercises and reinforced in daily operations.

Clarification of DoD Directive 3025.18 Concerning the Commander, D.C, National Guard
Procedures that delay requests for and approval of USCP augmentation by law enforcement and
military personnel should be modified to facilitate a rapid response in extremis, DoD Directives
are one area where clarity could be improved. We recommend DoD Directives be amended to
make clear that, notwithstanding any restrictions on employment of the D.C. National Guard in
non-emergency situations, the Commanding General of the DC National Guard shall retain
“emergency authority” as defined in DoD Directi‘ve 3025.,18 “in extraordinary emergency
circumstances where prior authorization by the President is impossible and duly constituted local
authorities are unable o control the situaﬁon, to engage temporarily in activities that are
necessary to quell large-scale, unexpected civil disturbances” when necessary “to prevent
significant loss of life or wanton destruction of property and are necessaty to restore

governmental function and proper order.”



109

PHYSICAL INFRASTRUCTURE
The Task Force recommendations listed hereafter require immediate action and appropriations
where appropriate to enable the AOC or the USCP to initiate contracting actions and begin work

on much-needed security improvements as soon as possible.

Capitol Fencing and Infrastruciure Improvementy
In securing the Capitol grounds, competing desires for maximum public access and guaranteed
security create a situation where neither goal is achieved. No fence presents an insurmountable
barrier. Obstacles do not prevent penetration by themselves, but serve to slow or canalize
intruders, allowing security forces to focus a response to specific sites as necessary. For full
effectiveness, obstacles also require unblinking observation from human eyes, cameras, or other
sensors. The current, temporary security fence surrounds such a tremendous area that it requires
significant personnel resources to monitor its entire length. As the fencing comes down, we
recommend it be replaced with a mobile fencing option that is easily erected and deconstructed
and an integrated, retractable fencing system in the long term to secure both the Capitol Building
and Congressional office buildings. Such a solution could enable an open campus while giving
security forces better options fo protect the complex and its Members should a threat devélop. :
Due to previous piecemeal or incremental modernization efforts, many facets of the
Capitol’s physical security infrastructure are neither interoperable nor integrated. For instance,
there are numerous cameras in the Capitol Complex, but they are not entirely integrated or
linked. The Capitol Complex needs a fully integrated system of obstacles, cameras, sensors, and
alarms and we recommend the USCP in collaboration with the AOC contract with the U.S. Army
Corps of Engineers’ Electronic Security System Mandatory Center of Expertise to help develop

and build such an integrated system.

Mobility Within the Capitol During Emergencies

The evacuation of the Capitol was an extraordinary event in which USCP and U.S. Secret
Service leveraged accessible, ﬁnimpeded routes to move Membérs and staff to safety. Such
evacuations should be adequately rehearsed. Appropriate improvements to infrastructure and the

procurement of relevant technologies should be expedited to enable wayfinding during
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emergencies, as outlined in our report. Lastly, the AOC should install means to selectively

compartmentalize areas of the Capitol Complex, also detailed in our report.

Capitol Complex Screening Procedures, Tools, and Infrastructure

Background Checks. The Capitol Complex must review its screening procedures and its use
and application of background checks for identification card holders, and must expand
employment of modern tools throughout the complex to enhance the safety of all Members, staff,
and legislative employees. Requiring background checks for identification card holders and
employing card readers more widely throughout the complex would decrease insider threat risks

and enhanee the safety of allrMembers, staff, and legislative employees.

Screening Portals and Access Poinfs. Screening portals for visitors and staff should provide
guards sufficient time to observe approaching individuals at a distance and provide sufficient
space for processing workers and visitors. The AOC is procuring screening vestibules for the
Capitol’s south and north entrances that will more appropriately serve the building’s needs. This
work should be expedited and expanded to other buildings where needed. The Architect should
also expedite repair and bardening of vulnerable windows and doors, prioritizing this wortk based

on assessed vulnerabilities.

House Information Technology Systems and Cybersecurity ‘

Although the House has centralized portions of information technology management (IT), the
current oversight model results in a decentralized cybersecurity strategy that could lead to gaps
inksecurity and privacy throughout the organization, Centralizing IT authority would ensure best
practices are utilized to minimize cybersecurity risk and provide comprehensive oversight of IT -

systems, administrators, and processes.

USCP Command Center and Infrastructure Requirements
The USCP headquarters‘ and Command Center facilities are subpar and require substantial
renovation or replacement to accommodate adequate primary and alternate command, control,

and coordination functions, and provide sufficient secure office space and resources to support

10
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officer training, equipment storage, and daily work. The Task Force also recommends

improvements to address continuity of operations considerations.

- MEMBER SECURITY WHILE TRAVELING AND IN THEJIR DISTRICTS
Member Security During Travel ' .
Dignitary Protection Services. The Member threat environment is not confined to the Capitol
Complex. Although the USCP’s Dignitary Protection Division (DPD) provides adequate
security to House leadership, other Members, faced with varying threat levels, have limited or
inconsistent protection at their homes, in their disﬁ‘iots, and while in transit. When the threat
warrants, the DPD assigns a dignitary profection team to a Member for a period, but this process
is not standardized or evenly applied. The DPD should develop a threat-based protection model
that can be consistently applied to non-leadérship, allocating protection resources based on an
evaluation of risk to Members and their families. With communicated threats against Members
tracking at nearly four times last year’s level, the DPD should also increase in size to viably
handle growing demand for Member security. Admittedly, not every threat is credible, but every
threat warrants attention and must be taken seriously. Upon investigation, some percentage of

threats will shape a change in travel plans or warrant exira security precautions.

Member Security Systems and Tools. Member travel security is not handled efficiently. The
process is largely manual, labor intensive, and fails to fully leverape federal, state, and local
partnerships along the transit route, in the home district, and near the Member’s residence, The
Task Force recommends the House Sergeant at Arms establish a modestly staffed, technology-
enabled Member Travel Operations Center (MTOC) to centrally manage Members’ travel
security needs. A regional foeus within the MTOC and close collaboration with the House
Sergeant at Arms District Service Centers would facilitate consistent relationships between
Members® offices, MTOC facilitators, and the supporting state and local law enforcement

communities.

Member Security in their Congressional Districts and Residences.
Security is also inconsistent across the approximately 900 Congressional district offices. The

HSAA contracis security systems for many of these offices, but should establish a plan to cover

11
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all of them through the same process. Installing and monitoring security systems for 100-percent

coverage will require additional funds. Members presently use personal resources and campaign

funds to procure security systems for their homes. Members® home security needs and their

ability to finance security requirements vary considerably, We recommend Congress appropriate

sufficient fonds to the HSAA to manage & Member allowance for installation and monitoring of

a standard residential security system.

Conclusion

The breach of the U.S, Capitol on January 6 brought into stark relief the need to immediately

improve the security of the Capitol Complex and the security of Congressional Members and

staff. Immediate action is therefore required:

The Congress must immediately fund infrastructure contracts managed by the Architect
of the Capitol to repair or replace doors and windows, authorize mobile fencing design
and procurement, and authorize U.S. Army Corps of Engincers’ assessment of long-term
improvements to perimeter fencing and security surveillance and sensing systerms.
The Congress and the Capitol Police Board must immediately amend relevant statutory
and internal Board policies to better enable crisis decision-making and empower the
USCP Chief to initiate timely augmentation in emergencies.
The Capitol Police Board must immediately approve the U.S. Capitol Police Chief's
outstanding request for security angmentation from the National Guard. »
The Congress must direct the USCP to take immediate action to eliminate personnel
shortfalls, currently 233 officers, through enhanced recruiting and incentive programs.
The Congress must immediately authorize a USCP force structure increase and
appropriate sufficient funding to hire the additional 350 officers needed to buy-down the
long-standing and well-documented overtime problem within the USCP.
The USCP must immediately:

o Improve intefligence integration, develop daily intelligence summaries, and

disseminate relevant and needed intelligence to front-line leaders,
¢ Conduct necessary individual training and leader development, rehearsals, and

After-Action Reviews.

12
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o Participate in the MWCOG Police Chiefs Group and approve appropriate Mutual
Aid Agreements.
¢ Implement the National Incident Management System and rehearse the Incident
Command System. '
o The Congress must immediately authorize appropriations to enable the Sergeants at Arms
to procure security systems for all Member district offices and residences; this includes

appropriations for design and procurement of techmologies and software applicatiohs to

improve coordination for Member security needs.

13
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@he Washington Post

Democracy Dies in Darkness

Trump’s 2020 crusade has led to 700 years in prison
sentences

Analysis by Aaron Blake
Staff writer

September 6, 2023 at 4:39 p.m. EDT

Justice awaits Donald Trump for his effort to overturn the 2020 election. But even as his indictments have landed,
we've seen some of the longest prison sentences yet for those wrapped up in his “big lie” alleging that election was
stolen. The longest was handed down Tuesday in the case of former Proud Boys leader Henry “Enrique” Tarrio, who
received a record 22-year sentence for seditious conspiracy.

Tarrio and other high-profile defendants involved in the storming of the Capitol on Jan. 6, 2021, have often
confronted their legal fate by pointing a finger at Trump. Tarrio’s lawyer called his client a “scapegoat for Donald J.
Trump and for those in power.” A lawyer for fellow Proud Boy Joseph Biggs said that the group’s “commander-in-
chief” — Trump — “sold them a lie.” A lawyer for a third Proud Boy, Zachary Rehl, argued that “certainly believing

the commander-in-chief and heeding his call should yield some measure of mitigation” in Reh!’s sentencing.

All told, well over 100 Jan. 6 defendants have cited Trump’s role in their actions. That should certainly be viewed as
the blame-shifting legal strategy that it is. But it does appear to have some merit, given that Trump’s claims of
massive voter fraud were demonstrably false and were a necessary component of that day’s events.

Certainly Trump can share some blame when it comes to the huge toll exacted on people’s lives.

The sentences over the past week — including 22 years for Tarrio, 17 for Biggs and 15 for Rehl — bring the total
number of years of incarceration in Jan. 6 sentences to about 700, according to a Washington Post review of Justice

Department data.

More than 350 people have been sentenced to jail or prison time, with an average sentence of just less than two

years.
Some other numbers:

¢ 10 people — most of them Proud Boys or members of the far-right Oath Keepers — have been sentenced

to at least a decade in prison.
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+ More than a dozen people (also mostly members of those extremist groups) have been convicted of or
pleaded guilty to seditious conspiracy — a crime that hadn’t been proved in federal court since the
19908 ’ :
«» About 160 people have been sentenced to at least a year in prison,
« More than 80 people have been sentenced to a month or less, with the shortest sentences being one
week.
Trump is not charged specifically with ineiting people to riot on Jan. 6, which is the alleged offense the Democratie-
controlled House impeached him for. Nor is he accused of seditious conspiracy, as Tarrio and the others were. But
Trump is charged with somewhat similar crimes, including running a criminal enterprise (a5 alleged in Georgia) and
conspiring both to defraud the United States and to deprive people of their right to have their votes count (in federal
court). In his federal indictment, he also faces a charge used against many Jan. 6 defendants: obstruction of an
official proceeding — with the official proceeding being Congress’s counting of electoral votes that day.

Trump's having played at least some role in so many people going to prison for 80 many years has thus far been
treated gingerly by his fellow Republicans. That's in part because they've shied away from judging his actions too
‘harshly for fear of alienating the Trump-backing base.

But for a time recently, Florida Gov. Ron DeSantis’s campaign toyed with the idea of attacking Trump o these

terms.

A spokeswoman for DeSantis (R) repeatedly advanced the idea that Trump had landed supposedly unsuspecting ’
people in prison. One post she promoted accused Trump of “a multi-year grift based on a lie that bilked millions of
Trump supporters out of more than $250 million of their hard-earned money and got hundreds jailed.”

Trump has repeatedly floated the idea that he would pardon Jan. 6 defendants, pledging last year that he would offer
“full pardons with an apology to many.” Exactly how many, it’s not dlear, nor is it clear that he would pardon the
Iikes of the Proud Boys — which would be an especially historic decision given the gravity and nature of their crimes,
(Biggs said recently from prison: “Oh, I know he’ll pardon us. T believe that with all my heart.”) ‘

That would certainly fit a trend. Trump has wielded his pardon power. in highly political ways, often obviously
rewarding allies for their loyalty, Tramyp pardens and commutations knocked nearly 11 years off sentences for Paul
Manafort (financial crimes), Roger Stone (obstruction), and former Republican congressman Chris Colling of New
York (insider trading), and he also pardoned Elliott Broidy (ﬂlegal lobbying) and Michael Flynn (lying to the FBI)
before they could be sentenced. Almaost always, Trump referred to the idea that those allies were treated “unfairly”
by the justice system.

That's a justification he's already floating for potential pardons of the many Jan. 6 defendants. And in part because
of his quixotic quest to overturn the 2020 election, the number of years he could shave off his allies’ prison sentences

could rise dramatically come 2025.



116

Mrs. TORRES. I yield back.
[The prepared statement of Mrs. Torres follows:]

PREPARED STATEMENT OF RANKING MEMBER OF THE
SUBCOMMITTEE ON OVERSIGHT NORMA TORRES

On December 19th, 2022, former President Donald Trump, the leader of the Re-
publican Party, said those fateful words to his supporters, and they complied. Fol-
lowing that directive, the National Intelligence Threat Consortium noticed a 1,000-
percent increase in violent rhetoric against Members of Congress and law enforce-
ment officers.

In the weeks and months leading up to January 6th, Trump continued to incite
unrest, accusing Democrats of rigging the election and referring to it as the biggest
scam in our Nation’s history. On New Year’s Day, he tweeted: January 6th, see you
in D.C.

On the morning of the attack, at the “stop the steal” rally on the Ellipse, a Mem-
ber, a Republican Member of Congress told the crowd: Today is the day American
patriots start taking down names and kicking ass. Our ancestors sacrificed their
blood:) their sweat, their tears, and sometimes their lives. Are you willing to do the
same?

Rudy Giuliani continued the violence to incite the armed crowd by asking for a
trial by combat, while Donald Trump told his supporters: We are going to walk
down, and I will be there with you. We are going to walk down to the Capitol.

The former President orchestrated a corrupt scheme to overturn the results of a
free and fair election. When that did not work, he incited, he incited his supporters
to violence. Updated via social media and directed by the former President, the
crowd marched to the Capitol armed with guns, handcuffs, and pepper spray. If
think did not bring a weapon, they found one, viciously, viciously beating our offi-
cers with poles bearing the American flag and erecting gallows to hang Vice Presi-
dent Pence. The former President bears full responsibility for bringing violence to
the Capitol.

I spoke with some of the heroic Capitol Police Officers who were injured and beat-
en that day by the violent mob and still face the enduring pain of that traumatic
day. If not for the heroic actions of law enforcement officers, some of whom literally
gave their lives to protect us, the former President and his supporters would have
succeeded.

Immediately, Speaker Pelosi engaged with retired United States Army General
Russel Honorée to conduct a complete security assessment of the Capitol to identify
nine vulnerabilities. In addition to the work of the Honoré Task Force, former Chair
Zoe Lofgren of this Committee, instructed the U.S. Capitol Police Inspector General
to halt all ongoing investigations and devote all resources investigating the attack.
House Democrats then directed the Government Accountability Office to perform a
governmentwide examination of the attack, including a comprehensive review of
agency preparation and response.

Still, after Republicans refused to support legislation to create an independent na-
tional commission, the bipartisan Select Committee to Investigate the January 6th
Attack took up this work. In addition to the many investigations, we passed a fund-
ingdbill to equip the institution with adequate resources to address our security
needs.

The law also established the Howard C. Liebengood Center for Wellness named
in honor of a U.S. Capitol Police Officer who tragically took his life following the
attack, to ensure that his partners on the force have access to care as they continue
to heal from the traumatic events of a violent insurrection.

We are still reckoning with the fallout from January 6th collectively as a country
and as individuals. The American democratic experience came dangerously close to
ending if not for the courageous actions of the Capitol and D.C. police. The person,
the person responsible for directing the violence to the Capitol that day in order to
undermine, to undermine a peaceful transfer of power is the favorite to secure the
Republican nomination for President.

Mr. Chairman, I ask for unanimous consent to enter into the record the following:
an excerpt from the Congressional Record, dated January 13th, 2021, containing
then minority leader Kevin McCarthy’s remarks during the debate on President
Trump impeachment for incitement of insurrection, executive summaries of the
eight flash reports examining the preparation for it, and response to the January
6th attack, prepared by the Capitol Police Inspector General, the Capitol Police In-
spector General’s testimony from each hearing and a series of hearings convened by
this Committee examining his flash reports, testimony from a hearing convened by
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this Committee in 2021, entitled “Reforming the Capitol Police and Improving Ac-
countability for the Capitol Police Board,” a summary of Lieutenant Honoré’s Task
Force 1/6 Capitol Security Review, and Washington Post article dated September 6,
2023, entitled “Trump’s 2020 crusade had led to 700 years in prison sentences.”

Chairman LOUDERMILK. Without objection, the gentlelady’s time
has expired. I now recognize full Committee Ranking Member Mr.
Morelle for 5 minutes for the purpose of providing an opening
statement.

OPENING STATEMENT OF HON. JOSEPH MORELLE, RANKING
MEMBER OF THE COMMITTEE ON HOUSE ADMINISTRATION,
A U.S. REPRESENTATIVE FROM NEW YORK

Mr. MORELLE. Thank you very much, Mr. Chairman, for calling
this hearing. I also want to thank my colleague and the Ranking
Member of the Subcommittee, Mrs. Torres, for her work.

I want to thank Chief Sund not only for being here today to offer
testimony, sir, but also for your service to the Capitol Police and
to our country. I appreciate that.

I think, whenever we are talked about January 6th, I think it is
important we have a fuller picture of what the House majority did
in the aftermath of the attack, particularly for those who seem to
have developed a case of collective amnesia.

I do want to set the record straight. In the days and weeks fol-
lowing the violent mob’s attack and ransacking of the United
States Capitol, House Democrats immediately got to work. The
work started with the Speaker immediately ordering a nonpartisan
forward-looking and comprehensive security view of the Capitol
and its support agencies, and that was spearheaded by General
Russel Honoré.

This Committee—I was not a Member of the Committee at the
time—but the Committee then directed the United States Capitol
Police Inspector General to temporarily set aside the office’s ongo-
ing work and prioritize a comprehensive nonpartisan view of the
USCP’s preparation for and response to the attack. Concurrently,
the Architect of the Capitol Inspector General conducted similar as-
sessments of the Capitol complex’s physical security.

Upon issuance of each IG’s report, this Committee, excuse me,
held a series of public hearings, six in total, to review findings and
to question the inspectors general. A series of reports culminated
in more than 100 recommendations to improve the operation of the
Capitol Police, harden the security of the Capitol complex, and pro-
%lect the people within, which is, of course, our large responsibility

ere.

The work did not stop there. While the Committee on House Ad-
ministration conducted its important work, it was evident a broad-
er inquiry was necessary to fully investigate and understand the
attack, not just to hold those involved accountable but to provide
the American public with answers to basic questions. Toward that
end, legislation was introduced to establish an outside independent
commission to investigate and report on the facts and the causes
of the attack. The bill was developed with input from both parties,
and that bipartisan framework was reflect in the final text consid-
ered by the House. I just recall, because he was a friend and a col-
league of mine, John Katko, a Member of the House Republican
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Caucus, who was asked to help negotiate the deal, did so. Then,
inexplicably at the time, minority leader McCarthy declared his op-
position to the bill, the bill which was characterized by his own
handpicked negotiator Representative—John Katko, as a solid fair
agreement. Regardless, we pressed on and got the bill through the
House on a bipartisan basis only for it to ultimately fail through
the Republican filibuster.

With the prospects of an independent commission growing
bleaker, despite good-faith efforts by the Speaker to work collabo-
ratively with the minority leader, the House then voted to impanel
a bipartisan Select Committee to investigate the attack. It was con-
stituted by appointments for both the Speaker and the minority
leader. Again, at the last minute, the minority leader withdrew his
appointments to the Select Committee.

Although, impossible to exhaustively list the entirety of its work
in the brief 5 minutes I am afforded here, the Select Committee
interviewed hundreds of subjects, including riot participants and
Government officials, combed through thousands of hours of video
footage and hundreds of thousands of pages of documents, held 10
public televised hearings, and issued a report which devoted two
appendices to examining the preparation and response of Govern-
ment agencies and the D.C. National Guard. We did not just end
the investigation there, nor did we just investigate the attack itself.
We passed laws that provided increased security funding for the
Capitol complex to make sure officers struggling from the physical
and emotional trauma of that day had access to the care they need
and deserve. We brought transparency to the Capitol Police Board
and made it easier to mobilize outside assistance in the event of
an emergency. The Capitol Police were there for us, so we wanted
to be there for them.

January 6th is among the darkest stains on this country’s his-
toric fabric. An armed and violent mob attempted to forcefully dis-
rupt the peaceful transfer of power and subvert the will of the
American people at the behest of an increasingly desperate former
President. We also witnessed incredible bravery on that day by the
Capitol Police, acts of genuine heroism that kept us safe and kept
our beloved democratic experiment alive, and I am forever grateful
to the Capitol Police for that.

With that, Mr. Chairman, I yield back.

[The prepared statement of Ranking Member Morelle follows:]

PREPARED STATEMENT OF RANKING MEMBER OF THE
COMMITTEE ON HOUSE ADMINISTRATION JOSEPH MORELLE

I want to thank Chief Sund not only for being here today to offer testimony, sir,
but also for your service to the Capitol Police and to our country. I appreciate that.

I think, whenever we are talked about January 6th, I think it is important we
have a fuller picture of what the House majority did in the aftermath of the attack,
particularly for those who seem to have developed a case of collective amnesia.

I do want to set the record straight. In the days and weeks following the violent
mob’s attack and ransacking of the United States Capitol, House Democrats imme-
diately got to work. The work started with the Speaker immediately ordering a non-
partisan forward-looking and comprehensive security view of the Capitol and its
support agencies, and that was spearheaded by General Russel Honoré.

This Committee—I was not a Member of the Committee at the time—but the
Committee then directed the United States Capitol Police Inspector General to tem-
porarily set aside the office’s ongoing work and prioritize a comprehensive non-
partisan view of the USCP’s preparation for and response to the attack. Concur-
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rently, the Architect of the Capitol Inspector General conducted similar assessments
of the Capitol complex’s physical security.

Upon issuance of each 1G’s report, this Committee, excuse me, held a series of
public hearings, six in total, to review findings and to question the inspectors gen-
eral. A series of reports culminated in more than 100 recommendations to improve
the operation of the Capitol Police, harden the security of the Capitol complex, and
protect the people within, which is, of course, our large responsibility here.

The work did not stop there. While the Committee on House Administration con-
ducted its important work, it was evident a broader inquiry was necessary to fully
investigate and understand the attack, not just to hold those involved accountable
but to provide the American public with answers to basic questions. Toward that
end, legislation was introduced to establish an outside independent commission to
investigate and report on the facts and the causes of the attack. The bill was devel-
oped with input from both parties, and that bipartisan framework was reflect in the
final text considered by the House. I just recall, because he was a friend and a col-
league of mine, John Katko, a Member of the House Republican Caucus, who was
asked to help negotiate the deal, did so. Then, inexplicably at the time, minority
leader McCarthy declared his opposition to the bill, the bill which was characterized
by his own handpicked negotiator Representative—John Katko, as a solid fair agree-
ment. Regardless, we pressed on and got the bill through the House on a bipartisan
basis only for it to ultimately fail through the Republican filibuster.

With the prospects of an independent commission growing bleaker, despite good-
faith efforts by the Speaker to work collaboratively with the minority leader, the
House then voted to impanel a bipartisan Select Committee to investigate the at-
tack. It was constituted by appointments for both the Speaker and the minority
leader. Again, at the last minute, the minority leader withdrew his appointments
to the Select Committee.

Although, impossible to exhaustively list the entirety of its work in the brief 5
minutes I am afforded here, the Select Committee interviewed hundreds of subjects,
including riot participants and Government officials, combed through thousands of
hours of video footage and hundreds of thousands of pages of documents, held 10
public televised hearings, and issued a report which devoted two appendices to ex-
amining the preparation and response of Government agencies and the D.C. Na-
tional Guard. We did not just end the investigation there, nor did we just inves-
tigate the attack itself. We passed laws that provided increased security funding for
the Capitol complex to make sure officers struggling from the physical and emo-
tional trauma of that day had access to the care they need and deserve. We brought
transparency to the Capitol Police Board and made it easier to mobilize outside as-
sistance in the event of an emergency. The Capitol Police were there for us, so we
wanted to be there for them.

January 6th is among the darkest stains on this country’s historic fabric. An
armed and violent mob attempted to forcefully disrupt the peaceful transfer of
power and subvert the will of the American people at the behest of an increasingly
desperate former President. We also witnessed incredible bravery on that day by the
Capitol Police, acts of genuine heroism that kept us safe and kept our beloved demo-
cratic experiment alive, and I am forever grateful to the Capitol Police for that.

Chairman LOUDERMILK. The gentleman yields.

I note that a quorum is present. Without objection, the chair may
declare a recess at any time.

Without objection, all other Members’ opening statements will be
made part of the hearing record if they are submitted to the Com-
mittee by 5 p.m. today.

Pursuant to paragraph B of Committee rule 6, the witness will
please stand and raise your right hand.

[Witness sworn.]

Chairman LOUDERMILK. Let the record show that the witness
has answered in the affirmative.

You may be seated, Chief.

I would like to now introduce our witness. Chief Steven Sund
served for over 25 years with the Metropolitan Police Department
where he rose through the ranks to become the commander of the
special—the Elite Special Operations Division, overseeing some of
the most critical units within the department. In 2017, he was se-
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lected as the Assistant Chief of Police. On June 13th, 2019, Sund
was named the 10th Chief of the United States Capitol Police,
where he served for 18 months. In January 2023, Chief Sund pub-
lished a book about the institutional failings entitled “Courage
Under Fire: Under Siege and Outnumbered 58 to 1 on January
6th.”

Chief Sund, we appreciate you being here today and look forward
to your testimony. As a reminder, we have read your written state-
ment, and it will appear in the full Committee record. Under Com-
mittee rule 9, you are to limit your oral presentation to a brief
summary of your written statement, unless I extend this time pe-
riod in consultation with Ranking Member Torres. Please remem-
ber to turn on your microphone using the button in front of you so
that Members can hear you. When you begin to speak, the light on
the timer in front of you will turn green. After 4 minutes, the light
will turn yellow. When the red light comes on, I ask that you
please wrap as that indicates your 5 minutes has expired. I now
recognize Chief Sund for 5 minutes.

STATEMENT OF HON. STEVEN SUND, FORMER CHIEF OF U.S.
CAPITOL POLICE

Mr. SUND. Good afternoon, Chairman Loudermilk, Ranking
Member Torres, and Members of the Subcommittee. It is hard to
believe that it is been almost 3 years since January 6th, and we
are still having congressional hearings to identify what contributed
to that tragic day. To date, there have been four congressional re-
ports, along with several inspector general and Government Ac-
countability Office reports, and they continue to support what
many of us have suspected from the very beginning: January 6th
was an intelligence failure.

We rely on accurate intelligence to help us develop effective secu-
rity and operational plans. Accurate intelligence is essential—is an
essential factor in the decision-making process of the Capitol Po-
lice, the Capitol Police Board, and the Oversight Committees.

We now know that significant intelligence existed that individ-
uals were plotting to storm the Capitol Building, target lawmakers,
and discussing shooting my officers. Yet no intel agencies or units
sounded the alarm. We were blindsided. Intelligence failed the op-
erations.

The January 6th attack at the Capitol was preventable. If the in-
telligence had been accurately reported, and the FBI and DHS had
followed their policies and established practices, I would not be sit-
ting here today.

There was a failure to connect the dots on 9/11 and again on Jan-
uary 6th. I am concerned if we do not identify and correct these
issues, we may fail again in the future. I did everything I could to
protect and defend the U.S. Capitol and the Members of the Con-
gress prior to and on January 3d. I am sorry, prior to January 6th
and prior to and on January 6th. On January 3d, I requested the
assistance of the National Guard to support perimeter and was de-
nied by the two Sergeant at Arms over the concern for politics and
optics. Still concerned for the number of personnel I had on my pe-
rimeter, I called the MPD early on morning of January 6th and
asked if they could stage additional personnel closer to the Capitol
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on Constitution Avenue. Less than 2 hours later, we were violently
attacked on the West Front of the Capitol at 12:53 p.m. I imme-
diately followed up on that morning call and contacted MPD Chief
Carrol at 12:55 p.m. and requested those resources. The MPD was
on the scene within minutes and were assisting my officers in hold-
ing the line and delaying the breach of the building. It took 81 ago-
nizing minutes for that mob to fight their way through numerous
police lines before they were able to breach Capitol. The decision
to reach out to MPD proved critical in safeguarding the Members
of Congress.

Minutes after the attack began, I made my first call to House
Sergeant at Arms Paul Irving 12:58 p.m. to request approval to
bring in the National Guard. “Let me run it up the chain, and I
will get back to you” was his response. It would be 71 minutes be-
fore that approval would finally come. Between 12:58 and when I
finally received approval for the National Guard at 2:09 p.m., I
made 32 calls to coordinate support for my officers, including at
least 11 frustrating calls to the Sergeant at Arms regarding my re-
quest for the National Guard.

My calls to my partner law enforcement agencies resulted in
hundreds of police officers from around the national capital region
and as far away as New Jersey responding to assist.

After I received approval to call in the National Guard, I then
had to beg the Pentagon officials to send us help. I was repeatedly
denied assistance by Army Lieutenant General Piatt citing con-
cerns of optics of the National Guard on Capitol Hill. The D.C. Na-
tional Guard, many of whom were standing within eyesight of the
Capitol and whose motto is “Capital Guardians,” would not arrive
until almost 6 p.m., after the fighting was over and the Capitol
Grounds secured. The New Jersey State Police arrived before they
did. To add insult to injury, the Inspector General for the Depart-
ment of Defense considered the response, quote, appropriate.

Besides the MPD, the National Guard was of the next largest
cadre of personnel that could be deployed to assist my officers who
desperately needed those boots on the ground. The fact that the
Chief of Police responsible for the entire legislative branch of Gov-
ernment was repeated denied assistance by the Pentagon is inde-
fensible. The fact that an experienced law enforcement official was
constrained by Federal law from bringing in lifesaving resources
for his officers is unfathomable. This type of politicized control over
an oversight was and continues to be detrimental to the mission.
Why bring in an experienced police chief if you are not going to
allow him to do his job?

In December 2021, Congress amended 2 U.S.C. 1970, the law
that restricted my ability to bring in Federal resources. While the
amendment now grants the Chief authority to call in Federal re-
sources only during an emergency, it does not grant the Chief au-
thority to request Federal resources in advance of an event, which
means the request can still be denied. In other words, the law still
requires the Chief to seek advanced approval from the Capitol Po-
lice Board and congressional leadership. This is exactly what I
faced on January 3d. It should also be noted that the new amend-
ment makes the Chief Emergency Authorization revocable.
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I am extremely proud and appreciative of the Capitol Police Offi-
cers and the Metropolitan Police Department, and the other law
enforcement agencies that came to our assistance. Despite your bu-
reaucratic issues on the Hill and a no-show by the military, it was
law enforcement that saved the day, and not a single Member of
Congress was injured.

Thanks to the assisting law enforcement, the men and women of
the Capitol Police did not fail in their mission. In conclusion, I ask
that this Committee address the institutional failures that contrib-
uted to January 6. I also implore the Committee to have an inde-
pendent entity investigate the complaints and allegations of retal-
iation of intel whistleblowers following January 6 and review any
of the personnel actions, to include disciplinary actions that oc-
curred following January 6th, to ensure they are properly inves-
tigated and not subject to any inappropriate actions, coercion, influ-
ences, or predetermined outcomes.

Thank you for your time, and I look forward to your questions.

[The prepared statement of Chief Sund follows:]
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PREPARED STATEMENT OF STEVEN SUND

Oral Testimony of USCP Former Chief of Police Steven A. Sund before the Committee on
House Administration.

Tuesday, September 19, 2023

Good afternoon Chairman Loudermilk, Ranking Member Torres, and members of the
subcommittee. It is hard to believe that it has been almost three years since January 6, and we are
still having congressional hearings trying to identify what contributed to that tragic day. To date
there have been four congressional reports, along with several Inspector General and
Government Accountability Office reports, and they continue to support what many of us
suspected from the very beginning: January 6 was an intelligence failure.

We rely on accurate intelligence to help us develop effective security and operational
plans. Accurate intelligence is an essential factor in the decision-making process of the Capitol
Police, the Capitol Police Board and the oversight committees. We now know that significant
intelligence existed that indicated individuals were plotting to storm the Capitol building, target
lawmakers, and discussing shooting my officers, and yet no intel agencies or units sounded the
alarm. We were blindsided. Inteiligence failed operations.

The January 6 attack at the Capitol was preventable. If the intelligence had been
accurately reported, and the FBI and DHS had followed their policies and established practices, I
wouldn’t be sitting here today. There was a failure to connect the dots on 9/11, and again on Jan
6. 1 am concerned if we do not identify and correct these issues, we may fail again in the future.

1 did everything I could to protect and defend the US Capitol and the members of
congress prior to and on January 6. On January 3, I requested the assistance of the National
Guard to support my perimeter and was denied by the two Sergeants at Arms over the concerns
for politics and optics.

Still concerned for the number of personnel I had on my perimeter, I called MPD earlier
on the morning of January 6 and asked if they could stage personnel closer to the Capitol, on
Constitution Avenue. Less than two hours later, we were violently attacked on the West Front of
the Capitol at 12:53 pm. I immediately followed up on that moming call and contacted MPD
Chief Carrol at 12:55 pm to request these resources. MPD was on the scene within minutes and
were assisting my officers in holding the line and delaying the breach of the building. It took 81
agonizing minutes for that mob to fight their way through numerous police lines before they
broke the first window of the Capitol. The decision to reach out to MPD proved critical in
safeguarding the members of congress.

Minutes after the attack began, I made my first call to the House Sergeant at Arms, Paul
Irving, at 12:58 pm, to request approval to bring in the National Guard. “Let me run it up the
chain and I will get back to you,” was his response.

It would be 71 minutes before that approval would finally come. Between 12:58 and
when I finally received approval for the National Guard at 2:09 pm, I made thirty-two calls to
coordinate support for my officers, including at least eleven frustrating calls to the Sergeants at
Arms regarding my request for the National Guard. My calls to my partner law enforcement
agencies resulted in hundreds of police officers from around the National Capitol Region and as
far away as New Jersey responding to assist.

After I had received approval to call in the National Guard, I had to beg Pentagon
officials to send us help. I was repeatedly denied assistance by Army Lt. Gen Piatt citing the
concern over the optics of the National Guard on Capitol Hill. The DC National Guard, many of
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whom were standing within eyesight of the Capitol and whose motto is “Capital Guardians,”
would not arrive until almost 6pm, after the fighting was over and the Capitol grounds secured.
The New Jersey State Police arrived before they did. To add insult to injury, the Inspector
General for the Department of Defense considered the response “appropriate.”

Besides the MPD, the National Guard was the next largest cadre of personnel that could
be deployed to assist my officers. We desperately needed those boots on the ground. The fact
that the Chief of Police responsible for the entire legislative branch of government was
repeatedly denied assistance by the Pentagon is indefensible. The fact that an experienced law
enforcement official was constrained by federal law from bringing in lifesaving resources for his
officers is unfathomable. This type of politicized control and oversight was and continues to be
detrimental to the mission. Why bring in an experienced Police Chief if you are not going to
allow him to do his job?

In December 2021, Congress amended 2 USC 1970, the law that restricted my ability to
bring in federal resources. While the amendment now grants the chief the authority to call in
federal resources only during an emergency, it does not grant the Chief the authority to request
federal assistance in advance of an event, which means the request can still be denied. In other
words, the law still requires the Chief to seek advance approval from the Capitol Police Board
and congressional leadership. This is exactly what I faced on January 3. It should also be noted
that the new amendment makes the chief’s emergency authorization revocable.

I am extremely proud and appreciative of the Capitol Police officers, the Metropolitan
Police Department and the other law enforcement agencies that came to our assistance. Despite
bureaucratic issues on the Hill and a no-show by the military, it was law enforcement that saved
the day and not a single member of congress was injured. Thanks to the assisting law
enforcement, the men and women of the United States Capitol Police did not fail in their
mission.

In conclusion, 1 ask that this committee address the institutional failures that contributed
to January 6. I also implore the committee to have an independent entity investigate the
complaints and allegations of retaliation against intel analyst whistieblowers following January
6, and to review any of the personnel actions, to include disciplinary actions that occurred
following January 6, to ensure they were properly investigated and not subjected to any
inappropriate actions, coercion, influences, or predetermined outcomes.

Thank you for your time and I look forward to your questions.

Chairman LOUDERMILK. Thank you, Chief Sund.

I now recognize the gentleman from Virginia, Mr. Griffith, for 5
minutes.

Mr. GrIFFITH. Chief Sund, some have characterized January 6th
as an intelligence failure. Is it true that, when you were Chief of
Police, Ms. Yogananda Pittman was the Assistant Chief of Police
in charge of the Intelligence Division. Yes or no?

Mr. SUND. Yes, sir.

Mr. GRIFFITH. In your book, I believe you wrote that the informa-
tion regarding potential threats prior to January 6th was received
by the United States Capitol Police Intelligence Division, but you
were not made aware of it until after January 6th. Is that correct?
Yes or no?

Mr. SUND. Yes, sir, that is correct.

Mr. GrIFFITH. Had you seen the United States Capitol Intel-
ligence Assessment Report in full issued on January 4th before
January 6th? Yes or no?

Mr. SUND. Yes, sir.

Mr. GRIFFITH. You had seen the January 4th report.

Mr. SUND. When you say “January 4th,” it is dated—I mean, I
just want to make sure there is a January 4th report, a daily intel-
ligence report. That one?

Mr. GRIFFITH. Yes, sir.
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Mr. SUND. Yes.

Mr. GRIFFITH. Would this intelligence assessment report have
changed your actions had you received it and fully understood all
of the ramifications of it?

Mr. SUND. When you say “fully understood the ramifications of
it,” there was nothing supporting——

Mr. GRIFFITH. Well, what I am getting to is that apparently what
I understood was, as Chief of Police, you received the report, but
there was a comment about some intelligence or about some con-
cerns, but it was put on the last page of the report instead of on
the first page. Is that accurate?

Mr. SUND. OK. Just to make sure we are clear, you are referring
to the January 3rd

Mr. GRIFFITH. January 3d. All right.

Mr. SUND. Yes, January 3d. It is actually January 3d. It is dated
2020. It is supposed to be 2021. That is the final intelligence as-
sessment, but not the final intelligence report that is put out.

Mr. GrRIFFITH. All right.

Mr. SUND. That is correct.

Mr. GRIFFITH. All right. I got my lingo mixed up.

Mr. SuND. No problem. It is a 15-page report with the intel-
ligence assessment at the end behind two and a half pages of street
closures. Correct, sir.

Mr. GRIFFITH. Wouldn’t you expect there to be some kind of
warning on the front page or an alert or highlighting of the fact
that there might be a concern by your intelligence department?

Mr. SUND. When you see the amount of intelligence that they
had in advance, and you go and get some of the testimony for the
people that put it together, there is a failure to include specific in-
telligence that would have been critical for my men and women to
be better prepared for that day, yes.

Mr. GRIFFITH. All right. Just so I am clear because I am not sure
I understood the answer. Was there something highlighted in the
report, or was it that there was not information that you needed
to get to your officers?

Mr. SUND. Yes, there was not information. When you talk about
the assessment, the intelligence assessment, the very last para-
graph, the very last paragraph does not tell you anything other
than pretty much what we were expecting from any of the previous
MAGA rallies. There could be, you know, there could be some dan-
ger. There could be some——

Mr. GRIFFITH. It is a very standard response and not something
that would have highlighted that there was a real threat or a real
concern?

Mr. SuND. Correct. Not what you are seeing now about storming
the Capitol, killing the palace guards, which is referring to my offi-
cers. None of that was included in the intelligence, correct.

Mr. GRIFFITH. That information was available to Ms. Pittman?

Mr. SunD. It was available to IICD, which is a unit she runs,
yes, sir.

Mr. GrRIFFITH. All right. Ms. Pittman approved that report but
did not pass that information on to you. Is that correct?

Mr. SUND. It came out of her units, sir.
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Mr. GRIFFITH. Subsequent to January 6th, when Ms. Pittman
was retiring, she was given what I call a sweetheart deal from the
United States Capitol Police. That was earlier this year. She was
placed on leave without pay while working a new job for several
months, about five, before she reached the eligible age to retire. It
is clear she had no intent to return to the United States Capitol
Police, which is what the handbook says you are supposed to be
doing. If you get leave without pay, there has to be an expectation
of return.

During your time in management at the United States Capitol
Police, have you ever heard of such a sweetheart deal before?

Mr. SunD. No, sir.

Mr. GRIFFITH. When you were in management, did counsel
Thomas Ted Bias ever indicate that you had the power to give
somebody leave out pay so they can get to retirement without an
expectation that they would at least attempt to return to the
United States Capitol Police Service?

Mr. SUND. No, sir, not that I recall.

Mr. GRIFFITH. Nobody has ever told you you could do that?

Mr. SUND. No, sir.

Mr. GrRIFFITH. Did you think you had that power?

Mr. SUND. It is written in the policy that you cannot offer——

Mr. GRIFFITH. You cannot offer, but there is a requirement there
be an expectation to return. In this case, there was not.

Mr. SUND. That is correct.

Mr. GRIFFITH. You never had the expectation that you could give
somebody leave without pay unless they were planning on coming
back; somebody that might have a health problem or something
like that. That is what it is for, is not it?

Mr. SUND. Correct. That is the policy then.

Mr. GRIFFITH. Since January 6th, 2021, have you learned of
other intelligence reports, and I think you mentioned in your open-
ing, in the possession of the United States Capitol Police or other
Federal agencies, other Federal agencies, which could have been of
assistance to you and your decision making on January 6th?

Mr. SUND. Yes, sir, I have.

Mr. GrIFFITH. All right. I see that my time is up, and so I will
now yield back, Mr. Chairman.

Chairman LOUDERMILK. The gentleman yields.

I now recognize the gentlewoman from California, Mrs. Torres,
for 5 minutes.

Mrs. TORRES. Thank you. I join the Chairman in welcoming the
witness before this Committee. Since the insurrection, more than
1,100 individuals have been arrested and charged with crimes asso-
ciated with the January 6th insurrection. This includes 404 defend-
ants who have been charged with assaulting more than 140 law en-
forcement officers.

One hundred and 15 of those defendants have been charged with
using a deadly or dangerous weapon or causing a serious physical
injury to an officer. So far, 770 defendants have been convicted, in-
cluding 65 defendants who have been convicted of assaulting law
enforcement officers.

I have had the opportunity to meet with some of the Capitol Po-
lice Officers who were severely injured and still struggle to—with
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the events of that horrible day. Yet, they still show great strength
and courage and still serve the force in order to continue to protect
us.
Mr. Sund, I have a series of easy questions and kindly ask you
to answer yes or no. There has been a direct effort here in this
Committee and by many Republicans to rewrite the violent events
that took place here at the Capitol on January 6th. For example,
President Trump called the defendants, and I quote, great patriots.

Mr. Sund, do you agree with former President Trump that those
convicted of January 6th related offenses are, quote, great patriots?
Yes or no, sir?

Mr. SUND. You know, I am here to try and identify potential fail-
ures.

Mrs. TORRES. It is just a simple yes or do. Do you believe that
the people that assaulted your officers are great patriots, yes or no?

Mr. SunD. I think the people that assaulted my officers with
weapons and violated law assaulting them and injuring them
is—

Mrs. TORRES. The former President also said that the rioters that
day, and I quote, had love in their heart, and that it was, I quote,
a beautiful day. Do you agree, Mr. Sund, with the former President
that it was a beautiful day on January 6th, and that those people
that attacked your officers had love in their heart?

Mr. SUND. It was not a beautiful day, ma’am.

Mrs. TORRES. Did they have love in their heart while they were
attacking your officers, sir.

Mr. SUND. I do not know what they had in their heart.

Mrs. Torres. OK. On January 13th, 2021, Speaker Kevin
McCarthy, when he was minority leader said, and I quote: Last
week’s violent attack on the Capitol was undemocratic, un-Amer-
ican, and criminal.

Mr. Sund, do you agree with Speaker McCarthy that the attack
on the Capitol was undemocratic, yes or no?

Mr. SuND. I agree that those that committed violations of laws
deserve to be held accountable.

Mrs. TORRES. Do you believe that it was un-American, sir.

Mr. SUuND. Again, I think those that violated the law should be
held accountable.

Mrs. TORRES. Do you agree that it was criminal?

Mr. SUND. Yes.

Mrs. TORRES. Speaker McCarthy also said, and I quote: Some say
riots were caused by antifa.

There is absolutely no evidence of that. Do you agree, Mr. Sund,
that the January 6th, 2021, riot was not caused by antifa, yes or
no?

Mr. SuND. I do not have information on hand to answer that one.

Mrs. TORRES. In fact, the minority leader McCarthy went on to
say that former President Trump, quote, bears responsibilities for
Wednesday’s attack on Congress by mob rioters. He should have
immediately denounced the mob when he saw what was unfolding.

Mr. Sund, do you believe that former President Trump, and I
quote, “bears responsibility for the attack,” yes or no, sir?

Mr. SUND. Again, ma’am, I am here to identity the institutional
failures.
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Mrs. TORRES. It is a simple question, sir. Do you agree that the
incidents that led the President to push people here——

Mr. SUND. This is—I think this is—I just—if you give——

Mrs. TORRES. Let me ask you one other question. Do you agree
that former President Trump should have immediately denounced
th% mob when he saw what was unfolding at the Capitol, yes or
no?

Mr. SuND. I would have liked some assistance with getting the
military to the Capitol, yes. That is correct, ma’am.

Mrs. TORRES. Minority leader McCarthy continued, and I quote,
these facts require immediate action by President Trump, accept
his share of responsibility, quell the brewing unrest, and ensure
President-elect Biden is able to successfully begin his term.

My question to you, Mr. Sund, to this day, has former President
Trump accepted his share of responsibility or done anything to,
quote, quell the brewing unrest he cultivated?

Mr. SuND. I think there is a lot of people that need to accept
some responsibility associated with this.

Mrs. TORRES. Finally leader McCarthy said, and I quote, and the
President’s immediate action also deserves congressional action,
which is why I think a fact-finding commission and a censure reso-
lution would be prudent. Unfortunately, Leader McCarthy’s cour-
age did not last thing. He chose to vote against the bipartisan bill
establishing a commission negotiated by the Ranking Republican
Member of the Homeland Security Subcommittee and containing
all of his priorities. This is unacceptable, and I yield back, Mr.
Chair.

Chairman LOUDERMILK. The gentlelady yields. I now recognize
the gentleman from North Carolina, Mr. Murphy, for 5 minutes.

Dr. MurpPHY. Thank you, Mr. Chairman. I just would like to re-
fresh your memory that we were not really allowed to pick our own
individuals on that Committee, and they were just picked essen-
tially because they did not like Trump. That is a secondary issue.

I wish Mr. Irving and Mr. Stenger were here today to defend
themselves because, from what I am reading, there is absolutely no
defense of themselves. I am just going through this.

Let me go through a little bit. There is a lot of conjecture as to
the presence of law enforcement on January 6th, questions about
law enforcement being embedded, plainclothes officers. My ques-
tions to the current Capitol Police major, he was unable to speak
about how many plainclothes individuals were there.

Chief Sund, while you were Chief of Police, was there a process
in place if a Federal agency were there in plain clothes or under-
cover agents.

Mr. SUND. For coming up on the Hill, sir, or just a——

Dr. MurPHY. On Capitol Grounds.

Mr. SUND. Oh, yes, sir.

Dr. MurpHY. OK. Thinking back, do you know if there were any
Federal officers authorized by the Capitol Police to be operating on
the Capitol Grounds?

Mr. SUND. Other than Capitol Police, not that I am aware of, no.

Dr. MUrpPHY. OK.

Mr. SUND. Now real quick, we did have Secret Service up there
with Vice President Pence, and they are also not in uniform.
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Dr. MurpHY. Absolutely. Do you know if the FBI or Department
of Homeland Security had any plainclothes employees in the crowd
on January 6th?

Mr. SUND. Only from what I am learning, you know, from GAO
reports that came out——

Dr. MURPHY. Are you aware of any individuals in the Federal
f(_Frocxlrsrnment that were wearing bracelets so they could be identi-
ied?

Mr. SUND. Not that I am personally aware of, no.

Dr. MurpHY. OK. Prior to January 6th, do you recall in which
plainclothes or undercover agents came onto the Capitol Grounds
without the Chief of Police approval?

Mr. SUND. No, sir, that I recall.

Dr. MurpHY. All right. Thank you. You know, it is very, very dis-
heartening to read this narrative of when you asked for help, and
the 2 days before they did not care about doing something because
it may have looked bad. Therefore, none of us in this room, none
of us in this room are saying what happened on January 6th was
correct. I absolutely the conditions for that to occur rests at the
former Speaker’s lap and those—the two Sergeant at Arms and
complicit with other individuals. You know, it is one thing for
something to occur, but it is another thing to create the conditions
for that to occur.

Let me ask you this. I am reading here, Mr. Irving only provided
security information to Republicans after receiving distinct instruc-
tions from Democratic leadership. On January 4th, he sent a text
to Fleet, asking him to, quote, act surprised when Irving emailed
him and his Republican counterpart information about the joint
session. Is there anything wrong with that?

Mr. SUND. I just want to make sure I understand.

Dr. MURPHY. He basically—Irving basically asked Fleet to act
surprised about the information when he was sending it to the Re-
publican. In other words, he knew the information before, but he
was withholding it from the minority party.

Mr. SUND. That is one of the big problems you have with the
Capciltol Police Board and the Sergeant at Arms; they are too politi-
cized.

Dr. MurpHY. Well, did you resign because you wanted to?

Mr. SUND. No, I did not. I love the Capitol Police. I love the men
and woman——

Dr. MUrPHY. I personally believe you were a scapegoat. You are
a scapegoat of conditions that were set forth that you could not suc-
ceed. What happened on January 6th was unforgivable. The condi-
tions were set forth by the former Speaker and two House Sergeant
at Arms for the conditions for that to occur. Absolutely. I do not
care if the National Guard were out there. I do not care about op-
tics. I care about safety. Absolutely. It is a dereliction of duty of
the former Speaker, her staff, and the two Sergeant at Arms.

Let me ask one more line of questioning. Pipe bombs. The day
before January 6th, live pipe bombs were planted outside Repub-
lican and Democrat Party Headquarters. The U.S. Capitol Police
has not received any insight into the FBI investigation, which is
astonishing because Members of Congress from both sides may
very well have been targeted by these bombs. During a hearing
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this summer of the U.S. Capitol Police Board, I called on the board
to request a briefing from the FBI to the status of this investiga-
tion. The board committed to do so.

Mr. Chairman, I submit this letter to the record verifying the re-
quest.

[The letter referred to follows:]
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CAPITOL POLICE BOARD
S-151 The Capitol
WASHINGTON, DC 20510

PHONE (202) 224-2341

KAREN H. GIBSON, Chair

WILLIAM P. McFARLAND, Member
CHERE REXROAT, Member

J. THOMAS MANGER, Ex-Officio Member

August 16, 2023

The Honorable Christopher A. Wray
Director

Federal Bureau of Investigation

935 Pennsylvania Avenue, NW
Washington, D.C. 20535

Dear Director Wray:

The Capitol Police Board (Board) respectfully requests a classified briefing on the investigative
steps taken by the Federal Bureau of Investigation relating to the pipe bombs placed near the
Republican National Committee Headquarters and the Democratic National Committee
Headquarters the evening of January 5, 2021.

The Board asks that the classified briefing include investigative steps taken thus far as well as the
current status of the investigation. Your office may contact Lene Van Mercer at 202-224-7025
or lene.vanmercer(@uscp.gov to coordinate schedules for this briefing.

Sincerely,
Karen H. Py e William P, Dy sioredby Witam
Gibson 055543 aron McFarland 55,2700
Karen H. Gibson William P. McFarland
Chair Member
Rexroat,  Rémachere
Chere  Bemais 2 TC M
Chere Rexroat @ef J. Thomas Manger
Member X-Officio Membe
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Dr. MURPHY. Chief Sund, before you resigned, can you recall any-
thing about the pipe bomb incident.

Mr. SUND. Other than the time they were called out, us sending
resources over to them, and hearing both the RNC and the DNC.
The first one at the RNC, and I was worried that that could be dis-
tracting for us. Then the second one came, and that raised a lot of
concerns.

Dr. MurpHY. To your initial comments originally, here we are
several years out; do you think it is acceptable that the FBI still
cannot identify the individual placing the pipe bombs?

Mr. SunD. I find it very surprising knowing the security level
that we have down here, the amount of resources that can be avail-
?bledfor an investigation, I am surprised that we have not
ound——

Dr. MUrPHY. I find it absolutely surprising. The same thing with
the bag of cocaine in the White House that probably had finger-
prints and every camera known to God in that building. Again, I
will say, what happened on January 6th was absolutely wrong. The
conditions set forth by the Speaker, her administration, and the
two Sergeant at Arms and whoever was complicit with that abso-
lutely allowed you to fail and then Members of Congress to be at
risk of being injured.

Thank you, Mr. Chairman. I would yield back.

Chairman LOUDERMILK. The gentleman yields.

I will now recognize the gentleman from New York, Mr. Morelle,
for 5 minutes.

Mr. MORELLE. Thank you very much.

Again, thank you, Chief, for being here. I am disturbed by both
the sense that you do not blame the rioters or the President, but
you blame the Capitol Police and the Capitol Police Board—not
you, sir. My colleagues. It is like blaming the homeowner when he
or she is robbed, instead of blaming the intruder. I do want to note
one thing, too, because it sounds awfully partisan and awfully po-
litical—not that I am blaming anyone, but I just note that Mr. Ir-
ving is the Sergeant at Arms appointed by John Boehner and re-
appointed by Speaker Ryan. Mr. Stenger, whose passed away and
could not testify if he wanted to, sadly, but was appointed by Sen-
ator McConnell. The third member of the board, which you were
not a member of when you were a Capitol Police Chief. By the way,
the board is three other people. I acknowledge that. The third one
is the Architect of the Capitol, which at the time was Mr. Blanton
appointed President Trump. To inject partisanship here I think is
very troubling. If we are going to do that, we should at least note
the obvious that each of the members of three-person board were
appointed by Republicans, not by Democrats.

I do want to go back to a couple of the things that I think are
really important. I do want to talk a little bit about the delay,
which I consider unconscionable, between your call with the Pen-
tagon leadership and the ultimate deployment of the National
Guard, which as I understood took over 3 hours to be able to do.
That was requested of the Secretary of Defense.

I want to note, Chief, do you know now or did you know at the
time about a memo on January 4th from the Secretary of Defense
to the Secretary of the Army, and a January 5th letter from the
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Secretary of the Army to the commanding general of the D.C. Na-
tional Guard? Are you familiar with those memos?

Mr. SUND. I have become familiar with them after January 6th,
yes, sir.

Mr. MORELLE. Yes, as I read the material, among others, they
were told that the Guard could not be issued weapons, helmets,
body armor; they could not interact physically with protestors; they
could not employ any riot-control agents; and they could not make
arrests and could not use a quick reaction force. Is that your under-
standing now of the correspondence that went on between the Sec-
retary of the Army and the Secretary of Defense?

Mr. SUND. Yes, that is correct. The Secretary of Defense wrote
the first memo on January 4th, and the Secretary of the Army put
the additional restrictions on what is called the QRF, the Quick Re-
actionary Force, to William Walker after the fact.

Mr. MORELLE. By the way, you said you did not know that lead-
ing up to January 6th that those restrictions were in place, sir?

Mr. SUND. Yes, sir, that is correct.

Mr. MORELLE. I assume at the time you would have been led to
believe that the National Guard was essentially a phone call away
to be able, if necessary. No, were you not under that belief?

Mr. SUND. I was definitely under that belief. After I requested
the National Guard Sunday morning, the two Sergeant at Arms
had me reach out to William Walker instead of authorizing them.
Just say: Hey, if we need assistance, could you kind of be ready,
be on standby.

I talked to him 6:14 p.m. that evening, on Sunday evening, the
3d, and took that information back. He said, yes, he would be lean-
ing forward, but he needs authorization from the—he did not say
anything about the memo because it had not come out yet, I guess,
nor

Mr. MoORELLE. Nor did he say anything about the restrictions
that the memo had placed on the deployment of the National
Guard should they be requested.

Mr. SUND. That is correct. Also, just to add an additional to that,
January 5th, I held a meeting with many of the top law enforce-
ment officials from around the city, including the FBI, and the
commanding general for the D.C. National Guard, and nothing was
said to me again on that conference call. That was also with the
Capitol Police Board.

Mr. MORELLE. You know, you and I unfortunately did not have
a chance to work professionally together, but I do reach out to
Chief Manger from time to time when there are concerns or there
are seemingly threats, and we have conversations. I assume you
did that to predecessors on both sides of the aisle, that there would
be conversations leading up to events like January 6th when you
knew people would be at least on alert. Is that true?

Mr. SUND. A lot of the times, those conversations would go di-
rectly to the two Sergeant at Arms.

Mr. MORELLE. Yes.

Mr. SUND. Now the Sergeant at Arms would oftentimes would
have recommendations to me or advise me to limit my direct com-
munications with Members because once I open that door, they
cannot protect—so they would——
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Mr. MoORELLE. If this subject came up, you would not—so what
I am getting at, I guess, is neither the Sergeant at Arms nor the
Architect of the Capitol nor you were aware that the National
Guard had restrictions placed on it. Even while you are waiting for
the call for hours, you still did not know if those restrictions were
in place. That seems to me is a big part of this story line.

Mr. SUND. That is correct. Knowing those restrictions are in
place—because I am a stakeholder. When the police department be-
comes overwhelmed and we dial 9-1-1 because we need assistance,
that goes to the National Guard.

Mr. MORELLE. Yes.

Mr. SUND. It sure as hell would have been great to know that
they put up this memo restricting the National Guard from assist-
ing my men and women in advance of January 6th, knowing now
that they were so damned concerned about the violence that day
that they were expecting on January 6th, and no one ever told me
about it?

Mr. MORELLE. Yes, I mean——

Mr. SUND. So

Mr. MORELLE. I hate to state the obvious, but that is the Penta-
gon’s, the Department of Defense, the Department of the Army—
no one at that time told you that the National Guard, even if they
were called up, would have severe restrictions. I just want to make
sure I get that in.

Before I yield back, if I might, unless you would like to call me
another time, just to enter items into the record, without objection,
if I could do that now, Mr. Chairman, or would you——

Chairman LOUDERMILK. Well, I will entertain that now, but I
think you have got a good line of questioning here. If it is OK with
the minority, and we have so few here, I would be open to doing
another round of questions. We will do that then.

Mr. MoRreLLE. OK. That is fine. I yield back.

Chairman LOUDERMILK. Thank you, Mr. Morelle.

I now recognize the gentleman from New York, Mr. D’Esposito
for 5 minutes.

Mr. D’EsposiTo. Thank you, Mr. Chairman.

Chief, thank you for being here this afternoon. Thank you for
your 30 years of commitment to the law enforcement. I know that
you are well prepared in incident management, special events, ac-
tive shooters, investigations. I myself spent a career in the NYPD
and know that any time politics gets involved in law enforcement,
it could be or lead to something very discuss. It is one of the rea-
sons just as to why, when I first got here, I still question if the
Capitol Police Board is the correct oversight and management of
the Capitol Police.

In your book, you noted how security issues were usually, quote,
approached from a political perspective and not based purely on se-
curity. What did you mean by that?

Mr. SUND. Oftentimes, if we are having a major event that was
coming up here, whether it was a demonstration, whether it was
a healthcare or immigration or even one of the Supreme Court
nominations, we put together a security plan. The Sergeant at
Arms, after they reviewed the security plan, would have me go out
and brief it to some of the Committees. One would often be the
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Committee on House Administration. When I go out and brief what
we are going to do, if we are going to put in like fence off the East
Front of the Capitol, I had often get pushback about, you know:
Why you got to be—block off the East Front of the Capitol? Why
do you have your people in hard gear? Things that a commander
or a Chief of Police should be able to make those decisions.

Mr. D’EsposIiTO. You were able to make decisions as a law en-
forcement professional. Your decisions were based on political in-
terference.

Mr. SUND. Oftentimes, there would be interference from staffers
and Members themselves asking the question about why you got on
helmets.

Mr. D’EsposiTo. Individuals that had zero experience in law en-
forcement were influencing you on the decisions that you had to
make for the best interest of this Capitol?

Mr. SUND. Yes, sir.

Mr. D’EsposiTo. You also noted in your book that, as part of your
role as Chief of Police, you had to, quote, cater to a multitude of
bosses. In the lead-up on January 6th, who would you have been
referring to in this statement?

Mr. SUND. That would have been mainly the two Sergeant at
Arms, trying to work things between the two of them.

Mr. D’EsposiTo. Moving forward, how do we ensure that security
decisions are made solely based on law enforcement expertise and
not on politics?

Mr. SUND. My No. 1 recommendation is we need to de-politicize
the Capitol Police Board. You have got two laws out there. People
always bring up, you know, why does leadership get called into
things. It is Congress that has leadership on laws. You have got
2 U.S. Code 1970, 2 U.S. Code 1974 that both list either a review
or approval process needed before the Capitol Police can implement
those parts of the code. One is special police officers. When we
brought in outside resources, we had to swear in the special police
officers. There is a requirement that that be approved by leader-
ship. It specifically says the Speaker, the Speaker pro tem, stuff
like that. I would take that out. Let the Capitol Police Board give
the—the Capitol Police Department, let them be the final authority
of what constitutes—law enforcement action is going to take. Do
not let—there is no reason that Members of Congress should be in-
volved or listed on laws as approving it. All that does is politicize
things. Take them out. Get a police board that is going to make the
appropriate decisions and allow the chief to make decisions to pro-
tect the men and women that are our legislators.

Mr. D’EsposITo. I know it is rare on Capitol Hill, but it seems
to make perfect sense.

Going to January 6th the actual day, is it true that the National
Guard was stationed nearby and could have responded quickly had
they been authorized to help by the Capitol Police Board?

Mr. SUND. That is correct. They were in eyesight of the Capitol.
One thing I had say real quick again with the last series of ques-
tions, I had have you enter in Joint Publication 3—28 from the De-
partment of Defense, specifically the emergency authority of the
National Guard to respond—they can immediately respond. They
do not need to wait for anybody else. There should be no authoriza-
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tilon {'or higher headquarters instructions. That should be looked at
closely.

Mr. D’EsposITO. You just said that the National Guard was in
earshot from——

Mr. SUND. Many were in eyesight.

Mr. D’EsposiTo. Within eyesight of the Capitol.

Mr. SUND. With their riot gear, even though they were told not
to have it.

Mr. D’EsposITo. Is it also true that the New Jersey State Police
made it to the Capitol before the National Guard did?

Mr. SUND. That is correct, sir.

Mr. D’ESPOSITO. Any reason?

Mr. SunD. The National Guard is only 2 miles from our head-
quarters; you know, sat and waited for the evening crew to come
in. While the Pentagon was still sending a resource to protect gen-
erals’ homes, they sent me nobody to help my men and women.

Mr. D’EsposITO. I only have 30 seconds left. When were you fi-
na%y given the green light to bring the National Guard to the Cap-
itol?

Mr. SUND. At 2:08 p.m.

Mr. D’EsposiTo. That was over an hour after you originally
asked?

Mr. Sunp. That is correct. I am sorry, 2:09 p.m., at 2:09 p.m.,
Irving finally gave me approval. Because I still remember, where
I was sitting, because I screamed to the watch commander, “Mark
the time,” because I finally got approval to bring in the National
Guard.

Mr. D’EsposITo. Again, thank you for your service.

Mr. Chairman, I yield back.

Chairman LOUDERMILK. The gentleman yields.

I now recognize myself for the purpose of asking questions. Chief
Sund, since January 6th, 2021, have you testified or been asked to
testifr;y publicly before a Committee of the House of Representa-
tives?

Mr. SUND. No, sir.

Chairman LOUDERMILK. Did the January 6th Select Committee
ask you to publicly testify before their Committee.

Mr. SUND. No, sir.

Chairman LOUDERMILK. You did testify in the Senate, correct.

Mr. SUND. Yes, sir. The Senate combined hearing, I think, was
February 23d.

Chairman LOUDERMILK. Can you briefly tell us about that.

Mr. SuND. It was a combined hearing. I think it was a really
good approach of, you know, of having to come in and address it.
Initially, they did not want anybody that was no longer in the posi-
tion to testify, which would have excluded myself. Senate Sergeant
at Arms Stenger and House Sergeant at Arms Irving and I went
and asked, specifically asked the Senate Rules Committee: Please
let me come and testify. I will testify in person to show up.

They changed the rules and allowed me to show up.

Chairman LOUDERMILK. You had to basically force yourself in to
even be able to testify before the Senate?

Mr. SunD. Right. I had to call in somebody I knew there and tell
them: I promise you I will show up in person.
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I was the only one to be there in person, not on video.

Chairman LOUDERMILK. Thank you for your vigilance there.
Chief Sund, you previously testified on January 3d, 2020—that, on
January 3, 2021, 3 days before January 6th, that you met sepa-
rately with House Sergeant at Arms Paul Irving and Senate Ser-
geant at Arms Michael Stenger. You asked them to approve a re-
quest for National Guard assistance on the 6th. Now this was on
January the 3d. I believe this was in your book that you met with
both Stenger and Irving and requested National Guard assistance
to be ready on the 6th. Can you explain what happened in those
two meetings with Irving and Stenger?

Mr. SUND. Absolutely. On the morning of the 3d, at 9:24 a.m.,
I specifically went to see him because I know what a big deal it
is to have National Guard come and assist us on the Hill. I went
into his office again at 9:24 in the morning, went up, and imme-
diately went up and said: Hey, I would like to bring in the National
Guard to support me, to assist me on the perimeter. Because when
we have a joint session of Congress, it takes a lot of our personnel
inside. Immediately, as soon as I asked him, his first response was:
I do not know. I do not like the optics of that.

His second response was: Besides the intelligence does not sup-
port it.

He immediately—then we began talking. He said: Have you
reached out to Mike Stenger on this?

I said: No, I have not talked to him about it yet.

He said: Why do not you talk to Stenger and see what he has
to say.

Then I left and went over to Mike Stenger’s office at 9:35 in the
morning. Walked into his office, and he was not there. I came back.
He showed up at 11:13. I showed back up at 11:53 and went in to
immediately ask him: You know, I would like to request the Na-
tional Guard.

He said: You know, let us come up with another idea. Why do
not you call—do you know somebody at the National Guard?

I said: Yes, sir, I know General William Walker.

He said: Why do not you call Walker and see, if we need them,
hovs(fi quickly they could get here, and how many people could they
send us.

I called William Walker at 6:14 p.m. that night. He told me they
have 125 people assisting with COVID response. He could reallo-
cate those fairly quickly one he got Secretary of Defense approval
and send them over.

Chairman LOUDERMILK. When you met with Stenger, had Irving
given him heads-up that you were coming to ask for National
Guard?

Mr. SUND. Yes, later on, after January 6th, specifically on April
8, I went and had lunch with Mike Stenger. I asked him because
it was kind of unusual. He came up with that idea so quickly when
I was walking in. I asked him, I said: Mr. Stenger, you came up
with that response fairly quickly for me to call General Walker. He
told me that Paul Irving had called him ahead of time and said
Sund came here looking for the National—asking for the National
Guard. We have got to come up with another plan. Pelosi will
never go for it.
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I was floored by him saying that.

Chairman LOUDERMILK. OK. You do not know—I know this word
“optics” has come up several times in the past or in different con-
text. Do you know if Irving had discussed that with Stenger of
what her possible response would be?

Mr. SUND. I have no idea, sir.

Chairman LOUDERMILK. All right. Around 2 p.m., on January
6th, you joined a call with Metropolitan Police Department Chief
Contee and National Guard representatives. According to Chief
Contee’s transcribed testimony given to the Select Committee, you
asked National Guard to send assistance on that call, and he did
not hear the military people respond to your plea. Is that what you
remember?

Mr. SUND. No, he heard clearly the military respond to my plea
and say they recommended against my request for the National
Guard. Robert Contee immediately butted in and said: Let me get
this right, you are denying the Chief of the Capitol Police?

Again, he just—you know, I can go farther into that if you want.

Chairman LOUDERMILK. OK. Thank you. Are you familiar with
the term “data miner”?

Mr. SUND. I have become familiar with it, yes.

Chairman LOUDERMILK. According to a book by Carol Leonnig,
General Milley was using this tool and reached out to Senator
Angus’ team, warning him about violent rhetoric before January
6th. Some of the intelligence included references to smuggling guns
and other weapons into D.C. One message said: Let us burn Sen-
ator McConnell’s house down while he is in it.

Another one seemingly addressed to Members who supported cer-
tifying the election said: We are coming to kill you. Just wait a few
days.

Did General Milley ever reach out to you and share these con-
cerns with you of any of this intelligence?

Mr. SuNnD. No, sir.

Chairman LOUDERMILK. Do you know if he reached out to either
of the Sergeant at Arms?

Mr. SUND. I have no idea, sir.

Chairman LOUDERMILK. Would this intelligence have helped the
Capitol Police prepare for January 6th?

Mr. SUND. Absolutely.

Chairman LOUDERMILK. OK. With that, I do have several other
questions, but it seems we have a second round. At this time, I will
recognize the Chairman of the full Committee, Mr. Steil, for 5 min-
utes.

Chairman STEIL. Thank you very much, Chairman Loudermilk
and for hosting today’s hearing.

Thank you, Chief Sund, for being here today. Members of the
Committee and Congress are thankful for your prior service at the
U.S. Capitol Police and your commitment to protecting Members,
staff, and visitors. My priority as Chairman of the Committee on
House Administration is to de-politicize Capitol Police. I am com-
mitted to ensuring the U.S. Capitol Police has the tools, resources,
and leadership it needs to keep our community safe. I also remain
committed to supporting our law enforcement officers and the work
they do each day.
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Today we are here to discuss the security failures that occurred
on January 6th, 2021, and how we can prevent these failures from
occurring again.

I want to dive into the questions, Chief Sund. In your transcribed
interview, you mentioned that you met with the House Sergeant at
Arms regarding the National Guard prior to January 6th. Is that
correct?

Mr. SUND. Yes, sir.

Chairman STEIL. Who was the House Sergeant at Arms leading
up to and on January 6th.

Mr. SUND. That would be Paul Irving.

Chairman STEIL. House Sergeant at Arms is appointed by who?

Mr. SUND. He was appointed at that time by Speaker Pelosi.

Chairman STEIL. In your transcribed interview, you mentioned
that when you first brought up the National Guard to the House
Sergeant at Arms in the days leading up to January 6th, that Mr.
Irving said he, quote, did not like the optics, end quote. Is that cor-
rect.

Mr. SuND. That is correct. He referenced being concerned for op-
tics.

Chairman STEIL. On January 6th, when he went to Mr. Irving
to get his approval to call in the Guard, Mr. Irving said he would,
quote, run it up the chain. Is that correct.

Mr. SUND. Yes, sir. That was a telephone call. I did not see him
in person when I first made that request.

Chairman STEIL. The House Sergeant at Arms is considered
probably the most senior security official in the House side. When
Mr. Irving says yes to, quote, run it up the chain, end quote, what
did that mean?

Mr. SUND. I took that to mean his leadership chain.

Chairman STEIL. Who would be his leadership chain? He is es-
sentially the most senior security official in the House side, correct.

Mr. SuND. That is his title. That is part of the title of the senior
law enforcement official of the House of Representatives. He would
have been referring to the leadership team that goes up to Speaker
Pelosi.

Chairman STEIL. The political leadership team, meaning elected
officials, not another security official. Is that correct.

Mr. SUND. That is correct, sir. He is the top security official for
the House.

Chairman STEIL. Running up the chain would most likely, in
your opinion, is through the Speaker’s Office and possibly to Speak-
er Pelosi.

Mr. SUND. That would be where it ends, yes.

Chairman STEIL. Let us park that there, and let us jump to a
second set here. In a press conference on January 7th, Speaker
Pelosi called for your resignation on national television. Speaker
Pelosi also stated that she had not talked to you since the initial
breach of the Capitol. According to your transcribed interview, you
were on the phone with Speaker Pelosi a few times. Can you ex-
plain that discrepancy?

Mr. SUND. Yes, that is—that is correct. I spoke to Speaker Pelosi
three times that evening. She went on national TV and said I had
never spoken to her, but I spoke to her three times.
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The three times were—the first time when I went over to brief
President—Vice President Pence at the secure location. I had called
House Sergeant at Arms Irving, told him I was going over to brief
the Vice President. I was also going over to do a personal assess-
ment of the Capitol.

At that point, things were getting under control. Went over
there, briefed him on when we can get them back into Chambers,
with, you know, Mr. Irving being fully aware.

He said he wanted to get Speaker Pelosi on the phone. He made
a phone call from his cell phone at approximately 5:34, where I
first briefed Speaker Pelosi.

The second call was when I left that location. As I was walking
away, I met up with Mr. Stenger, and we started walking over to
the Senate to go brief the Senate when Jennifer Hemingway—I be-
lieve it was Jennifer Hemingway—handed me a cell phone. It was
Emily Barrett’s cell phone calling her.

It was Speaker Pelosi on the other line—this is my second call
with Speaker Pelosi—questioning the information I had given to
Vice President Pence about when we can get back into Chambers.
I assured her that information was correct, I could get them back
into Chambers by 7 p.m. and the call ended. That was call number
2.

Call number 3 was 6:25 p.m. I was over at the Senate, from the
secure location—I mean, from where the Senate had been seques-
tered and on a cell phone, using Robert Karem’s cell phone.

They dialed leadership, who was over offsite at a secure location,
and I briefed all of leadership of the plans to get them back into
Chlambers. That would have been call number 3 with Speaker
Pelosi.

Chairman STEIL. You did not have one call, you did not have two
calls, you had three calls. Speaker Pelosi’s comments that she did
not speak to you are inaccurate?

Mr. SUND. That is correct, sir.

Chairman STEIL. Let me shift gears and go back as it relates to
the optics of bringing people up to Capitol Hill. In running things
up the chain of command, ultimately the Speaker’s Office, do think
Speaker Pelosi’s Office, or Speaker Pelosi, herself, politicized Cap-
itol security?

Mr. SUND. I have—I have no idea on that, sir.

Chairman STEIL. OK. Any other clarifications you would like to
make as it relates to Speaker Pelosi’s comments that you did not
speak to her?

Mr. SuUND. I just, you know, wish she had considered that, wish
she had considered some of the stuff that I faced and the efforts
I went through to bring in the outside resources on that day before
she called for my resignation.

Chairman STEIL. Thank you very much for being here.

I yield back.

Chairman LOUDERMILK. The gentleman yields.

I will now begin our second round of questioning. I yield 5 min-
utes to the gentlelady from California, Mrs. Torres.

Mrs. TORRES. Thank you, Chairman.

Mr. Sund, I have here a statement from—it is testimony from
Paul Irving, the former Sergeant at Arms, and this is testimony he
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gave to the Senate at a hearing. He states, on January 5th, Chief
Sund and I participated in a web-based interagency conference call
with multiple law enforcement partners—the FBI, the MPD, the
U.S. Secret Service, the U.S. Park Police, and the military district
of Washington, among other law enforcement agencies from the na-
tional capital region.

Based on the intelligence and threat assessment, everyone on the
call believed that we were prepared and the plan met the threat.
You were prepared for what you thought would be a typical dem-
onstration, a First Amendment demonstration on Capitol Hill, such
as the Women’s March, when we all wore our pink hats and came
out and marched against some of the efforts of the President.

What you did not anticipate, none of you anticipated, that a Re-
publican Member of Congress would tell the crowd on stage, Today
is the day. American Patriots, start taking down names and kick-
ing ass, and, Our ancestors sacrificed their blood, their sweat, their
tears, their fortunes, and sometimes their lives. Are you willing to
do the same.

You did not anticipate that, did you?

Mr. SUND. We anticipated some minor skirmishes. We did not
anticipate a full-fledged

Mrs. TORRES. You did not anticipate a Member—a Republican
Member of Congress to go on stage and incite the crowd like this.

You also did not anticipate the President’s lawyer, Rudy
t()}uiliani, to tell this, you know, mob that was armed, trial by com-

at.

You also did not anticipate the President of the United States
telling an armed mob to march to the Capitol and that—to start
walking to the Capitol. I mean, you did not—you could not have
anticipated any of that, did you?

Mr. SUND. Well, knowing now that there is intelligence——

Mrs. ToOrRRES. Of course not. I believe when you say that, sir, be-
cause I do not believe that anyone in charge of the men and women
that serve us here in the U.S. Congress, if they had known any of
that intelligence, would have acted very differently than we did
that day.

I still want you to know that I am grateful for my life, that I am
grateful that the officers used their own bodies to protect us, that
they bravely fought against these very angry rioters who came here
to do violence, to hang the Vice President.

This past weekend, the former President has said he would par-
don those convicted—the ones convicted—of crimes associated with
January 6th, including individuals like Enrique Tarrio, the leader
of the Proud Boys, who was convicted of seditious conspiracy and
sentenced to 22 years in prison.

Mr. Sund, how does that make you feel, to hear that the former
President talks about pardoning defendants who assaulted your of-
ficers during that violent attack and assault on our democracy?

Mr. SUND. Again, I feel if they assaulted the officers, they need
to have—pay the consequences.

Mrs. TORRES. 1 feel really badly for everything that has hap-
pened since the officers, the suicides. No one deserved that.

I have here, I wanted to really stay focused on who to blame—
you know, who is to blame for everything that happened on Janu-
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ary 6th. You know, I attended this peaceful transfer of power on
this inauguration, when this President took the oath to serve this
country and to protect, you know, the rule of law and democracy.

I also attended—by the way, I was not wearing a vest at this
ceremony because Democrats did not insight a crowd and say,
Those Russians that interfere in our election, you know, were at
fault for us losing.

We took the loss, and we did the right thing by ensuring that we
had a peaceful power of transfer.

Unfortunately, when I attended Mr. Biden’s inauguration, I had
to wear a vest, because I no longer felt safe.

With that, I yield back.

Chairman LOUDERMILK. The gentlelady yields.

I now yield to the gentleman from Virginia, Mr. Griffith, for 5
minutes.

Mr. GRIFFITH. Mr. Sund, you also did not anticipate that you
would not get significant intelligence about the threat. Is not that
true?

Mr. SuND. That is—that is correct. With the intelligence

Mr. GRIFFITH. You would have anticipated that either your own
department or other Federal agencies would have alerted you to
the risk. Is not that true?

Mr. SUuND. Like I said, this could have been preventable if we
had gotten the intelligence they had.

Mr. GRIFFITH. Is not it also true that you would not have antici-
pated, and did not anticipate, that you would not get support from
up the chain when you requested the National Guard before and
on January 6th? Is not that true?

Mr. SUND. That is correct, sir.

Mr. GRIFFITH. During a February 2021 joint Senate hearing,
former House Sergeant of Arms, Paul Irving, testified that on Jan-
uary 6th, 2021, he did not receive a request from you for National
Guard assistance until around 2 p.m. Is that accurate?

Mr. SUND. That is not accurate, sir.

Mr. GRIFFITH. When did you ask for it?

Mr. SUND. 1:58—I am sorry—12:58 p.m. was my first call to Paul
Irving. I was—I had a number of people that were surrounding me
that were aware I was calling. He was fully aware of just how bad
it was outside because he had his representative to the command
center right behind me, sending him all the information of what
was happening.

I did not get the approval at 12:58 p.m.

Mr. GrRIFFITH. He still said he was going to—he would run it up
the chain?

Mr. SUND. He was going to run it up the chain. It took 71 min-
utes to get an approval.

Mr. GRIFFITH. To get it run up the chain?

Mr. SUND. Yes, sir.

Mr. GRIFFITH. Your assumption, although you testified that you
do not know for sure, that it went to Nancy Pelosi, your assump-
tion is, is that because the Sergeant at Arms, while elected by the
Members of the House, is generally put on the ballot by the Speak-
er and serves at the direction of the Speaker, so you assumed, as
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rr}llost ‘1?oeople would, that it was the Speaker that was the top of the
chain?

Mr. SUND. Yes, that was—that was my assumption.

Mr. GRIFFITH. I mean, based on the flow chart that I am aware
of, there is nobody between the Sergeant at Arms and the Speaker.
Do you know of somebody in between of two of them?

Mr. SUND. No, sir, I do not.

Mr. GRIFFITH. I do not either.

All right. Now, you had some phone calls with Mr. Irving. Do you
have the record of what times you had those phone calls?

Mr. SUND. Yes, sir, I do.

Mr. GRIFFITH. Would you please tell them to the Committee?

Mr. SUND. Let us see if I—if I do not have them, I had be happy
to submit my phone records. My phone records have all been sub-
mitted. They were submitted to the Senate—the Senate hearing, a
full accounting of my phone records.

Yes, I do not have them—hold on just a second. I do not have
the exact times, but

Mr. GRIFFITH. You made—my recollection is, and I have read
your book, but my recollection is, you made several calls within a
relatively short period of time. If it took 71 minutes to run it up
the chain, is my information correct that you called three times—
the first one that you just told us about, and then two more during
that 71 minutes?

Mr. SuND. No, no, no. Those are calls with Speaker Pelosi. Those
that I just went over, those times, those were calls with Speaker
Pelosi.

Mr. GRIFFITH. Oh, those were calls with Speaker Pelosi.

Mr. SunD. Correct. Between 12:58 and 2:09, when I finally got
approval 71 minutes later, I made 11 calls to the Sergeant at Arms
asking, What is going on—first asking for the request, and then 10
follow up calls saying, What is going on with the request?

Mr. GRIFFITH. Eleven calls during the

Mr. SUND. Yes, sir.

Mr. GRIFFITH [continuing]. roughly an hour and 10 minutes?

Mr. SUND. During that time, I was calling every—the leader of
every agency, Gary Settle with Virginia State Police, Secret Serv-
ice, anybody I could get to come to my aid.

I activated mutual aid around Maryland, Virginia, and that is
what brought in the New Jersey State Police at 1:51 p.m., still
while calling every couple of minutes to find out where the hell my
approval was for the National Guard.

Mr. GRIFFITH. Now, being from Virginia, did the Virginia State
Troopers come in to help?

Mr. SUND. Yes, sir, they did.

Mr. GRIFFITH. Did they get here before the National Guard, too?

Mr. SUND. Yes, sir, they did.

Mr. GrRIFFITH. Wow. All right.

USCP hired Julie Farnam as the assistant director of intelligence
and interagency coordination division in November 2020 when the
former director retired. Is that correct?

Mr. SUND. Yes, sir.

Mr. GRIFFITH. She testified previously that you wanted to over-
haul the Department. Is that correct?
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Mr. Sunp. I wanted——

Mr. GRIFFITH. That she wanted to overhaul the Department?

Mr. SUND. She might have. I am not—I am not aware.

Mr. GrIFrITH. OK. All right. You—but did you think at the time,
on January 6th, did you think your intelligence department was ef-
fective?

Mr. SUND. That is correct. I thought the intelligence they were
providing us——

Mr. GRIFFITH. Prior—prior to January 6th?

Mr. SunD. Oh, prior to January 6th, absolutely. They had got-
ten—been effective on any previous demonstration. I mean, we
handled a Supreme Court nomination where we made hundreds of
arrests, and that was effective intelligence, absolutely.

Mr. GrirriTH. That was effect-—so they were effective prior to
January 6th. You did not see the cracks in the system until after
that. Is that accurate?

Mr. SUND. That is correct, sir.

Mr. GrIFFITH. All right. I appreciate your testimony here today,
and I am glad you have been able to correct some of the
misstatements that have been made by others, and I yield back.

Mr. SunD. Thank you, sir.

Chairman LOUDERMILK. The gentleman yields.

Chief Sund, before I recognize the Ranking Member of the full
Committee, would you be willing to submit those phone records to
this Subcommittee for our records?

Mr. SUND. Absolutely, sir. I will have them to you by the end of
the day.

Chairman LOUDERMILK. All right. Thank you, sir.

I now recognize the gentleman from New York, Mr. Morelle, for
5 minutes.

Mr. MORELLE. Thank you, Mr. Chairman.

I do note, since there seems to be a fair amount of conversation
and speculation about what happened in the conversations between
Mr. Irving and Speaker Pelosi, why Mr. Irving was not asked to
testify in front of this panel.

You could have asked him to come. I assume that you chose not
to because it is easier to speculate on the conversation rather than
ask him to testify. I assume he would have been here to testify
about it.

In any case, since there seems to be a real focus on the 1 hour
that there is a dispute over whether or not authorization was
given, I am a little surprised that there is no frustration or concern
about the 3—1/2 hours between the time you did place the call—and
I do understand, sir, you placed the call at 2:30, according to your
testimony here—requesting National Guard support?

Mr. SunD. No. To correct it, I could not wait any longer. I had
waited so long for Mr.—the approval from the Capitol Police Board,
both Mr. Irving and Mr. Stenger.

At 1:51 p.m., I called William Walker, without even having au-
thority, and said, Please, get ready—send me anything you got.
This 1s life or death. I told him, I do not have approval from the
Capitol Police Board yet, but it is coming any minute, but please
start sending me resources.

Mr. MORELLE. Got you.
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Mr. SuND. It was 1:51 when I made the call.

Mr. MORELLE. That was before 2, and yet—so—and when do the
National Guard show up?

Mr. SUND. 5:40 p.m., the first National Guard showed up, ap-
proximately 150, and they were sworn in as special police officers
and deployed. They got on post about 6 p.m. when the Capitol
Grounds were secure at that point.

Mr. MoreLLE. OK. That is over 3-1/2 hours after your request
was put in?

Mr. SUND. Yes, sir.

Mr. MoRELLE. Earlier, I was asking about this, and I would like
to just get a little more definition. You did not know it at the time.
When you made the request at 1:50 or so, did you know—when
were you made aware that there were restrictions on what the Na-
tional Guard could do as a result of the memo that had been issued
on the 4th and 5th?

Mr. SUND. I do not know the exact date, but it was definitely
after—after January 6th. When I started doing research into what
happened, that is when I found it.

Mr. MORELLE. When they showed up at 5:40—so do you have any
sense of the 3-1/2 hours that went on? You said—I just want to
make sure—you said in interview that there was a concern in the
administration about the President invoking the Insurrection Act,
and concern at the Pentagon about him declaring martial law or
activating the military in support of his claims.

Do you suspect that played a role in the Pentagon’s unwilling-
ness to allow the National Guard to respond to the Capitol, that
those hours, that was being debated?

Mr. SUND. When I went back and started doing research for the
book I wrote, that is—I started finding out there was a lot of con-
cerns within the President’s Cabinet about him invoking the Insur-
rection Act, and that was one of the hypothesis that had come up,
that maybe they were concerned about him invoking it, and that
is why they would want to delay.

Think about it. I think the—it was the Secretary of Defense has
come out and stated in testimony, he was not putting National
Guard anywhere east of 9th Street Northwest, which means, to-
ward the Capitol. Why would that be?

Mr. MORELLE. I do not know. What do you—why do you specu-
late?

Mr. SunD. Like I am saying, for some reason, they wanted to do
everything they could to keep National Guard away from the Cap-
itol.

Mr. MORELLE. Yes. I would wonder why my colleagues are not
more concerned about that. I mean, that is 3-1/2 hours while we
are under siege. A request has been made.

Can you describe the scene during the period between your call
and the arrival of the National Guard here at the Capitol?

Mr. SUND. Between my—my first call at 12:58?

Mr. MORELLE. Your call at 1—at 2, until 5:40.

Mr. SuND. It was—I mean, I was seeing my officers go through
some intensive battling on the west front. It was terrible what they
were going through, and no police officer deserves to be subjected
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to that. It was some of the—some of the worst violence I have seen
against law enforcement.

Mr. MORELLE. Let me ask this then. How would the situation
have differed had the National Guard’s Quick Reaction Force been
able to deploy soon after your call, which I assume would have
been just minutes away?

Mr. SUuND. If they had followed their emergency authority, and
they had deployed the quick QRF, we could have had close to 200
National Guardsmen—men and women here fairly quickly. That
could have been a game-changer.

You know, Metropolitan Police Department sent me almost 1,000
officers. That would have been the next largest cadre of officers. We
could have absolutely used their assistance.

Mr. MORELLE. Yes. You know, I—on a sort of tragic cir-
cumstance, you obviously know about then Police Lieutenant Mi-
chael Byrd and the interaction which had ultimately led to the
death of Ashli Babbitt, who was a rioter when she broke—tried to
break into the Speaker’s Lobby.

Because of his actions, now Captain Byrd and his family have
had to face an onslaught of threats and had been the target of vile
attacks, some of them racist. Just a few weeks ago a family mem-
ber of Ms. Babbitt said publicly that Michael Byrd needs to swing
from the end of a rope. Do you have any reaction to that comment?

Mr. SUND. No. No comment on that.

Mr. MORELLE. No comment.

Before I yield back, may I ask unanimous consent to enter into
the record the following; an article from The Washington Post fact-
checker dated December 15th, 2021, entitled, “No, Trump did not
order 10,000 troops to secure the Capitol on January 6th”; an arti-
cle from CNN, entitled, “Fact-Checking Representative Jordan’s
claim that Speaker Pelosi was responsible for U.S. Capitol security
on January 6th”; a memorandum from the Secretary of Defense to
the Secretary of the Army, dated January 4th, 2021, Restricting
the activities of the D.C. National Guard; a letter from the Sec-
retary of the Army to the commanding general of the D.C. National
Guard, dated January 5th, relaying those National Guard restric-
tions; an excerpt from the Select Committee’s transcribed interview
with former House Sergeant at Arms Paul Irving; a copy of H. Con.
Res. 40, a concurrent resolution, expressing support for law en-
forcement officers that explicitly excluded the United States Cap-
itol Police; a copy of an amendment to H. Con. Res. 40 offered in
the Rules Committee by Ranking Member McGovern, expressing
gratitude to the Capitol Police who protected the Capitol on Janu-
ary 6th; a copy of the vote tally and the amendment, which was
defeated on a party line 8-3 vote, all Republicans voting against;
a tweet by Representative Matt Gaetz, dated September 14th,
2023, in which he pledges to hold Speaker McCarthy to his promise
to release the full January 6th tapes; a tweet by Representative
Matt Gaetz, dated September 18th, 2023, in which he demands full
release of January 6th tapes in exchange for funding the Govern-
ment; and finally, a letter from Capitol Police Chief Tom Manger
to Chairman Steil and myself, dated September 18th, 2023, in
which he renews his request to review all video footage requests re-
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ceived by the Committee and address security concerns prior to re-
lease.

Without objection?

Chairman LOUDERMILK. Without objection.

[The information referred to follows:]
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(@ This article was published more than 1 year ago

@he tashington Post

Democracy Dies in Darkness

No, Trump did not order 10,000 troops to secure the Capitol
on Jan. 6

Analysis by Glenn Kessler
The Fact Checker

December 15, 2021 at 3:00 a.m. EST

“Don’t forget, President Trump requested increased National Guard support in the days leading up to January 6.
The request was rejected — by Pelost, by congressional leaders, including requests, by the way, from the Capitol
Police chief.”

— Sean Hannity of Fox News, speaking to former White House chief of staff Mark Meadows, Dec. 13
“What we also know is that President Trump wanted to make sure that the people that came, that there was a safe
environment for that kind of assembly. And I've said that publicly before — the 10,000 National Guard troops that
he wanted to make sure that everything was safe and secure. ... Obviously having those National Guards
available, actually the reason they were able to respond when they did, was because President Trump had actually
put them on alert.”

— Meadows, to Hannity

Tt’s always dismaying when false claims that were previously debunked turn up as accepted facts months later. Yet,
increasingly, Fox News hosts and their guests appear to live in a world untethered by the truth.

As we have documented before, President Donald Trump never requested 10,000 National Guard troops to secure
the Capitol that day. He threw out a number, in casual conversation, that is now regarded by his supporters as a

lifeline to excuse his inaction when a mob inspired by his rhetoric invaded the Capitol.

Let’s take a fresher course.

The Facts



149

Just one month after the attack, Meadows appeared on Fox News's “Sunday Morning Futures” and made this claim:
“As many as 10,000 National Guard troops were told to be on the ready by the seeretary of defense. That was a direct
order from President Trump.”

Later that month, Trump appeared to confirm Meadows’s aceount in an interview with Fox News.

“I definitely gave the nuraber of 10,000 National Guardsmen and [said] 1 think you should have 10,000 of the,
National Guard ready,” Trump said. “They took that number, From what I undevstand, they gave it to the people at
the Capitol, which is controlled by [House Speaker Nancy] Pelosi. And I heard they rejected it because they didn’t
think it would look good.”

But it furns out & Vanity Fair reporter was embedded with acting defense secretary Christopher Miller and his top
aides during the period leading up to the insurrection. That real-tinie access provided a different version than the
account offered by Trump and his former chief of staff.

During a meeting on Tran with Miller on the evening of Jan. 5, Tromp suddenly shifted direction, Vanity Fair
reported,

The president, Miller recalled, asked how many troops the Pentagon planned to turn out the
following day. “We're like, ‘We're going to provide any National Guard support that the District
requests,” Miller responded. “And [Trump] goes, “You’re going to need 10,000 people.” No, I'm
not talking bullsh--. He said that. And we’re like, “Maybe. But you know, someone’s going to

; have to ask for it.”

The reporter, Adam Ciralsky, asked Miller why Trump threw out such a big number: “The president’s sometimes
hyperbolic, as you've noticed. There were gonna be a million people in the street, T think was his expectation.” (Tt
was just thousands of people.)

Tn other words, 10,000 troops was 4 guesstimatevbased on Trump’s inflated belief in his ability to dvaw a crowd. The
statement did not come as part of a meeting to discuss how to handle the event. Instead, it appears to have been an
offhand remark, That's not the same thing asa “réqi\est.” (Trump certainly knew how to order the deployment of
National Guard troops in June 2020.)

In fact, the Defense Department never acted on Trump's remarks, according to our reporting, as departinent officials
did not regard the offhand comment to be a “divect order,” as Meadows claimed.

Miller and other senior Pentagon officials did not relay the 10,000 figure to anyone outside the Defense Department;
according to a former U.S. official who was familiar with the matter. “They didu’t act on it, because based on
discussions with federal and local law enforcement leadership, they didn’t think a force of that size would be
necessary,” the former official told The Fact Checker,
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Indeed, the official Defense Department planning and execution memo-on the Jan. 6 events also makes no mention
of any such discnssion. Instead, it notes the possible activation of 340 National Guard troops to assist the D.C.
government with traffic control — a move that came sbout after a Dec. 31 request by Mayof Muriel E. Bowser (D},

Pentagon spokesman John Kirby said officials checked the records after Trump’s remarks about ordeﬁng 10,000
Natfonal Guard troops. “We have no record of such an order being given,” Kirby told The Fact Checker.

It’s worth noting that the Defense Departiment inspector general, in a report that said top Army leaders acted
appropriately on Jan. 6, appeats to place the conversation between Miller and Trump on a different date — Jan. 3.

Mr. Miller and GEN Milley met with the President at the White House at 5:30 p.m. The primary
topic they discussed was unrelated to the scheduled rally. GEN Milley told us that at theend of
the meeting, the President told Mr. Miller that there would be a large number of protesters on
January 6, 2021, and Mr. Miller should ensure sufficient National Guard or Soldiers would be
there to make sute it was a safe event, Gen Milley told us that Mr. Miller responded, “We've got
a plan and we've got it covered.”

‘But no direct order is mentioned, On Jan. 5, the IG report says, Trump and Miller had a phone call and “the -
President’s guidance was to do W_liat was required to protect the Ameriean people.” Again, Trump'’s instructions
appear vague,

In his recentlipnblished memoir, Meadows makes the unsupported claim that there were “several offers from the
White House and DoD to send 10,000 National Guard into our nation’s eapitol” before the rally but that Bowser
“refused to accept their help.” As we noted, the Defense Department did not take Trump’s offhand remark serigusly
and officials said the fignre was not mentioned outside the building. Meadows adds, “The response time, which has
been largely criticized, was only possiblg beeause the National Guard had been put on alext at the president’s
direction.”

Almost a year later, there continues to be confusion about why it took so long to deploy the National Guard after the
Capitol was breached, Army Secretary Ryan McCarthy withheld authority from William J. Walker, at the time the
commanding general of the I3,C. National Guard, to activate the quick reaction force, a requirement that Walker in
congressional testimony said was “unusual.” Other officials have testified that key Amﬁy officials were concerned
about the “opties” of troops at the Capitol.

The Defense Departmient 1G report quotes senior Army leaders as saying that they prepared to mobilize the Guard
and that it took two calls from MeCarthy to Walker to implement a plan.

But Walker — now the House set'geant—éxt—arms — and his former counsel, Col. Earl Matthews, have fiercely disputed
that account, saying in 2 memo in response that it is “replete with factual inaceuracies, discrepancies and faulty
analysis.” They saic that MeCarthy did not make such calls to Walker and that Army officials are trying to cover up
their mistakes.
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Notably, neither the IG report nor the Walker response memo make any reference to Trump having a role in the
response. Vanity Fair quotes a senior defense official as saying Defense Department officials could not reach Trump
during the insurrection: "They couldn’t get through. They tried to call him.” As the congressional cominittee
investigating Jan. 6 has disclosed, Meadows was besieged with emails from lawmakers and Fox News personalities
urging Tramp to take action to halt the riot - emails that Meadows does not mention in his book.

Interestingly, a veport by the congressional committee examining Jan. 6 events says that Meadows “sent an email to
an individual about the events on January 6 and said that the National Guard would be present to “protect pro
i P to'p P

‘Trump people’ and that many more would be available on standby.” The committes, in citing Meadows for contempt
for refusing to cooperate, is seeking more information about this issue,

The Pinocchio Test

In the Hannity-Meadows version of history, Trump was a hero, ordering a massive force of National Guard troops to
protect the Capitol — only te have his otder of 10,000 troops rejected by liberal foes. There is no evidence to support
such claims. No investigation has turned up any such ordeér.

Rather, Trump made an offhand remark in a meeting unrelated to the events of Jan. 6, based on an inflated

expectation of the crowd that would gather that day. Moreover, when the Capitol was breached, Trump was AWOL,
unengaged in the effort to end the riot and restore order.

Four Pinocchios
(About our rating scale)

Send us facts to check by filling out this form

Sign up for The Fact Checker weekly newsletter

The Fact Checker is a verified signatory to the International Fact-Checking Network code of
prineiples
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9/19/23, 10:09 AM Fact checking Rep. Jim Jordan's claim that Speaker Nancy Pelosi was responsible for Capitol security on January 6 | CNN Politics

“V@l@@ﬂwasn’t there a proper security preserfié&”aERhe Capitol that day,” Jordan asked at%
news conference after House Minority Leader Kevin McCarthy pulled all five members he
had tapped for the committee in response to Pelosi rejecting two of them. The Ohio
Republican added, “Only one person can answer that question. Only one. The Speaker of
the United States House of Representatives.”

Facts First: The Speaker of the House is not in charge of Capitol security. That's the
responsibility of the Capitol Police Board, which oversees the US Capitol Police and
approves requests for National Guard assistance.

Jane L. Campbell, president and CEO of the US Capitol Historical Society, told CNN that
“the Speaker of the House does not oversee security of the US Capitol, nor does this
official oversee the Capitol Police Board.”

Pelosi also cannot unduly influence who is appointed to the Board, which consists of the
House and Senate Sergeants at Arms, the Architect of the Capitol and the Chief of the
Capitol Police. The Sergeants at Arms are elected and must be confirmed by their
respective chambers and the Architect must be confirmed by both chambers of Congress.

And according to testimony from the former Capitol Police chief, Pelosi was not involved in
the decisions made ahead of January 6 regarding the National Guard. In his testimony
before the Senate in February, former US Capitol Police Chief Steven Sund said that he
approached both Sergeants at Arms on the House and Senate side on January 4 to
request the National Guard through an Emergency Declaration from the Capitol Police
Board.

His request, according to Sund, was not approved. Instead, the Senate Sergeant at Arms
Michael C. Stenger “suggested | ask (the National Guard) how quickly we could get
support if needed and to ‘lean forward’ in case we had to request assistance on January
6,” according to Sund’s testimony.

Following the events of January 6, the US Capitol Police announced it was working “with
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SECRETARY OF DEFENSE
100Q DEFENSE PENTAGON
WASHINGTON, DT 20304 1000

, JAN - 4 281
MEMORANDUM FOR SECRETARY OF THE ARMY '

SUBJECT: Employment Guidance forthe District of Colurmbia Wational Guard

This memorandum responds 1 your January 4, 2021 mermrandum regarding the Disteict
of Columbia request for Disteict of Columbia Natlonat Guard (DUNG) suppont in response 1o
planned demonstrations fom Japuary 5-6, 2021, You nee authorized 1o approve the requested
supporn, subject to my gnidence below and subjeet 1o consaltation with the Attorey General, as
required by Executive Order 11485,

Withoul my subscquent, personal authorization, the DCNC is not authorized the following:

* To beissued weapons, ammunition, bayonets, batons, o ballistic protection equipment
such as helmots and body armor,

Ta interuct physically with profestors, sxcept when y in self-defense or
defenise of others. consistent with the DCNG Rules for the Use of Force,

To emyploy any riot control agents,

To shave equipment with law epforcementagencies,

Tao use Intelligence, Surveillance, and Reconnaissance {ISR) assets or to conduet ISR
or Incident, Awareness, and Assessment activities.

To-employ helicopters or any other air assets,

s Tocondugt scarches, selnures, arrests, or othey similar direct law cnforcement activity,

* To scek suppont from any non-DONG Nationat Guard units,

At atl times, the DUNG will vemain under the operationel and administrative command
and control of the Communding Gureral of the IDXONG, who reports 10 the Secretary of Defense
through the Secretary of the Ammy,

You may employ the DONG Quick Reaction Force (QRF) anly 2s a last resortand in

fesponse toa request from an approptiate civil authority. If the QRF is so employed. DONG
personnet will be clearly marked andror distinguished from civilian l_aw enforcement personnel,

and you will nolify me immediately upon your authorization,
Christopher C. Miller
Acting ’ : S H
] 9101
NARIEEELEAMN
: ZHCAMOO00085-24

OEHCT0,
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SECRETARY OF THE ARMY
WASHINGTON

05 JAN 2021

Major General William J. Walker
Commanding General

District of Columbia National Guard
2001 East Capitol Street SE
Washington, DC 20003-1719

Dear General Walker:

This responds to your letter dated January 1, 2021 recommending approval of
the request of Mr. Christopher Rodriguez, Director of District of Columbia Homeland
Security and Emergency Management Agency (DCHSEMA), on behalf of the District of
Columbia Fire and Emergency Service (DCFEMS) and DC Metropolitan Police
Department (MPD) dated December 31, 2020, requesting the District of Columbia
National Guard (DCNG) 33rd Civil Support Team (CST) and traffic management and
crowd control for planned demonstrations in DC from 5-7 January 2021.

Support to the Civil Authorities of the District of Columbia

DCHSEMA requested that the DCNG CST conduct the following tasks, upon
request, for each event: (1) Chemical, Biological, Radiological, and Nuclear (CBRN)
monitoring and hazardous material (HAZMAT) on-site support; (2) liaisons at all
required locations; (3) technical decontamination support (on call);' (4) Analytical
Laboratory Suite (ALS) support (on call); and (5) CST operations and communications
capability support. The CST personnel will be partnered with personnel from DCFEMS
throughout the course of these missions and will serve solely in a support role to
emergency fire and medical first responders.

DCHSEMA also requested six crowd management teams at specified Metro
stations and to prevent overcrowding on Metro platforms; and teams to assist at 30
designated traffic posts.

Your mission analysis determined that the DCNG could provide all of the
requested support. | approve the DCNG to support the MPD with 340 total personnel.
DCNG Disposition will include:

a. Traffic Control Points: 90 personnel (180 total/2 shifts) operating in non-tactical
vehicles

b. Metro station support: 24 personnel (48 total/2 shifts)

! The requested technical decontamination support will be limited to first responders working with the CST. It will
not include the mass decontamination of civilians.

Printed on @ Recycled Paper
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c. CST Support: 20 personnel
d. Quick Reaction Support: 40 personnel-staged at Joint Base Andrews
e. Internal C2 and Support; 52 personnel

DCNG are not authorized to perform any additional fasks or duties not authorized
In this memorandum. In addition, without my personal authorization, the DCNG is not
authorized the following:

a. To be issuad weapons, ammunition, bayonets, and batons.

b. To interact physically with protestors, except when necessary in self-defense
or defense of others, consistent with the DCNG Rules for the Use of Force other than
those who pose an immediate threat of physical harm to Federal personnel or
destruction of Federal facilities.

_¢. To employ any riot control agents.
d. To share equipment with law enforcement agencies.

e. To use Intelligence, Surveillance, and Reconnalssance (ISR) assets orfo-
conduct ISR or Incident, Awareness, and Assessment (IAA) activities.

f. To employ helicopters or any other air assets,

g. To conduct searches, seizures, arrests, or other similar direct law enforcement
activity.

h. To seek support from any non-DCNG National Guard units.

DCNG Soldiers have the inherent right to self-defense. DCNG Soldiers will store
their helrmets and body armor within vehicles or buildings in close proximity to their
positions. In the event of an elevation of the threat requiring immediate donning of this
equipment for self-defense, DCNG leadership will immediately notify the Secretary of
Army.

At all imes, the DCNG will remain under the operational and administrati‘ve
command and control of the Commanding General of the DCNG, who reports to the
Secretary of Defense through the Secretary of the Army.
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I withhold authority to approve employment of the DCNG Quick Reaction Force
(QRF) and will do so only as a last resort, in response to a request from an appropriate
civit authority. | will require a concept of operation prior to authorizing employment of
the QRF. If the QRF is employed, DCNG personnsl will be clearly marked and/or
distinguished from civilian law enforcement personnel. You will notify me immediately
of any requests for QFR smployment.

The support mission for the CST will begin at approximately 0700 hours on
January 5, 2021, and will end on January 7, 2021 when DCHSEMA, in coordination with
DCFEMS, determines that the mission is complete. Finally, your mission analysis
determined that the requested support constitutes valid military training; is within the
current capabilities of the DCNG, and will not detract from the readiness of the DCNG.

Approval

. Pursuant to my request, the Deputy Attorney General reviewed and concurred
with your plan for support to the civil authorities of the District of Columbia.

All DCNG personnel associated with this support mission will serve under the
provisions of Title 32, U.8.C., Section 502(f). They will serve solely in a support role to
the named civil authorities and remain under the command and control of DCNG
leadership at all imes. DCNG will not be armed for this event however, MPD requests

- that DCNG membars be equipped with safety vests and lighted traffic wands to assist
with this mission. Further, MPD requests DCNG personnel suppotting the mission be
appointed as “Special Police” pursuant to D.C. Code § 5-129.03. They will not engage
in the domestic surveillance of U.8. persons.

Ryﬁ&,;. McCarth5
CF:

Office of the Assistant Secretary of Defense (Homeland Defense and Global Secunty)
Office of the Department of Defense General Counsel

Department of Defense Executive Secretary

Chief, National Guard Bureau

Deputy Chief of Staff, G-3/5/7

Office of the Army General Counsel
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SELECT COMMITTEE TO INVESTIGATE THE

JANUARY 6TH ATTACK ON THE U.S. CAPITOL,

U.S. HOUSE OF REPRESENTATIVES,

WASHINGTON, D.C.

INTERVIEW OF:

AUTUEN AT

0
U GOVERNMENT, .
INFORMATION
Q,

feid

The Interview In the above matter was held via Webex, commencing at 3:02 p.m.

Present:

PAULIRVING

Friday, March 4, 2022

Washington, D.C.

Representatives Agullar and Cheney,
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Q  Okay. Was that just a conversation between you and the chief, or was Mr.
Stenger or the Architect of the. Capitol also part of that converéation? ’

A No, was in - Phad just returmed to my office or was returning to m\) office
from the House flm.x, and that's when | received that call from the chief,

O Okay, And so what was the - what was sort of the - your understanding at
the end of that call? 5o he says: Hey, | think | might need help. We might neéd the
National Guard.

So, when you left that call, what was your unders{anding about what next steps
might look like?

A Thathe would continue to brlef me.  But the fact that he mentioned a
potentiél need for the Guard, | remember going back up to the House -- when | say the
"House floot,” the House Chamber, the Speaker’s !abf)y to let the - | believe it was the
Speaker's chief of staff know that the chief was giving hef a heads-up that the chief might
be makingé reguest for the National Guard, and | would be monitoring the situation and
keep the Speaker's Office advised.

Q  Copythat,sin,.  And you advising the Speaker's office, was that something
you W;VOUId normally do, of just something you did hecause of the unigueness of that
situation? 1am just trying to get a seﬁse of which one it might have been,

A Any chénge in security posture, given the time, | would give t}:;gm a
heads-up.

Q' Copythat,sin.  And what response, if any, did the chief -1 think you said It
was the chief of Qtaff?

A |believe it was the chief of staff,

Q' Yes,sir. And do you recall what, if anything, the chief of staff said In

'response to the information you shared with them?
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A 1befieve she said she would let the Speaker know. And | said okay. ‘

Q Okay. . And 50 you said that phone caf! was somewhere like 1:50-ish in the
afternoon or something like that? Does that sound right? A :

A Wéll, that call was shortly befo're 1:30,

Q  Oh,I'msorry, Before 1:30, »

A And then -~ But then between - maﬁe 1 spoké to her inthe 1:35 to ‘1:4()
timeframe, And then there was some further discussion with the chief, back-and»fot;th
phone calls, trylng to get an updafe. And, sometimé thereafter, | went to Mike Stenger's
office and also to!;i the Speakexj’s chief of staff that 1 was heading tﬁat way to get further
updates, k ’

Q  Copy that, sin. Before you went over fa Mr. Stenger‘s cffice, do you recall
sort of how many telephone calls o;tbconversations vou had with the chief golng back and
forth for status updates, best recoliecﬁon?

A, Afew | know that the records are there. * You can see the récords.

Because the only calls | received from the chief wers on my House cell phone,

House-issued qu‘! phone.  And you had asked earlier; 1 did not use any personal phones _

or any other phones other than my House-issued cell phone.  There were a few, and you
can look at the record. - The chief sometimes would call — there would be just -- there.

would be just open time. There would be no discussion because he was busy,  Sort of

~anopen line,  But then | remember going to Mike Stenger's office and then getting, vou

know, further updates. And then another call relative to the Guard once | was In his

office. . ‘ '
Q  Copythat, sir. And, after the chief called you ;che first time to sort ﬁf say,

"Hey, we might need the National Guard,"” but prior to when you got to Mr. Sienger‘s

office, did you have a sense about how the situation was sort of devolving outside?  So
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what w'as your sense of what was going on, | guess Is another way of asking it, sfter you
hung up with the chiehhe first time about what was going on around the Capitol?

A Hyou're referring to mavbe thé 2 o'clock timeframe, that 1:45t0 2 o'clock
timeframe?

Q  Yes,sir.

A Conditions were rough. The Capitol Police were -- my understanding was

- they were busy with the crowd outside, ~ But evein at that point, | had no indication that

it was ahy otheran aggressive crowd. But | didn't have any other additional information

 other than that,

Q  Copy t’ﬁat, sir.  And you said you eventﬁéfly made your way to Mr. Stenger's
office. Was that around 4the 2 ¢'clock-Ish timeframe? . ’ ‘

A Yes, 4 »

Q ‘ And did you and M. Stenger have any discussions prior to your following
updat.e from the chief? Or sort of what happened once you got to Mr. Stengec's office?

A My recolleciion, he was there with his -- with some of — with his staff. A 1
think sorme ‘Ieaf:!ership staff was thgre. And we were basically waiting for an update,
We could see from his window that we had a Iérge crowd outside but cotldn't see much
below us o deterﬁine the status at the variaus doors or points of eniry.  But we were
just waiting for a status.  And the chief then called - my recollection was he called after
2o'dock.  He called and asked for mutual assistance from the various police
departménts, which we certainly sald was fine wfth us. We had - we didn't feel that he
needed our approval forthat.  And then it was shortly aftgr that that he then caﬁed
again and asked for Natidr{a] Guard -- permission for National Guard assistance. And, of
course, we said absolutely.  And that was - so that was the next discussion regarding

the National Guard.
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Q  Copythat, sir.  And you mentioned that it was you, Mr. Stenger, and some
leadership staff folks In Mr. Stenger’s office,  For that initial phone call from the chief,

had the Architect of the Capitol, was he'a part of that conversation at the time, or did he

* get looped In at any point while you were with Mr.'Stenger; o the best of your

knowladge?

‘A No, the Architect was not invo!ved. Again, this was not a Capitol Police
Board issue, Thiswas an implementation of, you know, security and involving security
around thé Capitol, Sd; no, he, tomy recallection and knowledge, he was not involved
in aﬁy of the discusslons or there, ‘

Q  Understood, sir.  And you mentioned that that was one phone éa". Then

there was a subseguent phone call where the request for National Guard‘sijpport came

- from the chief, to which you.of course said ves, Do you recall how long it was after that

" first phone call that you got that second phone cali?

A I would say it wés several minutes, ’Maybe within 5 minutes.

Q  Okay. Sopreity close in time.

A Uh-huh.

A And, based on what | understood in the beginning of our conversation wjhen
you were walking me tﬁmugh,- which | appreciate thé hackup abaut h?sw the Capitol
Police Béard works, it was you and My, Stenger in the s;aom._ Was there a need to reach
out to the Architect in the Capitol and say, hey, we got a vote on National éua rd with just
the iwo of you by véurselves, enough to say pull the trigger and go do what you need to
do?

A Had we had time, | would say we would have certainly had him in the

discussion.  But the chief said time was of the essence. He said conditions wereireal

“bad outside, and we just sald go ahead and doit.  And it was not uncammon for -- well,
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not uncommon to have numerous discusslons on security issqes with the chief
throughoutba givenday, But certainly Capitol Police Board decisions would involve the
entire board.

Q@ Copythat, sir.  And, after that se;ond phone call, where you all give the
green light to move forward implementing the National Guard, to your knowledge or
recollection, were there am,"other discussions after that involving the ﬁse of National
Guard, or was that sort of the end of that particular part of the scope?

A ltwas maybe’a half an hour later that we got word that the Capitol had been
breached, and we went inte emergency planning mode,” So, at that point, It was just
gettingﬁMembers safe,.and we shifted.  There was Nationél Guard discussion later on in
the afternosn once we were in our secure location énd we were inkthe p‘havse of getting
the Caplitol secure again and getting resources to secure the Capitol, Seo tﬁen there was
further - there was then continued discussions !;'ster that afternoon about the Guard.

‘ Q  Copythat,sin  And!am going to talk about that in a second, but let's put
that to thé side and focus on prior to when you went into emergency mode.  You had
mentioned earlier that tﬁefe was some Fb!ks, some other folks in the room, And, also
during our conversation, you had mentioned the fact that, when you got the initial
request frorﬁ Capitol F;clice, you ga\}e the le‘adership, the Speaker's Office a heads—up;
DidAyou give a similar heads-up once fou all gave the approval for Suﬁd to move forward
implementing the National Guard? 1guess | am just trying to geta sense of what'
information intelligence sharing there might havé béen‘with cpngressiénal leadership
prior to when you went into sort pf lockdown emergency mode?

A ' There was very Iittle'discussien,‘ if any, because the period of time was so
short from the time thaf he madg the request to the time that the Capitol was breached.

And | was then consumead with the emergency phase. And my discussions with
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leadership were not until later that afternoon as we were working toward gettlng the
Capitol secure again.

Q  Copythst, sin Solet's move to that part of the discussion. How
ang - when did lockdown mode resolve itself to the poiﬁt ihat you could then shift yt.)'ur
focus back to the subsequent discussions about the Capitol Police? Were you In
lockdown mode for like -- was it like several hours?  I'm just trying to get a sense of
timing,

A ldon't know if | understand your guestion. We -- ance the Capitol was
breachéd, we worked 1o get the Members secure and then were engaged in trying to
secure the Capitol again, and that was throughout the afternoon.  That was, you know,
4 o'clock or 5 o'clock, orso.  So a lot of discussions with the chief regarding the gett&né
the Capltol back in coordination WIfch local law enforcement. And ﬁe had ha'd numerous
discussions with us and local law enforcement and the National Guard., | den'tknow if |
understand your éuesﬁon.

G  iapologize if it was confusing. | guess what | was trying to first understand

 was - you sound Iike there was a definite shift in focus once yéu all moved into lockdown.

So 1 was just curious sort of how lohg you were sort of in that posture. It sounds like it
was several hours, you know; as the day progressed, which | understand. And then,
based on your énswer, | was just curious bto knew, as part of that response process,
getting Members safe, getting people secure, vou mentioned that there was some
discussion about Sund's coordination with local law enforcement and the National Guard,
Anything about those conversations sta4nd cﬁt in your mind with the National Guard sort

of already In place and working?  Or was it -- ware we still waiting for them to sort of

become involved? | am just trying to get a sense of sort of where Wu thougf\t they

were in your overall security posture?
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A Well, we were trying to secure the Capitol throughout the afternoon, and
the chief was trying to get the.Natiéha( Guérd to respond to the Hill, and other local law
enforcement, And myrecollection was we had 2 local law enforcement response fairly
quickly. The Nationai Guard took longer due tb some abprovals required. But | just
remember that the discussion involved the National Guard as other law enforcement as
part of the pian to secure -- retake the Capitol or. secure the Capitol.,

Q  Copy ‘rhaf, sir. And, in your mind, from your perspective, when you are

- going backwards In time -~ | apologize for the fime jumping -- but when you and Mr,

Stenger gave Chief Suﬁd the go-ahead to use the Natfcnal Guard, in your mind, was that
the end of the discussion and there were no other approvals needed, or was there some
other steps that efther you or he needed to take to make that happenb?
A No, there were no other approvals needed. No.
Q  Okay. Dovyourecall - and, again, | know this is_a long time ago, so | am just

asking for your best guess - you mentioned earlier that there were other folks inaroom,

. staffers from the leadership, ~ Do you recall if any of them were communicating with

others about the National Guard and their potential use ﬁrior to when you went into

- emergency mode?

A lecant-ldon'tknow. would have no knowledge of that,

G Okay. Allright. 5o, once the Capitol is secured later in the

afternoon ~ and Lam pretty sure | know the answer to this question, but | want to ask
anyway -- any other discussions about the National Guard and other events and what

they were dolng In relation to helping to keep the Capitol secure, you know, once we get

sort of to the end of the day, and you're moving out of your emergency posture mode?
If that makes sense? I my question makes sense?

A No. You're ésking were there any other discussions regarding the National
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18T SESSION _H. CON. RES. 40

IN THE SENATE OF THE UNITED STATES

» May 30, 2023
Received and referred to the Commitiee on the Judiciary

CONCURRENT RESOLUTION

Expressing support for local law enforcement officers and
condemning efforts to defund or dismantle local law en-
forcement agencies.

Whereas our brave men and women in local law enforcement
~ work tirelessly to protect the communities they serve;

Whereas local law enforcement officers are tasked with up-
holding the rule of law and ensuring public safety;

Whereas local law enforcement officers selflessly put them-
selves in harm’s way to fight erime, get drugs off our
streets, and protect the innocent;
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Whereas, in the summer of 2020, looting, rioting, and vio-
lence in major cities caused the destruction of many
shops, restaurants, and businesses;

‘Whereas, in 2020, the United States tallied more than
21,000 murders——the highest fotal sinee 1995 and 4,900
more than in 2019;

Whereas leftist activists and progressive politicians called for
the defunding and dismantling of local police depart-
ments across the country and actively eneouraged resent-
ment toward loeal law enforcement;

‘Whereas the defund the police movement vilifies and demon-
izes local law enforcement officers and puts them at
greater risk of danger;

‘Whereas many local jurisdietions defunded their police de-
partments and saw a subsequent increase in violent

crime;

Whereas calls to “defund”, “disband”, “dismantle”, or “ahol-
ish” the police should be condemned and rule of law
shonld be strietly maintained;

‘Whereas local law enforcement officers take an oath to never
betray the public trust;

‘Whereas in the course of investigations into officers who have
allegedly exhibited misconduet, local law enforcement
ghould have certain rights to ensure a fair administration
of justice, including— ,

- (1) a local law enforcement officer’s inherent right
to self-defense against physical threats;
(2) a local law enforcement offiser’s right to legal re-
course if a civilian attempts to assalﬂt the local law en-
forcement officer;

HCON 40 RFS
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(8) a local law enforcement officer’s right to be pro-
. tected from physical harassment targeting a local law en-
forcement officer;

(4) a local law enforcement officer’s right to equip-
ment necessary for personal protection; '

(5) a local law enforcement officer’s right to counsel
or a representative present at any interview conducted as
part of an investigation;

(6) a local law enforcement officer’s right to be in-
formed of the nature of the investigation before any
interview commeneces, including the name of the com-
plainant and sufficient information to reagonably apprise
the officer of the allegations;

(7) during questioning in the course of an investiga-
tion a local law enforeement officer’s right—

{A) to not be subjected to any offensive lan-
guage;

(B) to not be threatened with departmental,
civil, or eriminal charges; and

(C) to not receive finaneial or promotional in-
ducement; }

(8) a local law enforcement officer’s right to a hear-
ing, with notification in advancee of the date, access to
transeripts, other relevant documents, and evidence;

(9) a local law enforcement officer’s right to have
the opportunity to respond to adverse accusations; and

(10) a local law enforcement officer’s right to not be
diseiplined for exerciging a Fifth Amendment right to re-
main silent unless granted mmunity that such state-
ments will not be used against the officer in any criminal
proceeding;

‘Whereas in order to ensure these investigations are conducted
m a manner that proteets the publie, respects the rights

HCON 40 RFS
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of local law enforcement personnel, and’i‘s conducive to
good order and diseipline;
Whereas States across the country are encouraged to adopt
a “Bill of Rights” for local law enforcement personnel for
" protections related to investigation and prosecution aris-
' ing from conduct during official performance of duties;

Whereas the local law enforcement cominunity protects our
streets, acknowledges the rights of all Americans, and
keeps citizens safe from harm;

Whereas  local law enforcement officers are recognized for
their public service to all, knowing they face extremely
dangerous situations while earrying out their duties;

‘Whereas a healthy and collaborative relationship between
local law enforcement officers and the communities they
serve is essential to creating mutually respectful dialogue;

‘Whereas violent leftist extremists have repeatedly attacked
and assaunlted local law enforcement officers; and

‘Whereas local law enforcement officers deserve our respect
and profound gratitude: Now, therefore, be it

1 Resolved by the House of Representatives (the Senate

2 concurring), That Congress—

3 (1) recognizes and apprecia,tes the dedication
4 and devotion demonstrated by the men and women
5 of local law enforcement who keep our communities

6 safe; and

HCON 40 RFS
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(2) condermns ecalls to defund, disband, dis-
mantle, or abolish the police.
Pagsged the House of Representatives May 18, 2023.

Attest: CHERYL L. JOHNSON,
Clerk,

HCON 40 RFS
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AMENDMENT TO H, CON. RES. 40
OFFERED BY MR. MCGOVERN OF
' MASSACHUSETTS

Page 2, line 6, strike “and” at the end.

Page 2, line 8, strike the period at the end and in-

gert 5 and”,

Page 2, insert after line 8 the following:

(8) of'fem ity siﬁeere gratitude to the United
States Capitol Police who pi*otected our Capitol on
January 6, 2021, from those Whﬂ sought to violently
overt{lm a free and f#xir clection,

GAWVHLCWS142310561423,007 xmi 87945112
May 14, 2028 (2:20 p.m.) .
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Although the reselution waives all points of order agdinst consid-
eration of H.R, 8081, the Committes is not aware of any points of
order, The waiver is prophylactic in nature. :

Although the resolution waives all points of order against the
amendment in the nature of a substitute to H.R. 3091, the Com-
mittee iz not aware of any poinis of order.. The waiver is prophy-
lactic in nature, . : :

Although the resolution waives all points of order agsinst the
amendments printed in part B of this report, the Committee is not
aware of any points of order. The waiver is prophylactic in natare,

Although the resolution waives all points of order against consid-

“eration of H. Con. Res. 40, the Commitiee is not aware of any
points of order. The waiver is prophiylactic in nature.

Although the resolution waives all points of order against provi-
gions in H. Con. Res. 40, the Committee i8 not aware of any points
of order. The waiver is prophylactic in nature.

COMMITTEE VOTES
The results of each record vote on an amendment or motion fo

report, together with the names of those voting for and against, are
printed below: - ' }

Rules Commitiee record vote No. 52

Motion by My, McGovern to amend the rule to make in order
amendment #8 to H. Con. Res. 40, offered by Rep: McGovern,
which expresses gratitude to the Uniled States Capitol Police who
protected our Capitol an January 6, 2021. Defeated: 3-8

" aforlty Mambiers Vil ’ h!ino}ﬁy Werhers Vte

Mr. Burgess . o MNay ME. MEBOVOIN wvvocenconcsrmsssssrinessesnesmressns " Yea
Mr. Reschenthaler .o - Nay Ms. Scanlon Yea
LS T % L E——————————— | R A :

‘Mr, Massie . ; * Ms. Loger FOMANGez «o.mmvonsenmommonms Yea
Mr. Norman . Hay .

L1 " Hay

Mrs. Houchin Hay

W, LENGADIIY crcnssmesmamsymsmssssncsonmans Nay

Fir. Gole, CRAIEMAN . .vovomecsracerssrersearersrsoneseiss Hay

Rules Committee record vote No. 63

Motion by Mr. McGovern to amend the vule to self-execute
amendment #8 to H. Con, Res. 40, offered by. Rep. McGovern,
which expresses gratitude to the United States Capitol Police who
protected our Capitol on January 6, 2021, Defeated:; 3-8

Majuiity Mewbers . Vot Huerity Mowbers Yote

. Mr. Burgess Ty e, MeBovein v Yea
W, Reschenthal Hay Ms, Seanlon Yea
Wrs. Fischbach ..., Ry Hr. Neguee
Mr. Masse ... « Ms. Legar Fernands . Yea
M. Norman ) Hay ’
M. Roy 5 Hay
Hirs, Houchin Hay
M Langwortly i Hay

W, Cola, Chalimatt s
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":3‘ Rep. Matt Gaetz 2

7

BREAKING: Congressman Gaetz attends vigil for mistreated J6 prisoners
at DC Jail, pledging to hold to his promise to release
the full J6 tapes.

23 - 584.5K Views
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We want:

Single-subject spending bills

A vote on term limits

A vote on a balanced budget amendment
Full release of J6 tapes

And stop spending money at COVID/Biden levels!

Time is running out,

Earlicr Today

Capitol Hill

HOUSE DIVIDED
MCCARTHY NOT READY TO ABANDON NEGOTIATED
FUNDING DEAL DESPITE CONSERVATIVE OPPOSITION v

XN SENATE LEADERS WANT ATTACHED TO ANY TEMPORARY FUNDING BILL »/iNSIDE Pouimics |
- FioeaslllW
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UNITED STATES CAPITOL POLICE

OFFICE OF THE CHIEF
119 D STREET, NE
WASHINGTON, DC 20510-7218

September 18, 2023

COP 231347
The Honorable Brian Steil The Honorable Joseph D. Morelle
Chairman Ranking Member
Committee on House Administration Committee on House Administration
United States House of Representatives United States House of Representatives
1309 Longworth House Office Building 1216 Longworth House Office Building
Washington, D.C. 20515 Washington, D.C. 20515

Dear Chairman Steil and Ranking Member Morelle:

The Department is in receipt of the Committee on House Administration’s policy
governing Access to the USCP Video. While we appreciate the procedural and substantive
restrictions that the committee has included in its policy, we remain concerned about further
exposure of the Capitol Complex’s security posture through the release of video footage,
particularly when it is viewed in the aggregate. Additionally, we remain concerned about
protecting the integrity of ongoing investigations conducted by the Federal Bureau of Investigation
and the Department of Justice into the events of January 6, 2021, and the criminal prosecutions
related thereto.

1 want to reiterate that although 2 U.S.C. 1979 provides Committees and Members with
access to these videos, it does not provide independent authority for the public or third-party
release of sensitive security information, including Capitol security footage, provided to
Committees or Members. Doing so without review by, or consultation with, Capitol law
enforcement and security professionals could adversely impact the security of the Capitol and the
safety of Members.

For these reasons, we renew our request to review all video footage requests received by
the committee and to address the committee regarding the Department’s security concerns prior to
the video release. As was conveyed to your staff by my General Counsel, the Department has
shown over the past two and a half years that it can quickly and efficiently review all video requests
and, indeed, the Department generally approves those requests. The Department has worked with
this committee in the past regarding this sensitive footage, and we believe we can continue to
successfully work collaboratively to review all video requests in a timely fashion.
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I would welcome the chance to discuss this with you further.

Very R_espectfully,

Thomas Man
Chiefof Pahee

cc:  Capitol Police Board
Rep. Barry Loudermilk
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Chairman LOUDERMILK. I now recognize the gentleman from
New York, Mr. D’Esposito, for 5 minutes.

Mr. D’EsposiTo. Thank you, Mr. Chairman.

I just want to make it very clear that I think all of our col-
leagues, the Republicans, have been very concerned about the re-
sponse of the National Guard, which is why most of us have asked
questions about the timing, about the authority, about you getting
permission, and the fact that you had to get answers from two indi-
viduals who clearly were taking—taking their orders from Speaker
Pelosi. I just want to make that very clear.

Just touching quickly on the Chamber evacuations, the Capitol
was breached at 2:12 p.m. The House Chamber did not start evacu-
ating until 2:28. What was the reason for the delay?

Mr. SUND. I am not really sure what the reason for the delay is.

Mr. D’EsposiTo. OK.

Mr. SUND. They should have been called—the evacuation should
have definitely been called earlier.

Mr. D’EsposiTo. Who would have made that decision?

Mr. SUND. When I was up in the Command Center, I had two
assistant chiefs with me. They were in charge of operations. I had
one assistant chief that was in charge of Member protection—intel-
ligence and protection, and one in charge of uniformed operations.
Either of those could have called it, but it should have been called
earlier.

Mr. D’EsposiTo. OK. Do you know what time the Senate Cham-
ber was evacuated?

Mr. SUND. I will see if I have it in my—give me 1 second. Sorry
about that.

I am sorry.

I do not have that right in front of me right now, sir. Sorry.

Mr. D’EsposiTo. OK. No worries. I will move on to something
else.

Yesterday Chairman Steil hosted a security briefing here in this
room, brought all the stakeholders, the law enforcement agencies
that oversee the Washington, D.C. area, into one room to talk
about the spiking violent crime and what we can do better.

I think something that has been a common theme, and probably
not one that we are really proud of, but a common theme that we
have all heard is staffing issues when it comes to the Capitol Po-
lice.

Obviously, I think any law enforcement agency around the coun-
try right now would agree that the more people in uniform, the bet-
ter.

In your book, you wrote that on January 6th, United States Cap-
itol Police would be subjected to the greatest staffing demands on
the Department’s limited resources, and that, quote, “This would
make pulling together the staffing for a large CDU detail even
more difficult.”

What was it specifically about January 6th and the joint session
that placed such significant demands on the staffing of your de-
partment?

Mr. SUND. Any time you have a joint session of Congress, where
you have both the House and the Senate in session, as well as the
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Vice President there holding a joint—joint hearing, it is going to
take a lot of—a lot of work.

The problem that we have is with the electoral college, when you
are in there doing the certification, it can likely run into the early
morning hours. You have to prepare for 24-hour staffing for that.
That is what takes a lot of the resources.

You know, we had prepared for, I think it was 223 hard CDU
officers, as well as some officers on the perimeter, and that is
about—about the most we can get on the outside. It takes a lot of
our staffing on the inside, sir.

Mr. D’EsposITO. You spent over three decades in the law enforce-
ment arena. Public safety, emergency management, it is all kind of
tied in there. As someone who has spent most of his adult life in
the emergency management world, one of the questions that we al-
ways ask ourselves is, are we better off today than we were when
we saw the last event unfold.

My question to you is, are we better off today than, God forbid,
if we saw an event like January 6th unfold again?

Mr. SUND. I continue to be concerned. I know, like you had men-
tioned, and I think there was an influx of money coming in. That
was key for getting some of the equipment and helping out with
the training.

The officers are still very, very short. They are getting over-
worked. They are getting held over, and it is still making training
difficult. I would say, as far as some of the equipment coming in,
yes.

As far as the politicization, which is, the No. 1 thing I had rec-
ommend, you know, there is no reason you should be going and
having Members of Congress in an approval or review category for
laws overseeing the Capitol Police. That needs to be restricted.

You know, let the Capitol Police chief do his job.

Mr. D’EsposiTo. I agree.

Mr. SUND. That is the No. 1 thing I can say.

Mr.l D’EsposiTo. Leave policing to the law enforcement profes-
sionals.

bll\/Ir. SUND. That is correct. If they mess up, hold them account-
able.

Mr. D’EsposiTo. Exactly. Well, thank you for your service.

Mr. Chairman, I yield back.

Chairman LOUDERMILK. The gentleman yields.

I also want to clarify something Mr. Morelle brought up, regard-
ing bringing Mr. Irving before this Committee. It is the intention
of this Committee to bring Mr. Irving before our Committee,
whether in a hearing or in a transcribed interview which, if either
takes place, we will notify the minority and invite them to partici-
pate.

With that, I would now recognize the Chairman of the full Com-
mittee, Mr. Steil, for 5 minutes.

Chairman STEIL. Thank you very much.

I want to go back to your recollections in the transcribed inter-
view of Mr. Irving. He said that on January 6th, the initial state-
ment about the Guard occurred on a phone call. You noted it is in
his office. Which is correct?

Mr. SUND. Can you repeat the question, sir, just so I
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Chairman STEIL. Yes, no, absolutely. Mr. Irving said that on Jan-
uary 6th, the initial statement about the Guard occurred on a
[();rhoni1 call. You contend that you went into his office to discuss the

uard.

Mr. SUND. On January 6th?

Chairman STEIL. Yes.

Mr. SUND. No, sir. I was in the—I was in the Command Center
on January 6th when we became under attack at 12:53.

Chairman STEIL. OK.

Mr. SunD. I was there for several hours until I left at 5, approxi-
mately 5 p.m. to go see the Vice President and go check on the
Capitol.

Chairman STEIL. Thank you.

On January 6th, Mr. Irving said that when you called and asked
his permission to ask for the Guard, he gave you permission. Is
that correct?

Mr. SUND. That is false. I think if you look at his testimony, he
says, When I first call him—I want to, just for clarification—at 2,
because I think his testimony is, before I was saying, I might be
needing the National Guard, that is absolutely not true.

When 1 first called at 12:58, I absolutely said, We need the
Guard now. I think my response was, I think we are getting our
asses handed to us. No, it was not correct that he gave me approval
on the first call.

Chairman STEIL. When comparing your transcribed interview
with the January 6th Committee, and the transcribed interview of
Mr. Irving, there seems to be some pretty big discrepancies in the
timeline of events and how they happened. Can you explain the
discrepancies?

Mr. SUND. Maybe there is problems with recollection. The one
thing I would say is, when you think there is discrepancies, realize
that Congress did try and change the law to correct those discrep-
ancies in the sense of, they changed the law giving the chief the
authority now. Obviously they agree with my position.

Chairman STEIL. Well, I thank you for being here, Mr. Sund,
and, you know, we really are working, as chair of the full Com-
mittee, to de-politicize Capitol Police. I remain concerned that
under the previous Congress and the previous Speaker, Capitol Po-
lice was politicized, and we are working to de-politicize the security
apparatus on Capitol Hill.

With that, I yield back.

Mr. SuUND. Thank you.

Chairman LOUDERMILK. I thank the Committee Chairman for his
questions and being here today.

I now recognize myself for 5 minutes.

Just to finish up on the previous question—Iline of questioning,
regarding General Milley and his notification to the Senate of this
particular intelligence. You had stated that he did not notify you.
Do you know if General Milley notified the intelligence division at
all of this intelligence?

Mr. SUND. I have no idea, sir.

Chairman LOUDERMILK. OK. From what I recall, and I believe it
was in your book, you had issued an all-hands-on-deck, for officers
to be present, and on duty on January 6th. Is that correct?
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Mr. SUND. That is correct, sir.

Chairman LOUDERMILK. Do you know, was that order put in
place with the intelligence division?

Mr. SuND. The intelligence division actually—it is funny you say
that—the intelligence division had two-thirds of their personnel
working from home that day. No, it was not put in place. It only
had one intelligence analyst assigned to monitor the January 6th
events.

Chairman LOUDERMILK. Even though you issued an all-hands-on-
deck—this would have been Yogananda Pittman’s call—she had
nearly 70 percent of her workforce at home?

Mr. SUND. At least of that one unit. When you talk about the in-
telligence——

Chairman LOUDERMILK. Intelligence.

Mr. SUND. Yes, the larger——

Chairman LOUDERMILK. That is right. She was over a larger, but,
yes—so the intelligence, do you know why they chose to not order
their people to come to work.

Mr. SUND. No, sir. I have not been able to follow up on that.

Chairman LOUDERMILK. Very interesting.

Are there any preexisting—or when you were chief, was there
any preexisting agreements between the Metropolitan Police De-
partment and Capitol Police that would allow MPD to come onto
](Olapi;clgl Grounds without the approval from the chief or the Police

oard?

Mr. SunDp. Well, you got to understand, there is a number of
thoroughfares through the Capitol Grounds that Metropolitan Po-
lice will patrol regularly—Constitution Avenue, Independence Ave-
nue, so they have to traverse the Capitol, when you call the Capitol
Grounds regularly.

For them to be coming up and coming into one of our buildings,
it usually requires approval and notification for them to be able to
come in and be invited in.

Chairman LOUDERMILK. OK. From our research, the only direc-
tive that we have seen with the Metropolitan Police Department,
which dates back about 10 years, is that no officer can come onto
Capitol Grounds, patrol Capitol Grounds, or enter any Capitol
building without the explicit approval or request by the Capitol Po-
lice Board. You do not know that there is anything that has super-
seded that?

Mr. SuND. No, I do not. I had have to say that there is a Metro-
politan Washington Council of Government’s Mutual Aid Agree-
ment that I believe—that I believe exists, but I do not know how
that interacts with that.

Chairman LOUDERMILK. The mutual aid agreement that you en-
acted, is that that same mutual aid agreement?

Mr. SUND. Yes, sir.

Chairman LOUDERMILK. OK. What time did you enact that?

Mr. SUND. I enacted that at 1—approximately 1:51, I called Scott
Boggs over at the Metropolitan Washington Council of Govern-
ments.

Also realize that I did call Metropolitan Police Department right
at 12:55. We were attacked at 12:53. At 12:55, I called MPD and
asked them to send in the resources. I called—I had called earlier
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that morning at 10:55 and asked Chief Carroll if he could put addi-
tional resources on Constitution Avenue in case we needed them.

Chairman LOUDERMILK. No, that would have been off Capitol
Grounds at that point.

Mr. SUND. I believe it would have been right on the—right on the
edge of Capitol Grounds.

Chairman LOUDERMILK. Yes. OK.

Mr. SunD. I think it actually technically would have been on
Capitol Grounds, correct.

Chairman LOUDERMILK. Were you made aware that MPD would
be sending their emergency services unit in plain clothes to be in
the crowd?

Mr. SUND. Their

Chairman LOUDERMILK. I mean—I am sorry—their electronic
services unit, ESU.

Mr. SUND. Oh, I am sorry. No. No, sir, I was not aware of that.

Chairman LOUDERMILK. OK. We actually have evidence and
records indicating plain clothes MPD officers were on Capitol
Grounds on January 6th, and you are saying you were not aware
that they would have embedded those officers within the crowd.
They did not make you aware of that.

Mr. SUND. No, sir, they did not make me aware of it. It is not
unusual for agencies to have plain clothes units deployed around
major events, but no, I was not made aware that they would be on
Capitol Grounds.

Chairman LouDERMILK. OK. Some of what actually Metropolitan
Police provided to us, the camera footage, body cam footage, shows
that there were undercover agents in the crowd with one appar-
ently encouraging some of the protestors to enter the Capitol. That
would—I assume you would think that that was uncalled for, or
unprofessional?

Mr. SunD. I have not seen that. If it turned out to be a police
officer involved in that, that would be inappropriate.

Chairman LOUDERMILK. OK. When did you come on as acting
chief? I know it was 2017. What month?

Mr. SUND. January. It was beginning of January, the first week
of January.

Chairman LOUDERMILK. You were acting chief at the time that
a—someone crazed by political rhetoric came on the baseball field,
which I was on, and began shooting at Members of Congress, Re-
publican Members.

Mr. SUND. Yes, sir.

Chairman LOUDERMILK. That after-action report, do you remem-
ber that after-action report?

Mr. SunD. I do, yes.

Chairman LOUDERMILK. You had two Capitol Police officers in-
volved in that, and from what I remember, it was a pretty signifi-
cantly large after-action report. Is that right?

Mr. SUND. Yes. I had have to remember exactly, but yes, that
was Crystal Griner and David Bailey that were heroic in that
event. Yes, substantial. I was involved in that, as well as, you
know, other infractions.

Chairman LOUDERMILK. Have you seen the Capitol Police after-
action report on January 6th.
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Mr. SUND. Yes, sir. The 27-page after-action, yes, sir.

Chairman LOUDERMILK. Does it surprise you that it is only 27
pages long when—how many officers were here that day?

Mr. SUND. I called in 1,700 officers, as well as there was a total
of 18—Ilet us see—I am sorry—our total of 1,457. You figure a little
over 3,000—3,200 officers. No, I would have expected a much larger
after-action.

I was involved in Navy Yard as the incident commander there.
The after-action there was at least three times that length.

Chairman LOUDERMILK. That is what amazes me is that this
after-action report of the Capitol—or the baseball shooting with
two officers involved, 15 or 16 Members of Congress, received this
comprehensive after-action report, but the January 6th after-action
report literally is just a handful of pages, and it is very sketchy.

Who was responsible for that after-action report?

Mr. SUND. I do not remember the exact date that it was pub-
lished. I do not know if that would have been the acting chief, Pitt-
man, or the new chief, Manger.

Chairman LOUDERMILK. Yes. I think it was Acting Chief Pitt-
man.

Finally, this will be my last question. I appreciate you being here
with us and being so vigilant.

You have mentioned earlier in response to a question by the mi-
nority, that there should be others that are held accountable to
this. Who else do you believe that should be held accountable?

Mr. SUND. When I talk about holding people accountable, I think,
you know, you are dealing with a morale issue, I think, right now
on the—on the police department. That is one of the big issues that
you face when you talk to the officers.

I agree with Representative Torres, these were heroic officers.
They are working really hard all the time, and I appreciate that.
There is a morale issue, and I think part of that morale issue goes
to the fact that people have not been held accountable. You know,
failures have not been identified, and people that have been left in
certain positions that—that should be identified as contributing to
some of the issues we had that day.

Chairman LOUDERMILK. In contrasting that, there are individ-
uals who—I believe you even mentioned this in your book—that
acted above and beyond the call of duty, or above and beyond their
position, who were actually terminated from the Capitol Police, and
there were many whistleblowers that were retaliated against. That
is exactly what we are trying to get at here.

We thank you for spending time with us today, thank you for
your service. It is been exemplary. Look, you had the ability to just
step away and go in obscurity like some that were here that day
have, but you chose to stand up and see that justice is done and
that, more importantly, that we do correct the wrongs and we se-
cure this Capitol.

It is not the intention, as has been mentioned several times, for
this Committee to rewrite history. History is there. Violence was
done. We want to get to the truth of how there was a security fail-
ure at this Capitol so that we can ensure that it never happens
again.
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Members of the Subcommittee may have some additional ques-
tions for you, and we ask you please respond to those in writing.

Mr. SUND. Yes, sir.

Chairman LOUDERMILK. Without objection, each Member will
have 5 legislative days to insert additional material into the record,
or to revise and extend their remarks.

If there is no further business, I thank the Members for their
participation. Without objection, the Subcommittee stands ad-
journed.

[Whereupon, at 5:19 p.m., the Subcommittee was adjourned.]
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QUESTIONS FOR THE RECORD

Committee on House Administration
Subcommittee on Oversight
Oversight of United States Capitol Security:
Assessing Security Failures on January 6, 2021
Minori uestions for the Record

Mr. Steven A. Sund

1. According to the Capitol Police Inspector General, the Capitol Police lacked a
comprehensive operational plan for the January 6, 2021, Joint Session of Congress and
lacked appropriate guidance for operational planning.

a. Do you agree with this assessment? Why or why not?

A plan was developed for the demonstrations and any civil disobedience that could occur on
Capitol grounds. However, there should have also been a plan that addressed the events taking
place inside the Capitol building during the Joint Session of Congress. Extensive planning and
preparation go into a joint session of Congress. The Capitol Division would have worked with
the offices of the House and Senate sergeant at arms to coordinate meetings and walk-throughs
in advance to ensure that everyone knew the required protocols and processes of the joint
session. These meetings would also address such things as VIP access, USCP escort teams, the
media, timelines, and evacuation plans. These walk-throughs and meetings would include the
USCP, the House and Senate sergeants at arms, media galleries, and the United States Secret
Service—all of which should be reflected in an operational plan. An operational plan for the joint
session inside the Capitol building on January 6 should have followed standard operating
procedures and a template that had existed for years. Combining the internal Joint Session of
Congress operations plan with the exterior civil disturbance plan would have provided a more
comprehensive document.

The responsibility to prepare special event plans is spelled out in departmental directives to
include US Capitol Police, Directive 2000.001, Organizational and Management

Structure of the USCP, and is the responsibility of the Command and Coordination Bureau
(CCB). CCB is tasked with preparing for and managing emergencies, planning special events,
and managing multiagency responses to evolving emergency and crisis situations. A plan of
action is required for all large events at the Capitol and is standard procedure at the USCP.

. Please describe the operational planning process for the January 6, 2021, Joint Session of
Congress.

On Monday, December 14, immediately following the MAGA II weekend, we learned
that another MAGA event was being planned in the city to coincide with the January 6 joint
session of Congress to certify the Electoral College votes. We had received information through
the National Park Service and other partner agencies that an organizer had submitted a permit to
hold an event on the Ellipse, just south of the White House. Unlike previous demonstrations that
occurred on Saturdays when Congress wasn’t in session, this event would occur on a Wednesday
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and during the joint session of Congress. This meant that both the House and the Senate would
be in session, and the vice president of the United States would be in attendance.

Over the next twenty days, IICD would produce four intelligence assessments that guided
planning and preparation, not only for the USCP but also for the members of the Capitol Police
Board (CPB). The first, Special Event Assessment 21-A-0468, was a four-page document dated
Decerber 16, 2020. It started with a bottom-line-up-front, or BLUF, section. BLUF is a method
in which the key information (i.e., the bottom line) is listed first. It noted, “The certification of
the electoral votes will take place on January 6, that some Republican representatives may
attempt to challenge the certification against the advice of Senator McConnell.”

The assessment noted that the IICD was tracking two protests scheduled to take place on
Capitol grounds—one pro-Trump, the other pro-Biden.

The assessment then provided an overview of the threats to congressional leadership for
the 116th Congress, and investigations thereof. The report indicated that in reference to
organizational or group threats, there was no information to indicate that any type of violence or
civil unrest would be associated with the joint session of Congress. The IICD’s overall analysis
indicated that they had “no information to indicate there would be acts of civil disobedience
targeting this function.” The assessment further stated that “due to the tense political
environment, threats of disruption or violence cannot be ruled out.”

It concluded that with the possibility of some members of Congress objecting to the
certification, we should anticipate that the certification could very well run into the morning
hours, possibly until sunrise. We immediately began working to develop a staffing plan to
provide around-the-clock coverage until the certification concluded.

A week later, on December 23, the TICD produced the second assessment. Special Event
Assessment 21-A-0468 v.2 was a seven-page document. The BLUF section read almost
identically to the first assessment, with the addition that “some protesters have indicated that
they planned to attend the demonstrations armed.” The assessment further provided an overview
of the expected protests, indicating that the demonstrations were “expected to be similar to the
previous Million MAGA March rallies in November and December 2020 and that members of
the Proud Boys, Antifa, and other extremist groups would be present. The assessment provided
an overview of the various known pro-Trump and pro-Biden demonstration groups expected.
Organizers of one main pro-Trump protest group said that they planned to be on the Capitol lawn
and steps to show support for senators planning to object to the certification. The MPD had
indicated that hotel occupancy rates were high, so we anticipated a well-attended event. The
assessment also included social media references encouraging protesters to come armed. Again,
the December 23 overall IICD analysis of the joint session of Congress indicated that there was
“no information regarding specific disruptions or civil disobedience targeting this event.”

On December 23, I received an email from the MPD’s Intelligence Division regarding a
website called wildprotest.com, which contained information about groups expecting to protest
on January 6. When I received the email, I immediately forwarded a copy to Pittman and
Gallagher for the IICD’s awareness and for inclusion in future intelligence products. Gallagher
immediately responded to me that the IICD was aware of the website and its contents and was
tracking it.

Since the previous MAGA events had occurred when Congress was not in session, I'd
had far fewer required posts to staff, because the office buildings were closed, the chambers and
the galleries did not require full staffing, and fewer pedestrian and vehicle access points required
officers. As a result, I had more officers available to help staff the event and the civil disturbance
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units without having to hold people over for very long. With the House and Senate both in
session and planning to hold an all-night joint session of Congress with the VP attending, we
would be subjected to the greatest staffing demands on our already limited resources. This would
make pulling together the staffing for a large CDU detail even more difficult. Both sergeants at
arms and my oversight committees were aware of these staffing requirements and my existing
personnel shortages.

I began meeting with my two assistant chiefs, Thomas and Pittman, almost immediately
to start planning for January 6. I directed that we activate the greatest number of hard CDU
platoons, and Thomas advised that Deputy Chief Waldow would handle the CDU plan. Four
hard platoons were the largest number of fully outfitted CDU officers we could deploy. I directed
that the department be put into an all-hands-on-deck (AHOD) staffing posture, meaning that all
available personnel would need to be at work on January 6. The week of January 3, we canceled
rotating anyone out into the COVID Ready Reserve posture. No one was to be working
remotely, and no one was to take January 6 as a day off.

On December 29, the Operational Services Bureau developed a draft plan for civil
disturbance units and submitted it for review. The plan activated four hard CDU platoons and
less lethal capabilities. D/C Waldow was designated the incident commander, and an Operational
Services Bureau captain was assigned as the field force commander in charge of CDU resources
for the event. The plan included the assignment of two less lethal grenadiers to each CDU
platoon—one with an FN 303 less lethal projectile weapon, and another with the Pepper Ball
launcher. As is standard when preparing a plan for a large demonstration, D/C Waldow activated
a tactical team from our Containment and Emergency Response Team (CERT) to provide a
tactical response and overwatch. CERT is the specially trained and equipped SWAT team for the
USCP. The plan also established a perimeter around part of the East Front of the Capitol and
around part of the West Front.

On December 30, IICD published a third special event assessment for the joint session of
Congress, which was numbered 21-A-0468 v.2. (It was mistakenly titled “v.2,” just like the
December 23 assessment.) This version was a nine-page document with the BLUF section
reading almost verbatim with the December 23 assessment. The assessment indicated that much
of the previous violence occurred between pro-Trump and opposing groups, often after the
march concluded. The assessment again provided an overview of the various known pro-Trump
and pro-Biden groups of demonstrators expected on January 6, and reported, “No group is
expected to march and all are planning to stay in their designated areas.”

This assessment forecast the January 6 event to be well attended, due to high hotel
occupancy rates. The assessment also indicated, “IICD found no information regarding specific
disruptions or acts of civil disobedience targeting this function.”

As January 6 approached, I knew that this was going to be a well-attended event and that
the perimeter would be my biggest issue. My staffing was already overextended since both the
House and the Senate would be in session. The staffing needs of an extended joint session of
Congress, even with the AHOD directive, would leave me few extra personnel to help support
my perimeter and CDU operations. SAAs Stenger and Irving were both aware of these issues. I
felt I needed some additional support to help staff the perimeter and maintain its integrity. We
had used unarmed National Guard soldiers on the Hill during major events like presidential
inaugurations before, and I believed this would be an appropriate request. However, for me to
request the National Guard in advance, according to federal law 2US1970, I would first have to
get the approval of the CPB and congressional leadership. I had to get the support of the two
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chief law enforcement officials for the House and the Senate (the Sergeants at Arms) to move
forward. Without their support, there was no way 1 could get the National Guard.

My initial request for the National Guard occurred on the first day of the 117th Congress,
Sunday, January 3, 2021. I decided to go over to Irving’s office in person to make my request.

I went to meet with the sergeants at arms because I knew this would be a sensitive issue
for them and for leadership. I walked down the empty halls of the Capitol to H-124, the office of
the House sergeant at arms, arriving at 9:24 a.m. 1 know this because after my testimony at the
Senate hearing, the USCP did a video review and found the video of me walking into the office. 1
asked Mr. Irving for the assistance of the National Guard on January 6 to help support the
perimeter. Mr. Irving responded that he didn’t like the optics and that he didn’t feel that the
intelligence supported it. It is important to understand that Mr. Trving was getting the same
intelligence information and briefings 1 was receiving. The Intelligence and Interagency
Coordination Division (IICD) is responsible for briefing and advising the USCP Executive
Team, Executive Management Team, Senior Management Team, Capitol Police Board, and
other members of the Department regarding emerging tactics and threats posed by various
terrorist groups or individuals.

Instead of approving my request, Mr. Irving advised me to go talk to Mr. Stenger to see
what he thought of the idea. Stenger was the current chairman of the Capitol Police Board, so
that made sense to me.

I then went to S-150 in the Capitol. This was the office of the Senate sergeant at arms.
The door to his office was open, and I walked right in, but no one was there. I left his office and
went back to headquarters.

I returned to Stenger’s office later that morning, at 11:53 a.m. As I walked into his office
and asked him about the National Guard, instead of approving my request, he asked, “Do you
know anyone at the DC National Guard?” Yes, sir,” I said. “I’'m good friends with the
commanding officer, General William Walker.”

Stenger then asked if I could unofficially inquire with Walker about what assistance the
National Guard could provide if we needed them on January 6. He wanted me to find out how
many soldiers they could provide if we needed them and how quickly they could send support. I
told Stenger that I would call Walker that evening and ask him.

At 11:00 a.m. on Sunday, January 3, Gallagher gave Irving and his staff an updated
intelligence brief regarding January 6. This was less than an hour after Irving had not approved
my request for support from the National Guard. Gallagher’s briefing provided no new
concerning intelligence and raised no concerns.

Around noon, I had left my meeting with Stenger and was back at USCP headquarters. 1
was on the seventh floor, walking down the hallway past the two assistant chiefs” offices, and ran
into Gallagher outside Pittman’s office. He said he had received a call from Carol Corbin,
program director at the United States Department of Defense, and she wanted to know if we
would be requesting the National Guard to assist us on Wednesday. Having not received the
required approval per federal law from the House or Senate Sergeants at Arms to bring in the
National Guard, I had to decline the offer.

Later that day, 1 contacted both Irving and Stenger and told them about the call from
Carol and the inquiry from DoD. 1 told them both that based on their instruction to me, 1 had
asked Gallagher to inform Carol that the USCP would not be requesting the National Guard. I
also reiterated that 1 was still planning to call General Walker that evening and would advise
them of the outcome.
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That evening, I called General Walker of the DC National Guard at 6:14 p.m. [ advised
Walker that I went to request the assistance of the National Guard from Irving and Stenger for
January 6, but they wouldn’t give me the approval to formally request that Guard. Instead, they
asked that I call and unofficially ask that if we needed the Guard on the sixth, how many troops
could they send us and how quickly? Walker advised that he had about a hundred and twenty-
five troops assisting DC with COVID relief, and if needed they could repurpose them fairly
quickly. He reminded me that I would need to have a USCP official available to swear them in as
special police officers, and he would have to get approval from the secretary of the army.

That same evening, the final intelligence assessment from the ICD was published. IICD
Special Event Assessment 21-A-0468 v.3, dated January 3, 2020, was distributed shortly before
11:00 p.m. This one was also mistakenly titled with the wrong date.

The fifteen-page assessment provided a more detailed description of the various
demonstrations expected to occur both downtown by the White House and on Capitol grounds.
The BLUF, the most critical section of the report, included four bullet points:

On Wednesday, January 6, 2021, the 117th United States Congress will gather for
a joint session in the chamber of the House of Representatives to certify the
counting of the electoral votes.

There are some representatives and senators who plan to challenge the
votes during this session, which will allow the objection to move forward.

The Intelligence and Interagency Coordination Division is currently
tracking several protests slated to take place on Capitol grounds and elsewhere in
Washington, DC, on January 5, 2021, and January 6, 2021, and some protesters
have indicated they plan to be armed. There is also indication that white
supremacist groups may be attending the protests.

Detailed information concerning potential counterprotest activity is
limited.

The final IICD intelligence assessment once again indicated that the January 6
protests and rallies were “expected to be similar to the previous Million MAGA March
rallies in November and December 2020, which drew tens of thousands of participants.”
The assessment also stated, “No groups are expected to march and all are planning to stay
in their designated areas.”

At the end of the fifteen-page document, after several pages of traffic closures in
the city, the last paragraph provided the IICD’s overall analysis of the event:

Due to the tense political environment following the 2020 election, the threat of
disruptive actions or violence cannot be ruled out. Supporters of the current
president see January 6, 2021, as the last opportunity to overturn the results of the
presidential election. This sense of desperation and disappointment may lead to
more of an incentive to become violent. Unlike previous post-election protests,
the targets of the pro-Trump supporters are not necessarily the counter-protesters
as they were previously, but rather Congress itself is the target on the 6th. As
outlined above, there has been a worrisome call for protesters to come to these
events armed and there is the possibility that protesters may be inclined to become
violent. Further, unlike the events on November 14, 2020, and December 12,
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2020, there were several more protests scheduled on January 6, 2021, and the
majority of them will be on Capitol grounds. The two protests expected to be the
largest of the day—the Women for America First protest at the Ellipse and the
Stop the Steal protest in Areas 8 and 9—may draw thousands of participants and
both have been promoted by President Trump himself. The Stop the Steal protest
in particular does not have a permit, but several high profile speakers, including
Members of Congress are expected to speak at the event. This combined with
Stop the Steal’s propensity to attract white supremacists, militia members, and
others who actively promote violence, may lead to a significantly dangerous
situation for law enforcement and the general public alike.

Coinciding with the distribution of the final intelligence assessment on January 4 was a
second document from the IICD, the Daily Intelligence Report (DIR), also dated January 4. This
was a detailed twenty-seven-page report that provided an individual summary assessment of
every group expected to demonstrate on January 6, especially regarding “the level of probability
of acts of civil disobedience/arrests occurring based on current intelligence information.” It is
important to note that for all the groups expected to demonstrate on Wednesday, January 6, the
report assessed the probability of acts of civil disobedience/arrests as “remote” to “improbable.”
Even the two demonstrations specifically referenced in the last paragraph of the IICD’s final
intelligence assessment—the Women for America First and the Stop the Steal demonstrations—
were now assessed as “remote” and “highly improbable” regarding possible acts of civil
disobedience or arrests.

The DIR also stated, “The Secretary of Homeland Security has not issued an elevated or
imminent alert at this time . . .” indicating that DHS and the intelligence community did not
possess any information showing that a coordinated attack might occur on January 6. I received
this report from the IICD at 10:06 a.m. on Monday, January 4. This DIR was distributed again,
almost verbatim, on January 5 and January 6. It was also distributed to the offices of the
sergeants at arms.

On Monday morning, my chief administrative officer, Richard Braddock, advised me that
some of the riot helmets that had been ordered back in September were finally arriving. Although
we had originally wanted them sometime before the inauguration, with this large demonstration
coming up, I had asked Richard back in December to see if we could expedite delivery and get
them by January 6. Richard had worked out a deal to have the company fly in a pallet of about a
hundred helmets as soon as they were manufactured. The original delivery had been postponed
for months due to COVID-induced manufacturing delays.

In the days leading up to January 6, I briefed several members of Congress who had
requested an advance briefing on our security plan and the permitted demonstration activity
scheduled for January 6, 2021.

The intelligence assessments indicated that some websites were advocating that
demonstrators come armed to Washington. On January 4, I directed Assistant Chief Thomas to
develop a plan to deal with the possibility of armed protesters. We had dealt with armed
protesters in the city during the MAGA I and MAGA 1I events, and we were already anticipating
that on the sixth there would be some people in the crowd with guns, but I wanted to make sure
we had a coordinated plan and that individual officers wouldn’t try to take action on their own.
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We discussed various resources that could be used, including officials, civil disturbance
units, our tactical CERT team, and plainclothes assets. Thomas met with his team and finalized a
plan.

Following the distribution of the final intelligence assessment on January 4, the IICD
scheduled a 1:00 p.m. intel briefing. However, for some reason, I was not invited to this briefing
and only learned about it after January 6. I would later learn from those participating in the call
that no new or concerning intelligence was provided at the briefing and that the briefing did not
portray a high level of concern about violence toward law enforcement or a threat to the Capitol.

On January 4, I sat down to go over the final planning with Pittman and Thomas.
Gallagher gave us an update on the current intelligence, advising that there was still the
possibility of armed protesters and extremist groups attending.

After checking with the events unit and determining that no group had applied for a
demonstration permit on the West Front, I reached out to both sergeants at arms and discussed
adjusting the perimeter on both the East and West Fronts. Traditionally, if we establish a
perimeter on the East Front, we barricade off the hard surface area (roughly half the space). On
the West Front, we usually have protest groups on the grassy lower area and barricade off the
lower West Terrace. Since we had the inaugural platform on the West Front and no one had a
permit for area 1, I wanted to completely bike-rack in the west side of the Capitol. This time,
Irving was immediately in favor of my idea, but he wanted to see and approve the final plan.
Stenger thought about it for a minute and then said, “We want that too.”

On the East Front, I wanted to tie in the perimeter from the West Front on the north, as
well as on the south side of the Capitol, up to the south barricade. This would provide a large
area for protesters to leave in an emergency and still maintain a barrier between the permitted
demonstration areas on the East Front and the plaza.

At 3:00 p.m. on Monday, January 4, the USCP Special Events Section participated in a
weekly conference call hosted by the Metropolitan Police Department. This call usually occurred
on Mondays and was attended by representatives from many different law enforcement agencies,
including:

MPD

United States Park Police (USPP)

USCP

Washington Metropolitan Area Transit Authority (WMATA)
FBI

United States Supreme Court Police

USSS

DC Fire and Emergency Medical Services

I participated in this call on January 4, and it included an overview of the schedule of
events and agency preparations. No other agencies provided any new or alarming intelligence on
this final call. In addition to the Special Events Section, the IICD was also invited to this call, but
notably, no one from IICD participated.

A total of six First Amendment demonstration permits were issued for groups to
demonstrate on Capitol grounds on January 6. Each permit was issued for a group of fifty or
fewer demonstrators due to the COVID-19 restrictions on mass gatherings that were in place at
the time. Most of the requests were for demonstrations on the East Front of the Capitol, with two
exceptions: one group had received a permit for area 7, which is two blocks north of the Capitol,
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near Union Station, and a second group had been granted a permit for area 15, which is on the
west side of the Capitol between the Reflecting Pool and Third Street.

1 signed off on the permits, approving them by proxy on behalf of the Capitol Police
Board, but not before they went through a thorough review process. In preparing the permit
packages for final approval, the IICD provided an assessment of the likelihood of arrests or acts
of civil disobedience from each group seeking a permit. The six applications for permits to
demonstrate on Capitol grounds on January 6 got these assessments:

Group Location HCD Assessment
One Nation Under God Area 8 Highly Improbable
Bryan Lewis Area 9 Remote
Jesus Lives Area 15 Remote
Rock Ministries Area 11 Remote

International

Virginia Freedom Keepers  Area 7 Remote
Women for a Great Area 10 Highly Improbable
America

As part of the approval process, the applications were reviewed and endorsed by the
commander of the Protective Services Bureau (Gallagher), along with my two assistant chiefs
(Pittman and Thomas). This endorsement included their recommendation on whether the permit
should be approved or disapproved. All six permit applications were endorsed by each of the
reviewers, who recommended approving them all, most of the endorsements occurring after the
final 1ICD Special Event Assessment had been published. Once the application proceeded
through the review process, it came to me for final approval and signature. Based on the
recommendations and the information available to me at the time, I approved all the permits.

On Monday evening, both Paul Irving and Mike Stenger sent out a notice to their
congressional communities providing their guidance regarding January 6. This was a usual
course of action before a big event such as a joint session of Congress or any event on the Hill
where members’ or employees’ access or daily activities may be affected.

Late Monday evening, Gallagher contacted me about a threat relayed by the FBI. The
Federal Aviation Administration had picked up a transmission overheard on a general aviation
radio frequency by air traffic control in New York. The message stated, “We are going to fly a
plane into the Capitol on Wednesday. Soleimani will be avenged.” (This was a reference to the
death of a high-ranking Iranian military officer killed in a US drone strike.) We received an
audio excerpt of this radio communication along with the notification from the Bureau. The same
message was played a second time over the FAA frequency the next day. The USCP worked
with the FBI to investigate and determine the validity of the threat, and I provided notification of
the threat to the CPB. Also, since it appeared that this threat was going to make it into the media,
1 also notified my oversight committees regarding the threat.

On January 5, 1 drove around the Capitol with Thomas and Pittman to finalize the
perimeter plan. Then we sent a copy of the final plan to the sergeants at arms, and they both
approved it. Pittman then worked with her Security Services Bureau to reconfigure the metal
barricades to the latest design.
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Waldow had been completing the CDU plan for the past several days, and once we had a
final perimeter on January 5, he published the final version.

The CDU plan listed Waldow as the incident commander and an OSB captain as the field
force commander. The field force commander would be in charge of all CDU operations and
protective actions and would have the primary responsibility to authorize less than lethal options.
With the additional staffing made available by activating the all-hands-on-deck order, the CDU
plan now had eight platoons—four hard platoons with all the protective gear and four soft
platoons to assist in supporting operations and maintaining the perimeter.

For major events like a joint session, we implement many routine measures to help secure
the complex, including:

e restricting access to the East Plaza

» restricting access to the Capitol and admitting only staff with offices in
the building

o placing additional officers at the underground walkways, tunnels, and
Capitol entrances to challenge and validate visitors and credentials to
ensure they were authorized

o deploying additional assets from CERT and our Hazardous Device
Section

* increasing interior patrols
o deploying metal crowd-control barriers

e posting officers at vehicle barricades to facilitate access for authorized
personnel

e posting additional officers at building entrances and on exterior patrols
¢ enhancing leadership details
* instituting twenty-four-hour intelligence

o placing USCP officials in operations centers of partner agencies such
as the MPD and DC Homeland Security and Emergency Management;
and

e hosting partoer law enforcement agencies in our command center

At 10:00 a.m. on Tuesday, January 5, Irving and 1 briefed Chairperson Zoe Lofgren and
Jamie Fleet from the Committee on House Administration. Before handling the call, I advised
Irving of my call to General Walker on Sunday. I told Irving that Walker had assured me the
National Guard would be prepared to repurpose 125 troops and send them our way once Walker
notified the secretary of the army. We would just need to send someone over to the armory to
swear them in. Irving seemed satisfied with this level of support and thanked me for following
up with General Walker.

Around 11:30 a.m. on January 5, I was preparing to host a call with some of our law
enforcement partners, along with Pittman and Thomas. Because we were tied up on the call,
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Deputy Chief Gallagher went over to the Rayburn House Office Building to brief Representative
Rodney Davis and his staff director, Tim Monahan, regarding January 6.

At 11:48 a.m. on January 5, I sent an email to all my primary points of contact on the four
committees with oversight of the USCP. This was my usual course of business before a major
event or a protest on Capitol Hill. The email stated:

As you are likely aware, significant demonstration activity is expected to occur
this week. Starting today Tuesday, January 5, through Wednesday, January 6,
multiple organizations are planning to congregate in various locations in
Washington, DC, including permitted areas on Capitol grounds. Information
gathered by the department indicates that the majority of this week’s
demonstration activity is scheduled to occur on Wednesday, January 6, concurrent
with a joint session of Congress to certify the electoral count.

As was the case during the November 14 and December 12 demonstrations, we
expect these events to be widely attended and to present a possibility of civil
disobedience.

Shortly before noon on Tuesday, Stenger came over to my office to participate in the
video call I had scheduled with our partner law enforcement agencies. When he arrived, I told
him about my conversation with General Walker on Sunday evening. He seemed satisfied with
the National Guard’s ability to provide 125 troops if necessary.

The purpose of this call was to have a final discussion about January 6 and the upcoming
presidential inauguration and also to introduce three new people in key positions. On this call
were the who’s who of security in our nation’s Capitol. I had the director of the USSS
Washington Field Office; the director of the FBI Washington Field Office; the chiefs of the
Metropolitan Police Department, the United States Park Police, Metro Transit Police, Amtrak
Police, and the USSS Uniformed Division; and the top generals from the DC National Guard and
the Army’s Military District of Washington—all the key people responsible for securing the city
against domestic or international attacks. I also had all the members of the Capitol Police Board
on the call, as well as Irving and AOC Blanton, who had logged in from their offices. With me in
my conference room were Stenger, Pittman, Thomas, and Inspector John Erickson. Thomas had
brought Erickson to provide a brief on the inaugural planning.

At 4:00 p.m. on January 5, Irving and I handled the final congressional briefing with
Representative Tim Ryan, the chairman of the Legislative Branch Appropriations Subcommittee.

About 5:00 p.m., Pittman sent me an email asking if I would be available to discuss some
information she had received about the tunnels leading from the congressional office buildings to
the Capitol, along with intel that some protest groups were talking about trying to surround the
Capitol. A short time later, Pittman and Gallagher came into my office and briefed Chad and me
on this new information. The IICD had been contacted by an individual who operated a website
featuring historical information on the Washington, DC, tunnel systems, including the pedestrian
tunnels beneath the Capitol. The operator of this site had reported seeing an increase in the
number of visitors accessing information about the Capitol tunnels. Also, IICD had discovered
that protest groups on another website were discussing surrounding the Capitol to prevent
members of Congress from being able to attend the joint session. We had experienced protest
groups trying to surround the Capitol in the past, and this information was described as
“rhetoric” and “aspirational” at best.

10
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We discussed the preparations we had already put in place, such as additional officers
both at the building entrances and in the tunnels to the Capitol to validate the credentials of
people using them. We also discussed our plans for getting members of Congress into the Capitol
in the event they were blocked by protesters. We didn’t feel that we had the ability to bring in
our CDU platoons any earlier, and neither Gallagher nor Pittman expressed an urgent need to do
S0.

We had planned to hold over our midnight officers until the CDU was in place the next
morning, and Gallagher advised that he would have some Protective Services Bureau officers in
the field to monitor for such activity in the morning and keep the Command Center informed.
Everyone felt that this effectively addressed the concerns raised by Pittman and Gallagher. I
asked them if they were going to notify the sergeants at arms of this information, and Gallagher
said that he would.

A few hours later, at 8:55 p.m., Gallagher sent an email to the deputy House SAA and
several of the HSAA staffers and cc’d Pittman advising them of the information.

At 5:29 p.m. on January 5, I reached out to MPD Assistant Chief Jeff Carroll to exchange
information on our designated incident commanders for the anticipated march and
demonstrations.

1 knew how important it was for officers to get the best possible information on the day’s
events. 1 did not doubt that officers were already seeing news reports on the joint session of
Congress and the MAGA rally downtown, and I wanted them to have the same information I had
as they came out of roll call the next morning. So one of the last steps I took on Tuesday night
January 5, at 10 pm, was to send an email out to my assistant chiefs, Thomas and Pittman, as
well as to all my deputy chiefs, directing that all officers be briefed during the next day’s
morning roll calls on the day’s expectations for the demonstrations and the joint session of
Congress. I also directed them to ensure that the officers were aware of the aviation threat and of
the investigation into the incident by the USCP and our federal partners. I would even follow up
on the morning of January 6 in an email to all my officials, requesting confirmation of their
briefings. They would all confirm that the officers had been briefed.

2. The Capitol Police Inspector General also found the Department lacked policies and
procedures for the Civil Disturbance Unit defining its duties, composition, equipment,
and training.

a. Do you agree with that assessment? Why or why not?
1 do not have access to PoliceNet to research and answer the question regarding policies. The
CDU training curriculum should exist within the Operational Services Bureau.

b. I not, where were the duties, composition, equipment, and training for the
Civil Disturbance Unit memorialized?

3. Inthe days leading up to January 6, 2021, the Capitol Police produced a threat
assessment which said,

“Supporters of the current president see January 6, 2021, as the last opportunity to

overturn the results of the presidential election. This sense of desperation and
disappointment may lead to more of an incentive to become violent. Unlike previous

11
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post-election protests, the targets of the pro-Trump supporters are not necessarily the
counter-protesters as they were previously, but rather Congress itself is the target on the
6th. As outlined above, there has been a worrisome call for protesters to come to these
events armed and there is the possibility that protesters may be inclined to become
violent.”

a. Was this assessment provided to you prior to January 67

Yes

b. If so, did you read the above paragraph prior to January 6?
Yes

¢. If you received the assessment but did net read the above paragraph, why
didn’t you?

d. The Capitol Police provided the Inspector General with a timeline of events of
January 6 that was included as an appendix to one of the flash reports issued in
the aftermath of the attack. According to the timeline, at 10:59 am,
“Approximately 200 Proud Boys gather near Garfield Circle and move toward
Senate Egg.” The Proud boys are a far-right extremist organization that the
Southern Poverty Law Center describes as a hate group, as well as the group that
former President Trump told to “stand back and stand by” during a nationally
televised presidential debate. Then, less than a half hour later at 11:24 am., the
timeline says, “USCP personnel monitors 3 to 4 counter demonstrators setting up
props on 3™ Street and Pennsylvania Southeast.” There are no other references to
the Proud Boys in the timeline. Did the Department monitor the 200 Proud
Boys? If so, why would it be omitted from a Department-produced timeline?
If not, why would the Department monitor a small number of counter
protestors but net the 200 Proud Boys, particularly given the intelligence in
the above paragraph noting that the target of pro-Trump protestors were not
counter protesters, but Congress itself?

If you look at p. 112 of my book Courage Under Fire, Under Siege and Outnumbered 58 to I on
January 6, you will see my minute-by-minute timeline of that day that references the 200
members of the Proud Boys. At 11:00 am, we receive reports of about two hundred members of
the Proud Boys marching on the Capitol grounds. The group was first seen marching through
Garfield Circle from Maryland Avenue and then up to the East Front. They spent a little while at
the permitted grassy areas (8 and 9) on the Senate side of the East Front. Within twenty minutes,
the group marches west, off Capitol grounds. It appears they are headed back toward the
Washington Mornument and the Ellipse.

1 am not sure why the department would omit this from the timeline. 1 did not participate in
compiling the Department’s official timeline.

There was also discussion at the hearing about the fact that the above paragraph was at

the end of the threat assessment, rather than at the beginning. However, the third buliet
on the top of the first page of the assessment says, “Some protestors have indicated they

12
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plan to be armed. There is also indication that White supremacist groups may be
attending the protest.”

e. Did you read the above-referenced text prior to January 6?
Yes.

f. Did you take any specific actions because of the indications that protestors,
which would include White supremacist groups, planned to be armed? If yes,
what actions? If not, why not?

Yes, 1 directed Assistant Chief Chad Thomas to work on our plan to deal with the
possibility of armed protesters. As already noted, we had dealt with armed protesters in the city
during the MAGA 1 and MAGA 11 events, and we were already anticipating that on the sixth
there would be some people in the crowd with guns, but I wanted to make sure we had a
coordinated plan and that individual officers wouldn’t try to take action on their own.

We discussed various resources that could be used, including officials, civil disturbance
units, our tactical CERT team, and plainclothes assets. Thomas met with his team and finalized a
plan to address armed protestors. We made some minor adjustments to the plan and I told him to
go back and make sure that all the involved units had been briefed and to let me know when that
was completed. Later that day, he informed me that all involved units had been briefed and the
plan was ready.

You testified during the hearing that the above paragraph “doesn’t tell you anything other
than pretty much what we were expecting from any of the previous MAGA rallies.”
However, the sentence in the above paragraph identifying Congress as the target on
January 6" begins, “Unlike previous post-election protests...”.

g. Was Congress identified as the target at other post-election and/or MAGA
protests? If so, which enes and what intelligence supported that assessment?
If not, please explain how the contents of that paragraph are “pretty much
what we were expecting from any of the previous MAGA rallies?”

Many have focused on this final paragraph as damning, specifically because it indicated
that “Unlike previous post-election protests, the targets of the pro-Trump supporters are not
necessarily the counter-protesters as they were previously, but rather Congress itself is the target
on the 6th.” It is critical to understand that the target of every protest that occurs on Capitol Hill
is Congress. That is why groups come to Capitol Hill to protest. People have read this paragraph
and construed the term farget to mean the target of some type of violence. When considered in
the context of the intelligence we were receiving, we were anticipating a large First Amendment
demonstration, so these words alone didn’t raise any red flags.

When interpreting the intelligence that IICD was distributing to the department in
advance of January 6, especially the Daily intelligence reports issued on January 4, 5, and 6,
indicating a low probability of civil disobedience, and the briefings Deputy Chief Gallagher was
providing to Members of Congress as late as January 5, indicating that January 6 would be
similar to the previous rallies, it is important to consider this.

13
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In reading the rest of the final paragraph, no new or alarming intelligence was provided.

We had anticipated that some protesters might be armed. The presence of armed participants had
already occurred during the previous MAGA marches and had been dealt with effectively by law
enforcement. We had developed a contingency plan in case we had to deal with armed protesters
on Capitol Hill. During the previous MAGA events, people had expressed a sense of desperation
over the elections, and we had seen altercations with counterprotesters and between Trump
supporters and law enforcement. We anticipated that this could occur on January 6 as well. This
was one of the reasons why I had been pushing for expedited delivery of the riot helmets we
ordered back in September.

h. Were there intelligence assessments for prior post-election and/or MAGA
protests indicating protestors might come to events armed? If not, how are
the contents of that paragraph “pretty much what we were expecting from
any of the previous MAGA rallies?”

Yes. IICD Assessment 21-A-0342 (v.2) regarding the Proud Boys being encouraged to come

armed.

4. You have mentioned, in both testimony before the Committee and television interviews,!

a January 3, 2021, request to members of the Capitol Police Board for unarmed National
Guard to help staff the Capitol perimeter on January 6. This is disputed in sworn
testimony by other members of the Capitol Police Board, including former House
Sergeant at Arms Paul Irving ?

In a December 28, 2022, interview on C-SPAN, you said, “I went and I asked [Mr.
Trving], his first concern was, oh, the optics...his first concern was from optics. And it
was clear that the concern was from the problems we had over 2020, the protests we had
by the White House.”

According to Mr. Irving, his only concern was that the intelligence at that time did not
support a request for the National Guard.? In testimony to the Select Committee to
Investigate the January 6 Attack on the Capitol (Select Committee), you agreed, saying,
“[T]he intel that I was reading, it would've been a big stretch to say, hey, based on that
intel we definitely need to bring in the National Guard.”* You also said, in response to a
question about whether you agreed with Mr. Irving that the intelligence didn’t support the
request, “Yeah, I guess so, yes.””

! Sund, Steven, After Words, hosted by Luke Broadwater, C-SPAN, Dec. 28, 2022, available at hitps://www.c-
span.org/video/?524732-1/after-words-steven-sund.

2 Select Committee to Investigate the January 6th Attack on the United States Capitol, Transcribed Interview of Paul
Irving, (Mar. 4, 2022), p. 10 to 13.

3Id.

4 Select Committee to Investigate the January 6th Attack on the United States Capitol, Transcribed Interview of
Steven Andrew Sund, (Apr. 20, 2022), p. 124 to 125.
SId. atp. 125.
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a. During this meeting did you attempt to persuade Mr. Irving that he was
wrong about the intelligence not supporting the National Guard request? If
not, why not?

No, because it was clear his mind was made up and there was no intelligence to dispute
his assertion. Even the briefing provided to Mr. Irving by Deputy Chief Gallagher on January 3,
just a few hours after I made the request for the National Guard didn’t provide any intelligence to
change his mind. This intelligence being provided by HCD to the USCP and the Capitol Police
Board didn’t accurately portray the intelligence that they possessed. The final assessment,
combined with the multiple daily intelligence reports assessing a low probability of civil
disobedience, gave the operational leaders a false sense of expectations for the event and
seriously hindered our preparations. About the final paragraph of the assessment, Deputy House
Sergeant at Arms Blodgett testified, “Warnings should not be qualified and hidden.”®
As noted by the Senate investigative report, the inconsistencies in the final assessment and the
various IICD intetligence products led to a serious misunderstanding by many within the
department regarding the threat posed on January 6.

Assistant Chief Pittman, who was in charge of the intelligence division, testified on
January 26, at a closed-door hearing before the House Appropriations Committee, stating, “Let
me be clear: [USCP] should have been more prepared for this attack. By January fourth, {USCP]
knew that the January sixth event would not be like any of the previous protests held in 2020.7
Her comments contradicts everything in the intelligence assessments. All four intelligence
assessments produced for this event presented January 6 in the same terms as the previous two
MAGA events. In fact, the final assessment, produced by Pittman’s intelligence division late in
the evening on January 3, specifically stated: “The protests/rallies are expected to be similar to
the previous Million MAGA March rallies in November and December 2020, which drew tens of
thousands of participants.”®

Although Pittrman testified, “By January fourth, [USCP] knew that the January sixth
event would not be like any of the previous protests held in 2020, her actions and those of her
subordinates leading up to the event indicated nothing remotely near this level of concern. Their
actions clearly showed a lack of urgency or even concern regarding the expectations for this day:

e Just hours before the final January 3 assessment was distributed on Sunday,
Gallagher briefed the House sergeant at arms and staff regarding January 6 and
the department’s plans. The briefing mentioned no high level of concern and gave
assurance that the event would be similar to the two previous MAGA rallies. Tim
Blodgett, the deputy House sergeant at arms, testified on February 25 regarding
this briefing: “The characterization of the threat posed by the protests only
reinforced the notion and thinking that they were similar to the two previous
demonstrations and not the violent insurrection that we experienced.” Blodgett
further testified, “Intelligence missteps cascaded into inadequate preparations,
which placed the health and lives of frontline officers at risk.”

¢ On January 4, Pittman, as the head of intelligence, submitted information to my
chief of staff to be used to brief members of Congress about expectations for

% Tim Blodgett’s testimony, House Legislative Branch Subcommittee, February 25, 2021.
7 Senate Committee Report, 48.

# USCP Special Event Assessment 21-A-0468 v.3, January 3, 2020, 2.

° Tim Blodgett’s testimony, House Legislative Branch Subcommittee, February 25, 2021.

15



203

January 6. The information she provided did not express any new concern or high
level of concern for that day.

e Both Deputy Chief Gallagher and Assistant Chief Pittman signed off on all the
permit applications for groups to demonstrate on Capitol grounds, recommending
that I approve all of them. Pittman signed off, recommending approval of most of
the permits on January 4 after the final intelligence assessment was published.
This directly contradicts Pittman’s testimony when she said, “By January fourth,
[USCP] knew that the January sixth event would not be like any of the previous
protests held in 2020.” If Gallagher and Pittman had a high level of concern for
violence on January 6, why would they recommend approval for the permits?
They could have recommended disapproval, noted their concerns, or come to see
me. But they didn’t. They approved the permits as they were and pushed them up
to me for approval. It should also be noted that each of the demonstration permits
contained an assessment from the IICD about the probability of civil
disobedience, and all listed the probability as low.

e On January 4, at 1:00 p.m., Gallagher had an intelligence briefing scheduled for
USCP leadership to discuss January 6 and the final assessment. Donohue
provided the briefing on a conference call. Oddly, however, they failed to invite
me. I only learned about the briefing after my resignation. The recollections of the
call by many who participated indicated that Donohue did not present any new or
concerning intelligence about January 6. No one got off the call with any sense of
alarm. When the media asked why the chief was not invited, a spokesperson for
the department stated, “The meeting was for operational commanders and was not
a meeting Sund would normally attend.”'" I found that response baffling. 1
regularly attended intelligence briefings. And if the assistant chief and
intelligence leadership believed they had critical information indicating that
[USCP] “knew that the January sixth event would not be like any of the previous
protests held in 2020,” and they possessed intelligence that could affect the safety
and security of Capitol Hill, members of Congress, and my officers, you sure as
hell would expect the chief of police to be invited.

e On January 4, the director of the IICD sent an email to his unit regarding January
6. In the email, the director assigned a single analyst per shift to monitor the
critical open-source information related to the January 6 demonstrations. He then
reminded the rest of the staff that there was still a backlog of cases (not related to
January 6) and directed them to help clear those cases throughout the day.

e The same day, January 4, the assistant director of the IICD sent an email to the
IICD team, also advising them of the backlog of cases, and directed them to work
on the backlog unless assigned otherwise.

e At 7:21 p.m. on January 4, Deputy Senate Sergeant at Arms Ronda Stewart sent a
copy of the Senate’s “Dear Colleague” letter to Pittman. In this letter, which was
distributed to the entire Senate community, including Senate leadership and every
senator, the SSAA indicated that expectations for January 6 were for “several
First Amendment activities that will take place throughout the District of

19 Jacqueline Alemany et al.,“Red Flags,” Washington Post, October 31, 2021,
www.washingtonpost.com/politics/interactive/202 1/jan-6-insurrection-capitol/.
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Columbia.” But Pittman offered no disagreement with their assessment, nor did
she provide alternative language that would better prepare the Senate for what
might occur on January 6.

* OnJanuary 5, Deputy Chief Gallagher briefed Congressman Rodney Davis and
his staff director, Tim Monahan, regarding the expectations for January 6.
According to both Representative Davis and Monahan, Gallagher expressed no
serious concern and portrayed the event as being “just like the previous two
MAGA events.” At no time did Gallagher give Davis or Monahan the impression
that he was concerned about the demonstrations creating a significantly dangerous
situation for law enforcement. According to Davis and Monahan, they didn’t walk
away from the briefing with a feeling of concern about the demonstrations
scheduled to take place the following day.

¢ On January 5, Pittman participated in briefings with members of Congress, both
sergeants at arms, and law enforcement and military partners in reference to
January 6 and never expressed concern for the following day in any of the
briefings.

e On January 6, IICD leadership had two-thirds of the intelligence staff working
from home. The directive I had issued to the department to have all hands on deck
(AHOD)—that I wanted everyone working on campus and focused on the event
on January 6—clearly was not followed within the IICD, further removing any
sense of urgency within the unit regarding January 6.

All these actions are in stark contrast to the statement made before the House
Appropriations Committee on January 26, 2021. This lack of urgency and concern was portrayed
in the IICD assessments and the briefings leading up to January 6, giving the operational leaders
of the USCP a false expectation of the events of January 6. This is especially concerning when
you come to realize the intelligence that existed and was never included in the assessments in the
weeks leading up to January 6. This intelligence could have been a game changer when it came
to federal assistance, mutual aid, and the type and size of the fence on the perimeter. Acting on
the intelligence given to me at the time, I had anticipated and planned for an event similar to the
MAGA T and MAGA I demonstrations. My concern for the large number of attendees and the
size of our perimeter prompted me, on January 3, to seek approval for bringing in the National
Guard. The request for the National Guard would have been specifically for unarmed troops to
help fill the gaps on our perimeter. But the House sergeant at arms immediately denied this
request out of concern for the “optics” of having the National Guard on Capitol Hill and because
he felt the intelligence did not support it. Even the IICD briefing and assessment he received
later that day did not change his position.

You also testified to the Select Committee that Mr. Irving actually referred you to then-
Senate Sergeant at Arms Michael Stenger, who at the time was the Chairman of the
Capitol Police Board: “[Mr. Irving] referred me over to the chairman of the Board. I
thought, okay, let's at least take it to the chairman, see where we go with it. So that's
where we went.”!!

B
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b. Did you ever make a formal request for National Guard assistance to the
Capitol Police Board during the January 3 meeting?

On January 3, I made an in-person request for the assistance of the National Guard to both the
lead law enforcement officers for the House and Senate on January 3, one of whom was the
chairman of the Capitol Police Board. My requests were not approved. I am not sure why this
assertion remains in contention when it has now become clear that these same individuals
delayed my urgent and repeated requests to bring in the National Guard for 71 minutes while we
were under attack on January 6? In December 2021, based upon my Congressional testimony
and media appearances, Congress amended the law (2 U.S. Code § 1970) that severely impacted
my ability to assist my officers. My recollection of the events continues to remain accurate.

c. At any point prior to January 6 did either Mr. Irving or Mr. Stenger
expressly tell you “no, you may not call on the National Guard,” or words to
that effect?

The most important point that seems to be missed here and by the January 6 Select Committee is
that 2 U.S. Code § 1970 doesn’t require a denial by the Capitol Police Board, it requires their
approval, and they wouldn’t approve my request. But even more critical is that according to the
law, it is the RESPONSIBILITY OF THE CAPITOL POLICE BOARD TO REQUEST
FEDERAL ASSISTANCE. I made the recommendation and request to them, they should have
been the ones asking for federal support, not the chief of police. And they elected not to request
the support. I went to the Capitol Police Board with the request and THEY didn’t act on it. Even
while we were under attack on January 6, I faced a 71-minute delay in getting their approval to
bring in support for my women and men. Once they granted the approval at 2:10 p.m., I was
forced to seek out federal support on my own and repeatedly beg the Pentagon for National
Guard assistance without the assistance of the two sergeants at arms or the Capitol Police Board.

5. The January 6 attack was based on a lie about election fraud and the hope of supporters
of former President Trump that they could overturn the election. Fox News personalities
like Tucker Carlson were so instrumental in spreading this misinformation that Fox News
was forced to enter a $787 million settlement over the false claims.'? But another
misinformation campaign to recast, whitewash, and downplay the events of January 6
continues to this day, led by those same individuals.

Earlier this year, Mr. Carlson aired misleading, out of context footage from security
footage provided to him by Speaker Kevin McCarthy. Among countless other statements
during program, Mr. Carlson said that the rioters on January 6 were “peaceful,” that they
“revered the Capitol,” and that “the footage does not show an insurrection or a riot in
progress.”13 The current Capitol Police Chief wrote that Mr. Carlson “cherry-picked”

12 David Folkenflik, Tucker Calrson ousted at Fox News following network’s $787 million settlement, NPR (Apr. 24,
2023), available at https://www.npr.org/2023/04/24/1171641969/fox-news-fires-tucker-carlson-in-stunning-move-a-
week-after-787-million-settleme.

13 Sahil Kapur, Tucker Carlson, with video provided by Speaker McCarthy, falsely depicts Jan. 6 riot as a peacefil
gathering, NBC News (March 6, 2023), https://www.nbcnews.com/politics/justice-department/tucker-carlson-new-
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from the footage and presented “offensive and misleading” conclusions about the
attack.'*

After Mr. Carlson aired the out of context footage, the family of Officer Brian Sicknick
issued a statement saying, in part, “Every time the pain of that day seems to have ebbed a
bit, organizations like Fox rip our wounds wide open again and we are frankly sick of it.
Leave us the hell alone.”'?

Considering the foregoing, why did you choose to provide an hour-long interview to
Tucker Carlson while on your book tour?

Thankfully we have the First Amendment of the United States Constitution that provides
for the freedom of the press and affords each of us a variety of media outlets from which to be
informed. Since January 6, I have conducted interviews with dozens of media outlets that span
the political spectrum. In each of these interviews, I have been treated fairly and with respect,
because my information is truthful and based on fact, and my story has not changed since
January 6.

Tucker Carlson is someone who a tremendous number of people turn to for information.
Why would I limit my opportunities to reach the greatest number of people who want to know the
facts of what happened on January 6? I continue to stand by the information regarding what
occurred leading up to and on January 6, as presented in my book; Courage Under Fire, Under
Siege and Outnumbered 58 to 1 on January 6 (ISBN 979-8-200-98363-6).

video-provided-speaker-mccarthy-falsely-depicts-jan-rcna73673; see also Azi Paybarah, White House criticizes
Tucker Carlson for depiction of Jan. 6 attack, The Washington Post, (March 8, 2023),
https://www.washingtonpost.com/politics/2023/03/08/tucker-white-house-attack/.

14 Memorandum from Chief J. Thomas Manger to Members of the United States Capitol Police (March 7, 2023).
15 Cami Mondeaux, Capitol Police chief blasts Tucker Carlson for saying officers acted as ‘tour guides’on Jan. 6,

The Washington Examiner (March 7, 2023), https://www.washingtonexaminer.com/news/house/capitol-police-chief-
blasts-tucker-carlson-for-jan-6-footage.
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Questions from Subcommittee Ranking Member Norma Torres

L Amount of Personnel and Resources

Mr. Sund, on January Sth, when you attended the multi-agency law enforcement meeting about
security planning, vou and all the other participants said vou had the right personnel and plan in place.
Later that day when you briefed Rep. Zoe Lofgren, she asked whether you had enough officers and
standby resources in your security plan to meet the expected threat; you said yes.

Question #1: If you had concems about needing additional resources, why didn’t you voice those
concerns in the interagency meeting and to Chair Lofgren or to Committee staff at the January 5 briefing
or at any time before January the 6th?

1 had addressed this request with both the House and Senate Sergeants at Arms and respected their law
enforcement experience and decision. Perhaps 1 trusted to a fault, but the intelligence and briefings being
provided by the USCP Intelligence officials didn’t provide the necessary support to go against the two
SAAs decisions.

1L National Guard Request

As vou know, there is no record of a Capitol Police Board request for National Guard support prior to
January 6th. All three members of the Capitol Police Board ~ the Senate Sergeant at Arms, the House
Sergeant at Arms, and the Architect of the Capitol — contradict your testimony about the decision not to
request National Guard support. In fact, the Architect of the Capitol testified that (1) there was an
established and well-used procedure for you to make emergency requests to the board and (2) he was
never contacted at all about the National Guard.

Question #2: Mr. Sund, how is it that vour recollection contradicts the recollections of all three Capitol
Police Board members on this important issue?

I believe it is a case of both the House Sergeant at Arms and the now-deceased Senate
Sergeant at Arms covering for themselves. My initial request for the National Guard occurred on
the first day of the 117th Congress, Sunday, January 3, 2021. T arrived at H-124, the office of the
House sergeant at arms, arriving at 9:24 a.m. [ know this because following my testimony at the
Senate hearing in 2021, the USCP provided a video transcript of my movements at the Capitol
that day which matched my testimony. Irving didn’t approve my request and sent me to talk to
the SSAA Mike Stenger, who was the Chairman of the Capitol Police Board. I immediately went
to 8-150 in the Capitol, the office of the Senate sergeant at arms. But no one was there. 1 returned
to Stenger’s office later that morning, at 11:53 a.m. As I walked into his office and asked him
about the National Guard, instead of approving my request, he asked me to call someone at the
DC National Guard to inquire how many soldiers they could provide if we needed them on
January 6.

That evening, I called General Walker of the DC National Guard at 6:14 p.m. [ advised
Walker that 1 went to request the assistance of the National Guard from Irving and Stenger for
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January 6, but they wouldn’t give me the approval to request that Guard formally. Instead, they
asked that I call and unofficially ask that if we needed the Guard on the sixth, how many troops
could they send us and how quickly? Walker advised that he had about a hundred and twenty-
five troops assisting DC with COVID relief, and if needed they could repurpose them quickly.
He reminded me that I would need to have a USCP official available to swear them in as special
police officers, and he would have to get approval from the secretary of the army.

On March 4, 2022, Irving testified before the January 6 Select Committee (p.9) that I
approached him on Monday, January 4, with an offer for 125 unarmed National Guard troops. I
had only become aware of the ability of the National Guard to repurpose and send over 125
National Guard troops in the event of our request, following my call with General Walker on the
evening of Sunday, January 3, 2021. A call I had been directed to make by SSAA Stenger, after I
approached him and HSAA Irving on January 3, to request the National Guard. During my call
with Walker, I informed him that I had been approached by Stenger and Irving earlier on January
3, and they had not approved my request for National Guard assistance. Walker testified before
the Senate Committee in 2021 regarding this fact. Irving also testified that following my offer
on January 4, we got on a conference call with Stenger to discuss the offer. This never occurred
and I am sure phone records will support this fact. Again, I am not sure why my assertion
regarding January 3, remains in contention when it has now become clear that just days later, on
January 6, while we were under attack, these same two individuals (Irving and Stanger), would
again delay approving my urgent and repeated requests to bring in the National Guard for 71
minutes! Obviously, Congress trusted my testimony and recollection regarding these facts
enough to amend the law (2 U.S. Code § 1970) that severely impacted my ability to assist my
officers. My recollection of the events continues to remain true and accurate.

About Brett Blanton, I never testified or stated that I reached out to the Architect of the
Capitol The confusing structure of the CPB is further evidenced by AOC Brett Blanton’s
accusation that I did not request the board because I didn’t also reach out to him. Not only is that
grossly inaccurate, but it also exemplifies the convoluted nature of the Board’s structure and
negates the role of the chairman of the board. The law that created the CPB provides an overview
of its role:

The Capitol Police Board oversees and supports the United States Capitol Police in its
mission, and helps to advance coordination between the Department and the Sergeant at
Arms of the House of Representatives and the Sergeant at Arms and Doorkeeper of the
Senate, in their law enforcement capacities, and the Congress.

In law enforcement matters, even the public law that formed the Board recognizes the direct
relationship between the department and the House and Senate sergeants at arms. It doesn’t call
for coordination between the department and the AOC in their law enforcement capacities
because that was not the intent of the AOC’s inclusion on the board. I was already going to
Irving and the chairman of the CPB (Stenger). This accounts for two of the three voting members
of the board. Without Irving’s and Stenger’s support, the support of the AOC wouldn’t have
made a difference anyway.
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1L Officer Communication on Operational Procedure

According to a survey conducted by the Government Accountability Office (GAO), many officers felt
unprepared during and after the attacks. There was a lack of clear communication on operational
procedure, which lead to a perceived discouragement from using force.

Question #3: a. In vour opinion, as former chief, what was the primary cause of this miscommunication
other than lack of operational knowledge?

I think that the primary cause for miscommunication was that my two assistant chiefs who
oversce operations froze, due to a lack of experience and failed to appropriately deal with the situation
and enact effective communications, due to a sense of shock from what they were dealing with. Between
12:58 and when I finally received approval for the National Guard at 2:09, I made thirty-two calls to
coordinate response support for my officers, including at least eleven calls to the sergeants at arms
regarding my request for the National Guard. If I hadn’t been faced with the delay in my urgent request
for federal assistance, T would not have had to make so many repeated calls to partner law enforcement
agencies and the Sergeants at Arms for updates and may have become more aware of the communications
failures.

v, Improving Leadership within Capitol Police

Mr. Sund, in addition to the lack of procedural communication, GAO found that officers noted a lack of
leadership and communication on January 6™ that could have been improved. Clear instruction and
communication start at the top, and officer trust towards leadership is important.

Question #4:

a. What happened among department leadership that caused miscommunication and unreliability on
January 6th? Understanding that the country endured attacks in New York and Washington, DC on
September, 11, 2001, what were the lessons learned and security improvements made and how did those
recommendations carry out or fail to carry out in evacuating the House floor during the Jan 6th Attack at
the Capitol?

Again, referring back to the above answer in question #3, a lack of experience in dealing with
critical incidents and high-stress situations cascaded into other operational failures. The Command Center
should have transitioned into an Area Command structure as per the National Incident Management
System and ensured that all aspects of the incident were being properly managed, including
communications. Those in the command center had the most information and should have directed the
evacuation of the chambers sooner based upon the situation.

b. What kind of leadership training had been in place prior to the attacks?

Basic promotional Icadership training at certain ranks, participation in the FBI's National Academy, and
occasional contracted leadership classes.

¢. Based on your experience that day, what type of additional training do you recommend for leadership
within the department?
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Stress test your leaders, policies and procedures.

V. Riot Gear
According to the review conducted by the Government Accountability Office after January 6th, key
police gear had been stored in inappropriate locations and consequently was unreliable during January
6th.
Question #5: Who was responsible in the Capitol Police for ensuring the equipment was stored properly?
Following the previous MAGA I rally, an After-Action Report (AAR) had identified the need for officers
to be outfitted sooner, positioned at their assigned locations earlier, and their equipment and water

positioned nearby and readily available to them. It would have been the responsibility of the designated
Field Force Commander to ensure these identified issues were appropriately addressed.
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