
39–006 

118TH CONGRESS REPORT " ! HOUSE OF REPRESENTATIVES 1st Session 118–162 

INTELLIGENCE AUTHORIZATION ACT FOR FISCAL YEAR 
2024 

AUGUST 18, 2023.—Committed to the Committee of the Whole House on the State 
of the Union and ordered to be printed 

Mr. TURNER, from the Permanent Select Committee on 
Intelligence, submitted the following 

R E P O R T 

[To accompany H.R. 3932] 

The Permanent Select Committee on Intelligence, to whom was 
referred the bill (H.R. 3932) to authorize appropriations for fiscal 
year 2024 for intelligence and intelligence related activities of the 
United States Government, the Community Management Account, 
and the Central Intelligence Agency Retirement and Disability Sys-
tem, and for other purposes, having considered the same, reports 
favorably thereon with an amendment and recommends that the 
bill as amended do pass. 

The amendment is as follows: 
Strike all after the enacting clause and insert the following: 

SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This Act may be cited as the ‘‘Intelligence Authorization Act 
for Fiscal Year 2024’’. 

(b) TABLE OF CONTENTS.—The table of contents for this Act is as follows: 
Sec. 1. Short title; table of contents. 
Sec. 2. Definitions. 

TITLE I—INTELLIGENCE ACTIVITIES 

Sec. 101. Authorization of appropriations. 
Sec. 102. Classified schedule of authorizations. 
Sec. 103. Intelligence Community Management Account. 

TITLE II—CENTRAL INTELLIGENCE AGENCY RETIREMENT AND DISABILITY SYSTEM 

Sec. 201. Authorization of appropriations. 

TITLE III—GENERAL INTELLIGENCE COMMUNITY MATTERS 

Sec. 301. Restriction on conduct of intelligence activities. 
Sec. 302. Increase in employee compensation and benefits authorized by law. 
Sec. 303. Prohibition on availability of funds to implement Executive Order 13556. 
Sec. 304. Nonapplicability of certain prohibitions relating to modification of account structure for National In-

telligence Program budget. 
Sec. 305. Secure communication between Congress and intelligence community. 
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TITLE IV—MATTERS RELATING TO NATIONAL INTELLIGENCE ENTERPRISE 

Subtitle A—Miscellaneous Authorities and Limitations 

Sec. 401. Enhanced personnel security review with respect to social media. 
Sec. 402. Limitation on authority of Director of National Intelligence to establish additional national intel-

ligence centers. 
Sec. 403. Improvements relating to intelligence community staffing, details, and assignments. 
Sec. 404. Insider threats. 
Sec. 405. Modification of deadline for annual submission of National Intelligence Priorities Framework. 
Sec. 406. Matters relating to chief data officers of intelligence community. 
Sec. 407. Modification to special pay authority for science, technology, engineering, or mathematics positions. 
Sec. 408. Annual report on unfunded priorities of intelligence community. 
Sec. 409. Notice to Congress of counterintelligence threats to legislative branch. 
Sec. 410. Congressional notice of counterintelligence investigations into persons holding elected offices and can-

didates for such offices. 
Sec. 411. Submission of legislative proposals. 
Sec. 412. Sunset of certain intelligence community reporting requirements. 
Sec. 413. Notice and damage assessment with respect to significant unauthorized disclosure of classified na-

tional intelligence. 
Sec. 414. In-state tuition rates for certain members of intelligence community. 
Sec. 415. Repeal of study on personnel under Strategic Intelligence Partnership Program. 
Sec. 416. Authorization relating to certain intelligence and counterintelligence activities of Coast Guard. 
Sec. 417. Intelligence Community Counterintelligence Offices. 
Sec. 418. Termination of Climate Security Advisory Council. 
Sec. 419. Limitation on availability of funds for Federal Bureau of Investigation pending submission of informa-

tion regarding certain media engagements. 
Sec. 420. Limitation on availability of funds for Federal Bureau of Investigation pending submission of certain 

memorandum relating to budget. 
Sec. 421. Limitation on availability of funds for Office of the Director of National Intelligence pending submis-

sion of certain documents and annexes. 

Subtitle B—Reports and Other Matters 

Sec. 431. Inclusion of counternarcotics as special topic in certain budget justification materials. 
Sec. 432. Development of plan to make open-source intelligence products available to certain Federal employ-

ees. 
Sec. 433. Intelligence community-wide policy on prepublication review. 
Sec. 434. Review relating to confidential human source program of Federal Bureau of Investigation. 
Sec. 435. Inspector General of the Intelligence Community assessment of Overt Human Intelligence Collection 

Program of Department of Homeland Security. 
Sec. 436. Intelligence assessments regarding Haiti. 
Sec. 437. Intelligence assessment of influence operations by People’s Republic of China toward Pacific Islands 

countries. 
Sec. 438. Independent study on economic impact of military invasion of Taiwan by People’s Republic of China. 
Sec. 439. Reports on civilian casualties caused by certain operations of foreign governments. 
Sec. 440. Report by Director of National Intelligence on Uyghur genocide. 
Sec. 441. Technical corrections. 

TITLE V—MATTERS RELATING TO DEFENSE INTELLIGENCE AND OVERHEAD ARCHITECTURE 

Sec. 501. Extension of authority to engage in commercial activities as security for intelligence collection activi-
ties. 

Sec. 502. Modification of reporting requirement for All-Domain Anomaly Resolution Office. 
Sec. 503. Military intelligence collection and analysis partnerships. 
Sec. 504. Authorization for establishment of National Space Intelligence Center as field operating agency. 
Sec. 505. Defense Intelligence Agency assessment of strategic competition in Latin America and the Caribbean. 
Sec. 506. Quarterly briefings relating to use of Military Intelligence Program funds. 

TITLE VI—MATTERS RELATING TO NATIONAL SECURITY AGENCY, CYBER, AND COMMERCIAL 
CLOUD ENTERPRISE 

Sec. 601. Congressional notification by National Security Agency of intelligence collection adjustments. 
Sec. 602. Modifications to enforcement of cybersecurity requirements for national security systems. 
Sec. 603. Support by intelligence community for certain cross-functional team of Department of Defense. 
Sec. 604. Commercial Cloud Enterprise notification. 
Sec. 605. Commercial Cloud Enterprise sole source task order notification requirement. 
Sec. 606. Analysis of commercial cloud initiatives of intelligence community. 

TITLE VII—MATTERS RELATING TO CENTRAL INTELLIGENCE AGENCY 

Sec. 701. Inspector General of the Central Intelligence Agency quarterly employee engagement summaries. 
Sec. 702. Improved funding flexibility for payments made by Central Intelligence Agency for qualifying injuries 

to brain. 
Sec. 703. Benjamin Tallmadge Institute as primary Central Intelligence Agency entity for education and train-

ing in counterintelligence. 
Sec. 704. Central Intelligence Agency intelligence assessment of Sinaloa Cartel and Jalisco Cartel. 
Sec. 705. Central Intelligence Agency intelligence assessment with respect to efforts by People’s Republic of 

China to increase influence in Middle East. 
Sec. 706. Assessment of availability of mental health and chaplain services to Agency employees. 
Sec. 707. Assessment by Director of Central Intelligence Agency on certain effects of Abraham Accords. 

TITLE VIII—REPORTING AND INVESTIGATIONS OF ALLEGATIONS OF SEX-RELATED OFFENSES AND 
SEXUAL HARASSMENT IN CENTRAL INTELLIGENCE AGENCY 

Sec. 801. Reporting and investigation of allegations of sex-related offenses and sexual harassment in Central 
Intelligence Agency. 

TITLE IX—MATTERS RELATING TO TECHNOLOGY AND INNOVATION 

Sec. 901. Intelligence Community Innovation Unit. 
Sec. 902. Establishment of Office of Engagement. 
Sec. 903. Requirement for a chief technology officer within each element of the intelligence community. 
Sec. 904. Requirement to authorize additional security clearances for certain contractors. 
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Sec. 905. Intelligence Innovation Board. 
Sec. 906. Programs for next-generation microelectronics in support of artificial intelligence. 
Sec. 907. Program for Beyond 5G. 
Sec. 908. Intelligence community commercial remote sensing requirements. 
Sec. 909. Requirement to ensure intelligence community directives appropriately account for artificial intel-

ligence and machine learning tools in intelligence products. 

SEC. 2. DEFINITIONS. 

In this Act: 
(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘‘congressional in-

telligence committees’’ has the meaning given such term in section 3 of the Na-
tional Security Act of 1947 (50 U.S.C. 3003). 

(2) INTELLIGENCE COMMUNITY.—The term ‘‘intelligence community’’ has the 
meaning given such term in section 3 of the National Security Act of 1947 (50 
U.S.C. 3003). 

TITLE I—INTELLIGENCE ACTIVITIES 

SEC. 101. AUTHORIZATION OF APPROPRIATIONS. 

Funds are hereby authorized to be appropriated for fiscal year 2024 for the con-
duct of the intelligence and intelligence-related activities of the Federal Govern-
ment. 
SEC. 102. CLASSIFIED SCHEDULE OF AUTHORIZATIONS. 

(a) SPECIFICATIONS OF AMOUNTS.—The amounts authorized to be appropriated 
under section 101 for the conduct of the intelligence activities of the Federal Gov-
ernment are those specified in the classified Schedule of Authorizations prepared to 
accompany this Act. 

(b) AVAILABILITY OF CLASSIFIED SCHEDULE OF AUTHORIZATIONS.— 
(1) AVAILABILITY.—The classified Schedule of Authorizations referred to in 

subsection (a) shall be made available to the Committee on Appropriations of 
the Senate, the Committee on Appropriations of the House of Representatives, 
and to the President. 

(2) DISTRIBUTION BY THE PRESIDENT.—Subject to paragraph (3), the President 
shall provide for suitable distribution of the classified Schedule of Authoriza-
tions referred to in subsection (a), or of appropriate portions of such Schedule, 
within the executive branch of the Federal Government. 

(3) LIMITS ON DISCLOSURE.—The President shall not publicly disclose the clas-
sified Schedule of Authorizations or any portion of such Schedule except— 

(A) as provided in section 601(a) of the Implementing Recommendations 
of the 9/11 Commission Act of 2007 (50 U.S.C. 3306(a)); 

(B) to the extent necessary to implement the budget; or 
(C) as otherwise required by law. 

SEC. 103. INTELLIGENCE COMMUNITY MANAGEMENT ACCOUNT. 

(a) AUTHORIZATION OF APPROPRIATIONS.—There is authorized to be appropriated 
for the Intelligence Community Management Account of the Director of National In-
telligence for fiscal year 2024 the sum of $715,200,000. 

(b) CLASSIFIED AUTHORIZATION OF APPROPRIATIONS.—In addition to amounts au-
thorized to be appropriated for the Intelligence Community Management Account by 
subsection (a), there are authorized to be appropriated for the Intelligence Commu-
nity Management Account for fiscal year 2024 such additional amounts as are speci-
fied in the classified Schedule of Authorizations referred to in section 102(a). 

TITLE II—CENTRAL INTELLIGENCE AGENCY 
RETIREMENT AND DISABILITY SYSTEM 

SEC. 201. AUTHORIZATION OF APPROPRIATIONS. 

There is authorized to be appropriated for the Central Intelligence Agency Retire-
ment and Disability Fund $514,000,000 for fiscal year 2024. 
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TITLE III—GENERAL INTELLIGENCE 
COMMUNITY MATTERS 

SEC. 301. RESTRICTION ON CONDUCT OF INTELLIGENCE ACTIVITIES. 

The authorization of appropriations by this Act shall not be deemed to constitute 
authority for the conduct of any intelligence activity which is not otherwise author-
ized by the Constitution or the laws of the United States. 
SEC. 302. INCREASE IN EMPLOYEE COMPENSATION AND BENEFITS AUTHORIZED BY LAW. 

Appropriations authorized by this Act for salary, pay, retirement, and other bene-
fits for Federal employees may be increased by such additional or supplemental 
amounts as may be necessary for increases in such compensation or benefits author-
ized by law. 
SEC. 303. PROHIBITION ON AVAILABILITY OF FUNDS TO IMPLEMENT EXECUTIVE ORDER 

13556. 

None of the funds authorized to be appropriated by this Act or otherwise made 
available for fiscal year 2024 for an element of the intelligence community may be 
obligated or expended to implement Executive Order 13556 (75 Fed. Reg. 68675; re-
lating to controlled unclassified information), or any successor order. 
SEC. 304. NONAPPLICABILITY OF CERTAIN PROHIBITIONS RELATING TO MODIFICATION OF 

ACCOUNT STRUCTURE FOR NATIONAL INTELLIGENCE PROGRAM BUDGET. 

None of the prohibitions under section 8067 of the Consolidated Appropriations 
Act, 2023 (Public Law 117–328) shall apply with respect to amounts authorized to 
be appropriated by this Act. 
SEC. 305. SECURE COMMUNICATION BETWEEN CONGRESS AND INTELLIGENCE COMMUNITY. 

(a) IN GENERAL.—The Director of National Intelligence shall provide secure com-
munications to support the oversight functions of the congressional intelligence com-
mittees, including through the procurement, installation, configuration, and mainte-
nance of sufficient software, connectivity, information technology equipment, com-
puters, printers, and related peripheral equipment to ensure that such committees 
are able to communicate with the intelligence community through secure data, 
voice, and video communications at all classification levels. 

(b) ON-PREMISES SUPPORT.—During any period when either the Senate or House 
of Representatives is in session, or upon the request of either of the congressional 
intelligence committees, the Director shall provide to such committees timely on- 
premises support to ensure the efficient operation of networks, equipment, and soft-
ware and the resolution of any related issues. 

(c) GOVERNANCE.—The Director, in coordination with designated congressional 
leaders, shall establish governance and security policies applicable to the 
connectivity, equipment, and software provided under subsection (a). 

(d) BUDGET.—The Director shall ensure that within the budget of the Office of the 
Director of National Intelligence there is a specific expenditure center and project 
to be used to carry out this section. 

(e) TREATMENT AS CONGRESSIONAL RECORDS.—Any data stored or transmitted by 
the congressional intelligence committees through networks, equipment, or software 
provided under subsection (a) is a congressional record and shall not be treated as 
an agency record for purposes of section 552 of title 5, United States Code, (com-
monly known as the ‘‘the Freedom of Information Act’’) or any other law. 

(f) DESIGNATED CONGRESSIONAL LEADERS.—In this section, the term ‘‘designated 
congressional leaders’’ means— 

(1) the Chair and Ranking Member of the Permanent Select Committee on 
Intelligence of the House of Representatives, or their designees; and 

(2) the Chair and Vice Chair of the Select Committee on Intelligence of the 
Senate, or their designees. 

TITLE IV—MATTERS RELATING TO NATIONAL 
INTELLIGENCE ENTERPRISE 

Subtitle A—Miscellaneous Authorities and 
Limitations 

SEC. 401. ENHANCED PERSONNEL SECURITY REVIEW WITH RESPECT TO SOCIAL MEDIA. 

(a) SENSE OF CONGRESS.—It is the sense of Congress that— 
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(1) the intelligence community should take appropriate measures to thor-
oughly and in a timely manner investigate and adjudicate prospective appli-
cants for sensitive national security positions within the intelligence commu-
nity; 

(2) the intelligence community should use existing authorities to ensure ro-
bust continuous vetting for continued eligibility for access to classified informa-
tion and carefully manage the speed and accuracy of the security clearance ad-
judication process at both the initial investigation process and throughout the 
career of personnel serving in positions within the intelligence community; 

(3) the intelligence community must balance the increasing demand for re-
cruiting the best talent to meet personnel requirements in an expeditious man-
ner while still maintaining a dedicated and patriotic workforce with allegiance 
to the Constitution and the United States Government; 

(4) the availability of social media to the national security workforce of the 
United States, including both private and public accounts, can enable the unau-
thorized disclosure of classified national security information in an instant, 
which endangers the United States and its partners and allies, and empowers 
foreign adversaries; and 

(5) to ensure the loyalty and patriotism of the trusted national security and 
intelligence community workforce of the United States, the intelligence commu-
nity must fully use available vetting resources and all authorities prescribed by 
law, while guaranteeing all constitutional protections of such workforce. 

(b) ENHANCED PERSONNEL SECURITY REVIEW WITH RESPECT TO SOCIAL MEDIA.— 
Section 11001(b) of title 5, United States Code, is amended by adding at the end 
the following new paragraph: 

‘‘(3) SPECIAL REQUIREMENTS WITH RESPECT TO SOCIAL MEDIA.— 
‘‘(A) IN GENERAL.—Information obtained and integrated from sources de-

scribed in paragraph (1) shall include any publicly available social media 
information relating to the covered individual. 

‘‘(B) DISCLOSURE BY COVERED INDIVIDUALS.—The enhanced personnel se-
curity program of an agency shall include a requirement that a covered in-
dividual disclose any username or alias used by the covered individual on 
any social media account, including both private and public social media ac-
counts, but may not require the covered individual to disclose any password 
for any such account.’’. 

SEC. 402. LIMITATION ON AUTHORITY OF DIRECTOR OF NATIONAL INTELLIGENCE TO ESTAB-
LISH ADDITIONAL NATIONAL INTELLIGENCE CENTERS. 

The National Security Act of 1947 (50 U.S.C. 3001 et seq.) is amended— 
(1) by amending section 102A(f)(2) (50 U.S.C. 3024(f)(2)) to read as follows: 

‘‘(2)(A) The Director of National Intelligence shall oversee the National Counter-
terrorism Center, the National Counterproliferation and Biosecurity Center, the Na-
tional Counterintelligence and Security Center, the Foreign Malign Influence Cen-
ter, and the Cyber Threat Intelligence and Integration Center. 

‘‘(B) The Director of National Intelligence may establish a new national intel-
ligence center, or assign a new function to a national intelligence center, but only 
if— 

‘‘(i) the Director submits to the congressional intelligence committees written 
notification of such proposed establishment or assignment; and 

‘‘(ii) a period of 90 days has elapsed after the date on which such committees 
receive such notification.’’; 

(2) by amending section 103(c)(14) (50 U.S.C. 3025(c)(14)) to read as follows: 
‘‘(14) Such other offices and officials as may be established by law or the Di-

rector may establish or designate in the Office, including national intelligence 
centers (consistent with the notification requirement under section 
102A(f)(2)(B)).’’; and 

(3) by amending section 119B(a) (50 U.S.C. 3058(a)) to read as follows: 
‘‘(a) AUTHORITY TO ESTABLISH.—The Director of National Intelligence may estab-

lish, consistent with the notification requirement under section 102A(f)(2)(B), one or 
more national intelligence centers to address intelligence priorities, including re-
gional issues.’’. 
SEC. 403. IMPROVEMENTS RELATING TO INTELLIGENCE COMMUNITY STAFFING, DETAILS, 

AND ASSIGNMENTS. 

(a) IMPROVEMENTS RELATING TO ASSIGNMENTS AND DETAILS.—Section 
102A(f)(3)(A) of the National Security Act of 1947 (50 U.S.C. 3024(f)(3)(A)) is amend-
ed— 

(1) in the matter preceding clause (i), by striking ‘‘personnel policies’’ and in-
serting ‘‘binding personnel policies’’; 

(2) by amending clause (i) to read as follows: 
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‘‘(i) require and facilitate assignments and details of personnel to national in-
telligence centers, and between elements of the intelligence community over the 
course of the careers of such personnel;’’; and 

(3) by amending clause (v) to read as follows: 
‘‘(v) require service in more than one element of the intelligence community 

as a condition of promotion to such positions within the intelligence community 
as the Director shall specify, and take requisite steps to ensure compliance 
among elements of the intelligence community; and’’. 

(b) REQUIRED STAFFING DOCUMENT FOR OFFICE OF DIRECTOR OF NATIONAL INTEL-
LIGENCE.— 

(1) REQUIREMENT.—Not later than 120 days after the date of the enactment 
of this Act, the Director of National Intelligence shall establish, and thereafter 
shall update as necessary, a single document setting forth each position within 
the Office of the Director of National Intelligence, including any directorate, 
center, or office within such Office. 

(2) ELEMENTS.—The document under paragraph (1) shall include, with respect 
to each position set forth in the document, the following: 

(A) A description of the position. 
(B) The directorate, center, office, or other component of the Office of the 

Director of National Intelligence within which the position is. 
(C) The element of the intelligence community designated to fill the posi-

tion, if applicable. 
(D) The requisite type and level of skills for the position, including any 

special skills or certifications required. 
(E) The requisite security clearance level for the position. 
(F) The pay grade for the position. 
(G) Any special pay or incentive pay payable for the position. 

(3) INTEGRATED REPRESENTATION.—In establishing and filling the positions 
specified in paragraph (1), the Director of National Intelligence shall take such 
steps as may be necessary to ensure the integrated representation of officers 
and employees from the other elements of the intelligence community with re-
spect to such positions. 

SEC. 404. INSIDER THREATS. 

Section 102A(f) of the National Security Act of 1947 (50 U.S.C. 3024(f)) is amend-
ed— 

(1) by redesignating paragraphs (8) through (10) as paragraphs (9) through 
(11), respectively; and 

(2) by inserting after paragraph (7) the following new paragraph (8): 
‘‘(8) The Director of National Intelligence shall— 

‘‘(A) conduct assessments and audits of the compliance of each element of the 
intelligence community with minimum insider threat policy; 

‘‘(B) receive information from each element of the intelligence community re-
garding the collection, sharing, and use by such element of audit and moni-
toring data for insider threat detection across all classified and unclassified in-
formation technology systems within such element; 

‘‘(C) provide guidance and oversight to Federal departments and agencies to 
fully implement automated records checks, consistent with personnel vetting re-
forms and the Trusted Workforce 2.0 initiative, or successor initiative, and en-
sure that information collected pursuant to such records checks is appropriately 
shared in support of intelligence community-wide insider threat initiatives; 

‘‘(D) carry out evaluations of the effectiveness of counterintelligence, security, 
and insider threat program activities of each element of the intelligence commu-
nity, including with respect to the lowest organizational unit of each such ele-
ment, that include an identification of any gaps, shortfalls, or resource needs 
of each such element; 

‘‘(E) identify gaps, shortfalls, resources needs, and recommendations for ad-
justments in allocations and additional resources and other remedies to 
strengthen counterintelligence, security, and insider threat detection programs; 

‘‘(F) pursuant to final damage assessments facilitated by the National Coun-
terintelligence and Security Center that have been undertaken as a result of an 
unauthorized disclosure, determine whether the heads of the elements of the in-
telligence community implement recommended mitigation, and notify the con-
gressional intelligence committees of such determinations; and 

‘‘(G) study the data collected during the course of background investigations 
and adjudications for security clearances granted to individuals who subse-
quently commit unauthorized disclosures, and issue findings regarding the qual-
ity of such data as a predictor for insider threat activity, delineated by the se-
verity of the unauthorized disclosure.’’. 
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SEC. 405. MODIFICATION OF DEADLINE FOR ANNUAL SUBMISSION OF NATIONAL INTEL-
LIGENCE PRIORITIES FRAMEWORK. 

Section 102A(p)(3) of the National Security Act of 1947 (50 U.S.C. 3024(p)(3)) is 
amended by striking ‘‘October 1’’ and inserting ‘‘March 1’’. 
SEC. 406. MATTERS RELATING TO CHIEF DATA OFFICERS OF INTELLIGENCE COMMUNITY. 

(a) PROHIBITION ON SIMULTANEOUS SERVICE AS CHIEF DATA OFFICER AND CHIEF 
INFORMATION OFFICER.—Section 103G of the National Security Act of 1947 (50 
U.S.C. 3032) is amended by adding at the end the following new subsection: 

‘‘(d) PROHIBITION ON SIMULTANEOUS SERVICE AS CHIEF DATA OFFICER AND CHIEF 
INFORMATION OFFICER.—An individual serving in the position of Chief Information 
Officer of the Intelligence Community or chief information officer of any other ele-
ment of the intelligence community, as the case may be, may not, while so serving, 
serve as the Intelligence Community Chief Data Officer under section 103K or as 
the chief data officer of any other element of the intelligence community.’’. 

(b) CLARIFICATION OF DUTIES OF INTELLIGENCE COMMUNITY CHIEF DATA OFFI-
CER.— 

(1) CLARIFICATION OF DATA-RELATED DUTIES.—Section 103K(c)(4) of the Na-
tional Security Act of 1947 (50 U.S.C. 3034b(c)(4)) is amended by inserting ‘‘re-
lating to data’’ after ‘‘duties’’. 

(2) REMOVAL OF UNRELATED DUTIES AND FUNCTIONS.—Not later than 90 days 
after the date of the enactment of this Act, consistent with section 103K(c) of 
the National Security Act of 1947 (50 U.S.C. 3034b(c)), as amended by para-
graph (1), the Director of National Intelligence shall complete such internal re-
organization of the Office of the Director of National Intelligence as the Director 
determines necessary to ensure that the duties of the Intelligence Community 
Chief Data Officer appointed under such section do not include— 

(A) any duty relating to partnership interoperability or partnership en-
gagement; or 

(B) any other duty that does not relate to an issue involving data. 
(3) BRIEFING.—Prior to the date on which the Director completes the reorga-

nization under paragraph (2), the Director shall provide to the congressional in-
telligence committees a briefing regarding— 

(A) the proposed reorganization; and 
(B) any other efforts of the Director to ensure that any future duties pre-

scribed by the Director to be performed by the Intelligence Community 
Chief Data Officer pursuant to section 103K(c) of the National Security Act 
of 1947 (50 U.S.C. 3034b(c)), as amended by paragraph (1), relate exclu-
sively to issues involving data, consistent with such section. 

(c) REPORTS.—Not later than 90 days after the date of the enactment of this Act, 
the head of each element of the intelligence community shall submit to the congres-
sional intelligence committees a written report regarding the organizational and re-
porting structure for the chief data officer of that element, including an identifica-
tion of whether such chief data officer reports to, or is otherwise subordinate to, the 
chief information officer of that element and, if so, the rationale for such organiza-
tional and reporting structure. 
SEC. 407. MODIFICATION TO SPECIAL PAY AUTHORITY FOR SCIENCE, TECHNOLOGY, ENGI-

NEERING, OR MATHEMATICS POSITIONS. 

(a) MODIFICATION.—Section 113B of the National Security Act of 1947 (50 U.S.C. 
3049a) is amended— 

(1) in the section heading, by inserting ‘‘AND POSITIONS REQUIRING BANKING 
OR FINANCIAL SERVICES EXPERTISE’’ after ‘‘MATHEMATICS POSITIONS’’; 

(2) in subsection (a)— 
(A) in the heading, by inserting ‘‘OR IN BANKING OR FINANCIAL SERVICES’’ 

after ‘‘MATHEMATICS’’; 
(B) in paragraph (1), in the matter preceding subparagraph (A), by insert-

ing ‘‘or in banking or financial services (including expertise relating to crit-
ical financial infrastructure operations, capital markets, banking compli-
ance programs, or international investments)’’ after ‘‘or mathematics’’; 

(C) by redesignating paragraph (2) as paragraph (3); and 
(D) by inserting after paragraph (1) the following new paragraph: 

‘‘(2) LIMITATION ON NUMBER OF RECIPIENTS.—For each element of the intel-
ligence community, the number of individuals serving in a position in such ele-
ment who receive a higher rate of pay established or increased under paragraph 
(1) may not, at any time during a given fiscal year, exceed 50 individuals or 
5 percent of the total number of full-time equivalent positions authorized for 
such element for the preceding fiscal year, whichever is greater.’’; and 

(3) in subsection (e), by striking ‘‘the element’’ and inserting ‘‘an element’’. 
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(b) CLERICAL AMENDMENT.—The table of contents at the beginning of such Act is 
amended by striking the item relating to section 113B and inserting the following 
new item: 
‘‘Sec. 113B. Special pay authority for science, technology, engineering, or mathematics positions and positions 

requiring banking or financial services expertise.’’. 

(c) REPORTS.—Not later than September 1 of each year until September 1, 2025, 
the head of each element of the intelligence community shall submit to the congres-
sional intelligence committees a report on any rates of pay established for such ele-
ment under section 113B of such Act (50 U.S.C. 3049a), as amended by subsection 
(a), including— 

(1) a description of any rates of pay so established; and 
(2) an identification of the number of positions in such element that will be 

subject to such rates of pay during the subsequent fiscal year. 
SEC. 408. ANNUAL REPORT ON UNFUNDED PRIORITIES OF INTELLIGENCE COMMUNITY. 

Section 514(a) of the National Security Act of 1947 (50 U.S.C. 3113(a)) is amended 
by inserting ‘‘prepare and’’ after ‘‘each element of the intelligence community shall’’. 
SEC. 409. NOTICE TO CONGRESS OF COUNTERINTELLIGENCE THREATS TO LEGISLATIVE 

BRANCH. 

Title V of the National Security Act of 1947 (50 U.S.C. 3091 et seq.) is amended 
by adding at the end the following new section (and conforming the table of contents 
at the beginning of such Act accordingly): 
‘‘SEC. 516. NOTICE TO CONGRESS OF COUNTERINTELLIGENCE THREATS TO LEGISLATIVE 

BRANCH AND LEGISLATIVE BRANCH OFFICIALS. 

‘‘(a) NOTIFICATION, BRIEFINGS, AND PREPARATION OF REPORTS.—Consistent with 
the protection of intelligence sources and methods, the Director of National Intel-
ligence and the Director of the Federal Bureau of Investigation shall jointly— 

‘‘(1) notify, in a timely manner, congressional leadership of any counterintel-
ligence threat to the legislative branch or a legislative branch official; 

‘‘(2) provide to legislative branch officials determined appropriate by the Di-
rectors, including any such official targeted or compromised by such a threat, 
briefings on the defense against such threats; and 

‘‘(3) prepare reports that include specific information concerning such threats 
to the legislative branch or legislative branch officials but exclude the intel-
ligence sources or methods by which such information has been obtained, to fa-
cilitate the increased distribution of specific information concerning such 
threats. 

‘‘(b) DEFENSIVE PRIORITY.—In determining the appropriateness of disseminating 
information on counterintelligence threats (including information associated with a 
sensitive intelligence matter or ongoing criminal investigation) or of providing a 
briefing on the defense against such threats under subsection (a), the Director of 
National Intelligence and the Director of the Federal Bureau of Investigation shall 
seek to resolve such determination in favor of the action most compatible with en-
hancing the defense of the legislative branch against such threats. 

‘‘(c) QUARTERLY REPORTS.— 
‘‘(1) REQUIREMENT.—On a quarterly basis, the Director of National Intel-

ligence shall submit to congressional leadership a report on counterintelligence 
threats to the legislative branch or legislative branch officials. 

‘‘(2) MATTERS.—Each report under paragraph (1) shall include, with respect 
to the quarterly period covered by the report, the following: 

‘‘(A) A description of any counterintelligence threat to the legislative 
branch or a legislative branch official (including the identity of any such of-
ficial) identified during such period. 

‘‘(B) An identification of each date on which the intelligence community 
became aware of such a threat. 

‘‘(C) An identification of the number of briefings provided under sub-
section (a)(2) during such period, including an identification of each date on 
which such a briefing occurred. 

‘‘(D) An identification of the number of reports prepared under subsection 
(a)(3) during such period. 

‘‘(d) DEFINITIONS.—In this section: 
‘‘(1) CONGRESSIONAL LEADERSHIP.—The term ‘congressional leadership’ 

means— 
‘‘(A) the Speaker of the House of Representatives; 
‘‘(B) the minority leader of the House of Representatives; 
‘‘(C) the majority leader of the Senate; 
‘‘(D) the minority leader of the Senate; 
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‘‘(E) the Chairman and Ranking Member of the Permanent Select Com-
mittee on Intelligence of the House of Representatives; and 

‘‘(F) the Chairman and Vice Chairman of the Select Committee on Intel-
ligence of the Senate. 

‘‘(2) LEGISLATIVE BRANCH.—The term ‘legislative branch’ has the meaning 
given that term in section 202 of title 18, United States Code. 

‘‘(3) LEGISLATIVE BRANCH OFFICIAL.—The term ‘legislative branch official’ in-
cludes— 

‘‘(A) a Member of Congress; 
‘‘(B) an elected officer of either House of Congress; 
‘‘(C) any employee of, or any other individual functioning in the capacity 

of an employee of— 
‘‘(i) a Member of Congress; 
‘‘(ii) a committee of either House of Congress; 
‘‘(iii) the leadership staff of the House of Representatives or the lead-

ership staff of the Senate; 
‘‘(iv) a joint committee of Congress; or 
‘‘(v) a working group or caucus organized to provide legislative serv-

ices or other assistance to Members of Congress; and 
‘‘(D) any other legislative branch employee serving in a position described 

under section 13101(13) of title 5, United States Code.’’. 
SEC. 410. CONGRESSIONAL NOTICE OF COUNTERINTELLIGENCE INVESTIGATIONS INTO PER-

SONS HOLDING ELECTED OFFICES AND CANDIDATES FOR SUCH OFFICES. 

Title V of the National Security Act of 1947 (50 U.S.C. 3091 et seq.), as amended 
by section 409, is further amended by adding at the end the following new section 
(and conforming the table of contents at the beginning of such Act accordingly): 
‘‘SEC. 517. CONGRESSIONAL NOTICE OF COUNTERINTELLIGENCE INVESTIGATIONS INTO FED-

ERAL ELECTED OFFICIALS AND CANDIDATES IN ELECTIONS FOR FEDERAL OF-
FICE. 

‘‘(a) NOTICE REQUIREMENT.—Notwithstanding section 533 of title 28, United 
States Code, the delegation of the authorities of the Attorney General, or any other 
delegation of authority, direction, or policy of the executive branch, the Director of 
Federal Bureau of Investigation shall notify congressional leadership not later than 
48 hours after the commencement of a counterintelligence investigation into a per-
son who holds an elected Federal office or a candidate in an election for such an 
office. Such notification shall include a summary of the relevant facts associated 
with the counterintelligence investigation and the identity of the person subject to 
such investigation. 

‘‘(b) CONGRESSIONAL LEADERSHIP.—The term ‘congressional leadership’ means— 
‘‘(1) the Speaker of the House of Representatives; 
‘‘(2) the minority leader of the House of Representatives; 
‘‘(3) the majority leader of the Senate; 
‘‘(4) the minority leader of the Senate; 
‘‘(5) the Chairman and Ranking Member of the Permanent Select Committee 

on Intelligence of the House of Representatives; and 
‘‘(6) the Chairman and Vice Chairman of the Select Committee on Intelligence 

of the Senate.’’. 
SEC. 411. SUBMISSION OF LEGISLATIVE PROPOSALS. 

Title V of the National Security Act of 1947 (50 U.S.C. 3091 et seq.), as amended 
by section 410, is further amended by adding at the end the following new section 
(and conforming the table of contents at the beginning of such Act accordingly): 
‘‘SEC. 518. SUBMISSION OF LEGISLATIVE PROPOSALS. 

‘‘Not later than 45 days after the date on which the President submits to Congress 
the budget for each fiscal year pursuant to section 1105(a) of title 31, United States 
Code, the Director of National Intelligence shall submit to the congressional intel-
ligence committees any legislative provisions that are proposed by the Director to 
be enacted as part of the annual intelligence authorization bill for that fiscal year.’’. 
SEC. 412. SUNSET OF CERTAIN INTELLIGENCE COMMUNITY REPORTING REQUIREMENTS. 

Title V of the National Security Act of 1947 (50 U.S.C. 3091), as amended by sec-
tion 411, is further amended by adding at the end the following new section (and 
conforming the table of contents at the beginning of such Act accordingly): 
‘‘SEC. 519. TERMINATION OF CERTAIN REPORTING REQUIREMENTS. 

‘‘(a) SUNSET.—Effective on December 31, 2025, each report described in subsection 
(b) that is still required to be submitted to Congress as of such date shall no longer 
be required to be submitted to Congress. 
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‘‘(b) REPORTS DESCRIBED.—Except as provided in subsection (c), a report described 
in this subsection is a recurring report that is required to be submitted to Congress 
by the Director of National Intelligence, or by any officer, official, component, or ele-
ment of the Office of the Director of National Intelligence, pursuant to— 

‘‘(1) a provision of an annual intelligence authorization Act for fiscal year 
2021 or any prior fiscal year; 

‘‘(2) any amendment made by such an Act; or 
‘‘(3) any committee report, classified annex, or explanatory statement accom-

panying such an Act. 
‘‘(c) EXCEPTIONS.—Subsection (a) shall not apply with respect to any of the fol-

lowing: 
‘‘(1) A reporting requirement imposed on all departments and agencies of the 

Federal Government. 
‘‘(2) A report required in conjunction with a provision of law that requires a 

certification, determination or comparable finding, or authorizing waiver with 
respect to a condition, limitation, or comparable restriction. 

‘‘(3) A recurring report required by a provision of law that specifies when the 
requirement to submit the report terminates. 

‘‘(4) An annual report required by section 108B of the National Security Act 
of 1947 (50 U.S.C. 3043b). 

‘‘(5) A report required to be submitted by an individual or entity other than 
an individual referred to in subsection (b) that requires consultation or coordi-
nation with an individual described in subsection (b). 

‘‘(d) REPORT TO CONGRESS.—Not later than February 1, 2024, the Director of Na-
tional Intelligence shall submit to the congressional intelligence committees a report 
that includes— 

‘‘(1) a list of all reports that the Director determines are described in sub-
section (b) and not subject to an exception under subsection (c); and 

‘‘(2) for each report included on such list, a citation to the provision of law 
under which the report is required to be submitted.’’. 

SEC. 413. NOTICE AND DAMAGE ASSESSMENT WITH RESPECT TO SIGNIFICANT UNAUTHOR-
IZED DISCLOSURE OF CLASSIFIED NATIONAL INTELLIGENCE. 

Title XI of the National Security Act of 1947 (50 U.S.C. 3231 et seq.) is amended 
by inserting after section 1105 the following new section (and conforming the table 
of contents at the beginning of such Act accordingly): 
‘‘SEC. 1105A. NOTICE AND DAMAGE ASSESSMENT WITH RESPECT TO SIGNIFICANT UNAUTHOR-

IZED DISCLOSURE OF CLASSIFIED NATIONAL INTELLIGENCE. 

‘‘(a) NOTIFICATION AND DAMAGE ASSESSMENT REQUIREMENTS.— 
‘‘(1) REQUIREMENTS.—If the Director of National Intelligence becomes aware 

of an actual or potential significant unauthorized disclosure of classified na-
tional intelligence— 

‘‘(A) as soon as practicable, but not later than 7 days after the date on 
which the Director becomes so aware, the Director shall notify the congres-
sional intelligence committees of such actual or potential disclosure; and 

‘‘(B) in the case of an actual disclosure, not later than 7 days after the 
date on which the Director becomes so aware, the Director or the head of 
any element of the intelligence community from which the significant unau-
thorized disclosure originated shall initiate a damage assessment consistent 
with the procedures set forth in Intelligence Community Directive 732 (re-
lating to the conduct of damage assessments), or successor directive, with 
respect to such disclosure. 

‘‘(2) CONTENTS OF NOTIFICATION.—A notification submitted to the congres-
sional intelligence committees under paragraph (1)(A) with respect to an actual 
or potential significant unauthorized disclosure of classified national intel-
ligence shall include— 

‘‘(A) a summary of the facts and circumstances of such disclosure; 
‘‘(B) a summary of the contents of the national intelligence revealed or 

potentially revealed, as the case may be, by such disclosure; 
‘‘(C) an initial appraisal of the level of actual or potential damage, as the 

case may be, to the national security of the United States as a result of 
such disclosure; and 

‘‘(D) in the case of an actual disclosure, which elements of the intelligence 
community will be involved in the damage assessment conducted with re-
spect to such disclosure pursuant to paragraph (1)(B). 

‘‘(b) DAMAGE ASSESSMENT REPORTING REQUIREMENTS.— 
‘‘(1) RECURRING REPORTING REQUIREMENT.—Not later than 30 days after the 

date of the initiation of a damage assessment pursuant to subsection (a)(1)(B), 
and every 90 days thereafter until the completion of the damage assessment or 
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upon the request of the congressional intelligence committees, the Director of 
National Intelligence shall— 

‘‘(A) submit to the congressional intelligence committees copies of any 
documents or materials disclosed as a result of the significant unauthorized 
disclosure of the classified national intelligence that is the subject of the 
damage assessment; and 

‘‘(B) provide to the congressional intelligence committees a briefing on 
such documents and materials and a status of the damage assessment. 

‘‘(2) FINAL DAMAGE ASSESSMENT.—As soon as practicable after completing a 
damage assessment pursuant to subsection (a)(1)(B), the Director of National 
Intelligence shall submit the final damage assessment to the congressional in-
telligence committees. 

‘‘(c) NOTIFICATION OF REFERRAL TO DEPARTMENT OF JUSTICE.—If a referral is 
made to the Department of Justice from any element of the intelligence community 
regarding a significant unauthorized disclosure of classified national intelligence 
under this section, the Director of National Intelligence shall notify the congres-
sional intelligence committees of the referral on the date such referral is made.’’. 
SEC. 414. IN-STATE TUITION RATES FOR CERTAIN MEMBERS OF INTELLIGENCE COMMUNITY. 

(a) IN GENERAL.—Section 135(d) of the Higher Education Act of 1965 (20 U.S.C. 
1015d(d)), as amended by section 6206(a)(4) of the Foreign Service Families Act of 
2021 (Public Law 117–81), is further amended— 

(1) in paragraph (1), by striking ‘‘or’’ after the semicolon; 
(2) in paragraph (2), by striking the period at the end and inserting ‘‘; or’’; 

and 
(3) by adding at the end the following new paragraph: 
‘‘(3) an officer or employee of an element of the intelligence community (as 

such term is defined in section 3 of the National Security Act of 1947 (50 U.S.C. 
3003)) who serves in a position of employment in such element for a period of 
more than 30 days.’’. 

(b) EFFECTIVE DATE.—The amendments made by subsection (a) shall take effect 
at each public institution of higher education in a State that receives assistance 
under the Higher Education Act of 1965 (20 U.S.C. 1001 et seq.) for the first period 
of enrollment at such institution that begins after July 1, 2024. 
SEC. 415. REPEAL OF STUDY ON PERSONNEL UNDER STRATEGIC INTELLIGENCE PARTNER-

SHIP PROGRAM. 

Section 6435 of the Intelligence Authorization Act for Fiscal Year 2023 (Public 
Law 117–263; 136 Stat. 3533) is repealed (and conforming the table of contents in 
section 6001(b) accordingly). 
SEC. 416. AUTHORIZATION RELATING TO CERTAIN INTELLIGENCE AND COUNTERINTEL-

LIGENCE ACTIVITIES OF COAST GUARD. 

(a) AUTHORIZATION.—Consistent with the policies, procedures, and coordination 
required pursuant to section 811 of the Counterintelligence and Security Enhance-
ments Act of 1994 (50 U.S.C. 3381) and section 902 of the Counterintelligence En-
hancement Act of 2002 (50 U.S.C. 3382), the Commandant of the Coast Guard may 
obligate and expend amounts made available under the National Intelligence Pro-
gram for the intelligence and counterintelligence activities of the Coast Guard to 
conduct such an activity without regard to any other provision of law or regulation 
relating to the obligation, expenditure, or accounting of Government funds, if— 

(1) the object of the activity is of a confidential, extraordinary, or emergency 
nature; and 

(2) following each such expenditure, the Commandant submits to the congres-
sional intelligence committees a written certification that the object of the activ-
ity was of a nature described in paragraph (1). 

(b) TREATMENT OF CERTIFICATION.—Each written certification under subsection 
(a)(2) shall be deemed a full and sufficient voucher for the expenditure of the 
amount expressed therein, and is final and conclusive upon the accounting officers 
of the United States. 

(c) LIMITATION.—Except as provided in subsection (d), of the funds made available 
under the National Intelligence Program for a fiscal year for the intelligence and 
counterintelligence activities of the Coast Guard, not more than 5 percent may be 
expended during the fiscal year under subsection (a) to conduct such activities in 
accordance with such subsection unless, for each intended expenditure in excess of 
such percentage— 

(1) the Commandant submits to the congressional intelligence committees a 
notification of the intent to expend the amounts; and 

(2) a period of 30 days has elapsed following the date on which the Com-
mandant submits such notification. 
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(d) WAIVER.— 
(1) AUTHORITY.—The Commandant may waive the limitation under sub-

section (c) if the Commandant determines such a waiver is necessary as a result 
of extraordinary circumstances that affect the national security of the United 
States. 

(2) NOTIFICATION TO CONGRESS.—Not later than 2 days after issuing a waiver 
under paragraph (1), the Commandant shall submit to the congressional intel-
ligence committees written notice and justification for the waiver. 

(e) NATIONAL INTELLIGENCE PROGRAM DEFINED.—In this section, the term ‘‘Na-
tional Intelligence Program’’ has the meaning given that term in section 3 of the 
National Security Act of 1947 (50 U.S.C. 3003). 
SEC. 417. INTELLIGENCE COMMUNITY COUNTERINTELLIGENCE OFFICES. 

(a) ESTABLISHMENT OF OFFICES.— 
(1) AGREEMENTS WITH DEPARTMENTS AND AGENCIES.—The Director of National 

Intelligence, acting through the Director of the National Counterintelligence 
and Security Center, shall seek to enter into an agreement with the head of a 
designated Federal department or agency under which the Director of National 
Intelligence and the head of the designated Federal department or agency shall 
establish within the designated Federal department or agency an office, which 
shall be known as an ‘‘Intelligence Community Counterintelligence Office’’, in 
accordance with this section. 

(2) LOCATION.—Each office established under this subsection within a depart-
ment or agency shall be physically located within the headquarters of the de-
partment or agency and within reasonable proximity to the offices of the agency 
or departmental leadership. 

(3) SECURITY.—The Director of the National Counterintelligence and Security 
Center shall be responsible for the protection of classified information and for 
the establishment and enforcement of all security-related controls within an In-
telligence Community Counterintelligence Office. 

(b) PERSONNEL.— 
(1) DIRECTOR.— 

(A) APPOINTMENT.—The head of an Intelligence Community Counterintel-
ligence Office established within a designated Federal department or agen-
cy pursuant to this section shall be the Director of the Intelligence Commu-
nity Counterintelligence Office of the department or agency who is ap-
pointed by the Director of National Intelligence. The Director of the Intel-
ligence Community Counterintelligence Office shall— 

(i) be supervised and subject to performance evaluations by the Di-
rector of the National Counterintelligence and Security Center, in con-
sultation with the head of the department or agency; 

(ii) be an employee of the intelligence community with significant 
counterintelligence experience; and 

(iii) serve for a period of 3 years. 
(B) RESPONSIBILITIES.—The Director of an Intelligence Community Coun-

terintelligence Office at a designated Federal department or agency shall 
carry out the following responsibilities: 

(i) Serving as the head of the Intelligence Community Counterintel-
ligence Office of the department or agency, with supervisory responsi-
bility for the Office and any other personnel assigned to the Office. 

(ii) Advising the head of the department or agency on counterintel-
ligence and intelligence information. 

(iii) Ensuring that counterintelligence threat information and, as ap-
propriate, finished intelligence on topics related to the functions of the 
department or agency, are provided to appropriate personnel of the de-
partment or agency without delay. 

(iv) Ensuring critical intelligence relevant to the head of the depart-
ment or agency is requested and disseminated in a timely manner. 

(v) Establishing, as appropriate, mechanisms for collaboration 
through which department or agency subject matter experts, including 
those without security clearances, can share information and expertise 
with the intelligence community. 

(vi) Correlating and evaluating counterintelligence threats identified 
within intelligence community reporting, in coordination with the Na-
tional Counterintelligence and Security Center, and providing appro-
priate dissemination of such intelligence to officials of the department 
or agency with a need-to-know. 

(vii) Advising the head of the agency or department on methods to 
improve the counterintelligence posture of the agency or department. 
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(viii) Where appropriate, supporting the agency or department lead-
ership in engaging with the National Security Council. 

(ix) In coordination with the National Counterintelligence and Secu-
rity Center, establishing counterintelligence partnerships to improve 
the counterintelligence defense of the department or agency. 

(2) DEPUTY DIRECTOR.—Each Intelligence Community Counterintelligence Of-
fice established within a department or agency shall have a Deputy Director 
who is appointed by the head of the department or agency, in coordination with 
the Director of National Intelligence. The Deputy Director shall— 

(A) be supervised and subject to performance evaluations by the head of 
the department or agency, in consultation with the Director of the National 
Counterintelligence and Security Center; 

(B) be a current or former employee of the department or agency with sig-
nificant experience within such agency or department; and 

(C) serve at the pleasure of the head of the department or agency. 
(3) OTHER EMPLOYEES.— 

(A) JOINT DUTY ASSIGNMENT.—Each Intelligence Community Counter-
intelligence Office shall have such other employees as the Director of Na-
tional Intelligence, in consultation with the head of the department or agen-
cy, determines appropriate. Employment at an Intelligence Community 
Counterintelligence Office is an intelligence community joint duty assign-
ment. A permanent change of station to an Intelligence Community Coun-
terintelligence Office shall be for a period of not less than 2 years. 

(B) SUPERVISION.—The Director of the Intelligence Community Counter-
intelligence Office of a department or agency shall be responsible for the 
supervision and management of employees assigned to the Office of that de-
partment or agency, including employees assigned by program elements of 
the intelligence community and other Federal departments and agencies, as 
appropriate. 

(C) JOINT DUTY OR ASSIGNED PERSONNEL REIMBURSEMENT.—The Director 
of National Intelligence shall reimburse a program element of the intel-
ligence community or a Federal department or agency for any permanent 
change of station employee assigned to the Office of that element, depart-
ment, or agency from amounts authorized to be appropriated for the Office 
of the Director of National Intelligence. 

(D) OPERATION UNDER AUTHORITY OF DIRECTOR OF NATIONAL INTEL-
LIGENCE.—Employees assigned to an Intelligence Community Counterintel-
ligence Office under this paragraph shall operate under the authorities of 
the Director of National Intelligence for the duration of their assignment 
or period of employment within the Office, except for temporary duty as-
signment employees. 

(E) INCENTIVE PAY.— 
(i) IN GENERAL.—An employee who accepts employment at an Intel-

ligence Community Counterintelligence Office during the 120-day pe-
riod after the date of the establishment of the Office shall receive an 
incentive payment, which shall be payable by the Director of National 
Intelligence, in an amount equal to 10 percent of the base annual pay 
of the employee. Such an employee who completes 2 years of service in 
such Office may receive an incentive payment in an amount equal to 
10 percent of the base annual pay of the employee if the Director of 
the Office determines the performance of the employee is exceptional. 

(ii) ADDITIONAL INCENTIVE PAYMENTS FOR OTHER EMPLOYMENT.—An 
employee who receives an incentive payment or payments under clause 
(i) for accepting employment in an Intelligence Community Counter-
intelligence Office may receive an additional incentive payment or pay-
ments if the employee accepts employment at a different Intelligence 
Community Counterintelligence Office. Such payments shall be made 
under the same terms and conditions as payments under clause (i), ex-
cept that the amount of each incentive payment shall be 5 percent of 
the base annual pay of the employee. 

(iii) ELIGIBILITY.—An employee is only eligible for an incentive pay-
ment under clause (i) or (ii) if the employee enters into an agreement 
with the Director of National Intelligence to serve in the Intelligence 
Community Counterintelligence Office for a period of at least 2 years. 

(c) FUNDING.—Amounts authorized to be appropriated for the National Intel-
ligence Program of the Office of the Director of National Intelligence may be made 
available for— 
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(1) the renovation, furnishing, and equipping of a Federal building, as nec-
essary, to meet the security and operational requirements of an Intelligence 
Community Counterintelligence Office; 

(2) the provision of connectivity to the Intelligence Community Counterintel-
ligence Office of a Federal department or agency that is located within the 
building of that department or agency to enable briefings, secure audio and 
video communications, and collaboration between employees of the department 
or agency and the intelligence community at the unclassified, secret, and top 
secret levels; 

(3) the provision of other information technology systems and devices, such 
as computers, printers, and phones, for use by employees of an Intelligence 
Community Counterintelligence Office; 

(4) the assignment of employees of the intelligence community to support the 
operation of an Intelligence Community Counterintelligence Office; and 

(5) the provision of other personal services necessary for the operation of an 
Intelligence Community Counterintelligence Office. 

(d) DEADLINE FOR ESTABLISHMENT OF OFFICE IN DEPARTMENT OF AGRICULTURE.— 
(1) ESTABLISHMENT.—Not later than January 1, 2025, the Director of National 

Intelligence shall seek to establish, in accordance with this section, an Intel-
ligence Community Counterintelligence Office within the Department of Agri-
culture. 

(2) REPORT.—Not later than 180 days after the date of the enactment of this 
Act, the Director of National Intelligence shall submit to the congressional intel-
ligence committees a report on the plan to establish the Office required under 
paragraph (1). Such report shall include the costs and schedule associated with 
establishing such Office. 

(e) DESIGNATED FEDERAL DEPARTMENT OR AGENCY.—In this section, the term 
‘‘designated Federal department or agency’’ means the Department of Agriculture. 
SEC. 418. TERMINATION OF CLIMATE SECURITY ADVISORY COUNCIL. 

(a) TERMINATION.—The Climate Security Advisory Council established under sec-
tion 120 of the National Security Act of 1947 (50 U.S.C. 3060) shall terminate on 
the date that is 180 days after the date of the enactment of this Act. 

(b) WIND-DOWN PERIOD.—During the 180-day period beginning on the date of the 
enactment of this Act and ending on the date of the termination of the Climate Se-
curity Advisory Council under subsection (a)— 

(1) the Director of National Intelligence shall take such steps as may be nec-
essary to complete the termination by such date, including with respect to the 
discharge of any final duties; and 

(2) the Climate Security Advisory Council may not carry out operations other 
than those related to such steps for termination. 

(c) CONFORMING REPEAL.— 
(1) REPEAL.—Section 120 of the National Security Act of 1947 (50 U.S.C. 

3060) is repealed (and conforming the table of contents accordingly). 
(2) EFFECTIVE DATE.—The amendment made by paragraph (1) shall take ef-

fect on the date that is 180 days after the date of the enactment of this Act. 
SEC. 419. LIMITATION ON AVAILABILITY OF FUNDS FOR FEDERAL BUREAU OF INVESTIGA-

TION PENDING SUBMISSION OF INFORMATION REGARDING CERTAIN MEDIA EN-
GAGEMENTS. 

(a) FINDINGS.—Congress finds that the Director of the Federal Bureau of Inves-
tigation has previously agreed to provide the information specified in subsection (b). 

(b) LIMITATION.—Of the funds authorized to be appropriated by this Act or other-
wise made available under the National Intelligence Program for fiscal year 2024 
for the Federal Bureau of Investigation, not more than 98 percent may be obligated 
or expended until the Director of the Federal Bureau of Investigation submits to the 
congressional intelligence committees a list of media backgrounders conducted by 
personnel of the Federal Bureau of Investigation relating to the 2020 election for 
President or foreign malign influence in the lead up to such election, the dates of 
such engagements, and the persons with whom such engagements were held. 

(c) NATIONAL INTELLIGENCE PROGRAM DEFINED.—In this section, the term ‘‘Na-
tional Intelligence Program’’ has the meaning given that term in section 3 of the 
National Security Act of 1947 (50 U.S.C. 3003). 
SEC. 420. LIMITATION ON AVAILABILITY OF FUNDS FOR FEDERAL BUREAU OF INVESTIGA-

TION PENDING SUBMISSION OF CERTAIN MEMORANDUM RELATING TO BUDGET. 

(a) LIMITATION.—Of the funds authorized to be appropriated by this Act or other-
wise made available under the National Intelligence Program for fiscal year 2024 
for the Federal Bureau of Investigation, not more than 99.9 percent may be obli-
gated or expended until the Director of the Federal Bureau of Investigation, in co-
ordination with the Director of National Intelligence, submits to the congressional 
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intelligence committees the memorandum of agreement that governs the policy of 
the Federal Bureau of Investigation on budget execution. 

(b) NATIONAL INTELLIGENCE PROGRAM DEFINED.—In this section, the term ‘‘Na-
tional Intelligence Program’’ has the meaning given that term in section 3 of the 
National Security Act of 1947 (50 U.S.C. 3003). 
SEC. 421. LIMITATION ON AVAILABILITY OF FUNDS FOR OFFICE OF THE DIRECTOR OF NA-

TIONAL INTELLIGENCE PENDING SUBMISSION OF CERTAIN DOCUMENTS AND AN-
NEXES. 

Of the funds authorized to be appropriated by this Act or otherwise made avail-
able for fiscal year 2024 for the Office of the Director of National Intelligence, not 
more than 97 percent may be obligated or expended until the date on which the Di-
rector of National Intelligence submits each document and, if applicable, each annex 
that is required under section 515 of the National Security Act of 1947 (50 U.S.C. 
3114) but that, as of the date of the enactment of this Act, has not been submitted. 

Subtitle B—Reports and Other Matters 

SEC. 431. INCLUSION OF COUNTERNARCOTICS AS SPECIAL TOPIC IN CERTAIN BUDGET JUS-
TIFICATION MATERIALS. 

(a) INCLUSION OF COUNTERNARCOTICS AS SPECIAL TOPIC.—For the purposes of the 
congressional budget justification book for the National Intelligence Program (as 
such term is defined in section 3 of the National Security Act of 1947 (50 U.S.C. 
3003)) for each of fiscal years 2025 through 2027, and for any subsequent fiscal year 
as the Director of National Intelligence determines appropriate, information with re-
spect to the aggregate amount of funding requested for counternarcotics required to 
be included as part of the budget justification materials submitted to Congress 
under section 506(a)(3) of such Act shall be included as a provision relating to a spe-
cial topic in such congressional budget justification book. 

(b) CONTENTS.—With respect to a fiscal year, the special topic provision included 
in the congressional budget justification book pursuant to subsection (a) regarding 
the aggregate amount of funding requested for counternarcotics shall include— 

(1) a summary of the main activities and investments that such requested 
funding would support; 

(2) a breakdown of such requested funding by program, budget category, intel-
ligence discipline, and any other appropriate classification; 

(3) a comparison of aggregate requested funding and aggregate enacted fund-
ing for counternarcotics for the current fiscal year and the previous fiscal year; 

(4) the number of full-time equivalent civilian and military personnel as-
signed to the counternarcotics mission of the intelligence community; and 

(5) such other information as the Director of National Intelligence determines 
appropriate. 

SEC. 432. DEVELOPMENT OF PLAN TO MAKE OPEN-SOURCE INTELLIGENCE PRODUCTS AVAIL-
ABLE TO CERTAIN FEDERAL EMPLOYEES. 

(a) PLAN REQUIREMENT.—Not later than 180 days after the date of the enactment 
of this Act, the Director of National Intelligence, in consultation with such heads 
of the elements of the intelligence community as the Director considers appropriate, 
shall develop and submit to the congressional intelligence committees a plan to 
make available to covered individuals any covered open-source intelligence product. 

(b) ELEMENTS.—The plan required under subsection (a) shall include the fol-
lowing: 

(1) Policies and procedures to make available to covered individuals any cov-
ered open-source intelligence product in a manner consistent with the protection 
of intelligence sources and methods. 

(2) Policies and procedures to increase the availability and accessibility to cov-
ered individuals of publicly available foreign language material that is trans-
lated by or within the intelligence community. 

(3) Policies and procedures to ensure that the head of each element of the in-
telligence community that produces any covered open-source intelligence prod-
uct complies with all policies and procedures issued to implement the plan sub-
mitted under subsection (a). 

(4) Policies and procedures to ensure that any covered open-source intel-
ligence product that is made available to covered individuals satisfies the re-
quirements under any policy, procedure, or standard issued by the head of an 
element of the intelligence community relating to the production and dissemina-
tion of intelligence products. 
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(5) Any obstacles to making available to covered individuals unclassified prod-
ucts derived from open-source intelligence produced by the intelligence commu-
nity, including translated foreign language material described in paragraph (2). 

(6) With respect to implementation of the plan, a discussion of the estimated 
timeline, any additional funding or other resources, and any new authorities 
that would be required for such implementation. 

(7) A discussion of the feasibility and advisability of making unclassified prod-
ucts derived from open-source intelligence produced by the intelligence commu-
nity available to State and local government officials who would derive value 
from such unclassified products. 

(c) FORM.—The plan required under subsection (a) shall be submitted in unclassi-
fied form, but may include a classified annex. 

(d) INTELLIGENCE COMMUNITY DIRECTIVE WITH RESPECT TO OPEN-SOURCE INTEL-
LIGENCE.—Not later than 180 days after the date of the enactment of this Act, the 
Director of National Intelligence shall update Intelligence Community Directive 208, 
Maximizing the Utility of Analytic Products (or any successor directive) to specifi-
cally address— 

(1) the production and dissemination of unclassified intelligence products de-
rived entirely from open-source intelligence, including from unclassified publicly 
available information, unclassified commercially available information, or any 
other type of unclassified information; and 

(2) the needs and requirements of covered individuals who do not hold a secu-
rity clearance or have access to the classified systems on which such unclassi-
fied intelligence products reside. 

(e) DEFINITIONS.—In this section: 
(1) COVERED INDIVIDUAL.—The term ‘‘covered individual’’ means an employee 

of the Federal Government— 
(A) who is not an employee or contractor of an element of the intelligence 

community; and 
(B) who would derive value from a covered open-source intelligence prod-

uct. 
(2) COVERED OPEN-SOURCE INTELLIGENCE PRODUCT.—The term ‘‘covered open- 

source intelligence product’’ means an unclassified product derived from open- 
source intelligence that is produced by the intelligence community. 

SEC. 433. INTELLIGENCE COMMUNITY-WIDE POLICY ON PREPUBLICATION REVIEW. 

Not later than 30 days after the date of the enactment of this Act, the Director 
of National Intelligence shall issue, and submit to the congressional intelligence 
committees, an intelligence community-wide policy regarding prepublication review. 
SEC. 434. REVIEW RELATING TO CONFIDENTIAL HUMAN SOURCE PROGRAM OF FEDERAL BU-

REAU OF INVESTIGATION. 

(a) REVIEW BY INSPECTOR GENERAL OF INTELLIGENCE COMMUNITY.— 
(1) REVIEW.—The Inspector General of the Intelligence Community, in coordi-

nation with the Inspector General of the Department of Justice, shall conduct 
a review of the policies and procedures governing the confidential human source 
program of the Federal Bureau of Investigation (in this section referred to as 
the ‘‘program)’’ and the compliance by the Federal Bureau of Investigation with 
such policies and procedures, including— 

(A) the policy of the Department of Justice titled ‘‘The Attorney General’s 
Guidelines Regarding the Use of FBI Confidential Sources’’ (or successor 
policy); and 

(B) Intelligence Community Directive 304 (or successor directive). 
(2) ELEMENTS.—The review under paragraph (1) shall include the following: 

(A) An assessment of the compliance by the Federal Bureau of Investiga-
tion with the policies and procedures governing the program, including with 
respect to the management and validation of confidential human sources 
under such program. 

(B) An assessment of the means by which the Federal Bureau of Inves-
tigation conducts risk assessments relating to the continual validation of 
long-term confidential human sources under the program. 

(C) An assessment of the timeliness and completion rates of the reviews 
of confidential human sources under the program. 

(D) An identification of the data points assessed by the Federal Bureau 
of Investigation during such reviews and the State and local databases used 
in conducting such reviews. 

(E) A list containing an identification of each incident of noncompliance 
with a policy or procedure specified in subparagraph (A). 

(3) SUBMISSION.—Not later than 90 days after the date on which the review 
under paragraph (1) is completed, the Inspector General of the Intelligence 
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Community shall submit to the congressional intelligence committees a report 
containing the results of such review. 

(b) REQUIREMENT.—Beginning not later than 180 days after the date of the enact-
ment of this Act, with respect to any confidential human source the management 
of which is funded through the National Intelligence Program— 

(1) if an agent of the Federal Bureau of Investigation has reasonable grounds 
to believe that such a confidential human source, or any immediate family 
member of such a source, has engaged in unauthorized criminal activity, includ-
ing any misdemeanor or felony crime, the agent shall promptly notify a con-
fidential human source coordinator or the assigned Federal prosecutor; and 

(2) the file of each such confidential human source shall be reviewed on at 
least a quarterly basis and in a manner otherwise consistent with the guide-
lines of the Attorney General and other policies of the Federal Bureau of Inves-
tigation. 

(c) DEFINITIONS.—In this section: 
(1) IMMEDIATE FAMILY MEMBER.—The term ‘‘immediate family member’’ 

means, with respect to an individual, a spouse, domestic partner, parent, sib-
ling, child, stepparent, stepsibling, or stepchild of the individual. 

(2) NATIONAL INTELLIGENCE PROGRAM.—The term ‘‘National Intelligence Pro-
gram’’ has the meaning given such term in section 3 of the National Security 
Act of 1947 (50 U.S.C. 3003). 

SEC. 435. INSPECTOR GENERAL OF THE INTELLIGENCE COMMUNITY ASSESSMENT OF OVERT 
HUMAN INTELLIGENCE COLLECTION PROGRAM OF DEPARTMENT OF HOMELAND 
SECURITY. 

(a) ASSESSMENT.— 
(1) REQUIREMENT.—The Inspector General of the Intelligence Community 

shall conduct an assessment of the Overt Human Intelligence Collection Pro-
gram administered by the Under Secretary of Homeland Security for Intel-
ligence and Analysis. 

(2) ELEMENTS.—The assessment under paragraph (1) shall include findings 
and, as appropriate, recommendations on the following: 

(A) Whether the Overt Human Intelligence Collection Program is author-
ized or otherwise supported by legal authorities. 

(B) Whether, and to what extent, such Program has provided valuable in-
sights on national intelligence priorities and intelligence priorities of the 
Department of Homeland Security. 

(C) Whether there is sufficient training provided to, and sufficient over-
sight provided of, officers and employees of the Office of Intelligence and 
Analysis of the Department of Homeland Security who conduct interviews 
or other engagements for intelligence collection purposes under such Pro-
gram. 

(D) Whether the responsibilities, procedures, and requirements for such 
Program set forth in Policy Instruction 907 of the Office of Intelligence and 
Analysis, issued on June 29, 2016, (or any successor instruction) are clear, 
complete, and consistently complied with by such officers and employees. 

(E) Whether such Program raises, or, with respect to activities conducted 
under such Program prior to the date of such assessment, has raised, legal, 
ethical, or operational concerns, including concerns relating to the actual or 
potential violation of any applicable policies or procedures for protecting the 
constitutional or statutory rights of United States persons. 

(F) Any other matter the Inspector General of the Intelligence Commu-
nity determines appropriate. 

(3) BRIEFING.—Not later than 180 days after the date of the enactment of this 
Act, the Inspector General of the Intelligence Community shall provide to the 
appropriate congressional committees a briefing on the preliminary findings and 
recommendations of the Inspector General with respect to the assessment under 
paragraph (1). 

(4) REPORT.—Not later than 1 year after the date of the enactment of this Act, 
the Inspector General of the Intelligence Community shall submit to the appro-
priate congressional committees a report containing the findings and rec-
ommendations of the Inspector General with respect to the assessment under 
paragraph (1). 

(b) PROHIBITION ON AVAILABILITY OF FUNDS.—None of the funds authorized to be 
appropriated by this Act may be made available to the Office of Intelligence and 
Analysis to conduct or resume a covered activity. 

(c) DEFINITION.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term ‘‘appropriate con-

gressional committees’’ means the following: 
(A) The congressional intelligence committees. 
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(B) The Committee on Homeland Security of the House of Representa-
tives. 

(C) The Committee on Homeland Security and Governmental Affairs of 
the Senate. 

(2) COVERED ACTIVITY.—The term ‘‘covered activity’’ means an activity the 
conduct of which under the Overt Human Intelligence Collection Program was 
paused in 2022 (as described in the document submitted to the Permanent Se-
lect Committee on Intelligence of the House of Representatives by the Under 
Secretary of Homeland Security for Intelligence and Analysis, titled ‘‘Response 
to Questions during HPSCI Briefing on March 7, 2023’’), involving the conduct 
by an officer or employee of the Office of Intelligence and Analysis of an inter-
view or other engagement for intelligence collection purposes with an indi-
vidual, in connection with a criminal matter— 

(A) who has been charged, arraigned, or is in the custody of a Federal, 
State, or local law enforcement agency; and 

(B) whose guilt with respect to such matter has not yet been adjudicated. 
(3) OVERT HUMAN INTELLIGENCE COLLECTION PROGRAM.—The term ‘‘Overt 

Human Intelligence Collection Program’’ means the program established by the 
Under Secretary of Homeland Security for Intelligence and Analysis pursuant 
to Policy Instruction 907 of the Office of Intelligence and Analysis, issued on 
June 29, 2016 (or any successor program). 

(4) UNITED STATES PERSON.—The term ‘‘United States person’’ has the mean-
ing given that term in section 101 of the Foreign Intelligence Surveillance Act 
of 1978 (50 U.S.C. 1801). 

SEC. 436. INTELLIGENCE ASSESSMENTS REGARDING HAITI. 

(a) INTELLIGENCE COMMUNITY ASSESSMENT.— The Director of National Intel-
ligence, acting through the National Intelligence Council, shall produce an intel-
ligence community assessment regarding Haiti. Such assessment shall include each 
of the following: 

(1) An analysis of the security, political, and economic situation in Haiti, and 
its effect on— 

(A) the people of Haiti; 
(B) other countries in the Caribbean region; and 
(C) the United States, including Puerto Rico and the United States Virgin 

Islands, as a result of increased out-migration from Haiti to the United 
States, the increased use of Haiti as a transshipment point for illicit drugs 
destined for the United States, or any other relevant factor or trend. 

(2) A description of opportunities available to improve or stabilize the secu-
rity, political, and economic situation in Haiti. 

(3) An identification of specific events or actions in Haiti that, were they to 
occur individually or in combination, would serve as signposts indicating the 
further deterioration or collapse of the security, political, and economic situation 
in Haiti. 

(b) INTELLIGENCE ASSESSMENT.—The Director of National Intelligence shall 
produce an intelligence assessment based on a review of the intelligence products 
pertaining to Haiti that were written by elements of the intelligence community and 
provided to policymakers during the period of time beginning on January 1, 2021, 
and ending on July 7, 2021. Such assessment shall include each of the following: 

(1) An analysis of whether, during the time period covered by the assessment, 
the intelligence community provided policymakers with adequate indications 
and warning of the assassination of Haitian President Jovenal Moise on July 
7, 2021. 

(2) An analysis of whether, during such time period, the intelligence commu-
nity provided policymakers with useful and unique insights, derived from both 
covertly collected and open-source intelligence, that policymakers would not oth-
erwise have been able to obtain from sources outside of the intelligence commu-
nity. 

(3) Based on the analyses conducted under paragraphs (1) and (2), any rec-
ommendations to improve indications and warning or to otherwise enhance the 
utility for policymakers of intelligence products that the intelligence community 
prepares on Haiti, specifically, or on other countries characterized by chronic in-
security, instability, and poverty. 

(c) SUBMISSION TO CONGRESS.— 
(1) IN GENERAL.—Not later than 1 year after the date of the enactment of this 

Act, the Director shall concurrently submit to the congressional intelligence 
committees the intelligence community assessment produced under subsection 
(a) and the intelligence assessment produced under subsection (b). 
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(2) FORM.— The assessments submitted under paragraph (1) shall be sub-
mitted in classified form. 

SEC. 437. INTELLIGENCE ASSESSMENT OF INFLUENCE OPERATIONS BY PEOPLE’S REPUBLIC 
OF CHINA TOWARD PACIFIC ISLANDS COUNTRIES. 

(a) ASSESSMENT.—Not later than 180 days after the date of the enactment of this 
Act, the Assistant Secretary of State for Intelligence and Research, in consultation 
with the heads of the other elements of the intelligence community that the Assist-
ant Secretary determines appropriate, shall submit to the congressional intelligence 
committees an assessment of influence operations by the People’s Republic of China 
toward Pacific Islands countries. 

(b) ELEMENTS.—The intelligence assessment under subsection (a) shall include the 
following: 

(1) A description of recent and potential future efforts by the People’s Repub-
lic of China, using either overt or covert means, to enhance its security, polit-
ical, diplomatic, or economic ties with Pacific Islands countries. 

(2) An assessment of how the People’s Republic of China views the success 
of its efforts to expand influence in Pacific Islands countries, and the impor-
tance of such efforts to its national security, foreign policy, and economic devel-
opment objectives. 

(3) An identification of Pacific Islands countries in which the People’s Repub-
lic of China has established, or is seeking to establish, an intelligence presence 
or intelligence partnerships. 

(4) An assessment of the degree to which the People’s Republic of China is 
using economic or other forms of coercion to pressure the Pacific Islands coun-
tries that diplomatically recognize Taiwan (the Republic of the Marshall Is-
lands, Palau, Nauru, and Tuvalu) into instead recognizing the People’s Republic 
of China. 

(5) An analysis of how specific Pacific Islands countries are responding to ef-
forts by the People’s Republic of China to increase bilateral engagement. 

(6) An assessment of the influence of the People’s Republic of China in the 
Pacific Islands Forum (the main multilateral organization of the region) and of 
the efforts of the People’s Republic of China to establish parallel regional orga-
nizations and recruit Pacific Islands countries to participate. 

(7) An analysis of opportunities for the United States to counter influence op-
erations by the People’s Republic of China in the Pacific Islands region that un-
dermine the national security or economic interests of the United States. 

(c) FORM.—The intelligence assessment under subsection (a) may be submitted in 
classified form. 

(d) DEFINITIONS.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term ‘‘appropriate con-

gressional committees’’ means— 
(A) the congressional intelligence committees; 
(B) the Committee on Foreign Affairs and the Select Committee on the 

Strategic Competition Between the United States and the Chinese Com-
munist Party of the House of Representatives; and 

(C) the Committee on Foreign Relations of the Senate. 
(2) PACIFIC ISLANDS COUNTRIES.—The term ‘‘Pacific Islands countries’’ in-

cludes the Federated States of Micronesia, Fiji, French Polynesia, Kiribati, the 
Republic of the Marshall Islands, Nauru, Palau, Solomon Islands, Tonga, 
Samoa, Niue, Tuvalu, and Vanuatu. 

SEC. 438. INDEPENDENT STUDY ON ECONOMIC IMPACT OF MILITARY INVASION OF TAIWAN 
BY PEOPLE’S REPUBLIC OF CHINA. 

(a) REQUIREMENT.—Not later than 60 days after the date of the enactment of this 
Act, the Director of National Intelligence shall seek to enter into a contract with 
an eligible entity to conduct a comprehensive study on the global economic impact 
of a military invasion of Taiwan by the People’s Republic of China or certain other 
aggressive or coercive actions taken by the People’s Republic of China with respect 
to Taiwan. 

(b) MATTERS INCLUDED.—The study required under subsection (a) shall include 
the following: 

(1) An assessment of the economic impact globally, in the United States, and 
in the People’s Republic of China that would result from an invasion of Taiwan 
by the People’s Republic of China under various potential invasion and response 
scenarios, including with respect to the impact on— 

(A) supply chains; 
(B) trade flows; 
(C) financial markets; 
(D) sovereign debt; and 
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(E) gross domestic product, unemployment, and other key economic indi-
cators. 

(2) An assessment of the economic impact globally, in the United States, and 
in the People’s Republic of China that would result from of an aggressive or co-
ercive military, economic, or other action taken by the People’s Republic of 
China with respect to Taiwan that falls short of an invasion, including as a re-
sult of a blockade of Taiwan. 

(3) The development of economic policy options, to include sanctions and sup-
ply chain restrictions, designed to cause escalating impacts on the economy of 
the People’s Republic of China during a preconflict phase. 

(c) REPORT.— 
(1) IN GENERAL.—Not later than 270 days after the date of the enactment of 

this Act, the eligible entity that the Director of National Intelligence enters into 
an agreement with under subsection (a) shall submit to the Director a report 
containing the results of the study conducted under such subsection. 

(2) SUBMISSION TO CONGRESS.—Not later than 30 days after the date the Di-
rector receives the report under paragraph (1), the Director shall submit the re-
port to the congressional intelligence committees. 

(3) FORM OF REPORT.—The report required under this subsection shall be sub-
mitted in unclassified form, but may include a classified annex. 

(d) ELIGIBLE ENTITY DEFINED.—In this section, the term ‘‘eligible entity’’ means 
a federally funded research and development center or nongovernmental entity 
which has— 

(1) a primary focus on studies and analysis; 
(2) experience and expertise relevant to the study required under subsection 

(a); and 
(3) a sufficient number of personnel with the appropriate security clearance 

to conduct such study. 
SEC. 439. REPORTS ON CIVILIAN CASUALTIES CAUSED BY CERTAIN OPERATIONS OF FOREIGN 

GOVERNMENTS. 

(a) ANNUAL REPORTS.—Not later than 1 year after the date of the enactment of 
this Act, and annually thereafter for 2 years, the Director of National Intelligence 
shall submit to the congressional intelligence committees a report on civilian casual-
ties caused by covered operations. 

(b) ELEMENTS.—Each report under subsection (a) shall include, for the year cov-
ered by the report, each of the following: 

(1) A list identifying each covered operation during that year that has re-
sulted in civilian casualties that the Director of National Intelligence has con-
firmed. 

(2) An identification of the total number of civilian casualties resulting from 
covered operations during that year that the Director of National Intelligence 
has confirmed. 

(3) For each covered operation identified in the list under paragraph (1), an 
identification of the following: 

(A) The date on which, and the location where, the covered operation oc-
curred. 

(B) The element of the foreign government that conducted the covered op-
eration. 

(C) The individual or entity against which the covered operation was di-
rected. 

(D) Any other circumstances or facts that the Director of National Intel-
ligence determines relevant. 

(c) FORM.—Each report required under subsection (a) may be submitted in classi-
fied form, but if so submitted shall include an unclassified executive summary. 

(d) COVERED OPERATION DEFINED.—In this section, the term ‘‘covered operation’’ 
means an operation— 

(1) conducted by a foreign government; 
(2) involving the use of force; and 
(3) in which intelligence shared by an element of the intelligence community 

plays a significant role. 
SEC. 440. REPORT BY DIRECTOR OF NATIONAL INTELLIGENCE ON UYGHUR GENOCIDE. 

(a) REPORT ON UYGHUR GENOCIDE.— 
(1) SUBMISSION.—Not later than 180 days after the date of the enactment of 

this Act, the Director of National Intelligence, in coordination with the relevant 
heads of the elements of the intelligence community, shall submit to the con-
gressional intelligence committees a report on the Uyghur genocide. 

(2) MATTERS.—The report under paragraph (1) shall address the following 
matters: 

VerDate Sep 11 2014 04:27 Aug 19, 2023 Jkt 039006 PO 00000 Frm 00020 Fmt 6659 Sfmt 6621 E:\HR\OC\HR162.XXX HR162S
S

pe
nc

er
 o

n 
D

S
K

12
6Q

N
23

P
R

O
D

 w
ith

 R
E

P
O

R
T

S



21 

(A) Forced sterilization, forced birth control, and forced abortion of 
Uyghurs. 

(B) Forced transfer of Uyghur children from their families. 
(C) Forced labor of Uyghurs, inside and outside of Xinjiang. 
(D) The work conditions of Uyghur laborers (including laborers in the tex-

tile, automobile and electric vehicle, solar panel, polyvinyl chloride, and 
rare earth metals sectors), including an identification of any company that 
is— 

(i) organized under the laws of the People’s Republic of China or oth-
erwise subject to the jurisdiction of (or over which control is exercised 
or exercisable by) the Government of the People’s Republic of China; 
and 

(ii) employing forced Uyghur laborers from Xinjiang. 
(E) Any other forms of physical or psychological torture against Uyghurs. 
(F) Any other actions that infringe on the rights of Uyghurs to live freely 

in accordance with their customs, culture, and religious practices. 
(G) The methods of surveillance of Uyghurs, including surveillance via 

technology, law enforcement notifications, and forcing Uyghurs to live with 
other individuals for monitoring purposes. 

(H) Such other matters as the Director of National Intelligence may de-
termine appropriate. 

(3) FORM.—The report under paragraph (1) shall be submitted in unclassified 
form, but may include a classified annex. 

(b) DEFINITIONS.—In this section, the terms ‘‘congressional intelligence commit-
tees’’, ‘‘intelligence’’, ‘‘intelligence community’’, and ‘‘national intelligence’’ have the 
meanings given those terms in section 3 of the National Security Act of 1947 (50 
U.S.C. 3003). 
SEC. 441. TECHNICAL CORRECTIONS. 

(a) NATIONAL SECURITY ACT OF 1947.—The National Security Act of 1947 (50 
U.S.C. 3001 et seq.) is amended— 

(1) in section 102A(n) (50 U.S.C. 3024(n)) by redesignating the second para-
graph (5) as paragraph (6); 

(2) in section 503(c)(3) (50 U.S.C. 3093(c)(3)), by striking ‘‘section’’ and insert-
ing ‘‘subsection’’; 

(3) in section 805(6) (50 U.S.C. 3164(6)), by striking ‘‘sections 101 (a) and (b)’’ 
and inserting ‘‘subsections (a) and (b) of section 101’’; and 

(4) in section 1102A (50 U.S.C. 3232a)— 
(A) in subsection (b)(3), by striking ‘‘subsection (2)’’ and inserting ‘‘para-

graph (1)’’; and 
(B) in subsection (c)(4)(C)(iv), by striking ‘‘wavier’’ and inserting ‘‘waiver’’. 

(b) INTELLIGENCE AUTHORIZATION ACT FOR FISCAL YEAR 2023.—The Intelligence 
Authorization Act for Fiscal Year 2023 (division F of Public Law 117–263) is amend-
ed— 

(1) in section 6422(b) (50 U.S.C. 3334l(b)), by striking ‘‘Congressional’’ and in-
serting ‘‘congressional’’; and 

(2) in section 6732(b) (50 U.S.C. 3024 note; 136 Stat. 3583), by striking ‘‘para-
graph (5)’’ and inserting ‘‘paragraph (6)’’. 

(c) DAVID L. BOREN NATIONAL SECURITY EDUCATION ACT OF 1991.—The David L. 
Boren National Security Education Act of 1991 (50 U.S.C. 1901 et seq.) is amend-
ed— 

(1) in section 802(j)(6) (50 U.S.C. 1902(j)(6))— 
(A) by redesignating subparagraphs (C) and (D) as subparagraphs (B) and 

(C), respectively; and 
(B) in subparagraph (B), as so redesignated, by striking ‘‘subparagraph 

(D)’’ and inserting ‘‘subparagraph (C)’’; 
(2) in section 803(d)(9)(D) (50 U.S.C. 1903(d)(9)(D)), by striking ‘‘Local’’ and 

inserting ‘‘local’’; and 
(3) in section 808(4)(A) (50 U.S.C. 1908(4)(A)), by striking ‘‘a agency’’ and in-

serting ‘‘an agency’’. 
(d) CENTRAL INTELLIGENCE AGENCY RETIREMENT ACT.—The Central Intelligence 

Agency Retirement Act (50 U.S.C. 2001 et seq.) is amended— 
(1) in section 211(c)(2)(B) (50 U.S.C. 2021(c)(2)(B)), by striking ‘‘subsection 

241(c)’’ and inserting ‘‘section 241(c)’’; 
(2) in section 263(g)(1) (50 U.S.C. 2093(g)(1)), by striking ‘‘Fund’’ and insert-

ing ‘‘fund’’; 
(3) in section 271(b) (50 U.S.C. 2111(b)), by striking ‘‘section 231(b)’’ and in-

serting ‘‘section 231(c)’’; and 
(4) in section 304(c) (50 U.S.C. 2154(c))— 
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(A) in paragraph (1)(B)(i), by striking ‘‘title 50’’ and inserting ‘‘title 5’’; 
and 

(B) in paragraph (5)(A)(ii), by striking ‘‘sections’’ and inserting ‘‘section’’. 
(e) INTELLIGENCE REFORM AND TERRORISM PREVENTION ACT OF 2004.—Section 

3001 of the Intelligence Reform and Terrorism Prevention Act of 2004 (50 U.S.C. 
3341) is amended— 

(1) in subsection (a)— 
(A) in paragraph (4)(B)(i), by striking the semicolon and inserting ‘‘);’’; 

and 
(B) in paragraph (9)(A), by striking ‘‘with industry’’ and inserting ‘‘within 

industry’’; and 
(2) in subsection (j)(1)(C)(i), by striking ‘‘(d),’’ and all that follows through 

‘‘section 8H’’ and inserting ‘‘(d), and (h) of section 8H’’. 
(f) INTELLIGENCE AUTHORIZATION ACT FOR FISCAL YEAR 2003.—The Intelligence 

Authorization Act for Fiscal Year 2003 (Public Law 107–306; 116 Stat. 2383) is 
amended— 

(1) in section 313(d)(3)(B) (50 U.S.C. 3361(d)(3)(B)), by adding a period at the 
end; and 

(2) in section 343(d)(1) (50 U.S.C. 3363(d)(1)), by striking ‘‘Not later then’’ and 
inserting ‘‘Not later than’’. 

(g) CENTRAL INTELLIGENCE AGENCY ACT OF 1949.—The Central Intelligence Agen-
cy Act of 1949 (50 U.S.C. 3501 et seq.) is amended— 

(1) in section 4— 
(A) in subsection (a)(1)(E) (50 U.S.C. 3505(a)(1)(E)), by striking the period 

at the end and inserting ‘‘; and’’; and 
(B) in subsection (b)(2) (50 U.S.C. 3505(b)(2)), by striking ‘‘authorized by 

section’’ and inserting ‘‘authorized by sections’’; 
(2) in section 6 (50 U.S.C. 3507), by striking ‘‘or of the, names’’ and inserting 

‘‘or of the names’’; 
(3) in section 12(a)(2)(A) (50 U.S.C. 3512(a)(2)(A)), by striking ‘‘used only for— 

″’’ and inserting ‘‘used only for—’’; 
(4) in section 17— 

(A) in subsection (d)(5)(B)(ii) (50 U.S.C. 3517(d)(5)(B)(ii)), by adding a pe-
riod at the end; and 

(B) in subsection (e)(4) (50 U.S.C. 3517(e)(4)), by striking ‘‘which oath af-
firmation, or affidavit’’ and inserting ‘‘which oath, affirmation, or affidavit’’; 
and 

(5) in section 19(a)(2) (50 U.S.C. 3519(a)(2)), by striking ‘‘, as a participant’’ 
and inserting ‘‘as a participant’’. 

(h) CENTRAL INTELLIGENCE AGENCY VOLUNTARY SEPARATION PAY ACT.—Section 
2(a)(1) of the Central Intelligence Agency Voluntary Separation Pay Act (50 U.S.C. 
3519a(a)(1)) is amended by adding ‘‘and’’ at the end. 

(i) NATIONAL SECURITY AGENCY ACT OF 1959.—Section 16(d)(1) of the National Se-
curity Agency Act of 1959 (50 U.S.C. 3614(d)(1)) is amended by striking ‘‘program 
participant,’’ and inserting ‘‘program participant’’. 

(j) INTELLIGENCE AUTHORIZATION ACT FOR FISCAL YEAR 1995.—Section 811(e)(7) 
of the Intelligence Authorization Act for Fiscal Year 1995 (50 U.S.C. 3381(e)(7)) is 
amended by striking ‘‘sections 101 (a) and (b)’’ and inserting ‘‘subsections (a) and 
(b) of section 101’’. 

(k) COORDINATION WITH OTHER AMENDMENTS MADE BY THIS ACT.—For purposes 
of applying amendments made by provisions of this Act other than this section, the 
amendments made by this section shall be treated as having been enacted imme-
diately before any such amendments by other provisions of this Act. 

TITLE V—MATTERS RELATING TO DEFENSE 
INTELLIGENCE AND OVERHEAD ARCHITEC-
TURE 

SEC. 501. EXTENSION OF AUTHORITY TO ENGAGE IN COMMERCIAL ACTIVITIES AS SECURITY 
FOR INTELLIGENCE COLLECTION ACTIVITIES. 

Section 431(a) of title 10, United States Code, is amended by striking ‘‘December 
31, 2023’’ and inserting ‘‘December 31, 2024’’. 
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SEC. 502. MODIFICATION OF REPORTING REQUIREMENT FOR ALL-DOMAIN ANOMALY RESO-
LUTION OFFICE. 

Section 1683(k)(1) of the National Defense Authorization Act for Fiscal Year 2022 
(50 U.S.C. 3373(k)(1)), as amended by section 6802(a) of the Intelligence Authoriza-
tion Act for Fiscal Year 2023 (Public Law 117–263), is further amended— 

(1) in the heading, by striking ‘‘DIRECTOR OF NATIONAL INTELLIGENCE AND 
SECRETARY OF DEFENSE’’ and inserting ‘‘ALL-DOMAIN ANOMALY RESOLUTION OF-
FICE’’; and 

(2) in subparagraph (A), by striking ‘‘Director of National Intelligence and the 
Secretary of Defense shall jointly’’ and inserting ‘‘Director of the Office shall’’. 

SEC. 503. MILITARY INTELLIGENCE COLLECTION AND ANALYSIS PARTNERSHIPS. 

(a) USE OF APPROPRIATED FUNDS.—The Director of the Defense Intelligence Agen-
cy may use not more than $10,000,000 of appropriated funds available to the De-
fense Intelligence Agency for each fiscal year to pay for the expenses of partnerships 
with foreign countries, regional organizations with defense, intelligence, or security 
components, and security alliances of which the United States is a member for mili-
tary intelligence collection and analysis activities. 

(b) USE OF FUNDS OTHER THAN APPROPRIATED FUNDS.—Notwithstanding any 
other provision of law, the Director may use funds other than appropriated funds 
to pay for the expenses of partnerships with foreign countries, regional organiza-
tions with defense or security components, and security alliances of which the 
United States is a member for military intelligence collection and analysis activities, 
except that— 

(1) no such funds may be expended, in whole or in part, by or for the benefit 
of the Defense Intelligence Agency for a purpose for which Congress had pre-
viously denied funds; 

(2) proceeds from the sale of military intelligence collection and analysis items 
may be used only to purchase replacement items similar to the items that are 
sold; and 

(3) the authority provided by this subsection may not be used to acquire items 
or services for the principal benefit of the United States. 

(c) LOGISTIC SUPPORT, SUPPLIES, AND SERVICES.—Notwithstanding any other pro-
vision of law, the Director may exercise the authority under this section to pay for, 
or otherwise facilitate, the logistic support, supplies, and services associated with 
partnerships with foreign countries, regional organizations with defense or security 
components, and security alliances of which the United States is a member. 

(d) COORDINATION WITH SECRETARY OF STATE.—The Director of the Defense Intel-
ligence Agency shall coordinate the military intelligence collection and analysis ac-
tivities funded pursuant to this section with the Secretary of State. 

(e) COORDINATION WITH DIRECTOR OF NATIONAL INTELLIGENCE.—The Director of 
the Defense Intelligence Agency shall coordinate the military intelligence collection 
and analysis activities funded pursuant to this section with the Director of National 
Intelligence. 

(f) SUNSET.— 
(1) IN GENERAL.—Subject to paragraph (2), the authority to carry out this sec-

tion shall terminate on the date that is 5 years after the date of the enactment 
of this Act. 

(2) EXCEPTION.—A military intelligence collection and analysis activity for 
which funds have been obligated under this section before the date on which 
the authority to carry out this section terminates under paragraph (1) may con-
tinue until the completion of the activity. 

(g) MILITARY INTELLIGENCE COLLECTION AND ANALYSIS ACTIVITY DEFINED.—In 
this section, the term ‘‘military intelligence collection and analysis activity’’ means— 

(1) the conduct of a combined human intelligence and counterintelligence ac-
tivity; 

(2) the collection, processing, exploitation, analysis, and dissemination of all- 
source intelligence; 

(3) the conduct of a foreign defense intelligence liaison relationship or defense 
intelligence exchange program; or 

(4) the research, development, acquisition, and sustainment of an information 
technology system or telecommunication capability in support of an activity de-
scribed in paragraph (1), (2), or (3). 

SEC. 504. AUTHORIZATION FOR ESTABLISHMENT OF NATIONAL SPACE INTELLIGENCE CEN-
TER AS FIELD OPERATING AGENCY. 

(a) AUTHORITY.—Notwithstanding any other provision of law prohibiting the es-
tablishment of a field operating agency, the Secretary of the Air Force may establish 
the National Space Intelligence Center as a field operating agency of the Space 
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Force to analyze and produce scientific and technical intelligence on space-based 
and counterspace threats from foreign adversaries. 

(b) REQUIREMENT.—If the Secretary of the Air Force decides to establish the Na-
tional Space Intelligence Center as a field operating agency, the Secretary shall con-
sider the operational and geographical benefits provided by co-locating the National 
Space Intelligence Center with the National Air and Space Intelligence Center. 
SEC. 505. DEFENSE INTELLIGENCE AGENCY ASSESSMENT OF STRATEGIC COMPETITION IN 

LATIN AMERICA AND THE CARIBBEAN. 

(a) ASSESSMENT.—Not later than 120 days after the date of the enactment of this 
Act, the Director of the Defense Intelligence Agency, in consultation with the heads 
of the other elements of the intelligence community that the Director determines ap-
propriate, shall submit to the appropriate congressional committees an intelligence 
assessment on the level of intelligence and defense cooperation between covered 
countries and— 

(1) the People’s Republic of China; and 
(2) the Russian Federation. 

(b) ELEMENTS.—The intelligence assessment under subsection (a) shall include a 
description of any security-related cooperation or engagement between covered coun-
tries and the People’s Republic of China or the Russian Federation in the following 
areas: 

(1) Strategic dialogue. 
(2) Training or professional military education. 
(3) Defense agreements. 
(4) Intelligence sharing agreements. 
(5) Arms transfers. 
(6) Defense equipment transfers. 
(7) Military exercises. 
(8) Joint operations. 
(9) Permanent military presence. 
(10) Space cooperation. 
(11) Any other area the Director of the Defense Intelligence Agency deter-

mines appropriate. 
(c) FORM.—The assessment under subsection (a) may be provided in classified 

form. 
(d) FORMAT.—To the extent practicable, the Director shall present the information 

contained in the assessment under subsection (a) in the format of a chart or other 
graphic. 

(e) DEFINITIONS.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term ‘‘appropriate con-

gressional committees’’ means the following: 
(A) The congressional intelligence committees. 
(B) The congressional defense committees, as such term is defined in sec-

tion 101(a) of title 10, United States Code. 
(2) COVERED COUNTRY.—The term ‘‘covered country’’ means Mexico and each 

foreign country or territory in Central or South America or in the Caribbean. 
SEC. 506. QUARTERLY BRIEFINGS RELATING TO USE OF MILITARY INTELLIGENCE PROGRAM 

FUNDS. 

Not less frequently than once each quarter, the Secretary of Defense shall provide 
to the Permanent Select Committee on Intelligence of the House of Representatives 
a briefing on— 

(1) significant military operations of the Department of Defense carried out 
during the immediately preceding quarter and funded by amounts made avail-
able under the Military Intelligence Program; and 

(2) all clandestine operations in the information environment carried out dur-
ing the immediately preceding quarter and funded or otherwise enabled by 
amounts made available under the Military Intelligence Program. 

TITLE VI—MATTERS RELATING TO NATIONAL 
SECURITY AGENCY, CYBER, AND COMMER-
CIAL CLOUD ENTERPRISE 

SEC. 601. CONGRESSIONAL NOTIFICATION BY NATIONAL SECURITY AGENCY OF INTEL-
LIGENCE COLLECTION ADJUSTMENTS. 

The National Security Agency Act of 1959 (50 U.S.C. 3601 et seq.) is amended 
by adding at the end the following new section: 
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‘‘SEC. 22. CONGRESSIONAL NOTIFICATION OF INTELLIGENCE COLLECTION ADJUSTMENTS. 

‘‘(a) NOTIFICATION.—Not later than 30 days after the date on which the Director 
of the National Security Agency determines the occurrence of an intelligence collec-
tion adjustment, the Director shall submit to the congressional intelligence commit-
tees a notification of the intelligence collection adjustment. 

‘‘(b) DEFINITIONS.—In this section: 
‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional in-

telligence committees’ has the meaning given that term in section 3 of the Na-
tional Security Act of 1947 (50 U.S.C. 3003). 

‘‘(2) INTELLIGENCE COLLECTION ADJUSTMENT.—The term ‘intelligence collec-
tion adjustment’ includes a change by the United States Government to a policy 
on intelligence collection or the prioritization thereof that results in a signifi-
cant loss of intelligence.’’. 

SEC. 602. MODIFICATIONS TO ENFORCEMENT OF CYBERSECURITY REQUIREMENTS FOR NA-
TIONAL SECURITY SYSTEMS. 

Section 6309 of the Intelligence Authorization Act for Fiscal Year 2023 (Public 
Law 117–263) is amended— 

(1) by redesignating subsection (e) as subsection (f); and 
(2) by inserting after subsection (d) the following new subsection: 

‘‘(e) IMPLEMENTATION REPORT.—Each head of an element of the intelligence com-
munity that owns or operates a national security system shall submit to the con-
gressional intelligence committees not later than 90 days after the date of the enact-
ment of this subsection a plan detailing the cost and schedule requirements nec-
essary to meet all of the cybersecurity requirements for national security systems 
by the end of fiscal year 2026.’’. 
SEC. 603. SUPPORT BY INTELLIGENCE COMMUNITY FOR CERTAIN CROSS-FUNCTIONAL TEAM 

OF DEPARTMENT OF DEFENSE. 

(a) ACCESS TO INFORMATION.—Upon request by the cross-functional team of the 
Department of Defense established under section 910 of the National Defense Au-
thorization Act of Fiscal Year 2022 (Public Law 117–81; 10 U.S.C. 111 note) (in this 
section referred to as the ‘‘cross-functional team’’), and consistent with the protec-
tion of intelligence sources and methods, the head of any element of the intelligence 
community shall provide such team with access to any information (including any 
intelligence reporting, analysis, or finished intelligence product) of the element po-
tentially relevant to the duties of such team required under subsection (b)(1) of such 
section. 

(b) RULE OF CONSTRUCTION.—Nothing in subsection (a) shall be construed as 
waiving the Health Insurance Portability and Accountability Act of 1996 (Public 
Law 104–191) or any other applicable law regarding privacy or the protection of 
health information. 

(c) STAFFING OF CROSS-FUNCTIONAL TEAM BY CERTAIN ELEMENTS.— 
(1) STAFFING.—The head of each covered element shall detail or assign to the 

cross-functional team, including through a joint duty assignment (as applicable), 
intelligence or counterintelligence personnel of that covered element in such 
numbers as the head, in consultation with such team, determines necessary to 
support such team in fulfilling the duties required under section 910(b)(1) of the 
National Defense Authorization Act of Fiscal Year 2022 (Public Law 117–81; 10 
U.S.C. 111 note). 

(2) NATIONAL SECURITY AGENCY.—In carrying out paragraph (1) with respect 
to the National Security Agency, the Director of the National Security Agency 
shall ensure there is detailed or assigned to the cross-functional team at least 
1 individual determined appropriate by the Director, who, while so detailed or 
assigned, shall provide such team with technical expertise of the National Secu-
rity Agency relevant to the fulfilment of the duties referred to in paragraph (1). 

(d) ADDITIONAL DETAIL AUTHORITY.—Upon request by the cross-functional team, 
the head of any element of the intelligence community may detail to such team per-
sonnel of the element to provide intelligence, counterintelligence, or related support. 

(e) COVERED ELEMENT DEFINED.—In this section, the term ‘‘covered element’’ 
means the following: 

(1) The National Security Agency. 
(2) The Defense Intelligence Agency. 
(3) The intelligence elements of the Army, the Navy, the Air Force, and the 

Marine Corps. 
SEC. 604. COMMERCIAL CLOUD ENTERPRISE NOTIFICATION. 

(a) NOTIFICATION REQUIREMENT.—Not later than 90 days after the date of the en-
actment of this Act, and on a quarterly basis thereafter, the Director of the Central 
Intelligence Agency shall submit to the congressional intelligence committees a noti-
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fication relating to the Commercial Cloud Enterprise contract entered into by the 
Director of the Central Intelligence Agency in November 2020 for commercial cloud 
services for the intelligence community, which shall include— 

(1) the number and value of all task orders issued under such contract, bro-
ken down by vendor, for each element of the intelligence community; 

(2) the duration of each task order; 
(3) the number of sole source task orders issued compared to the number of 

task orders issued on a competitive basis under such contract; and 
(4) with respect to each vendor authorized to provide commercial cloud serv-

ices under such contract, an update on the status of the security accreditation 
and authority to operate decision of each vendor. 

(b) DATA SHARING.—The head of each element of the intelligence community shall 
share such data with the Director of the Central Intelligence Agency as the Director 
determines necessary to prepare the notification required under subsection (a). 

(c) SUNSET.—The requirement to submit the notification under subsection (a) shall 
terminate on the date that is 3 years after the date of the enactment of this Act. 
SEC. 605. COMMERCIAL CLOUD ENTERPRISE SOLE SOURCE TASK ORDER NOTIFICATION RE-

QUIREMENT. 

(a) NOTIFICATION REQUIREMENT.—Not later than 90 days after the date of the en-
actment of this Act, and on a semiannual basis thereafter, the head of each element 
of the intelligence community shall submit to the congressional intelligence commit-
tees a notification with respect to any sole source task order awarded by such head 
under the contract relating to the Commercial Cloud Enterprise entered into by the 
Director of the Central Intelligence Agency in November 2020 for commercial cloud 
services for the intelligence community. 

(b) CONTENTS.—Each notification required under subsection (a) shall include, with 
respect to the task order concerned— 

(1) a description of the order; 
(2) a summary of services provided under the order; 
(3) the value of the order; 
(4) the justification for awarding the order on a sole source basis; and 
(5) an identification of the vendor awarded the order. 

(c) SUNSET.—The requirement to submit the notification under subsection (a) shall 
terminate on the date that is 3 years after the date of the enactment of this Act. 
SEC. 606. ANALYSIS OF COMMERCIAL CLOUD INITIATIVES OF INTELLIGENCE COMMUNITY. 

(a) IN GENERAL.—Not later than 90 days after the date of the enactment of this 
Act, the Director of National Intelligence shall, in coordination with such heads of 
elements of the intelligence community as the Director considers appropriate— 

(1) complete a comprehensive analysis of the commercial cloud initiatives of 
the intelligence community relating to the Commercial Cloud Enterprise con-
tract entered into by the Director of the Central Intelligence Agency in Novem-
ber 2020; and 

(2) provide to the congressional intelligence committees a briefing on the find-
ings of the Director with respect to the analysis conducted pursuant to para-
graph (1). 

(b) ELEMENTS.—The analysis conducted under subsection (a) shall include— 
(1) the current year and 5-year projected costs for commercial cloud utiliza-

tion for each element of the intelligence community, including costs related to 
data storage, data migration, egress fees, and any other commercial cloud serv-
ices; 

(2) the termination or planned termination, as the case may be, of legacy data 
storage capacity of an element of the intelligence community and the projected 
cost savings resulting from such termination; 

(3) efforts underway by the Office of the Director of National Intelligence and 
elements of the intelligence community to utilize multiple commercial cloud 
service providers; and 

(4) the operational value that elements of the intelligence community are 
achieving through utilization of commercial cloud analytic tools and services. 

TITLE VII—MATTERS RELATING TO CENTRAL 
INTELLIGENCE AGENCY 

SEC. 701. INSPECTOR GENERAL OF THE CENTRAL INTELLIGENCE AGENCY QUARTERLY EM-
PLOYEE ENGAGEMENT SUMMARIES. 

Section 17 of the Central Intelligence Agency Act of 1949 (50 U.S.C. 3517) is 
amended by adding at the end the following new subsection: 
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‘‘(i) QUARTERLY EMPLOYEE ENGAGEMENT SUMMARIES.—(1) Not later than 30 days 
after the last day of each fiscal quarter, the Inspector General shall provide to the 
appropriate congressional committees a summary of the engagement of Agency em-
ployees with the Inspector General during that quarter. 

‘‘(2) Each summary required under paragraph (1) shall include each of the fol-
lowing for the quarter covered by the summary: 

‘‘(A) The total number of reports filed with the Inspector General by Agency 
employees. 

‘‘(B) An identification of the nature of the allegation made in each such re-
port, such as— 

‘‘(i) fraud, waste, and abuse; 
‘‘(ii) harassment or other personnel issues; 
‘‘(iii) questionable intelligence activities; or 
‘‘(iv) threats to health and safety. 

‘‘(C) For each such report— 
‘‘(i) whether an investigation was initiated because of the report; 
‘‘(ii) for any such investigation, whether the status of the investigation is 

initiated, in progress, or complete; and 
‘‘(iii) for any completed investigation, whether the allegation made in the 

report was found to be substantiated or unsubstantiated, and whether any 
recommendations or criminal referrals were made as a result. 

‘‘(D) A copy of any audit, assessment, inspection, or other final report com-
pleted by the Inspector General during the quarter covered by the summary. 

‘‘(3) In this subsection, the term ‘appropriate congressional committees’ means— 
‘‘(A) the Permanent Select Committee on Intelligence and the Subcommittee 

on Defense of the Committee on Appropriations of the House of Representatives; 
and 

‘‘(B) the Select Committee on Intelligence and the Subcommittee on Defense 
of the Committee on Appropriations of the Senate.’’. 

SEC. 702. IMPROVED FUNDING FLEXIBILITY FOR PAYMENTS MADE BY CENTRAL INTEL-
LIGENCE AGENCY FOR QUALIFYING INJURIES TO BRAIN. 

Section 19A(d) of the Central Intelligence Agency Act of 1949 (50 U.S.C. 3519b(d)) 
is amended by striking paragraph (3) and inserting the following new paragraph: 

‘‘(3) FUNDING.— 
‘‘(A) IN GENERAL.—Payment under paragraph (2) in a fiscal year may be 

made using any amounts— 
‘‘(i) appropriated in advance specifically for payments under such 

paragraph; or 
‘‘(ii) reprogrammed in accordance with section 504 of the National Se-

curity Act of 1947 (50 U.S.C. 3094). 
‘‘(B) BUDGET.—For each fiscal year, the Director shall include with the 

budget justification materials submitted to Congress in support of the budg-
et of the President for that fiscal year pursuant to section 1105(a) of title 
31, United States Code, an estimate of the amounts required in that fiscal 
year to make payments under paragraph (2).’’. 

SEC. 703. BENJAMIN TALLMADGE INSTITUTE AS PRIMARY CENTRAL INTELLIGENCE AGENCY 
ENTITY FOR EDUCATION AND TRAINING IN COUNTERINTELLIGENCE. 

(a) IN GENERAL.—The Director of the Central Intelligence Agency shall maintain 
the Benjamin Tallmadge Institute as the primary entity within the Central Intel-
ligence Agency for education and training related to all aspects of counterintel-
ligence. 

(b) RESPONSIBILITIES OF DIRECTOR.—The Director of the Central Intelligence 
Agency shall— 

(1) ensure the Institute is fully and properly organized and has the resources 
necessary to provide counterintelligence education and training for all career 
fields within the Agency, including specialized certifications for Agency counter-
intelligence personnel; 

(2) develop appropriate certification courses that are designed to educate, 
train, and certify Agency personnel in— 

(A) counterintelligence threats, insider threats, and other counterintel-
ligence processes and issues; 

(B) the conduct and support of counterintelligence inquiries and inves-
tigations; 

(C) relevant skills necessary for coordination with Federal law enforce-
ment; and 

(D) any other skills as the Director determines necessary; 
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(3) identify and designate specific positions for which an individual shall be 
required to have a certification described in paragraph (2) prior to filling such 
a position; and 

(4) develop necessary infrastructure and capacity to support National Coun-
terintelligence and Security Center outreach programs to increase participation 
by personnel from other components of the intelligence community in the 
courses offered by the Institute. 

(c) TRAINING AND FAMILIARIZATION COURSES.— 
(1) IN GENERAL.—The head of the Institute shall— 

(A) develop training and familiarization courses at different classification 
levels, including courses at an unclassified level; and 

(B) offer instruction in the courses developed under subparagraph (A) or 
make training curricula available to other intelligence community compo-
nents, as appropriate, to support outreach efforts. 

(2) AVAILABILITY OF COURSES.—The training and familiarization courses de-
veloped under paragraph (1) shall be made available to any of the following that 
have a need and appropriate clearance, as determined by the Director of the 
National Counterintelligence and Security Center, for a general education on 
counterintelligence threats, briefings on specific topics, or other training related 
to counterintelligence: 

(A) Federal departments and agencies that are not elements of the intel-
ligence community. 

(B) State, local, and Tribal governments, as the Director determines ap-
propriate. 

(C) Private sector entities, as the Director determines appropriate. 
(D) Such other personnel and entities as the Director may determine ap-

propriate. 
(d) BASELINE CERTIFICATION COURSE.— 

(1) IN GENERAL.—The Institute shall develop, in coordination with the Na-
tional Counterintelligence and Security Center and the Defense Intelligence 
Agency, and implement a baseline certification course for all counterintelligence 
career professionals that aligns the minimum certification requirements of the 
course and the Defense Counterintelligence Agent Course of the Joint Counter-
intelligence Training Activity. 

(2) AVAILABILITY OF COURSE.—The baseline certification course developed 
under paragraph (1) shall be made available, on a space-available basis, to all 
intelligence community professionals and appropriate personnel with appro-
priate security clearance from any other agency, committee, commission, office, 
or other establishment in the executive, legislative, or judicial branch of the 
Federal Government. 

SEC. 704. CENTRAL INTELLIGENCE AGENCY INTELLIGENCE ASSESSMENT OF SINALOA CAR-
TEL AND JALISCO CARTEL. 

(a) ASSESSMENT.—Not later than 90 days after the date of the enactment of this 
Act, the Director of the Central Intelligence Agency, in consultation with the heads 
of the other elements of the intelligence community that the Director determines ap-
propriate, shall submit to the congressional intelligence committees an intelligence 
assessment on the transnational criminal organizations known as the Sinaloa Cartel 
and the Jalisco Cartel. 

(b) ELEMENTS.—The intelligence assessment under subsection (a) shall include, 
with respect to each transnational criminal organization specified in such sub-
section, a description of the following: 

(1) The key leaders, organizational structure, subgroups, presence in the 
states within Mexico, and cross-border illicit drug smuggling routes (beginning 
in Mexico and ending in the United States) of the transnational criminal organi-
zation. 

(2) The practices used by the transnational criminal organization to import 
the chemicals used to make synthetic drugs, to produce such drugs, and to 
smuggle such drugs across the border into the United States. 

(3) The main suppliers based in China, and the main brokers based in Mex-
ico, that supply the transnational criminal organization with precursor chemi-
cals and equipment used in the production of synthetic drugs. 

(4) The manner in which the transnational criminal organization is tailoring 
the fentanyl products of such organization to attract a wider variety of United 
States consumers, including unwitting users. 

(5) The degree to which the transnational criminal organization is using 
human and technical operations to undermine counternarcotics efforts by 
United States and Mexican security services. 

(6) An estimate of the annual revenue received by the transnational criminal 
organization from the sale of illicit drugs, disaggregated by drug type. 
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(7) Any other information the Director of the Central Intelligence Agency de-
termines relevant. 

(c) FORM.—The intelligence assessment under subsection (a) may be submitted in 
classified form. 
SEC. 705. CENTRAL INTELLIGENCE AGENCY INTELLIGENCE ASSESSMENT WITH RESPECT TO 

EFFORTS BY PEOPLE’S REPUBLIC OF CHINA TO INCREASE INFLUENCE IN MIDDLE 
EAST. 

(a) ASSESSMENT.—Not later than 90 days after the date of the enactment of this 
Act, the Director of the Central Intelligence Agency, in consultation with such heads 
of the other elements of the intelligence community that the Director of National 
Intelligence determines appropriate, shall submit to the appropriate congressional 
committees an intelligence assessment on efforts by the People’s Republic of China 
to increase its influence, through overt or covert means, with respect to the political, 
military, economic, or other policies or activities of governments of countries in the 
Middle East in ways that are detrimental to the national security interests of the 
United States. 

(b) ELEMENTS.—The intelligence assessment required under subsection (a) shall 
include the following: 

(1) A summary of the key relationships that the People’s Republic of China 
has developed, or is seeking to develop, with countries in the Middle East, and 
the national security objectives that the People’s Republic of China intends to 
advance through such established or emerging relationships. 

(2) A description of the relationship between the People’s Republic of China 
and Iran, including in the areas of security cooperation and intelligence sharing. 

(3) An identification of the countries in the Middle East in which the People’s 
Republic of China has established, or is seeking to establish, an intelligence 
presence or intelligence partnerships. 

(4) An assessment of how the People’s Republic of China seeks to weaken the 
role, influence, and relationships of the United States with respect to countries 
in the Middle East, including through the Global Security Initiative of the Peo-
ple’s Republic of China. 

(5) An analysis of whether, and to what degree, efforts by the People’s Repub-
lic of China to increase its influence among countries in the Middle East are 
designed to support the broader strategic interests of the People’s Republic of 
China, including with respect to Taiwan. 

(c) FORM.—The intelligence assessment required under subsection (a) may be sub-
mitted in classified form. 

(d) DEFINITIONS.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term ‘‘appropriate con-

gressional committees’’ means the following: 
(A) The congressional intelligence committees. 
(B) The Committee on Foreign Affairs of the House of Representatives. 
(C) The Committee on Foreign Relations of the Senate. 
(D) The Select Committee on the Strategic Competition Between the 

United States and the Chinese Communist Party of the House of Rep-
resentatives. 

(2) COUNTRIES IN THE MIDDLE EAST.—The term ‘‘countries in the Middle East’’ 
means— 

(A) Algeria; 
(B) Bahrain; 
(C) Egypt; 
(D) Iran; 
(E) Iraq; 
(F) Israel; 
(G) Jordan; 
(H) Kuwait; 
(I) Lebanon; 
(J) Libya; 
(K) Morocco; 
(L) Oman; 
(M) the Palestinian territories; 
(N) Qatar; 
(O) Saudi Arabia; 
(P) Syria; 
(Q) Tunisia; 
(R) the United Arab Emirates; and 
(S) Yemen. 
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SEC. 706. ASSESSMENT OF AVAILABILITY OF MENTAL HEALTH AND CHAPLAIN SERVICES TO 
AGENCY EMPLOYEES. 

(a) ASSESSMENT.—The Director of the Central Intelligence Agency shall conduct 
an assessment on the availability of the services of mental health professionals and 
chaplains with appropriate security clearances to employees of the Agency. Such as-
sessment shall include— 

(1) an evaluation of the current availability of and demand for such services 
globally; 

(2) an assessment of the feasibility of expanding the availability of such serv-
ices; 

(3) information, including a detailed schedule and cost estimate, as to what 
would be required to increase the availability of such services for Agency em-
ployees located in the United States and abroad; and 

(4) information on the feasibility and advisability of requiring that each em-
ployee returning from a high risk or high threat tour, as designated by the Di-
rector, access the services of a mental health professional, chaplain, or both, at 
the option of the employee. 

(b) REPORT.—Not later than 210 days after the date of the enactment of this Act, 
the Director shall submit to the appropriate congressional committees a report on 
the assessment required by subsection (a). 

(c) DEFINITIONS.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term ‘‘appropriate con-

gressional committees’’ means— 
(A) the Permanent Select Committee on Intelligence and the Sub-

committee on Defense of the Committee on Appropriations of the House of 
Representatives; and 

(B) the Select Committee on Intelligence and the Subcommittee on De-
fense of the Committee on Appropriations of the Senate. 

(2) CHAPLAIN.—The term ‘‘chaplain’’ means a member of the Chaplain Corps, 
as established under section 26 of the Central Intelligence Agency Act of 1949 
(50 U.S.C. 3527), whom the Director has certified as meeting common standards 
for professional chaplaincy and board certification by a national chaplaincy and 
pastoral care organization or equivalent. 

(3) MENTAL HEALTH PROFESSIONAL.—The term ‘‘mental health professional’’ 
means an appropriately trained and certified professional counselor, medical 
professional, psychologist, psychiatrist, or other appropriate employee, as deter-
mined by the Director. 

SEC. 707. ASSESSMENT BY DIRECTOR OF CENTRAL INTELLIGENCE AGENCY ON CERTAIN EF-
FECTS OF ABRAHAM ACCORDS. 

(a) ASSESSMENT.—Not later than 90 days after the date of the enactment of this 
Act, the Director of the Central Intelligence Agency, in consultation with the heads 
of the other elements of the intelligence community that the Director determines ap-
propriate, shall submit to the congressional intelligence committees an assessment 
of the current effects on the intelligence community of the agreements between 
Israel and 4 other foreign countries, collectively known as the Abraham Accords, 
and of the potential effects on the intelligence community if the Abraham Accords 
were to be expanded to additional foreign countries. 

(b) ELEMENTS.—The assessment under subsection (a) shall include, with respect 
to the agreements referred to in such subsection, the following: 

(1) A description of whether, and in what respects, the agreement between 
Israel and Bahrain has resulted in the intelligence community obtaining new 
and valuable insights regarding national intelligence priorities. 

(2) A description of whether, and in what respects, the agreement between 
Israel and Morocco has resulted in the intelligence community obtaining new 
and valuable insights regarding national intelligence priorities. 

(3) A description of whether, and in what respects, the agreement between 
Israel and the United Arab Emirates has resulted in the intelligence community 
obtaining new and valuable insights regarding national intelligence priorities. 

(4) A description of whether, and in what respects, the agreement between 
Israel and Sudan has resulted in the intelligence community obtaining new and 
valuable insights regarding national intelligence priorities. 

(5) An assessment of whether, and in what respects, additional agreements 
between Israel and other foreign countries to normalize or otherwise enhance 
relations would result in the intelligence community obtaining new and valu-
able insights regarding national intelligence priorities. 

(c) FORM.—The assessment under subsection (a) may be submitted in classified 
form. 
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TITLE VIII—REPORTING AND INVESTIGATION 
OF ALLEGATIONS OF SEX-RELATED OF-
FENSES AND SEXUAL HARASSMENT IN CEN-
TRAL INTELLIGENCE AGENCY 

SEC. 801. REPORTING AND INVESTIGATION OF ALLEGATIONS OF SEX-RELATED OFFENSES 
AND SEXUAL HARASSMENT IN CENTRAL INTELLIGENCE AGENCY. 

(a) SENSE OF CONGRESS.—It is the sense of Congress that— 
(1) sexual assault and sexual harassment arise from, and are often indicative 

of, an environment where toxic, provocative, and sometimes significantly inap-
propriate behavior is tolerated; 

(2) when supervisors and senior leaders at headquarters and in the field are 
among the offenders and facilitate a work climate in which toxic and disrespect-
ful behavior is tolerated, harassment and even assault will often go 
unaddressed and unpunished; 

(3) while establishing clear policies and procedures and enhancing training 
are necessary first steps toward protecting victims and establishing stronger in-
ternal mechanisms for preventing and responding to future sexual assault and 
sexual harassment within the Central Intelligence Agency, comprehensive cul-
ture change driven by Agency leadership will be necessary to accomplish 
impactful and enduring improvement; and 

(4) it is vital for the Central Intelligence Agency to maintain an independent 
and neutral person with whom all employees at all levels, supervisors and non- 
supervisors, may speak confidentially, informally, and off-the-record about 
work-related concerns or questions. 

(b) SEX-RELATED OFFENSES AND SEXUAL HARASSMENT WITHIN THE AGENCY.—The 
Central Intelligence Agency Act of 1949 (50 U.S.C. 3501 et seq.) is amended by add-
ing at the end the following new section: 
‘‘SEC. 30. SEX-RELATED OFFENSES AND SEXUAL HARASSMENT WITHIN THE AGENCY. 

‘‘(a) RESPONSIBILITIES OF DIRECTOR.—The Director shall carry out the following 
responsibilities: 

‘‘(1) Establishing professional and uniform training for employees assigned to 
working with all aspects of the response of the Agency to allegations of sex-re-
lated offenses and sexual harassment. 

‘‘(2) Developing and implementing policies and procedures to protect the con-
fidentiality of employees who report sex-related offenses or sexual harassment 
and to mitigate negative effects on the reputation or career of such an employee 
as a result of such a report. 

‘‘(3) Developing and implementing documented standards for— 
‘‘(A) appropriate mitigation and protection measures for individuals who 

make allegations of a sex-related offense or sexual harassment to be put in 
place while an investigation proceeds; 

‘‘(B) appropriate employee consequences to be imposed as a result of an 
inquiry or investigation into a substantiated allegation of a sex-related of-
fense or sexual harassment; 

‘‘(C) appropriate career path protection for all employees involved in an 
incident resulting in a reported allegation of a sex-related offense or sexual 
harassment while an investigation or review of the allegation is pending; 
and 

‘‘(D) mitigation measures to protect employees and mission execution 
while such allegations are being addressed. 

‘‘(4) Articulating and enforcing norms, expectations, practices, and policies, in-
cluding with respect to employee promotions and assignments, that are pub-
lished for the workforce and designed to promote a healthy workplace culture 
that is inhospitable to sex-related offenses and sexual harassment. 

‘‘(5) Developing and issuing workforce messaging to inform Agency employees 
of policies, procedures, resources, and points of contact to obtain information re-
lated to, or to report, sex-related offenses or sexual harassment globally. 

‘‘(6) Developing and implementing sex-related offense and sexual harassment 
training for all Agency employees that— 

‘‘(A) is designed to strengthen individual knowledge, skills, and capacity 
to prevent and respond to sex-related offenses and sexual harassment; 

‘‘(B) includes initial entry and accession programs, annual refresher 
training, and specialized leadership training; and 

VerDate Sep 11 2014 04:27 Aug 19, 2023 Jkt 039006 PO 00000 Frm 00031 Fmt 6659 Sfmt 6621 E:\HR\OC\HR162.XXX HR162S
S

pe
nc

er
 o

n 
D

S
K

12
6Q

N
23

P
R

O
D

 w
ith

 R
E

P
O

R
T

S



32 

‘‘(C) includes details of the definitions of sex-related offense and sexual 
harassment, the distinction between such terms, and what does or does not 
constitute each. 

‘‘(7) Developing and implementing processes and procedures applicable to per-
sonnel involved in providing the training referred to in paragraph (6) that— 

‘‘(A) are designed to ensure seamless policy consistency and reporting 
mechanisms in all training environments; and 

‘‘(B) include requirements for in-person training that— 
‘‘(i) covers the reporting processes for sex-related offenses and sexual 

harassment that are specific to training environments for students and 
trainers; and 

‘‘(ii) shall be provided at an appropriate time during the first 5 days 
of any extended or residential training course. 

‘‘(8) Developing and implementing, in consultation with the Victim Advocacy 
Specialists of the Federal Bureau of Investigation, appropriate training require-
ments, policies, and procedures applicable to all employees whose professional 
responsibilities include interaction with people making reports alleging sex-re-
lated offenses or sexual harassment. 

‘‘(9) Developing and implementing procedures under which current and 
former employees of the Agency are able to obtain documents and records, as 
appropriate and upon request, that are related to a report of an allegation of 
a sex-related offense or sexual harassment. 

‘‘(10) Developing and implementing procedures under which an employee who 
makes a restricted or unrestricted report containing an allegation of a sex-re-
lated offense or sexual harassment may transfer out of the current assignment 
or location of the employee, upon the request of the employee making the re-
port. Such procedures shall ensure that an employee who makes a restricted re-
port maintains the privilege against disclosure, strict confidentiality, and with 
such employee maintaining full control over all decisions related to any further 
dissemination of the report. 

‘‘(11) Developing policies and procedures for the Office of the Victim and 
Whistleblower Counsel and the Special Victim Investigator, as applicable, to fa-
cilitate outside engagement requests of employees reporting allegations of sex- 
related offenses or sexual harassment. 

‘‘(12) Coordinating the response of the Agency to allegations of sex-related of-
fenses and sexual harassment. 

‘‘(b) BIANNUAL REPORT.—Not less frequently than once every 180 days, the Direc-
tor shall submit to the appropriate congressional committees a report on the activi-
ties of the Office of Equal Employment Opportunity and the Sexual Assault Preven-
tion and Response Office during the period covered by the report. The Director shall 
personally review, approve, and submit each report under this subsection on a non-
delegable basis. Each such report shall include— 

‘‘(1) for the period covered by the report— 
‘‘(A) the number of new allegations of sex-related offenses and sexual har-

assment reported to either such Office, disaggregated by restricted and un-
restricted reports; 

‘‘(B) the number of employees seeking legal assistance or services from ei-
ther such Office; 

‘‘(C) the number of new or ongoing cases in which either such Office has 
provided services; 

‘‘(D) a description of all training activities related to sex-related offenses 
and sexual harassment carried out Agency-wide, and the number of such 
trainings conducted; and 

‘‘(2) for the period beginning on the date of the enactment of the Intelligence 
Authorization Act for Fiscal Year 2024 and ending on the last day of the period 
covered by the report— 

‘‘(A) the total number of allegations of sex-related offenses and sexual 
harassment; 

‘‘(B) the disposition of each report of such an allegation; 
‘‘(C) any corrective action taken in response to each such report; 
‘‘(D) the number of such allegations that were not substantiated; and 
‘‘(E) the number of employee reassignment and relocation requests, in-

cluding— 
‘‘(i) the number of such requests that were granted; 
‘‘(ii) the number of such requests that were denied; and 
‘‘(iii) for any such request that was denied, the position of the indi-

vidual who denied the request and the reason for denial. 
‘‘(c) APPLICABILITY.—The policies developed pursuant to this section shall apply to 

each of the following: 
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‘‘(1) Any employee of the Agency. 
‘‘(2) Any employee of an entity that has entered into a contract with the Agen-

cy under which the employee performs functions at a facility associated with the 
Agency or functions associated with the Agency. 

‘‘(3) Any person who alleges they were sexually assaulted or harassed by an 
employee referred to in paragraph (1) or (2) at a facility associated with the 
Agency or during the performance of a function associated with the Agency.’’. 

(c) VICTIM AND WHISTLEBLOWER COUNSEL.—Such Act is further amended by add-
ing at the end the following new section: 
‘‘SEC. 31. VICTIM AND WHISTLEBLOWER COUNSEL. 

‘‘(a) ESTABLISHMENT.—The Director shall establish an Office of the Victim and 
Whistleblower Counsel. The head of the Office shall be the Victim and Whistle-
blower Counsel who shall report directly to the Chief Operating Officer of the Agen-
cy. The Office shall have the authority of an independent office within the Agency. 

‘‘(b) RESPONSIBILITIES.—The Victim and Whistleblower Counsel shall carry out the 
following responsibilities: 

‘‘(1) Providing legal assistance and consultation to employees of the Agency 
who are victims of alleged sex-related offenses or sexual harassment, regardless 
of whether the report of that offense is restricted or unrestricted. 

‘‘(2) Acting as the primary point of contact and entry point for Agency employ-
ees with respect to all allegations of, or concerns regarding, sex-related offenses 
and sexual harassment. 

‘‘(3) Managing the victim advocacy activities of the Agency for employees re-
porting sex-related offenses or sexual harassment. 

‘‘(4) Maintaining, and making available to Agency employees the following: 
‘‘(A) A list of physicians and mental health care providers (including from 

the private sector, as applicable) who have experience with the physical and 
mental health care needs of the Agency workforce. 

‘‘(B) A list of chaplains and religious counselors who have experience with 
the needs of the Agency workforce, including information regarding access 
to the Chaplain Corps established under section 26 of this Act. 

‘‘(C) Information regarding how to select and retain private attorneys who 
have experience with the legal needs of the Agency workforce, including de-
tailed information on the process for the appropriate sharing of information 
with retained private attorneys. 

‘‘(5) Facilitating communications with the Inspector General, Congress, and 
other outside entities. 

‘‘(c) RULE OF CONSTRUCTION.—The inclusion of any person on a list maintained 
or made available pursuant to subsection (b)(4) shall not be construed as an en-
dorsement of such person (or any service furnished by such person), and the Victim 
and Whistleblower Counsel shall not be liable, as a result of such inclusion, for any 
portion of compensable injury, loss, or damage attributable to such person or serv-
ice. 

‘‘(d) COMMUNICATIONS.—The relationship between the Victim and Whistleblower 
Counsel and a victim in the provision of legal assistance and consultation shall be 
the relationship between an attorney and client. 

‘‘(e) PURPOSE.—The Office of the Victim and Whistleblower Counsel shall— 
‘‘(1) solely function as an advocate for employees and not as an advocate for 

the Agency itself; and 
‘‘(2) not be a proponent of Agency policies for sex-related offenses or sexual 

harassment.’’. 
(d) REPORTING AND INVESTIGATION OF ALLEGATIONS OF SEX-RELATED OFFENSES 

AND SEXUAL HARASSMENT.—Such Act is further amended by adding at the end the 
following new section: 
‘‘SEC. 32. REPORTING AND INVESTIGATION OF ALLEGATIONS OF SEX-RELATED OFFENSES 

AND SEXUAL HARASSMENT. 

‘‘(a) POLICIES RELATING TO RESTRICTED AND UNRESTRICTED REPORTING OF SEX-RE-
LATED OFFENSES AND HARASSMENT.— 

‘‘(1) IN GENERAL.—The Director shall develop and implement policies, regula-
tions, personnel training, and workforce messaging to establish and provide in-
formation about restricted reports and unrestricted reports of allegations of sex- 
related offenses and sexual harassment within the Agency in accordance with 
this subsection. 

‘‘(2) WORKFORCE MESSAGING.—Workforce messaging developed under para-
graph (1) shall be designed to clearly inform Agency employees of the dif-
ferences between restricted and unrestricted reporting of allegations of sex-re-
lated offenses and sexual harassment, and which individual or office within the 
Agency is responsible for receiving each type of report. 
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‘‘(b) ELECTION.—Any person making a report containing an allegation of a sex-re-
lated offense or sexual harassment shall elect whether to make a restricted report 
or an unrestricted report. Once an election is made to make an unrestricted report, 
such election may not be changed. 

‘‘(c) UNRESTRICTED REPORTS.— 
‘‘(1) DISCLOSURE; ASSISTANCE.—A person who elects to make an unrestricted 

report containing an allegation of a sex-related offense or sexual harassment 
may disclose the report to any employee of the Agency. A person who elects to 
make an unrestricted report containing an allegation of a sex-related offense or 
sexual harassment may seek the assistance of another employee of the Agency 
with taking the action required under paragraph (2). 

‘‘(2) ACTION REQUIRED.—A person electing to make an unrestricted report con-
taining an allegation of a sex-related offense or sexual harassment shall submit 
the report to the Office of the Victim and Whistleblower Counsel. In the case 
of a person making an unrestricted report of sexual harassment, the Victim and 
Whistleblower Counsel shall facilitate the contact by the person with the Office 
of Equal Employment Opportunity. In the case of a person making an unre-
stricted report of a sex-related offense other than sexual harassment, the Victim 
and Whistleblower Counsel shall facilitate the contact of such person with the 
Sexual Assault Prevention and Response Office. 

‘‘(d) RESTRICTED REPORTS.— 
‘‘(1) PROCESS FOR MAKING REPORTS.—A person who elects to make a restricted 

report containing an allegation of a sex-related offense or sexual harassment 
shall submit the report to a person authorized to receive a restricted report 
under paragraph (2). 

‘‘(2) PERSON AUTHORIZED TO RECEIVE A RESTRICTED REPORT.—The following in-
dividuals are persons authorized to receive a restricted report: 

‘‘(A) The Chief Wellbeing Officer. 
‘‘(B) Any employee of the Office of Wellness and Workforce Support. 
‘‘(C) Any employee of the Office of the Victim and Whistleblower Counsel. 
‘‘(D) Any medical professional assigned to the Center for Global Health 

Services, or any successor organization employing Agency support staff. 
‘‘(E) Any employee of the Chaplain Corps of the Agency. 
‘‘(F) The Special Victim Investigator within the Office of Security. 
‘‘(G) Any medical professional, including a mental health professional. 
‘‘(H) Any additional employees that the Director determines appropriate. 

‘‘(3) ACTION REQUIRED.—A restricted report containing an allegation of a sex- 
related offense or sexual harassment— 

‘‘(A) shall be treated by the person who receives the report in the same 
manner as a communication covered by attorney-client privilege; 

‘‘(B) shall be privileged against disclosure with strict confidentiality and 
with the person making the report maintaining full control over all deci-
sions related to any further dissemination, except in cases of an imminent 
threat of serious bodily harm; 

‘‘(C) shall not result in a referral to law enforcement or commencement 
of a formal administrative investigation, unless the victim elects to change 
the report from a restricted report to an unrestricted report; 

‘‘(D) in a case requiring an employee reassignment, relocation, or other 
mitigation or protective measures, shall result only in actions that are man-
aged in a manner to limit, to the extent possible, the disclosure of any infor-
mation contained in the report; and 

‘‘(E) shall be exempt from any Federal or, to the maximum extent per-
mitted by the Constitution, State reporting requirements, including the re-
quirements under section 535(b) of title 28, United States Code, section 
17(b)(5) of this Act, and section 1.6(b) of Executive Order 12333 (50 U.S.C. 
3001 note; relating to United States intelligence activities), except when re-
porting is necessary to prevent or mitigate an imminent threat of serious 
bodily harm. 

‘‘(e) INCIDENT REPORTS WHEN VICTIM OR ALLEGED PERPETRATOR IS AN AGENCY 
EMPLOYEE.— 

‘‘(1) INCIDENT REPORTING POLICY.—The Director shall establish and maintain 
a policy under which— 

‘‘(A) in the case of an unrestricted report of— 
‘‘(i) sexual harassment, the head of the Office of Equal Employment 

Opportunity is required to submit a written incident report not later 
than 8 days after receiving a formal complaint containing an allegation 
of sexual harassment; and 

‘‘(ii) a sex-related offense other than sexual harassment, the head of 
the Sexual Assault Prevention and Response Office is required to sub-
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mit a written incident report not later than 8 days after receipt of the 
unrestricted report; and 

‘‘(B) each such incident report required under subparagraph (A) shall be 
provided to— 

‘‘(i) the Chief Operating Officer of the Agency; 
‘‘(ii) the Special Victim Investigator; 
‘‘(iii) the Office of the Victim and Whistleblower Counsel; 
‘‘(iv) the Sexual Assault Prevention and Response Office; 
‘‘(v) the Office of Equal Employment Opportunity; and 
‘‘(vi) such other individuals as the Director determines appropriate. 

‘‘(2) PURPOSE.—The purpose of an incident report required under paragraph 
(1) is to— 

‘‘(A) record the details about actions taken or in progress to provide the 
necessary care and support to the victim of the alleged incident; 

‘‘(B) refer the allegations to the appropriate investigatory or law enforce-
ment agency; and 

‘‘(C) provide initial formal notification of the alleged incident. 
‘‘(3) ELEMENTS.—Each incident report required under paragraph (1) shall in-

clude each of the following: 
‘‘(A) The time, date, and location of the alleged sex-related offense or sex-

ual harassment. 
‘‘(B) An identification of the type of offense or harassment alleged. 
‘‘(C) An identification of the assigned office and location of the victim. 
‘‘(D) An identification of the assigned office and location of the alleged 

perpetrator, including information regarding whether the alleged perpe-
trator has been temporarily transferred or removed from an assignment or 
otherwise restricted, if applicable. 

‘‘(E) A description of any post-incident actions taken in connection with 
the incident, including— 

‘‘(i) referral to any services available to victims, including the date of 
each referral; 

‘‘(ii) notification of the incident to appropriate investigatory organiza-
tions, including the organizations notified and dates of notifications; 
and 

‘‘(iii) issuance of any personal protection orders or steps taken to sep-
arate the victim and the alleged perpetrator within their place of em-
ployment. 

‘‘(F) Such other elements as the Director determines appropriate. 
‘‘(f) COMMON PERPETRATOR NOTICE REQUIREMENT.— 

‘‘(1) UNRESTRICTED REPORTS.—Upon receipt of an incident report under sub-
section (e)(1) containing an allegation of a sex-related offense or sexual harass-
ment against an individual known to be the subject of at least one allegation 
of a sex-related offense or sexual harassment by another reporter, the Special 
Victim Investigator shall notify each of the following of all existing allegations 
against the individual: 

‘‘(A) The Director. 
‘‘(B) The Chief Operating Officer. 
‘‘(C) The head of the directorate employing the individual. 
‘‘(D) The head of the Sexual Assault Prevention and Response Office. 
‘‘(E) The first supervisor of the individual. 
‘‘(F) The Inspector General. 
‘‘(G) The Victim and Whistleblower Counsel. 

‘‘(2) RESTRICTED REPORTS.—Upon receipt of a restricted report under sub-
section (d), the Victim and Whistleblower Counsel shall notify any victim known 
to have filed a restricted report against the same individual who is the subject 
of the report under paragraph (1) that another allegation has been made 
against the individual who is the subject of the report under paragraph (1). 

‘‘(g) APPLICABILITY.—The policies developed pursuant to this section shall apply to 
each of the following: 

‘‘(1) Any employee of the Agency. 
‘‘(2) Any employee of an entity that has entered into a contract with the Agen-

cy under which the employee performs functions at a facility associated with the 
Agency or functions associated with the Agency. 

‘‘(3) Any person who makes an allegation of a sex-related offense or sexual 
harassment against an employee referred to in paragraph (1) or (2) at a facility 
associated with the Agency or during the performance of a function associated 
with the Agency. 

‘‘(h) RECORDS.—The Director shall establish a system for tracking and perma-
nently maintaining all Agency records related to any investigation into an allegation 
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of a sex-related offense or sexual harassment made in an unrestricted report, includ-
ing any related medical documentation.’’. 

(e) SPECIAL VICTIM INVESTIGATOR.—Such Act is further amended by adding at the 
end the following new section: 
‘‘SEC. 33. SPECIAL VICTIM INVESTIGATOR. 

‘‘(a) ESTABLISHMENT.—The Director shall establish in the Office of Security a Spe-
cial Victim Investigator, who shall be responsible for investigating all unrestricted 
reports containing allegations of sex-related offenses other than sexual harassment 
and supporting, as appropriate, the Office of Equal Employment Opportunity with 
investigating formal complaints containing allegations of sexual harassment. The 
person appointed as the Investigator shall be an appropriately credentialed Federal 
law enforcement officer and may be a detailee from a Federal law enforcement enti-
ty. 

‘‘(b) RESPONSIBILITIES.—The Investigator shall be responsible for— 
‘‘(1) supporting the Office of Equal Employment Opportunity with investiga-

tions into formal complaints containing allegations of sexual harassment, as ap-
propriate; 

‘‘(2) investigating unrestricted reports containing allegations of sex-related of-
fenses, including the conduct and management of all internal Agency inquiries, 
investigations, and other fact-finding activities related to specific allegations of 
sex-related offenses; 

‘‘(3) testifying in a criminal prosecution in any venue, where appropriate; 
‘‘(4) serving as the case agent for a criminal investigation in any venue, where 

appropriate; 
‘‘(5) supporting engagement with law enforcement relating to such allegations, 

where appropriate, including coordinating related cases with other Federal, 
State, local, and Tribal law enforcement agencies, as necessary and appropriate, 
pursuant to regulations, requirements, and procedures developed in consulta-
tion with the Federal Bureau of Investigation, for any such inquiries, investiga-
tions, or other fact-finding activities; 

‘‘(6) developing and implementing policies and procedures necessary for the 
Investigator or any law enforcement partner to conduct effective investigations 
and also protect sensitive information; 

‘‘(7) serving as the only authorized investigative body in the Agency for allega-
tions of sex-related offenses, except that, in the case of an allegation of a sex- 
related offense involving an employee of the Office of Security, the Investigator 
shall coordinate with appropriate criminal investigators who are detailed to the 
Agency for other missions or employed by another Federal law enforcement en-
tity, as necessary, to maintain the integrity of the investigation and mitigate 
potential conflicts of interest; 

‘‘(8) establishing and coordinating clear policies regarding which agency 
should take the lead on conducting, or be the lead in coordinating with local 
law enforcement when applicable, investigations of sexual assault and sexual 
harassment overseas; and 

‘‘(9) sharing information with the Victim and Whistleblower Counsel to facili-
tate the support and advocacy of such Counsel for victims of alleged sex-related 
offenses or sexual harassment. 

‘‘(c) TIMEFRAME FOR INVESTIGATIONS.—The Investigator shall— 
‘‘(1) ensure that any investigative support for a formal complaint containing 

allegations of sexual harassment shall occur within any investigation timelines 
required by applicable law; 

‘‘(2) ensure that any investigation into an allegation of a sex-related offense 
contained in an unrestricted report is completed by not later than 60 days after 
the date on which the report is referred to the Investigator under section 
32(e)(1); and 

‘‘(3) if the Investigator determines that the completion of an investigation will 
take longer than 60 days— 

‘‘(A) not later than 60 days after the date on which the report is referred 
to the Investigator under section 32(e)(1), submit to the Director a request 
for an extension that contains a summary of the progress of the investiga-
tion, the reasons why the completion of the investigation requires addi-
tional time, and a plan for the completion of the investigation; and 

‘‘(B) provide to the person who made the report and the person against 
whom the allegation in the report was made notice of the extension of the 
investigation.’’. 

(f) IMPLEMENTATION AND REPORTING REQUIREMENTS.— 
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(1) DEADLINE FOR IMPLEMENTATION.—Not later than 180 days after the date 
of the enactment of this Act, the Director of the Central Intelligence Agency 
shall— 

(A) establish the Office of the Victim and Whistleblower Counsel, as re-
quired by section 31 of the Central Intelligence Agency Act of 1949, as 
added by subsection (c); 

(B) establish and implement the policies required under sections 30 and 
32 of the Central Intelligence Agency Act of 1949, as added by subsections 
(b) and (d), respectively; 

(C) consolidate the responsibilities of the Director under such sections 30 
and 32 in a single Office, as determined by the Director; and 

(D) establish the Special Victim Investigator, as required by section 33 
of the Central Intelligence Agency Act of 1949, as added by subsection (e). 

(2) REPORT.— 
(A) IN GENERAL.—Not later than 90 days after the date of the enactment 

of this Act, and every 90 days thereafter for 2 years, the Director of the 
Central Intelligence Agency shall submit to the appropriate congressional 
committees a report on the implementation of this section and the amend-
ments made by this section. The Director shall personally review, approve, 
and submit each report under this paragraph on a nondelegable basis. 

(3) APPROPRIATE CONGRESSIONAL COMMITTEES DEFINED.—In this subsection, 
the term ‘‘appropriate congressional committees’’ means— 

(A) the Permanent Select Committee on Intelligence and the Sub-
committee on Defense of the Committee on Appropriations of the House of 
Representatives; and 

(B) the Select Committee on Intelligence and the Subcommittee on De-
fense of the Committee on Appropriations of the Senate. 

TITLE I—MATTERS RELATING TO 
TECHNOLOGY AND INNOVATION 

SEC. 901. INTELLIGENCE COMMUNITY INNOVATION UNIT. 

(a) ESTABLISHMENT.—Title I of the National Security Act of 1947 (50 U.S.C. 3021 
et seq.) is amended by inserting after section 103K the following new section (and 
conforming the table of contents at the beginning of such Act accordingly): 
‘‘SEC. 103L. INTELLIGENCE COMMUNITY INNOVATION UNIT. 

‘‘(a) ESTABLISHMENT.—The Director of National Intelligence shall establish within 
the Office of the Director of National Intelligence a unit to be known as the ‘Intel-
ligence Community Innovation Unit’ (in this section referred to as the ‘Unit’). 

‘‘(b) DUTIES.—The duties of the Unit shall be as follows: 
‘‘(1) To identify and evaluate commercial emerging technologies for potential 

adoption by the intelligence community to fulfill critical mission needs. 
‘‘(2) To assist the heads of the elements of the intelligence community in iden-

tifying commercial emerging technologies and associated capabilities to address 
critical mission needs of that element. 

‘‘(3) To provide to the heads of the elements of the intelligence community 
seeking to field commercial emerging technologies technical expertise with re-
spect to such technologies. 

‘‘(4) To manage the prototyping program under subsection (e). 
‘‘(5) To facilitate the transition of potential solutions to critical mission needs 

of the intelligence community from research and prototype projects to produc-
tion. 

‘‘(6) To serve as a liaison between the intelligence community and the private 
sector (with a focus on small- and medium-sized companies and other organiza-
tions that do not have significant experience engaging with the intelligence 
community) to fulfill the duties listed in paragraphs (1) through (5), in coordina-
tion with the head of the Office of Engagement established under section 122. 

‘‘(c) DIRECTOR OF UNIT.— 
‘‘(1) APPOINTMENT; REPORTING.—The head of the Unit is the Director of the 

Intelligence Community Innovation Unit, who shall be appointed by the Direc-
tor of National Intelligence and shall report directly to the Director of National 
Intelligence. 

‘‘(2) QUALIFICATIONS.—In selecting an individual for appointment as the Di-
rector of the Intelligence Community Innovation Unit, the Director of National 
Intelligence shall give preference to individuals who the Director of National In-
telligence determines have— 
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‘‘(A) significant relevant experience involving commercial emerging tech-
nology within the private sector; and 

‘‘(B) a demonstrated history of fostering the adoption of commercial 
emerging technologies by the United States Government or the private sec-
tor. 

‘‘(d) STAFF.— 
‘‘(1) IN GENERAL.—In addition to the Director of the Intelligence Community 

Innovation Unit, the Unit shall be composed of not more than 50 full-time 
equivalent positions. 

‘‘(2) STAFF WITH CERTAIN EXPERTISE.—The Director of National Intelligence 
shall ensure that there is a sufficient number of staff of the Unit, as determined 
by the Director, with expertise in— 

‘‘(A) other transaction authorities and nontraditional and rapid acquisi-
tion pathways for emerging technology; 

‘‘(B) engaging and evaluating small- and medium-sized emerging tech-
nology companies; 

‘‘(C) the mission needs of the intelligence community; and 
‘‘(D) any other skills or experiences the Director determines necessary. 

‘‘(3) SPECIAL HIRING AND RETENTION AUTHORITIES.— 
‘‘(A) IN GENERAL.—The Director of National Intelligence shall take such 

steps as may be necessary to incentivize the hiring and retention of staff 
of the Unit. 

‘‘(B) SPECIAL PAY.—In establishing the rates of pay for the positions speci-
fied in paragraph (1), and to the extent practicable, the Director of National 
Intelligence may use the special pay authority under section 113B. 

‘‘(4) AUTHORITY RELATING TO DETAILEES.—Upon request of the Unit, each 
head of an element of the intelligence community may detail to the Unit any 
of the personnel of that element to assist in carrying out the duties under sub-
section (b) on a reimbursable or a nonreimbursable basis. 

‘‘(e) PROTOTYPING PROGRAM.—The Director of the Intelligence Community Innova-
tion Unit shall establish a program to transition research and prototype projects to 
products in a production stage for the purpose of fulfilling critical mission needs of 
the intelligence community (in this subsection referred to as the ‘program’), includ-
ing by designating projects as Emerging Technology Transition Projects under sec-
tion 6713 of the Intelligence Authorization Act for Fiscal Year 2023 (Public Law 
117–263; 50 U.S.C. 3024 note; 136 Stat. 3568). 

‘‘(f) ENCOURAGEMENT OF USE BY ELEMENTS.—The Director of National Intelligence 
shall take such steps as may be necessary to encourage the use of the Unit by the 
heads of the other elements of the intelligence community. 

‘‘(g) EMERGING TECHNOLOGY DEFINED.—In this section, the term ‘emerging tech-
nology’ has the meaning given that term in section 6701 of the Intelligence Author-
ization Act for Fiscal Year 2023 (Public Law 117–263; 50 U.S.C. 3024 note; 136 Stat. 
3561).’’. 

(b) CLARIFICATION OF EMERGING TECHNOLOGY DEFINITION.—Section 6701(8)(A) of 
the Intelligence Authorization Act for Fiscal Year 2023 (Public Law 117–263; 50 
U.S.C. 3024 note; 136 Stat. 3561) is amended by striking ‘‘during the 10-year period 
beginning on January 1, 2022’’ and inserting ‘‘during the subsequent 10-year pe-
riod’’. 

(c) DEADLINE FOR ESTABLISHMENT.—Not later than 1 year after the date of the 
enactment of this Act, the Director of National Intelligence shall establish the Intel-
ligence Community Innovation Unit. 

(d) PLAN AND BRIEFINGS.— 
(1) PLAN.—Not later than 180 days after the date of the enactment of this 

Act, the Director of National Intelligence shall submit to the congressional intel-
ligence committees a plan for the establishment of the Intelligence Community 
Innovation Unit. 

(2) BRIEFINGS.—Not later than 180 days after the date of the enactment of 
this Act, and on a biannual basis thereafter for 5 years, the Director of National 
Intelligence shall provide to the appropriate congressional committees a briefing 
on the status of the Intelligence Community Innovation Unit, the staffing levels 
of such Unit, and the progress of such Unit in identifying and facilitating the 
adoption of commercial emerging technologies capable of advancing the mission 
needs of the intelligence community. 

(e) DEFINITIONS.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term ‘‘appropriate con-

gressional committees’’ means— 
(A) the congressional intelligence committees; and 
(B) the Committees on Appropriations of the House of Representatives 

and the Senate. 
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(2) EMERGING TECHNOLOGY.—The term ‘‘emerging technology’’ has the mean-
ing given such term in section 103L of the National Security Act of 1947 (as 
added by subsection (a)). 

(3) INTELLIGENCE COMMUNITY INNOVATION UNIT.—The term ‘‘Intelligence 
Community Innovation Unit’’ means the Intelligence Community Innovation 
Unit established under such section 103L. 

SEC. 902. ESTABLISHMENT OF OFFICE OF ENGAGEMENT. 

(a) ESTABLISHMENT.—Title I of the National Security Act of 1947 (50 U.S.C. 3021 
et seq.), as amended by section 901, is further amended by adding at the end the 
following new section (and conforming the table of contents at the beginning of such 
Act accordingly): 
‘‘SEC. 122. OFFICE OF ENGAGEMENT. 

‘‘(a) ESTABLISHMENT.—There is within the Office of the Director of National Intel-
ligence an Office of Engagement (in this section referred to as the ‘Office’). 

‘‘(b) HEAD; STAFF.— 
‘‘(1) HEAD.—The Director of National Intelligence shall appoint as head of the 

Office an individual with requisite experience in matters relating to the duties 
of the Office, as determined by the Director of National Intelligence. Such head 
of the Office shall report directly to the Director of National Intelligence. 

‘‘(2) STAFF.—To assist the head of the Office in fulfilling the duties of the Of-
fice, the head shall employ full-time equivalent staff in such number, and with 
such requisite expertise in matters relating to such duties, as may be deter-
mined by the head. 

‘‘(c) DUTIES.—The duties of the Office shall be as follows: 
‘‘(1) To coordinate and facilitate across the elements of the intelligence com-

munity efforts regarding outreach, relationship development, and associated 
knowledge and relationship management, with covered entities. 

‘‘(2) To assist in sharing best practices regarding such efforts among the ele-
ments of the intelligence community. 

‘‘(3) To establish and implement metrics to assess the effectiveness of such ef-
forts. 

‘‘(d) COVERED ENTITY DEFINED.—In this section, the term ‘covered entity’ means 
an entity that is not an entity of the United States Government, including private 
sector companies, institutions of higher education, trade associations, think tanks, 
laboratories, international organizations, and foreign partners and allies.’’. 

(b) DEADLINE.—The Director of National Intelligence shall establish the Office of 
Engagement by not later than 1 year after the date of the enactment of this Act. 

(c) PLAN AND BRIEFINGS.— 
(1) PLAN.—Not later than 180 days after the date of the enactment of this 

Act, the Director of National Intelligence shall submit to the congressional intel-
ligence committees a plan for the establishment of the Office of Engagement. 

(2) QUARTERLY BRIEFINGS.—Not later than 1 year after the date of the estab-
lishment of the Office of Engagement, and on a quarterly basis for 5 years 
thereafter, the Director of National Intelligence shall submit to the congres-
sional intelligence committees a briefing on the status of the Office, including 
with respect to the staffing levels, activities, and fulfilment of duties of the Of-
fice. 

(d) DEFINITIONS.—In this section, the term ‘‘Office of Engagement’’ means the Of-
fice of Engagement established under section 122 of the National Security Act of 
1947, as added by subsection (a). 
SEC. 903. REQUIREMENT FOR A CHIEF TECHNOLOGY OFFICER WITHIN EACH ELEMENT OF 

THE INTELLIGENCE COMMUNITY. 

(a) REQUIREMENT.—Not later than 180 days after the date of enactment of this 
Act, the head of each element of the intelligence community shall ensure there is 
within such element a senior official designated as the chief technology officer of 
such element. 

(b) RESPONSIBILITY.—The chief technology officer of each element of the intel-
ligence community shall be responsible for assisting the head of such element in the 
identification and adoption of technology to advance mission needs. 
SEC. 904. REQUIREMENT TO AUTHORIZE ADDITIONAL SECURITY CLEARANCES FOR CERTAIN 

CONTRACTORS. 

(a) REQUIREMENT.—Notwithstanding any provision of law to the contrary, con-
sistent with Executive Order 12968 (60 Fed. Reg. 40245; relating to access to classi-
fied information), or any successor thereto and Executive Order 10865 (25 Fed. Reg. 
1583; relating to safeguarding classified information within industry), or any suc-
cessor thereto, and subject to the limitations described in subsection (b)— 
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(1) any entity that enters into a covered contract or agreement with an ele-
ment of the intelligence community may designate an additional number of cov-
ered persons who may submit an application for a security clearance; 

(2) the appropriate authorized investigative agency and authorized adjudica-
tive agency, as such terms are defined in section 3001(a) of the Intelligence Re-
form and Terrorism Prevention Act of 2004 (50 U.S.C. 3341(a)), shall— 

(A) upon receiving such an application— 
(i) conduct an appropriate investigation of the background of the ad-

ditional covered person; and 
(ii) make a determination as to whether the additional covered per-

son is eligible for access to classified information; and 
(B) if the determination under subparagraph (A)(ii) is favorable, upon any 

of the specified number of covered persons required to hold a security clear-
ance for the performance of work under that covered contract or agreement 
becoming unable to perform such work, make a determination as to wheth-
er the additional covered person has a demonstrated need-to-know under 
such an Executive Order (without requiring an additional investigation to 
be conducted under subparagraph (A)(i)); and 

(3) if the additional covered person receives a favorable determination regard-
ing the need-to-know under paragraph (2)(B) and signs an approved nondisclo-
sure agreement, the additional covered person may perform such work in lieu 
of such covered person. 

(b) LIMITATIONS.—The limitations described in this subsection are as follows: 
(1) LIMITATION ON NUMBER DESIGNATED PER CONTRACT.—The additional num-

ber designated by an entity under subsection (a) for each covered contract or 
agreement may not exceed the greater of the following: 

(A) 10 percent of the number of security clearances required to be held 
by covered persons to perform work under the covered contract or agree-
ment. 

(B) 1 person. 
(2) LIMITATION ON NUMBER DESIGNATED PER ENTITY.—The total additional 

number designated by an entity under subsection (a) may not exceed the great-
er of the following: 

(A) 10 percent of the sum total number of security clearances required 
to be held by covered persons to perform work under all covered contracts 
or agreements of the entity. 

(B) 1 person. 
(c) PROHIBITION.—No application for a security clearance may be submitted by a 

covered person of an entity or granted pursuant to subsection (a) in excess of the 
limitations under subsection (b) applicable to such entity. 

(d) COSTS.— 
(1) AUTHORITY TO CHARGE AND COLLECT.—The head of each element of the in-

telligence community may charge fees or collect amounts to cover the exact 
costs associated with granting or maintaining a security clearance an applica-
tion for which is submitted to the head pursuant to subsection (a)(1). 

(2) RETENTION OF AMOUNTS.—Notwithstanding section 3302(b) of title 31, 
United States Code— 

(A) the head of each element of the intelligence community may retain 
amounts received under paragraph (1); and 

(B) any amount so retained shall be deposited into an account to be deter-
mined by such head and shall be made available without subsequent appro-
priation until expended for the purpose of granting or maintaining the re-
spective security clearance for which such amount was received. 

(3) PROHIBITION ON BEARING COSTS.—No head of an element of the intel-
ligence community may bear any cost associated with granting or maintaining 
a security clearance the application for which is submitted pursuant to sub-
section (a)(1). 

(e) APPLICABILITY.—The requirement under subsection (a) shall apply with respect 
to contracts and other agreements entered into on or after the date of the enactment 
of this Act. 

(f) RULE OF CONSTRUCTION.—Nothing in this section may be construed as requir-
ing the head of an element of the intelligence community to grant any covered per-
son access to classified information if a favorable determination of eligibility to ac-
cess such classified information is not made with respect to such person. 

(g) DEFINITIONS.—In this section: 
(1) COVERED CONTRACT OR AGREEMENT.—The term ‘‘covered contract or agree-

ment’’, with respect to an entity, means a contract or other agreement between 
that entity and an element of the intelligence community the performance of 
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which requires a specified number of covered persons to hold a security clear-
ance. 

(2) COVERED PERSON.—In this section, the term ‘‘covered person’’, with respect 
to an entity, means a contractor or employee of that entity. 

SEC. 905. INTELLIGENCE INNOVATION BOARD. 

(a) ESTABLISHMENT OF INTELLIGENCE INNOVATION BOARD.—There is established a 
board to be known as the Intelligence Innovation Board (in this section referred to 
as the ‘‘Board’’). 

(b) PURPOSE.—The purpose of the Board is to provide to the Director of National 
Intelligence, the heads of the other elements of the intelligence community, and the 
congressional intelligence committees advice and recommendations on changes to 
the culture, organizational structures, processes, and functions of the intelligence 
community necessary to address the adoption of emerging technologies by the intel-
ligence community and to accelerate such adoption. 

(c) MEMBERSHIP.— 
(1) APPOINTMENT OF MEMBERS.—The Board shall be composed of 9 members 

appointed by the Director of National Intelligence, after consultation with the 
Chair and Ranking Member of the Permanent Select Committee on Intelligence 
of the House of Representatives and the Chair and Vice Chair of the Select 
Committee on Intelligence of the Senate, from among citizens of the United 
States— 

(A) who are not officers or employees of an element of the intelligence 
community; 

(B) who are eligible to hold an appropriate security clearance; 
(C) who have demonstrated academic, government, business, or other ex-

pertise relevant to the mission and functions of the intelligence community; 
and 

(D) who the Director of National Intelligence determines— 
(i) meet at least 1 of the qualifications described in paragraph (2); 

and 
(ii) do not present a conflict of interest. 

(2) QUALIFICATIONS.—The qualifications described in this paragraph are the 
following: 

(A) A proven track record of sound judgment in leading or governing a 
large and complex private sector corporation or organization. 

(B) A proven track record as a distinguished academic or researcher at 
an accredited institution of higher education (as defined in section 101 of 
the Higher Education Act of 1965 (20 U.S.C. 1001)). 

(C) Demonstrated experience in identifying emerging technologies and fa-
cilitating the adoption of such technologies into the operations of large orga-
nizations in either the public or private sector. 

(D) Demonstrated experience in developing new technology. 
(3) CHAIR.—The Board shall have a Chair, who shall be appointed by the Di-

rector of National Intelligence from among the members of the Board, after con-
sultation with the Chair and Ranking Member of the Permanent Select Com-
mittee on Intelligence of the House of Representatives and the Chair and Vice 
Chair of the Select Committee on Intelligence of the Senate. 

(4) NOTIFICATIONS.—Not later than 30 days after the date on which the Direc-
tor of National Intelligence appoints a member to the Board under paragraph 
(1), or appoints a member of the Board as Chair under paragraph (3), the Direc-
tor shall notify the congressional intelligence committees of such appointment 
in writing. 

(5) TERMS.— 
(A) IN GENERAL.—Except as provided in subparagraph (B), each member 

of the Board shall be appointed for a term of 2 years. 
(B) VACANCIES.—A member of the Board appointed to fill a vacancy oc-

curring before the expiration of the term for which the predecessor of the 
member was appointed shall be appointed only for the remainder of that 
term. A vacancy in the Board shall not affect the powers of the Board and 
shall be filled in the manner in which the original appointment was made. 

(C) REAPPOINTMENT.—A member of the Board may only be reappointed 
for 1 additional 2-year term. 

(6) PROHIBITION ON COMPENSATION.—Except as provided in paragraph (7), 
members of the Board shall serve without pay. 

(7) TRAVEL EXPENSES.—Each member of the Board shall receive travel ex-
penses, including per diem in lieu of subsistence, in accordance with applicable 
provisions under subchapter I of chapter 57 of title 5, United States Code. 
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(8) MEETINGS.—The Board shall meet as necessary to carry out its purpose 
and duties under this section, but shall meet in person not less frequently than 
on a quarterly basis. A majority of the members of the Board shall constitute 
a quorum. 

(d) STAFF.— 
(1) COMPOSITION.—The Board shall be composed of full-time staff with req-

uisite experience to assist the Board in carrying out its purpose and duties 
under this section in such number as the Director of National Intelligence de-
termines appropriate. Such staff may be appointed by the Director of National 
Intelligence or detailed or otherwise assigned from another element of the intel-
ligence community. 

(2) SECURITY CLEARANCES.—Staff of the Board, shall, as a condition of ap-
pointment, detail, or assignment to the Board, as the case may be, hold appro-
priate security clearances for access to the classified records and materials to 
be reviewed by the staff, and shall follow the guidance and practices on security 
under applicable Executive orders and Presidential or agency directives. 

(e) CONTRACT AUTHORITY.—The Board may contract with and compensate govern-
ment and private agencies or persons to enable the Board to carry out its purpose 
and duties under this section, without regard to section 6101 of title 41, United 
States Code. 

(f) REPORTS.— 
(1) SUBMISSION.—Beginning on the date that is 2 years after the date on 

which the Board is established, and once every 2 years thereafter until the date 
on which the Board terminates under subsection (i), the Board shall submit to 
the Director of National Intelligence and the congressional intelligence commit-
tees a report on the activities of the Board, which shall include, with respect 
to the period covered by the report, the following: 

(A) An assessment of the efforts of the intelligence community taken dur-
ing such period to accelerate the adoption of emerging technologies by the 
intelligence community, including such efforts taken with respect to the cul-
ture, organizational structures, processes, or functions of the intelligence 
community. 

(B) Recommendations on how the intelligence community may make fur-
ther progress to accelerate such adoption, including recommendations on 
changes to the culture, organizational structures, processes, and functions 
of the intelligence community necessary for such accelerated adoption. 

(C) Any other matters the Board or the Director of National Intelligence 
determines appropriate. 

(2) FORM.—Each report under paragraph (1) may be submitted in classified 
form, but if so submitted shall include an unclassified executive summary. 

(g) NONAPPLICABILITY OF CERTAIN REQUIREMENTS.—Chapter 10 of title 5, United 
States Code, (commonly known as the ‘‘Federal Advisory Committee Act’’) shall not 
apply to the Board. 

(h) TERMINATION.— 
(1) IN GENERAL.—Except as provided in paragraph (2), the Board shall termi-

nate on September 30, 2028. 
(2) RENEWAL.—The Director of National Intelligence may renew the Board for 

an additional 4-year period following the date of termination specified in para-
graph (1) if the Director notifies the congressional intelligence committees of 
such renewal. 

(i) CHARTER.—Not later than 90 days after the date of the enactment of this Act, 
the Director of National Intelligence shall establish a charter for the Board, con-
sistent with this section. 
SEC. 906. PROGRAMS FOR NEXT-GENERATION MICROELECTRONICS IN SUPPORT OF ARTIFI-

CIAL INTELLIGENCE. 

(a) PROGRAM ESTABLISHMENT.—The Director of National Intelligence, acting 
through the Director of the Intelligence Advanced Research Projects Activity, shall 
establish or otherwise oversee a program to advance microelectronics research. 

(b) RESEARCH FOCUS.—The Director of National Intelligence shall ensure that the 
research carried out under the program established under subsection (a) is focused 
on the following: 

(1) Advanced engineering and applied research into next-generation com-
puting models, materials, devices, architectures, and algorithms to enable the 
advancement of artificial intelligence and machine learning. 

(2) Efforts to— 
(A) overcome challenges with engineering and applied research of micro-

electronics, including with respect to the physical limits on transistors, elec-
trical interconnects, and memory elements; 
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(B) promote long-term advancements in computing technologies, including 
by fostering a unified and multidisciplinary approach encompassing re-
search and development into— 

(i) next-generation algorithm design; 
(ii) next-generation compute capability; 
(iii) generative and adaptive artificial intelligence for design applica-

tions; 
(iv) photonics-based microprocessors, including electrophotonics; 
(v) the chemistry and physics of new materials; 
(vi) optical communication networks, including electrophotonics; and 
(vii) safety and controls for generative artificial intelligence applica-

tions for the intelligence community. 
(3) Any other activity the Director determines would promote the develop-

ment of microelectronics research for future technologies, including optical com-
munications or quantum technologies. 

(c) COLLABORATION AND PARTNERSHIPS.—In carrying out the program established 
under subsection (a), the Director of National Intelligence shall actively collaborate 
with relevant Government agencies, academic institutions, and private industry to 
leverage expertise and resources in conducting research. 

(d) AUTHORIZATION OF APPROPRIATIONS.—Amounts authorized to be appropriated 
for the National Intelligence Program of the Office of the Director of National Intel-
ligence may be made available to award contracts and grants, and to enter into 
transactions other than contracts, to carry out the program established under sub-
section (a). 

(e) REPORTING REQUIREMENTS.—The Director of the Intelligence Advanced Re-
search Projects Activity shall provide to the congressional intelligence committees 
regular briefings on— 

(1) the progress, achievements, and outcomes of the program established 
under subsection (a); 

(2) the partnerships and collaborations conducted pursuant to subsection (c); 
and 

(3) recommendations for future research priorities. 
SEC. 907. PROGRAM FOR BEYOND 5G. 

(a) ESTABLISHMENT.—The Director of National Intelligence, acting through the Di-
rector of the Intelligence Advanced Research Projects Activity, may initiate or other-
wise carry out a program dedicated to research and development efforts relevant to 
6G technology and any successor technologies. 

(b) CONSULTATION.—In carrying out any program under subsection (a), the Direc-
tor shall consult with— 

(1) relevant— 
(A) heads of Federal departments and agencies; 
(B) private sector entities; 
(C) institutions of higher learning; and 
(D) federally funded research and development centers; and 

(2) such other individuals and entities as the Director determines appropriate. 
(c) 6G TECHNOLOGY DEFINED.—In this section, the term ‘‘6G technology’’ means 

hardware, software, or other technologies relating to sixth-generation wireless net-
works. 
SEC. 908. INTELLIGENCE COMMUNITY COMMERCIAL REMOTE SENSING REQUIREMENTS. 

(a) SENSE OF CONGRESS.—It is the sense of Congress that— 
(1) the United States benefits from a robust commercial remote sensing indus-

try that supports a science, technology, engineering, and mathematics academic 
pipeline, enables skilled manufacturing jobs, and fosters technological innova-
tion; 

(2) commercial remote sensing capabilities complement and augment dedi-
cated Government remote sensing capabilities, both when integrated into Gov-
ernment architectures and leveraged as stand-alone services; 

(3) the Director of National Intelligence and Under Secretary of Defense for 
Intelligence and Security should serve as the United States Government leads 
for commercial remote sensing procurement and seek to accommodate commer-
cial remote sensing needs of the intelligence community, the Department of De-
fense, and Federal civil organizations under the preview of the cognizant func-
tional managers; and 

(4) a transparent, sustained investment by the United States Government in 
commercial remote sensing capabilities— 

(A) is required to strengthen the United States commercial remote sens-
ing commercial industry; and 
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(B) should include electro-optical, synthetic aperture radar, hyperspectral, 
and radio frequency detection and other innovative phenemonology that 
may have national security applications. 

(b) GUIDANCE REQUIRED.—Not later than 180 days after the date of the enactment 
of this Act, the Director of National Intelligence and the Under Secretary of Defense 
for Intelligence and Security shall jointly develop guidance requiring the Commer-
cial Strategy Board or, if that is not feasible, such other entities within the intel-
ligence community and the Department of Defense that the Director and the Under 
Secretary determine appropriate, to perform, on a recurring basis, the following 
functions related to commercial remote sensing: 

(1) Validation of the current and long-term commercial remote sensing capa-
bility needs, as determined by the relevant functional managers, of the Depart-
ment of Defense, the intelligence community, and Federal civil users under the 
preview of the cognizant functional managers. 

(2) Development of commercial remote sensing requirements documents that 
are unclassified and releasable to United States commercial industry. 

(3) Development of a cost estimate that is unclassified and releasable to 
United States commercial industry, covering at least 5 years, associated with 
fulfilling the requirements contained in the commercial remote sensing require-
ments documents referred developed under paragraph (2). 

(c) FUNDING LEVELS.—In the case of any fiscal year for which a cost estimate is 
developed under subsection (b)(3) and for which the budget of the President (as sub-
mitted to Congress pursuant to section 1105 of title 31, United States Code) re-
quests a level of funding for the procurement of commercial remote sensing require-
ments that is less than the amount identified in the cost estimate, the President 
shall include with the budget an explanation for the difference. 

(d) REPORT.— 
(1) IN GENERAL.—Not later than 180 days after the date of the enactment of 

this Act, the Director of National Intelligence and the Under Secretary of De-
fense for Intelligence and Security shall jointly submit to the appropriate con-
gressional committees a report on the implementation of subsection (b). 

(2) APPROPRIATE CONGRESSIONAL COMMITTEES DEFINED.—In this subsection, 
the term ‘‘appropriate congressional committees’’ means— 

(A) the congressional intelligence committees; 
(B) the congressional defense committees; 
(C) the Subcommittee on Defense of the Committee on Appropriations of 

the House of Representatives; and 
(D) the Subcommittee on Defense of the Committee on Appropriations of 

the Senate. 
SEC. 909. REQUIREMENT TO ENSURE INTELLIGENCE COMMUNITY DIRECTIVES APPRO-

PRIATELY ACCOUNT FOR ARTIFICIAL INTELLIGENCE AND MACHINE LEARNING 
TOOLS IN INTELLIGENCE PRODUCTS. 

(a) REQUIREMENT.—Not later than 120 days after the date of the enactment of 
this Act, the Director of National Intelligence shall provide to the congressional in-
telligence committees a briefing on whether intelligence community directives in ef-
fect as of the date such briefing is provided furnish intelligence community analysts 
with sufficient guidance and direction with respect to the use of artificial intel-
ligence and machine learning tools in intelligence products produced by the intel-
ligence community. 

(b) ELEMENTS.—The briefing required under subsection (a) shall include— 
(1) a determination by the Director as to— 

(A) whether Intelligence Community Directive 203, Analytic Standards, 
Intelligence Community Directive 206, Sourcing Requirements for Dissemi-
nated Analytic Products, and any other intelligence community directive re-
lated to the production and dissemination of intelligence products by the in-
telligence community in effect as of the date the briefing under subsection 
(a) is provided furnish intelligence community analysts with sufficient guid-
ance and direction on how to properly use, provide sourcing information 
about, and otherwise provide transparency to customers regarding the use 
of artificial intelligence and machine learning tools in intelligence products 
produced by the intelligence community; and 

(B) whether any intelligence community directive described in subpara-
graph (A) requires an update to provide such guidance and direction; and 

(2) with respect to the determination under paragraph (1)— 
(A) in the case the Director makes a determination that no update to an 

intelligence community directive described in such paragraph is required, 
an explanation regarding why such intelligence community directives cur-
rently provide sufficient guidance and direction to intelligence community 
analysts; and 
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(B) in the case the Director makes a determination that an update to an 
intelligence community directive described in such paragraph is required, 
a plan and proposed timeline to update any such intelligence community di-
rective. 

SECTION-BY-SECTION ANALYSIS 

The following is a section-by-section summary of H.R. 3932, the 
Intelligence Authorization Act for Fiscal Year 2024 (the Act). 

TITLE I—INTELLIGENCE ACTIVITIES 

Section 101. Authorization of appropriations 
Section 101 specifies that the Act authorizes appropriations for 

intelligence and intelligence-related activities of the Intelligence 
Community for Fiscal Year 2024. 

Section 102. Classified Schedule of Authorizations 
Section 102 provides that the amounts authorized to be appro-

priated for intelligence and intelligence-related activities for Fiscal 
Year 2024 are contained in the classified Schedule of Authoriza-
tions, which shall be made available to the Committees on Appro-
priations of the Senate and the House of Representatives and to 
the President. 

Section 103. Intelligence Community Management Account 
Section 103 authorizes appropriations for the Intelligence Com-

munity Management Account of the Director of National Intel-
ligence for Fiscal Year 2024. 

TITLE II—CENTRAL INTELLIGENCE AGENCY RETIREMENT 
AND DISABILITY SYSTEM 

Section 201. Authorization of appropriations 
Section 201 authorizes appropriations for the Central Intel-

ligence Agency Retirement and Disability Fund for Fiscal Year 
2024. 

TITLE III—GENERAL INTELLIGENCE COMMUNITY MATTERS 

Section 301. Restriction on conduct of intelligence activities 
Section 301 provides that the authorization of appropriations in 

the Act shall not be deemed to constitute authority for the conduct 
of any intelligence activity that is not otherwise authorized by the 
Constitution or the laws of the United States. 

Section 302. Increase in employee compensation and benefits au-
thorized by law 

Section 302 states that appropriations authorized in the Act for 
salary, pay, retirement, and other benefits for federal employees 
may be increased by such additional amounts as may be necessary 
for increases in such compensation or benefits authorized by law. 

Section 303. Prohibition on availability of funds to implement Exec-
utive Order 13556 

Section 303 prohibits funds authorized to be appropriated for any 
element of the intelligence community in Fiscal Year 2024 from 
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being used to implement Executive Order 13556 (relating to con-
trolled unclassified information), or any successor order. 

Section 304. Nonapplicability of certain prohibitions relating to 
modification of account structure for National Intelligence Pro-
gram Budget 

Section 304 provides that none of the prohibitions under section 
8067 of the Consolidated Appropriations Act for Fiscal Year 2023 
(P.L. 117–328) shall apply with respect to amounts authorized to 
be appropriated by this Act. 

Section 305. Secure communication between Congress and intel-
ligence community 

Section 305 requires the Director of National Intelligence to pro-
vide secure communications to support the oversight functions of 
the congressional intelligence committees, including through the 
procurement, installation, configuration, and maintenance of all re-
quired equipment to ensure that the committees can communicate 
with the intelligence community through data, voice, and video call 
at all classification levels. Section 305 further requires that the Di-
rector provide timely on-premises support to the committees when 
Congress is in session or at the request of either committee, and 
that the Director ensure the budget of the Office of the Director of 
National Intelligence contain a specific expenditure center and 
project to carry out this section. Section 305 further requires that 
any data stored or transmitted by the committees through the 
equipment provided under this section be treated as a congres-
sional record for purposes of the Freedom of Information Act or any 
other law. 

TITLE IV—MATTERS RELATING TO NATIONAL 
INTELLIGENCE ENTERPRISE 

SUBTITLE A—MISCELLANEOUS AUTHORITIES AND LIMITATIONS 

Section 401. Enhanced personnel security review with respect to so-
cial media 

Section 401 expresses the sense of Congress that the intelligence 
community should fully use available resources and authorities 
prescribed by law with respect to vetting prospective and current 
employees. Section 401 further requires that the sources of infor-
mation used by each element of the intelligence community under 
its enhanced personnel security program shall include any publicly 
available social media information. Finally, Section 401 requires 
that the enhanced personnel security program of each element of 
the intelligence community shall include a requirement that the 
prospective or current employee disclose any username or alias on 
any social media account but may not require that the individual 
disclose any password for such account. 

Section 402. Limitation on authority of Director of National Intel-
ligence to establish additional national intelligence centers 

Section 402 restricts the Director of National Intelligence from 
establishing any new national intelligence center, beyond the exist-
ing National Counterterrorism Center, National Counterprolifera-
tion and Biosecurity Center, National Counterintelligence and Se-
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curity Center, Foreign Malign Influence Center, and Cyber Threat 
Intelligence and Integration Center, unless the Director notifies the 
congressional intelligence committees in writing of such establish-
ment and 90 days have elapsed since such notification. 

Section 403. Improvements relating to intelligence community staff-
ing, details, and assignments 

Section 403 requires the Director of National Intelligence to pre-
scribe binding personnel policies applicable to the intelligence com-
munity that require and facilitate assignments and details of per-
sonnel to national intelligence centers, and between elements of the 
intelligence community. Section 403 further requires service in 
more than one element of the intelligence community as a condi-
tion of promotion to such positions within the intelligence commu-
nity as the Director shall specify and requires the Director to en-
sure compliance among elements of the intelligence community. Fi-
nally, Section 403 requires the Director to establish, and update as 
necessary, a single document that sets forth each position within 
the Office of the Director of National Intelligence and provides cer-
tain information about each position. 

Section 404. Insider Threats 
Section 404 requires the Director of National Intelligence to as-

sess and audit the compliance of each element of the intelligence 
community with minimum insider threat policy; to provide guid-
ance and oversight to federal departments and agencies to fully im-
plement automated records checks; to evaluate the effectiveness 
of—and identify gaps in—the counterintelligence, security, and in-
sider threat program activities of each element of the intelligence 
community; to determine whether each element of the intelligence 
community has implemented mitigation measures recommended in 
damage assessments conducted after an unauthorized disclosure of 
classified information; and to study data collected during back-
ground investigations of individuals who subsequently commit un-
authorized disclosures and issue findings as to whether such data 
could be used to predict insider threat activity. 

Section 405. Modification of deadline for annual submission of Na-
tional Intelligence Priorities Framework 

Section 405 modifies the deadline for the President, acting 
through the Director of National Intelligence, to submit to the ap-
propriate congressional committees the most recently updated Na-
tional Intelligence Priorities Framework of the Office of the Direc-
tor of National Intelligence, from October 1 to March 1. 

Section 406. Matters relating to chief data officers of intelligence 
community Section 406 prohibits an individual from serving as 
both chief data officer and chief information officer of any element 
of the intelligence community. Section 406 further clarifies that the 
Intelligence Community Chief Data Officer shall only perform du-
ties related to data. Finally, Section 406 requires the head of each 
element of the intelligence community to provide a written report 
to the congressional intelligence committees identifying whether 
the element’s chief data officer is subordinate to the element’s chief 
information officer, and, if so, the rationale for such an organiza-
tional structure. 
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Section 407. Modification to special pay authority for science, tech-
nology, engineering, or mathematics positions 

Section 407 authorizes elements of the intelligence community, 
within certain limits, to establish higher rates of pay for positions 
requiring expertise in banking or financial services. 

Section 408. Annual report on unfunded priorities of intelligence 
community 

Section 408 updates current law to require each element of the 
intelligence community to prepare and submit to the appropriate 
congressional committees a report on the unfunded priorities of the 
programs under the jurisdiction of such element. 

Section 409. Notice to Congress of counterintelligence threats to leg-
islative branch 

Section 409 requires the Director of National Intelligence and the 
Director of the Federal Bureau of Investigation to provide timely 
notification to congressional leadership of any counterintelligence 
threat to the legislative branch or a legislative branch official. Sec-
tion 409 further requires the Directors to provide defensive brief-
ings to legislative branch officials determined appropriate by the 
Directors, including officials targeted or compromised by such coun-
terintelligence threats. Section 409 further requires the Directors 
to prepare reports that include specific information concerning such 
threats, but that exclude intelligence sources and methods by 
which such information was obtained, to facilitate the distribution 
of specific threat information. Finally, this provision requires the 
Director of National Intelligence to provide quarterly reports to 
congressional leadership regarding counterintelligence threats to 
the legislative branch and legislative branch officials. 

Section 410. Congressional notice of counterintelligence investiga-
tions into persons holding elected offices and candidates for 
such offices 

Section 410 requires the Director of the Federal Bureau of Inves-
tigation to notify congressional leadership within 48 hours after the 
commencement of a counterintelligence investigation into a person 
who holds an elected Federal office or a candidate in an election 
for such an office. 

Section 411. Submission of legislative proposals 
Section 411 requires the Director of National Intelligence, within 

45 days of the date on which the President submits to Congress the 
budget request for a particular fiscal year, to submit to the con-
gressional intelligence committees any legislative proposals pro-
posed by the Director to be enacted as part of the annual intel-
ligence authorization act for that fiscal year. 

Section 412. Sunset of certain intelligence community reporting re-
quirements 

Section 412 establishes a general rule, with certain specified ex-
ceptions, that recurring reports tasked to the Director of National 
Intelligence in an annual intelligence authorization act prior to Fis-
cal Year 2022 will no longer be required to be submitted to Con-
gress as of December 31, 2025. Section 412 further requires the Di-
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rector of National Intelligence, by February 1, 2024, to submit to 
the congressional intelligence committees a list of all reports that 
would be repealed under this section. 

Section 413. Notice and damage assessment with respect to signifi-
cant unauthorized disclosure of classified national intelligence 

Section 413 requires the Director of National Intelligence to no-
tify the congressional intelligence committees within seven days if 
the DNI becomes aware of an actual or potential significant unau-
thorized disclosure of classified national intelligence and requires 
that the notification contain certain information regarding the facts 
and circumstances of the disclosure. Section 413 further requires, 
within seven days of the DNI becoming aware of an actual disclo-
sure, that the DNI or the head of the appropriate element of the 
intelligence community initiate a damage assessment, and that the 
DNI regularly update the congressional intelligence committees, in-
cluding by providing the committees with copies of any documents 
disclosed, until the final damage assessment is completed. 

Section 414. In-state tuition rates for certain members of intelligence 
community 

Section 414 amends Section 135(d) of the Higher Education Act 
of 1965 (20 U.S.C. 1015d(d)) to add members of the intelligence 
community (IC) to the definition of ‘‘qualifying Federal service,’’ 
thereby allowing members of the IC (or the spouse or dependent 
child of such member) to be eligible for in-state tuition at public in-
stitutions of higher education in states that receive assistance 
under the Higher Education Act of 1965. This amendment would 
become effective after July 1, 2024. 

Section 415. Repeal of study on personnel under Strategic Intel-
ligence Partnership Program 

Section 415 repeals Section 6435 of the Intelligence Authoriza-
tion Act for Fiscal Year 2023, which requires the DNI and the Di-
rector of the Office of Intelligence and Counterintelligence of the 
Department of Energy, in consultation with the National Labora-
tories Directors’ Council, to jointly conduct a study of the skills, re-
cruitment, and retention of the personnel at the national labora-
tories who carry out projects under the Strategic Intelligence Part-
nership Program. 

Section 416. Authorization relating to certain intelligence and coun-
terintelligence activities of Coast Guard 

Section 416 provides the Commandant of the Coast Guard with 
the authority, under certain circumstances and with certain limita-
tions, to expend funds made available under the National Intel-
ligence Program for intelligence and counterintelligence activities 
without regard to any other provision of law relating to the obliga-
tion, expenditure, or accounting of government funds. Section 416 
further requires the Commandant, following any use of this author-
ity, to certify to the congressional intelligence committees that the 
authority was used in a manner consistent with this section. 
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Section 417. Intelligence Community Counterintelligence Offices 
Section 417 requires the Director of National Intelligence (DNI) 

to seek to enter into agreements with non-intelligence community 
(IC) federal departments or agencies to establish an ‘‘Intelligence 
Community Counterintelligence Office’’ (ICCO) within the non-IC 
federal department or agency for the purpose of providing timely 
and relevant counterintelligence threat information to the leader-
ship of the non-IC federal department or agency. Section 417 fur-
ther requires the DNI to seek to establish an ICCO within the U.S. 
Department of Agriculture no later than January 1, 2025, and sub-
mit a plan for such establishment to Congress within 180 days 
after enactment. 

Section 418. Termination of Climate Security Advisory Council 
Section 418 terminates the Climate Security Advisory Council, 

established in the Intelligence Authorization Act for Fiscal Year 
2020 (50 USC 3060), 180 days after the date of enactment. 

Section 419. Limitation on availability of funds for Federal Bureau 
of Investigation pending submission of information regarding 
certain media engagements 

Section 419 prohibits the Federal Bureau of Investigation from 
obligating or expending 2.0 percent of the National Intelligence 
Program funds authorized to be appropriated to the FBI in Fiscal 
Year 2024 until the FBI submits to the congressional intelligence 
committees a list of media backgrounders conducted by FBI per-
sonnel relating to the 2020 election for President or foreign malign 
influence in the lead-up to such election, the dates of such engage-
ments, and the persons with whom such engagements were held. 

Section 420. Limitation on availability of funds for Federal Bureau 
of Investigation pending submission of certain memorandum re-
lating to budget 

Section 420 prohibits the Federal Bureau of Investigation from 
obligating or expending 0.1 percent of the National Intelligence 
Program funds authorized to be appropriated to the FBI in Fiscal 
Year 2024 until the FBI, in coordination with the Director of Na-
tional Intelligence, submits to the congressional intelligence com-
mittees the memorandum of agreement that governs the policy of 
the FBI on budget execution. 

Section 421. Limitation on availability of funds for the Office of the 
Director of National Intelligence pending submission of certain 
documents and annexes 

Section 421 prohibits the Office of the Director of National Intel-
ligence from obligating or expending 3.0 percent of the funds au-
thorized to be appropriated to the ODNI in Fiscal Year 2024 until 
the DNI submits to the congressional intelligence committees the 
covered documents and any classified annex accompanying such 
covered documents required to be submitted under Section 6316 of 
the Intelligence Authorization Act for Fiscal Year 2023 (50 U.S.C. 
3114). 
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SUBTITLE B—REPORTS AND OTHER MATTERS 

Section 431. Inclusion of counternarcotics as special topic in certain 
budget justification materials 

Section 431 requires the Director of National Intelligence to in-
clude counternarcotics as a ‘‘special topic’’ in the document the DNI 
prepares each budget cycle to summarize the National Intelligence 
Program budget request. Section 431 further requires the DNI to 
provide information regarding the main activities and investments 
that such requested funding would support; a breakdown of such 
requested funding by program, budget category, and intelligence 
discipline; a comparison of aggregate requested funding and aggre-
gate enacted funding for counternarcotics for the current fiscal year 
and the previous fiscal year; and the number of full-time equivalent 
civilian and military personnel assigned to the counternarcotics 
mission of the intelligence community. 

Section 432. Development of plan to make open-source intelligence 
products available to certain Federal employees 

Section 432 requires the Director of National Intelligence to de-
velop a plan to make unclassified intelligence products written by 
the intelligence community and derived from open-source materials 
accessible to U.S. government customers outside the intelligence 
community who would benefit from such products. Section 432 fur-
ther requires the DNI to submit this plan to the congressional in-
telligence committees within 180 days of enactment. Section 432 
further requires the DNI to update Intelligence Community Direc-
tive 208 (‘‘Maximizing the Utility of Analytic Products’’) to address 
the production and dissemination of unclassified intelligence prod-
ucts derived from open-source intelligence, and the needs and re-
quirements of U.S. government customers who do not hold a secu-
rity clearance or do not have access to the classified systems on 
which such unclassified intelligence products reside. 

Section 433. Intelligence community-wide policy on prepublication 
review 

Section 433 requires the Director of National Intelligence to issue 
an intelligence-community wide policy regarding prepublication re-
view within 30 days of the date of enactment of this Act. 

Section 434. Review relating to confidential human source program 
of Federal Bureau of Investigation 

Section 434 requires the Inspector General of the Intelligence 
Community (ICIG), in coordination with the Inspector General of 
the Department of Justice, to conduct a review of the policies and 
procedures governing the confidential human source program of the 
Federal Bureau of Investigation and the FBI’s compliance with 
those policies and procedures. Section 434 further requires the 
ICIG to submit a report containing the results of that review to the 
congressional intelligence committees within 90 days of the re-
view’s completion. Section 434 further requires an FBI agent, with 
respect to confidential human sources the FBI manages with Na-
tional Intelligence Program funding, to notify a confidential human 
source coordinator or federal prosecutor if the agent has reasonable 
grounds to believe a confidential human source or their immediate 
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family member is engaged in unauthorized criminal activity. Sec-
tion 434 further requires the FBI to review the file of each con-
fidential human source on at least a quarterly basis. 

Section 435. Inspector General of the Intelligence Community as-
sessment of Overt Human Intelligence Collection Program of 
Department of Homeland Security 

Section 435 requires the Intelligence Community Inspector Gen-
eral (ICIG) to conduct a comprehensive assessment of the Overt 
Human Intelligence Collection (OHIC) program administered by 
DHS’s Office of Intelligence and Analysis. Section 435 further re-
quires the ICIG to brief the appropriate congressional committees 
on its preliminary findings and recommendations within 180 days 
of enactment, and to submit its final report to the appropriate con-
gressional committees within one year of enactment. Section 435 
further prohibits any funds authorized to be appropriated by this 
Act from being used to conduct or resume certain intelligence col-
lection activities pursuant to the OHIC program, namely inter-
views with individuals who have been charged with a criminal of-
fense but whose guilt has not yet been adjudicated. 

Section 436. Intelligence assessments regarding Haiti 
Section 436 requires the Director of National Intelligence, 

through the National Intelligence Council, to submit to the congres-
sional intelligence committees within one year of enactment an in-
telligence community assessment of the current situation in Haiti; 
its implications for citizen security in Haiti, regional security in the 
Caribbean, and U.S. national security; and opportunities for the 
United States to stabilize the situation. Section 436 further re-
quires the Director of National Intelligence to submit to the con-
gressional intelligence committees within one year of enactment a 
review of the intelligence products on Haiti written by the intel-
ligence community between January 1, 2021, and July 7, 2021, the 
date on which Haitian President Jovenal Moise was assassinated, 
along with any recommendations for how the intelligence commu-
nity can improve its reporting to policymakers on Haiti and other 
countries characterized by chronic insecurity, instability, and pov-
erty. 

Section 437. Intelligence assessment of influence operations by Peo-
ple’s Republic of China toward Pacific Island countries 

Section 437 requires the Assistant Secretary of State for Intel-
ligence and Research to submit a report to the congressional intel-
ligence committees within 180 days of enactment that assesses in-
fluence operations, through either covert or overt means, by China 
toward Pacific Island countries, and that analyzes opportunities for 
the United States to counter these efforts. 

Section 438. Independent study on economic impact of military in-
vasion of Taiwan by People’s Republic of China 

Section 438 requires the Director of National Intelligence to seek 
to enter into a contract with a federally funded research and devel-
opment center or non-governmental entity to conduct a comprehen-
sive study on the global economic impact that would occur in the 
event China were to invade Taiwan or China were to take certain 
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other aggressive or coercive actions toward Taiwan, including the 
impact on supply chains, trade flows, financial markets, sovereign 
debt, and key economic indicators. The section further requires 
that the results of the study be submitted to the congressional in-
telligence committees within 270 days of enactment. 

Section 439. Reports on civilian casualties caused by certain oper-
ations of foreign governments 

Section 439 requires the Director of National Intelligence, within 
one year of enactment and annually thereafter for two years, to 
submit to the congressional intelligence committees a report detail-
ing any instance in which the DNI confirms (1) that a foreign gov-
ernment has conducted an operation involving the use of force, (2) 
intelligence shared by a U.S. intelligence community element 
played a significant role in that operation, and (3) that foreign gov-
ernment operation resulted in civilian casualties. Section 439 pro-
vides that the report may be submitted in classified form, but must 
include an unclassified executive summary. 

Section 440. Report by Director of National Intelligence on Uyghur 
genocide 

Section 440 requires the Director of National Intelligence to sub-
mit a report to the congressional intelligence committees on the 
Uyghur genocide within 180 days of enactment. The report would 
be required to include information on forced sterilization, birth con-
trol, and abortion of Uyghurs; forced transfer of Uyghur children 
from their families, forced labor of Uyghurs inside and outside 
Xinjiang; work conditions of Uyghur workers; physical or psycho-
logical torture against Uyghurs; methods used to surveille 
Uyghurs; and actions that infringe on the rights of Uyghurs to live 
freely in accordance with their customs, culture, and religious prac-
tices. 

Section 441. Technical corrections 
Section 441 contains technical corrections to prior Acts. 

TITLE V—MATTERS RELATING TO DEFENSE INTELLIGENCE 
AND OVERHEAD ARCHITECTURE 

Section 501. Extension of authority to engage in commercial activi-
ties as security for intelligence collection activities 

Section 501 extends for one year the Secretary of Defense’s au-
thority to conduct commercial activities necessary to provide secu-
rity for authorized intelligence collection activities abroad under-
taken by the Department of Defense. 

Section 502. Modification of reporting requirement for All-Domain 
Anomaly Resolution Office 

Section 502 requires the Director of the All-Domain Anomaly 
Resolution Office to submit the report previously required to be 
jointly submitted by the Director of National Intelligence and the 
Secretary of Defense. 
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Section 503. Military intelligence collection and analysis partner-
ships 

Section 503 provides the Director of the Defense Intelligence 
Agency with the authority, with certain limitations, to use non-ap-
propriated funds to pay for the expenses of partnerships with for-
eign countries, regional organizations, and security alliances for 
military intelligence collection and analysis activities. This section 
further provides the DIA Director with authority to use up to $10 
million of appropriated funds annually to pay for such expenses. 

Section 504. Authorization for establishment of the National Space 
Intelligence Center (NSIC) as field operating agency 

Section 504 authorizes the Secretary of the Air Force to establish 
the National Space Intelligence Center as a field operating agency 
of the Space Force. This section further requires the Secretary, if 
the Secretary does establish the National Space Intelligence Center 
as a field operating agency of the Space Force, to consider the oper-
ational and geographical benefits of co-locating the National Space 
Intelligence Center with the National Air and Space Intelligence 
Center. 

Section 505. Defense Intelligence Agency assessment of strategic 
competition in Latin America and the Caribbean 

Section 505 directs the Director of the Defense Intelligence Agen-
cy to submit to the appropriate congressional committees within 
120 days an intelligence assessment on the level of intelligence and 
defense cooperation between China and countries in Latin America 
and the Caribbean, and between Russia and countries in Latin 
America and the Caribbean. This section requires the assessment 
to describe or depict cooperation in the areas of strategic dialogue, 
training or professional military education, defense agreements, in-
telligence sharing agreements, arms transfers, military exercises, 
joint operations, permanent military presence, and space coopera-
tion. 

Section 506. Quarterly briefings relating to use of Military Intel-
ligence Program funds 

Section 506 directs the Secretary of Defense to provide the Per-
manent Select Committee on Intelligence of the House of Rep-
resentatives a quarterly briefing on significant military operations 
funded by amounts made available under the Military Intelligence 
Program, and on all clandestine operations in the information envi-
ronment funded or otherwise enabled by amounts made available 
under the Military Intelligence Program. 

TITLE VI—MATTERS RELATING TO NATIONAL SECURITY 
AGENCY, CYBER, AND COMMERCIAL CLOUD ENTERPRISE 

Section 601. Congressional notification by National Security Agency 
of intelligence collection adjustments 

Section 601 requires the Director of NSA to notify the congres-
sional intelligence committees within 30 days of any government 
policy change related to intelligence collection or prioritization that 
results in a significant loss of collection. 
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Section 602. Modifications to enforcement of cybersecurity require-
ments for national security systems 

Section 602 amends Section 6309 of the Fiscal Year 2023 Intel-
ligence Authorization Act (P.L. 117–263) to require the head of 
each IC element that owns or operates a national security system 
(NSS) to submit to the congressional intelligence committees, with-
in 90 days of enactment, a plan detailing the cost and schedule re-
quirements to meet the cybersecurity requirements for NSS by the 
end of Fiscal Year 2026. National Security Memorandum 8 (NSM– 
8), released on January 19, 2022, sets forth requirements for NSS 
security across the government. NSM 8 lays out requirements for 
the Director of the National Security Agency (NSA) acting as the 
National Manager responsible for NSS. Section 6309 of the Fiscal 
Year 2023 Intelligence Authorization Act (P.L. 117–263) requires 
the NSM–8 cybersecurity requirements for NSS include ‘‘appro-
priate deadlines’’ for each IC element to meet. The intention of the 
new section is to require the IC elements to assume that the ‘‘rea-
sonable implementation deadlines’’ all occur by the end of Fiscal 
Year 2026, and to provide schedule and cost plans to meet those 
requirements. This information will allow the congressional intel-
ligence committees to appropriately assess future budget submis-
sions. 

Section 603. Support by intelligence community for certain cross- 
functional team of Department of Defense 

Section 603 requires the head of any intelligence community 
component to provide access to that component’s intelligence re-
porting, analysis, or finished intelligence products, and assign in-
telligence or counterintelligence personnel to facilitate that infor-
mation sharing, upon request by the Department of Defense 
(DoD)’s Cross-Functional Team that was created by the Fiscal Year 
2022 National Defense Authorization Act to address anomalous 
health incidents. 

Section 604. Commercial Cloud Enterprise notification 
Section 604 requires the Director of the Central Intelligence 

Agency (CIA) to provide quarterly notifications to the congressional 
intelligence committees on the status, value, and duration of all 
Commercial Cloud Enterprise (C2E) task orders by vendor and IC 
element, the number of sole source task orders, and the status of 
security accreditation for the C2E vendors. Each IC element is re-
quired to share necessary information with the CIA to prepare the 
required notification. The requirement sunsets three years after en-
actment. 

Section 605. Commercial Cloud Enterprise sole source task order 
notification requirement 

Section 605 requires the head of each IC element to report to the 
congressional intelligence committees within 90 days of enactment 
and then on a semi-annual basis thereafter regarding sole source 
task orders awarded under the Commercial Cloud Enterprise (C2E) 
contract. The notifications shall include a description of the task 
order, a summary of services to be provided, the value of the task 
order, the justification for the sole source award, and the identifica-
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tion of the awardee. The requirement sunsets three years after en-
actment. Section 605 does not prohibit or limit sole source awards. 

Section 606. Analysis of commercial cloud initiatives of the intel-
ligence community 

Section 606 requires the Director of National Intelligence (DNI), 
in coordination with the other Intelligence Community (IC) ele-
ments as appropriate, to assess the IC’s current and future usage 
of the Commercial Cloud Enterprise (C2E) contract and brief the 
congressional intelligence committees within 90 days of enactment 
on the findings. The DNI’s analysis and briefing shall include an-
ticipated cost savings from the termination of IC legacy storage ca-
pacity, IC efforts to utilize multiple C2E vendors, and the oper-
ational value the IC is achieving through utilization of C2E ana-
lytic tools and services. 

Section 606 is modeled after language included in the Fiscal Year 
2020 Intelligence Authorization Act (Section 5711, P.L. 116–92), 
which has a similar requirement for DNI reporting on IC activity 
related to Artificial Intelligence. 

TITLE VII—MATTERS RELATING TO CENTRAL 
INTELLIGENCE AGENCY 

Section 701. Inspector General of the Central Intelligence Agency 
quarterly employee engagement summaries 

Section 701 requires the CIA Inspector General (CIA IG) to pro-
vide a quarterly summary of CIA workforce engagement with the 
CIA IG during that quarter to the congressional intelligence com-
mittees and the defense appropriations subcommittees. The sum-
maries shall detail the number of reports to the CIA IG filed by 
the CIA workforce, the nature of the allegations in each report, 
whether the CIA IG initiated an investigation into each report, the 
status of each investigation, and the result of any completed inves-
tigation. 

Section 702. Improved funding flexibility for payments made by the 
Central Intelligence Agency for qualifying injuries to the brain 

Section 702 authorizes the CIA to reprogram funds to meet the 
demand for payments to certain individuals who incurred quali-
fying injuries to the brain. 

Section 703. Benjamin Tallmadge Institute as primary Central In-
telligence Agency entity for education and training in counter-
intelligence 

Section 703 requires the CIA Director to maintain the Benjamin 
Tallmadge Institute as the CIA’s primary entity for counterintel-
ligence education and training for all career fields within the CIA, 
including specialized certifications for CIA counterintelligence per-
sonnel. Section 703 further requires the Benjamin Tallmadge Insti-
tute to develop courses at an unclassified level for personnel or en-
tities outside of the intelligence community and a baseline certifi-
cation course for all counterintelligence career professionals from 
any branch of the federal government. Finally, Section 703 requires 
the CIA Director, in coordination with the Director of National In-
telligence, to develop programs to increase participation in Ben-
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jamin Tallmadge Institute offerings by personnel from other intel-
ligence community components. 

Section 704. Central Intelligence Agency intelligence assessment of 
Sinaloa Cartel and Jalisco Cartel 

Section 704 requires the CIA Director, in consultation with the 
heads of the other elements of the intelligence community, to sub-
mit to the congressional intelligence committees within 90 days an 
intelligence assessment on the structure, capabilities, methods, 
practices, and other pertinent information regarding the Sinaloa 
Cartel and the Jalisco Cartel. 

Section 705. Central Intelligence Agency intelligence assessment 
with respect to efforts by the People’s Republic of China to in-
crease influence in the Middle East 

Section 705 requires the CIA Director, in consultation with the 
heads of the other elements of the intelligence community, to sub-
mit an intelligence assessment to the appropriate congressional 
committees within 90 days on China’s efforts to increase influence 
in the Middle East in ways that are detrimental to the national se-
curity interests of the United States. 

Section 706. Assessment of availability of mental health and chap-
lain services to Agency employees 

Section 706 requires the CIA Director to submit to the congres-
sional intelligence committees within 180 days an assessment on 
the availability of appropriately cleared mental health professionals 
and chaplains for CIA employees seeking such services. 

Section 707. Assessment by the Director of Central Intelligence 
Agency on certain effects of Abraham Accords 

Section 707 requires the CIA Director, in consultation with the 
heads of the other elements of the intelligence community, to sub-
mit to the congressional intelligence committees within 90 days an 
intelligence assessment on the Abraham Accords’ effects on the in-
telligence community and potential effects if the Abraham Accords 
were expanded to include additional countries. 

TITLE VIII—REPORTING AND INVESTIGATIONS OF ALLEGA-
TIONS OF SEX RELATED OFFENSES AND SEXUAL HAR-
ASSMENT IN CENTRAL INTELLIGENCE AGENCY 

Section 801. Reporting and investigation of allegations of sex-re-
lated offenses and sexual harassment in Central Intelligence 
Agency 

Section 801 imposes new requirements on the CIA Director to 
create uniform policies and training for all aspects of the CIA’s re-
sponse to allegations of sex-related offenses and sexual harass-
ment, and submit a biannual report on the number and type of sex-
ual harassment and sex-related offenses reported and addressed 
within the CIA. Section 801 creates a Victim and Whistleblower 
Legal Counsel to provide representation, guidance, and facilitate 
resources for individuals who report allegations of sexual harass-
ment and sex-related offenses under the confidentiality of an attor-
ney-client relationship. Section 801 creates a new process for re-
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porting and investigating allegations of sexual assault and sex-re-
lated offenses within the CIA, including an option to file a re-
stricted report, which remains confidential and does not result in 
a formal investigation; or an unrestricted report, which shall re-
quire a serious incident report within 8 days and results in a for-
mal investigation. Section 801 creates a Special Victim Investigator 
to support sexual harassment investigations, lead investigations 
into sex-related offenses other than sexual harassment, and coordi-
nate with Federal, State, local, and Tribal law enforcement agen-
cies as necessary and appropriate. Finally, Section 801 requires the 
CIA Director to implement its provisions and consolidate all the 
CIA’s policy and training responsibilities into a single office within 
180 days. 

TITLE IX—MATTERS RELATING TO TECHNOLOGY AND 
INNOVATION 

Section 901. Intelligence Community Innovation Unit 
Section 901 requires the Director of National Intelligence to es-

tablish an Intelligence Community Innovation Unit to identify and 
evaluate commercial emerging technologies for intelligence commu-
nity adoption, transition prototypes to operational use, and serve as 
an entry point to the intelligence community in collaboration with 
the Office of Engagement created by Section 902. Section 901 also 
requires the Director of National Intelligence to appoint a director, 
hire staff, and establish hiring qualifications. This section also 
grants the Director of National Intelligence special hiring and re-
tention authorities and directs the Director of National Intelligence 
to provide a plan on establishing the Intelligence Community Inno-
vation Unit. 

Section 902. Establishment of Office of Engagement 
Section 902 requires the Director of National Intelligence to es-

tablish an Office of Engagement to coordinate, facilitate, and track 
engagements with intelligence community partners across the ele-
ments of the intelligence community. The section also directs plans 
and briefings on the establishment of the office and briefings of the 
operation of the office. 

Section 903. Requirement for a chief technology officer within each 
element of the intelligence community 

Section 903 requires each intelligence community element to 
identify a senior official to serve as the chief technology officer for 
each element. 

Section 904. Requirement to authorize additional security clear-
ances for certain contractors 

Section 904 authorizes any entity that enters into a covered con-
tract or agreement with an element of the Intelligence Community 
to designate an additional number of covered employees, for which 
the private entity may apply and pay for a security clearance, to 
establish a ‘‘back bench’’ of cleared employees at no cost to the gov-
ernment. 
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Section 905. Intelligence Innovation Board 
Section 905 requires the Director of National Intelligence to cre-

ate an Intelligence Community Innovation Board to advise the Di-
rector of National Intelligence, the heads of the elements of the in-
telligence community, and the Congressional Intelligence Commit-
tees on how the intelligence community can better identify and 
adopt emerging technologies. 

Section 906. Programs for next-generation microelectronics in sup-
port of artificial intelligence 

Section 906 requires the Director of National Intelligence, acting 
through the Director of the Intelligence Advanced Research 
Projects Activity, to establish or oversee a program dedicated to the 
advancement of microelectronics research. Section 906 further re-
quires that such research focus on advanced engineering and ap-
plied research into next-generation computing models, materials, 
devices, and architectures to enable the advancement of artificial 
intelligence and machine learning, along with efforts to overcome 
challenges with respect to physical limits on hardware size and 
promote long-term advancements in computing technologies. 

Section 907. Program for beyond 5G 
Section 907 authorizes the Director of National Intelligence, act-

ing through the Director of the Intelligence Advanced Research 
Projects Activity, to initiate or carry out a program dedicated to re-
search and development of 6G technology and any successor tech-
nologies. The section further provides that, in carrying out this pro-
gram, the DNI shall consult with heads of federal departments and 
agencies, private sector entities, institutions of higher education, 
federally funded research and development centers, and any other 
individuals or entities the DNI deems appropriate. 

Section 908. Intelligence community commercial remote sensing re-
quirements 

Section 908 directs the Director of National Intelligence and the 
Under Secretary of Defense for Intelligence and Security to perform 
various functions related to commercial remote sensing, including 
the validation of capability needs, the development of require-
ments, and the development of cost estimates and other budget-re-
lated materials. This section further requires the Director of Na-
tional Intelligence and the Under Secretary of Defense for Intel-
ligence and Security to submit to the appropriate congressional 
committees within 180 days a report on their implementation of 
this section. 

Section 909. Requirement to ensure intelligence community direc-
tives appropriately account for artificial intelligence and ma-
chine learning tools in intelligence products 

Section 909 requires the Director of National Intelligence to pro-
vide the congressional intelligence committees with a briefing on 
whether current intelligence community directives provide intel-
ligence community analysts with sufficient guidance and direction 
regarding the use of artificial intelligence and machine learning 
tools. The section further requires the DNI to determine if any in-
telligence community directive requires updating to account for ar-
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tificial intelligence and machine learning tools, and, if so, to pro-
vide a plan and proposed timeline for updating such intelligence 
community directive. 

PURPOSE 

The purpose of H.R. 3932, the Intelligence Authorization Act for 
Fiscal Year 2024 (the Act), is to authorize the intelligence and in-
telligence-related activities of the United States Government for 
Fiscal Year 2024. 

CLASSIFIED ANNEX AND COMMITTEE INTENT 

The classified annex to this bill includes the classified Schedule 
of Authorizations, as well as directive and explanatory language. 
The classified Schedule of Authorizations is incorporated directly 
into the Act by Section 102 of the Act and has the legal status of 
public law. Elements of the Intelligence Community shall strictly 
comply with all Committee direction and other guidance contained 
in the classified annex. 

The classified annex, including the classified Schedule of Author-
izations, will be made available for review by all Members of the 
House of Representatives on conditions set by the Committee at 
the time of its consideration of H.R. 3932. 

SCOPE OF COMMITTEE REVIEW 

The Act authorizes United States intelligence and intelligence-re-
lated activities within the jurisdiction of the Committee, including 
the National Intelligence Program (NIP), the Military Intelligence 
Program (MIP), and the Information Systems Security Program 
(ISSP). 

The NIP consists of those intelligence activities of the United 
States Government that provide the President, other Executive 
Branch officials, and Congress with national intelligence on broad 
strategic concerns bearing on U.S. national security. The NIP funds 
activities of the Office of the Director of National Intelligence; the 
Central Intelligence Agency, including the CIA Retirement and 
Disability System; certain intelligence, counterintelligence, and in-
telligence-related activities of the Department of Defense, including 
the Defense Intelligence Agency, the National Security Agency, the 
National Geospatial-Intelligence Agency, and the National Recon-
naissance Office; and the intelligence elements of the Department 
of Energy; the Department of Homeland Security, including the 
U.S. Coast Guard; the Department of Justice, including the Federal 
Bureau of Investigation and the Drug Enforcement Administration; 
the Department of State; and the Department of the Treasury. 

The MIP consists of those intelligence activities of the United 
States Government that provide the President, other Executive 
Branch officials, and Congress with military intelligence bearing on 
U.S. national security, including the tactical intelligence and intel-
ligence-related activities of the Department of Defense. The MIP 
funds certain activities of the Army, Navy, Marine Corps, Air 
Force, Space Force, Special Operations Command, the Defense In-
telligence Agency, the National Geospatial-Intelligence Agency, the 
National Security Agency, the National Reconnaissance Office, and 
other elements of the Department of Defense. 
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The Committee has exclusive or concurrent legislative and over-
sight jurisdiction of these activities—and exclusive jurisdiction to 
review and study the sources and methods of the Intelligence Com-
munity. 

COMMITTEE COMMENTS AND DIRECTION 

ESTABLISHMENT OF AN INTELLIGENCE COMMUNITY INNOVATION 
UNIT 

In Section 901 of this bill, the Committee directs the Director of 
National Intelligence to create the Intelligence Community Innova-
tion Unit (ICIU) to identify and evaluate commercial emerging 
technologies for intelligence community adoption, help transition 
prototypes to operational use within the intelligence community to 
achieve intelligence community-wide usage, and serve as a liaison 
and entry point to the private sector, academia, and government 
research and development organizations alongside the Director of 
National Intelligence’s Office of Engagement created in Section 902 
of the bill. 

The Committee believes that the leader of the ICIU will be one 
of the key determinants of its success. An empowered leader, with 
strong qualifications and an affinity for disruption, will be essen-
tial. The Committee also notes that this new organization should 
develop an acquisition cadre to fully utilize other transaction au-
thorities and other rapid acquisition pathways. The ICIU is author-
ized to use special hiring and retention authorities with special em-
phasis placed on technology subject matter experts. 

In a world of increasing strategic competition, the Committee be-
lieves that the United States must innovate to outpace competitors. 
Increasingly, it is private industry and others outside of govern-
ment that are producing game-changing technologies that foster 
American primacy. The intelligence community must therefore 
move at speed to capture and incorporate this critical technology, 
wherever it originated. 

OFFICE OF ENGAGEMENT 

In Section 902 of this bill, the Committee directs the creation of 
the Office of Engagement (Office) at the Office of the Director of 
National Intelligence. The Committee notes the Office should be 
outward facing to connect people and entities across private sector, 
academia, and government research and development organiza-
tions, and foreign partners and allies, in furtherance of Intelligence 
Community objectives and requirements. This role has too often 
shifted throughout various organizational constructs and the Com-
mittee believes that its position and responsibility must be solidi-
fied. 

SECURITY CLEARANCE BACK BENCH ESTABLISHMENT 

In Section 904 of this bill, the Committee directs the elements of 
the Intelligence Community to allow companies, in future contracts 
with the Intelligence Community, to pay for extra security clear-
ances for their workforce. Currently, contracted companies do not 
have a sufficient ‘‘back bench’’ of employees ready to fulfill mission 
needs if a cleared employee unexpectedly departs. The status quo 
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has follow-on impacts that artificially increase cost to companies 
that are passed back to the government. 

FOREIGN DISCLOSURE OFFICERS 

Russia’s ongoing invasion of Ukraine has underscored the impor-
tance of intelligence sharing between the U.S. and allies and part-
ners. A critical component of such intelligence sharing is a foreign 
disclosure process that allows the Intelligence Community (IC) and 
the Defense Intelligence Enterprise to provide timely information, 
at the appropriate classification level, to partner nations that en-
hance their decision-making process and advance U.S. national se-
curity objectives. 

Therefore, no later than January 18, 2024, the Director of Na-
tional Intelligence and the Under Secretary of Defense for Intel-
ligence and Security shall provide a briefing to the Committee de-
scribing their management of Foreign Disclosure Officers (FDOs). 
At a minimum, this briefing shall include an overview of: 

1. The current number and distribution of FDOs within the 
IC and the Defense Intelligence Enterprise, both full-time and 
as a collateral duty; 

2. Any plans to increase the number of full- or part-time 
FDOs and any identified obstacles or challenges associated 
with such an increase; 

3. Any identified challenges associated with establishing or 
modifying intelligence sharing agreements regarding Russia’s 
invasion of Ukraine or Russian aggression toward Europe or 
NATO; 

4. Any lessons learned regarding FDOs from the conflict in 
Ukraine that may apply to other potential conflicts or contin-
gencies; and 

5. Any identified challenges related to information tech-
nology that have hindered, or might hinder, robust intelligence 
sharing. 

COMPREHENSIVE ASSESSMENT OF WORKFORCE DIVERSITY AT THE 
FBI 

To execute its vital national security mission, the Federal Bureau 
of Investigation relies on its single greatest advantage: its people. 
The Committee is aware of the need to improve the workplace cul-
ture at the FBI—and, in particular, the Bureau’s efforts to promote 
diversity. To remain mission-ready in a complex and changing 
threat environment—and to meet the expectations of a younger 
generation of Americans—the FBI’s special agent cadre must draw 
on as many talented people as it is able to attract. The Committee 
believes that genuine, mission-driven culture change requires sus-
tained focus from senior leadership informed by outside experts. 
The Committee directs the FBI, not later than November 30, 2023, 
to seek to enter into an agreement with a federally funded research 
and development center or nonprofit entity to conduct an inde-
pendent and comprehensive review and assessment of the FBI’s di-
versity efforts, including a root cause analysis to identify barriers 
to recruitment, retention, and promotion. 
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INTELLIGENCE ASSESSMENT OF OPPORTUNITIES TO DISRUPT FOREIGN 
COMMERCIAL SPYWARE MARKET 

Foreign commercial spyware provides foreign governments with 
an exquisite end-to-end system for collection of signals intelligence. 
The development of a commercial market for this product allows 
for its use by foreign governments to target U.S. intelligence and 
diplomatic officials for intelligence collection. Moreover, such a 
market enables use of this product by foreign governments to spy 
on journalists, dissidents, and human rights defenders—and to 
suppress those vital activities—in contravention of U.S. values. 

Disrupting the foreign commercial spyware market would ad-
vance U.S. interests and values. Therefore, the Committee directs 
that, not later than November 30, 2023, the National Intelligence 
Council shall submit to the congressional intelligence committees 
an intelligence assessment of opportunities to (1) degrade the capa-
bilities of foreign commercial spyware companies and prevent them 
from offering such effective tools, and (2) deter the purchase and 
use of foreign commercial spyware by countries that lack the capac-
ity to develop those capabilities indigenously. 

REPORT ON NATIONAL COUNTERINTELLIGENCE AND SECURITY 
CENTER 

Not later than June 30, 2024, the Director of National Intel-
ligence shall submit to the congressional intelligence committees a 
report on the advisability and impact of designating the National 
Counterintelligence and Security Center (NCSC) as the agency re-
sponsible for the assessment, oversight, and enforcement of Intel-
ligence Community-wide counterintelligence, security, and insider 
threat detection efforts. The report shall contain the following: 

1. A description of any additional authorities NCSC would 
need in order to assess, monitor, oversee, and enforce compli-
ance with the Intelligence Community-wide policy for min-
imum insider threat standards, including through the collec-
tion of user activity data from the elements of the Intelligence 
Community. 

2. An estimate of the additional number of full-time equiva-
lent positions that would be required at NCSC, and an analysis 
of whether the creation of full-time equivalent positions at Of-
fice of the Director of National Intelligence (excluding NCSC) 
or other elements of the Intelligence Community would be re-
quired. 

3. An estimate of the personnel and non-personnel services 
costs to NCSC that would be incurred, broken out by func-
tional area, and an estimate of any compliance or other costs 
that would be incurred by ODNI (excluding NCSC) or by other 
elements of the Intelligence Community were NCSC to be 
charged with such oversight and compliance enforcement re-
sponsibilities. 

COMMITTEE CONSIDERATION 

The Committee marked up H.R. 3932 on July 13, 2023. Chair-
man Turner offered an amendment in the nature of a substitute, 
which the Committee adopted by voice vote. No other amendments 
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were offered, and the bill as amended was approved and ordered 
to be reported to the House by voice vote, a quorum being present. 

OVERSIGHT FINDINGS 

With respect to clause 3(c)(1) of rule XIII of the Rules of the 
House of Representatives, the Act and its accompanying classified 
annex result from open and closed hearings, briefings, and other 
oversight activities conducted by the Committee pursuant to clause 
2(b)(1) of rule X. 

GENERAL PERFORMANCE GOALS AND OBJECTIVES 

With respect to clause 3(c)(4) of rule XIII of the Rules of the 
House of Representatives, the general goals and objectives of H.R. 
3932 are to authorize the intelligence and intelligence-related ac-
tivities of the United States Government for Fiscal Year 2024. The 
Act and its accompanying classified annex reflect in detail the 
Committee’s specific performance goals and objectives. 

APPLICABILITY TO THE LEGISLATIVE BRANCH 

Section 102(b)(3) of Public Law 104–1 requires a description of 
the application of this Act to the legislative branch where the Act 
relates to terms and conditions of employment or access to public 
services or accommodations. H.R. 3932 does not relate to terms and 
conditions of employment or access to public services or accom-
modations. 

DUPLICATION OF FEDERAL PROGRAMS 

In accordance with clause 3(c)(5) of rule XIII of the Rules of the 
House of Representatives, no provision of this Act establishes or re-
authorizes a program of the federal government known to be dupli-
cative of another federal program, a program that was included in 
any report from the Government Accountability Office to Congress 
pursuant to section 21 of Public Law 111–139, or a program related 
to a program identified in the most recent Catalog of Federal Do-
mestic Assistance. 

DISCLOSURE OF DIRECTED RULE MAKINGS 

This Act does not direct the completion of any specific rule mak-
ings within the meaning of section 551 of title 5, United States 
Code. 

FEDERAL ADVISORY COMMITTEE ACT STATEMENT 

The Act does not establish or authorize the establishment of an 
advisory committee within the definition of section 5(b) of the ap-
pendix to title 5, United States Code. 

EARMARK IDENTIFICATION 

This bill does not include any congressional earmarks, limited 
tax benefits, or limited tariff benefits as defined in clause 9 of rule 
XXI of the House of Representatives. 
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ESTIMATE OF COSTS 

On July 14, 2023, the Committee transmitted this bill to the 
Congressional Budget Office and requested an estimate of the costs 
incurred in carrying out the unclassified provisions, including any 
federal mandates, which was not received as of the time of filing 
this report. 

CHANGES IN EXISTING LAW MADE BY THE BILL, AS REPORTED 

In compliance with clause 3(e) of rule XIII of the Rules of the 
House of Representatives, changes in existing law made by the bill, 
as reported, are shown as follows (existing law proposed to be omit-
ted is enclosed in black brackets, new matter is printed in italics, 
and existing law in which no change is proposed is shown in 
roman): 

CHANGES IN EXISTING LAW MADE BY THE BILL, AS REPORTED 

In compliance with clause 3(e) of rule XIII of the Rules of the 
House of Representatives, changes in existing law made by the bill, 
as reported, are shown as follows (existing law proposed to be omit-
ted is enclosed in black brackets, new matter is printed in italics, 
and existing law in which no change is proposed is shown in 
roman): 

TITLE 5, UNITED STATES CODE 

* * * * * * * 

PART III—EMPLOYEES 

* * * * * * * 

SUBPART J—ENHANCED PERSONNEL 
SECURITY PROGRAMS 

* * * * * * * 

CHAPTER 110—ENHANCED PERSONNEL SECURITY 
PROGRAMS 

* * * * * * * 

§ 11001. Enhanced personnel security programs 
(a) ENHANCED PERSONNEL SECURITY PROGRAM.—The Director of 

National Intelligence shall direct each agency to implement a pro-
gram to provide enhanced security review of covered individuals— 

(1) in accordance with this section; and 
(2) not later than the earlier of— 

(A) the date that is 5 years after the date of the enact-
ment of the Intelligence Authorization Act for Fiscal Year 
2016; or 

(B) the date on which the backlog of overdue periodic re-
investigations of covered individuals is eliminated, as de-
termined by the Director of National Intelligence. 

(b) COMPREHENSIVENESS.— 
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(1) SOURCES OF INFORMATION.—The enhanced personnel se-
curity program of an agency shall integrate relevant and ap-
propriate information from various sources, including govern-
ment, publicly available, and commercial data sources, con-
sumer reporting agencies, social media, and such other sources 
as determined by the Director of National Intelligence. 

(2) TYPES OF INFORMATION.—Information obtained and inte-
grated from sources described in paragraph (1) may include— 

(A) information relating to any criminal or civil legal 
proceeding; 

(B) financial information relating to the covered indi-
vidual, including the credit worthiness of the covered indi-
vidual; 

(C) publicly available information, whether electronic, 
printed, or other form, including relevant security or coun-
terintelligence information about the covered individual or 
information that may suggest ill intent, vulnerability to 
blackmail, compulsive behavior, allegiance to another 
country, change in ideology, or that the covered individual 
lacks good judgment, reliability, or trustworthiness; and 

(D) data maintained on any terrorist or criminal watch 
list maintained by any agency, State or local government, 
or international organization. 

(3) SPECIAL REQUIREMENTS WITH RESPECT TO SOCIAL 
MEDIA.— 

(A) IN GENERAL.—Information obtained and integrated 
from sources described in paragraph (1) shall include any 
publicly available social media information relating to the 
covered individual. 

(B) DISCLOSURE BY COVERED INDIVIDUALS.—The en-
hanced personnel security program of an agency shall in-
clude a requirement that a covered individual disclose any 
username or alias used by the covered individual on any 
social media account, including both private and public so-
cial media accounts, but may not require the covered indi-
vidual to disclose any password for any such account. 

(c) REVIEWS OF COVERED INDIVIDUALS.— 
(1) REVIEWS.— 

(A) IN GENERAL.—The enhanced personnel security pro-
gram of an agency shall require that, not less than 2 times 
every 5 years, the head of the agency shall conduct or re-
quest the conduct of automated record checks and checks 
of information from sources under subsection (b) to ensure 
the continued eligibility of each covered individual to ac-
cess classified information and hold a sensitive position 
unless more frequent reviews of automated record checks 
and checks of information from sources under subsection 
(b) are conducted on the covered individual. 

(B) SCOPE OF REVIEWS.—Except for a covered individual 
who is subject to more frequent reviews to ensure the con-
tinued eligibility of the covered individual to access classi-
fied information and hold a sensitive position, the reviews 
under subparagraph (A) shall consist of random or aperi-
odic checks of covered individuals, such that each covered 
individual is subject to at least 2 reviews during the 5-year 
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period beginning on the date on which the agency imple-
ments the enhanced personnel security program of an 
agency, and during each 5-year period thereafter. 

(C) INDIVIDUAL REVIEWS.—A review of the information 
relating to the continued eligibility of a covered individual 
to access classified information and hold a sensitive posi-
tion under subparagraph (A) may not be conducted until 
after the end of the 120-day period beginning on the date 
the covered individual receives the notification required 
under paragraph (3). 

(2) RESULTS.—The head of an agency shall take appropriate 
action if a review under paragraph (1) finds relevant informa-
tion that may affect the continued eligibility of a covered indi-
vidual to access classified information and hold a sensitive po-
sition. 

(3) INFORMATION FOR COVERED INDIVIDUALS.—The head of an 
agency shall ensure that each covered individual is adequately 
advised of the types of relevant security or counterintelligence 
information the covered individual is required to report to the 
head of the agency. 

(4) LIMITATION.—Nothing in this subsection shall be con-
strued to affect the authority of an agency to determine the ap-
propriate weight to be given to information relating to a cov-
ered individual in evaluating the continued eligibility of the 
covered individual. 

(5) AUTHORITY OF THE PRESIDENT.—Nothing in this sub-
section shall be construed as limiting the authority of the 
President to direct or perpetuate periodic reinvestigations of a 
more comprehensive nature or to delegate the authority to di-
rect or perpetuate such reinvestigations. 

(6) EFFECT ON OTHER REVIEWS.—Reviews conducted under 
paragraph (1) are in addition to investigations and reinvestiga-
tions conducted pursuant to section 3001 of the Intelligence 
Reform and Terrorism Prevention Act of 2004 (50 U.S.C. 3341). 

(d) REVIEW.— 
(1) IN GENERAL.—Beginning 2 years after the date of the im-

plementation of the enhanced personnel security program of an 
agency under subsection (a), the Inspector General of the agen-
cy shall conduct at least 1 review to assess the effectiveness 
and fairness, which shall be determined in accordance with 
performance measures and standards established by the Direc-
tor of National Intelligence, to covered individuals of the en-
hanced personnel security program of the agency. 

(2) SUBMISSIONS TO DNI.—The results of each review con-
ducted under paragraph (1) shall be submitted to the Director 
of National Intelligence to assess the effectiveness and fairness 
of the enhanced personnel security programs across the Fed-
eral Government. 

(e) DEFINITIONS.—In this section— 
(1) the term ‘‘agency’’ has the meaning given that term in 

section 3001 of the Intelligence Reform and Terrorism Preven-
tion Act of 2004 (50 U.S.C. 3341); 

(2) the term ‘‘consumer reporting agency’’ has the meaning 
given that term in section 603 of the Fair Credit Reporting Act 
(15 U.S.C. 1681a); 
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(3) the term ‘‘covered individual’’ means an individual em-
ployed by an agency or a contractor of an agency who has been 
determined eligible for access to classified information or eligi-
ble to hold a sensitive position; 

(4) the term ‘‘enhanced personnel security program’’ means 
a program implemented by an agency at the direction of the 
Director of National Intelligence under subsection (a); and 

NATIONAL SECURITY ACT OF 1947 

SHORT TITLE 

That this Act may be cited as the ‘‘National Security Act of 
1947’’. 

TABLE OF CONTENTS 

* * * * * * * 

TITLE I—COORDINATION FOR NATIONAL SECURITY 

* * * * * * * 
Sec. 103L. Intelligence Community Innovation Unit. 

* * * * * * * 
øSec. 113B. Special pay authority for science, technology, engineering, or mathe-

matics positions.¿ 
Sec. 113B. Special pay authority for science, technology, engineering, or mathematics 

positions and positions requiring banking or financial services expertise. 
* * * * * * * 

øSec. 120. Climate Security Advisory Council.¿ 

* * * * * * * 
Sec. 122. Office of Engagement. 

* * * * * * * 

TITLE V—ACCOUNTABILITY FOR INTELLIGENCE ACTIVITIES 

* * * * * * * 
Sec. 516. Notice to Congress of counterintelligence threats to legislative branch and 

legislative branch officials. 
Sec. 517. Congressional notice of counterintelligence investigations into Federal elect-

ed officials and candidates in elections for Federal office. 
Sec. 518. Submission of legislative proposals. 
Sec. 519. Termination of certain reporting requirements. 

* * * * * * * 

TITLE XI—ADDITIONAL MISCELLANEOUS PROVISIONS 

* * * * * * * 
Sec. 1105A. Notice and damage assessment with respect to significant unauthorized 

disclosure of classified national intelligence. 

* * * * * * * 

TITLE I—COORDINATION FOR NATIONAL SECURITY 

* * * * * * * 

RESPONSIBILITIES AND AUTHORITIES OF THE DIRECTOR OF NATIONAL 
INTELLIGENCE 

SEC. 102A. (a) PROVISION OF INTELLIGENCE.—(1) The Director of 
National Intelligence shall be responsible for ensuring that na-
tional intelligence is provided— 
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(A) to the President; 
(B) to the heads of departments and agencies of the execu-

tive branch; 
(C) to the Chairman of the Joint Chiefs of Staff and senior 

military commanders; 
(D) to the Senate and House of Representatives and the com-

mittees thereof; and 
(E) to such other persons as the Director of National Intel-

ligence determines to be appropriate. 
(2) Such national intelligence should be timely, objective, inde-

pendent of political considerations, and based upon all sources 
available to the intelligence community and other appropriate enti-
ties. 

(b) ACCESS TO INTELLIGENCE.—Unless otherwise directed by the 
President, the Director of National Intelligence shall have access to 
all national intelligence and intelligence related to the national se-
curity which is collected by any Federal department, agency, or 
other entity, except as otherwise provided by law or, as appro-
priate, under guidelines agreed upon by the Attorney General and 
the Director of National Intelligence. 

(c) BUDGET AUTHORITIES.—(1) With respect to budget requests 
and appropriations for the National Intelligence Program, the Di-
rector of National Intelligence shall— 

(A) based on intelligence priorities set by the President, pro-
vide to the heads of departments containing agencies or organi-
zations within the intelligence community, and to the heads of 
such agencies and organizations, guidance for developing the 
National Intelligence Program budget pertaining to such agen-
cies and organizations; 

(B) based on budget proposals provided to the Director of Na-
tional Intelligence by the heads of agencies and organizations 
within the intelligence community and the heads of their re-
spective departments and, as appropriate, after obtaining the 
advice of the Joint Intelligence Community Council, develop 
and determine an annual consolidated National Intelligence 
Program budget; and 

(C) present such consolidated National Intelligence Program 
budget, together with any comments from the heads of depart-
ments containing agencies or organizations within the intel-
ligence community, to the President for approval. 

(2) In addition to the information provided under paragraph 
(1)(B), the heads of agencies and organizations within the intel-
ligence community shall provide the Director of National Intel-
ligence such other information as the Director shall request for the 
purpose of determining the annual consolidated National Intel-
ligence Program budget under that paragraph. 

(3)(A) The Director of National Intelligence shall participate in 
the development by the Secretary of Defense of the annual budget 
for the Military Intelligence Program or any successor program or 
programs. 

(B) The Director of National Intelligence shall provide guidance 
for the development of the annual budget for each element of the 
intelligence community that is not within the National Intelligence 
Program. 
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(4) The Director of National Intelligence shall ensure the effec-
tive execution of the annual budget for intelligence and intel-
ligence-related activities. 

(5)(A) The Director of National Intelligence shall be responsible 
for managing appropriations for the National Intelligence Program 
by directing the allotment or allocation of such appropriations 
through the heads of the departments containing agencies or orga-
nizations within the intelligence community and the Director of the 
Central Intelligence Agency, with prior notice (including the provi-
sion of appropriate supporting information) to the head of the de-
partment containing an agency or organization receiving any such 
allocation or allotment or the Director of the Central Intelligence 
Agency. 

(B) Notwithstanding any other provision of law, pursuant to rel-
evant appropriations Acts for the National Intelligence Program, 
the Director of the Office of Management and Budget shall exercise 
the authority of the Director of the Office of Management and 
Budget to apportion funds, at the exclusive direction of the Director 
of National Intelligence, for allocation to the elements of the intel-
ligence community through the relevant host executive depart-
ments and the Central Intelligence Agency. Department comptrol-
lers or appropriate budget execution officers shall allot, allocate, re-
program, or transfer funds appropriated for the National Intel-
ligence Program in an expeditious manner. 

(C) The Director of National Intelligence shall monitor the imple-
mentation and execution of the National Intelligence Program by 
the heads of the elements of the intelligence community that man-
age programs and activities that are part of the National Intel-
ligence Program, which shall include audits and evaluations. 

(D) Consistent with subparagraph (C), the Director of National 
Intelligence shall ensure that the programs and activities that are 
part of the National Intelligence Program, including those of the 
Federal Bureau of Investigation, are structured and executed in a 
manner than enables budget traceability. 

(6) Apportionment and allotment of funds under this subsection 
shall be subject to chapter 13 and section 1517 of title 31, United 
States Code, and the Congressional Budget and Impoundment Con-
trol Act of 1974 (2 U.S.C. 621 et seq.). 

(7)(A) The Director of National Intelligence shall provide a semi- 
annual report, beginning April 1, 2005, and ending April 1, 2007, 
to the President and the Congress regarding implementation of this 
section. 

(B) The Director of National Intelligence shall report to the 
President and the Congress not later than 15 days after learning 
of any instance in which a departmental comptroller acts in a man-
ner inconsistent with the law (including permanent statutes, au-
thorization Acts, and appropriations Acts), or the direction of the 
Director of National Intelligence, in carrying out the National In-
telligence Program. 

(d) ROLE OF DIRECTOR OF NATIONAL INTELLIGENCE IN TRANSFER 
AND REPROGRAMMING OF FUNDS.—(1)(A) No funds made available 
under the National Intelligence Program may be transferred or re-
programmed without the prior approval of the Director of National 
Intelligence, except in accordance with procedures prescribed by 
the Director of National Intelligence. 
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(B) The Secretary of Defense shall consult with the Director of 
National Intelligence before transferring or reprogramming funds 
made available under the Military Intelligence Program or any suc-
cessor program or programs. 

(2) Subject to the succeeding provisions of this subsection, the Di-
rector of National Intelligence may transfer or reprogram funds ap-
propriated for a program within the National Intelligence Pro-
gram— 

(A) to another such program; 
(B) to other departments or agencies of the United States 

Government for the development and fielding of systems of 
common concern related to the collection, processing, analysis, 
exploitation, and dissemination of intelligence information; or 

(C) to a program funded by appropriations not within the 
National Intelligence Program to address critical gaps in intel-
ligence information sharing or access capabilities. 

(3) The Director of National Intelligence may only transfer or re-
program funds referred to in paragraph (1)(A)— 

(A) with the approval of the Director of the Office of Manage-
ment and Budget; and 

(B) after consultation with the heads of departments con-
taining agencies or organizations within the intelligence com-
munity to the extent such agencies or organizations are af-
fected, and, in the case of the Central Intelligence Agency, 
after consultation with the Director of the Central Intelligence 
Agency. 

(4) The amounts available for transfer or reprogramming in the 
National Intelligence Program in any given fiscal year, and the 
terms and conditions governing such transfers and 
reprogrammings, are subject to the provisions of annual appropria-
tions Acts and this subsection. 

(5)(A) A transfer or reprogramming of funds may be made under 
this subsection only if— 

(i) the funds are being transferred to an activity that is a 
higher priority intelligence activity; 

(ii) the transfer or reprogramming supports an emergent 
need, improves program effectiveness, or increases efficiency; 

(iii) the transfer or reprogramming does not involve a trans-
fer or reprogramming of funds to a Reserve for Contingencies 
of the Director of National Intelligence or the Reserve for Con-
tingencies of the Central Intelligence Agency; 

(iv) the transfer or reprogramming results in a cumulative 
transfer or reprogramming of funds out of any department or 
agency, as appropriate, funded in the National Intelligence 
Program in a single fiscal year— 

(I) that is less than $150,000,000, and 
(II) that is less than 5 percent of amounts available to 

a department or agency under the National Intelligence 
Program; and 

(v) the transfer or reprogramming does not terminate an ac-
quisition program. 

(B) A transfer or reprogramming may be made without regard to 
a limitation set forth in clause (iv) or (v) of subparagraph (A) if the 
transfer has the concurrence of the head of the department in-
volved or the Director of the Central Intelligence Agency (in the 
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case of the Central Intelligence Agency). The authority to provide 
such concurrence may only be delegated by the head of the depart-
ment involved or the Director of the Central Intelligence Agency (in 
the case of the Central Intelligence Agency) to the deputy of such 
officer. 

(6) Funds transferred or reprogrammed under this subsection 
shall remain available for the same period as the appropriations 
account to which transferred or reprogrammed. 

(7) Any transfer or reprogramming of funds under this subsection 
shall be carried out in accordance with existing procedures applica-
ble to reprogramming notifications for the appropriate congres-
sional committees. Any proposed transfer or reprogramming for 
which notice is given to the appropriate congressional committees 
shall be accompanied by a report explaining the nature of the pro-
posed transfer or reprogramming and how it satisfies the require-
ments of this subsection. In addition, the congressional intelligence 
committees shall be promptly notified of any transfer or reprogram-
ming of funds made pursuant to this subsection in any case in 
which the transfer or reprogramming would not have otherwise re-
quired reprogramming notification under procedures in effect as of 
the date of the enactment of this subsection. 

(e) TRANSFER OF PERSONNEL.—(1)(A) In addition to any other au-
thorities available under law for such purposes, in the first twelve 
months after establishment of a new national intelligence center, 
the Director of National Intelligence, with the approval of the Di-
rector of the Office of Management and Budget and in consultation 
with the congressional committees of jurisdiction referred to in sub-
paragraph (B), may transfer not more than 100 personnel author-
ized for elements of the intelligence community to such center. 

(B) The Director of National Intelligence shall promptly provide 
notice of any transfer of personnel made pursuant to this para-
graph to— 

(i) the congressional intelligence committees; 
(ii) the Committees on Appropriations of the Senate and the 

House of Representatives; 
(iii) in the case of the transfer of personnel to or from the 

Department of Defense, the Committees on Armed Services of 
the Senate and the House of Representatives; and 

(iv) in the case of the transfer of personnel to or from the De-
partment of Justice, to the Committees on the Judiciary of the 
Senate and the House of Representatives. 

(C) The Director shall include in any notice under subparagraph 
(B) an explanation of the nature of the transfer and how it satisfies 
the requirements of this subsection. 

(2)(A) The Director of National Intelligence, with the approval of 
the Director of the Office of Management and Budget and in ac-
cordance with procedures to be developed by the Director of Na-
tional Intelligence and the heads of the departments and agencies 
concerned, may transfer personnel authorized for an element of the 
intelligence community to another such element for a period of not 
more than 2 years. 

(B) A transfer of personnel may be made under this paragraph 
only if— 

(i) the personnel are being transferred to an activity that is 
a higher priority intelligence activity; and 
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(ii) the transfer supports an emergent need, improves pro-
gram effectiveness, or increases efficiency. 

(C) The Director of National Intelligence shall promptly provide 
notice of any transfer of personnel made pursuant to this para-
graph to— 

(i) the congressional intelligence committees; 
(ii) in the case of the transfer of personnel to or from the De-

partment of Defense, the Committees on Armed Services of the 
Senate and the House of Representatives; and 

(iii) in the case of the transfer of personnel to or from the 
Department of Justice, to the Committees on the Judiciary of 
the Senate and the House of Representatives. 

(D) The Director shall include in any notice under subparagraph 
(C) an explanation of the nature of the transfer and how it satisfies 
the requirements of this paragraph. 

(3)(A) In addition to the number of full-time equivalent positions 
authorized for the Office of the Director of National Intelligence for 
a fiscal year, there is authorized for such Office for each fiscal year 
an additional 100 full-time equivalent positions that may be used 
only for the purposes described in subparagraph (B). 

(B) Except as provided in subparagraph (C), the Director of Na-
tional Intelligence may use a full-time equivalent position author-
ized under subparagraph (A) only for the purpose of providing a 
temporary transfer of personnel made in accordance with para-
graph (2) to an element of the intelligence community to enable 
such element to increase the total number of personnel authorized 
for such element, on a temporary basis— 

(i) during a period in which a permanent employee of such 
element is absent to participate in critical language training; 
or 

(ii) to accept a permanent employee of another element of 
the intelligence community to provide language-capable serv-
ices. 

(C) Paragraph (2)(B) shall not apply with respect to a transfer of 
personnel made under subparagraph (B). 

(D) For each of the fiscal years 2010, 2011, and 2012, the Direc-
tor of National Intelligence shall submit to the congressional intel-
ligence committees an annual report on the use of authorities 
under this paragraph. Each such report shall include a description 
of— 

(i) the number of transfers of personnel made by the Director 
pursuant to subparagraph (B), disaggregated by each element 
of the intelligence community; 

(ii) the critical language needs that were fulfilled or partially 
fulfilled through the use of such transfers; and 

(iii) the cost to carry out subparagraph (B). 
(4) It is the sense of Congress that— 

(A) the nature of the national security threats facing the 
United States will continue to challenge the intelligence com-
munity to respond rapidly and flexibly to bring analytic re-
sources to bear against emerging and unforeseen requirements; 

(B) both the Office of the Director of National Intelligence 
and any analytic centers determined to be necessary should be 
fully and properly supported with appropriate levels of per-
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sonnel resources and that the President’s yearly budget re-
quests adequately support those needs; and 

(C) the President should utilize all legal and administrative 
discretion to ensure that the Director of National Intelligence 
and all other elements of the intelligence community have the 
necessary resources and procedures to respond promptly and 
effectively to emerging and unforeseen national security chal-
lenges. 

(f) TASKING AND OTHER AUTHORITIES.—(1)(A) The Director of Na-
tional Intelligence shall— 

(i) establish objectives, priorities, and guidance for the intel-
ligence community to ensure timely and effective collection, 
processing, analysis, and dissemination (including access by 
users to collected data consistent with applicable law and, as 
appropriate, the guidelines referred to in subsection (b) and 
analytic products generated by or within the intelligence com-
munity) of national intelligence; 

(ii) determine requirements and priorities for, and manage 
and direct the tasking of, collection, analysis, production, and 
dissemination of national intelligence by elements of the intel-
ligence community, including— 

(I) approving requirements (including those require-
ments responding to needs provided by consumers) for col-
lection and analysis; and 

(II) resolving conflicts in collection requirements and in 
the tasking of national collection assets of the elements of 
the intelligence community; and 

(iii) provide advisory tasking to intelligence elements of those 
agencies and departments not within the National Intelligence 
Program. 

(B) The authority of the Director of National Intelligence under 
subparagraph (A) shall not apply— 

(i) insofar as the President so directs; 
(ii) with respect to clause (ii) of subparagraph (A), insofar as 

the Secretary of Defense exercises tasking authority under 
plans or arrangements agreed upon by the Secretary of De-
fense and the Director of National Intelligence; or 

(iii) to the direct dissemination of information to State gov-
ernment and local government officials and private sector enti-
ties pursuant to sections 201 and 892 of the Homeland Secu-
rity Act of 2002 (6 U.S.C. 121, 482). 

ø(2) The Director of National Intelligence shall oversee the Na-
tional Counterterrorism Center, the National Counterproliferation 
Center, and the National Counterintelligence and Security Center 
and may establish such other national intelligence centers as the 
Director determines necessary.¿ 

(2)(A) The Director of National Intelligence shall oversee the Na-
tional Counterterrorism Center, the National Counterproliferation 
and Biosecurity Center, the National Counterintelligence and Secu-
rity Center, the Foreign Malign Influence Center, and the Cyber 
Threat Intelligence and Integration Center. 

(B) The Director of National Intelligence may establish a new na-
tional intelligence center, or assign a new function to a national in-
telligence center, but only if— 
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(i) the Director submits to the congressional intelligence com-
mittees written notification of such proposed establishment or 
assignment; and 

(ii) a period of 90 days has elapsed after the date on which 
such committees receive such notification. 

(3)(A) The Director of National Intelligence shall prescribe, in 
consultation with the heads of other agencies or elements of the in-
telligence community, and the heads of their respective depart-
ments, øpersonnel policies¿ binding personnel policies and pro-
grams applicable to the intelligence community that— 

ø(i) encourage and facilitate assignments and details of per-
sonnel to national intelligence centers, and between elements 
of the intelligence community;¿ 

(i) require and facilitate assignments and details of personnel 
to national intelligence centers, and between elements of the in-
telligence community over the course of the careers of such per-
sonnel; 

(ii) set standards for education, training, and career develop-
ment of personnel of the intelligence community; 

(iii) encourage and facilitate the recruitment and retention 
by the intelligence community of highly qualified individuals 
for the effective conduct of intelligence activities; 

(iv) ensure that the personnel of the intelligence community 
are sufficiently diverse for purposes of the collection and anal-
ysis of intelligence through the recruitment and training of 
women, minorities, and individuals with diverse ethnic, cul-
tural, and linguistic backgrounds; 

ø(v) make service in more than one element of the intel-
ligence community a condition of promotion to such positions 
within the intelligence community as the Director shall specify; 
and¿ 

(v) require service in more than one element of the intelligence 
community as a condition of promotion to such positions within 
the intelligence community as the Director shall specify, and 
take requisite steps to ensure compliance among elements of the 
intelligence community; and 

(vi) ensure the effective management of intelligence commu-
nity personnel who are responsible for intelligence community- 
wide matters. 

(B) Policies prescribed under subparagraph (A) shall not be in-
consistent with the personnel policies otherwise applicable to mem-
bers of the uniformed services. 

(4) The Director of National Intelligence shall ensure compliance 
with the Constitution and laws of the United States by the Central 
Intelligence Agency and shall ensure such compliance by other ele-
ments of the intelligence community through the host executive de-
partments that manage the programs and activities that are part 
of the National Intelligence Program. 

(5) The Director of National Intelligence shall ensure the elimi-
nation of waste and unnecessary duplication within the intelligence 
community. 

(6) The Director of National Intelligence shall establish require-
ments and priorities for foreign intelligence information to be col-
lected under the Foreign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1801 et seq.), and provide assistance to the Attorney Gen-
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eral to ensure that information derived from electronic surveillance 
or physical searches under that Act is disseminated so it may be 
used efficiently and effectively for national intelligence purposes, 
except that the Director shall have no authority to direct or under-
take electronic surveillance or physical search operations pursuant 
to that Act unless authorized by statute or Executive order. 

(7)(A) The Director of National Intelligence shall, if the Director 
determines it is necessary, or may, if requested by a congressional 
intelligence committee, conduct an accountability review of an ele-
ment of the intelligence community or the personnel of such ele-
ment in relation to a failure or deficiency within the intelligence 
community. 

(B) The Director of National Intelligence, in consultation with the 
Attorney General, shall establish guidelines and procedures for 
conducting an accountability review under subparagraph (A). 

(C)(i) The Director of National Intelligence shall provide the find-
ings of an accountability review conducted under subparagraph (A) 
and the Director’s recommendations for corrective or punitive ac-
tion, if any, to the head of the applicable element of the intelligence 
community. Such recommendations may include a recommendation 
for dismissal of personnel. 

(ii) If the head of such element does not implement a rec-
ommendation made by the Director under clause (i), the head of 
such element shall submit to the congressional intelligence commit-
tees a notice of the determination not to implement the rec-
ommendation, including the reasons for the determination. 

(D) The requirements of this paragraph shall not be construed to 
limit any authority of the Director of National Intelligence under 
subsection (m) or with respect to supervision of the Central Intel-
ligence Agency. 

(8) The Director of National Intelligence shall— 
(A) conduct assessments and audits of the compliance of each 

element of the intelligence community with minimum insider 
threat policy; 

(B) receive information from each element of the intelligence 
community regarding the collection, sharing, and use by such 
element of audit and monitoring data for insider threat detec-
tion across all classified and unclassified information tech-
nology systems within such element; 

(C) provide guidance and oversight to Federal departments 
and agencies to fully implement automated records checks, con-
sistent with personnel vetting reforms and the Trusted Work-
force 2.0 initiative, or successor initiative, and ensure that in-
formation collected pursuant to such records checks is appro-
priately shared in support of intelligence community-wide in-
sider threat initiatives; 

(D) carry out evaluations of the effectiveness of counterintel-
ligence, security, and insider threat program activities of each 
element of the intelligence community, including with respect to 
the lowest organizational unit of each such element, that in-
clude an identification of any gaps, shortfalls, or resource needs 
of each such element; 

(E) identify gaps, shortfalls, resources needs, and rec-
ommendations for adjustments in allocations and additional re-
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sources and other remedies to strengthen counterintelligence, se-
curity, and insider threat detection programs; 

(F) pursuant to final damage assessments facilitated by the 
National Counterintelligence and Security Center that have 
been undertaken as a result of an unauthorized disclosure, de-
termine whether the heads of the elements of the intelligence 
community implement recommended mitigation, and notify the 
congressional intelligence committees of such determinations; 
and 

(G) study the data collected during the course of background 
investigations and adjudications for security clearances granted 
to individuals who subsequently commit unauthorized disclo-
sures, and issue findings regarding the quality of such data as 
a predictor for insider threat activity, delineated by the severity 
of the unauthorized disclosure. 

ø(8)¿ (9) The Director of National Intelligence shall ensure there 
is established a policy for minimum insider threat standards for 
the intelligence community and ensure compliance by the elements 
of the intelligence community with that policy. 

ø(9)¿ (10) The Director of National Intelligence shall perform 
such other intelligence-related functions as the President may di-
rect. 

ø(10)¿ (11) Nothing in this title shall be construed as affecting 
the role of the Department of Justice or the Attorney General 
under the Foreign Intelligence Surveillance Act of 1978. 

(g) INTELLIGENCE INFORMATION SHARING.—(1) The Director of 
National Intelligence shall have principal authority to ensure max-
imum availability of and access to intelligence information within 
the intelligence community consistent with national security re-
quirements. The Director of National Intelligence shall— 

(A) establish uniform security standards and procedures; 
(B) establish common information technology standards, pro-

tocols, and interfaces; 
(C) ensure development of information technology systems 

that include multi-level security and intelligence integration 
capabilities; 

(D) establish policies and procedures to resolve conflicts be-
tween the need to share intelligence information and the need 
to protect intelligence sources and methods; 

(E) develop an enterprise architecture for the intelligence 
community and ensure that elements of the intelligence com-
munity comply with such architecture; 

(F) have procurement approval authority over all enterprise 
architecture-related information technology items funded in 
the National Intelligence Program; and 

(G) in accordance with Executive Order No. 13526 (75 Fed. 
Reg. 707; relating to classified national security information) 
(or any subsequent corresponding executive order), and part 
2001 of title 32, Code of Federal Regulations (or any subse-
quent corresponding regulation), establish— 

(i) guidance to standardize, in appropriate cases, the for-
mats for classified and unclassified intelligence products 
created by elements of the intelligence community for pur-
poses of promoting the sharing of intelligence products; 
and 
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(ii) policies and procedures requiring the increased use, 
in appropriate cases, and including portion markings, of 
the classification of portions of information within one in-
telligence product. 

(2) The President shall ensure that the Director of National In-
telligence has all necessary support and authorities to fully and ef-
fectively implement paragraph (1). 

(3) Except as otherwise directed by the President or with the spe-
cific written agreement of the head of the department or agency in 
question, a Federal agency or official shall not be considered to 
have met any obligation to provide any information, report, assess-
ment, or other material (including unevaluated intelligence infor-
mation) to that department or agency solely by virtue of having 
provided that information, report, assessment, or other material to 
the Director of National Intelligence or the National Counterter-
rorism Center. 

(4) The Director of National Intelligence shall, in a timely man-
ner, report to Congress any statute, regulation, policy, or practice 
that the Director believes impedes the ability of the Director to 
fully and effectively ensure maximum availability of access to intel-
ligence information within the intelligence community consistent 
with the protection of the national security of the United States. 

(h) ANALYSIS.—To ensure the most accurate analysis of intel-
ligence is derived from all sources to support national security 
needs, the Director of National Intelligence shall— 

(1) implement policies and procedures— 
(A) to require sound analytic methods and tradecraft, 

independent of political considerations, throughout the ele-
ments of the intelligence community; 

(B) to ensure that analysis is based upon all sources 
available; and 

(C) to ensure that the elements of the intelligence com-
munity regularly conduct competitive analysis of analytic 
products, whether such products are produced by or dis-
seminated to such elements; 

(2) ensure that resource allocation for intelligence analysis is 
appropriately proportional to resource allocation for intel-
ligence collection systems and operations in order to maximize 
analysis of all collected data; 

(3) ensure that substantial differences in analytic judgment 
are fully considered, brought to the attention of policymakers, 
and documented in analytic products; and 

(4) ensure that sufficient relationships are established be-
tween intelligence collectors and analysts to facilitate greater 
understanding of the needs of analysts. 

(i) PROTECTION OF INTELLIGENCE SOURCES AND METHODS.—(1) 
The Director of National Intelligence shall protect, and shall estab-
lish and enforce policies to protect, intelligence sources and meth-
ods from unauthorized disclosure. 

(2) Consistent with paragraph (1), in order to maximize the dis-
semination of intelligence, the Director of National Intelligence 
shall establish and implement requirements for the intelligence 
community for the following purposes: 

(A) Classification of information under applicable law, Exec-
utive orders, or other Presidential directives. 
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(B) Access to and dissemination of intelligence, both in final 
form and in the form when initially gathered. 

(C) Preparation of intelligence products in such a way that 
source information is removed to allow for dissemination at the 
lowest level of classification possible or in unclassified form to 
the extent practicable. 

(3) The Director may only delegate a duty or authority given the 
Director under this subsection to the Principal Deputy Director of 
National Intelligence. 

(4)(A) Each head of an element of the intelligence community 
shall ensure that any congressionally mandated report submitted 
to Congress by the head, other than such a report submitted solely 
to the congressional intelligence committees, shall be consistent 
with the protection of intelligence sources and methods in accord-
ance with the policies established by the Director under paragraph 
(1), regardless of whether the provision of law mandating the re-
port explicitly requires such protection. 

(B) Nothing in this paragraph shall be construed to alter any 
congressional leadership’s or congressional committee’s jurisdiction 
or access to information from any element of the intelligence com-
munity under the rules of either chamber of Congress. 

(j) UNIFORM PROCEDURES FOR CLASSIFIED INFORMATION.—The 
Director of National Intelligence, subject to the direction of the 
President, shall— 

(1) establish uniform standards and procedures for the grant 
of access to sensitive compartmented information to any officer 
or employee of any agency or department of the United States 
and to employees of contractors of those agencies or depart-
ments; 

(2) ensure the consistent implementation of those standards 
and procedures throughout such agencies and departments; 

(3) ensure that security clearances granted by individual ele-
ments of the intelligence community are recognized by all ele-
ments of the intelligence community, and under contracts en-
tered into by those agencies; 

(4) ensure that the process for investigation and adjudication 
of an application for access to sensitive compartmented infor-
mation is performed in the most expeditious manner possible 
consistent with applicable standards for national security; 

(5) ensure that the background of each employee or officer of 
an element of the intelligence community, each contractor to 
an element of the intelligence community, and each individual 
employee of such a contractor who has been determined to be 
eligible for access to classified information is monitored on a 
continual basis under standards developed by the Director, in-
cluding with respect to the frequency of evaluation, during the 
period of eligibility of such employee or officer of an element 
of the intelligence community, such contractor, or such indi-
vidual employee to such a contractor to determine whether 
such employee or officer of an element of the intelligence com-
munity, such contractor, and such individual employee of such 
a contractor continues to meet the requirements for eligibility 
for access to classified information; and 

(6) develop procedures to require information sharing be-
tween elements of the intelligence community concerning po-
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tentially derogatory security information regarding an em-
ployee or officer of an element of the intelligence community, 
a contractor to an element of the intelligence community, or an 
individual employee of such a contractor that may impact the 
eligibility of such employee or officer of an element of the intel-
ligence community, such contractor, or such individual em-
ployee of such a contractor for a security clearance. 

(k) COORDINATION WITH FOREIGN GOVERNMENTS.—Under the di-
rection of the President and in a manner consistent with section 
207 of the Foreign Service Act of 1980 (22 U.S.C. 3927), the Direc-
tor of National Intelligence shall oversee the coordination of the re-
lationships between elements of the intelligence community and 
the intelligence or security services of foreign governments or inter-
national organizations on all matters involving intelligence related 
to the national security or involving intelligence acquired through 
clandestine means. 

(l) ENHANCED PERSONNEL MANAGEMENT.—(1)(A) The Director of 
National Intelligence shall, under regulations prescribed by the Di-
rector, provide incentives for personnel of elements of the intel-
ligence community to serve— 

(i) on the staff of the Director of National Intelligence; 
(ii) on the staff of the national intelligence centers; 
(iii) on the staff of the National Counterterrorism Center; 

and 
(iv) in other positions in support of the intelligence commu-

nity management functions of the Director. 
(B) Incentives under subparagraph (A) may include financial in-

centives, bonuses, and such other awards and incentives as the Di-
rector considers appropriate. 

(2)(A) Notwithstanding any other provision of law, the personnel 
of an element of the intelligence community who are assigned or 
detailed under paragraph (1)(A) to service under the Director of 
National Intelligence shall be promoted at rates equivalent to or 
better than personnel of such element who are not so assigned or 
detailed. 

(B) The Director may prescribe regulations to carry out this para-
graph. 

(3)(A) The Director of National Intelligence shall prescribe mech-
anisms to facilitate the rotation of personnel of the intelligence 
community through various elements of the intelligence community 
in the course of their careers in order to facilitate the widest pos-
sible understanding by such personnel of the variety of intelligence 
requirements, methods, users, and capabilities. 

(B) The mechanisms prescribed under subparagraph (A) may in-
clude the following: 

(i) The establishment of special occupational categories in-
volving service, over the course of a career, in more than one 
element of the intelligence community. 

(ii) The provision of rewards for service in positions under-
taking analysis and planning of operations involving two or 
more elements of the intelligence community. 

(iii) The establishment of requirements for education, train-
ing, service, and evaluation for service involving more than one 
element of the intelligence community. 
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(C) It is the sense of Congress that the mechanisms prescribed 
under this subsection should, to the extent practical, seek to dupli-
cate for civilian personnel within the intelligence community the 
joint officer management policies established by chapter 38 of title 
10, United States Code, and the other amendments made by title 
IV of the Goldwater-Nichols Department of Defense Reorganization 
Act of 1986 (Public Law 99–433). 

(D) The mechanisms prescribed under subparagraph (A) and any 
other policies of the Director— 

(i) may not require an employee of an office of inspector gen-
eral for an element of the intelligence community, including 
the Office of the Inspector General of the Intelligence Commu-
nity, to rotate to a position in an office or organization of such 
an element over which such office of inspector general exer-
cises jurisdiction; and 

(ii) shall be implemented in a manner that exempts employ-
ees of an office of inspector general from a rotation that may 
impact the independence of such office. 

(4)(A) Except as provided in subparagraph (B) and subparagraph 
(D), this subsection shall not apply with respect to personnel of the 
elements of the intelligence community who are members of the 
uniformed services. 

(B) Mechanisms that establish requirements for education and 
training pursuant to paragraph (3)(B)(iii) may apply with respect 
to members of the uniformed services who are assigned to an ele-
ment of the intelligence community funded through the National 
Intelligence Program, but such mechanisms shall not be incon-
sistent with personnel policies and education and training require-
ments otherwise applicable to members of the uniformed services. 

(C) The personnel policies and programs developed and imple-
mented under this subsection with respect to law enforcement offi-
cers (as that term is defined in section 5541(3) of title 5, United 
States Code) shall not affect the ability of law enforcement entities 
to conduct operations or, through the applicable chain of command, 
to control the activities of such law enforcement officers. 

(D) Assignment to the Office of the Director of National Intel-
ligence of commissioned officers of the Armed Forces shall be con-
sidered a joint-duty assignment for purposes of the joint officer 
management policies prescribed by chapter 38 of title 10, United 
States Code, and other provisions of that title. 

(m) ADDITIONAL AUTHORITY WITH RESPECT TO PERSONNEL.—(1) 
In addition to the authorities under subsection (f)(3), the Director 
of National Intelligence may exercise with respect to the personnel 
of the Office of the Director of National Intelligence any authority 
of the Director of the Central Intelligence Agency with respect to 
the personnel of the Central Intelligence Agency under the Central 
Intelligence Agency Act of 1949 (50 U.S.C. 403a et seq.), and other 
applicable provisions of law, as of the date of the enactment of this 
subsection to the same extent, and subject to the same conditions 
and limitations, that the Director of the Central Intelligence Agen-
cy may exercise such authority with respect to personnel of the 
Central Intelligence Agency, including with respect to the notifica-
tion requirement under section 8(c) of such Act (50 U.S.C. 3510(c)). 

(2) Employees and applicants for employment of the Office of the 
Director of National Intelligence shall have the same rights and 
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protections under the Office of the Director of National Intelligence 
as employees of the Central Intelligence Agency have under the 
Central Intelligence Agency Act of 1949, and other applicable provi-
sions of law, as of the date of the enactment of this subsection. 

(n) ACQUISITION AND OTHER AUTHORITIES.—(1) In carrying out 
the responsibilities and authorities under this section, the Director 
of National Intelligence may exercise the acquisition and appro-
priations authorities referred to in the Central Intelligence Agency 
Act of 1949 (50 U.S.C. 403a et seq.) other than the authorities re-
ferred to in section 8(b) of that Act (50 U.S.C. 403j(b)). 

(2) For the purpose of the exercise of any authority referred to 
in paragraph (1), a reference to the head of an agency shall be 
deemed to be a reference to the Director of National Intelligence or 
the Principal Deputy Director of National Intelligence. 

(3)(A) Any determination or decision to be made under an au-
thority referred to in paragraph (1) by the head of an agency may 
be made with respect to individual purchases and contracts or with 
respect to classes of purchases or contracts, and shall be final. 

(B) Except as provided in subparagraph (C), the Director of Na-
tional Intelligence or the Principal Deputy Director of National In-
telligence may, in such official’s discretion, delegate to any officer 
or other official of the Office of the Director of National Intelligence 
any authority to make a determination or decision as the head of 
the agency under an authority referred to in paragraph (1). 

(C) The limitations and conditions set forth in section 3(d) of the 
Central Intelligence Agency Act of 1949 (50 U.S.C. 403c(d)) shall 
apply to the exercise by the Director of National Intelligence of an 
authority referred to in paragraph (1). 

(D) Each determination or decision required by an authority re-
ferred to in the second sentence of section 3(d) of the Central Intel-
ligence Agency Act of 1949 shall be based upon written findings 
made by the official making such determination or decision, which 
findings shall be final and shall be available within the Office of 
the Director of National Intelligence for a period of at least six 
years following the date of such determination or decision. 

(4)(A) In addition to the authority referred to in paragraph (1), 
the Director of National Intelligence may authorize the head of an 
element of the intelligence community to exercise an acquisition 
authority referred to in section 3 or 8(a) of the Central Intelligence 
Agency Act of 1949 (50 U.S.C. 403c and 403j(a)) for an acquisition 
by such element that is more than 50 percent funded under the 
National Intelligence Program. 

(B) The head of an element of the intelligence community may 
not exercise an authority referred to in subparagraph (A) until— 

(i) the head of such element (without delegation) submits to 
the Director of National Intelligence a written request that in-
cludes— 

(I) a description of such authority requested to be exer-
cised; 

(II) an explanation of the need for such authority, in-
cluding an explanation of the reasons that other authori-
ties are insufficient; and 

(III) a certification that the mission of such element 
would be— 

(aa) impaired if such authority is not exercised; or 
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(bb) significantly and measurably enhanced if such 
authority is exercised; and 

(ii) the Director of National Intelligence issues a written au-
thorization that includes— 

(I) a description of the authority referred to in subpara-
graph (A) that is authorized to be exercised; and 

(II) a justification to support the exercise of such author-
ity. 

(C) A request and authorization to exercise an authority referred 
to in subparagraph (A) may be made with respect to an individual 
acquisition or with respect to a specific class of acquisitions de-
scribed in the request and authorization referred to in subpara-
graph (B). 

(D)(i) A request from a head of an element of the intelligence 
community located within one of the departments described in 
clause (ii) to exercise an authority referred to in subparagraph (A) 
shall be submitted to the Director of National Intelligence in ac-
cordance with any procedures established by the head of such de-
partment. 

(ii) The departments described in this clause are the Department 
of Defense, the Department of Energy, the Department of Home-
land Security, the Department of Justice, the Department of State, 
and the Department of the Treasury. 

(E)(i) The head of an element of the intelligence community may 
not be authorized to utilize an authority referred to in subpara-
graph (A) for a class of acquisitions for a period of more than 3 
years, except that the Director of National Intelligence (without 
delegation) may authorize the use of such an authority for not 
more than 6 years. 

(ii) Each authorization to utilize an authority referred to in sub-
paragraph (A) may be extended in accordance with the require-
ments of subparagraph (B) for successive periods of not more than 
3 years, except that the Director of National Intelligence (without 
delegation) may authorize an extension period of not more than 6 
years. 

(F) Subject to clauses (i) and (ii) of subparagraph (E), the Direc-
tor of National Intelligence may only delegate the authority of the 
Director under subparagraphs (A) through (E) to the Principal Dep-
uty Director of National Intelligence or a Deputy Director of Na-
tional Intelligence. 

(G) The Director of National Intelligence shall submit— 
(i) to the congressional intelligence committees a notification 

of an authorization to exercise an authority referred to in sub-
paragraph (A) or an extension of such authorization that in-
cludes the written authorization referred to in subparagraph 
(B)(ii); and 

(ii) to the Director of the Office of Management and Budget 
a notification of an authorization to exercise an authority re-
ferred to in subparagraph (A) for an acquisition or class of ac-
quisitions that will exceed $50,000,000 annually. 

(H) Requests and authorizations to exercise an authority referred 
to in subparagraph (A) shall remain available within the Office of 
the Director of National Intelligence for a period of at least 6 years 
following the date of such request or authorization. 
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(I) Nothing in this paragraph may be construed to alter or other-
wise limit the authority of the Central Intelligence Agency to inde-
pendently exercise an authority under section 3 or 8(a) of the Cen-
tral Intelligence Agency Act of 1949 (50 U.S.C. 403c and 403j(a)). 

(5) Any authority provided to the Director of National Intel-
ligence or the head of an element of the intelligence community 
pursuant to this subsection to make an expenditure referred to in 
subsection (a) of section 8 of the Central Intelligence Agency Act 
of 1949 (50 U.S.C. 3510) is subject to the notification requirement 
under subsection (c) of such section. If the Director of National In-
telligence is required to make a notification for a specific expendi-
ture pursuant to both this paragraph and paragraph (4)(G), the Di-
rector may make a single notification. 

ø(5)¿ (6) OTHER TRANSACTION AUTHORITY.— 
(A) IN GENERAL.—In addition to other acquisition authorities, 

the Director of National Intelligence may exercise the acquisi-
tion authorities referred to in sections 4021 and 4022 of title 
10, United States Code, subject to the provisions of this para-
graph. 

(B) DELEGATION.—(i) The Director shall delegate the authori-
ties provided by subparagraph (A) to the heads of elements of 
the intelligence community. 

(ii) The heads of elements of the intelligence community 
shall, to the maximum extent practicable, delegate the author-
ity delegated under clause (i) to the official of the respective 
element of the intelligence community responsible for decisions 
with respect to basic, applied, or advanced research activities 
or the adoption of such activities within such element. 

(C) INTELLIGENCE COMMUNITY AUTHORITY.—(i) For purposes 
of this paragraph, the limitation in section 4022(a)(1) of title 
10, United States Code, shall not apply to elements of the in-
telligence community. 

(ii) Subject to section 4022(a)(2) of such title, the Director 
may enter into transactions and agreements (other than con-
tracts, cooperative agreements, and grants) of amounts not to 
exceed $75,000,000 under this paragraph to carry out basic, 
applied, and advanced research projects and prototype projects 
in support of intelligence activities. 

(iii) For purposes of this paragraph, the limitations specified 
in section 4022(a)(2) of such title shall apply to the intelligence 
community in lieu of the Department of Defense, and the Di-
rector shall— 

(I) identify appropriate officials who can make the deter-
minations required in subparagraph (B)(i) of such section 
for the intelligence community; and 

(II) brief the congressional intelligence committees, the 
Subcommittee on Defense of the Committee on Appropria-
tions of the Senate, and the Subcommittee on Defense of 
the Committee on Appropriations of the House of Rep-
resentatives in lieu of the congressional defense commit-
tees, as specified in subparagraph (B)(ii) of such section. 

(iv) For purposes of this paragraph, the limitation in section 
4022(a)(3) of such title shall not apply to elements of the intel-
ligence community. 
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(v) In carrying out this paragraph, section 4022(d)(1) of such 
title shall be applied by substituting ‘‘Director of National In-
telligence’’ for ‘‘Secretary of Defense’’. 

(vi) For purposes of this paragraph, the limitations in section 
4022(d)(2) of such title shall not apply to elements of the intel-
ligence community. 

(vii) In addition to the follow-on production contract criteria 
in section 4022(f)(2) of such title, the following additional cri-
teria shall apply: 

(I) The authorizing official of the relevant element of the 
intelligence community determines that Government users 
of the proposed production product or production service 
have been consulted. 

(II) In the case of a proposed production product that is 
software, there are mechanisms in place for Government 
users to provide ongoing feedback to participants to the 
follow-on production contract. 

(III) In the case of a proposed production product that is 
software, there are mechanisms in place to promote the 
interoperability and accessibility with and between Gov-
ernment and commercial software providers, including by 
the promotion of open application programming interfaces 
and requirement of appropriate software documentation. 

(IV) The award follows a documented market analysis as 
mandated by the Federal Acquisition Regulations sur-
veying available and comparable products. 

(V) In the case of a proposed production product that is 
software, the follow-on production contract includes a re-
quirement that, for the duration of such contract (or such 
other period of time as may be agreed to as a term of such 
contract)— 

(aa) the participants provide the most up-to-date 
version of the product that is available in the commer-
cial marketplace and is consistent with security re-
quirements; 

(bb) there are mechanisms in place for the partici-
pants to provide timely updates to the production 
product; and 

(cc) the authority specified in section 4022(f)(5) of 
such title shall be exercised by the Director in lieu of 
the Secretary of Defense. 

(D) IMPLEMENTATION POLICY.—The Director, in consultation 
with the heads of the elements of the intelligence community, 
shall— 

(i) not later than 180 days after the date of the enact-
ment of the Intelligence Authorization Act for Fiscal Year 
2023, establish and implement an intelligence community- 
wide policy prescribing the use and limitations of the au-
thority under this paragraph, particularly with respect to 
the application of subparagraphs (B) and (C); 

(ii) periodically review and update the policy established 
under clause (i); and 

(iii) submit to the congressional intelligence committees, 
the Committee on Appropriations of the Senate, and the 
Committee on Appropriations of the House of Representa-
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tives the policy when established under clause (i) or up-
dated under clause (ii). 

(E) ANNUAL REPORT.— 
(i) IN GENERAL.—Not less frequently than annually, the 

Director shall submit to the congressional intelligence com-
mittees, the Committee on Appropriations of the Senate, 
and the Committee on Appropriations of the House of Rep-
resentatives a report detailing the use by the intelligence 
community of the authority provided by this paragraph. 

(ii) ELEMENTS.— 
(I) REQUIRED ELEMENTS.—Each report required by 

clause (i) shall detail the following: 
(aa) The number of transactions. 
(bb) The participants to such transactions. 
(cc) The purpose of the transaction. 
(dd) The amount of each transaction. 
(ee) Concerns with the efficiency of the policy. 
(ff) Any recommendations for how to improve 

the process. 
(II) OTHER ELEMENTS.—Each report required by 

clause (i) may describe such transactions which have 
been awarded follow-on production contracts either 
pursuant to the authority provided by this paragraph 
or another acquisition authority available to the intel-
ligence community. 

(o) CONSIDERATION OF VIEWS OF ELEMENTS OF INTELLIGENCE 
COMMUNITY.—In carrying out the duties and responsibilities under 
this section, the Director of National Intelligence shall take into ac-
count the views of a head of a department containing an element 
of the intelligence community and of the Director of the Central In-
telligence Agency. 

(p) CERTAIN RESPONSIBILITIES OF DIRECTOR OF NATIONAL INTEL-
LIGENCE RELATING TO NATIONAL INTELLIGENCE PROGRAM.—(1) Sub-
ject to the direction of the President, the Director of National Intel-
ligence shall, after consultation with the Secretary of Defense, en-
sure that the National Intelligence Program budgets for the ele-
ments of the intelligence community that are within the Depart-
ment of Defense are adequate to satisfy the national intelligence 
needs of the Department of Defense, including the needs of the 
Chairman of the Joint Chiefs of Staff and the commanders of the 
unified and specified commands, and wherever such elements are 
performing Government-wide functions, the needs of other Federal 
departments and agencies. 

(2) Consistent with subsection (c)(5)(C), the Director of National 
Intelligence shall, after consultation with the Director of the Fed-
eral Bureau of Investigation, ensure that the programs and activi-
ties of the Federal Bureau of Investigation that are part of the Na-
tional Intelligence Program are executed in a manner that con-
forms with the requirements of the national intelligence strategy 
under section 108A of this Act and the National Intelligence Prior-
ities Framework of the Office of the Director of National Intel-
ligence (or any successor mechanism established for the 
prioritization of such programs and activities). 

(3) Not later than øOctober 1¿ March 1 of each year, the Presi-
dent, acting through the Director of National Intelligence, shall 
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submit to the congressional intelligence committees, the Sub-
committee on Defense of the Committee on Appropriations of the 
Senate, and the Subcommittee on Defense of the Committee on Ap-
propriations of the House of Representatives a copy of the most re-
cently updated National Intelligence Priorities Framework of the 
Office of the Director of National Intelligence (or any such suc-
cessor mechanism). 

(q) ACQUISITIONS OF MAJOR SYSTEMS.—(1) For each intelligence 
program within the National Intelligence Program for the acquisi-
tion of a major system, the Director of National Intelligence shall— 

(A) require the development and implementation of a pro-
gram management plan that includes cost, schedule, security 
risks, and performance goals and program milestone criteria, 
except that with respect to Department of Defense programs 
the Director shall consult with the Secretary of Defense; 

(B) serve as exclusive milestone decision authority, except 
that with respect to Department of Defense programs the Di-
rector shall serve as milestone decision authority jointly with 
the Secretary of Defense or the designee of the Secretary; and 

(C) periodically— 
(i) review and assess the progress made toward the 

achievement of the goals and milestones established in 
such plan; and 

(ii) submit to Congress a report on the results of such re-
view and assessment. 

(2) If the Director of National Intelligence and the Secretary of 
Defense are unable to reach an agreement on a milestone decision 
under paragraph (1)(B), the President shall resolve the conflict. 

(3) Nothing in this subsection may be construed to limit the au-
thority of the Director of National Intelligence to delegate to any 
other official any authority to perform the responsibilities of the Di-
rector under this subsection. 

(4) In this subsection: 
(A) The term ‘‘intelligence program’’, with respect to the ac-

quisition of a major system, means a program that— 
(i) is carried out to acquire such major system for an ele-

ment of the intelligence community; and 
(ii) is funded in whole out of amounts available for the 

National Intelligence Program. 
(B) The term ‘‘major system’’ has the meaning given such 

term in section 4(9) of the Federal Property and Administra-
tive Services Act of 1949 (41 U.S.C. 403(9)). 

(r) PERFORMANCE OF COMMON SERVICES.—The Director of Na-
tional Intelligence shall, in consultation with the heads of depart-
ments and agencies of the United States Government containing 
elements within the intelligence community and with the Director 
of the Central Intelligence Agency, coordinate the performance by 
the elements of the intelligence community within the National In-
telligence Program of such services as are of common concern to 
the intelligence community, which services the Director of National 
Intelligence determines can be more efficiently accomplished in a 
consolidated manner. 

(s) PAY AUTHORITY FOR CRITICAL POSITIONS.—(1) Notwith-
standing any pay limitation established under any other provision 
of law applicable to employees in elements of the intelligence com-
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munity, the Director of National Intelligence may, in coordination 
with the Director of the Office of Personnel Management and the 
Director of the Office of Management and Budget, grant authority 
to the head of a department or agency to fix the rate of basic pay 
for one or more positions within the intelligence community at a 
rate in excess of any applicable limitation, subject to the provisions 
of this subsection. The exercise of authority so granted is at the 
discretion of the head of the department or agency employing the 
individual in a position covered by such authority, subject to the 
provisions of this subsection and any conditions established by the 
Director of National Intelligence when granting such authority. 

(2) Authority under this subsection may be granted or exercised 
only— 

(A) with respect to a position that requires an extremely 
high level of expertise and is critical to successful accomplish-
ment of an important mission; and 

(B) to the extent necessary to recruit or retain an individual 
exceptionally well qualified for the position. 

(3) The head of a department or agency may not fix a rate of 
basic pay under this subsection at a rate greater than the rate pay-
able for level II of the Executive Schedule under section 5313 of 
title 5, United States Code, except upon written approval of the Di-
rector of National Intelligence or as otherwise authorized by law. 

(4) The head of a department or agency may not fix a rate of 
basic pay under this subsection at a rate greater than the rate pay-
able for level I of the Executive Schedule under section 5312 of title 
5, United States Code, except upon written approval of the Presi-
dent in response to a request by the Director of National Intel-
ligence or as otherwise authorized by law. 

(5) Any grant of authority under this subsection for a position 
shall terminate at the discretion of the Director of National Intel-
ligence. 

(6)(A) The Director of National Intelligence shall notify the con-
gressional intelligence committees not later than 30 days after the 
date on which the Director grants authority to the head of a de-
partment or agency under this subsection. 

(B) The head of a department or agency to which the Director of 
National Intelligence grants authority under this subsection shall 
notify the congressional intelligence committees and the Director of 
the exercise of such authority not later than 30 days after the date 
on which such head exercises such authority. 

(t) AWARD OF RANK TO MEMBERS OF THE SENIOR NATIONAL IN-
TELLIGENCE SERVICE.—(1) The President, based on the rec-
ommendation of the Director of National Intelligence, may award 
a rank to a member of the Senior National Intelligence Service or 
other intelligence community senior civilian officer not already cov-
ered by such a rank award program in the same manner in which 
a career appointee of an agency may be awarded a rank under sec-
tion 4507 of title 5, United States Code. 

(2) The President may establish procedures to award a rank 
under paragraph (1) to a member of the Senior National Intel-
ligence Service or a senior civilian officer of the intelligence com-
munity whose identity as such a member or officer is classified in-
formation (as defined in section 606(1)). 
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(u) CONFLICT OF INTEREST REGULATIONS.—The Director of Na-
tional Intelligence, in consultation with the Director of the Office 
of Government Ethics, shall issue regulations prohibiting an officer 
or employee of an element of the intelligence community from en-
gaging in outside employment if such employment creates a conflict 
of interest or appearance thereof. 

(v) AUTHORITY TO ESTABLISH POSITIONS IN EXCEPTED SERVICE.— 
(1) The Director of National Intelligence, with the concurrence of 
the head of the covered department concerned and in consultation 
with the Director of the Office of Personnel Management, may— 

(A) convert competitive service positions, and the incumbents 
of such positions, within an element of the intelligence commu-
nity in such department, to excepted service positions as the 
Director of National Intelligence determines necessary to carry 
out the intelligence functions of such element; and 

(B) establish new positions in the excepted service within an 
element of the intelligence community in such department, if 
the Director of National Intelligence determines such positions 
are necessary to carry out the intelligence functions of such 
element. 

(2) An incumbent occupying a position on the date of the enact-
ment of the Intelligence Authorization Act for Fiscal Year 2012 se-
lected to be converted to the excepted service under this section 
shall have the right to refuse such conversion. Once such indi-
vidual no longer occupies the position, the position may be con-
verted to the excepted service. 

(3) A covered department may appoint an individual to a position 
converted or established pursuant to this subsection without regard 
to the civil-service laws, including parts II and III of title 5, United 
States Code. 

(4) In this subsection, the term ‘‘covered department’’ means the 
Department of Energy, the Department of Homeland Security, the 
Department of State, or the Department of the Treasury. 

(w) NUCLEAR PROLIFERATION ASSESSMENT STATEMENTS INTEL-
LIGENCE COMMUNITY ADDENDUM.—The Director of National Intel-
ligence, in consultation with the heads of the appropriate elements 
of the intelligence community and the Secretary of State, shall pro-
vide to the President, the congressional intelligence committees, 
the Committee on Foreign Affairs of the House of Representatives, 
and the Committee on Foreign Relations of the Senate an adden-
dum to each Nuclear Proliferation Assessment Statement accom-
panying a civilian nuclear cooperation agreement, containing a 
comprehensive analysis of the country’s export control system with 
respect to nuclear-related matters, including interactions with 
other countries of proliferation concern and the actual or suspected 
nuclear, dual-use, or missile-related transfers to such countries. 

(x) REQUIREMENTS FOR INTELLIGENCE COMMUNITY CONTRAC-
TORS.—The Director of National Intelligence, in consultation with 
the heads of the elements of the intelligence community, shall— 

(1) ensure that— 
(A) any contractor to an element of the intelligence com-

munity with access to a classified network or classified in-
formation develops and operates a security plan that is 
consistent with standards established by the Director of 
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National Intelligence for intelligence community networks; 
and 

(B) each contract awarded by an element of the intel-
ligence community includes provisions requiring the con-
tractor comply with such plan and such standards; 

(2) conduct periodic assessments of each security plan re-
quired under paragraph (1)(A) to ensure such security plan 
complies with the requirements of such paragraph; and 

(3) ensure that the insider threat detection capabilities and 
insider threat policies of the intelligence community, including 
the policy under subsection (f)(8), apply to facilities of contrac-
tors with access to a classified network. 

(y) FUNDRAISING.—(1) The Director of National Intelligence may 
engage in fundraising in an official capacity for the benefit of non-
profit organizations that— 

(A) provide support to surviving family members of a de-
ceased employee of an element of the intelligence community; 
or 

(B) otherwise provide support for the welfare, education, or 
recreation of employees of an element of the intelligence com-
munity, former employees of an element of the intelligence 
community, or family members of such employees. 

(2) In this subsection, the term ‘‘fundraising’’ means the raising 
of funds through the active participation in the promotion, produc-
tion, or presentation of an event designed to raise funds and does 
not include the direct solicitation of money by any other means. 

(3) Not later than 7 days after the date the Director engages in 
fundraising authorized by this subsection or at the time the deci-
sion is made to participate in such fundraising, the Director shall 
notify the congressional intelligence committees of such fund-
raising. 

(4) The Director, in consultation with the Director of the Office 
of Government Ethics, shall issue regulations to carry out the au-
thority provided in this subsection. Such regulations shall ensure 
that such authority is exercised in a manner that is consistent with 
all relevant ethical constraints and principles, including the avoid-
ance of any prohibited conflict of interest or appearance of impro-
priety. 

(z) ANALYSES AND IMPACT STATEMENTS REGARDING PROPOSED IN-
VESTMENT INTO THE UNITED STATES.—(1) Not later than 20 days 
after the completion of a review or an investigation of any proposed 
investment into the United States for which the Director has pre-
pared analytic materials, the Director shall submit to the Select 
Committee on Intelligence of the Senate and the Permanent Select 
Committee on Intelligence of the House of Representative copies of 
such analytic materials, including any supplements or amendments 
to such analysis made by the Director. 

(2) Not later than 60 days after the completion of consideration 
by the United States Government of any investment described in 
paragraph (1), the Director shall determine whether such invest-
ment will have an operational impact on the intelligence commu-
nity, and, if so, shall submit a report on such impact to the Select 
Committee on Intelligence of the Senate and the Permanent Select 
Committee on Intelligence of the House of Representatives. Each 
such report shall— 
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(A) describe the operational impact of the investment on the 
intelligence community; and 

(B) describe any actions that have been or will be taken to 
mitigate such impact. 

OFFICE OF THE DIRECTOR OF NATIONAL INTELLIGENCE 

SEC. 103. (a) OFFICE OF DIRECTOR OF NATIONAL INTELLIGENCE.— 
There is an Office of the Director of National Intelligence. 

(b) FUNCTION.—The function of the Office of the Director of Na-
tional Intelligence is to assist the Director of National Intelligence 
in carrying out the duties and responsibilities of the Director under 
this Act and other applicable provisions of law, and to carry out 
such other duties as may be prescribed by the President or by law. 

(c) COMPOSITION.—The Office of the Director of National Intel-
ligence is composed of the following: 

(1) The Director of National Intelligence. 
(2) The Principal Deputy Director of National Intelligence. 
(3) Any Deputy Director of National Intelligence appointed 

under section 103A. 
(4) The National Intelligence Council. 
(5) The General Counsel. 
(6) The Civil Liberties Protection Officer. 
(7) The Director of Science and Technology. 
(8) The Director of the National Counterintelligence and Se-

curity Center. 
(9) The Chief Information Officer of the Intelligence Commu-

nity. 
(10) The Inspector General of the Intelligence Community. 
(11) The Director of the National Counterterrorism Center. 
(12) The Director of the National Counter Proliferation Cen-

ter. 
(13) The Chief Financial Officer of the Intelligence Commu-

nity. 
ø(14) Such other offices and officials as may be established 

by law or the Director may establish or designate in the Office, 
including national intelligence centers.¿ 

(14) Such other offices and officials as may be established by 
law or the Director may establish or designate in the Office, in-
cluding national intelligence centers (consistent with the notifi-
cation requirement under section 102A(f)(2)(B)). 

(d) STAFF.—(1) To assist the Director of National Intelligence in 
fulfilling the duties and responsibilities of the Director, the Direc-
tor shall employ and utilize in the Office of the Director of National 
Intelligence a professional staff having an expertise in matters re-
lating to such duties and responsibilities, and may establish per-
manent positions and appropriate rates of pay with respect to that 
staff. 

(2) The staff of the Office of the Director of National Intelligence 
under paragraph (1) shall include the staff of the Office of the Dep-
uty Director of Central Intelligence for Community Management 
that is transferred to the Office of the Director of National Intel-
ligence under section 1091 of the National Security Intelligence Re-
form Act of 2004. 

(e) TEMPORARY FILLING OF VACANCIES.—With respect to filling 
temporarily a vacancy in an office within the Office of the Director 
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of National Intelligence (other than that of the Director of National 
Intelligence), section 3345(a)(3) of title 5, United States Code, may 
be applied— 

(1) in the matter preceding subparagraph (A), by sub-
stituting ‘‘an element of the intelligence community, as that 
term is defined in section 3(4) of the National Security Act of 
1947 (50 U.S.C. 401a(4)),’’ for ‘‘such Executive agency’’; and 

(2) in subparagraph (A), by substituting ‘‘the intelligence 
community’’ for ‘‘such agency’’. 

(f) LOCATION OF THE OFFICE OF THE DIRECTOR OF NATIONAL IN-
TELLIGENCE.—The headquarters of the Office of the Director of Na-
tional Intelligence may be located in the Washington metropolitan 
region, as that term is defined in section 8301 of title 40, United 
States Code. 

* * * * * * * 

CHIEF INFORMATION OFFICER 

SEC. 103G. (a) CHIEF INFORMATION OFFICER.—To assist the Di-
rector of National Intelligence in carrying out the responsibilities 
of the Director under this Act and other applicable provisions of 
law, there shall be within the Office of the Director of National In-
telligence a Chief Information Officer of the Intelligence Commu-
nity who shall be appointed by the Director. The Chief Information 
Officer shall report directly to the Director of National Intelligence. 

(b) DUTIES AND RESPONSIBILITIES.—Subject to the direction of the 
Director of National Intelligence, the Chief Information Officer of 
the Intelligence Community shall— 

(1) manage activities relating to the information technology 
infrastructure and enterprise architecture requirements of the 
intelligence community; 

(2) have procurement approval authority over all information 
technology items related to the enterprise architectures of all 
intelligence community components; 

(3) direct and manage all information technology-related pro-
curement for the intelligence community; and 

(4) ensure that all expenditures for information technology 
and research and development activities are consistent with 
the intelligence community enterprise architecture and the 
strategy of the Director for such architecture. 

(c) PROHIBITION ON SIMULTANEOUS SERVICE AS OTHER CHIEF IN-
FORMATION OFFICER.—An individual serving in the position of 
Chief Information Officer of the Intelligence Community may not, 
while so serving, serve as the chief information officer of any other 
department or agency, or component thereof, of the United States 
Government. 

(d) PROHIBITION ON SIMULTANEOUS SERVICE AS CHIEF DATA OF-
FICER AND CHIEF INFORMATION OFFICER.—An individual serving in 
the position of Chief Information Officer of the Intelligence Commu-
nity or chief information officer of any other element of the intel-
ligence community, as the case may be, may not, while so serving, 
serve as the Intelligence Community Chief Data Officer under sec-
tion 103K or as the chief data officer of any other element of the in-
telligence community. 

* * * * * * * 
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SEC. 103K. Intelligence Community Chief Data Officer. 
(a) INTELLIGENCE COMMUNITY CHIEF DATA OFFICER.—There is an 

Intelligence Community Chief Data Officer within the Office of the 
Director of National Intelligence who shall be appointed by the Di-
rector of National Intelligence. 

(b) REQUIREMENT RELATING TO APPOINTMENT.—An individual ap-
pointed as the Intelligence Community Chief Data Officer shall 
have a professional background and experience appropriate for the 
duties of the Intelligence Community Chief Data Officer. In making 
such appointment, the Director of National Intelligence may give 
preference to an individual with experience outside of the United 
States Government. 

(c) DUTIES.—The Intelligence Community Chief Data Officer 
shall— 

(1) act as the chief representative of the Director of National 
Intelligence for data issues within the intelligence community; 

(2) coordinate, to the extent practicable and advisable, with 
the Chief Data Officer of the Department of Defense to ensure 
consistent data policies, standards, and procedures between 
the intelligence community and the Department of Defense; 

(3) assist the Director of National Intelligence regarding data 
elements of the budget of the Office of the Director of National 
Intelligence; and 

(4) perform other such duties relating to data as may be pre-
scribed by the Director of National Intelligence or specified in 
law. 

SEC. 103L. Intelligence Community Innovation Unit. 
(a) ESTABLISHMENT.—The Director of National Intelligence shall 

establish within the Office of the Director of National Intelligence 
a unit to be known as the ‘‘Intelligence Community Innovation Unit’’ 
(in this section referred to as the ‘‘Unit’’). 

(b) DUTIES.—The duties of the Unit shall be as follows: 
(1) To identify and evaluate commercial emerging tech-

nologies for potential adoption by the intelligence community to 
fulfill critical mission needs. 

(2) To assist the heads of the elements of the intelligence com-
munity in identifying commercial emerging technologies and as-
sociated capabilities to address critical mission needs of that 
element. 

(3) To provide to the heads of the elements of the intelligence 
community seeking to field commercial emerging technologies 
technical expertise with respect to such technologies. 

(4) To manage the prototyping program under subsection (e). 
(5) To facilitate the transition of potential solutions to critical 

mission needs of the intelligence community from research and 
prototype projects to production. 

(6) To serve as a liaison between the intelligence community 
and the private sector (with a focus on small- and medium- 
sized companies and other organizations that do not have sig-
nificant experience engaging with the intelligence community) to 
fulfill the duties listed in paragraphs (1) through (5), in coordi-
nation with the head of the Office of Engagement established 
under section 122. 

(c) DIRECTOR OF UNIT.— 
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(1) APPOINTMENT; REPORTING.—The head of the Unit is the 
Director of the Intelligence Community Innovation Unit, who 
shall be appointed by the Director of National Intelligence and 
shall report directly to the Director of National Intelligence. 

(2) QUALIFICATIONS.—In selecting an individual for appoint-
ment as the Director of the Intelligence Community Innovation 
Unit, the Director of National Intelligence shall give preference 
to individuals who the Director of National Intelligence deter-
mines have— 

(A) significant relevant experience involving commercial 
emerging technology within the private sector; and 

(B) a demonstrated history of fostering the adoption of 
commercial emerging technologies by the United States 
Government or the private sector. 

(d) STAFF.— 
(1) IN GENERAL.—In addition to the Director of the Intel-

ligence Community Innovation Unit, the Unit shall be com-
posed of not more than 50 full-time equivalent positions. 

(2) STAFF WITH CERTAIN EXPERTISE.—The Director of Na-
tional Intelligence shall ensure that there is a sufficient number 
of staff of the Unit, as determined by the Director, with exper-
tise in— 

(A) other transaction authorities and nontraditional and 
rapid acquisition pathways for emerging technology; 

(B) engaging and evaluating small- and medium-sized 
emerging technology companies; 

(C) the mission needs of the intelligence community; and 
(D) any other skills or experiences the Director determines 

necessary. 
(3) SPECIAL HIRING AND RETENTION AUTHORITIES.— 

(A) IN GENERAL.—The Director of National Intelligence 
shall take such steps as may be necessary to incentivize the 
hiring and retention of staff of the Unit. 

(B) SPECIAL PAY.—In establishing the rates of pay for the 
positions specified in paragraph (1), and to the extent prac-
ticable, the Director of National Intelligence may use the 
special pay authority under section 113B. 

(4) AUTHORITY RELATING TO DETAILEES.—Upon request of the 
Unit, each head of an element of the intelligence community 
may detail to the Unit any of the personnel of that element to 
assist in carrying out the duties under subsection (b) on a reim-
bursable or a nonreimbursable basis. 

(e) PROTOTYPING PROGRAM.—The Director of the Intelligence 
Community Innovation Unit shall establish a program to transition 
research and prototype projects to products in a production stage for 
the purpose of fulfilling critical mission needs of the intelligence 
community (in this subsection referred to as the ‘‘program’’), includ-
ing by designating projects as Emerging Technology Transition 
Projects under section 6713 of the Intelligence Authorization Act for 
Fiscal Year 2023 (Public Law 117–263; 50 U.S.C. 3024 note; 136 
Stat. 3568). 

(f) ENCOURAGEMENT OF USE BY ELEMENTS.—The Director of Na-
tional Intelligence shall take such steps as may be necessary to en-
courage the use of the Unit by the heads of the other elements of the 
intelligence community. 
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(g) EMERGING TECHNOLOGY DEFINED.—In this section, the term 
‘‘emerging technology’’ has the meaning given that term in section 
6701 of the Intelligence Authorization Act for Fiscal Year 2023 
(Public Law 117–263; 50 U.S.C. 3024 note; 136 Stat. 3561). 

* * * * * * * 
SEC. 113B. SPECIAL PAY AUTHORITY FOR SCIENCE, TECHNOLOGY, EN-

GINEERING, OR MATHEMATICS POSITIONS AND POSI-
TIONS REQUIRING BANKING OR FINANCIAL SERVICES EX-
PERTISE. 

(a) SPECIAL RATES OF PAY FOR POSITIONS REQUIRING EXPERTISE 
IN SCIENCE, TECHNOLOGY, ENGINEERING, OR MATHEMATICS OR IN 
BANKING OR FINANCIAL SERVICES.— 

(1) IN GENERAL.—Notwithstanding part III of title 5, United 
States Code, the head of each element of the intelligence com-
munity may, for one or more categories of positions in such ele-
ment that require expertise in science, technology, engineering, 
or mathematics or in banking or financial services (including 
expertise relating to critical financial infrastructure operations, 
capital markets, banking compliance programs, or international 
investments)— 

(A) establish higher minimum rates of pay; and 
(B) make corresponding increases in all rates of pay of 

the pay range for each grade or level, subject to subsection 
(b) or (c), as applicable. 

(2) LIMITATION ON NUMBER OF RECIPIENTS.—For each ele-
ment of the intelligence community, the number of individuals 
serving in a position in such element who receive a higher rate 
of pay established or increased under paragraph (1) may not, 
at any time during a given fiscal year, exceed 50 individuals or 
5 percent of the total number of full-time equivalent positions 
authorized for such element for the preceding fiscal year, which-
ever is greater. 

ø(2)¿ (3) TREATMENT.—The special rate supplements result-
ing from the establishment of higher rates under paragraph (1) 
shall be basic pay for the same or similar purposes as those 
specified in section 5305(j) of title 5, United States Code. 

(b) SPECIAL RATES OF PAY FOR CYBER POSITIONS.— 
(1) IN GENERAL.—Notwithstanding subsection (c), the Direc-

tor of the National Security Agency may establish a special 
rate of pay— 

(A) not to exceed the rate of basic pay payable for level 
II of the Executive Schedule under section 5313 of title 5, 
United States Code, if the Director certifies to the Under 
Secretary of Defense for Intelligence and Security, in con-
sultation with the Under Secretary of Defense for Per-
sonnel and Readiness, that the rate of pay is for positions 
that perform functions that execute the cyber mission of 
the Agency; or 

(B) not to exceed the rate of basic pay payable for the 
Vice President of the United States under section 104 of 
title 3, United States Code, if the Director certifies to the 
Secretary of Defense, by name, individuals that have ad-
vanced skills and competencies and that perform critical 
functions that execute the cyber mission of the Agency. 
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(2) PAY LIMITATION.—Employees receiving a special rate 
under paragraph (1) shall be subject to an aggregate pay limi-
tation that parallels the limitation established in section 5307 
of title 5, United States Code, except that— 

(A) any allowance, differential, bonus, award, or other 
similar cash payment in addition to basic pay that is au-
thorized under title 10, United States Code, (or any other 
applicable law in addition to title 5 of such Code, excluding 
the Fair Labor Standards Act of 1938 (29 U.S.C. 201 et 
seq.)) shall also be counted as part of aggregate compensa-
tion; and 

(B) aggregate compensation may not exceed the rate es-
tablished for the Vice President of the United States under 
section 104 of title 3, United States Code. 

(3) LIMITATION ON NUMBER OF RECIPIENTS.—The number of 
individuals who receive basic pay established under paragraph 
(1)(B) may not exceed 100 at any time. 

(4) LIMITATION ON USE AS COMPARATIVE REFERENCE.—Not-
withstanding any other provision of law, special rates of pay 
and the limitation established under paragraph (1)(B) may not 
be used as comparative references for the purpose of fixing the 
rates of basic pay or maximum pay limitations of qualified po-
sitions under section 1599f of title 10, United States Code, or 
section 2208 of the Homeland Security Act of 2002 (6 U.S.C. 
658). 

(c) MAXIMUM SPECIAL RATE OF PAY.—Except as provided in sub-
section (b), a minimum rate of pay established for a category of po-
sitions under subsection (a) may not exceed the maximum rate of 
basic pay (excluding any locality-based comparability payment 
under section 5304 of title 5, United States Code, or similar provi-
sion of law) for the position in that category of positions without 
the authority of subsection (a) by more than 30 percent, and no 
rate may be established under this section in excess of the rate of 
basic pay payable for level IV of the Executive Schedule under sec-
tion 5315 of title 5, United States Code. 

(d) NOTIFICATION OF REMOVAL FROM SPECIAL RATE OF PAY.—If 
the head of an element of the intelligence community removes a 
category of positions from coverage under a rate of pay authorized 
by subsection (a) or (b) after that rate of pay takes effect— 

(1) the head of such element shall provide notice of the loss 
of coverage of the special rate of pay to each individual in such 
category; and 

(2) the loss of coverage will take effect on the first day of the 
first pay period after the date of the notice. 

(e) REVISION OF SPECIAL RATES OF PAY.—Subject to the limita-
tions in this section, rates of pay established under this section by 
the head of øthe element¿ an element of the intelligence community 
may be revised from time to time by the head of such element and 
the revisions have the force and effect of statute. 

(f) REGULATIONS.—The head of each element of the intelligence 
community shall promulgate regulations to carry out this section 
with respect to such element, which shall, to the extent practicable, 
be comparable to the regulations promulgated to carry out section 
5305 of title 5, United States Code. 

(g) REPORTS.— 
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(1) REQUIREMENT FOR REPORTS.—Not later than 90 days 
after the date of the enactment of the Damon Paul Nelson and 
Matthew Young Pollard Intelligence Authorization Act for Fis-
cal Years 2018 and 2019, the head of each element of the intel-
ligence community shall submit to the congressional intel-
ligence committees a report on any rates of pay established for 
such element under this section. 

(2) CONTENTS.—Each report required by paragraph (1) shall 
contain for each element of the intelligence community— 

(A) a description of any rates of pay established under 
subsection (a) or (b); and 

(B) the number of positions in such element that will be 
subject to such rates of pay. 

* * * * * * * 

NATIONAL INTELLIGENCE CENTERS 

SEC. 119B. ø(a) AUTHORITY TO ESTABLISH.—The Director of Na-
tional Intelligence may establish one or more national intelligence 
centers to address intelligence priorities, including, but not limited 
to, regional issues.¿ 

(a) AUTHORITY TO ESTABLISH.—The Director of National Intel-
ligence may establish, consistent with the notification requirement 
under section 102A(f)(2)(B), one or more national intelligence cen-
ters to address intelligence priorities, including regional issues. 

(b) RESOURCES OF DIRECTORS OF CENTERS.—(1) The Director of 
National Intelligence shall ensure that the head of each national 
intelligence center under subsection (a) has appropriate authority, 
direction, and control of such center, and of the personnel assigned 
to such center, to carry out the assigned mission of such center. 

(2) The Director of National Intelligence shall ensure that each 
national intelligence center has appropriate personnel to accom-
plish effectively the mission of such center. 

(c) INFORMATION SHARING.—The Director of National Intelligence 
shall, to the extent appropriate and practicable, ensure that each 
national intelligence center under subsection (a) and the other ele-
ments of the intelligence community share information in order to 
facilitate the mission of such center. 

(d) MISSION OF CENTERS.—Pursuant to the direction of the Direc-
tor of National Intelligence, each national intelligence center under 
subsection (a) may, in the area of intelligence responsibility as-
signed to such center— 

(1) have primary responsibility for providing all-source anal-
ysis of intelligence based upon intelligence gathered both do-
mestically and abroad; 

(2) have primary responsibility for identifying and proposing 
to the Director of National Intelligence intelligence collection 
and analysis and production requirements; and 

(3) perform such other duties as the Director of National In-
telligence shall specify. 

(e) REVIEW AND MODIFICATION OF CENTERS.—The Director of Na-
tional Intelligence shall determine on a regular basis whether— 

(1) the area of intelligence responsibility assigned to each na-
tional intelligence center under subsection (a) continues to 
meet appropriate intelligence priorities; and 
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(2) the staffing and management of such center remains ap-
propriate for the accomplishment of the mission of such center. 

(f) TERMINATION.—The Director of National Intelligence may ter-
minate any national intelligence center under subsection (a). 

(g) SEPARATE BUDGET ACCOUNT.—The Director of National Intel-
ligence shall, as appropriate, include in the National Intelligence 
Program budget a separate line item for each national intelligence 
center under subsection (a). 

* * * * * * * 
øSEC. 120. CLIMATE SECURITY ADVISORY COUNCIL. 

ø(a) ESTABLISHMENT.—The Director of National Intelligence shall 
establish a Climate Security Advisory Council for the purpose of— 

ø(1) assisting intelligence analysts of various elements of the 
intelligence community with respect to analysis of climate se-
curity and its impact on the areas of focus of such analysts; 

ø(2) facilitating coordination between the elements of the in-
telligence community and elements of the Federal Government 
that are not elements of the intelligence community in col-
lecting data on, and conducting analysis of, climate change and 
climate security; and 

ø(3) ensuring that the intelligence community is adequately 
prioritizing climate change in carrying out its activities. 

ø(b) COMPOSITION OF COUNCIL.— 
ø(1) MEMBERS.—The Council shall be composed of the fol-

lowing individuals appointed by the Director of National Intel-
ligence: 

ø(A) An appropriate official from the National Intel-
ligence Council, who shall chair the Council. 

ø(B) The lead official with respect to climate and envi-
ronmental security analysis from— 

ø(i) the Central Intelligence Agency; 
ø(ii) the Bureau of Intelligence and Research of the 

Department of State; 
ø(iii) the National Geospatial-Intelligence Agency; 
ø(iv) the Office of Intelligence and Counterintel-

ligence of the Department of Energy; 
ø(v) the Office of the Under Secretary of Defense for 

Intelligence and Security; and 
ø(vi) the Defense Intelligence Agency. 

ø(C) Three appropriate officials from elements of the 
Federal Government that are not elements of the intel-
ligence community that are responsible for— 

ø(i) providing decision makers with a predictive un-
derstanding of the climate; 

ø(ii) making observations of our Earth system that 
can be used by the public, policymakers, and to sup-
port strategic decisions; or 

ø(iii) coordinating Federal research and investments 
in understanding the forces shaping the global envi-
ronment, both human and natural, and their impacts 
on society. 

ø(D) Any other officials as the Director of National Intel-
ligence or the chair of the Council may determine appro-
priate. 
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ø(2) RESPONSIBILITIES OF CHAIR.—The chair of the Council 
shall have responsibility for— 

ø(A) identifying agencies to supply individuals from ele-
ments of the Federal Government that are not elements of 
the intelligence community; 

ø(B) securing the permission of the relevant agency 
heads for the participation of such individuals on the 
Council; and 

ø(C) any other duties that the Director of National Intel-
ligence may direct. 

ø(c) DUTIES AND RESPONSIBILITIES OF COUNCIL.—The Council 
shall carry out the following duties and responsibilities: 

ø(1) To meet at least quarterly to— 
ø(A) exchange appropriate data between elements of the 

intelligence community and elements of the Federal Gov-
ernment that are not elements of the intelligence commu-
nity; 

ø(B) discuss processes for the routine exchange of such 
data and implementation of such processes; and 

ø(C) prepare summaries of the business conducted at 
each meeting. 

ø(2) To assess and determine best practices with respect to 
the analysis of climate security, including identifying publicly 
available information and intelligence acquired through clan-
destine means that enables such analysis. 

ø(3) To assess and identify best practices with respect to 
prior efforts of the intelligence community to analyze climate 
security. 

ø(4) To assess and describe best practices for identifying and 
disseminating climate intelligence indications and warnings. 

ø(5) To recommend methods of incorporating analysis of cli-
mate security and the best practices identified under para-
graphs (2) through (4) into existing analytic training programs. 

ø(6) To consult, as appropriate, with other elements of the 
intelligence community that conduct analysis of climate change 
or climate security and elements of the Federal Government 
that are not elements of the intelligence community that con-
duct analysis of climate change or climate security, for the pur-
pose of sharing information about ongoing efforts and avoiding 
duplication of existing efforts. 

ø(7) To work with elements of the intelligence community 
that conduct analysis of climate change or climate security and 
elements of the Federal Government that are not elements of 
the intelligence community that conduct analysis of climate 
change or climate security— 

ø(A) to exchange appropriate data between such ele-
ments, establish processes, procedures and practices for 
the routine exchange of such data, discuss the implemen-
tation of such processes; and 

ø(B) to enable and facilitate the sharing of findings and 
analysis between such elements. 

ø(8) To assess whether the elements of the intelligence com-
munity that conduct analysis of climate change or climate se-
curity may inform the research direction of academic work and 
the sponsored work of the United States Government. 
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ø(9) At the discretion of the chair of the Council, to convene 
conferences of analysts and nonintelligence community per-
sonnel working on climate change or climate security on sub-
jects that the chair shall direct. 

ø(d) ANNUAL REPORT.— 
ø(1) REQUIREMENT.—Not later than January 31, 2021, and 

not less frequently than annually thereafter, the chair of the 
Council shall submit, on behalf of the Council, to the congres-
sional intelligence committees a report describing the activities 
of the Council as described in subsection (c) during the year 
preceding the year during which the report is submitted. 

ø(2) MATTERS INCLUDED.—Each report under paragraph (1) 
shall include a description of any obstacles or gaps relating 
to— 

ø(A) the Council fulfilling its duties and responsibilities 
under subsection (c); or 

ø(B) the responsiveness of the intelligence community to 
the climate security needs and priorities of the policy-
making elements of the Federal Government. 

ø(e) SUNSET.—The Council shall terminate on December 31, 
2025. 

ø(f) DEFINITIONS.—In this section: 
ø(1) CLIMATE SECURITY.—The term ‘‘climate security’’ means 

the effects of climate change on the following: 
ø(A) The national security of the United States, includ-

ing national security infrastructure. 
ø(B) Subnational, national, and regional political sta-

bility. 
ø(C) The security of allies and partners of the United 

States. 
ø(D) Ongoing or potential political violence, including 

unrest, rioting, guerrilla warfare, insurgency, terrorism, 
rebellion, revolution, civil war, and interstate war. 

ø(2) CLIMATE INTELLIGENCE INDICATIONS AND WARNINGS.— 
The term ‘‘climate intelligence indications and warnings’’ 
means developments relating to climate security with the po-
tential to— 

ø(A) imminently and substantially alter the political sta-
bility or degree of human security in a country or region; 
or 

ø(B) imminently and substantially threaten— 
ø(i) the national security of the United States; 
ø(ii) the military, political, or economic interests of 

allies and partners of the United States; or 
ø(iii) citizens of the United States abroad.¿ 

* * * * * * * 
SEC. 122. OFFICE OF ENGAGEMENT. 

(a) ESTABLISHMENT.—There is within the Office of the Director of 
National Intelligence an Office of Engagement (in this section re-
ferred to as the ‘‘Office’’). 

(b) HEAD; STAFF.— 
(1) HEAD.—The Director of National Intelligence shall ap-

point as head of the Office an individual with requisite experi-
ence in matters relating to the duties of the Office, as deter-
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mined by the Director of National Intelligence. Such head of the 
Office shall report directly to the Director of National Intel-
ligence. 

(2) STAFF.—To assist the head of the Office in fulfilling the 
duties of the Office, the head shall employ full-time equivalent 
staff in such number, and with such requisite expertise in mat-
ters relating to such duties, as may be determined by the head. 

(c) DUTIES.—The duties of the Office shall be as follows: 
(1) To coordinate and facilitate across the elements of the in-

telligence community efforts regarding outreach, relationship 
development, and associated knowledge and relationship man-
agement, with covered entities. 

(2) To assist in sharing best practices regarding such efforts 
among the elements of the intelligence community. 

(3) To establish and implement metrics to assess the effective-
ness of such efforts. 

(d) COVERED ENTITY DEFINED.—In this section, the term ‘‘covered 
entity’’ means an entity that is not an entity of the United States 
Government, including private sector companies, institutions of 
higher education, trade associations, think tanks, laboratories, 
international organizations, and foreign partners and allies. 

* * * * * * * 

TITLE V—ACCOUNTABILITY FOR INTELLIGENCE 
ACTIVITIES 

* * * * * * * 

PRESIDENTIAL APPROVAL AND REPORTING OF COVERT ACTIONS 

SEC. 503. (a) The President may not authorize the conduct of a 
covert action by departments, agencies, or entities of the United 
States Government unless the President determines such an action 
is necessary to support identifiable foreign policy objectives of the 
United States and is important to the national security of the 
United States, which determination shall be set forth in a finding 
that shall meet each of the following conditions: 

(1) Each finding shall be in writing, unless immediate action 
by the United States is required and time does not permit the 
preparation of a written finding, in which case a written record 
of the President’s decision shall be contemporaneously made 
and shall be reduced to a written finding as soon as possible 
but in no event more than 48 hours after the decision is made. 

(2) Except as permitted by paragraph (1), a finding may not 
authorize or sanction a covert action, or any aspect of any such 
action, which already has occurred. 

(3) Each finding shall specify each department, agency, or 
entity of the United States Government authorized to fund or 
otherwise participate in any significant way in such action. 
Any employee, contractor, or contract agent of a department, 
agency, or entity of the United States Government other than 
the Central Intelligence Agency directed to participate in any 
way in a covert action shall be subject either to the policies 
and regulations of the Central Intelligence Agency, or to writ-
ten policies or regulations adopted by such department, agen-
cy, or entity, to govern such participation. 
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(4) Each finding shall specify whether it is contemplated that 
any third party which is not an element of, or a contractor or 
contract agent of, the United States Government, or is not oth-
erwise subject to United States Government policies and regu-
lations, will be used to fund or otherwise participate in any sig-
nificant way in the covert action concerned, or be used to un-
dertake the covert action concerned on behalf of the United 
States. 

(5) A finding may not authorize any action that would violate 
the Constitution or any statute of the United States. 

(b) To the extent consistent with due regard for the protection 
from unauthorized disclosure of classified information relating to 
sensitive intelligence sources and methods or other exceptionally 
sensitive matters, the Director of National Intelligence and the 
heads of all departments, agencies, and entities of the United 
States Government involved in a covert action— 

(1) shall keep the congressional intelligence committees fully 
and currently informed of all covert actions which are the re-
sponsibility of, are engaged in by, or are carried out for or on 
behalf of, any department, agency, or entity of the United 
States Government, including significant failures; and 

(2) shall furnish to the congressional intelligence committees 
any information or material concerning covert actions (includ-
ing the legal basis under which the covert action is being or 
was conducted) which is in the possession, custody, or control 
of any department, agency, or entity of the United States Gov-
ernment and which is requested by either of the congressional 
intelligence committees in order to carry out its authorized re-
sponsibilities. 

(c)(1) The President shall ensure that any finding approved pur-
suant to subsection (a) shall be reported in writing to the congres-
sional intelligence committees as soon as possible after such ap-
proval and before the initiation of the covert action authorized by 
the finding, except as otherwise provided in paragraph (2) and 
paragraph (3). 

(2) If the President determines that it is essential to limit access 
to the finding to meet extraordinary circumstances affecting vital 
interests of the United States, the finding may be reported to the 
chairmen and ranking minority members of the congressional intel-
ligence committees, the Speaker and minority leader of the House 
of Representatives, the majority and minority leaders of the Sen-
ate, and such other member or members of the congressional lead-
ership as may be included by the President. 

(3) Whenever a finding is not reported pursuant to paragraph (1) 
or (2) of this øsection¿ subsection, the President shall fully inform 
the congressional intelligence committees in a timely fashion and 
shall provide a statement of the reasons for not giving prior notice. 

(4) In a case under paragraph (1), (2), or (3), a copy of the find-
ing, signed by the President, shall be provided to the chairman of 
each congressional intelligence committee. 

(5)(A) When access to a finding, or a notification provided under 
subsection (d)(1), is limited to the Members of Congress specified 
in paragraph (2), a written statement of the reasons for limiting 
such access shall also be provided. 
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(B) Not later than 180 days after a statement of reasons is sub-
mitted in accordance with subparagraph (A) or this subparagraph, 
the President shall ensure that— 

(i) all members of the congressional intelligence committees 
are provided access to the finding or notification; or 

(ii) a statement of reasons that it is essential to continue to 
limit access to such finding or such notification to meet ex-
traordinary circumstances affecting vital interests of the 
United States is submitted to the Members of Congress speci-
fied in paragraph (2). 

(d)(1) The President shall ensure that the congressional intel-
ligence committees, or, if applicable, the Members of Congress spec-
ified in subsection (c)(2), are notified in writing of any significant 
change in a previously approved covert action, or any significant 
undertaking pursuant to a previously approved finding, in the 
same manner as findings are reported pursuant to subsection (c). 

(2) In determining whether an activity constitutes a significant 
undertaking for purposes of paragraph (1), the President shall con-
sider whether the activity— 

(A) involves significant risk of loss of life; 
(B) requires an expansion of existing authorities, including 

authorities relating to research, development, or operations; 
(C) results in the expenditure of significant funds or other 

resources; 
(D) requires notification under section 504; 
(E) gives rise to a significant risk of disclosing intelligence 

sources or methods; or 
(F) presents a reasonably foreseeable risk of serious damage 

to the diplomatic relations of the United States if such activity 
were disclosed without authorization. 

(e) As used in this title, the term ‘‘covert action’’ means an activ-
ity or activities of the United States Government to influence polit-
ical, economic, or military conditions abroad, where it is intended 
that the role of the United States Government will not be apparent 
or acknowledged publicly, but does not include— 

(1) activities the primary purpose of which is to acquire in-
telligence, traditional counterintelligence activities, traditional 
activities to improve or maintain the operational security of 
United States Government programs, or administrative activi-
ties; 

(2) traditional diplomatic or military activities or routine 
support to such activities; 

(3) traditional law enforcement activities conducted by 
United States Government law enforcement agencies or rou-
tine support to such activities; or 

(4) activities to provide routine support to the overt activities 
(other than activities described in paragraph (1), (2), or (3)) of 
other United States Government agencies abroad. 

(f) No covert action may be conducted which is intended to influ-
ence United States political processes, public opinion, policies, or 
media. 

(g)(1) In any case where access to a finding reported under sub-
section (c) or notification provided under subsection (d)(1) is not 
made available to all members of a congressional intelligence com-
mittee in accordance with subsection (c)(2), the President shall no-
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tify all members of such committee that such finding or such notifi-
cation has been provided only to the members specified in sub-
section (c)(2). 

(2) In any case where access to a finding reported under sub-
section (c) or notification provided under subsection (d)(1) is not 
made available to all members of a congressional intelligence com-
mittee in accordance with subsection (c)(2), the President shall pro-
vide to all members of such committee a general description re-
garding the finding or notification, as applicable, consistent with 
the reasons for not yet fully informing all members of such com-
mittee. 

(3) The President shall maintain— 
(A) a record of the members of Congress to whom a finding 

is reported under subsection (c) or notification is provided 
under subsection (d)(1) and the date on which each member of 
Congress receives such finding or notification; and 

(B) each written statement provided under subsection (c)(5). 
(h) For each type of activity undertaken as part of a covert ac-

tion, the President shall establish in writing a plan to respond to 
the unauthorized public disclosure of that type of activity. 

* * * * * * * 
SEC. 514. UNFUNDED PRIORITIES OF THE INTELLIGENCE COMMU-

NITY: ANNUAL REPORT. 
(a) ANNUAL REPORT.—Not later than 10 days after the date on 

which the budget of the President for a fiscal year is submitted to 
Congress pursuant to section 1105 of title 31, United States Code, 
the head of each element of the intelligence community shall pre-
pare and submit to the Director of National Intelligence, the con-
gressional intelligence committees, the Subcommittee on Defense of 
the Committee on Appropriations of the Senate, and the Sub-
committee on Defense of the Committee on Appropriations of the 
House of Representatives a report on the unfunded priorities of the 
programs under the jurisdiction of such head. 

(b) ELEMENTS.— 
(1) IN GENERAL.—Each report under subsection (a) shall 

specify, for each unfunded priority covered by such report, the 
following: 

(A) A summary description of such priority, including 
the objectives to be achieved if such priority is funded 
(whether in whole or in part). 

(B) Whether such priority will satisfy a covert action or 
support collection against requirements identified in the 
National Intelligence Priorities Framework of the Office of 
the Director of National Intelligence (or any successor 
mechanism established for the prioritization of programs 
and activities), including a description of such require-
ments and the related prioritization level. 

(C) The additional amount of funds recommended in con-
nection with the objectives under subparagraph (A). 

(D) Budget information with respect to the unfunded pri-
ority, including— 

(i) the appropriation account; 
(ii) the expenditure center; and 
(iii) the project and, if applicable, subproject. 
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(2) PRIORITIZATION OF PRIORITIES.—Each report shall present 
the unfunded priorities covered by such report in overall order 
of urgency of priority among unfunded priorities. 

(c) UNFUNDED PRIORITY DEFINED.—In this section, the term ‘‘un-
funded priority’’, in the case of a fiscal year, means a program, ac-
tivity, or mission requirement of an element of the intelligence 
community that— 

(1) is not funded in the budget of the President for the fiscal 
year as submitted to Congress pursuant to section 1105 of title 
31, United States Code; 

(2) is necessary to fulfill a covert action or to satisfy an infor-
mation requirement associated with the collection, analysis, or 
dissemination of intelligence that has been documented within 
the National Intelligence Priorities Framework; and 

(3) would have been recommended for funding by the head 
of the element of the intelligence community if— 

(A) additional resources had been available for the budg-
et to fund the program, activity, or mission requirement; 
or 

(B) the program, activity, or mission requirement has 
emerged since the budget was formulated. 

* * * * * * * 
SEC. 516. NOTICE TO CONGRESS OF COUNTERINTELLIGENCE THREATS 

TO LEGISLATIVE BRANCH AND LEGISLATIVE BRANCH OF-
FICIALS. 

(a) NOTIFICATION, BRIEFINGS, AND PREPARATION OF REPORTS.— 
Consistent with the protection of intelligence sources and methods, 
the Director of National Intelligence and the Director of the Federal 
Bureau of Investigation shall jointly— 

(1) notify, in a timely manner, congressional leadership of 
any counterintelligence threat to the legislative branch or a leg-
islative branch official; 

(2) provide to legislative branch officials determined appro-
priate by the Directors, including any such official targeted or 
compromised by such a threat, briefings on the defense against 
such threats; and 

(3) prepare reports that include specific information con-
cerning such threats to the legislative branch or legislative 
branch officials but exclude the intelligence sources or methods 
by which such information has been obtained, to facilitate the 
increased distribution of specific information concerning such 
threats. 

(b) DEFENSIVE PRIORITY.—In determining the appropriateness of 
disseminating information on counterintelligence threats (including 
information associated with a sensitive intelligence matter or ongo-
ing criminal investigation) or of providing a briefing on the defense 
against such threats under subsection (a), the Director of National 
Intelligence and the Director of the Federal Bureau of Investigation 
shall seek to resolve such determination in favor of the action most 
compatible with enhancing the defense of the legislative branch 
against such threats. 

(c) QUARTERLY REPORTS.— 
(1) REQUIREMENT.—On a quarterly basis, the Director of Na-

tional Intelligence shall submit to congressional leadership a re-
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port on counterintelligence threats to the legislative branch or 
legislative branch officials. 

(2) MATTERS.—Each report under paragraph (1) shall in-
clude, with respect to the quarterly period covered by the report, 
the following: 

(A) A description of any counterintelligence threat to the 
legislative branch or a legislative branch official (including 
the identity of any such official) identified during such pe-
riod. 

(B) An identification of each date on which the intel-
ligence community became aware of such a threat. 

(C) An identification of the number of briefings provided 
under subsection (a)(2) during such period, including an 
identification of each date on which such a briefing oc-
curred. 

(D) An identification of the number of reports prepared 
under subsection (a)(3) during such period. 

(d) DEFINITIONS.—In this section: 
(1) CONGRESSIONAL LEADERSHIP.—The term ‘‘congressional 

leadership’’ means— 
(A) the Speaker of the House of Representatives; 
(B) the minority leader of the House of Representatives; 
(C) the majority leader of the Senate; 
(D) the minority leader of the Senate; 
(E) the Chairman and Ranking Member of the Perma-

nent Select Committee on Intelligence of the House of Rep-
resentatives; and 

(F) the Chairman and Vice Chairman of the Select Com-
mittee on Intelligence of the Senate. 

(2) LEGISLATIVE BRANCH.—The term ‘‘legislative branch’’ has 
the meaning given that term in section 202 of title 18, United 
States Code. 

(3) LEGISLATIVE BRANCH OFFICIAL.—The term ‘‘legislative 
branch official’’ includes— 

(A) a Member of Congress; 
(B) an elected officer of either House of Congress; 
(C) any employee of, or any other individual functioning 

in the capacity of an employee of— 
(i) a Member of Congress; 
(ii) a committee of either House of Congress; 
(iii) the leadership staff of the House of Representa-

tives or the leadership staff of the Senate; 
(iv) a joint committee of Congress; or 
(v) a working group or caucus organized to provide 

legislative services or other assistance to Members of 
Congress; and 

(D) any other legislative branch employee serving in a po-
sition described under section 13101(13) of title 5, United 
States Code. 

SEC. 517. CONGRESSIONAL NOTICE OF COUNTERINTELLIGENCE IN-
VESTIGATIONS INTO FEDERAL ELECTED OFFICIALS AND 
CANDIDATES IN ELECTIONS FOR FEDERAL OFFICE. 

(a) NOTICE REQUIREMENT.—Notwithstanding section 533 of title 
28, United States Code, the delegation of the authorities of the At-
torney General, or any other delegation of authority, direction, or 
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policy of the executive branch, the Director of Federal Bureau of In-
vestigation shall notify congressional leadership not later than 48 
hours after the commencement of a counterintelligence investigation 
into a person who holds an elected Federal office or a candidate in 
an election for such an office. Such notification shall include a sum-
mary of the relevant facts associated with the counterintelligence in-
vestigation and the identity of the person subject to such investiga-
tion. 

(b) CONGRESSIONAL LEADERSHIP.—The term ‘‘congressional lead-
ership’’ means— 

(1) the Speaker of the House of Representatives; 
(2) the minority leader of the House of Representatives; 
(3) the majority leader of the Senate; 
(4) the minority leader of the Senate; 
(5) the Chairman and Ranking Member of the Permanent Se-

lect Committee on Intelligence of the House of Representatives; 
and 

(6) the Chairman and Vice Chairman of the Select Committee 
on Intelligence of the Senate. 

SEC. 518. SUBMISSION OF LEGISLATIVE PROPOSALS. 
Not later than 45 days after the date on which the President sub-

mits to Congress the budget for each fiscal year pursuant to section 
1105(a) of title 31, United States Code, the Director of National In-
telligence shall submit to the congressional intelligence committees 
any legislative provisions that are proposed by the Director to be en-
acted as part of the annual intelligence authorization bill for that 
fiscal year. 
SEC. 519. TERMINATION OF CERTAIN REPORTING REQUIREMENTS. 

(a) SUNSET.—Effective on December 31, 2025, each report de-
scribed in subsection (b) that is still required to be submitted to 
Congress as of such date shall no longer be required to be submitted 
to Congress. 

(b) REPORTS DESCRIBED.—Except as provided in subsection (c), a 
report described in this subsection is a recurring report that is re-
quired to be submitted to Congress by the Director of National Intel-
ligence, or by any officer, official, component, or element of the Of-
fice of the Director of National Intelligence, pursuant to— 

(1) a provision of an annual intelligence authorization Act for 
fiscal year 2021 or any prior fiscal year; 

(2) any amendment made by such an Act; or 
(3) any committee report, classified annex, or explanatory 

statement accompanying such an Act. 
(c) EXCEPTIONS.—Subsection (a) shall not apply with respect to 

any of the following: 
(1) A reporting requirement imposed on all departments and 

agencies of the Federal Government. 
(2) A report required in conjunction with a provision of law 

that requires a certification, determination or comparable find-
ing, or authorizing waiver with respect to a condition, limita-
tion, or comparable restriction. 

(3) A recurring report required by a provision of law that 
specifies when the requirement to submit the report terminates. 

(4) An annual report required by section 108B of the National 
Security Act of 1947 (50 U.S.C. 3043b). 
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(5) A report required to be submitted by an individual or enti-
ty other than an individual referred to in subsection (b) that re-
quires consultation or coordination with an individual de-
scribed in subsection (b). 

(d) REPORT TO CONGRESS.—Not later than February 1, 2024, the 
Director of National Intelligence shall submit to the congressional 
intelligence committees a report that includes— 

(1) a list of all reports that the Director determines are de-
scribed in subsection (b) and not subject to an exception under 
subsection (c); and 

(2) for each report included on such list, a citation to the pro-
vision of law under which the report is required to be sub-
mitted. 

* * * * * * * 

TITLE VIII—ACCESS TO CLASSIFIED INFORMATION 

* * * * * * * 

DEFINITIONS 

SEC. 805. For purposes of this title— 
(1) the term ‘‘authorized investigative agency’’ means an 

agency authorized by law or regulation to conduct a counter-
intelligence investigation or investigations of persons who are 
proposed for access to classified information to ascertain 
whether such persons satisfy the criteria for obtaining and re-
taining access to such information; 

(2) the term ‘‘classified information’’ means any information 
that has been determined pursuant to Executive Order No. 
12356 of April 2, 1982, or successor orders, or the Atomic En-
ergy Act of 1954, to require protection against unauthorized 
disclosure and that is so designated; 

(3) the term ‘‘consumer reporting agency’’ has the meaning 
given such term in section 603 of the Consumer Credit Protec-
tion Act (15 U.S.C. 1681a); 

(4) the term ‘‘employee’’ includes any person who receives a 
salary or compensation of any kind from the United States 
Government, is a contractor of the United States Government 
or an employee thereof, is an unpaid consultant of the United 
States Government, or otherwise acts for or on behalf of the 
United States Government, except as otherwise determined by 
the President; 

(5) the terms ‘‘financial agency’’ and ‘‘financial institution’’ 
have the meanings given to such terms in section 5312(a) of 
title 31, United States Code, and the term ‘‘holding company’’ 
has the meaning given to such term in section 1101(6) of the 
Right to Financial Privacy Act of 1978 (12 U.S.C. 3401); 

(6) the terms ‘‘foreign power’’ and ‘‘agent of a foreign power’’ 
have the same meanings as set forth in øsections 101 (a) and 
(b)¿ subsections (a) and (b) of section 101, respectively, of the 
Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801); 

(7) the term ‘‘State’’ means each of the several States of the 
United States, the District of Columbia, the Commonwealth of 
Puerto Rico, the Commonwealth of the Northern Mariana Is-
lands, the United States Virgin Islands, Guam, American 
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Samoa, the Republic of the Marshall Islands, the Federated 
States of Micronesia, and the Republic of Palau, and any other 
possession of the United States; and 

(8) the term ‘‘computer’’ means any electronic, magnetic, op-
tical, electrochemical, or other high speed data processing de-
vice performing logical, arithmetic, or storage functions, and 
includes any data storage facility or communications facility di-
rectly related to or operating in conjunction with such device 
and any data or other information stored or contained in such 
device. 

* * * * * * * 

TITLE XI—ADDITIONAL MISCELLANEOUS PROVISIONS 

* * * * * * * 
SEC. 1102A. MEASURES TO MITIGATE COUNTERINTELLIGENCE 

THREATS FROM PROLIFERATION AND USE OF FOREIGN 
COMMERCIAL SPYWARE. 

(a) DEFINITIONS.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term 

‘‘appropriate congressional committees’’ means— 
(A) the Select Committee on Intelligence, the Committee 

on Foreign Relations, the Committee on Armed Services, 
the Committee on Banking, Housing, and Urban Affairs, 
the Committee on the Judiciary, the Committee on Appro-
priations, and the Committee on Homeland Security and 
Governmental Affairs of the Senate; and 

(B) the Permanent Select Committee on Intelligence, the 
Committee on Foreign Affairs, the Committee on Armed 
Services, the Committee on Financial Services, the Com-
mittee on the Judiciary, the Committee on Appropriations, 
the Committee on Homeland Security, and the Committee 
on Oversight and Reform of the House of Representatives. 

(2) COVERED ENTITY.—The term ‘‘covered entity’’ means any 
foreign company that either directly or indirectly develops, 
maintains, owns, operates, brokers, markets, sells, leases, li-
censes, or otherwise makes available spyware. 

(3) FOREIGN COMMERCIAL SPYWARE.—The term ‘‘foreign com-
mercial spyware’’ means spyware that is developed (solely or in 
partnership with a foreign company), maintained, sold, leased, 
licensed, marketed, sourced (in whole or in part), or otherwise 
provided, either directly or indirectly, by a foreign company. 

(4) FOREIGN COMPANY.—The term ‘‘foreign company’’ means 
a company that is incorporated or domiciled outside of the 
United States, including any subsidiaries or affiliates wherever 
such subsidiaries or affiliates are domiciled or incorporated. 

(5) SPYWARE.—The term ‘‘spyware’’ means a tool or set of 
tools that operate as an end-to-end system of software to pro-
vide an unauthorized user remote access to information stored 
on or transiting through an electronic device connected to the 
Internet and not owned or operated by the unauthorized user, 
including end-to-end systems that— 

(A) allow an unauthorized user to remotely infect elec-
tronic devices with malicious software, including without 
any action required by the user of the device; 
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(B) can record telecommunications or other audio cap-
tured on a device not owned by the unauthorized user; 

(C) undertake geolocation, collect cell site location infor-
mation, or otherwise track the location of a device or per-
son using the internal sensors of an electronic device not 
owned by the unauthorized user; 

(D) allow an unauthorized user access to and the ability 
to retrieve information on the electronic device, including 
text messages, files, e-mails, transcripts of chats, contacts, 
photos, and browsing history; or 

(E) any additional criteria described in publicly available 
documents published by the Director of National Intel-
ligence, such as whether the end-to-end system is used 
outside the context of a codified lawful intercept system. 

(b) ANNUAL ASSESSMENTS OF COUNTERINTELLIGENCE THREATS.— 
(1) REQUIREMENT.—Not later than 90 days after the enact-

ment of the Intelligence Authorization Act for Fiscal Year 
2023, and annually thereafter, the Director of National Intel-
ligence, in coordination with the Director of the Central Intel-
ligence Agency, the Director of the National Security Agency, 
and the Director of the Federal Bureau of Investigation, shall 
submit to the appropriate congressional committees a report 
with an accompanying classified annex containing an assess-
ment of the counterintelligence threats and other risks to the 
national security of the United States posed by the prolifera-
tion of foreign commercial spyware. The assessment shall in-
corporate all credible data, including open-source information. 

(2) ELEMENTS.—Each report under paragraph (1) shall in-
clude the following, if known: 

(A) A list of the most significant covered entities. 
(B) A description of the foreign commercial spyware 

marketed by the covered entities identified under subpara-
graph (A) and an assessment by the intelligence commu-
nity of the foreign commercial spyware. 

(C) An assessment of the counterintelligence risk to the 
intelligence community or personnel of the intelligence 
community posed by foreign commercial spyware. 

(D) For each covered entity identified in subparagraph 
(A), details of any subsidiaries, resellers, or other agents 
acting on behalf of the covered entity. 

(E) Details of where each covered entity identified under 
subparagraphs (A) and (D) is domiciled. 

(F) A description of how each covered entity identified 
under subparagraphs (A) and (D) is financed, where the 
covered entity acquired its capital, and the organizations 
and individuals having substantial investments or other 
equities in the covered entity. 

(G) An assessment by the intelligence community of any 
relationship between each covered entity identified in sub-
paragraphs (A) and (D) and any foreign government, in-
cluding any export controls and processes to which the cov-
ered entity is subject. 

(H) A list of the foreign customers of each covered entity 
identified in subparagraphs (A) and (D), including the un-
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derstanding by the intelligence community of the organiza-
tions and end-users within any foreign government. 

(I) With respect to each foreign customer identified 
under subparagraph (H), an assessment by the intelligence 
community regarding how the foreign customer is using 
the spyware, including whether the foreign customer has 
targeted personnel of the intelligence community. 

(J) With respect to the first report required under para-
graph (1), a mitigation plan to reduce the exposure of per-
sonnel of the intelligence community to foreign commercial 
spyware. 

(K) With respect to each report following the first report 
required under paragraph (1), details of steps taken by the 
intelligence community since the previous report to imple-
ment measures to reduce the exposure of personnel of the 
intelligence community to foreign commercial spyware. 

(3) CLASSIFIED ANNEX.—In submitting the report under øsub-
section (2)¿ paragraph (1), the Director shall also include an 
accompanying but separate classified annex, providing a 
watchlist of companies selling, leasing, or otherwise providing 
foreign commercial spyware that the Director determines are 
engaged in activities that pose a counterintelligence risk to 
personnel of the intelligence community. 

(4) FORM.—Each report under paragraph (1) shall be sub-
mitted in classified form. 

(5) DISSEMINATION.—The Director of National Intelligence 
shall separately distribute each report under paragraph (1) 
and each annex under paragraph (3) to the President, the 
heads of all elements of the intelligence community, the Sec-
retary of State, the Attorney General, the Secretary of Com-
merce, the Secretary of Homeland Security, the National Cyber 
Director, and the heads of any other departments or agencies 
the Director of National Intelligence determines appropriate. 

(c) AUTHORITY TO PROHIBIT PURCHASE OR USE BY INTELLIGENCE 
COMMUNITY.— 

(1) FOREIGN COMMERCIAL SPYWARE.— 
(A) IN GENERAL.—The Director of National Intelligence 

may prohibit any element of the intelligence community 
from procuring, leasing, or otherwise acquiring on the com-
mercial market, or extending or renewing a contract to 
procure, lease, or otherwise acquire, foreign commercial 
spyware. 

(B) CONSIDERATIONS.—In determining whether and how 
to exercise the authority under subparagraph (A), the Di-
rector of National Intelligence shall consider— 

(i) the assessment of the intelligence community of 
the counterintelligence threats or other risks to the 
United States posed by foreign commercial spyware; 

(ii) the assessment of the intelligence community of 
whether the foreign commercial spyware has been 
used to target United States Government personnel. 

(iii) whether the original owner or developer retains 
any of the physical property or intellectual property 
associated with the foreign commercial spyware; 
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(iv) whether the original owner or developer has 
verifiably destroyed all copies of the data collected by 
or associated with the foreign commercial spyware; 

(v) whether the personnel of the original owner or 
developer retain any access to data collected by or as-
sociated with the foreign commercial spyware; 

(vi) whether the use of the foreign commercial 
spyware requires the user to connect to an information 
system of the original owner or developer or informa-
tion system of a foreign government; and 

(vii) whether the foreign commercial spyware poses 
a counterintelligence risk to the United States or any 
other threat to the national security of the United 
States. 

(2) COMPANY THAT HAS ACQUIRED FOREIGN COMMERCIAL 
SPYWARE.— 

(A) AUTHORITY.—The Director of National Intelligence 
may prohibit any element of the intelligence community 
from entering into any contract or other agreement for any 
purpose with a company that has acquired, in whole or in 
part, any foreign commercial spyware. 

(B) CONSIDERATIONS.—In considering whether and how 
to exercise the authority under subparagraph (A), the Di-
rector of National Intelligence shall consider— 

(i) whether the original owner or developer of the 
foreign commercial spyware retains any of the phys-
ical property or intellectual property associated with 
the spyware; 

(ii) whether the original owner or developer of the 
foreign commercial spyware has verifiably destroyed 
all data, and any copies thereof, collected by or associ-
ated with the spyware; 

(iii) whether the personnel of the original owner or 
developer of the foreign commercial spyware retain 
any access to data collected by or associated with the 
foreign commercial spyware; 

(iv) whether the use of the foreign commercial 
spyware requires the user to connect to an information 
system of the original owner or developer or informa-
tion system of a foreign government; and 

(v) whether the foreign commercial spyware poses a 
counterintelligence risk to the United States or any 
other threat to the national security of the United 
States. 

(3) NOTIFICATIONS OF PROHIBITION.—Not later than 30 days 
after the date on which the Director of National Intelligence 
exercises the authority to issue a prohibition under subsection 
(c), the Director of National Intelligence shall notify the con-
gressional intelligence committees of such exercise of authority. 
Such notice shall include— 

(A) a description of the circumstances under which the 
prohibition was issued; 

(B) an identification of the company or product covered 
by the prohibition; 
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(C) any information that contributed to the decision of 
the Director of National Intelligence to exercise the au-
thority, including any information relating to counterintel-
ligence or other risks to the national security of the United 
States posed by the company or product, as assessed by 
the intelligence community; and 

(D) an identification of each element of the intelligence 
community to which the prohibition has been applied. 

(4) WAIVER AUTHORITY.— 
(A) IN GENERAL.—The head of an element of the intel-

ligence community may request from the Director of Na-
tional Intelligence the waiver of a prohibition made under 
paragraph (1) or (2). 

(B) DIRECTOR OF NATIONAL INTELLIGENCE DETERMINA-
TION.—The Director of National Intelligence, upon receiv-
ing the waiver request in subparagraph (A), may issue a 
waiver for a period not to exceed one year in response to 
the request from the head of an element of the intelligence 
community if such waiver is in the national security inter-
est of the United States. 

(C) NOTICE.—Not later than 30 days after approving a 
waiver request pursuant to subparagraph (B), the Director 
of National Intelligence shall submit to the congressional 
intelligence committees, the Subcommittee on Defense of 
the Committee on Appropriations of the Senate, and the 
Subcommittee on Defense of the Committee on Appropria-
tions of the House of Representatives a written notifica-
tion. The notification shall include— 

(i) an identification of the head of the element of the 
intelligence community that requested the waiver; 

(ii) the details of the waiver request, including the 
national security interests of the United States; 

(iii) the rationale and basis for the determination 
that the waiver is in the national security interests of 
the United States; 

(iv) the considerations that informed the ultimate 
determination of the Director of National Intelligence 
to issue the øwavier¿ waiver; and 

(v) and any other considerations contributing to the 
determination, made by the Director of National Intel-
ligence. 

(D) WAIVER TERMINATION.—The Director of National In-
telligence may revoke a previously granted waiver at any 
time. Upon revocation of a waiver, the Director of National 
Intelligence shall submit a written notification to the con-
gressional intelligence committees, the Subcommittee on 
Defense of the Committee on Appropriations of the Senate, 
and the Subcommittee on Defense of the Committee on Ap-
propriations of the House of Representatives not later than 
30 days after making a revocation determination. 

(5) TERMINATION OF PROHIBITION.—The Director of National 
Intelligence may terminate a prohibition made under para-
graph (1) or (2) at any time. Upon termination of a prohibition, 
the Director of National Intelligence shall submit a notification 
of the termination to the congressional intelligence committees, 
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the Subcommittee on Defense of the Committee on Appropria-
tions of the Senate, and the Subcommittee on Defense of the 
Committee on Appropriations of the House of Representatives 
not later than 30 days after terminating a prohibition, detail-
ing the basis for the termination, including any United States 
national security interests that may be affected by such termi-
nation. 

* * * * * * * 
SEC. 1105A. NOTICE AND DAMAGE ASSESSMENT WITH RESPECT TO 

SIGNIFICANT UNAUTHORIZED DISCLOSURE OF CLASSI-
FIED NATIONAL INTELLIGENCE. 

(a) NOTIFICATION AND DAMAGE ASSESSMENT REQUIREMENTS.— 
(1) REQUIREMENTS.—If the Director of National Intelligence 

becomes aware of an actual or potential significant unauthor-
ized disclosure of classified national intelligence— 

(A) as soon as practicable, but not later than 7 days after 
the date on which the Director becomes so aware, the Direc-
tor shall notify the congressional intelligence committees of 
such actual or potential disclosure; and 

(B) in the case of an actual disclosure, not later than 7 
days after the date on which the Director becomes so aware, 
the Director or the head of any element of the intelligence 
community from which the significant unauthorized disclo-
sure originated shall initiate a damage assessment con-
sistent with the procedures set forth in Intelligence Commu-
nity Directive 732 (relating to the conduct of damage as-
sessments), or successor directive, with respect to such dis-
closure. 

(2) CONTENTS OF NOTIFICATION.—A notification submitted to 
the congressional intelligence committees under paragraph 
(1)(A) with respect to an actual or potential significant unau-
thorized disclosure of classified national intelligence shall in-
clude— 

(A) a summary of the facts and circumstances of such 
disclosure; 

(B) a summary of the contents of the national intelligence 
revealed or potentially revealed, as the case may be, by such 
disclosure; 

(C) an initial appraisal of the level of actual or potential 
damage, as the case may be, to the national security of the 
United States as a result of such disclosure; and 

(D) in the case of an actual disclosure, which elements of 
the intelligence community will be involved in the damage 
assessment conducted with respect to such disclosure pur-
suant to paragraph (1)(B). 

(b) DAMAGE ASSESSMENT REPORTING REQUIREMENTS.— 
(1) RECURRING REPORTING REQUIREMENT.—Not later than 30 

days after the date of the initiation of a damage assessment 
pursuant to subsection (a)(1)(B), and every 90 days thereafter 
until the completion of the damage assessment or upon the re-
quest of the congressional intelligence committees, the Director 
of National Intelligence shall— 

(A) submit to the congressional intelligence committees 
copies of any documents or materials disclosed as a result 
of the significant unauthorized disclosure of the classified 
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national intelligence that is the subject of the damage as-
sessment; and 

(B) provide to the congressional intelligence committees a 
briefing on such documents and materials and a status of 
the damage assessment. 

(2) FINAL DAMAGE ASSESSMENT.—As soon as practicable after 
completing a damage assessment pursuant to subsection 
(a)(1)(B), the Director of National Intelligence shall submit the 
final damage assessment to the congressional intelligence com-
mittees. 

(c) NOTIFICATION OF REFERRAL TO DEPARTMENT OF JUSTICE.—If 
a referral is made to the Department of Justice from any element 
of the intelligence community regarding a significant unauthorized 
disclosure of classified national intelligence under this section, the 
Director of National Intelligence shall notify the congressional intel-
ligence committees of the referral on the date such referral is made. 

* * * * * * * 

HIGHER EDUCATION ACT OF 1965 

* * * * * * * 

TITLE I—GENERAL PROVISIONS 

* * * * * * * 

PART C—COST OF HIGHER EDUCATION 

* * * * * * * 
SEC. 135. IN-STATE TUITION RATES FOR MEMBERS OF THE ARMED 

FORCES ON ACTIVE DUTY, SPOUSES, AND DEPENDENT 
CHILDREN. 

(a) REQUIREMENT.—In the case of a member of the armed forces 
who is on active duty for a period of more than 30 days and whose 
domicile or permanent duty station is in a State that receives as-
sistance under this Act, such State shall not charge such member 
(or the spouse or dependent child of such member) tuition for at-
tendance at a public institution of higher education in the State at 
a rate that is greater than the rate charged for residents of the 
State. 

(b) CONTINUATION.—If a member of the armed forces (or the 
spouse or dependent child of a member) pays tuition at a public in-
stitution of higher education in a State at a rate determined by 
subsection (a), the provisions of subsection (a) shall continue to 
apply to such member, spouse, or dependent while continuously en-
rolled at that institution, notwithstanding a subsequent change in 
the permanent duty station of the member to a location outside the 
State. 

(c) EFFECTIVE DATE.—This section shall take effect at each public 
institution of higher education in a State that receives assistance 
under this Act for the first period of enrollment at such institution 
that begins after July 1, 2009. 
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[Note: Section 414(a) of H.R. 3932 (as reported) provides for 
amendments to section 135(d) of the Higher Education Act of 1965, 
as amended by section 6206(a)(4) of division F of Public Law 117– 
81, which are subject to a delayed effective date. Subsection (b) of 
such section 414 of H.R. 3932 (as reported) states: ‘‘The amend-
ments made by subsection (a) shall take effect at each public insti-
tution of higher education in a State that receives assistance under 
the Higher Education Act of 1965 (20 U.S.C. 1001 et seq.) for the 
first period of enrollment at such institution that begins after July 
1, 2024.’’. Subsection (d) that follows reflects current law as of the 
first period of enrollment after July 1, 2024 in order to represent 
the proposed changes made by this bill (as reported).] 

(d) DEFINITIONS.—In this section, the term ‘‘member of a quali-
fying Federal service’’ means— 

(1) a member of the armed forces (as defined in section 101 
of title 10, United States Code) who is on active duty for a pe-
riod of more than 30 days (as defined in section 101 of title 10, 
United States Code); øor¿ 

(2) a member of the Foreign Service (as defined in section 
103 of the Foreign Service Act of 1980 (22 U.S.C. 3903)) who 
is on active duty for a period of more than 30 daysø.¿; or 

(3) an officer or employee of an element of the intelligence 
community (as such term is defined in section 3 of the National 
Security Act of 1947 (50 U.S.C. 3003)) who serves in a position 
of employment in such element for a period of more than 30 
days. 

* * * * * * * 

INTELLIGENCE AUTHORIZATION ACT FOR FISCAL YEAR 
2023 

* * * * * * * 

DIVISION F—INTELLIGENCE AUTHOR-
IZATION ACT FOR FISCAL YEAR 2023 

SEC. 6001. SHORT TITLE; TABLE OF CONTENTS. 
(a) SHORT TITLE.—This division may be cited as the ‘‘Intelligence 

Authorization Act for Fiscal Year 2023’’. 
(b) TABLE OF CONTENTS.—The table of contents for this division 

is as follows: 

DIVISION F—INTELLIGENCE AUTHORIZATION ACT FOR FISCAL YEAR 2023 
Sec. 6001. Short title; table of contents. 
Sec. 6002. Definitions. 
Sec. 6003. Explanatory statement. 

* * * * * * * 

TITLE LXIV—MATTERS RELATING TO ELEMENTS OF THE INTELLIGENCE 
COMMUNITY 

* * * * * * * 
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Subtitle D—Other Elements 

* * * * * * * 
øSec. 6435. Study on personnel under Strategic Intelligence Partnership Program.¿ 

* * * * * * * 

TITLE LXIII—GENERAL INTELLIGENCE 
COMMUNITY MATTERS 

* * * * * * * 
SEC. 6309. ENFORCEMENT OF CYBERSECURITY REQUIREMENTS FOR 

NATIONAL SECURITY SYSTEMS. 
(a) DEFINITIONS.—In this section: 

(1) CYBERSECURITY REQUIREMENTS FOR NATIONAL SECURITY 
SYSTEMS.—The term ‘‘cybersecurity requirements for national 
security systems’’ means the minimum cybersecurity require-
ments established by the National Manager, consistent with 
the direction of the President and in consultation with the Di-
rector of National Intelligence, that applies to all national se-
curity systems operated by, on the behalf of, or administered 
by the head of an element of the intelligence community. 

(2) NATIONAL MANAGER.—The term ‘‘National Manager’’ 
means the National Manager for National Security Systems 
designated by the President. 

(3) NATIONAL SECURITY SYSTEMS.—The term ‘‘national secu-
rity systems’’ includes— 

(A) national security systems (as defined in section 
3552(b) of title 44, United States Code); and 

(B) information systems described in paragraph (2) or (3) 
of section 3553(e) of such title. 

(b) IMPLEMENTATION DEADLINE.—The cybersecurity requirements 
for national security systems shall include appropriate deadlines by 
which all elements of the intelligence community shall have fully 
implemented the requirements. 

(c) REEVALUATION AND UPDATES.—Not less frequently than once 
every 2 years, the National Manager shall reevaluate and update 
the cybersecurity requirements for national security systems. 

(d) RESOURCES.—Each head of an element of the intelligence 
community that owns or operates a national security system shall 
update plans of the element to prioritize resources in such a man-
ner as to fully implement the cybersecurity requirements for na-
tional security systems by the deadline established pursuant to 
subsection (b) for the next 10 fiscal years. 

(e) IMPLEMENTATION REPORT.—Each head of an element of the in-
telligence community that owns or operates a national security sys-
tem shall submit to the congressional intelligence committees not 
later than 90 days after the date of the enactment of this subsection 
a plan detailing the cost and schedule requirements necessary to 
meet all of the cybersecurity requirements for national security sys-
tems by the end of fiscal year 2026. 

ø(e)¿ (f) EXEMPTIONS.— 
(1) IN GENERAL.—The head of an element of the intelligence 

community may exempt a national security system owned or 
operated by the element from the cybersecurity requirements 
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for national security systems if done so in accordance with the 
procedures established under paragraph (2). 

(2) EXEMPTION PROCEDURES.—The National Manager shall, 
consistent with the direction of the President, establish proce-
dures that govern— 

(A) the circumstances under which the head of an ele-
ment of the intelligence community may exempt a national 
security system under paragraph (1); and 

(B) the process for implementing the exemption. 
(3) ANNUAL REPORTS ON EXEMPTIONS.— 

(A) IN GENERAL.—Each year, the National Manager and 
the Director of National Intelligence shall— 

(i) submit to the congressional intelligence commit-
tees an annual report documenting all exemptions 
made under paragraph (1) during the period covered 
by the report, along with the justifications for the ex-
emptions; and 

(ii) in the case of an exemption made by the Assist-
ant Secretary of State for Intelligence and Research 
under such paragraph, submit to the Committee on 
Foreign Relations of the Senate and the Committee on 
Foreign Affairs of the House of Representatives a sep-
arate report describing the exemption and the jus-
tification for it. 

(B) MANNER.—Each report submitted under subpara-
graph (A) shall be submitted with such classification as 
the Director considers appropriate and with due regard for 
the protection of sensitive intelligence sources and meth-
ods. 

* * * * * * * 

TITLE LXIV—MATTERS RELATING TO 
ELEMENTS OF THE INTELLIGENCE 
COMMUNITY 

* * * * * * * 

Subtitle C—Elements of the Defense 
Intelligence Enterprise 

* * * * * * * 
SEC. 6422. OVERSIGHT OF DEFENSE INTELLIGENCE AGENCY CUL-

TURE. 
(a) DEFINITIONS.—In this section: 

(1) APPROPRIATE COMMITTEES OF CONGRESS.—The term ‘‘ap-
propriate committees of Congress’’ means— 

(A) the congressional intelligence committees; 
(B) the Committee on Armed Services of the Senate; 
(C) the Subcommittee on Defense of the Committee on 

Appropriations of the Senate; 
(D) the Committee on Armed Services of the House of 

Representatives; and 
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(E) the Subcommittee on Defense of the Committee on 
Appropriations of the House of Representatives. 

(2) WORKFORCE CLIMATE SURVEY.—The term ‘‘workforce cli-
mate survey’’— 

(A) means a workforce engagement or climate survey 
conducted at the agency, directorate, career field, or inte-
grated intelligence center level, without regard to whether 
the survey is conducted on an annual or ad-hoc basis; and 

(B) does not include an exit survey specified in sub-
section (c). 

(b) FINDINGS.—Congress finds that the Defense Intelligence 
Agency has committed to improving Agency culture and leadership; 
however, actions taken by the Agency as of the date of the enact-
ment of this Act have not enabled a full assessment of the extent 
of workforce culture issues and potential management abuses, and 
require additional øCongressional¿ congressional oversight to en-
sure concerns are both understood and addressed. 

(c) MANDATORY PROVISION OF EXIT SURVEY OR INTERVIEW.— 
(1) IN GENERAL.—The Director of the Defense Intelligence 

Agency shall ensure that each employee of such Agency who 
leaves employment with such Agency (but not including any 
detail assignment) completes an exit survey or exit interview 
prior to such departure, to the extent practicable. 

(2) ANNUAL SUBMISSIONS TO CONGRESS.—On an annual basis 
during the 3-year period beginning on the date of the enact-
ment of this Act, the Director of the Defense Intelligence Agen-
cy shall submit to the appropriate committees of Congress a 
written analysis of the results of the exit surveys or exit inter-
views completed pursuant to paragraph (1) during the year 
covered by the report together with a plan of the Director to 
address any issues identified pursuant to such results to im-
prove retention and culture. 

(d) CONGRESSIONAL OVERSIGHT RELATING TO WORKFORCE CLI-
MATE SURVEYS.— 

(1) NOTIFICATIONS OF AD-HOC WORKFORCE CLIMATE SUR-
VEYS.—Not later than 14 days after the date on which the Di-
rector of the Defense Intelligence Agency conducts an ad-hoc 
workforce climate survey (including in response to a specific in-
cident or concern), the Director shall notify the appropriate 
committees of Congress. 

(2) REPORTS ON FINAL RESULTS.—Not later than 90 days 
after the date on which the Director of the Defense Intelligence 
Agency concludes the conduct of any workforce climate survey, 
the Director shall submit to the appropriate committees of 
Congress a report containing the final results of such work-
force climate survey. Such report shall include the following: 

(A) The topic of the workforce climate survey, and the 
workforce level surveyed. 

(B) The rationale for conducting the workforce climate 
survey. 

(C) The measures in place to ensure the accessibility of 
the workforce climate survey. 

(D) The lead official or entity conducting the workforce 
climate survey. 
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(E) Any actions the Director intends to take, or is consid-
ering, in response to the results of the workforce climate 
survey. 

(3) ACCESSIBILITY OF WORKFORCE CLIMATE SURVEYS.—The 
Director of the Defense Intelligence Agency shall ensure that, 
to the extent practicable, and consistent with the protection of 
intelligence sources and methods, workforce climate surveys 
are accessible to employees of such Agency on classified and 
unclassified systems. 

(e) FEASIBILITY REPORT.—Not later than 270 days after the date 
of enactment of this Act, the Director of the Defense Intelligence 
Agency shall submit to the appropriate committees of Congress a 
report containing an analysis of the feasibility (including the antici-
pated cost, personnel requirements, necessary authorities, and such 
other matters as may be determined appropriate by the Director 
for purposes of analyzing feasibility) of— 

(1) conducting 360-degree performance reviews among em-
ployees of the Defense Intelligence Agency; and 

(2) including leadership suitability assessments (including 
personality evaluations, communication style assessments, and 
emotional intelligence aptitude assessments) for promotions of 
such employees to a position within grade GS-14 or above of 
the General Schedule. 

Subtitle D—Other Elements 

* * * * * * * 
øSEC. 6435. STUDY ON PERSONNEL UNDER STRATEGIC INTELLIGENCE 

PARTNERSHIP PROGRAM. 
ø(a) STUDY.—The Director of National Intelligence and the Direc-

tor of the Office of Intelligence and Counterintelligence of the De-
partment of Energy, in consultation with the National Laboratories 
Directors’ Council and in coordination with such other entities, 
agencies, and departments as the Directors consider appropriate, 
shall jointly conduct a study of the skills, recruitment, and reten-
tion of the personnel at the national laboratories who carry out 
projects under the Strategic Intelligence Partnership Program. 

ø(b) ELEMENTS.—The study under subsection (a) shall address 
the following: 

ø(1) The degree to which the personnel at the national lab-
oratories who carry out projects under the Strategic Intel-
ligence Partnership Program have the requisite training, 
skillsets, or expertise in critical science, technology, and engi-
neering areas to support ongoing and anticipated projects 
under such Program, and the sufficiency of such personnel. 

ø(2) Whether such personnel have compensation, benefits, 
and pay scales that are competitive with comparable roles in 
the private sector in the geographic market in which the rel-
evant national laboratory is located. 

ø(3) Any challenges associated with the retention of such 
personnel. 

ø(4) The talent composition of such personnel, broken down 
by career phase and degree status, to include any relevant exit 
survey data. 
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ø(5) A description of current or previous programs to ena-
bling such personnel to rotate between elements of the intel-
ligence community and the national laboratories, including the 
number of personnel on nonreimbursable or reimbursable as-
signment to an element of the intelligence community. 

ø(6) The degree to which such projects and personnel support 
or augment other ongoing mission areas and capacities at the 
national laboratories. 

ø(c) RECOMMENDATIONS.—Upon completing the study under sub-
section (a), the Directors shall jointly develop findings and rec-
ommendations based on the results of the study regarding the re-
cruitment and retention of personnel at the national laboratories 
who carry out projects under the Strategic Intelligence Partnership 
Program, including with respect to the following: 

ø(1) New or alternative business models, sponsorship ar-
rangements, or work scope agreements. 

ø(2) Extending eligibility for existing, or establishing new, 
recruitment, retention, or other career incentive programs, in-
cluding student loan repayment and forgiveness programs, to 
such personnel. 

ø(3) Initiating geographically flexible or remote work ar-
rangements for such personnel. 

ø(4) Enabling such personnel to participate in training at 
elements of the intelligence community, or obtain academic 
training at the National Intelligence University. 

ø(5) Establishing new, or enhancing existing, opportunities 
for detailee or rotational programs among the intelligence com-
munity and the national laboratories. 

ø(6) Using a compensation system modeled on the Cyber Tal-
ent Management System of the Department of Homeland Secu-
rity for such personnel. 

ø(7) Any other recommendations the Directors determine rel-
evant. 

ø(d) REPORT.— 
ø(1) REQUIREMENT.—Not later than 1 year after the date of 

the enactment of this Act, the Directors shall jointly submit to 
the congressional intelligence committees, the Subcommittee 
on Defense of the Committee on Appropriations of the Senate, 
and the Subcommittee on Defense of the Committee on Appro-
priations of the House of Representatives a report containing 
the study under subsection (a) and the recommendations under 
subsection (c). 

ø(2) FORM.—The report under paragraph (1) shall be sub-
mitted in unclassified form, but may include a classified annex. 

ø(e) NATIONAL LABORATORIES DEFINED.—In this section, the term 
‘‘national laboratories’’ means— 

ø(1) each national security laboratory (as defined in section 
3281(1) of the National Nuclear Security Administration Act 
(50 U.S.C. 2471(1))); and 

ø(2) each national laboratory of the Department of Energy.¿ 

* * * * * * * 
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TITLE LXVII—MATTERS RELATING TO 
EMERGING TECHNOLOGIES 

Subtitle A—General Matters 

SEC. 6701. DEFINITIONS. 
In this title: 

(1) ARTIFICIAL INTELLIGENCE.—The term ‘‘artificial intel-
ligence’’ has the meaning given that term in section 5002 of the 
National Artificial Intelligence Initiative Act of 2020 (15 U.S.C. 
9401). 

(2) AUTHORIZATION TO OPERATE.—The term ‘‘authorization to 
operate’’ has the meaning given that term in Circular Number 
A-130 of the Office of Management and Budget, ‘‘Managing In-
formation as a Strategic Resource’’, or any successor document. 

(3) CODE-FREE ARTIFICIAL INTELLIGENCE ENABLEMENT 
TOOLS.—The term ‘‘code-free artificial intelligence enablement 
tools’’ means software that provides an environment in which 
visual drag-and-drop applications, or similar tools, allow one or 
more individuals to program applications without linear cod-
ing. 

(4) COMMERCIAL PRODUCT.—The term ‘‘commercial product’’ 
has the meaning given that term in section 103 of title 41, 
United States Code. 

(5) COMMERCIAL SERVICE.—The term ‘‘commercial service’’ 
has the meaning given that term in section 103a of title 41, 
United States Code. 

(6) COVERED ITEM OR SERVICE.—The term ‘‘covered item or 
service’’ means a product, system, or service that is not a com-
mercially available off-the-shelf item, a commercial service, or 
a nondevelopmental item, as those terms are defined in title 
41, United States Code. 

(7) COVERED PRODUCT.—The term ‘‘covered product’’ means a 
commercial software product that involves emerging tech-
nologies or artificial intelligence. 

(8) EMERGING TECHNOLOGY.—The term ‘‘emerging tech-
nology’’ means— 

(A) technology that is in a developmental stage or that 
may be developed øduring the 10-year period beginning on 
January 1, 2022¿ during the subsequent 10-year period; or 

(B) any technology included in the Critical and Emerg-
ing Technologies List published by the White House in 
February 2022, or any successor document. 

* * * * * * * 

Subtitle D—Talent, Education, and 
Training 

* * * * * * * 
SEC. 6732. EMERGING TECHNOLOGY EDUCATION AND TRAINING. 

(a) TRAINING CURRICULUM.— 
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(1) REQUIREMENT.—No later than 270 days after the date of 
the enactment of this Act, the Director of National Intelligence 
and the Secretary of Defense, in consultation with the Presi-
dent of the Defense Acquisition University and the heads of 
the elements of the intelligence community that the Director 
and Secretary determine appropriate, shall jointly establish a 
training curriculum for members of the acquisition workforce 
in the Department of Defense (as defined in section 101 of title 
10, United States Code) and the acquisition officials within the 
intelligence community focused on improving the under-
standing and awareness of contracting authorities and proce-
dures for the acquisition of emerging technologies. 

(2) PROVISION OF TRAINING.—The Director shall ensure that 
the training curriculum under paragraph (1) is made available 
to each element of the intelligence community not later than 
60 days after the completion of the curriculum. 

(3) REPORT.—Not later than January 1, 2024, the Director 
and Secretary shall jointly submit to the congressional intel-
ligence committees, the Committee on Armed Services and the 
Subcommittee on Defense of the Committee on Appropriations 
of the Senate, and the Committee on Armed Services and the 
Subcommittee on Defense of the Committee on Appropriations 
of the House of Representatives a report containing an update 
on the status of the curriculum under paragraph (1). 

(b) AGREEMENTS OFFICERS.—Not later than October 1, 2024, the 
Director of National Intelligence shall ensure that at least 75 per-
cent of the contracting staff within the intelligence community 
whose primary responsibilities include the acquisition of emerging 
technologies shall have received the appropriate training to become 
warranted as agreements officers who are given authority to exe-
cute and administer the transactions authorized by øparagraph 
(5)¿ paragraph (6) of section 102A(n) of the National Security Act 
of 1947 (50 U.S.C. 3024(n)), as added by section 6711. The training 
shall include— 

(1) the appropriate courses offered by the Defense Acquisi-
tion University; 

(2) the training curriculum established under subsection (a); 
and 

(3) best practices for monitoring, identifying, and procuring 
emerging technologies with potential benefit to the intelligence 
community, including commercial services and products. 

(c) ESTABLISHMENT OF EMERGING TECHNOLOGY TRAINING ACTIVI-
TIES.— 

(1) REQUIREMENT.—Not later than January 1, 2024, the Di-
rector of National Intelligence, in coordination with the heads 
of the elements of the intelligence community that the Director 
determines relevant, shall establish and implement training 
activities designed for appropriate mid-career and senior man-
agers across the intelligence community to train the managers 
on how to identify, acquire, implement, and manage emerging 
technologies as such technologies may be applied to the intel-
ligence community. 

(2) CERTIFICATION.—Not later than 2 years after the date on 
which the Director establishes the training activities under 
paragraph (1), each head of an element of the intelligence com-
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munity shall certify to the Director whether the managers of 
the element described in paragraph (1) have successfully com-
pleted the education activities. 

(3) BRIEFING.—Not later than January 1, 2024, the Director 
of National Intelligence shall provide to the congressional intel-
ligence committees, the Subcommittee on Defense of the Com-
mittee on Appropriations of the Senate, and the Subcommittee 
on Defense of the Committee on Appropriations of the House 
of Representatives a briefing regarding the training activities 
established under paragraph (1), including— 

(A) an overview of— 
(i) the managers described in paragraph (1) who 

participated in the training activities; and 
(ii) what technologies were included in the training 

activities; and 
(B) an identification of other incentives, activities, re-

sources, or programs the Director determines may be nec-
essary to ensure the managers are generally trained in the 
most emerging technologies and able to retain and incor-
porate such technologies across the intelligence commu-
nity. 

* * * * * * * 

DAVID L. BOREN NATIONAL SECURITY EDUCATION ACT 
OF 1991 

* * * * * * * 

TITLE VIII—NATIONAL SECURITY SCHOLARSHIPS, 
FELLOWSHIPS, AND GRANTS 

* * * * * * * 
SEC. 802. SCHOLARSHIP, FELLOWSHIP, AND GRANT PROGRAM. 

(a) PROGRAM REQUIRED.— 
(1) IN GENERAL.—The Secretary of Defense shall carry out a 

program for— 
(A) awarding scholarships to undergraduate students 

who— 
(i) are United States citizens in order to enable such 

students to study, for at least one academic semester 
or equivalent term, in foreign countries that are crit-
ical countries (as determined under section 
803(d)(4)(A)) in those languages and study areas 
where deficiencies exist (as identified in the assess-
ments undertaken pursuant to section 806(d)); and 

(ii) pursuant to subsection (b)(2)(A), enter into an 
agreement to work in a national security position or 
work in the field of higher education in the area of 
study for which the scholarship was awarded; 

(B) awarding fellowships to graduate students who— 
(i) are United States citizens to enable such stu-

dents to pursue education as part of a graduate degree 
program of a United States institution of higher edu-
cation in the disciplines of foreign languages, area 
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studies, counterproliferation studies, and other inter-
national fields relating to the national security inter-
ests of the United States that are critical areas of 
those disciplines (as determined under section 
803(d)(4)(B))and in which deficiencies exist (as identi-
fied in the assessments undertaken pursuant to sec-
tion 806(d)); and 

(ii) pursuant to subsection (b)(2)(B), enter into an 
agreement to work in a national security position or 
work in the field of education in the area of study for 
which the fellowship was awarded; 

(C) awarding grants to institutions of higher education 
to enable such institutions to establish, operate, or im-
prove programs in foreign languages, area studies, 
counterproliferation studies, and other international fields 
that are critical areas of those disciplines (as determined 
under section 803(d)(4)(C)); 

(D) awarding grants to institutions of higher education 
to carry out activities under the National Flagship Lan-
guage Initiative (described in subsection (i)); and 

(E) awarding scholarships to students who— 
(i) are United States citizens who— 

(I) are native speakers (referred to as ‘‘heritage 
community citizens’’) of a foreign language that is 
identified as critical to the national security inter-
ests of the United States who should be actively 
recruited for employment by Federal security 
agencies with a need for linguists; and 

(II) are not proficient at a professional level in 
the English language with respect to reading, 
writing, and other skills required to carry out the 
national security interests of the United States, as 
determined by the Secretary, 

to enable such students to pursue English language 
studies at an institution of higher education of the 
United States to attain proficiency in those skills; and 

(ii) enter into an agreement to work in a position in 
a similar manner (as determined by the Secretary) as 
agreements entered into pursuant to subsection 
(b)(2)(A). 

(2) FUNDING ALLOCATIONS.—Of the amount available for ob-
ligation out of the National Security Education Trust Fund or 
from a transfer under section 810(c) for any fiscal year for the 
purposes stated in paragraph (1), the Secretary shall have a 
goal of allocating— 

(A) 1⁄3 of such amount for the awarding of scholarships 
pursuant to paragraph (1)(A); 

(B) 1⁄3 of such amount for the awarding of fellowships 
pursuant to paragraph (1)(B); and 

(C) 1⁄3 of such amount for the awarding of grants pursu-
ant to paragraph (1)(C). 

The funding allocation under this paragraph shall not apply to 
grants under paragraph (1)(D) for the National Flagship Lan-
guage Initiative described in subsection (i) or for the scholar-
ship program under paragraph (1)(E). For the authorization of 
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appropriations for the National Flagship Language Initiative, 
see section 811. For the authorization of appropriations for the 
scholarship program under paragraph (1)(E), see section 812. 

(3) CONSULTATION WITH NATIONAL SECURITY EDUCATION 
BOARD.—The program required under this title shall be carried 
out in consultation with the National Security Education 
Board established under section 803. 

(4) CONTRACT AUTHORITY.—The Secretary may enter into 
one or more contracts, with private national organizations hav-
ing an expertise in foreign languages, area studies, counterpro-
liferation studies, and other international fields, for the award-
ing of the scholarships, fellowships, and grants described in 
paragraph (1) in accordance with the provisions of this title. 
The Secretary may enter into such contracts without regard to 
section 3709 of the Revised Statutes (41 U.S.C. 5) or any other 
provision of law that requires the use of competitive proce-
dures. In addition, the Secretary may enter into personal serv-
ice contracts for periods up to one year for program adminis-
tration, except that not more than 10 such contracts may be 
in effect at any one time. 

(b) SERVICE AGREEMENT.—In awarding a scholarship or fellow-
ship under the program, the Secretary or contract organization re-
ferred to in subsection (a)(4), as the case may be, shall require a 
recipient of any fellowship, or any scholarship to enter into an 
agreement that, in return for such assistance, the recipient— 

(1) will maintain satisfactory academic progress, as deter-
mined in accordance with regulations issued by the Secretary, 
and agrees that failure to maintain such progress shall con-
stitute grounds upon which the Secretary or contract organiza-
tion referred to in subsection (a)(4) may terminate such assist-
ance; 

(2)(A) will (in accordance with regulations prescribed by the 
Secretary of Defense in coordination with the heads of the 
other Federal departments and agencies concerned) begin work 
not later than three years after the recipient’s completion of 
degree study during which scholarship assistance was provided 
under the program— 

(i) for not less than one year in a position certified 
by the Secretary of Defense, in coordination with the 
Director of National Intelligence, the Secretary of 
Homeland Security, and the Secretary of State (as ap-
propriate), as contributing to the national security of 
the United States in the Department of Defense, any 
element of the intelligence community, the Depart-
ment of Homeland Security, or the Department of 
State; 

(ii) for not less than one year in a position in a Fed-
eral agency or office that is identified by the Secretary 
of Defense under subsection (g) as having national se-
curity responsibilities if the recipient demonstrates to 
the Secretary that no position is available in the de-
partments and agencies covered by clause (i); or 

(iii) for not less than one academic year in a position 
in the field of education in a discipline related to the 
study supported by the program if the recipient dem-

VerDate Sep 11 2014 04:27 Aug 19, 2023 Jkt 039006 PO 00000 Frm 00126 Fmt 6659 Sfmt 6602 E:\HR\OC\HR162.XXX HR162S
S

pe
nc

er
 o

n 
D

S
K

12
6Q

N
23

P
R

O
D

 w
ith

 R
E

P
O

R
T

S



127 

onstrates to the Secretary of Defense that no position 
is available in the departments, agencies, and offices 
covered by clauses (i) and (ii); or 

(B) will (in accordance with such regulations) begin work 
not later than two years after the recipient’s completion or 
termination of study for which fellowship assistance was 
provided under the program— 

(i) for not less than one year in a position certified 
by the Secretary of Defense, in coordination with the 
Director of National Intelligence, the Secretary of 
Homeland Security, and the Secretary of State (as ap-
propriate), as contributing to the national security of 
the United States in the Department of Defense, any 
element of the intelligence community, the Depart-
ment of Homeland Security, or the Department of 
State; 

(ii) for not less than one year in a position in a Fed-
eral agency or office that is identified by the Secretary 
of Defense under subsection (g) as having national se-
curity responsibilities if the recipient demonstrates to 
the Secretary that no position is available in the de-
partments and agencies covered by clause (i); or 

(iii) for not less than one academic year in a position 
in the field of education in a discipline related to the 
study supported by the program if the recipient dem-
onstrates to the Secretary of Defense that no position 
is available in the departments, agencies, and offices 
covered by clauses (i) and (ii); and 

(3) if the recipient fails to meet either of the obligations set 
forth in paragraph (1) or (2), will reimburse the United States 
Government for the amount of the assistance provided the re-
cipient under the program, together with interest at a rate de-
termined in accordance with regulations issued by the Sec-
retary. 

(c) EVALUATION OF PROGRESS IN LANGUAGE SKILLS.—The Sec-
retary shall, through the National Security Education Program of-
fice, administer a test of the foreign language skills of each recipi-
ent of a scholarship or fellowship under this title before the com-
mencement of the study or education for which the scholarship or 
fellowship is awarded and after the completion of such study or 
education. The purpose of these tests is to evaluate the progress 
made by recipients of scholarships and fellowships in developing 
foreign language skills as a result of assistance under this title. 

(d) DISTRIBUTION OF ASSISTANCE.—In selecting the recipients for 
awards of scholarships, fellowships, or grants pursuant to this title, 
the Secretary or a contract organization referred to in subsection 
(a)(4), as the case may be, shall take into consideration (1) the ex-
tent to which the selections will result in there being an equitable 
geographic distribution of such scholarships, fellowships, or grants 
(as the case may be) among the various regions of the United 
States, and (2) the extent to which the distribution of scholarships 
and fellowships to individuals reflects the cultural, racial, and eth-
nic diversity of the population of the United States. 
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(e) MERIT REVIEW.—The Secretary shall award scholarships, fel-
lowships, and grants under the program based upon a merit review 
process. 

(f) LIMITATION ON USE OF PROGRAM PARTICIPANTS.—No person 
who receives a grant, scholarship, or fellowship or any other type 
of assistance under this title shall, as a condition of receiving such 
assistance or under any other circumstances, be used by any de-
partment, agency, or entity of the United States Government en-
gaged in intelligence activities to undertake any activity on its be-
half during the period such person is pursuing a program of edu-
cation for which funds are provided under the program carried out 
under this title. 

(g) DETERMINATION OF AGENCIES AND OFFICES OF THE FEDERAL 
GOVERNMENT HAVING NATIONAL SECURITY RESPONSIBILITIES.—(1) 
The Secretary, in consultation with the Board, shall annually de-
termine and develop a list identifying each agency or office of the 
Federal Government having national security responsibilities at 
which a recipient of a fellowship or scholarship under this title will 
be able to make the recipient’s foreign area and language skills 
available to such agency or office. The Secretary shall submit the 
first such list to the Congress and include each subsequent list in 
the annual report to the Congress, as required by section 806(b)(6). 

(2) Notwithstanding section 804, funds may not be made avail-
able from the Fund to carry out this title for fiscal year 1997 until 
30 days after the date on which the Secretary of Defense submits 
to the Congress the first such list required by paragraph (1). 

(h) TEMPORARY EMPLOYMENT AND RETENTION OF CERTAIN PAR-
TICIPANTS.— 

(1) IN GENERAL.—The Secretary of Defense may— 
(A) appoint or retain a person provided scholarship or 

fellowship assistance under the program in a position in 
the Department of Defense on an interim basis during the 
period of the person’s pursuit of a degree under the pro-
gram and for a period not to exceed two years after com-
pletion of the degree, but only if, in the case of the period 
after completion of the degree, there is an active investiga-
tion to provide security clearance to the person for an ap-
propriate permanent position in the Department of De-
fense under subsection (b)(2); and 

(B) if there is no appropriate permanent position avail-
able for the person after the end of the periods described 
in subparagraph (A), separate the person from employ-
ment with the Department without regard to any other 
provision of law, in which event the service agreement of 
the person under subsection (b) shall terminate. 

(2) TREATMENT OF CERTAIN SERVICE.—The period of service 
of a person covered by paragraph (1) in a position on an in-
terim basis under that paragraph shall, after completion of the 
degree, be treated as a period of service for purposes of satis-
fying the obligated service requirements of the person under 
the service agreement of the person under subsection (b). 

(i) USE OF AWARDS TO ATTEND THE FOREIGN LANGUAGE CENTER 
OF THE DEFENSE LANGUAGE INSTITUTE.—(1) The Secretary shall 
provide for the admission of award recipients to the Foreign Lan-
guage Center of the Defense Language Institute (hereinafter in this 
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subsection referred to as the ‘‘Center’’). An award recipient may 
apply a portion of the applicable scholarship or fellowship award 
for instruction at the Center on a space-available basis as a De-
partment of Defense sponsored program to defray the additive in-
structional costs. 

(2) Except as the Secretary determines necessary, an award re-
cipient who receives instruction at the Center shall be subject to 
the same regulations with respect to attendance, discipline, dis-
charge, and dismissal as apply to other persons attending the Cen-
ter. 

(3) In this subsection, the term ‘‘award recipient’’ means an un-
dergraduate student who has been awarded a scholarship under 
subsection (a)(1)(A) or a graduate student who has been awarded 
a fellowship under subsection (a)(1)(B) who— 

(A) is in good standing; 
(B) has completed all academic study in a foreign country, as 

provided for under the scholarship or fellowship; and 
(C) would benefit from instruction provided at the Center. 

(j) NATIONAL FLAGSHIP LANGUAGE INITIATIVE.—(1) Under the Na-
tional Flagship Language Initiative, institutions of higher edu-
cation shall establish, operate, or improve activities designed to 
train students in programs in a range of disciplines to achieve ad-
vanced levels of proficiency in those foreign languages that the Sec-
retary identifies as being the most critical in the interests of the 
national security of the United States. 

(2) An undergraduate student who has been awarded a scholar-
ship under subsection (a)(1)(A) or a graduate student who has been 
awarded a fellowship under subsection (a)(1)(B) may participate in 
the activities carried out under the National Flagship Language 
Initiative. 

(3) An institution of higher education that receives a grant pur-
suant to subsection (a)(1)(D) shall give special consideration to ap-
plicants who are employees of the Federal Government. 

(4) For purposes of this subsection, the Foreign Language Center 
of the Defense Language Institute and any other educational insti-
tution that provides training in foreign languages operated by the 
Department of Defense or an agency in the intelligence community 
is deemed to be an institution of higher education, and may carry 
out the types of activities permitted under the National Flagship 
Language Initiative. 

(5) An undergraduate or graduate student who participates in 
training in a program under paragraph (1) and has not already en-
tered into a service agreement under subsection (b) shall enter into 
a service agreement under subsection (b) applicable to an under-
graduate or graduate student, as the case may be, with respect to 
participation in such training in a program under paragraph (1). 

(6)(A) An employee of a department or agency of the Federal 
Government who participates in training in a program under para-
graph (1) shall agree in writing— 

(i) to continue in the service of the department or agency of 
the Federal Government employing the employee for the period 
of such training; 

(ii) to continue in the service of such department or agency, 
following completion by the employee of such training, for a pe-
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riod of two years for each year, or part of the year, of such 
training; 

(iii) if, before the completion by the employee of such train-
ing, the employment of the employee is terminated by such de-
partment or agency due to misconduct by the employee, or by 
the employee voluntarily, to reimburse the United States for 
the total cost of such training (excluding the employee’s pay 
and allowances) provided to the employee; and 

(iv) if, after the completion by the employee of such training 
but before the completion by the employee of the period of 
service required by clause (ii), the employment of the employee 
by such department or agency is terminated either by such de-
partment or agency due to misconduct by the employee, or by 
the employee voluntarily, to reimburse the United States in an 
amount that bears the same ratio to the total cost of such 
training (excluding the employee’s pay and allowances) pro-
vided to the employee as the unserved portion of such period 
of service bears to the total period of service required by clause 
(ii). 

ø(C)¿ (B) Subject to øsubparagraph (D)¿ subparagraph (C), the 
obligation to reimburse the United States under an agreement 
under subparagraph (A) is for all purposes a debt owing the United 
States. 

ø(D)¿ (C) The head of the element of the intelligence community 
concerned may release an employee, in whole or in part, from the 
obligation to reimburse the United States under an agreement 
under subparagraph (A) when, in the discretion of the head of the 
element, the head of the element determines that equity or the in-
terests of the United States so require. 

(k) EMPLOYMENT OF PROGRAM PARTICIPANTS.— 
(1) APPOINTMENT AUTHORITY.—The Secretary of Defense, the 

Secretary of Homeland Security, the Secretary of State, or the 
head of a Federal agency or office identified by the Secretary 
of Defense under subsection (g) as having national security re-
sponsibilities— 

(A) may, without regard to any provision of title 5, 
United States Code, governing appointments in the com-
petitive service, appoint an eligible program participant— 

(i) to a position in the excepted service that is cer-
tified by the Secretary of Defense under clause (i) of 
subsection (b)(2)(A) as contributing to the national se-
curity of the United States; or 

(ii) subject to clause (ii) of such subsection, to a posi-
tion in the excepted service in such Federal agency or 
office identified by the Secretary; and 

(B) may, upon satisfactory completion of two years of 
substantially continuous service by an incumbent who was 
appointed to an excepted service position under the au-
thority of subparagraph (A), convert the appointment of 
such individual, without competition, to a career or career- 
conditional appointment. 

(2) TREATMENT OF CERTAIN SERVICE.—In the case of an eligi-
ble program participant described in clause (ii) or (iii) of para-
graph (4)(C) who receives an appointment under paragraph 
(1)(A), the head of a Department or Federal agency or office re-
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ferred to in paragraph (1) may count any period that the indi-
vidual served in a position with the Federal Government to-
ward satisfaction of the service requirement under paragraph 
(1)(B) if that service— 

(A) in the case of an appointment under clause (i) of 
paragraph (1)(A), was in a position that is identified under 
clause (i) of subsection (b)(2)(A) as contributing to the na-
tional security of the United States; or 

(B) in the case of an appointment under clause (ii) of 
paragraph (1)(A), was in the Federal agency or office in 
which the appointment under that clause is made. 

(3) CAREER TENURE.—In the case of an individual whose ap-
pointment to a position in the excepted service is converted to 
a career or career-conditional appointment under paragraph 
(1)(B), the period of service described in such paragraph shall 
be treated, for purposes of the service requirements for career 
tenure under title 5, United States Code, as if it were service 
in a position under a career or career-conditional appointment. 

(4) ELIGIBLE PROGRAM PARTICIPANT DEFINED.—In this sub-
section, the term ‘‘eligible program participant’’ means an indi-
vidual who— 

(A) has successfully completed an academic program for 
which a scholarship or fellowship under this section was 
awarded; 

(B) has not previously been appointed to the excepted 
service position under paragraph (1)(A); and 

(C) at the time of the appointment of the individual to 
an excepted service position under paragraph (1)(A)— 

(i) under the terms of the agreement for such schol-
arship or fellowship, owes a service commitment to a 
Department or Federal agency or office referred to in 
paragraph (1); 

(ii) is employed by the Federal Government under a 
non-permanent appointment to a position in the ex-
cepted service that has national security responsibil-
ities; or 

(iii) is a former civilian employee of the Federal Gov-
ernment who has less than a one-year break in service 
from the last period of Federal employment of such in-
dividual in a non-permanent appointment in the ex-
cepted service with national security responsibilities. 

SEC. 803. NATIONAL SECURITY EDUCATION BOARD. 
(a) ESTABLISHMENT.—The Secretary of Defense shall establish a 

National Security Education Board. 
(b) COMPOSITION.—The Board shall be composed of the following 

individuals or the representatives of such individuals: 
(1) The Secretary of Defense, who shall serve as the chair-

man of the Board. 
(2) The Secretary of Education. 
(3) The Secretary of State. 
(4) The Secretary of Commerce. 
(5) The Secretary of Homeland Security. 
(6) The Secretary of Energy. 
(7) The Director of National Intelligence. 
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(8) The Chairperson of the National Endowment for the Hu-
manities. 

(9) Six individuals appointed by the President, who shall be 
experts in the fields of international, language, area, and 
counterproliferation studies education and who may not be offi-
cers or employees of the Federal Government. 

(c) TERM OF APPOINTEES.—Each individual appointed to the 
Board pursuant to subsection (b)(7) shall be appointed for a period 
specified by the President at the time of the appointment, but not 
to exceed four years. Such individuals shall receive no compensa-
tion for service on the Board but may receive reimbursement for 
travel and other necessary expenses. 

(d) FUNCTIONS.—The Board shall perform the following functions: 
(1) Develop criteria for awarding scholarships, fellowships, 

and grants under this title, including an order of priority in 
such awards that favors individuals expressing an interest in 
national security issues or pursuing a career in a national se-
curity position. 

(2) Provide for wide dissemination of information regarding 
the activities assisted under this title. 

(3) Establish qualifications for students desiring scholarships 
or fellowships, and institutions of higher education desiring 
grants, under this title, including, in the case of students desir-
ing a scholarship or fellowship, a requirement that the student 
have a demonstrated commitment to the study of the discipline 
for which the scholarship or fellowship is to be awarded. 

(4) After taking into account the annual analyses of trends 
in language, international, area, and counterproliferation stud-
ies under section 806(b)(1), make recommendations to the Sec-
retary regarding— 

(A) which countries are not emphasized in other United 
States study abroad programs, such as countries in which 
few United States students are studying and countries 
which are of importance to the national security interests 
of the United States, and are, therefore, critical countries 
for the purposes of section 802(a)(1)(A); 

(B) which areas within the disciplines described in sec-
tion 802(a)(1)(B) relating to the national security interests 
of the United States are areas of study in which United 
States students are deficient in learning and are, there-
fore, critical areas within those disciplines for the purposes 
of that section; 

(C) which areas within the disciplines described in sec-
tion 802(a)(1)(C) are areas in which United States stu-
dents, educators, and Government employees are deficient 
in learning and in which insubstantial numbers of United 
States institutions of higher education provide training 
and are, therefore, critical areas within those disciplines 
for the purposes of that section; 

(D) how students desiring scholarships or fellowships 
can be encouraged to work for an agency or office of the 
Federal Government involved in national security affairs 
or national security policy upon completion of their edu-
cation; and 
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(E) which foreign languages are critical to the national 
security interests of the United States for purposes of sec-
tion 802(a)(1)(D) (relating to grants for the National Flag-
ship Language Initiative) and section 802(a)(1)(E) (relating 
to the scholarship program for advanced English language 
studies by heritage community citizens). 

(5) Encourage applications for fellowships under this title 
from graduate students having an educational background in 
any academic discipline, particularly in the areas of science or 
technology. 

(6) Provide the Secretary biennially with a list of scholarship 
recipients and fellowship recipients, including an assessment of 
their foreign area and language skills, who are available to 
work in a national security position. 

(7) Not later than 30 days after a scholarship or fellowship 
recipient completes the study or education for which assistance 
was provided under the program, provide the Secretary with a 
report fully describing the foreign area and language skills ob-
tained by the recipient as a result of the assistance. 

(8) Review the administration of the program required under 
this title. 

(9) To the extent provided by the Secretary of Defense, over-
see and coordinate the activities of the National Language 
Service Corps under section 813, including— 

(A) assessing on a periodic basis whether the Corps is 
addressing the needs identified by the heads of depart-
ments and agencies of the Federal Government for per-
sonnel with skills in various foreign languages; 

(B) recommending plans for the Corps to address foreign 
language shortfalls and requirements of the departments 
and agencies of the Federal Government; 

(C) recommending effective ways to increase public 
awareness of the need for foreign languages skills and ca-
reer paths in the Federal Government that use those 
skills; and 

(D) overseeing the Corps efforts to work with Executive 
agencies and State and øLocal¿ local governments to re-
spond to interagency plans and agreements to address 
overall foreign language shortfalls and to utilize personnel 
to address the various types of crises that warrant foreign 
language skills. 

* * * * * * * 
SEC. 808. DEFINITIONS. 

For the purpose of this title: 
(1) The term ‘‘Board’’ means the National Security Education 

Board established pursuant to section 803. 
(2) The term ‘‘Fund’’ means the National Security Education 

Trust Fund established pursuant to section 804. 
(3) The term ‘‘institution of higher education’’ has the mean-

ing given that term by section 101 of the Higher Education Act 
of 1965. 

(4) The term ‘‘national security position’’ means a position— 
(A) having national security responsibilities in øa agen-

cy¿ an agency or office of the Federal Government that has 
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national security responsibilities, as determined under sec-
tion 802(g); and 

(B) in which the individual in such position makes their 
foreign language skills available to such agency or office. 

(5) The term ‘‘congressional intelligence committees’’ 
means— 

(A) the Select Committee on Intelligence of the Senate; 
and 

(B) the Permanent Select Committee on Intelligence of 
the House of Representatives. 

* * * * * * * 

CENTRAL INTELLIGENCE AGENCY RETIREMENT ACT 

* * * * * * * 

TITLE II—THE CENTRAL INTELLIGENCE 
AGENCY RETIREMENT AND DIS-
ABILITY SYSTEM 

* * * * * * * 

Part B—Contributions 

SEC. 211. CONTRIBUTIONS TO FUND. 
(a) IN GENERAL.— 

(1) DEFINITION.—In this subsection, the term ‘‘revised annu-
ity participant’’ means an individual who— 

(A) on December 31, 2012— 
(i) is not a participant; 
(ii) is not performing qualifying service; and 
(iii) has less than 5 years of qualifying service; and 

(B) after December 31, 2012, becomes a participant per-
forming qualifying service. 

(2) CONTRIBUTIONS.— 
(A) IN GENERAL.—Except as provided in subsection (d), 

7 percent of the basic pay received by a participant other 
than a revised annuity participant for any pay period shall 
be deducted and withheld from the pay of that participant 
and contributed to the fund. 

(B) REVISED ANNUITY PARTICIPANTS.—Except as provided 
in subsection (d), 9.3 percent of the basic pay received by 
a revised annuity participant for any pay period shall be 
deducted and withheld from the pay of that revised annu-
ity participant and contributed to the fund. 

(3) AGENCY CONTRIBUTIONS.— 
(A) IN GENERAL.—An amount equal to 7 percent of the 

basic pay received by a participant other than a revised 
annuity participant shall be contributed to the fund for a 
pay period for the participant from the appropriation or 
fund which is used for payment of the participant’s basic 
pay. 
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(B) REVISED ANNUITY PARTICIPANTS.—An amount equal 
to 4.7 percent of the basic pay received by a revised annu-
ity participant shall be contributed to the fund for a pay 
period for the revised annuity participant from the appro-
priation or fund which is used for payment of the revised 
annuity participant’s basic pay. 

(4) DEPOSITS TO THE FUND.—The amounts deducted and 
withheld from basic pay, together with the amounts so contrib-
uted from the appropriation or fund, shall be deposited by the 
Director to the credit of the fund. 

(b) CONSENT OF PARTICIPANT TO DEDUCTIONS FROM PAY.—Each 
participant shall be deemed to consent and agree to such deduc-
tions from basic pay, and payment less such deductions shall be a 
full and complete discharge and acquittance of all claims and de-
mands whatsoever for all regular services during the period cov-
ered by such payment, except the right to the benefits to which the 
participant is entitled under this title, notwithstanding any law, 
rule, or regulation affecting the individual’s pay. 

(c) TREATMENT OF CONTRIBUTIONS AFTER 35 YEARS OF SERV-
ICE.— 

(1) ACCRUAL OF INTEREST.—Amounts deducted and withheld 
from the basic pay of a participant under this section for pay 
periods after the first day of the first pay period beginning 
after the day on which the participant completes 35 years of 
creditable service computed under sections 251 and 252 (ex-
cluding service credit for unused sick leave under section 
221(a)(2)) shall accrue interest. Such interest shall accrue at 
the rate of 3 percent a year through December 31, 1984, and 
thereafter at the rate computed under section 8334(e) of title 
5, United States Code, and shall be compounded annually from 
the date on which the amount is so deducted and withheld 
until the date of the participant’s retirement or death. 

(2) USE OF AMOUNTS WITHHELD AFTER 35 YEARS OF SERV-
ICE.— 

(A) USE FOR DEPOSITS DUE UNDER SECTION 252(b).— 
Amounts described in paragraph (1), including interest ac-
crued on such amounts, shall be applied upon the partici-
pant’s retirement or death toward any deposit due under 
section 252(b). 

(B) LUMP-SUM PAYMENT.—Any balance of such amounts 
not so required for such a deposit shall be refunded to the 
participant in a lump sum after the participant’s separa-
tion (or, in the event of a death in service, to a beneficiary 
in order of precedence specified in øsubsection 241(c)¿ sec-
tion 241(c)), subject to prior notification of a current 
spouse, if any, unless the participant establishes to the 
satisfaction of the Director, in accordance with regulations 
which the Director may prescribe, that the participant 
does not know, and has taken all reasonable steps to de-
termine, the whereabouts of the current spouse. 

(C) PURCHASES OF ADDITIONAL ELECTIVE BENEFITS.—In 
lieu of such a lump-sum payment, the participant may use 
such amounts— 

(i) to purchase an additional annuity in accordance 
with section 281; or 
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(ii) provide any additional survivor benefit for a cur-
rent or former spouse or spouses. 

(d) OFFSET FOR SOCIAL SECURITY TAXES.— 
(1) PERSONS COVERED.—In the case of a participant who was 

a participant subject to this title before January 1, 1984, and 
whose service— 

(A) is employment for the purposes of title II of the So-
cial Security Act and chapter 21 of the Internal Revenue 
Code of 1954, and 

(B) is not creditable service for any purpose under title 
III of this Act or chapter 84 of title 5, United States Code, 

there shall be deducted and withheld from the basic pay of the 
participant under this section during any pay period only the 
amount computed under paragraph (2). 

(2) REDUCTION IN CONTRIBUTION.—The amount deducted and 
withheld from the basic pay of a participant during any pay 
period pursuant to paragraph (1) shall be the excess of— 

(A) the amount determined by multiplying the percent 
applicable to the participant under subsection (a) by the 
basic pay payable to the participant for that pay period, 
over 

(B) the amount of the taxes deducted and withheld from 
such basic pay under section 3101(a) of the Internal Rev-
enue Code of 1954 (relating to old-age, survivors, and dis-
ability insurance) for that pay period. 

* * * * * * * 

Part G—Moneys 
* * * * * * * 

SEC. 263. PAYMENT OF BENEFITS. 
(a) ANNUITIES STATED AS ANNUAL AMOUNTS.—Each annuity is 

stated as an annual amount, 1⁄12 of which, rounded to the next low-
est dollar, constitutes the monthly rate payable on the first busi-
ness day of the month after the month or other period for which 
it has accrued. 

(b) COMMENCEMENT OF ANNUITY.— 
(1) COMMENCEMENT OF ANNUITY FOR PARTICIPANTS GEN-

ERALLY.—Except as otherwise provided in paragraph (2), the 
annuity of a participant who has met the eligibility require-
ments for an annuity shall commence on the first day of the 
month after separation from the Agency or after pay ceases 
and the service and age requirements for title to an annuity 
are met. 

(2) EXCEPTIONS.—The annuity of— 
(A) a participant involuntarily separated from the Agen-

cy; 
(B) a participant retiring under section 231 due to a dis-

ability; and 
(C) a participant who serves 3 days or less in the month 

of retirement; 
shall commence on the day after separation from the Agency 
or the day after pay ceases and the service and age or dis-
ability requirements for title to annuity are met. 
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(3) OTHER ANNUITIES.—Any other annuity payable from the 
fund commences on the first day of the month after the occur-
rence of the event on which payment thereof is based. 

(c) TERMINATION OF ANNUITY.—An annuity payable from the 
fund shall terminate— 

(1) in the case of a retired participant, on the day death or 
any other terminating event provided by this title occurs; or 

(2) in the case of a former spouse or a survivor, on the last 
day of the month before death or any other terminating event 
occurs. 

(d) APPLICATION FOR SURVIVOR ANNUITIES.—The annuity to a 
survivor shall become effective as otherwise specified but shall not 
be paid until the survivor submits an application for such annuity, 
supported by such proof of eligibility as the Director may require. 
If such application or proof of eligibility is not submitted during the 
lifetime of an otherwise eligible individual, no annuity shall be due 
or payable to the individual’s estate. 

(e) WAIVER OF ANNUITY.—An individual entitled to an annuity 
from the fund may decline to accept all or any part of the annuity 
by submitting a signed waiver to the Director. The waiver may be 
revoked in writing at any time. Payment of the annuity waived 
may not be made for the period during which the waiver is in ef-
fect. 

(f) LIMITATIONS.— 
(1) APPLICATION BEFORE 115TH ANNIVERSARY.—No payment 

shall be made from the fund unless an application for benefits 
based on the service of the participant is received by the Direc-
tor before the 115th anniversary of the participant’s birth. 

(2) APPLICATION WITHIN 30 YEARS.—Notwithstanding para-
graph (1), after the death of a participant or retired partici-
pant, no benefit based on that participant’s service may be 
paid from the fund unless an application for the benefit is re-
ceived by the Director within 30 years after the death or other 
event which gives rise to eligibility for the benefit. 

(g) WITHHOLDING OF STATE INCOME TAX FROM ANNUITIES.— 
(1) AGREEMENTS WITH STATES.—The Director shall, in ac-

cordance with this subsection, enter into an agreement with 
any State within 120 days of a request for agreement from the 
proper State official. The agreement shall provide that the Di-
rector shall withhold State income tax in the case of the 
monthly annuity of any annuitant who voluntarily requests, in 
writing, such withholding. The amounts withheld during any 
calendar quarter shall be held in the øFund¿ fund and dis-
bursed to the States during the month following that calendar 
quarter. 

(2) LIMITATION ON MULTIPLE REQUESTS.—An annuitant may 
have in effect at any time only one request for withholding 
under this subsection, and an annuitant may not have more 
than two such requests during any one calendar year. 

(3) CHANGE IN STATE DESIGNATION.—Subject to paragraph 
(2), an annuitant may change the State designated by that an-
nuitant for purposes of having withholdings made, and may re-
quest that the withholdings be remitted in accordance with 
such change. An annuitant also may revoke any request of that 
annuitant for withholding. Any change in the State designated 
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or revocation is effective on the first day of the month after the 
month in which the request or the revocation is processed by 
the Director, but in no event later than on the first day of the 
second month beginning after the day on which such request 
or revocation is received by the Director. 

(4) GENERAL PROVISIONS.—This subsection does not give the 
consent of the United States to the application of a statute 
which imposes more burdensome requirements of the United 
States than on employers generally, or which subjects the 
United States or any annuitant to a penalty or liability be-
cause of this subsection. The Director may not accept pay from 
a State for services performed in withholding State income 
taxes from annuities. Any amount erroneously withheld from 
an annuity and paid to a State by the Director shall be repaid 
by the State in accordance with regulations prescribed by the 
Director. 

(5) DEFINITION.—For the purpose of this subsection, the term 
‘‘State’’ includes the District of Columbia and any territory or 
possession of the United States. 

* * * * * * * 

Part H—Retired Participants Recalled, Re-
instated, or Reappointed in the Agency 
or Reemployed in the Government 

SEC. 271. RECALL. 
(a) AUTHORITY TO RECALL.—The Director may, with the consent 

of a retired participant, recall that participant to service in the 
Agency whenever the Director determines that such recall is in the 
public interest. 

(b) PAY OF RETIRED PARTICIPANT WHILE SERVING.—A retired par-
ticipant recalled to duty in the Agency under subsection (a) or rein-
stated or reappointed in accordance with øsection 231(b)¿ section 
231(c) shall, while so serving, be entitled, in lieu of the retired par-
ticipant’s annuity, to the full basic pay of the grade in which the 
retired participant is serving. During such service, the retired par-
ticipant shall make contributions to the fund in accordance with 
section 211. 

(c) RECOMPUTATION OF ANNUITY.—When the retired participant 
reverts to retired status, the annuity of the retired participant 
shall be redetermined in accordance with section 221. 

* * * * * * * 

TITLE III—PARTICIPATION IN THE FED-
ERAL EMPLOYEES’ RETIREMENT SYS-
TEM 

* * * * * * * 
SEC. 304. SPECIAL RULES FOR FORMER SPOUSES. 

(a) GENERAL RULE.—Except as otherwise specifically provided in 
this section, the provisions of chapter 84 of title 5, United States 
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Code, shall apply in the case of an employee of the Agency who is 
subject to chapter 84 of title 5, United States Code, and who has 
a former spouse (as defined in section 8401(12) of title 5, United 
States Code) or a qualified former spouse. 

(b) DEFINITIONS.—For purposes of this section: 
(1) EMPLOYEE.—The term ‘‘employee’’ means an employee of 

the Agency who is subject to chapter 84 of title 5, United 
States Code, including an employee referred to in section 
302(a). 

(2) QUALIFIED FORMER SPOUSE.—The term ‘‘qualified former 
spouse’’ means a former spouse of an employee or retired em-
ployee who— 

(A) in the case of a former spouse whose divorce from 
such employee became final on or before December 4, 
1991, was married to such employee for not less than 10 
years during periods of the employee’s service which are 
creditable under section 8411 of title 5, United States 
Code, at least 5 years of which were spent outside the 
United States by both the employee and the former spouse 
during the employee’s service with the Agency; and 

(B) in the case of a former spouse whose divorce from 
such employee becomes final after December 4, 1991, was 
married to such employee for not less than 10 years during 
periods of the employee’s service which are creditable 
under section 8411 of title 5, United States Code, at least 
5 years of which were spent by the employee outside the 
United States during the employee’s service with the 
Agency or otherwise in a position the duties of which 
qualified the employee for designation by the Director 
under the criteria prescribed in section 203. 

(3) PRO RATA SHARE.—The term ‘‘pro rata share’’ means the 
percentage that is equal to (A) the number of days of the mar-
riage of the qualified former spouse to the employee during the 
employee’s periods of creditable service under chapter 84 of 
title 5, United States Code, divided by (B) the total number of 
days of the employee’s creditable service. 

(4) SPOUSAL AGREEMENT.—The term ‘‘spousal agreement’’ 
means an agreement between an employee, former employee, 
or retired employee and such employee’s spouse or qualified 
former spouse that— 

(A) is in writing, is signed by the parties, and is nota-
rized; 

(B) has not been modified by court order; and 
(C) has been authenticated by the Director. 

(5) COURT ORDER.—The term ‘‘court order’’ means any court 
decree of divorce, annulment or legal separation, or any court 
order or court-approved property settlement agreement inci-
dent to such court decree of divorce, annulment, or legal sepa-
ration. 

(c) ENTITLEMENT OF QUALIFIED FORMER SPOUSE TO RETIREMENT 
BENEFITS.— 

(1) ENTITLEMENT.— 
(A) IN GENERAL.—Unless otherwise expressly provided 

by a spousal agreement or court order governing disposi-
tion of benefits payable under subchapter II or V of chap-
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ter 84 of title 5, United States Code, a qualified former 
spouse of an employee is entitled to a share (determined 
under subparagraph (B)) of all benefits otherwise payable 
to such employee under subchapter II or V of chapter 84 
of title 5, United States Code. 

(B) AMOUNT OF SHARE.—The share referred to in sub-
paragraph (A) equals— 

(i) 50 percent, if the qualified former spouse was 
married to the employee throughout the entire period 
of the employee’s service which is creditable under 
chapter 84 of øtitle 50¿ title 5, United States Code; or 

(ii) a pro rata share of 50 percent, if the qualified 
former spouse was not married to the employee 
throughout such creditable service. 

(2) ANNUITY SUPPLEMENT.—The benefits payable to an em-
ployee under subchapter II of chapter 84 of title 5, United 
States Code, shall include, for purposes of this subsection, any 
annuity supplement payable to such employee under sections 
8421 and 8421a of such title. 

(3) DISQUALIFICATION UPON REMARRIAGE BEFORE AGE 55.—A 
qualified former spouse shall not be entitled to any benefit 
under this subsection if, before the commencement of any ben-
efit, the qualified former spouse remarries before becoming 55 
years of age. 

(4) COMMENCEMENT AND TERMINATION.— 
(A) COMMENCEMENT.—The benefits of a qualified former 

spouse under this subsection commence on the later of— 
(i) the day on which the employee upon whose serv-

ice the benefits are based becomes entitled to the ben-
efits; or 

(ii) the first day of the second month beginning after 
the date on which the Director receives written notice 
of the court order or spousal agreement, together with 
such additional information or documentation as the 
Director may prescribe. 

(B) TERMINATION.—The benefits of the qualified former 
spouse and the right thereto terminate on— 

(i) the last day of the month before the qualified 
former spouse remarries before 55 years of age or dies; 
or 

(ii) the date on which the retired employee’s benefits 
terminate (except in the case of benefits subject to 
paragraph (5)(B)). 

(5) PAYMENTS TO RETIRED EMPLOYEES.— 
(A) CALCULATION OF SURVIVOR ANNUITY.—Any reduction 

in payments to a retired employee as a result of payments 
to a qualified former spouse under this subsection shall be 
disregarded in calculating— 

(i) the survivor annuity for any spouse, former 
spouse (qualified or otherwise), or other survivor 
under chapter 84 of title 5, United States Code, and 

(ii) any reduction in the annuity of the retired em-
ployee to provide survivor benefits under subsection 
(d) of this section or under øsections¿ section 8442 or 
8445 of title 5, United States Code. 
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(B) REDUCTION IN BASIC PAY UPON RECALL TO SERVICE.— 
If a retired employee whose annuity is reduced under 
paragraph (1) is recalled to service under section 302(c), 
the basic pay of that annuitant shall be reduced by the 
same amount as the annuity would have been reduced if 
it had continued. Amounts equal to the reductions under 
this subparagraph shall be deposited in the Treasury of 
the United States to the credit of the Civil Service Retire-
ment and Disability Fund. 

(6) SPECIAL RULES FOR DISABILITY ANNUITANTS.—Notwith-
standing paragraphs (1) and (4), in the case of any qualified 
former spouse of a disability annuitant— 

(A) the annuity of such former spouse shall commence 
on the date on which the employee would qualify, on the 
basis of the employee’s creditable service, for benefits 
under subchapter II of chapter 84 of title 5, United States 
Code, or on the date on which the disability annuity be-
gins, whichever is later; and 

(B) the amount of the annuity of the qualified former 
spouse shall be calculated on the basis of the benefits for 
which the employee would otherwise qualify under sub-
chapter II of chapter 84 of such title. 

(7) PRO RATA SHARE IN CASE OF EMPLOYEES TRANSFERRED TO 
FERS.—Notwithstanding paragraph (1)(B), in the case of an 
employee who has elected to become subject to chapter 84 of 
title 5, United States Code, the share of such employee’s quali-
fied former spouse shall equal the sum of— 

(A) 50 percent of the employee’s annuity under sub-
chapter III of chapter 83 of title 5, United States Code, or 
under title II of this Act (computed in accordance with sec-
tion 302(a) of the Federal Employees’ Retirement System 
Act of 1986 or section 307 of this Act), multiplied by the 
proportion that the number of days of marriage during the 
period of the employee’s creditable service before the effec-
tive date of the election to transfer bears to the employee’s 
total creditable service before such effective date; and 

(B) if applicable, 50 percent of the employee’s benefits 
under chapter 84 of title 5, United States Code, or section 
302(a) of this Act (computed in accordance with section 
302(a) of the Federal Employees’ Retirement System Act of 
1986 or section 307 of this Act), multiplied by the propor-
tion that the number of days of marriage during the period 
of the employee’s creditable service on and after the effec-
tive date of the election to transfer bears to the employee’s 
total creditable service after such effective date. 

(8) TREATMENT OF PRO RATA SHARE UNDER INTERNAL REV-
ENUE CODE.—For purposes of the Internal Revenue Code of 
1986, payments to a qualified former spouse under this sub-
section shall be treated as income to the qualified former 
spouse and not to the employee. 

(d) QUALIFIED FORMER SPOUSE SURVIVOR BENEFITS.— 
(1) ENTITLEMENT.— 

(A) IN GENERAL.—Subject to an election under section 
8416(a) of title 5, United States Code, and unless other-
wise expressly provided by any spousal agreement or court 
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order governing survivor benefits payable under this sub-
section to a qualified former spouse, such former spouse is 
entitled to a share, determined under subparagraph (B), of 
all survivor benefits that would otherwise be payable 
under subchapter IV of chapter 84 of title 5, United States 
Code, to an eligible surviving spouse of the employee. 

(B) AMOUNT OF SHARE.—The share referred to in sub-
paragraph (A) equals— 

(i) 100 percent, if the qualified former spouse was 
married to the employee throughout the entire period 
of the employee’s service which is creditable under 
chapter 84 of title 5, United States Code; or 

(ii) a pro rata share of 100 percent, if the qualified 
former spouse was not married to the employee 
throughout such creditable service. 

(2) SURVIVOR BENEFITS.— 
(A) The survivor benefits payable under this subsection 

to a qualified former spouse shall include the amount pay-
able under section 8442(b)(1)(A) of title 5, United States 
Code, and any supplementary annuity under section 
8442(f) of such title that would be payable if such former 
spouse were a widow or widower entitled to an annuity 
under such section. 

(B) Any calculation under section 8442(f) of title 5, 
United States Code, of the supplementary annuity payable 
to a widow or widower of an employee referred to in sec-
tion 302(a) shall be based on an ‘‘assumed CIARDS annu-
ity’’ rather than an ‘‘assumed CSRS annuity’’ as stated in 
section 8442(f) of such title. For the purpose of this sub-
paragraph, the term ‘‘assumed CIARDS annuity’’ means 
the amount of the survivor annuity to which the widow or 
widower would be entitled under title II of this Act based 
on the service of the deceased annuitant determined under 
section 8442(f)(5) of such title. 

(3) DISQUALIFICATION UPON REMARRIAGE BEFORE AGE 55.—A 
qualified former spouse shall not be entitled to any benefit 
under this subsection if, before commencement of any benefit, 
the qualified former spouse remarries before becoming 55 years 
of age. 

(4) RESTORATION.—If the survivor annuity payable under 
this subsection to a surviving qualified former spouse is termi-
nated because of remarriage before becoming age 55, the annu-
ity shall be restored at the same rate commencing on the date 
such remarriage is dissolved by death, divorce, or annulment, 
if— 

(A) such former spouse elects to receive this survivor an-
nuity instead of any other survivor benefit to which such 
former spouse may be entitled under subchapter IV of 
chapter 84 of title 5, United States Code, or under another 
retirement system for Government employees by reason of 
the remarriage; and 

(B) any lump sum paid on termination of the annuity is 
returned to the Civil Service Retirement and Disability 
Fund. 
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(5) MODIFICATION OF COURT ORDER OR SPOUSAL AGREE-
MENT.—A modification in a court order or spousal agreement 
to adjust a qualified former spouse’s share of the survivor ben-
efits shall not be effective if issued after the retirement or 
death of the employee, former employee, or annuitant, which-
ever occurs first. 

(6) EFFECT OF TERMINATION OF QUALIFIED FORMER SPOUSE’S 
ENTITLEMENT.—After a qualified former spouse of a retired em-
ployee remarries before becoming age 55 or dies, the reduction 
in the retired employee’s annuity for the purpose of providing 
a survivor annuity for such former spouse shall be terminated. 
The annuitant may elect, in a signed writing received by the 
Director within 2 years after the qualified former spouse’s re-
marriage or death, to continue the reduction in order to pro-
vide or increase the survivor annuity for such annuitant’s 
spouse. The annuitant making such election shall pay a deposit 
in accordance with the provisions of section 8418 of title 5, 
United States Code. 

(7) PRO RATA SHARE IN CASE OF EMPLOYEES TRANSFERRED TO 
FERS.—Notwithstanding paragraph (1)(B), in the case of an 
employee who has elected to become subject to chapter 84 of 
title 5, United States Code, the share of such employee’s quali-
fied former spouse to survivor benefits shall equal the sum of— 

(A) 50 percent of the employee’s annuity under sub-
chapter III of chapter 83 of title 5, United States Code, or 
under title II of this Act (computed in accordance with sec-
tion 302(a) of the Federal Employees’ Retirement System 
Act of 1986 or section 307 of this Act), multiplied by the 
proportion that the number of days of marriage during the 
period of the employee’s creditable service before the effec-
tive date of the election to transfer bears to the employee’s 
total creditable service before such effective date; and 

(B) if applicable— 
(i) 50 percent of the employee’s annuity under chap-

ter 84 of title 5, United States Code, or section 302(a) 
of this Act (computed in accordance with section 
302(a) of the Federal Employees’ Retirement System 
Act of 1986 or section 307 of this Act), plus 

(ii) the survivor benefits referred to in subsection 
(d)(2)(A), 

multiplied by the proportion that the number of days of 
marriage during the period of the employee’s creditable 
service on and after the effective date of the election to 
transfer bears to the employee’s total creditable service 
after such effective date. 

(e) QUALIFIED FORMER SPOUSE THRIFT SAVINGS PLAN BENEFIT.— 
(1) ENTITLEMENT.— 

(A) IN GENERAL.—Unless otherwise expressly provided 
by a spousal agreement or court order governing disposi-
tion of the balance of an account in the Thrift Savings 
Fund under subchapter III of chapter 84 of title 5, United 
States Code, a qualified former spouse of an employee is 
entitled to a share (determined under subparagraph (B)) of 
the balance in the employee’s account in the Thrift Sav-
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ings Fund on the date the divorce of the qualified former 
spouse and employee becomes final. 

(B) AMOUNT OF SHARE.—The share referred to in sub-
paragraph (A) equals 50 percent of the employee’s account 
balance in the Thrift Savings Fund that accrued during 
the period of marriage. For purposes of this subsection, the 
employee’s account balance shall not include the amount of 
any outstanding loan. 

(2) PAYMENT OF BENEFIT.— 
(A) TIME OF PAYMENT.—The entitlement of a qualified 

former spouse under paragraph (1) shall be effective on the 
date the divorce of the qualified former spouse and em-
ployee becomes final. The qualified former spouse’s benefit 
shall be payable after the date on which the Director re-
ceives the divorce decree or any applicable court order or 
spousal agreement, together with such additional informa-
tion or documentation as the Director may require. 

(B) METHOD OF PAYMENT.—The qualified former spouse’s 
benefit under this subsection shall be paid in a lump sum. 

(C) LIMITATION.—A spousal agreement or court order 
may not provide for payment to a qualified former spouse 
under this subsection of an amount that exceeds the em-
ployee’s account balance in the Thrift Savings Fund. 

(D) DEATH OF QUALIFIED FORMER SPOUSE.—If the quali-
fied former spouse dies before payment of the benefit pro-
vided under this subsection, such payment shall be made 
to the estate of the qualified former spouse. 

(E) BAR TO RECOVERY.—Any payment under this sub-
section to an individual bars recovery by any other indi-
vidual. 

(3) CLOSED ACCOUNT.—No payment under this subsection 
may be made by the Director if the date on which the divorce 
becomes final is after the date on which the total amount of 
the employee’s account balance has been withdrawn or trans-
ferred, or the date on which an annuity contract has been pur-
chased, in accordance with section 8433 of title 5, United 
States Code. 

(f) PRESERVATION OF RIGHTS OF QUALIFIED FORMER SPOUSES.— 
An employee may not make an election or modification of election 
under section 8417 or 8418 of title 5, United States Code, or other 
section relating to the employee’s annuity under subchapter II of 
chapter 84 of title 5, United States Code, that would diminish the 
entitlement of a qualified former spouse to any benefit granted to 
such former spouse by this section or by court order or spousal 
agreement. 

(g) PAYMENT OF SHARE OF LUMP-SUM CREDIT.—Whenever an em-
ployee or former employee becomes entitled to receive the lump- 
sum credit under section 8424(a) of title 5, United States Code, a 
share (determined under subsection (c)(1)(B) of this section) of that 
lump-sum credit shall be paid to any qualified former spouse of 
such employee, unless otherwise expressly provided by any spousal 
agreement or court order governing disposition of the lump-sum 
credit involved. 

(h) PAYMENT TO QUALIFIED FORMER SPOUSES UNDER COURT 
ORDER OR SPOUSAL AGREEMENT.—In the case of any employee or 
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retired employee who has a qualified former spouse who is covered 
by a court order or who is a party to a spousal agreement— 

(1) any right of the qualified former spouse to any retirement 
benefits under subsection (c) and to any survivor benefits 
under subsection (d), and the amount of any such benefits; 

(2) any right of the qualified former spouse to any Thrift 
Savings Plan benefit under subsection (e), and the amount of 
any such benefit; and 

(3) any right of the qualified former spouse to any payment 
of a lump-sum credit under subsection (g), and the amount of 
any such payment; 

shall be determined in accordance with that spousal agreement or 
court order, if and to the extent expressly provided for in the terms 
of the spousal agreement or court order that are not inconsistent 
with the requirements of this section. 

(i) APPLICABILITY OF CIARDS FORMER SPOUSE BENEFITS.— 
(1) Except as provided in paragraph (2), in the case of an em-

ployee who has elected to become subject to chapter 84 of title 
5, United States Code, the provisions of sections 224 and 225 
shall apply to such employee’s former spouse (as defined in sec-
tion 102(a)(4)) who would otherwise be eligible for benefits 
under sections 224 and 225 but for the employee having elect-
ed to become subject to such chapter. 

(2) For the purposes of computing such former spouse’s bene-
fits under sections 224 and 225— 

(A) the retirement benefits shall be equal to the amount 
determined under subsection (c)(7)(A); and 

(B) the survivor benefits shall be equal to 55 percent of 
the full amount of the employee’s annuity computed in ac-
cordance with section 302(a) of the Federal Employees’ Re-
tirement System Act of 1986 or regulations prescribed 
under section 307 of this Act. 

(3) Benefits provided pursuant to this subsection shall be 
payable from the Central Intelligence Agency Retirement and 
Disability Fund. 

* * * * * * * 

INTELLIGENCE REFORM AND TERRORISM PREVENTION 
ACT OF 2004 

* * * * * * * 

TITLE III—SECURITY CLEARANCES 

SEC. 3001. SECURITY CLEARANCES. 
(a) DEFINITIONS.—In this section: 

(1) The term ‘‘agency’’ means— 
(A) an executive agency (as that term is defined in sec-

tion 105 of title 5, United States Code); 
(B) a military department (as that term is defined in sec-

tion 102 of title 5, United States Code); or 
(C) an element of the intelligence community. 
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(2) The term ‘‘authorized investigative agency’’ means an 
agency designated by the head of the agency selected pursuant 
to subsection (b) to conduct a counterintelligence investigation 
or investigation of persons who are proposed for access to clas-
sified information to ascertain whether such persons satisfy 
the criteria for obtaining and retaining access to such informa-
tion. 

(3) The term ‘‘authorized adjudicative agency’’ means an 
agency authorized by law, regulation, or direction of the Direc-
tor of National Intelligence to determine eligibility for access to 
classified information in accordance with Executive Order 
12968. 

(4) The term ‘‘highly sensitive program’’ means— 
(A) a government program designated as a Special Ac-

cess Program (as that term is defined in section 4.1(h) of 
Executive Order 12958 or any successor Executive order); 
or 

(B) a government program that applies restrictions re-
quired for— 

(i) restricted data (as that term is defined in section 
11 y. of the Atomic Energy Act of 1954 (42 U.S.C. 
2014(y))ø;¿ ); or 

(ii) other information commonly referred to as ‘‘sen-
sitive compartmented information’’. 

(5) The term ‘‘current investigation file’’ means, with respect 
to a security clearance, a file on an investigation or adjudica-
tion that has been conducted during— 

(A) the 5-year period beginning on the date the security 
clearance was granted, in the case of a Top Secret Clear-
ance, or the date access was granted to a highly sensitive 
program; 

(B) the 10-year period beginning on the date the security 
clearance was granted in the case of a Secret Clearance; 
and 

(C) the 15-year period beginning on the date the security 
clearance was granted in the case of a Confidential Clear-
ance. 

(6) The term ‘‘personnel security investigation’’ means any 
investigation required for the purpose of determining the eligi-
bility of any military, civilian, or government contractor per-
sonnel to access classified information. 

(7) The term ‘‘periodic reinvestigations’’ means investigations 
conducted for the purpose of updating a previously completed 
background investigation— 

(A) every 5 years in the case of a top secret clearance or 
access to a highly sensitive program; 

(B) every 10 years in the case of a secret clearance; or 
(C) every 15 years in the case of a Confidential Clear-

ance. 
(8) The term ‘‘appropriate committees of Congress’’ means— 

(A) the Permanent Select Committee on Intelligence and 
the Committees on Armed Services, Homeland Security, 
Government Reform, and the Judiciary of the House of 
Representatives; and 
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(B) the Select Committee on Intelligence and the Com-
mittees on Armed Services, Homeland Security and Gov-
ernmental Affairs, and the Judiciary of the Senate. 

(9) ACCESS DETERMINATION.—The term ‘‘access determina-
tion’’ means the determination regarding whether an em-
ployee— 

(A) is eligible for access to classified information in ac-
cordance with Executive Order 12968 (60 Fed. Reg. 40245; 
relating to access to classified information), or any suc-
cessor thereto, and Executive Order 10865 (25 Fed. Reg. 
1583; relating to safeguarding classified information øwith 
industry¿ within industry), or any successor thereto; and 

(B) possesses a need to know under such an Order. 
(b) SELECTION OF ENTITY.—Except as otherwise provided, not 

later than 90 days after the date of the enactment of this Act, the 
President shall select a single department, agency, or element of 
the executive branch to be responsible for— 

(1) directing day-to-day oversight of investigations and adju-
dications for personnel security clearances, including for highly 
sensitive programs, throughout the United States Government; 

(2) developing and implementing uniform and consistent 
policies and procedures to ensure the effective, efficient, and 
timely completion of security clearances and determinations for 
access to highly sensitive programs, including the standardiza-
tion of security questionnaires, financial disclosure require-
ments for security clearance applicants, and polygraph policies 
and procedures; 

(3) serving as the final authority to designate an authorized 
investigative agency or authorized adjudicative agency; 

(4) ensuring reciprocal recognition of access to classified in-
formation among the agencies of the United States Govern-
ment, including acting as the final authority to arbitrate and 
resolve disputes involving the reciprocity of security clearances 
and access to highly sensitive programs pursuant to subsection 
(d); 

(5) ensuring, to the maximum extent practicable, that suffi-
cient resources are available in each agency to achieve clear-
ance and investigative program goals; 

(6) reviewing and coordinating the development of tools and 
techniques for enhancing the conduct of investigations and 
granting of clearances; and 

(7) not later than 180 days after the date of the enactment 
of the Intelligence Authorization Act for Fiscal Year 2014, and 
consistent with subsection (j)— 

(A) developing policies and procedures that permit, to 
the extent practicable, individuals alleging reprisal for 
having made a protected disclosure (provided the indi-
vidual does not disclose classified information or other in-
formation contrary to law) to appeal any action affecting 
an employee’s access to classified information and to retain 
their government employment status while such challenge 
is pending; and 

(B) developing and implementing uniform and consistent 
policies and procedures to ensure proper protections dur-
ing the process for denying, suspending, or revoking a se-
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curity clearance or access to classified information fol-
lowing a protected disclosure, including the ability to ap-
peal such a denial, suspension, or revocation, except that 
there shall be no appeal of an agency’s suspension of a se-
curity clearance or access determination for purposes of 
conducting an investigation, if that suspension lasts no 
longer than 1 year or the head of the agency or a designee 
of the head of the agency certifies that a longer suspension 
is needed before a final decision on denial or revocation to 
prevent imminent harm to the national security. 

(c) PERFORMANCE OF SECURITY CLEARANCE INVESTIGATIONS.—(1) 
Notwithstanding any other provision of law, not later than 180 
days after the date of the enactment of this Act, the President 
shall, in consultation with the head of the entity selected pursuant 
to subsection (b), select a single agency of the executive branch to 
conduct, to the maximum extent practicable, security clearance in-
vestigations of employees and contractor personnel of the United 
States Government who require access to classified information 
and to provide and maintain all security clearances of such employ-
ees and contractor personnel. The head of the entity selected pur-
suant to subsection (b) may designate other agencies to conduct 
such investigations if the head of the entity selected pursuant to 
subsection (b) considers it appropriate for national security and ef-
ficiency purposes. 

(2) The agency selected under paragraph (1) shall— 
(A) take all necessary actions to carry out the requirements 

of this section, including entering into a memorandum of un-
derstanding with any agency carrying out responsibilities re-
lating to security clearances or security clearance investiga-
tions before the date of the enactment of this Act; 

(B) as soon as practicable, integrate reporting of security 
clearance applications, security clearance investigations, and 
determinations of eligibility for security clearances, with the 
database required by subsection (e); and 

(C) ensure that security clearance investigations are con-
ducted in accordance with uniform standards and requirements 
established under subsection (b), including uniform security 
questionnaires and financial disclosure requirements. 

(d) RECIPROCITY OF SECURITY CLEARANCE AND ACCESS DETER-
MINATIONS.—(1) All security clearance background investigations 
and determinations completed by an authorized investigative agen-
cy or authorized adjudicative agency shall be accepted by all agen-
cies. 

(2) All security clearance background investigations initiated by 
an authorized investigative agency shall be transferable to any 
other authorized investigative agency. 

(3)(A) An authorized investigative agency or authorized adjudica-
tive agency may not establish additional investigative or adjudica-
tive requirements (other than requirements for the conduct of a 
polygraph examination) that exceed requirements specified in Exec-
utive Orders establishing security requirements for access to classi-
fied information without the approval of the head of the entity se-
lected pursuant to subsection (b). 

(B) Notwithstanding subparagraph (A), the head of the entity se-
lected pursuant to subsection (b) may establish such additional re-
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quirements as the head of such entity considers necessary for na-
tional security purposes. 

(4) An authorized investigative agency or authorized adjudicative 
agency may not conduct an investigation for purposes of deter-
mining whether to grant a security clearance to an individual 
where a current investigation or clearance of equal level already 
exists or has been granted by another authorized adjudicative 
agency. 

(5) The head of the entity selected pursuant to subsection (b) 
may disallow the reciprocal recognition of an individual security 
clearance by an agency under this section on a case-by-case basis 
if the head of the entity selected pursuant to subsection (b) deter-
mines that such action is necessary for national security purposes. 

(6) The head of the entity selected pursuant to subsection (b) 
shall establish a review procedure by which agencies can seek re-
view of actions required under this section. 

(e) DATABASE ON SECURITY CLEARANCES.—(1) Not later than 12 
months after the date of the enactment of this Act, the Director of 
the Office of Personnel Management shall, in cooperation with the 
heads of the entities selected pursuant to subsections (b) and (c), 
establish and commence operating and maintaining an integrated, 
secure, database into which appropriate data relevant to the grant-
ing, denial, or revocation of a security clearance or access per-
taining to military, civilian, or government contractor personnel 
shall be entered from all authorized investigative and adjudicative 
agencies. 

(2) The database under this subsection shall function to integrate 
information from existing Federal clearance tracking systems from 
other authorized investigative and adjudicative agencies into a sin-
gle consolidated database. 

(3) Each authorized investigative or adjudicative agency shall 
check the database under this subsection to determine whether an 
individual the agency has identified as requiring a security clear-
ance has already been granted or denied a security clearance, or 
has had a security clearance revoked, by any other authorized in-
vestigative or adjudicative agency. 

(4) The head of the entity selected pursuant to subsection (b) 
shall evaluate the extent to which an agency is submitting informa-
tion to, and requesting information from, the database under this 
subsection as part of a determination of whether to certify the 
agency as an authorized investigative agency or authorized adju-
dicative agency. 

(5) The head of the entity selected pursuant to subsection (b) 
may authorize an agency to withhold information about certain in-
dividuals from the database under this subsection if the head of the 
entity considers it necessary for national security purposes. 

(f) EVALUATION OF USE OF AVAILABLE TECHNOLOGY IN CLEAR-
ANCE INVESTIGATIONS AND ADJUDICATIONS.—(1) The head of the en-
tity selected pursuant to subsection (b) shall evaluate the use of 
available information technology and databases to expedite inves-
tigative and adjudicative processes for all and to verify standard in-
formation submitted as part of an application for a security clear-
ance. 

(2) The evaluation shall assess the application of the technologies 
described in paragraph (1) for— 
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(A) granting interim clearances to applicants at the secret, 
top secret, and special access program levels before the comple-
tion of the appropriate full investigation; 

(B) expediting investigations and adjudications of security 
clearances, including verification of information submitted by 
the applicant; 

(C) ongoing verification of suitability of personnel with secu-
rity clearances in effect for continued access to classified infor-
mation; 

(D) use of such technologies to augment periodic reinvestiga-
tions; 

(E) assessing the impact of the use of such technologies on 
the rights of applicants to verify, correct, or challenge informa-
tion obtained through such technologies; and 

(F) such other purposes as the head of the entity selected 
pursuant to subsection (b) considers appropriate. 

(3) An individual subject to verification utilizing the technology 
described in paragraph (1) shall be notified of such verification, 
shall provide consent to such use, and shall have access to data 
being verified in order to correct errors or challenge information 
the individual believes is incorrect. 

(4) Not later than one year after the date of the enactment of 
this Act, the head of the entity selected pursuant to subsection (b) 
shall submit to the President and the appropriate committees of 
Congress a report on the results of the evaluation, including rec-
ommendations on the use of technologies described in paragraph 
(1). 

(g) REDUCTION IN LENGTH OF PERSONNEL SECURITY CLEARANCE 
PROCESS.—(1) The head of the entity selected pursuant to sub-
section (b) shall, within 90 days of selection under that subsection, 
develop, in consultation with the appropriate committees of Con-
gress and each authorized adjudicative agency, a plan to reduce the 
length of the personnel security clearance process. 

(2)(A) To the extent practical the plan under paragraph (1) shall 
require that each authorized adjudicative agency make a deter-
mination on at least 90 percent of all applications for a personnel 
security clearance within an average of 60 days after the date of 
receipt of the completed application for a security clearance by an 
authorized investigative agency. Such 60-day average period shall 
include— 

(i) a period of not longer than 40 days to complete the inves-
tigative phase of the clearance review; and 

(ii) a period of not longer than 20 days to complete the adju-
dicative phase of the clearance review. 

(B) Determinations on clearances not made within 60 days shall 
be made without delay. 

(3)(A) The plan under paragraph (1) shall take effect 5 years 
after the date of the enactment of this Act. 

(B) During the period beginning on a date not later than 2 years 
after the date after the enactment of this Act and ending on the 
date on which the plan under paragraph (1) takes effect, each au-
thorized adjudicative agency shall make a determination on at 
least 80 percent of all applications for a personnel security clear-
ance pursuant to this section within an average of 120 days after 
the date of receipt of the application for a security clearance by an 
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authorized investigative agency. Such 120-day average period shall 
include— 

(i) a period of not longer than 90 days to complete the inves-
tigative phase of the clearance review; and 

(ii) a period of not longer than 30 days to complete the adju-
dicative phase of the clearance review. 

(h) REPORTS.—(1) Not later than February 15, 2006, and annu-
ally thereafter through 2011, the head of the entity selected pursu-
ant to subsection (b) shall submit to the appropriate committees of 
Congress a report on the progress made during the preceding year 
toward meeting the requirements of this section. 

(2) Each report shall include, for the period covered by such re-
port— 

(A) the periods of time required by the authorized investiga-
tive agencies and authorized adjudicative agencies for con-
ducting investigations, adjudicating cases, and granting clear-
ances, from date of submission to ultimate disposition and noti-
fication to the subject and the subject’s employer; 

(B) a discussion of any impediments to the smooth and time-
ly functioning of the requirements of this section; and 

(C) such other information or recommendations as the head 
of the entity selected pursuant to subsection (b) considers ap-
propriate. 

(i) AUTHORIZATION OF APPROPRIATIONS.—There is authorized to 
be appropriated such sums as may be necessary for fiscal year 2005 
and each fiscal year thereafter for the implementation, mainte-
nance, and operation of the database required by subsection (e). 

(j) RETALIATORY REVOCATION OF SECURITY CLEARANCES AND AC-
CESS DETERMINATIONS.— 

(1) IN GENERAL.—Agency personnel with authority to take, 
direct others to take, recommend, or approve personnel secu-
rity clearance or access determinations shall not take or fail to 
take, or threaten to take or fail to take, any action with respect 
to any employee’s security clearance or access determination in 
retaliation for— 

(A) any lawful disclosure of information to the Director 
of National Intelligence (or an employee designated by the 
Director of National Intelligence for such purpose) or a 
supervisorin the employee’s direct chain of command, or a 
supervisorof the employing agency with responsibility for 
the subjectmatter of the disclosure, up to and including the 
head of the employing agency (or employee designated by 
the head of that agency for such purpose) by an employee 
that the employee reasonably believes evidences— 

(i) a violation of any Federal law, rule, or regulation; 
or 

(ii) mismanagement, a gross waste of funds, an 
abuse of authority, or a substantial and specific dan-
ger to public health or safety; 

(B) any lawful disclosure to the Inspector General of an 
agency or another employee designated by the head of the 
agency to receive such disclosures, of information which 
the employee reasonably believes evidences— 

(i) a violation of any Federal law, rule, or regulation; 
or 
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(ii) mismanagement, a gross waste of funds, an 
abuse of authority, or a substantial and specific dan-
ger to public health or safety; 

(C) any lawful disclosure that complies with— 
(i) subsections (a)(1), ø(d), and (g) of section 8H¿ (d), 

and (h) of section 8H of the Inspector General Act of 
1978 (5 U.S.C. App.); 

(ii) subparagraphs (A), (D), and (H) of section 
17(d)(5) of the Central Intelligence Agency Act of 1949 
(50 U.S.C. 3517(d)(5)); or 

(iii) subparagraphs (A), (D), and (I) of section 
103H(k)(5) of the National Security Act of 1947 (50 
U.S.C. 3033(k)(5)); and 

(D) if the actions do not result in the employee or appli-
cant unlawfully disclosing information specifically required 
by Executive order to be kept classified in the interest of 
national defense or the conduct of foreign affairs, any law-
ful disclosure in conjunction with— 

(i) the exercise of any appeal, complaint, or griev-
ance right granted by any law, rule, or regulation; 

(ii) testimony for or otherwise lawfully assisting any 
individual in the exercise of any right referred to in 
clause (i); or 

(iii) cooperation with or disclosing information to the 
Inspector General of an agency, in accordance with ap-
plicable provisions of law in connection with an audit, 
inspection, or investigation conducted by the Inspector 
General. 

(2) RULE OF CONSTRUCTION.—Consistent with the protection 
of sources and methods, nothing in paragraph (1) shall be con-
strued to authorize the withholding of information from Con-
gress or the taking of any personnel action or clearance action 
against an employee who lawfully discloses information to Con-
gress. 

(3) DISCLOSURES.—A disclosure shall not be excluded from 
paragraph (1) because— 

(A) the disclosure was made to a person, including a su-
pervisor, who participated in an activity that the employee 
reasonably believed to be covered by paragraph (1)(A)(ii); 

(B) the disclosure revealed information that had been 
previously disclosed; 

(C) the disclosure was not made in writing; 
(D) the disclosure was made while the employee was off 

duty; 
(E) of the amount of time which has passed since the oc-

currence of the events described in the disclosure; or 
(F) the disclosure was made during the normal course of 

duties of an employee. 
(4) AGENCY ADJUDICATION.— 

(A) REMEDIAL PROCEDURE.—An employee or former em-
ployee who believes that he or she has been subjected to 
a reprisal prohibited by paragraph (1) may, within 90 days 
(except as provided by subparagraph (D)) after the 
issuance of notice of such decision, appeal that decision 
within the agency of that employee or former employee 
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through proceedings authorized by subsection (b)(7), except 
that there shall be no appeal of an agency’s suspension of 
a security clearance or access determination for purposes 
of conducting an investigation, if that suspension lasts not 
longer than 1 year (or a longer period in accordance with 
a certification made under subsection (b)(7)). 

(B) CORRECTIVE ACTION.—If, in the course of proceedings 
authorized under subparagraph (A), it is determined that 
the adverse security clearance or access determination vio-
lated paragraph (1), the agency shall take specific correc-
tive action to return the employee or former employee, as 
nearly as practicable and reasonable, to the position such 
employee or former employee would have held had the vio-
lation not occurred. Such corrective action may include 
back pay and related benefits, travel expenses, and com-
pensatory damages not to exceed $300,000. 

(C) CONTRIBUTING FACTOR.—In determining whether the 
adverse security clearance or access determination violated 
paragraph (1), the agency shall find that paragraph (1) 
was violated if a disclosure described in paragraph (1) was 
a contributing factor in the adverse security clearance or 
access determination taken against the individual, unless 
the agency demonstrates by a preponderance of the evi-
dence that it would have taken the same action in the ab-
sence of such disclosure, giving the utmost deference to the 
agency’s assessment of the particular threat to the na-
tional security interests of the United States in the instant 
matter. 

(D) TOLLING.—The time requirement established by sub-
paragraph (A) for an employee or former employee to ap-
peal the decision of an agency may be tolled if the em-
ployee or former employee presents substantial credible 
evidence showing why the employee or former employee 
did not timely initiate the appeal and why the enforcement 
of the time requirement would be unfair, such as evidence 
showing that the employee or former employee— 

(i) did not receive notice of the decision; or 
(ii) could not timely initiate the appeal because of 

factors beyond the control of the employee or former 
employee. 

(5) APPELLATE REVIEW OF SECURITY CLEARANCE ACCESS DE-
TERMINATIONS BY DIRECTOR OF NATIONAL INTELLIGENCE.— 

(A) APPEAL.—Within 60 days after receiving notice of an 
adverse final agency determination under a proceeding 
under paragraph (4), an employee or former employee may 
appeal that determination in accordance with the proce-
dures established under subparagraph (B). 

(B) POLICIES AND PROCEDURES.—The Director of Na-
tional Intelligence, in consultation with the Attorney Gen-
eral and the Secretary of Defense, shall develop and imple-
ment policies and procedures for adjudicating the appeals 
authorized by subparagraph (A). 

(C) CONGRESSIONAL NOTIFICATION.—Consistent with the 
protection of sources and methods, at the time the Director 
of National Intelligence issues an order regarding an ap-
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peal pursuant to the policies and procedures established by 
this paragraph, the Director of National Intelligence shall 
notify the congressional intelligence committees. 

(6) JUDICIAL REVIEW.—Nothing in this section shall be con-
strued to permit or require judicial review of any— 

(A) agency action under this section; or 
(B) action of the appellate review procedures established 

under paragraph (5). 
(7) PRIVATE CAUSE OF ACTION.—Nothing in this section shall 

be construed to permit, authorize, or require a private cause of 
action to challenge the merits of a security clearance deter-
mination. 

(8) ENFORCEMENT.—Except as otherwise provided in this 
subsection, the President shall provide for the enforcement of 
this section consistent, to the fullest extent possible, with the 
policies and procedures used to adjudicate alleged violations of 
section 2302(b)(8) of title 5, United States Code. 

(9) INCLUSION OF CONTRACTOR EMPLOYEES.—In this sub-
section, the term ‘‘employee’’ includes an employee of a con-
tractor, subcontractor, grantee, subgrantee, or personal serv-
ices contractor, of an agency. With respect to such employees, 
the term ‘‘employing agency’’ shall be deemed to be the con-
tracting agency. 

* * * * * * * 

INTELLIGENCE AUTHORIZATION ACT FOR FISCAL YEAR 
2003 

* * * * * * * 

TITLE III—GENERAL PROVISIONS 

* * * * * * * 

Subtitle B—Intelligence 

* * * * * * * 
SEC. 313. NATIONAL VIRTUAL TRANSLATION CENTER. 

(a) ESTABLISHMENT.—The Director of National Intelligence shall 
establish in the intelligence community an element with the func-
tion of connecting the elements of the intelligence community en-
gaged in the acquisition, storage, translation, or analysis of voice 
or data in digital form. 

(b) DESIGNATION.—The element established under subsection (a) 
shall be known as the National Virtual Translation Center. 

(c) FUNCTION.—The element established under subsection (a) 
shall provide for timely and accurate translations of foreign intel-
ligence for all elements of the intelligence community through— 

(1) the integration of the translation capabilities of the intel-
ligence community; 

(2) the use of remote-connection capabilities; and 
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(3) the use of such other capabilities as the Director con-
siders appropriate. 

(d) ADMINISTRATIVE MATTERS.—(1) The Director shall retain di-
rect supervision and control over the element established under 
subsection (a). 

(2) The element established under subsection (a) shall connect 
elements of the intelligence community utilizing the most current 
available information technology that is applicable to the function 
of the element. 

(3) Personnel of the element established under subsection (a) 
may carry out the duties and functions of the element at any loca-
tion that— 

(A) has been certified as a secure facility by a department or 
agency of the United States Government; or 

(B) the Director has otherwise determined to be appropriate 
for such duties and functions. 

(e) DEADLINE FOR ESTABLISHMENT.—The element required by 
subsection (a) shall be established as soon as practicable after the 
date of the enactment of this Act, but not later than 90 days after 
that date. 

* * * * * * * 

Subtitle E—Terrorism 
* * * * * * * 

SEC. 343. TERRORIST IDENTIFICATION CLASSIFICATION SYSTEM. 
(a) REQUIREMENT.—(1) Director of National Intelligence shall— 

(A) establish and maintain a list of individuals who are 
known or suspected international terrorists, and of organiza-
tions that are known or suspected international terrorist orga-
nizations; and 

(B) ensure that pertinent information on the list is shared 
with the departments, agencies, and organizations described by 
subsection (c). 

(2) The list under paragraph (1), and the mechanisms for sharing 
information on the list, shall be known as the ‘‘Terrorist Identifica-
tion Classification System’’. 

(b) ADMINISTRATION.—(1) The Director shall prescribe require-
ments for the inclusion of an individual or organization on the list 
required by subsection (a), and for the deletion or omission from 
the list of an individual or organization currently on the list. 

(2) The Director shall ensure that the information utilized to de-
termine the inclusion, or deletion or omission, of an individual or 
organization on or from the list is derived from all-source intel-
ligence. 

(3) The Director shall ensure that the list is maintained in ac-
cordance with existing law and regulations governing the collection, 
storage, and dissemination of intelligence concerning United States 
persons. 

(c) INFORMATION SHARING.—Subject to section 103(c)(7) of the 
National Security Act of 1947 (50 U.S.C. 403–3(c)(7)), relating to 
the protection of intelligence sources and methods, the Director 
shall provide for the sharing of the list, and information on the list, 
with such departments and agencies of the Federal Government, 
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State and local government agencies, and entities of foreign govern-
ments and international organizations as the Director considers ap-
propriate. 

(d) REPORT ON CRITERIA FOR INFORMATION SHARING.—(1) øNot 
later then¿ Not later than March 1, 2003, the Director shall submit 
to the congressional intelligence committees a report describing the 
criteria used to determine which types of information on the list re-
quired by subsection (a) are to be shared, and which types of infor-
mation are not to be shared, with various departments and agen-
cies of the Federal Government, State and local government agen-
cies, and entities of foreign governments and international organi-
zations. 

(2) The report shall include a description of the circumstances in 
which the Director has determined that sharing information on the 
list with the departments and agencies of the Federal Government, 
and of State and local governments, described by subsection (c) 
would be inappropriate due to the concerns addressed by section 
103(c)(7) of the National Security Act of 1947, relating to the pro-
tection of sources and methods, and any instance in which the 
sharing of information on the list has been inappropriate in light 
of such concerns. 

(e) SYSTEM ADMINISTRATION REQUIREMENTS.—(1) The Director 
shall, to the maximum extent practicable, ensure the interoper-
ability of the Terrorist Identification Classification System with rel-
evant information systems of the departments and agencies of the 
Federal Government, and of State and local governments, described 
by subsection (c). 

(2) The Director shall ensure that the System utilizes tech-
nologies that are effective in aiding the identification of individuals 
in the field. 

(f) REPORT ON STATUS OF SYSTEM.—(1) Not later than one year 
after the date of the enactment of this Act, the Director shall, in 
consultation with the Director of Homeland Security, submit to the 
congressional intelligence committees a report on the status of the 
Terrorist Identification Classification System. The report shall con-
tain a certification on the following: 

(A) Whether the System contains the intelligence informa-
tion necessary to facilitate the contribution of the System to 
the domestic security of the United States. 

(B) Whether the departments and agencies having access to 
the System have access in a manner that permits such depart-
ments and agencies to carry out appropriately their domestic 
security responsibilities. 

(C) Whether the System is operating in a manner that maxi-
mizes its contribution to the domestic security of the United 
States. 

(D) If a certification under subparagraph (A), (B), or (C) is 
in the negative, the modifications or enhancements of the Sys-
tem necessary to ensure a future certification in the positive. 

(2) The report shall be submitted in unclassified form, but may 
include a classified annex. 

(g) CONGRESSIONAL INTELLIGENCE COMMITTEES DEFINED.—In 
this section, the term ‘‘congressional intelligence committees’’ 
means— 

(1) the Select Committee on Intelligence of the Senate; and 
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(2) the Permanent Select Committee on Intelligence of the 
House of Representatives. 

* * * * * * * 

CENTRAL INTELLIGENCE AGENCY ACT OF 1949 

* * * * * * * 

TRAVEL, ALLOWANCES, AND RELATED EXPENSES 

SEC. 4. (a) Under such regulations as the Director may prescribe, 
the Agency, with respect to its officers and employees assigned to 
duty stations outside the several States of the United States of 
America, excluding Alaska and Hawaii, but including the District 
of Columbia, shall— 

(1)(A) pay the travel expenses of officers and employees of 
the Agency, including expenses incurred while traveling pursu-
ant to authorized home leave; 

(B) pay the travel expenses of members of the family of an 
officer or employee of the Agency when proceeding to or return-
ing from his post of duty; accompanying him on authorized 
home leave; or otherwise traveling in accordance with author-
ity granted pursuant to the terms of this or any other Act; 

(C) pay the cost of transporting the furniture and household 
and personal effects of an officer or employee of the Agency to 
his successive posts of duty and, on the termination of his serv-
ices, to his residence at time of appointment or to a point not 
more distant, or, upon retirement, to the place where he will 
reside; 

(D) pay the cost of packing and unpacking, transporting to 
and from a place of storage, and storing the furniture and 
household and personal effects of an officer or employee of the 
Agency, when he is absent from his post of assignment under 
orders, or when he is assigned to a post to which he cannot 
take or at which he is unable to use such furniture and house-
hold and personal effects, or when it is in the public interest 
or more economical to authorize storage; but in no instance 
shall the weight or volume of the effects stored together with 
the weight or volume of the effects transported exceed the 
maximum limitations fixed by regulations, when not otherwise 
fixed by law; 

(E) pay the cost of packing and unpacking, transporting to 
and from a place of storage, and storing the furniture and 
household and personal effects of an officer or employee of the 
Agency in connection with assignment or transfer to a new 
post, from the date of his departure from his last post or from 
the date of his departure from his place of residence in the 
case of a new officer or employee and for not to exceed three 
months after arrival at the new post, or until the establish-
ment of residence quarters, whichever shall be shorter; and in 
connection with separation of an officer or employee of the 
Agency, the cost of packing and unpacking, transporting to and 
from a place of storage, and storing for a period not to exceed 
three months, his furniture and household and personal ef-
fects; but in no instance shall the weight or volume of the ef-
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fects stored together with the weight or volume of the effects 
transported exceed the maximum limitations fixed by regula-
tions, when not otherwise fixed by lawø.¿; and 

(F) pay the travel expenses and transportation costs incident 
to the removal of the members of the family of an officer or em-
ployee of the Agency and his furniture and household and per-
sonal effects, including automobiles, from a post at which, be-
cause of the prevalence of disturbed conditions, there is immi-
nent danger to life and property, and the return of such per-
sons, furniture, and effects to such post upon the cessation of 
such conditions; or to such other post as may in the meantime 
have become the post to which such officer or employee has 
been assigned. 

(2) Charge expenses in connection with travel of personnel, 
their dependents, and transportation of their household goods 
and personal effects, involving a change of permanent station, 
to the appropriation for the fiscal year current when any part 
of either the travel or transportation pertaining to the transfer 
begins pursuant to previously issued travel and transfer or-
ders, notwithstanding the fact that such travel or transpor-
tation may not all be effected during such fiscal year, or the 
travel and transfer orders may have been issued during the 
prior fiscal year. 

(3)(A) Order to any of the several States of the United States 
of America (including the District of Columbia, the Common-
wealth of Puerto Rico, and any territory or possession of the 
United States) on leave of absence each officer or employee of 
the Agency who was a resident of the United States (as de-
scribed above) at time of employment, upon completion of two 
years’ continuous service abroad, or as soon as possible there-
after. 

(B) While in the United States (as described in paragraph 
(3)(A) of this section) on leave, the service of any officer or em-
ployee shall be available for work or duties in the Agency or 
elsewhere as the Director may prescribe; and the time of such 
work or duty shall not be counted as leave. 

(C) Where an officer or employee on leave returns to the 
United States (as described in paragraph (3)(A) of this section), 
leave of absence granted shall be exclusive of the time actually 
and necessarily occupied in going to and from the United 
States (as so described) and such time as may be necessarily 
occupied in awaiting transportation. 

(4) Notwithstanding the provisions of any other law, trans-
port for or on behalf of an officer or employee of the Agency, 
a privately owned motor vehicle in any case in which it shall 
be determined that water, rail, or air transportation of the 
motor vehicle is necessary or expedient for all or any part of 
the distance between points of origin and destination, and pay 
the costs of such transportation. Not more than one motor ve-
hicle of any officer or employee of the Agency may be trans-
ported under authority of this paragraph during any four-year 
period, except that, as replacement for such motor vehicle, one 
additional motor vehicle of any such officer or employee may 
be so transported during such period upon approval, in ad-
vance, by the Director and upon a determination, in advance, 
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by the Director that such replacement is necessary for reasons 
beyond the control of the officer or employee and is in the in-
terest of the Government. After the expiration of a period of 
four years following the date of transportation under authority 
of this paragraph of a privately owned motor vehicle of any of-
ficer or employee who has remained in continuous service out-
side the several States of the United States of America, exclud-
ing Alaska and Hawaii, but including the District of Columbia, 
during such period, the transportation of a replacement for 
such motor vehicle for such officer or employee may be author-
ized by the Director in accordance with this paragraph. 

(5)(A) In the event of illness or injury requiring the hos-
pitalization of an officer or full time employee of the Agency, 
incurred while on assignment abroad, in a locality where there 
does not exist a suitable hospital or clinic, pay the travel ex-
penses of such officer or employee by whatever means the Di-
rector deems appropriate and without regard to the Standard-
ized Government Travel Regulations and section 5731 of title 
5, United States Code, to the nearest locality where a suitable 
hospital or clinic exists and on the recovery of such officer or 
employee pay for the travel expenses of the return to the post 
of duty of such officer or employee of duty. If the officer or em-
ployee is too ill to travel unattended, the Director may also pay 
the travel expenses of an attendant; 

(B) Establish a first-aid station and provide for the services 
of a nurse at a post at which, in the opinion of the Director, 
sufficient personnel is employed to warrant such a station: Pro-
vided, That, in the opinion of the Director, it is not feasible to 
utilize an existing facility; 

(C) In the event of illness or injury requiring hospitalization 
of an officer or full time employee of the Agency incurred in the 
line of duty while such person is assigned abroad, pay for the 
cost of the treatment of such illnesss or injury at a suitable 
hospital or clinic; 

(D) Provide for the periodic physical examination of officers 
and employees of the Agency and for the cost of administering 
inoculations or vaccinations to such officers or employees. 

(6) Pay the costs of preparing and transporting the remains 
of an officer or employee of the Agency or a member of his fam-
ily who may die while in travel status or abroad, to his home 
or official station, or to such other place as the Director may 
determine to be the appropriate place of interment, provided 
that in no case shall the expense payable be greater than the 
amount which would have been payable had the destination 
been the home or official station. 

(7) Pay the costs of travel of new appointees and their de-
pendents, and the transportation of their household goods and 
personal effects, from places of actual residence in foreign 
countries at time of appointment to places of employment and 
return to their actual residences at the time of appointment or 
a point not more distant: Provided, That such appointees agree 
in writing to remain with the United States Government for a 
period of not less than twelve months from the time of appoint-
ment. 
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Violation of such agreement for personal convenience of an 
employee or because of separation for misconduct will bar such 
return payments and, if determined by the Director or his des-
ignee to be in the best interests of the United States, any 
money expended by the United States on account of such travel 
and transportation shall be considered as a debt due by the in-
dividual concerned to the United States. 

(b)(1) The Director may pay to officers and employees of the 
Agency, and to persons detailed or assigned to the Agency from 
other agencies of the Government or from the Armed Forces, allow-
ances and benefits comparable to the allowances and benefits au-
thorized to be paid to members of the Foreign Service under chap-
ter 9 of title I of the Foreign Service Act of 1980 (22 U.S.C. 4081 
et seq.) or any other provision of law. 

(2) The Director may pay allowances and benefits related to offi-
cially authorized travel, personnel and physical security activities, 
operational activities, and cover-related activities (whether or not 
such allowances and benefits are otherwise authorized under this 
section or any other provision of law) when payment of such allow-
ances and benefits is necessary to meet the special requirements of 
work related to such activities. Payment of allowances and benefits 
under this paragraph shall be in accordance with regulations pre-
scribed by the Director. Rates for allowances and benefits under 
this paragraph may not be set at rates in excess of those øauthor-
ized by section¿ authorized by sections 5724 and 5724a of title 5, 
United States Code, when reimbursement is provided for relocation 
attributable, in whole or in part, to relocation within the United 
States. 

(3) Notwithstanding any other provision of this section or any 
other provision of law relating to the officially authorized travel of 
Government employees, the Director, in order to reflect Agency re-
quirements not taken into account in the formulation of Govern-
ment-wide travel procedures, may by regulation— 

(A) authorize the travel of officers and employees of the 
Agency, and of persons detailed or assigned to the Agency from 
other agencies of the Government or from the Armed Forces 
who are engaged in the performance of intelligence functions, 
and 

(B) provide for payment for such travel, in classes of cases, 
as determined by the Director, in which such travel is impor-
tant to the performance of intelligence functions. 

(4) Members of the Armed Forces may not receive benefits under 
both this section and title 37, United States Code, for the same 
purpose. The Director and Secretary of Defense shall prescribe 
joint regulations to carry out the preceding sentence. 

(5) Regulations, other than regulations under paragraph (1), 
issued pursuant to this subsection shall be submitted to the Perma-
nent Select Committee on Intelligence of the House of Representa-
tives and the Select Committee on Intelligence of the Senate before 
such regulations take effect. 

* * * * * * * 
SEC. 6. In the interests of the security of the foreign intelligence 

activities of the United States and in order further to implement 
section 102A(i) of the National Security Act of 1947 that the Direc-
tor of National Intelligence shall be responsible for protecting intel-
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ligence sources and methods from unauthorized disclosure, the 
Agency shall be exempted from the provisions of sections 1 and 2, 
chapter 795 of the Act of August 28, 1935 (49 Stat. 956, 957; 5 
U.S.C. 654), and the provisions of any other laws which require the 
publication or disclosure of the organization or functions of the 
Agency, øor of the, names¿ or of the names, official titles, salaries, 
or numbers of personnel employed by the Agency: Provided, That 
in furtherance of this section, the Director of the Office of Manage-
ment and Budget shall make no reports to the Congress in connec-
tion with the Agency under section 607, title VI, chapter 212 of the 
Act of June 30, 1945, as amended (5 U.S.C. 947(b)). 

* * * * * * * 

GIFTS, DEVISES, AND BEQUESTS 

SEC. 12. (a)(1) Subject to the provisions of this section, the Direc-
tor may accept, hold, administer, and use gifts of money, securities, 
or other property whenever the Director determines it would be in 
the interest of the United States to do so. 

(2) Any gift accepted by the Director as a gift to the Agency 
under this subsection (and any income produced by any such gift)— 

(A) may be øused only for—’’¿ used only for— 
(i) artistic display; 
(ii) purposes relating to the general welfare, education, 

or recreation of employees or dependents of employees of 
the Agency or for similar purposes; or 

(iii) purposes relating to the welfare, education, or recre-
ation of an individual described in paragraph (3); and 

(B) under no circumstances may such a gift (or any income 
produced by any such gift) be used for operational purposes. 

(3) An individual described in this paragraph is an individual 
who— 

(A) is an employee or a former employee of the Agency who 
suffered injury or illness while employed by the Agency that— 

(i) resulted from hostile or terrorist activities; 
(ii) occurred in connection with an intelligence activity 

having a significant element of risk; or 
(iii) occurred under other circumstances determined by 

the Director to be analogous to the circumstances de-
scribed in clause (i) or (ii); 

(B) is a family member of such an employee or former em-
ployee; or 

(C) is a surviving family member of an employee of the Agen-
cy who died in circumstances described in clause (i), (ii), or (iii) 
of subparagraph (A). 

(4) The Director may not accept any gift under this section that 
is expressly conditioned upon any expenditure not to be met from 
the gift itself or from income produced by the gift unless such ex-
penditure has been authorized by law. 

(5) The Director may, in the Director’s discretion, determine that 
an individual described in subparagraph (A) or (B) of paragraph (3) 
may accept a gift for the purposes described in paragraph 
(2)(A)(iii). 

(b) Unless otherwise restricted by the terms of the gift, the Direc-
tor may sell or exchange, or invest or reinvest, any property which 
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is accepted under subsection (a), but any such investment may only 
be in interest-bearing obligations of the United States or in obliga-
tions guaranteed as to both principal and interest by the United 
States. 

(c) There is hereby created on the books of the Treasury of the 
United States a fund into which gifts of money, securities, and 
other intangible property accepted under the authority of sub-
section (a), and the earnings and proceeds thereof, shall be depos-
ited. The assets of such fund shall be disbursed upon the order of 
the Director for the purposes specified in subsection (a) or (b). 

(d) For purposes of Federal income, estate, and gift taxes, gifts 
accepted by the Director under subsection (a) shall be considered 
to be to or for the use of the United States. 

(e) For the purposes of this section, the term ‘‘gift’’ includes a be-
quest or devise. 

(f)(1) The Director may engage in fundraising in an official capac-
ity for the benefit of nonprofit organizations that provide support 
to surviving family members of deceased Agency employees or that 
otherwise provide support for the welfare, education, or recreation 
of Agency employees, former Agency employees, or their family 
members. 

(2) In this subsection, the term ‘‘fundraising’’ means the raising 
of funds through the active participation in the promotion, produc-
tion, or presentation of an event designed to raise funds and does 
not include the direct solicitation of money by any other means. 

(3) Not later than the date that is 7 days after the date the Di-
rector engages in fundraising authorized by this subsection or at 
the time the decision is made to participate in such fundraising, 
the Director shall notify the Select Committee on Intelligence of 
the Senate and the Permanent Select Committee on Intelligence of 
the House of Representatives of the fundraising. 

(g) The Director, in consultation with the Director of the Office 
of Government Ethics, shall issue regulations to carry out the au-
thority provided in this section. Such regulations shall ensure that 
such authority is exercised consistent with all relevant ethical con-
straints and principles, including— 

(1) the avoidance of any prohibited conflict of interest or ap-
pearance of impropriety; and 

(2) a prohibition against the acceptance of a gift from a for-
eign government or an agent of a foreign government. 

* * * * * * * 
SEC. 17. INSPECTOR GENERAL FOR THE AGENCY. 

(a) PURPOSE; ESTABLISHMENT.—In order to— 
(1) create an objective and effective office, appropriately ac-

countable to Congress, to initiate and conduct independently 
inspections, investigations, and audits relating to programs 
and operations of the Agency; 

(2) provide leadership and recommend policies designed to 
promote economy, efficiency, and effectiveness in the adminis-
tration of such programs and operations, and detect fraud and 
abuse in such programs and operations; 

(3) provide a means for keeping the Director fully and cur-
rently informed about problems and deficiencies relating to the 
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administration of such programs and operations, and the ne-
cessity for and the progress of corrective actions; and 

(4) in the manner prescribed by this section, ensure that the 
Senate Select Committee on Intelligence and the House Perma-
nent Select Committee on Intelligence (hereafter in this section 
referred to collectively as the ‘‘intelligence committees’’) are 
kept similarly informed of significant problems and deficiencies 
as well as the necessity for and the progress of corrective ac-
tions, 

there is hereby established in the Agency an Office of Inspector 
General (hereafter in this section referred to as the ‘‘Office’’). 

(b) APPOINTMENT; SUPERVISION; REMOVAL.—(1) There shall be at 
the head of the Office an Inspector General who shall be appointed 
by the President, by and with the advice and consent of the Senate. 
This appointment shall be made without regard to political affili-
ation and shall be on the basis of integrity and demonstrated abil-
ity in accounting, auditing, financial analysis, law, management 
analysis, public administration, or investigation. Such appointment 
shall also be made on the basis of compliance with the security 
standards of the Agency and prior experience in the field of foreign 
intelligence. 

(2) The Inspector General shall report directly to and be under 
the general supervision of the Director. 

(3) The Director may prohibit the Inspector General from initi-
ating, carrying out, or completing any audit, inspection, or inves-
tigation if the Director determines that such prohibition is nec-
essary to protect vital national security interests of the United 
States. 

(4) If the Director exercises any power under paragraph (3), he 
shall submit an appropriately classified statement of the reasons 
for the exercise of such power within seven days to the intelligence 
committees. The Director shall advise the Inspector General at the 
time such report is submitted, and, to the extent consistent with 
the protection of intelligence sources and methods, provide the In-
spector General with a copy of any such report. In such cases, the 
Inspector General may submit such comments to the intelligence 
committees that he considers appropriate. 

(5) In accordance with section 535 of title 28, United States Code, 
the Inspector General shall report to the Attorney General any in-
formation, allegation, or complaint received by the Inspector Gen-
eral relating to violations of Federal criminal law that involve a 
program or operation of the Agency, consistent with such guide-
lines as may be issued by the Attorney General pursuant to sub-
section (b)(2) of such section. A copy of all such reports shall be fur-
nished to the Director. 

(6)(A) The Inspector General may be removed from office only by 
the President. The President shall communicate in writing to the 
intelligence committees the substantive rationale, including de-
tailed and case-specific reasons, for any such removal not later 
than 30 days prior to the effective date of such removal. Nothing 
in this paragraph shall be construed to prohibit a personnel action 
otherwise authorized by law, other than transfer or removal. 

(B) If there is an open or completed inquiry into the Inspec-
tor General that relates to the removal or transfer of the In-
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spector General under subparagraph (A), the written commu-
nication required under that subparagraph shall— 

(i) identify each entity that is conducting, or that con-
ducted, the inquiry; and 

(ii) in the case of a completed inquiry, contain the find-
ings made during the inquiry. 

(7)(A) Subject to the other provisions of this paragraph, only 
the President may place the Inspector General on nonduty sta-
tus. 

(B) If the President places the Inspector General on nonduty 
status, the President shall communicate in writing the sub-
stantive rationale, including detailed and case-specific reasons, 
for the change in status to the congressional intelligence com-
mittees not later than 15 days before the date on which the 
change in status takes effect, except that the President may 
submit that communication not later than the date on which 
the change in status takes effect if— 

(i) the President has made a determination that the con-
tinued presence of the Inspector General in the workplace 
poses a threat described in any of clauses (i) through (iv) 
of section 6329b(b)(2)(A) of title 5, United States Code; and 

(ii) in the communication, the President includes a re-
port on the determination described in clause (i), which 
shall include— 

(I) a specification of which clause of section 
6329b(b)(2)(A) of title 5, United States Code, the Presi-
dent has determined applies under clause (i); 

(II) the substantive rationale, including detailed and 
case-specific reasons, for the determination made 
under clause (i); 

(III) an identification of each entity that is con-
ducting, or that conducted, any inquiry upon which 
the determination under clause (i) was made; and 

(IV) in the case of an inquiry described in subclause 
(III) that is completed, the findings made during that 
inquiry. 

(C) The President may not place the Inspector General on 
non-duty status during the 30-day period preceding the date on 
which the Inspector General is removed or transferred under 
paragraph (6)(A) unless the President— 

(i) has made a determination that the continued pres-
ence of the Inspector General in the workplace poses a 
threat described in any of clauses (i) through (iv) of section 
6329b(b)(2)(A) of title 5, United States Code; and 

(ii) not later than the date on which the change in status 
takes effect, submits to the congressional intelligence com-
mittees a written communication that contains the infor-
mation required under subparagraph (B), including the re-
port required under clause (ii) of that subparagraph. 

(8)(A) In this subsection, the term ‘‘first assistant to the posi-
tion of Inspector General’’ has the meaning given in section 3 
of the Inspector General Act of 1978 (5 U.S.C. App.). 

(B) If the Inspector General dies, resigns, or is otherwise un-
able to perform the functions and duties of the position— 
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(i) section 3345(a) of title 5, United States Code shall not 
apply; 

(ii) subject to subparagraph (D), the first assistant to the 
position of Inspector General shall perform the functions 
and duties of the Inspector General temporarily in an act-
ing capacity subject to the time limitations of section 3346 
of title 5, United States Code; and 

(iii) notwithstanding clause (ii), and subject to subpara-
graphs (D) and (E), the President (and only the President) 
may direct an officer or employee of any Office of an In-
spector General to perform the functions and duties of the 
Inspector General temporarily in an acting capacity sub-
ject to the time limitations of section 3346 of title 5, 
United States Code, only if— 

(I) during the 365-day period preceding the date of 
death, resignation, or beginning of inability to serve of 
the Inspector General, the officer or employee served 
in a position in an Office of an Inspector General for 
not less than 90 days, except that— 

(aa) the requirement under this subclause shall 
not apply if the officer is an Inspector General; 
and 

(bb) for the purposes of this clause, performing 
the functions and duties of an Inspector General 
temporarily in an acting capacity does not qualify 
as service in a position in an Office of an Inspector 
General; 

(II) the rate of pay for the position of the officer or 
employee described in subclause (I) is equal to or 
greater than the minimum rate of pay payable for a 
position at GS–15 of the General Schedule; 

(III) the officer or employee has demonstrated abil-
ity in accounting, auditing, financial analysis, law, 
management analysis, public administration, or inves-
tigations; and 

(IV) not later than 30 days before the date on which 
the direction takes effect, the President communicates 
in writing to the congressional intelligence committees 
the substantive rationale, including the detailed and 
case-specific reasons, for such direction, including the 
reason for the direction that someone other than the 
individual who is performing the functions and duties 
of the Inspector General temporarily in an acting ca-
pacity (as of the date on which the President issues 
that direction) perform those functions and duties 
temporarily in an acting capacity. 

(C) Notwithstanding section 3345(a) of title 5, United States 
Code and clauses (ii) and (iii) of subparagraph (B), and subject 
to subparagraph (D), during any period in which the Inspector 
General is on nonduty status— 

(i) the first assistant to the position of Inspector General 
shall perform the functions and duties of the position tem-
porarily in an acting capacity subject to the time limita-
tions of section 3346 of title 5, United States Code; and 
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(ii) if the first assistant described in clause (i) dies, re-
signs, or becomes otherwise unable to perform those func-
tions and duties, the President (and only the President) 
may direct an officer or employee in the Office of Inspector 
General to perform those functions and duties temporarily 
in an acting capacity, subject to the time limitations of sec-
tion 3346 of title 5, United States Code, if— 

(I) that direction satisfies the requirements under 
subclauses (II), (III), and (IV) of subparagraph (B)(iii); 
and 

(II) that officer or employee served in a position in 
that Office of Inspector General for not fewer than 90 
of the 365 days preceding the date on which the Presi-
dent makes that direction. 

(D) An individual may perform the functions and duties of 
the Inspector General temporarily and in an acting capacity 
under clause (ii) or (iii) of subparagraph (B), or under subpara-
graph (C), with respect to only 1 Inspector General position at 
any given time. 

(E) If the President makes a direction under subparagraph 
(B)(iii), during the 30-day period preceding the date on which 
the direction of the President takes effect, the functions and 
duties of the position of the Inspector General shall be per-
formed by— 

(i) the first assistant to the position of Inspector General; 
or 

(ii) the individual performing those functions and duties 
temporarily in an acting capacity, as of the date on which 
the President issues that direction, if that individual is an 
individual other than the first assistant to the position of 
Inspector General. 

(c) DUTIES AND RESPONSIBILITIES.—It shall be the duty and re-
sponsibility of the Inspector General appointed under this section— 

(1) to provide policy direction for, and to plan, conduct, su-
pervise, and coordinate independently, the inspections, inves-
tigations, and audits relating to the programs and operations 
of the Agency to ensure they are conducted efficiently and in 
accordance with applicable law and regulations; 

(2) to keep the Director fully and currently informed con-
cerning violations of law and regulations, fraud and other seri-
ous problems, abuses and deficiencies that may occur in such 
programs and operations, and to report the progress made in 
implementing corrective action; 

(3) to take due regard for the protection of intelligence 
sources and methods in the preparation of all reports issued by 
the Office, and, to the extent consistent with the purpose and 
objective of such reports, take such measures as may be appro-
priate to minimize the disclosure of intelligence sources and 
methods described in such reports; and 

(4) in the execution of his responsibilities, to comply with 
generally accepted government auditing standards. 

(d) SEMIANNUAL REPORTS; IMMEDIATE REPORTS OF SERIOUS OR 
FLAGRANT PROBLEMS; REPORTS OF FUNCTIONAL PROBLEMS; RE-
PORTS TO CONGRESS ON URGENT CONCERNS.—(1) The Inspector 
General shall, not later than October 31 and April 30 of each year, 
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prepare and submit to the Director a classified semiannual report 
summarizing the activities of the Office during the immediately 
preceding six-month periods ending September 30 and March 31, 
respectively. Not later than 30 days after the date of the receipt of 
such reports, the Director shall transmit such reports to the intel-
ligence committees with any comments he may deem appropriate. 
Such reports shall, at a minimum, include a list of the title or sub-
ject of each inspection, investigation, review, or audit conducted 
during the reporting period and— 

(A) a description of significant problems, abuses, and defi-
ciencies relating to the administration of programs and oper-
ations of the Agency identified by the Office during the report-
ing period; 

(B) a description of the recommendations for corrective ac-
tion made by the Office during the reporting period with re-
spect to significant problems, abuses, or deficiencies identified 
in subparagraph (A); 

(C) a statement of whether corrective action has been com-
pleted on each significant recommendation described in pre-
vious semiannual reports, and, in a case where corrective ac-
tion has been completed, a description of such corrective action; 

(D) a certification that the Inspector General has had full 
and direct access to all information relevant to the perform-
ance of his functions; 

(E) a description of the exercise of the subpoena authority 
under subsection (e)(5) by the Inspector General during the re-
porting period; and 

(F) such recommendations as the Inspector General may 
wish to make concerning legislation to promote economy and 
efficiency in the administration of programs and operations un-
dertaken by the Agency, and to detect and eliminate fraud and 
abuse in such programs and operations. 

(2) The Inspector General shall report immediately to the Direc-
tor whenever he becomes aware of particularly serious or flagrant 
problems, abuses, or deficiencies relating to the administration of 
programs or operations. The Director shall transmit such report to 
the intelligence committees within seven calendar days, together 
with any comments he considers appropriate. 

(3) In the event that— 
(A) the Inspector General is unable to resolve any differences 

with the Director affecting the execution of the Inspector Gen-
eral’s duties or responsibilities; 

(B) an investigation, inspection, or audit carried out by the 
Inspector General should focus on any current or former Agen-
cy official who— 

(i) holds or held a position in the Agency that is subject 
to appointment by the President, by and with the advice 
and consent of the Senate, including such a position held 
on an acting basis; or 

(ii) holds or held the position in the Agency, including 
such a position held on an acting basis, of— 

(I) Deputy Director; 
(II) Associate Deputy Director; 
(III) Director of the National Clandestine Service; 
(IV) Director of Intelligence; 

VerDate Sep 11 2014 04:27 Aug 19, 2023 Jkt 039006 PO 00000 Frm 00167 Fmt 6659 Sfmt 6602 E:\HR\OC\HR162.XXX HR162S
S

pe
nc

er
 o

n 
D

S
K

12
6Q

N
23

P
R

O
D

 w
ith

 R
E

P
O

R
T

S



168 

(V) Director of Support; or 
(VI) Director of Science and Technology. 

(C) a matter requires a report by the Inspector General to 
the Department of Justice on possible criminal conduct by a 
current or former Agency official described or referred to in 
subparagraph (B); 

(D) the Inspector General receives notice from the Depart-
ment of Justice declining or approving prosecution of possible 
criminal conduct of any of the officials described in subpara-
graph (B); or 

(E) the Inspector General, after exhausting all possible alter-
natives, is unable to obtain significant documentary informa-
tion in the course of an investigation, inspection, or audit, 

the Inspector General shall immediately notify and submit a report 
on such matter to the intelligence committees. 

(4) Pursuant to Title V of the National Security Act of 1947, the 
Director shall submit to the intelligence committees any report or 
findings and recommendations of an inspection, investigation, or 
audit conducted by the office which has been requested by the 
Chairman or Ranking Minority Member of either committee. 

(5)(A) An employee of the Agency, or of a contractor to the Agen-
cy, who intends to report to Congress a complaint or information 
with respect to an urgent concern may report such complaint or in-
formation to the Inspector General. 

(B)(i) Not later than the end of the 14-calendar day period begin-
ning on the date of receipt from an employee of a complaint or in-
formation under subparagraph (A), the Inspector General shall de-
termine whether the complaint or information appears credible. 
Upon making such a determination, the Inspector General shall 
transmit to the Director notice of that determination, together with 
the complaint or information. 

(ii) If the Director determines that a complaint or information 
transmitted under paragraph (1) would create a conflict of interest 
for the Director, the Director shall return the complaint or informa-
tion to the Inspector General with that determination and the In-
spector General shall make the transmission to the Director of Na-
tional Intelligence. In such a case, the requirements of this sub-
section for the Director of the Central Intelligence Agency apply to 
the Director of National Intelligence. 

(C) Upon receipt of a transmittal from the Inspector General 
under subparagraph (B), the Director shall, within 7 calendar days 
of such receipt, forward such transmittal to the intelligence com-
mittees, together with any comments the Director considers appro-
priate. 

(D)(i) If the Inspector General does not find credible under sub-
paragraph (B) a complaint or information submitted under sub-
paragraph (A), or does not transmit the complaint or information 
to the Director in accurate form under subparagraph (B), the em-
ployee (subject to clause (ii)) may submit the complaint or informa-
tion to Congress by contacting either or both of the intelligence 
committees directly. 

(ii) The employee may contact the intelligence committees di-
rectly as described in clause (i) only if the employee— 

(I) before making such a contact, furnishes to the Director, 
through the Inspector General, a statement of the employee’s 
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complaint or information and notice of the employee’s intent to 
contact the intelligence committees directly; and 

(II) obtains and follows from the Director, through the In-
spector General, direction on how to contact the intelligence 
committees in accordance with appropriate security practices. 

(iii) A member or employee of one of the intelligence committees 
who receives a complaint or information under clause (i) does so in 
that member or employee’s official capacity as a member or em-
ployee of that committee. 

(E) The Inspector General shall notify an employee who reports 
a complaint or information to the Inspector General under this 
paragraph of each action taken under this paragraph with respect 
to the complaint or information. Such notice shall be provided not 
later than 3 days after any such action is taken. 

(F) An action taken by the Director or the Inspector General 
under this paragraph shall not be subject to judicial review. 

(G)(i) In this paragraph: 
(I) The term ‘‘urgent concern’’ means any of the following: 

(aa) A serious or flagrant problem, abuse, violation of 
law or Executive order, or deficiency relating to the fund-
ing, administration, or operations of an intelligence activ-
ity of the Federal Government that is— 

(AA) a matter of national security; and 
(BB) not a difference of opinion concerning public 

policy matters. 
(bb) A false statement to Congress, or a willful with-

holding from Congress, on an issue of material fact relat-
ing to the funding, administration, or operation of an intel-
ligence activity. 

(cc) An action, including a personnel action described in 
section 2302(a)(2)(A) of title 5, United States Code, consti-
tuting reprisal or threat of reprisal prohibited under sub-
section (e)(3)(B) in response to an employee’s reporting an 
urgent concern in accordance with this paragraph. 

(II) The term ‘‘intelligence committees’’ means the Perma-
nent Select Committee on Intelligence of the House of Rep-
resentatives and the Select Committee on Intelligence of the 
Senate. 

(ii) Within the executive branch, the Inspector General shall 
have sole authority to determine whether any complaint or infor-
mation reported to the Inspector General is a matter of urgent con-
cern under this paragraph. 

(H) An individual who has submitted a complaint or information 
to the Inspector General under this section may notify any member 
of the Permanent Select Committee on Intelligence of the House of 
Representatives or the Select Committee on Intelligence of the Sen-
ate, or a staff member of either such Committee, of the fact that 
such individual has made a submission to the Inspector General, 
and of the date on which such submission was made. 

(e) AUTHORITIES OF THE INSPECTOR GENERAL.—(1) The Inspector 
General shall have direct and prompt access to the Director when 
necessary for any purpose pertaining to the performance of his du-
ties. 

(2) The Inspector General shall have access to any employee or 
any employee of a contractor of the Agency whose testimony is 
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needed for the performance of his duties. In addition, he shall have 
direct access to all records, reports, audits, reviews, documents, pa-
pers, recommendations, or other material which relate to the pro-
grams and operations with respect to which the Inspector General 
has responsibilities under this section. Failure on the part of any 
employee or contractor to cooperate with the Inspector General 
shall be grounds for appropriate administrative actions by the Di-
rector, to include loss of employment or the termination of an exist-
ing contractual relationship. 

(3) The Inspector General is authorized to receive and investigate 
complaints or information from any person concerning the exist-
ence of an activity constituting a violation of laws, rules, or regula-
tions, or mismanagement, gross waste of funds, abuse of authority, 
or a substantial and specific danger to the public health and safety. 
Once such complaint or information has been received from an em-
ployee of the Agency— 

(A) the Inspector General shall not disclose the identity of 
the employee without the consent of the employee, unless the 
Inspector General determines that such disclosure is unavoid-
able during the course of the investigation or the disclosure is 
made to an official of the Department of Justice responsible for 
determining whether a prosecution should be undertaken; and 

(B) no action constituting a reprisal, or threat of reprisal, for 
making such complaint or providing such information may be 
taken by any employee of the Agency in a position to take such 
actions, unless the complaint was made or the information was 
disclosed with the knowledge that it was false or with willful 
disregard for its truth or falsity. 

(4) The Inspector General shall have authority to administer to 
or take from any person an oath, affirmation, or affidavit, when-
ever necessary in the performance of his duties, øwhich oath affir-
mation, or affidavit¿ which oath, affirmation, or affidavit when ad-
ministered or taken by or before an employee of the Office des-
ignated by the Inspector General shall have the same force and ef-
fect as if administered or taken by or before an officer having a 
seal. 

(5)(A) Except as provided in subparagraph (B), the Inspector 
General is authorized to require by subpoena the production of all 
information, documents, reports, answers, records, accounts, pa-
pers, and other data in any medium (including electronically stored 
information or any tangible thing) and documentary evidence nec-
essary in the performance of the duties and responsibilities of the 
Inspector General. 

(B) In the case of Government agencies, the Inspector General 
shall obtain information, documents, reports, answers, records, ac-
counts, papers, and other data and evidence for the purpose speci-
fied in subparagraph (A) using procedures other than by sub-
poenas. 

(C) The Inspector General may not issue a subpoena for or on be-
half of any other element or component of the Agency. 

(D) In the case of contumacy or refusal to obey a subpoena issued 
under this paragraph, the subpoena shall be enforceable by order 
of any appropriate district court of the United States. 

(6) The Inspector General shall be provided with appropriate and 
adequate office space at central and field office locations, together 
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with such equipment, office supplies, maintenance services, and 
communications facilities and services as may be necessary for the 
operation of such offices. 

(7)(A) Subject to applicable law and the policies of the Director, 
the Inspector General shall select, appoint and employ such officers 
and employees as may be necessary to carry out his functions. In 
making such selections, the Inspector General shall ensure that 
such officers and employees have the requisite training and experi-
ence to enable him to carry out his duties effectively. In this re-
gard, the Inspector General shall create within his organization a 
career cadre of sufficient size to provide appropriate continuity and 
objectivity needed for the effective performance of his duties. 

(B) Consistent with budgetary and personnel resources allocated 
by the Director, the Inspector General has final approval of— 

(i) the selection of internal and external candidates for em-
ployment with the Office of Inspector General; and 

(ii) all other personnel decisions concerning personnel perma-
nently assigned to the Office of Inspector General, including 
selection and appointment to the Senior Intelligence Service, 
but excluding all security-based determinations that are not 
within the authority of a head of other Central Intelligence 
Agency offices. 

(C)(i) The Inspector General may designate an officer or em-
ployee appointed in accordance with subparagraph (A) as a law en-
forcement officer solely for purposes of subchapter III of chapter 83 
or chapter 84 of title 5, United States Code, if such officer or em-
ployee is appointed to a position with responsibility for inves-
tigating suspected offenses against the criminal laws of the United 
States. 

(ii) In carrying out clause (i), the Inspector General shall ensure 
that any authority under such clause is exercised in a manner con-
sistent with section 3307 of title 5, United States Code, as it relates 
to law enforcement officers. 

(iii) For purposes of applying sections 3307(d), 8335(b), and 
8425(b) of title 5, United States Code, the Inspector General may 
exercise the functions, powers, and duties of an agency head or ap-
pointing authority with respect to the Office. 

(8)(A) The Inspector General shall— 
(i) appoint a Counsel to the Inspector General who shall re-

port to the Inspector General; or 
(ii) obtain the services of a counsel appointed by and directly 

reporting to another Inspector General or the Council of the In-
spectors General on Integrity and Efficiency on a reimbursable 
basis. 

(B) The counsel appointed or obtained under subparagraph (A) 
shall perform such functions as the Inspector General may pre-
scribe. 

(9)(A) The Inspector General may request such information or as-
sistance as may be necessary for carrying out the duties and re-
sponsibilities of the Inspector General provided by this section from 
any Federal, State, or local governmental agency or unit thereof. 

(B) Upon request of the Inspector General for information or as-
sistance from a department or agency of the Federal Government, 
the head of the department or agency involved, insofar as prac-
ticable and not in contravention of any existing statutory restric-
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tion or regulation of such department or agency, shall furnish to 
the Inspector General, or to an authorized designee, such informa-
tion or assistance. 

(C) Nothing in this paragraph may be construed to provide any 
new authority to the Central Intelligence Agency to conduct intel-
ligence activity in the United States. 

(D) In this paragraph, the term ‘‘State’’ means each of the several 
States, the District of Columbia, the Commonwealth of Puerto Rico, 
the Commonwealth of the Northern Mariana Islands, and any ter-
ritory or possession of the United States. 

(f) SEPARATE BUDGET ACCOUNT.—(1) Beginning with fiscal year 
1991, and in accordance with procedures to be issued by the Direc-
tor of National Intelligence in consultation with the intelligence 
committees, the Director of National Intelligence shall include in 
the National Intelligence Program budget a separate account for 
the Office of Inspector General established pursuant to this section. 

(2) For each fiscal year, the Inspector General shall transmit a 
budget estimate and request through the Director to the Director 
of National Intelligence that specifies for such fiscal year— 

(A) the aggregate amount requested for the operations of the 
Inspector General; 

(B) the amount requested for all training requirements of the 
Inspector General, including a certification from the Inspector 
General that the amount requested is sufficient to fund all 
training requirements for the Office; and 

(C) the amount requested to support the Council of the In-
spectors General on Integrity and Efficiency, including a jus-
tification for such amount. 

(3) In transmitting a proposed budget to the President for a fiscal 
year, the Director of National Intelligence shall include for such fis-
cal year— 

(A) the aggregate amount requested for the Inspector Gen-
eral of the Central Intelligence Agency; 

(B) the amount requested for Inspector General training; 
(C) the amount requested to support the Council of the In-

spectors General on Integrity and Efficiency; and 
(D) the comments of the Inspector General, if any, with re-

spect to such proposed budget. 
(4) The Director of National Intelligence shall submit to the Com-

mittee on Appropriations and the Select Committee on Intelligence 
of the Senate and the Committee on Appropriations and the Per-
manent Select Committee on Intelligence of the House of Rep-
resentatives for each fiscal year— 

(A) a separate statement of the budget estimate transmitted 
pursuant to paragraph (2); 

(B) the amount requested by the Director of National Intel-
ligence for the Inspector General pursuant to paragraph (3)(A); 

(C) the amount requested by the Director of National Intel-
ligence for training of personnel of the Office of the Inspector 
General pursuant to paragraph (3)(B); 

(D) the amount requested by the Director of National Intel-
ligence for support for the Council of the Inspectors General on 
Integrity and Efficiency pursuant to paragraph (3)(C); and 

(E) the comments of the Inspector General under paragraph 
(3)(D), if any, on the amounts requested pursuant to paragraph 
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(3), including whether such amounts would substantially in-
hibit the Inspector General from performing the duties of the 
Office. 

(g) TRANSFER.—There shall be transferred to the Office the office 
of the Agency referred to as the ‘‘Office of Inspector General.’’ The 
personnel, assets, liabilities, contracts, property, records, and unex-
pended balances of appropriations, authorizations, allocations, and 
other funds employed, held, used, arising from, or available to such 
‘‘Office of Inspector General’’ are hereby transferred to the Office 
established pursuant to this section. 

(h) INFORMATION ON WEBSITE.—(1) The Director of the Central 
Intelligence Agency shall establish and maintain on the homepage 
of the Agency’s publicly accessible website information relating to 
the Office of the Inspector General including methods to contact 
the Inspector General. 

(2) The information referred to in paragraph (1) shall be obvious 
and facilitate accessibility to the information related to the Office 
of the Inspector General. 

(i) QUARTERLY EMPLOYEE ENGAGEMENT SUMMARIES.—(1) Not 
later than 30 days after the last day of each fiscal quarter, the In-
spector General shall provide to the appropriate congressional com-
mittees a summary of the engagement of Agency employees with the 
Inspector General during that quarter. 

(2) Each summary required under paragraph (1) shall include 
each of the following for the quarter covered by the summary: 

(A) The total number of reports filed with the Inspector Gen-
eral by Agency employees. 

(B) An identification of the nature of the allegation made in 
each such report, such as— 

(i) fraud, waste, and abuse; 
(ii) harassment or other personnel issues; 
(iii) questionable intelligence activities; or 
(iv) threats to health and safety. 

(C) For each such report— 
(i) whether an investigation was initiated because of the 

report; 
(ii) for any such investigation, whether the status of the 

investigation is initiated, in progress, or complete; and 
(iii) for any completed investigation, whether the allega-

tion made in the report was found to be substantiated or 
unsubstantiated, and whether any recommendations or 
criminal referrals were made as a result. 

(D) A copy of any audit, assessment, inspection, or other final 
report completed by the Inspector General during the quarter 
covered by the summary. 

(3) In this subsection, the term ‘‘appropriate congressional com-
mittees’’ means— 

(A) the Permanent Select Committee on Intelligence and the 
Subcommittee on Defense of the Committee on Appropriations of 
the House of Representatives; and 

(B) the Select Committee on Intelligence and the Sub-
committee on Defense of the Committee on Appropriations of the 
Senate. 

* * * * * * * 
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SPECIAL RULES FOR DISABILITY RETIREMENT AND DEATH-IN-SERVICE 
BENEFITS WITH RESPECT TO CERTAIN EMPLOYEES 

SEC. 19. (a) OFFICERS AND EMPLOYEES TO WHOM CIARDS SEC-
TION 231 RULES APPLY.—Notwithstanding any other provision of 
law, an officer or employee of the Central Intelligence Agency sub-
ject to retirement system coverage under subchapter III of chapter 
83 of title 5, United States Code, who— 

(1) has five years of civilian service credit toward retirement 
under such subchapter III of chapter 83, title 5, United States 
Code; 

(2) has not been designated under section 203 of the Central 
Intelligence Agency Retirement Act (50 U.S.C. 403 note)ø, as 
a participant¿ as a participant in the Central Intelligence 
Agency Retirement and Disability System; 

(3) has become disabled during a period of assignment to the 
performance of duties that are qualifying toward such designa-
tion under such section 203; and 

(4) satisfies the requirements for disability retirement under 
section 8337 of title 5, United States Code— 

shall, upon his own application or upon order of the Director, be 
retired on an annuity computed in accordance with the rules pre-
scribed in section 231 of such Act, in lieu of an annuity computed 
as provided by section 8337 of title 5, United States Code. 

(b) SURVIVORS OF OFFICERS AND EMPLOYEES TO WHOM CIARDS 
SECTION 232 RULES APPLY.—Notwithstanding any other provision 
of law, in the case of an officer or employee of the Central Intel-
ligence Agency subject to retirement system coverage under sub-
chapter III of chapter 83, title 5, United States Code, who— 

(1) has at least eighteen months of civilian service credit to-
ward retirement under such subchapter III of chapter 83, title 
5, United States Code; 

(2) has not been designated under section 203 of the Central 
Intelligence Agency Retirement Act (50 U.S.C. 2013), as a par-
ticipant in the Central Intelligence Agency Retirement and 
Disability System; 

(3) prior to separation or retirement from the Agency, dies 
during a period of assignment to the performance of duties 
that are qualifying toward such designation under such section 
203; and 

(4) is survived by a widow or widower, former spouse, and/ 
or a child or children as defined in section 204 and section 232 
of the Central Intelligence Agency Retirement Act of 1964 for 
Certain Employees, who would otherwise be entitled to an an-
nuity under section 8341 of title 5, United States Code— 

such surviving spouse, former spouse, or child of such officer or em-
ployee shall be entitled to an annuity computed in accordance with 
section 232 of such Act, in lieu of an annuity computed in accord-
ance with section 8341 of title 5, United States Code. 

(c) ANNUITIES UNDER THIS SECTION DEEMED ANNUITIES UNDER 
CSRS.—The annuities provided under subsections (a) and (b) of 
this section shall be deemed to be annuities under chapter 83 of 
title 5, United States Code, for purposes of the other provisions of 
such chapter and other laws (including the Internal Revenue Code 
of 1986) relating to such annuities, and shall be payable from the 
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Central Intelligence Agency Retirement and Disability Fund main-
tained pursuant to section 202 of the Central Intelligence Agency 
Retirement Act. 
SEC. 19A. SPECIAL RULES FOR CERTAIN INDIVIDUALS INJURED BY 

REASON OF WAR, INSURGENCY, HOSTILE ACT, TERRORIST 
ACTIVITIES, OR INCIDENTS DESIGNATED BY THE DIREC-
TOR. 

(a) DEFINITIONS.—In this section: 
(1) COVERED DEPENDENT.—The term ‘‘covered dependent’’ 

means a family member (as defined by the Director) of a cov-
ered employee who, on or after September 11, 2001— 

(A) accompanies the covered employee to an assigned 
duty station in a foreign country; and 

(B) becomes injured by reason of a qualifying injury. 
(2) COVERED EMPLOYEE.—The term ‘‘covered employee’’ 

means an officer or employee of the Central Intelligence Agen-
cy who, on or after September 11, 2001, becomes injured by 
reason of a qualifying injury. 

(3) COVERED INDIVIDUAL.—The term ‘‘covered individual’’ 
means an individual who— 

(A)(i) is detailed to the Central Intelligence Agency from 
other agencies of the United States Government or from 
the Armed Forces; or 

(ii) is affiliated with the Central Intelligence Agency, as 
determined by the Director; and 

(B) who, on or after September 11, 2001, becomes in-
jured by reason of a qualifying injury. 

(4) QUALIFYING INJURY.—The term ‘‘qualifying injury’’ means 
the following: 

(A) With respect to a covered dependent, an injury in-
curred— 

(i) during a period in which the covered dependent 
is accompanying the covered employee to an assigned 
duty station in a foreign country; 

(ii) in connection with war, insurgency, hostile act, 
terrorist activity, or an incident designated for pur-
poses of this section by the Director; and 

(iii) that was not the result of the willful misconduct 
of the covered dependent. 

(B) With respect to a covered employee or a covered indi-
vidual— 

(i) an injury incurred— 
(I) during a period of assignment to a duty sta-

tion in a foreign country; 
(II) in connection with war, insurgency, hostile 

act, or terrorist activity; and 
(III) that was not the result of the willful mis-

conduct of the covered employee or the covered in-
dividual; or 

(ii) an injury incurred— 
(I) in connection with an incident designated for 

purposes of this section by the Director; and 
(II) that was not the result of the willful mis-

conduct of the covered employee or the covered in-
dividual. 
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(b) ADJUSTMENT OF COMPENSATION FOR TOTAL DISABILITY RE-
SULTING FROM CERTAIN INJURIES.— 

(1) INCREASE.—The Director may increase the amount of 
monthly compensation paid to a covered employee under sec-
tion 8105 of title 5, United States Code. Subject to paragraph 
(2), the Director may determine the amount of each such in-
crease by taking into account— 

(A) the severity of the qualifying injury; 
(B) the circumstances by which the covered employee be-

came injured; and 
(C) the seniority of the covered employee. 

(2) MAXIMUM.—Notwithstanding chapter 81 of title 5, United 
States Code, the total amount of monthly compensation in-
creased under paragraph (1) may not exceed the monthly pay 
of the maximum rate of basic pay for GS–15 of the General 
Schedule under section 5332 of such title. 

(c) COSTS FOR TREATING QUALIFYING INJURIES.—The Director 
may pay the costs of treating a qualifying injury of a covered em-
ployee, a covered individual, or a covered dependent, or may reim-
burse a covered employee, a covered individual, or a covered de-
pendent for such costs, that are not otherwise covered by chapter 
81 of title 5, United States Code, or other provision of Federal law. 

(d) AUTHORITY TO MAKE PAYMENTS FOR QUALIFYING INJURIES TO 
THE BRAIN.— 

(1) DEFINITIONS.—In this subsection: 
(A) COVERED DEPENDENT.—The term ‘‘covered depend-

ent’’ has the meaning given such term in subsection (a), 
except that the assigned duty station need not be in a for-
eign country. 

(B) QUALIFYING INJURY.—The term ‘‘qualifying injury’’ 
has the meaning given such term in subsection (a), except 
that the assigned duty station need not be in a foreign 
country. 

(2) AUTHORITY.—Notwithstanding any other provision of law 
but subject to paragraph (3), the Director may provide pay-
ment to a covered dependent, a covered employee, and a cov-
ered individual for a qualifying injury to the brain. 

ø(3) LIMITATIONS.— 
ø(A) APPROPRIATIONS REQUIRED.—Payment under para-

graph (2) in a fiscal year may only be made using amounts 
appropriated in advance specifically for payments under 
such paragraph in such fiscal year. 

ø(B) MATTER OF PAYMENTS.—Payments under paragraph 
(2) using amounts appropriated for such purpose shall be 
made on a first come, first serve, or pro rata basis. 

ø(C) AMOUNTS OF PAYMENTS.—The total amount of fund-
ing obligated for payments under paragraph (2) may not 
exceed the amount specifically appropriated for providing 
payments under such paragraph during its period of avail-
ability.¿ 

(3) FUNDING.— 
(A) IN GENERAL.—Payment under paragraph (2) in a fis-

cal year may be made using any amounts— 
(i) appropriated in advance specifically for payments 

under such paragraph; or 
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(ii) reprogrammed in accordance with section 504 of 
the National Security Act of 1947 (50 U.S.C. 3094). 

(B) BUDGET.—For each fiscal year, the Director shall in-
clude with the budget justification materials submitted to 
Congress in support of the budget of the President for that 
fiscal year pursuant to section 1105(a) of title 31, United 
States Code, an estimate of the amounts required in that 
fiscal year to make payments under paragraph (2). 

(4) REGULATIONS.— 
(A) IN GENERAL.—The Director shall prescribe regula-

tions to carry out this subsection. 
(B) ELEMENTS.—The regulations prescribed under sub-

paragraph (A) shall include regulations detailing fair and 
equitable criteria for payment under paragraph (2). 

(5) NO EFFECT ON OTHER BENEFITS.—Payments made under 
paragraph (2) are supplemental to any other benefit furnished 
by the United States Government for which a covered depend-
ent, covered employee, or covered individual is entitled, and 
the receipt of such payments may not affect the eligibility of 
such a person to any other benefit furnished by the United 
States Government. 

* * * * * * * 
SEC. 30. SEX-RELATED OFFENSES AND SEXUAL HARASSMENT WITHIN 

THE AGENCY. 
(a) RESPONSIBILITIES OF DIRECTOR.—The Director shall carry out 

the following responsibilities: 
(1) Establishing professional and uniform training for em-

ployees assigned to working with all aspects of the response of 
the Agency to allegations of sex-related offenses and sexual har-
assment. 

(2) Developing and implementing policies and procedures to 
protect the confidentiality of employees who report sex-related 
offenses or sexual harassment and to mitigate negative effects 
on the reputation or career of such an employee as a result of 
such a report. 

(3) Developing and implementing documented standards 
for— 

(A) appropriate mitigation and protection measures for 
individuals who make allegations of a sex-related offense or 
sexual harassment to be put in place while an investigation 
proceeds; 

(B) appropriate employee consequences to be imposed as 
a result of an inquiry or investigation into a substantiated 
allegation of a sex-related offense or sexual harassment; 

(C) appropriate career path protection for all employees 
involved in an incident resulting in a reported allegation of 
a sex-related offense or sexual harassment while an inves-
tigation or review of the allegation is pending; and 

(D) mitigation measures to protect employees and mission 
execution while such allegations are being addressed. 

(4) Articulating and enforcing norms, expectations, practices, 
and policies, including with respect to employee promotions and 
assignments, that are published for the workforce and designed 
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to promote a healthy workplace culture that is inhospitable to 
sex-related offenses and sexual harassment. 

(5) Developing and issuing workforce messaging to inform 
Agency employees of policies, procedures, resources, and points 
of contact to obtain information related to, or to report, sex-re-
lated offenses or sexual harassment globally. 

(6) Developing and implementing sex-related offense and sex-
ual harassment training for all Agency employees that— 

(A) is designed to strengthen individual knowledge, 
skills, and capacity to prevent and respond to sex-related 
offenses and sexual harassment; 

(B) includes initial entry and accession programs, annual 
refresher training, and specialized leadership training; and 

(C) includes details of the definitions of sex-related of-
fense and sexual harassment, the distinction between such 
terms, and what does or does not constitute each. 

(7) Developing and implementing processes and procedures 
applicable to personnel involved in providing the training re-
ferred to in paragraph (6) that— 

(A) are designed to ensure seamless policy consistency 
and reporting mechanisms in all training environments; 
and 

(B) include requirements for in-person training that— 
(i) covers the reporting processes for sex-related of-

fenses and sexual harassment that are specific to train-
ing environments for students and trainers; and 

(ii) shall be provided at an appropriate time during 
the first 5 days of any extended or residential training 
course. 

(8) Developing and implementing, in consultation with the 
Victim Advocacy Specialists of the Federal Bureau of Investiga-
tion, appropriate training requirements, policies, and proce-
dures applicable to all employees whose professional respon-
sibilities include interaction with people making reports alleg-
ing sex-related offenses or sexual harassment. 

(9) Developing and implementing procedures under which 
current and former employees of the Agency are able to obtain 
documents and records, as appropriate and upon request, that 
are related to a report of an allegation of a sex-related offense 
or sexual harassment. 

(10) Developing and implementing procedures under which 
an employee who makes a restricted or unrestricted report con-
taining an allegation of a sex-related offense or sexual harass-
ment may transfer out of the current assignment or location of 
the employee, upon the request of the employee making the re-
port. Such procedures shall ensure that an employee who makes 
a restricted report maintains the privilege against disclosure, 
strict confidentiality, and with such employee maintaining full 
control over all decisions related to any further dissemination 
of the report. 

(11) Developing policies and procedures for the Office of the 
Victim and Whistleblower Counsel and the Special Victim In-
vestigator, as applicable, to facilitate outside engagement re-
quests of employees reporting allegations of sex-related offenses 
or sexual harassment. 
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(12) Coordinating the response of the Agency to allegations of 
sex-related offenses and sexual harassment. 

(b) BIANNUAL REPORT.—Not less frequently than once every 180 
days, the Director shall submit to the appropriate congressional 
committees a report on the activities of the Office of Equal Employ-
ment Opportunity and the Sexual Assault Prevention and Response 
Office during the period covered by the report. The Director shall 
personally review, approve, and submit each report under this sub-
section on a nondelegable basis. Each such report shall include— 

(1) for the period covered by the report— 
(A) the number of new allegations of sex-related offenses 

and sexual harassment reported to either such Office, 
disaggregated by restricted and unrestricted reports; 

(B) the number of employees seeking legal assistance or 
services from either such Office; 

(C) the number of new or ongoing cases in which either 
such Office has provided services; 

(D) a description of all training activities related to sex- 
related offenses and sexual harassment carried out Agency- 
wide, and the number of such trainings conducted; and 

(2) for the period beginning on the date of the enactment of 
the Intelligence Authorization Act for Fiscal Year 2024 and end-
ing on the last day of the period covered by the report— 

(A) the total number of allegations of sex-related offenses 
and sexual harassment; 

(B) the disposition of each report of such an allegation; 
(C) any corrective action taken in response to each such 

report; 
(D) the number of such allegations that were not substan-

tiated; and 
(E) the number of employee reassignment and relocation 

requests, including— 
(i) the number of such requests that were granted; 
(ii) the number of such requests that were denied; 

and 
(iii) for any such request that was denied, the posi-

tion of the individual who denied the request and the 
reason for denial. 

(c) APPLICABILITY.—The policies developed pursuant to this sec-
tion shall apply to each of the following: 

(1) Any employee of the Agency. 
(2) Any employee of an entity that has entered into a contract 

with the Agency under which the employee performs functions 
at a facility associated with the Agency or functions associated 
with the Agency. 

(3) Any person who alleges they were sexually assaulted or 
harassed by an employee referred to in paragraph (1) or (2) at 
a facility associated with the Agency or during the performance 
of a function associated with the Agency. 

SEC. 31. VICTIM AND WHISTLEBLOWER COUNSEL. 
(a) ESTABLISHMENT.—The Director shall establish an Office of the 

Victim and Whistleblower Counsel. The head of the Office shall be 
the Victim and Whistleblower Counsel who shall report directly to 
the Chief Operating Officer of the Agency. The Office shall have the 
authority of an independent office within the Agency. 
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(b) RESPONSIBILITIES.—The Victim and Whistleblower Counsel 
shall carry out the following responsibilities: 

(1) Providing legal assistance and consultation to employees 
of the Agency who are victims of alleged sex-related offenses or 
sexual harassment, regardless of whether the report of that of-
fense is restricted or unrestricted. 

(2) Acting as the primary point of contact and entry point for 
Agency employees with respect to all allegations of, or concerns 
regarding, sex-related offenses and sexual harassment. 

(3) Managing the victim advocacy activities of the Agency for 
employees reporting sex-related offenses or sexual harassment. 

(4) Maintaining, and making available to Agency employees 
the following: 

(A) A list of physicians and mental health care providers 
(including from the private sector, as applicable) who have 
experience with the physical and mental health care needs 
of the Agency workforce. 

(B) A list of chaplains and religious counselors who have 
experience with the needs of the Agency workforce, includ-
ing information regarding access to the Chaplain Corps es-
tablished under section 26 of this Act. 

(C) Information regarding how to select and retain pri-
vate attorneys who have experience with the legal needs of 
the Agency workforce, including detailed information on the 
process for the appropriate sharing of information with re-
tained private attorneys. 

(5) Facilitating communications with the Inspector General, 
Congress, and other outside entities. 

(c) RULE OF CONSTRUCTION.—The inclusion of any person on a 
list maintained or made available pursuant to subsection (b)(4) 
shall not be construed as an endorsement of such person (or any 
service furnished by such person), and the Victim and Whistle-
blower Counsel shall not be liable, as a result of such inclusion, for 
any portion of compensable injury, loss, or damage attributable to 
such person or service. 

(d) COMMUNICATIONS.—The relationship between the Victim and 
Whistleblower Counsel and a victim in the provision of legal assist-
ance and consultation shall be the relationship between an attorney 
and client. 

(e) PURPOSE.—The Office of the Victim and Whistleblower Coun-
sel shall— 

(1) solely function as an advocate for employees and not as 
an advocate for the Agency itself; and 

(2) not be a proponent of Agency policies for sex-related of-
fenses or sexual harassment. 

SEC. 32. REPORTING AND INVESTIGATION OF ALLEGATIONS OF SEX- 
RELATED OFFENSES AND SEXUAL HARASSMENT. 

(a) POLICIES RELATING TO RESTRICTED AND UNRESTRICTED RE-
PORTING OF SEX-RELATED OFFENSES AND HARASSMENT.— 

(1) IN GENERAL.—The Director shall develop and implement 
policies, regulations, personnel training, and workforce mes-
saging to establish and provide information about restricted re-
ports and unrestricted reports of allegations of sex-related of-
fenses and sexual harassment within the Agency in accordance 
with this subsection. 
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(2) WORKFORCE MESSAGING.—Workforce messaging developed 
under paragraph (1) shall be designed to clearly inform Agency 
employees of the differences between restricted and unrestricted 
reporting of allegations of sex-related offenses and sexual har-
assment, and which individual or office within the Agency is re-
sponsible for receiving each type of report. 

(b) ELECTION.—Any person making a report containing an allega-
tion of a sex-related offense or sexual harassment shall elect whether 
to make a restricted report or an unrestricted report. Once an elec-
tion is made to make an unrestricted report, such election may not 
be changed. 

(c) UNRESTRICTED REPORTS.— 
(1) DISCLOSURE; ASSISTANCE.—A person who elects to make 

an unrestricted report containing an allegation of a sex-related 
offense or sexual harassment may disclose the report to any em-
ployee of the Agency. A person who elects to make an unre-
stricted report containing an allegation of a sex-related offense 
or sexual harassment may seek the assistance of another em-
ployee of the Agency with taking the action required under 
paragraph (2). 

(2) ACTION REQUIRED.—A person electing to make an unre-
stricted report containing an allegation of a sex-related offense 
or sexual harassment shall submit the report to the Office of the 
Victim and Whistleblower Counsel. In the case of a person mak-
ing an unrestricted report of sexual harassment, the Victim and 
Whistleblower Counsel shall facilitate the contact by the person 
with the Office of Equal Employment Opportunity. In the case 
of a person making an unrestricted report of a sex-related of-
fense other than sexual harassment, the Victim and Whistle-
blower Counsel shall facilitate the contact of such person with 
the Sexual Assault Prevention and Response Office. 

(d) RESTRICTED REPORTS.— 
(1) PROCESS FOR MAKING REPORTS.—A person who elects to 

make a restricted report containing an allegation of a sex-re-
lated offense or sexual harassment shall submit the report to a 
person authorized to receive a restricted report under paragraph 
(2). 

(2) PERSON AUTHORIZED TO RECEIVE A RESTRICTED REPORT.— 
The following individuals are persons authorized to receive a 
restricted report: 

(A) The Chief Wellbeing Officer. 
(B) Any employee of the Office of Wellness and Workforce 

Support. 
(C) Any employee of the Office of the Victim and Whistle-

blower Counsel. 
(D) Any medical professional assigned to the Center for 

Global Health Services, or any successor organization em-
ploying Agency support staff. 

(E) Any employee of the Chaplain Corps of the Agency. 
(F) The Special Victim Investigator within the Office of 

Security. 
(G) Any medical professional, including a mental health 

professional. 
(H) Any additional employees that the Director deter-

mines appropriate. 

VerDate Sep 11 2014 04:27 Aug 19, 2023 Jkt 039006 PO 00000 Frm 00181 Fmt 6659 Sfmt 6603 E:\HR\OC\HR162.XXX HR162S
S

pe
nc

er
 o

n 
D

S
K

12
6Q

N
23

P
R

O
D

 w
ith

 R
E

P
O

R
T

S



182 

(3) ACTION REQUIRED.—A restricted report containing an alle-
gation of a sex-related offense or sexual harassment— 

(A) shall be treated by the person who receives the report 
in the same manner as a communication covered by attor-
ney-client privilege; 

(B) shall be privileged against disclosure with strict con-
fidentiality and with the person making the report main-
taining full control over all decisions related to any further 
dissemination, except in cases of an imminent threat of se-
rious bodily harm; 

(C) shall not result in a referral to law enforcement or 
commencement of a formal administrative investigation, 
unless the victim elects to change the report from a re-
stricted report to an unrestricted report; 

(D) in a case requiring an employee reassignment, reloca-
tion, or other mitigation or protective measures, shall result 
only in actions that are managed in a manner to limit, to 
the extent possible, the disclosure of any information con-
tained in the report; and 

(E) shall be exempt from any Federal or, to the maximum 
extent permitted by the Constitution, State reporting re-
quirements, including the requirements under section 
535(b) of title 28, United States Code, section 17(b)(5) of 
this Act, and section 1.6(b) of Executive Order 12333 (50 
U.S.C. 3001 note; relating to United States intelligence ac-
tivities), except when reporting is necessary to prevent or 
mitigate an imminent threat of serious bodily harm. 

(e) INCIDENT REPORTS WHEN VICTIM OR ALLEGED PERPETRATOR 
IS AN AGENCY EMPLOYEE.— 

(1) INCIDENT REPORTING POLICY.—The Director shall estab-
lish and maintain a policy under which— 

(A) in the case of an unrestricted report of— 
(i) sexual harassment, the head of the Office of Equal 

Employment Opportunity is required to submit a writ-
ten incident report not later than 8 days after receiving 
a formal complaint containing an allegation of sexual 
harassment; and 

(ii) a sex-related offense other than sexual harass-
ment, the head of the Sexual Assault Prevention and 
Response Office is required to submit a written inci-
dent report not later than 8 days after receipt of the 
unrestricted report; and 

(B) each such incident report required under subpara-
graph (A) shall be provided to— 

(i) the Chief Operating Officer of the Agency; 
(ii) the Special Victim Investigator; 
(iii) the Office of the Victim and Whistleblower Coun-

sel; 
(iv) the Sexual Assault Prevention and Response Of-

fice; 
(v) the Office of Equal Employment Opportunity; and 
(vi) such other individuals as the Director determines 

appropriate. 
(2) PURPOSE.—The purpose of an incident report required 

under paragraph (1) is to— 
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(A) record the details about actions taken or in progress 
to provide the necessary care and support to the victim of 
the alleged incident; 

(B) refer the allegations to the appropriate investigatory 
or law enforcement agency; and 

(C) provide initial formal notification of the alleged inci-
dent. 

(3) ELEMENTS.—Each incident report required under para-
graph (1) shall include each of the following: 

(A) The time, date, and location of the alleged sex-related 
offense or sexual harassment. 

(B) An identification of the type of offense or harassment 
alleged. 

(C) An identification of the assigned office and location 
of the victim. 

(D) An identification of the assigned office and location 
of the alleged perpetrator, including information regarding 
whether the alleged perpetrator has been temporarily trans-
ferred or removed from an assignment or otherwise re-
stricted, if applicable. 

(E) A description of any post-incident actions taken in 
connection with the incident, including— 

(i) referral to any services available to victims, in-
cluding the date of each referral; 

(ii) notification of the incident to appropriate inves-
tigatory organizations, including the organizations no-
tified and dates of notifications; and 

(iii) issuance of any personal protection orders or 
steps taken to separate the victim and the alleged per-
petrator within their place of employment. 

(F) Such other elements as the Director determines appro-
priate. 

(f) COMMON PERPETRATOR NOTICE REQUIREMENT.— 
(1) UNRESTRICTED REPORTS.—Upon receipt of an incident re-

port under subsection (e)(1) containing an allegation of a sex- 
related offense or sexual harassment against an individual 
known to be the subject of at least one allegation of a sex-re-
lated offense or sexual harassment by another reporter, the Spe-
cial Victim Investigator shall notify each of the following of all 
existing allegations against the individual: 

(A) The Director. 
(B) The Chief Operating Officer. 
(C) The head of the directorate employing the individual. 
(D) The head of the Sexual Assault Prevention and Re-

sponse Office. 
(E) The first supervisor of the individual. 
(F) The Inspector General. 
(G) The Victim and Whistleblower Counsel. 

(2) RESTRICTED REPORTS.—Upon receipt of a restricted report 
under subsection (d), the Victim and Whistleblower Counsel 
shall notify any victim known to have filed a restricted report 
against the same individual who is the subject of the report 
under paragraph (1) that another allegation has been made 
against the individual who is the subject of the report under 
paragraph (1). 
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(g) APPLICABILITY.—The policies developed pursuant to this sec-
tion shall apply to each of the following: 

(1) Any employee of the Agency. 
(2) Any employee of an entity that has entered into a contract 

with the Agency under which the employee performs functions 
at a facility associated with the Agency or functions associated 
with the Agency. 

(3) Any person who makes an allegation of a sex-related of-
fense or sexual harassment against an employee referred to in 
paragraph (1) or (2) at a facility associated with the Agency or 
during the performance of a function associated with the Agen-
cy. 

(h) RECORDS.—The Director shall establish a system for tracking 
and permanently maintaining all Agency records related to any in-
vestigation into an allegation of a sex-related offense or sexual har-
assment made in an unrestricted report, including any related med-
ical documentation. 
SEC. 33. SPECIAL VICTIM INVESTIGATOR. 

(a) ESTABLISHMENT.—The Director shall establish in the Office of 
Security a Special Victim Investigator, who shall be responsible for 
investigating all unrestricted reports containing allegations of sex- 
related offenses other than sexual harassment and supporting, as 
appropriate, the Office of Equal Employment Opportunity with in-
vestigating formal complaints containing allegations of sexual har-
assment. The person appointed as the Investigator shall be an ap-
propriately credentialed Federal law enforcement officer and may be 
a detailee from a Federal law enforcement entity. 

(b) RESPONSIBILITIES.—The Investigator shall be responsible for— 
(1) supporting the Office of Equal Employment Opportunity 

with investigations into formal complaints containing allega-
tions of sexual harassment, as appropriate; 

(2) investigating unrestricted reports containing allegations of 
sex-related offenses, including the conduct and management of 
all internal Agency inquiries, investigations, and other fact- 
finding activities related to specific allegations of sex-related of-
fenses; 

(3) testifying in a criminal prosecution in any venue, where 
appropriate; 

(4) serving as the case agent for a criminal investigation in 
any venue, where appropriate; 

(5) supporting engagement with law enforcement relating to 
such allegations, where appropriate, including coordinating re-
lated cases with other Federal, State, local, and Tribal law en-
forcement agencies, as necessary and appropriate, pursuant to 
regulations, requirements, and procedures developed in con-
sultation with the Federal Bureau of Investigation, for any such 
inquiries, investigations, or other fact-finding activities; 

(6) developing and implementing policies and procedures nec-
essary for the Investigator or any law enforcement partner to 
conduct effective investigations and also protect sensitive infor-
mation; 

(7) serving as the only authorized investigative body in the 
Agency for allegations of sex-related offenses, except that, in the 
case of an allegation of a sex-related offense involving an em-
ployee of the Office of Security, the Investigator shall coordinate 
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with appropriate criminal investigators who are detailed to the 
Agency for other missions or employed by another Federal law 
enforcement entity, as necessary, to maintain the integrity of the 
investigation and mitigate potential conflicts of interest; 

(8) establishing and coordinating clear policies regarding 
which agency should take the lead on conducting, or be the lead 
in coordinating with local law enforcement when applicable, in-
vestigations of sexual assault and sexual harassment overseas; 
and 

(9) sharing information with the Victim and Whistleblower 
Counsel to facilitate the support and advocacy of such Counsel 
for victims of alleged sex-related offenses or sexual harassment. 

(c) TIMEFRAME FOR INVESTIGATIONS.—The Investigator shall— 
(1) ensure that any investigative support for a formal com-

plaint containing allegations of sexual harassment shall occur 
within any investigation timelines required by applicable law; 

(2) ensure that any investigation into an allegation of a sex- 
related offense contained in an unrestricted report is completed 
by not later than 60 days after the date on which the report is 
referred to the Investigator under section 32(e)(1); and 

(3) if the Investigator determines that the completion of an in-
vestigation will take longer than 60 days— 

(A) not later than 60 days after the date on which the re-
port is referred to the Investigator under section 32(e)(1), 
submit to the Director a request for an extension that con-
tains a summary of the progress of the investigation, the 
reasons why the completion of the investigation requires ad-
ditional time, and a plan for the completion of the inves-
tigation; and 

(B) provide to the person who made the report and the 
person against whom the allegation in the report was made 
notice of the extension of the investigation. 

CENTRAL INTELLIGENCE AGENCY VOLUNTARY 
SEPARATION PAY ACT 

* * * * * * * 
SEC. 2. SEPARATION PAY. 

(a) DEFINITIONS.—For purposes of this section— 
(1) the term ‘‘Director’’ means the Director of the Central In-

telligence Agency; and 
(2) the term ‘‘employee’’ means an employee of the Central 

Intelligence Agency, serving under an appointment without 
time limitation, who has been currently employed for a contin-
uous period of at least 12 months, except that such term does 
not include— 

(A) a reemployed annuitant under subchapter III of 
chapter 83 or chapter 84 of title 5, United States Code, or 
another retirement system for employees of the Govern-
ment; or 

(B) an employee having a disability on the basis of which 
such employee is or would be eligible for disability retire-
ment under any of the retirement systems referred to in 
subparagraph (A). 
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(b) ESTABLISHMENT OF PROGRAM.—In order to avoid or minimize 
the need for involuntary separations due to downsizing, reorganiza-
tion, transfer of function, or other similar action, the Director may 
establish a program under which employees may be offered separa-
tion pay to separate from service voluntarily (whether by retire-
ment or resignation). An employee who receives separation pay 
under such program may not be reemployed by the Central Intel-
ligence Agency for the 12-month period beginning on the effective 
date of the employee’s separation. An employee who receives sepa-
ration pay under this section on the basis of a separation occurring 
on or after the date of the enactment of the Federal Workforce Re-
structuring Act of 1994 and accepts employment with the Govern-
ment of the United States within 5 years after the date of the sepa-
ration on which payment of the separation pay is based shall be 
required to repay the entire amount of the separation pay to the 
Central Intelligence Agency. If the employment is with an Execu-
tive agency (as defined by section 105 of title 5, United States 
Code), the Director of the Office of Personnel Management may, at 
the request of the head of the agency, waive the repayment if the 
individual involved possesses unique abilities and is the only quali-
fied applicant available for the position. If the employment is with 
an entity in the legislative branch, the head of the entity or the ap-
pointing official may waive the repayment if the individual in-
volved possesses unique abilities and is the only qualified applicant 
available for the position. If the employment is with the judicial 
branch, the Director of the Administrative Office of the United 
States Courts may waive the repayment if the individual involved 
possesses unique abilities and is the only qualified applicant avail-
able for the position. 

(c) BAR ON CERTAIN EMPLOYMENT.— 
(1) BAR.—An employee may not be separated from service 

under this section unless the employee agrees that the em-
ployee will not— 

(A) act as agent or attorney for, or otherwise represent, 
any other person (except the United States) in any formal 
or informal appearance before, or, with the intent to influ-
ence, make any oral or written communication on behalf of 
any other person (except the United States) to the Central 
Intelligence Agency; or 

(B) participate in any manner in the award, modifica-
tion, extension, or performance of any contract for property 
or services with the Central Intelligence Agency, 

during the 12-month period beginning on the effective date of 
the employee’s separation from service. 

(2) PENALTY.—An employee who violates an agreement 
under this subsection shall be liable to the United States in 
the amount of the separation pay paid to the employee pursu-
ant to this section times the proportion of the 12-month period 
during which the employee was in violation of the agreement. 

(d) LIMITATIONS.—Under this program, separation pay may be of-
fered only— 

(1) with the prior approval of the Director; and 
(2) to employees within such occupational groups or geo-

graphic locations, or subject to such other similar limitations 
or conditions, as the Director may require. 
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(e) AMOUNT AND TREATMENT FOR OTHER PURPOSES.—Such sepa-
ration pay— 

(1) shall be paid in a lump sum; 
(2) shall be equal to the lesser of— 

(A) an amount equal to the amount the employee would 
be entitled to receive under section 5595(c) of title 5, 
United States Code, if the employee were entitled to pay-
ment under such section; or 

(B) $25,000; 
(3) shall not be a basis for payment, and shall not be in-

cluded in the computation, of any other type of Government 
benefit; and 

(4) shall not be taken into account for the purpose of deter-
mining the amount of any severance pay to which an indi-
vidual may be entitled under section 5595 of title 5, United 
States Code, based on any other separation. 

(f) REGULATIONS.—The Director shall prescribe such regulations 
as may be necessary to carry out this section. 

(g) REPORTING REQUIREMENTS.— 
(1) OFFERING NOTIFICATION.—The Director may not make an 

offering of voluntary separation pay pursuant to this section 
until 30 days after submitting to the Permanent Select Com-
mittee on Intelligence of the House of Representatives and the 
Select Committee on Intelligence of the Senate a report de-
scribing the occupational groups or geographic locations, or 
other similar limitations or conditions, required by the Director 
under subsection (d). 

(2) ANNUAL REPORT.—At the end of each of the fiscal years 
1993 through 1997, the Director shall submit to the President 
and the Permanent Select Committee on Intelligence of the 
House of Representatives and the Select Committee on Intel-
ligence of the Senate a report on the effectiveness and costs of 
carrying out this section. 

* * * * * * * 

NATIONAL SECURITY AGENCY ACT OF 1959 

* * * * * * * 
SEC. 16. (a) The purpose of this section is to establish an under-

graduate and graduate training program, which may lead to a bac-
calaureate or graduate degree, to facilitate the recruitment of indi-
viduals, particularly minority high school students, with a dem-
onstrated capability to develop skills critical to the mission of the 
National Security Agency, including mathematics, computer 
science, engineering, and foreign languages. 

(b) The Secretary of Defense is authorized, in his discretion, to 
assign civilians who may or may not be employees of the National 
Security Agency as students at accredited professional, technical, 
and other institutions of higher learning for training at the under-
graduate or graduate level in skills critical to effective performance 
of the mission of the Agency. 

(c) The National Security Agency may pay, directly or by reim-
bursement to program participants, expenses incident to assign-
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ments under subsection (b), in any fiscal year only to the extent 
that appropriated funds are available for such purpose. 

(d)(1) To be eligible for assignment under subsection (b), a øpro-
gram participant,¿ program participant must agree in writing— 

(A) to continue in the service of the Agency for the period of 
the assignment and to complete the educational course of 
training for which the program participant is assigned; 

(B) to continue in the service of the Agency following comple-
tion of the assignment for a period of one-and-a-half years for 
each year of the assignment or part thereof; 

(C) to reimburse the United States for the total cost of edu-
cation (excluding the program participant’s pay and allow-
ances) provided under this section to the program participant 
if, prior to the program participant’s completing the edu-
cational course of training for which the program participant 
is assigned, the assignment or the program participant’s em-
ployment with the Agency is terminated— 

(i) by the Agency due to misconduct by the program par-
ticipant; 

(ii) by the program participant voluntarily; or 
(iii) by the Agency for the failure of the program partici-

pant to maintain such level of academic standing in the 
educational course of training as the Director of the Na-
tional Security Agency shall have specified in the agree-
ment of the program participant under this subsection; 
and 

(D) to reimburse the United States if, after completing the 
educational course of training for which the program partici-
pant is assigned, the program participant’s employment with 
the Agency is terminated either by the Agency due to mis-
conduct by the program participant or by the program partici-
pant voluntarily, prior to the program participant’s completion 
of the service obligation period described in subparagraph (B), 
in an amount that bears the same ratio to the total cost of the 
education (excluding the program participant’s pay and allow-
ances) provided to the program participant as the unserved 
portion of the service obligation period described in subpara-
graph (B) bears to the total period of the service obligation de-
scribed in subparagraph (B). 

(2) Subject to paragraph (3), the obligation to reimburse the 
United States under an agreement described in paragraph (1), in-
cluding interest due on such obligation, is for all purposes a debt 
owing the United States. 

(3)(A) A discharge in bankruptcy under title 11, United States 
Code, shall not release a person from an obligation to reimburse 
the United States required under an agreement described in para-
graph (1) if the final decree of the discharge in bankruptcy is 
issued within five years after the last day of the combined period 
of service obligation described in subparagraphs (A) and (B) of 
paragraph (1). 

(B) The Secretary of Defense may release a person, in whole or 
in part, from the obligation to reimburse the United States under 
an agreement described in paragraph (1) when, in his discretion, 
the Secretary determines that equity or the interests of the United 
States so require. 
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(C) The Secretary of Defense shall permit an program participant 
assigned under this section who, prior to commencing a second aca-
demic year of such assignment, voluntarily terminates the assign-
ment or the program participant’s employment with the Agency, to 
satisfy his obligation under an agreement described in paragraph 
(1) to reimburse the United States by reimbursement according to 
a schedule of monthly payments which results in completion of re-
imbursement by a date five years after the date of termination of 
the assignment or employment or earlier at the option of the pro-
gram participant. 

(e) Agency efforts to recruit individuals at educational institu-
tions for participation in the undergraduate and graduate training 
program established by this section shall be made openly and ac-
cording to the common practices of universities and employers re-
cruiting at such institutions. 

(f) Chapter 41 of title 5 and subsections (a) and (b) of section 
3324 of title 31, United States Code, shall not apply with respect 
to this section. 

(g) The Secretary of Defense may issue such regulations as may 
be necessary to implement this section. 

(h) The undergraduate and graduate training program estab-
lished under this section shall be known as the Louis Stokes Edu-
cational Scholarship Program. 

* * * * * * * 
SEC. 22. CONGRESSIONAL NOTIFICATION OF INTELLIGENCE COLLEC-

TION ADJUSTMENTS. 
(a) NOTIFICATION.—Not later than 30 days after the date on 

which the Director of the National Security Agency determines the 
occurrence of an intelligence collection adjustment, the Director 
shall submit to the congressional intelligence committees a notifica-
tion of the intelligence collection adjustment. 

(b) DEFINITIONS.—In this section: 
(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term 

‘‘congressional intelligence committees’’ has the meaning given 
that term in section 3 of the National Security Act of 1947 (50 
U.S.C. 3003). 

(2) INTELLIGENCE COLLECTION ADJUSTMENT.—The term ‘‘in-
telligence collection adjustment’’ includes a change by the 
United States Government to a policy on intelligence collection 
or the prioritization thereof that results in a significant loss of 
intelligence. 

INTELLIGENCE AUTHORIZATION ACT FOR FISCAL YEAR 
1995 

* * * * * * * 

TITLE VIII—COUNTERINTELLIGENCE 
AND SECURITY 

* * * * * * * 
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SEC. 811. COORDINATION OF COUNTERINTELLIGENCE ACTIVITIES. 
(a) ESTABLISHMENT OF COUNTERINTELLIGENCE POLICY BOARD.— 

There is established within the executive branch of Government a 
National Counterintelligence Policy Board (in this section referred 
to as the ‘‘Board’’). The Board shall report to the President through 
the National Security Council. 

(b) CHAIRPERSON.—The Director of the National Counterintel-
ligence and Security Center appointed under section 902 of the 
Counterintelligence Enhancement Act of 2002 (50 U.S.C. 3382) 
shall serve as the chairperson of the Board. 

(c) MEMBERSHIP.—The membership of the National Counterintel-
ligence Policy Board shall consist of the following: 

(1) The Director of the National Counterintelligence and Se-
curity Center. 

(2) Senior personnel of departments and elements of the 
United States Government, appointed by the head of the de-
partment or element concerned, as follows: 

(A) The Department of Justice, including the Federal 
Bureau of Investigation. 

(B) The Department of Defense, including the Joint 
Chiefs of Staff. 

(C) The Department of State. 
(D) The Department of Energy. 
(E) The Central Intelligence Agency. 
(F) Any other department, agency, or element of the 

United States Government specified by the President. 
(d) FUNCTIONS AND DISCHARGE OF FUNCTIONS.—(1) The Board 

shall— 
(A) serve as the principal mechanism for— 

(i) developing policies and procedures for the approval of 
the President to govern the conduct of counterintelligence 
activities; and 

(ii) upon the direction of the President, resolving con-
flicts that arise between elements of the Government con-
ducting such activities; and 

(B) act as an interagency working group to— 
(i) ensure the discussion and review of matters relating 

to the implementation of the Counterintelligence Enhance-
ment Act of 2002; and 

(ii) provide advice to the Director of the National Coun-
terintelligence and Security Center on priorities in the im-
plementation of the National Counterintelligence Strategy 
produced pursuant to section 904(d)(2) of that Act (50 
U.S.C. 3383(d)(2)). 

(2) The Board may, for purposes of carrying out its functions 
under this section, establish such interagency boards and working 
groups as the Board considers appropriate. 

(e) COORDINATION OF COUNTERINTELLIGENCE MATTERS WITH THE 
FEDERAL BUREAU OF INVESTIGATION.—(1) Except as provided in 
paragraph (5), the head of each department or agency within the 
executive branch shall ensure that— 

(A) the Federal Bureau of Investigation is advised imme-
diately of any information, regardless of its origin, which indi-
cates that classified information is being, or may have been, 
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disclosed in an unauthorized manner to a foreign power or an 
agent of a foreign power; 

(B) following a report made pursuant to subparagraph (A), 
the Federal Bureau of Investigation is consulted with respect 
to all subsequent actions which may be undertaken by the de-
partment or agency concerned to determine the source of such 
loss or compromise; and 

(C) where, after appropriate consultation with the depart-
ment or agency concerned, the Federal Bureau of Investigation 
undertakes investigative activities to determine the source of 
the loss or compromise, the Federal Bureau of Investigation is 
given complete and timely access to the employees and records 
of the department or agency concerned for purposes of such in-
vestigative activities. 

(2) Except as provided in paragraph (5), the Director of the Fed-
eral Bureau of Investigation shall ensure that espionage informa-
tion obtained by the Federal Bureau of Investigation pertaining to 
the personnel, operations, or information of departments or agen-
cies of the executive branch, is provided through appropriate chan-
nels in a timely manner to the department or agency concerned, 
and that such departments or agencies are consulted in a timely 
manner with respect to espionage investigations undertaken by the 
Federal Bureau of Investigation which involve the personnel, oper-
ations, or information of such department or agency. 

(3)(A) The Director of the Federal Bureau of Investigation shall 
submit to the head of the department or agency concerned a writ-
ten assessment of the potential impact of the actions of the depart-
ment or agency on a counterintelligence investigation. 

(B) The head of the department or agency concerned shall— 
(i) use an assessment under subparagraph (A) as an aid in 

determining whether, and under what circumstances, the sub-
ject of an investigation under paragraph (1) should be left in 
place for investigative purposes; and 

(ii) notify in writing the Director of the Federal Bureau of In-
vestigation of such determination. 

(C) The Director of the Federal Bureau of Investigation and the 
head of the department or agency concerned shall continue to con-
sult, as appropriate, to review the status of an investigation cov-
ered by this paragraph, and to reassess, as appropriate, a deter-
mination of the head of the department or agency concerned to 
leave a subject in place for investigative purposes. 

(4)(A) The Federal Bureau of Investigation shall notify appro-
priate officials within the executive branch, including the head of 
the department or agency concerned, of the commencement of a full 
field espionage investigation with respect to an employee within 
the executive branch. 

(B) A department or agency may not conduct a polygraph exam-
ination, interrogate, or otherwise take any action that is likely to 
alert an employee covered by a notice under subparagraph (A) of 
an investigation described in that subparagraph without prior co-
ordination and consultation with the Federal Bureau of Investiga-
tion. 

(5) Where essential to meet extraordinary circumstances affect-
ing vital national security interests of the United States, the Presi-
dent may on a case-by-case basis waive the requirements of para-
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graph (1), (2), or (3), as they apply to the head of a particular de-
partment or agency, or the Director of the Federal Bureau of Inves-
tigation. Such waiver shall be in writing and shall fully state the 
justification for such waiver. Within thirty days, the President 
shall notify the Select Committee on Intelligence of the Senate and 
the Permanent Select Committee on Intelligence of the House of 
Representatives that such waiver has been issued, and at that time 
or as soon as national security considerations permit, provide these 
committees with a complete explanation of the circumstances 
which necessitated such waiver. 

(6) Nothing in this section may be construed to alter the 
existingjurisdictional arrangements between the Federal Bureau of 
Investigationand the Department of Defense with respect to 
investigationsof persons subject to the Uniform Code of Military 
Justice,nor to impose additional reporting requirements upon the 
Departmentof Defense with respect to such investigations 
beyondthose required by existing law and executive branch policy. 

(7) As used in this section, the terms ‘‘foreign power’’ and ‘‘agent 
of a foreign power’’ have the same meanings as set forth in øsec-
tions 101 (a) and (b)¿ subsections (a) and (b) of section 101, respec-
tively, of the Foreign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1801). 

* * * * * * * 

TITLE 10, UNITED STATES CODE 

* * * * * * * 

SUBTITLE A—GENERAL MILITARY LAW 

* * * * * * * 

PART I—ORGANIZATION AND GENERAL 
MILITARY POWERS 

* * * * * * * 

CHAPTER 21—DEPARTMENT OF DEFENSE 
INTELLIGENCE MATTERS 

* * * * * * * 

SUBCHAPTER II—INTELLIGENCE COMMERCIAL ACTIVITIES 

* * * * * * * 

§ 431. Authority to engage in commercial activities as secu-
rity for intelligence collection activities 

(a) AUTHORITY.—The Secretary of Defense, subject to the provi-
sions of this subchapter, may authorize the conduct of those com-
mercial activities necessary to provide security for authorized intel-
ligence collection activities abroad undertaken by the Department 
of Defense. No commercial activity may be initiated pursuant to 
this subchapter after øDecember 31, 2023¿ December 31, 2024. 
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(b) INTERAGENCY COORDINATION AND SUPPORT.—Any such activ-
ity shall— 

(1) be coordinated with, and (where appropriate) be sup-
ported by, the Director of the Central Intelligence Agency; and 

(2) to the extent the activity takes place within the United 
States, be coordinated with, and (where appropriate) be sup-
ported by, the Director of the Federal Bureau of Investigation. 

(c) DEFINITIONS.—In this subchapter: 
(1) The term ‘‘commercial activities’’ means activities that 

are conducted in a manner consistent with prevailing commer-
cial practices and includes— 

(A) the acquisition, use, sale, storage and disposal of 
goods and services; 

(B) entering into employment contracts and leases and 
other agreements for real and personal property; 

(C) depositing funds into and withdrawing funds from 
domestic and foreign commercial business or financial in-
stitutions; 

(D) acquiring licenses, registrations, permits, and insur-
ance; and 

(E) establishing corporations, partnerships, and other 
legal entities. 

(2) The term ‘‘intelligence collection activities’’ means the col-
lection of foreign intelligence and counterintelligence informa-
tion. 

* * * * * * * 

NATIONAL DEFENSE AUTHORIZATION ACT FOR FISCAL 
YEAR 2022 

* * * * * * * 

DIVISION A—DEPARTMENT OF 
DEFENSE AUTHORIZATIONS 

* * * * * * * 

TITLE XVI—SPACE ACTIVITIES, STRA-
TEGIC PROGRAMS, AND INTEL-
LIGENCE MATTERS 

* * * * * * * 

Subtitle E—Other Matters 
* * * * * * * 

SEC. 1683. ESTABLISHMENT OF ALL-DOMAIN ANOMALY RESOLUTION 
OFFICE. 

(a) ESTABLISHMENT OF OFFICE.— 
(1) IN GENERAL.—Not later than 120 days after the date of 

the enactment of the Intelligence Authorization Act for Fiscal 
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Year 2023, the Secretary of Defense, in coordination with the 
Director of National Intelligence, shall establish an office with-
in a component of the Office of the Secretary of Defense, or 
within a joint organization of the Department of Defense and 
the Office of the Director of National Intelligence, to carry out 
the duties of the Unidentified Aerial Phenomena Task Force, 
as in effect on December 26, 2021, and such other duties as are 
required by this section, including those pertaining to unidenti-
fied anomalous phenomena. 

(2) DESIGNATION.—The office established under paragraph 
(1) shall be known as the ‘‘All-domain Anomaly Resolution Of-
fice’’ (in this section referred to as the ‘‘Office’’). 

(b) DIRECTOR AND DEPUTY DIRECTOR OF THE OFFICE.— 
(1) APPOINTMENT OF DIRECTOR.—The head of the Office shall 

be the Director of the All-domain Anomaly Resolution Office 
(in this section referred to as the ‘‘Director of the Office’’), who 
shall be appointed by the Secretary of Defense in consultation 
with the Director of National Intelligence. 

(2) APPOINTMENT OF DEPUTY DIRECTOR.—The Deputy Direc-
tor of the Office shall be appointed by the Director of National 
Intelligence in coordination with the Secretary of Defense. 

(3) REPORTING.— 
(A) IN GENERAL.—The Director of the Office shall report 

directly to the Deputy Secretary of Defense and the Prin-
cipal Deputy Director of National Intelligence. 

(B) ADMINISTRATIVE AND OPERATIONAL AND SECURITY 
MATTERS.—The Director of the Office shall report— 

(i) to the Under Secretary of Defense for Intelligence 
and Security on all administrative matters of the Of-
fice; and 

(ii) to the Deputy Secretary of Defense and the Prin-
cipal Deputy Director of National Intelligence on all 
operational and security matters of the Office. 

(c) DUTIES.—The duties of the Office shall include the following: 
(1) Developing procedures to synchronize and standardize 

the collection, reporting, and analysis of incidents, including 
adverse physiological effects, regarding unidentified anomalous 
phenomena across the Department of Defense and the intel-
ligence community, in coordination with the Director of Na-
tional Intelligence, which shall be provided to the congressional 
defense committees, the congressional intelligence committees, 
and congressional leadership. 

(2) Developing processes and procedures to ensure that such 
incidents from each component of the Department and each 
element of the intelligence community are reported and stored 
in an appropriate manner that allows for the integration of 
analysis of such information. 

(3) Establishing procedures to require the timely and con-
sistent reporting of such incidents. 

(4) Evaluating links between unidentified anomalous phe-
nomena and adversarial foreign governments, other foreign 
governments, or nonstate actors. 

(5) Evaluating the threat that such incidents present to the 
United States. 
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(6) Coordinating with other departments and agencies of the 
Federal Government, as appropriate, including the Federal 
Aviation Administration, the National Aeronautics and Space 
Administration, the Department of Homeland Security, the Na-
tional Oceanic and Atmospheric Administration, the National 
Science Foundation, and the Department of Energy. 

(7) As appropriate, and in coordination with the Secretary of 
State, the Secretary of Defense, and the Director of National 
Intelligence, consulting with allies and partners of the United 
States to better assess the nature and extent of unidentified 
anomalous phenomena. 

(8) Preparing reports for Congress, in both classified and un-
classified form, including under subsection (j). 

(d) RESPONSE TO AND FIELD INVESTIGATIONS OF UNIDENTIFIED 
ANOMALOUS PHENOMENA.— 

(1) DESIGNATION.—The Secretary of Defense and the Director 
of National Intelligence shall jointly designate from within 
their respective organizations an official, to be under the direc-
tion of the Director of the Office, responsible for ensuring the 
appropriate expertise, authorities, accesses, data, systems, 
platforms, and capabilities are available for the rapid response 
to, and support for, the conduct of field investigations of inci-
dents involving unidentified anomalous phenomena. 

(2) ABILITY TO RESPOND.—The Secretary of Defense and the 
Director of National Intelligence shall ensure field investiga-
tions are supported by personnel with the requisite expertise, 
equipment, transportation, and other resources necessary to re-
spond rapidly to incidents or patterns of observations involving 
unidentified anomalous phenomena. 

(e) SCIENTIFIC, TECHNOLOGICAL, AND OPERATIONAL ANALYSES OF 
DATA ON UNIDENTIFIED ANOMALOUS PHENOMENA.— 

(1) DESIGNATION.—The Secretary of Defense, in coordination 
with the Director of National Intelligence, shall designate one 
or more line organizations that will be primarily responsible 
for scientific, technical, and operational analysis of data gath-
ered by field investigations conducted pursuant to subsection 
(d) and data from other sources, including with respect to the 
testing of materials, medical studies, and development of theo-
retical models, to better understand and explain unidentified 
anomalous phenomena. 

(2) AUTHORITY.—The Secretary of Defense and the Director 
of National Intelligence shall each issue such directives as are 
necessary to ensure that each line organization designated 
under paragraph (1) has authority to draw on the special ex-
pertise of persons outside the Federal Government with appro-
priate security clearances. 

(f) DATA; INTELLIGENCE COLLECTION.— 
(1) AVAILABILITY OF DATA AND REPORTING ON UNIDENTIFIED 

ANOMALOUS PHENOMENA.— 
(A) AVAILABILITY OF DATA.—The Director of National In-

telligence, in coordination with the Secretary of Defense, 
shall ensure that each element of the intelligence commu-
nity with data relating to unidentified anomalous phe-
nomena makes such data available immediately to the Of-
fice. 
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(B) REPORTING.—The Director of National Intelligence 
and the Secretary of Defense shall each, in coordination 
with one another, ensure that military and civilian per-
sonnel of the Department of Defense or an element of the 
intelligence community, and contractor personnel of the 
Department or such an element, have access to procedures 
by which the personnel shall report incidents or informa-
tion, including adverse physiological effects, involving or 
associated with unidentified anomalous phenomena di-
rectly to the Office. 

(2) INTELLIGENCE COLLECTION AND ANALYSIS PLAN.—The Di-
rector of the Office, acting in coordination with the Secretary 
of Defense and the Director of National Intelligence, shall su-
pervise the development and execution of an intelligence collec-
tion and analysis plan to gain as much knowledge as possible 
regarding the technical and operational characteristics, origins, 
and intentions of unidentified anomalous phenomena, includ-
ing with respect to the development, acquisition, deployment, 
and operation of technical collection capabilities necessary to 
detect, identify, and scientifically characterize unidentified 
anomalous phenomena. 

(3) USE OF RESOURCES AND CAPABILITIES.—In developing the 
plan under paragraph (2), the Director of the Office shall con-
sider and propose, as appropriate, the use of any resource, ca-
pability, asset, or process of the Department and the intel-
ligence community. 

(g) SCIENCE PLAN.—The Director of the Office, on behalf of the 
Secretary of Defense and the Director of National Intelligence, 
shall supervise the development and execution of a science plan to 
develop and test, as practicable, scientific theories to— 

(1) account for characteristics and performance of unidenti-
fied anomalous phenomena that exceed the known state of the 
art in science or technology, including in the areas of propul-
sion, aerodynamic control, signatures, structures, materials, 
sensors, countermeasures, weapons, electronics, and power 
generation; and 

(2) provide the foundation for potential future investments to 
replicate or otherwise better understand any such advanced 
characteristics and performance. 

(h) ASSIGNMENT OF PRIORITY.—The Director of National Intel-
ligence, in consultation with and with the recommendation of the 
Secretary of Defense, shall assign an appropriate level of priority 
within the National Intelligence Priorities Framework to the re-
quirement to understand, characterize, and respond to unidentified 
anomalous phenomena. 

(i) DETAILEES FROM ELEMENTS OF THE INTELLIGENCE COMMU-
NITY.—The heads of the Central Intelligence Agency, the Defense 
Intelligence Agency, the National Security Agency, the Department 
of Energy, the National Geospatial-Intelligence Agency, the intel-
ligence elements of the Army, the Navy, the Air Force, the Marine 
Corps, and the Coast Guard, the Department of Homeland Secu-
rity, and such other elements of the intelligence community as the 
Director of the Office considers appropriate may provide to the Of-
fice a detailee of the element to be physically located at the Office. 

(j) HISTORICAL RECORD REPORT.— 

VerDate Sep 11 2014 04:27 Aug 19, 2023 Jkt 039006 PO 00000 Frm 00196 Fmt 6659 Sfmt 6602 E:\HR\OC\HR162.XXX HR162S
S

pe
nc

er
 o

n 
D

S
K

12
6Q

N
23

P
R

O
D

 w
ith

 R
E

P
O

R
T

S



197 

(1) REPORT REQUIRED.— 
(A) IN GENERAL.—Not later than 540 days after the date 

of the enactment of the Intelligence Authorization Act for 
Fiscal Year 2023, the Director of the Office shall submit to 
the congressional defense committees, the congressional in-
telligence committees, and congressional leadership a writ-
ten report detailing the historical record of the United 
States Government relating to unidentified anomalous 
phenomena, including— 

(i) the records and documents of the intelligence 
community; 

(ii) oral history interviews; 
(iii) open source analysis; 
(iv) interviews of current and former Government of-

ficials; 
(v) classified and unclassified national archives in-

cluding any records any third party obtained pursuant 
to section 552 of title 5, United States Code; and 

(vi) such other relevant historical sources as the Di-
rector of the Office considers appropriate. 

(B) OTHER REQUIREMENTS.—The report submitted under 
subparagraph (A) shall— 

(i) focus on the period beginning on January 1, 1945, 
and ending on the date on which the Director of the 
Office completes activities under this subsection; and 

(ii) include a compilation and itemization of the key 
historical record of the involvement of the intelligence 
community with unidentified anomalous phenomena, 
including— 

(I) any program or activity that was protected 
by restricted access that has not been explicitly 
and clearly reported to Congress; 

(II) successful or unsuccessful efforts to identify 
and track unidentified anomalous phenomena; 
and 

(III) any efforts to obfuscate, manipulate public 
opinion, hide, or otherwise provide incorrect un-
classified or classified information about unidenti-
fied anomalous phenomena or related activities. 

(2) ACCESS TO RECORDS OF THE NATIONAL ARCHIVES AND 
RECORDS ADMINISTRATION.—The Archivist of the United States 
shall make available to the Office such information maintained 
by the National Archives and Records Administration, includ-
ing classified information, as the Director of the Office con-
siders necessary to carry out paragraph (1). 

(k) ANNUAL REPORTS.— 
(1) REPORTS FROM øDIRECTOR OF NATIONAL INTELLIGENCE 

AND SECRETARY OF DEFENSE¿ ALL-DOMAIN ANOMALY RESOLU-
TION OFFICE.— 

(A) REQUIREMENT.—Not later than 180 days after the 
date of the enactment of the Intelligence Authorization Act 
for Fiscal Year 2023, and annually thereafter for four 
years, the øDirector of National Intelligence and the Sec-
retary of Defense shall jointly¿ Director of the Office shall 
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submit to the appropriate congressional committees a re-
port on unidentified anomalous phenomena. 

(B) ELEMENTS.—Each report submitted under subpara-
graph (A) shall include, with respect to the year covered by 
the report, the following information: 

(i) All reported unidentified anomalous phenomena- 
related events that occurred during the one-year pe-
riod. 

(ii) All reported unidentified anomalous phenomena- 
related events that occurred during a period other 
than that one-year period but were not included in an 
earlier report. 

(iii) An analysis of data and intelligence received 
through each reported unidentified anomalous phe-
nomena-related event. 

(iv) An analysis of data relating to unidentified 
anomalous phenomena collected through— 

(I) geospatial intelligence; 
(II) signals intelligence; 
(III) human intelligence; and 
(IV) measurement and signature intelligence. 

(v) The number of reported incidents of unidentified 
anomalous phenomena over restricted airspace of the 
United States during the one-year period. 

(vi) An analysis of such incidents identified under 
clause (v). 

(vii) Identification of potential aerospace or other 
threats posed by unidentified anomalous phenomena 
to the national security of the United States. 

(viii) An assessment of any activity regarding un-
identified anomalous phenomena that can be attrib-
uted to one or more adversarial foreign governments. 

(ix) Identification of any incidents or patterns re-
garding unidentified anomalous phenomena that indi-
cate a potential adversarial foreign government may 
have achieved a breakthrough aerospace capability. 

(x) An update on the coordination by the United 
States with allies and partners on efforts to track, un-
derstand, and address unidentified anomalous phe-
nomena. 

(xi) An update on any efforts underway on the abil-
ity to capture or exploit discovered unidentified anom-
alous phenomena. 

(xii) An assessment of any health-related effects for 
individuals that have encountered unidentified anoma-
lous phenomena. 

(xiii) The number of reported incidents, and descrip-
tions thereof, of unidentified anomalous phenomena 
associated with military nuclear assets, including stra-
tegic nuclear weapons and nuclear-powered ships and 
submarines. 

(xiv) In consultation with the Administrator for Nu-
clear Security, the number of reported incidents, and 
descriptions thereof, of unidentified anomalous phe-
nomena associated with facilities or assets associated 
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with the production, transportation, or storage of nu-
clear weapons or components thereof. 

(xv) In consultation with the Chairman of the Nu-
clear Regulatory Commission, the number of reported 
incidents, and descriptions thereof, of unidentified 
anomalous phenomena or drones of unknown origin 
associated with nuclear power generating stations, nu-
clear fuel storage sites, or other sites or facilities regu-
lated by the Nuclear Regulatory Commission. 

(xvi) The names of the line organizations that have 
been designated to perform the specific functions 
under subsections (d) and (e), and the specific func-
tions for which each such line organization has been 
assigned primary responsibility. 

(xvii) A summary of the reports received using the 
mechanism for authorized reporting established under 
section 1673 of the National Defense Authorization 
Act for Fiscal Year 2023. 

(2) FORM.—Each report submitted under paragraph (1) shall 
be submitted in unclassified form, but may include a classified 
annex. 

(l) SEMIANNUAL BRIEFINGS.— 
(1) REQUIREMENT.—Not later than December 31, 2022, and 

not less frequently than semiannually thereafter until Decem-
ber 31, 2026, the Director of the Office shall provide to the ap-
propriate congressional committees classified briefings on un-
identified anomalous phenomena. 

(2) FIRST BRIEFING.—The first briefing provided under para-
graph (1) shall include all incidents involving unidentified 
anomalous phenomena that were reported to the Unidentified 
Aerial Phenomena Task Force or to the Office established 
under subsection (a) after June 24, 2021, regardless of the date 
of occurrence of the incident. 

(3) SUBSEQUENT BRIEFINGS.—Each briefing provided subse-
quent to the first briefing described in paragraph (2) shall in-
clude, at a minimum, all events relating to unidentified anom-
alous phenomena that occurred during the previous 180 days, 
and events relating to unidentified anomalous phenomena that 
were not included in an earlier briefing. 

(4) INSTANCES IN WHICH DATA WAS NOT SHARED.—For each 
briefing period, the Director of the Office shall jointly provide 
to the chairman or chair and the ranking member or vice 
chairman of the congressional committees specified in subpara-
graphs (A) and (D) of subsection (n)(1) an enumeration of any 
instances in which data relating to unidentified anomalous 
phenomena was not provided to the Office because of classifica-
tion restrictions on that data or for any other reason. 

(m) TASK FORCE TERMINATION.—Not later than the date on 
which the Secretary of Defense establishes the Office under sub-
section (a), the Secretary shall terminate the Unidentified Aerial 
Phenomena Task Force. 

(n) DEFINITIONS.—In this section: 
(1) APPROPRIATE CONGRESSIONAL COMMITTEES.—The term 

‘‘appropriate congressional committees’’ means the following: 
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(A) The Committees on Armed Services of the Senate 
and the House of Representatives. 

(B) The Committees on Appropriations of the Senate and 
the House of Representatives. 

(C) The Committee on Foreign Relations of the Senate 
and the Committee on Foreign Affairs of the House of Rep-
resentatives. 

(D) The Select Committee on Intelligence of the Senate 
and the Permanent Select Committee on Intelligence of 
the House of Representatives. 

(E) The Committee on Homeland Security and Govern-
mental Affairs of the Senate and the Committee on Home-
land Security of the House of Representatives. 

(F) The Committee on Commerce, Science, and Trans-
portation of the Senate and the Committee on Science, 
Space, and Technology of the House of Representatives. 

(2) CONGRESSIONAL DEFENSE COMMITTEES.—The term ‘‘con-
gressional defense committees’’ has the meaning given such 
term in section 101(a) of title 10, United States Code. 

(3) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term 
‘‘congressional intelligence committees’’ has the meaning given 
such term in section 3 of the National Security Act of 1947 (50 
U.S.C. 3003). 

(4) CONGRESSIONAL LEADERSHIP.—The term ‘‘congressional 
leadership’’ means— 

(A) the majority leader of the Senate; 
(B) the minority leader of the Senate; 
(C) the Speaker of the House of Representatives; and 
(D) the minority leader of the House of Representatives. 

(5) INTELLIGENCE COMMUNITY.—The term ‘‘intelligence com-
munity’’ has the meaning given such term in section 3 of the 
National Security Act of 1947 (50 U.S.C. 3003). 

(6) LINE ORGANIZATION.—The term ‘‘line organization’’ 
means, with respect to a department or agency of the Federal 
Government, an organization that executes programs and ac-
tivities to directly advance the core functions and missions of 
the department or agency to which the organization is subordi-
nate, but, with respect to the Department of Defense, does not 
include a component of the Office of the Secretary of Defense. 

(7) TRANSMEDIUM OBJECTS OR DEVICES.—The term 
‘‘transmedium objects or devices’’ means objects or devices that 
are— 

(A) observed to transition between space and the atmos-
phere, or between the atmosphere and bodies of water; and 

(B) not immediately identifiable. 
(8) UNIDENTIFIED ANOMALOUS PHENOMENA.—The term ‘‘un-

identified anomalous phenomena’’ means— 
(A) airborne objects that are not immediately identifi-

able; 
(B) transmedium objects or devices; and 
(C) submerged objects or devices that are not imme-

diately identifiable and that display behavior or perform-
ance characteristics suggesting that the objects or devices 
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may be related to the objects described in subparagraph 
(A). 

* * * * * * * 
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