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September 11, 2001, terrorist attacks an 
opportunity to adjust their status to 
that of an alien lawfully admitted for 
permanent residence, and for other 
purposes. 

S. 1779 
At the request of Mr. AKAKA, the 

name of the Senator from Maryland 
(Ms. MIKULSKI) was added as a cospon-
sor of S. 1779, a bill to amend the Hu-
mane Methods of Livestock Slaughter 
Act of 1958 to ensure the humane 
slaughter of nonambulatory livestock, 
and for other purposes. 

S. 1881 
At the request of Mrs. FEINSTEIN, the 

names of the Senator from Massachu-
setts (Mr. KERRY), the Senator from 
Iowa (Mr. HARKIN) and the Senator 
from Maine (Ms. COLLINS) were added 
as cosponsors of S. 1881, a bill to re-
quire the Secretary of the Treasury to 
mint coins in commemoration of the 
Old Mint at San Francisco otherwise 
known as the ‘‘Granite Lady’’, and for 
other purposes. 

S. 2010 
At the request of Mr. HATCH, the 

name of the Senator from Georgia (Mr. 
CHAMBLISS) was added as a cosponsor of 
S. 2010, a bill to amend the Social Secu-
rity Act to enhance the Social Security 
of the Nation by ensuring adequate 
public-private infrastructure and to re-
solve to prevent, detect, treat, inter-
vene in, and prosecute elder abuse, ne-
glect, and exploitation, and for other 
purposes. 

S. 2019 
At the request of Mr. SMITH, the 

name of the Senator from Missouri 
(Mr. TALENT) was added as a cosponsor 
of S. 2019, a bill to provide for a re-
search program for remediation of 
closed methamphetamine production 
laboratories, and for other purposes. 

S. 2082 
At the request of Mr. SUNUNU, the 

names of the Senator from Hawaii (Mr. 
INOUYE), the Senator from New Jersey 
(Mr. CORZINE) and the Senator from 
Delaware (Mr. BIDEN) were added as co-
sponsors of S. 2082, a bill to amend the 
USA PATRIOT Act to extend the sun-
set of certain provisions of that Act 
and the lone wolf provision of the In-
telligence Reform and Terrorism Pre-
vention Act of 2004 to March 31, 2006. 

At the request of Mr. NELSON of Flor-
ida, his name was added as a cosponsor 
of S. 2082, supra. 

At the request of Mr. SARBANES, his 
name was added as a cosponsor of S. 
2082, supra. 

At the request of Ms. CANTWELL, her 
name was added as a cosponsor of S. 
2082, supra. 

At the request of Mrs. LINCOLN, her 
name was added as a cosponsor of S. 
2082, supra. 

S. 2095 
At the request of Mr. BIDEN, the 

name of the Senator from Maryland 
(Mr. SARBANES) was added as a cospon-
sor of S. 2095, a bill to ensure payment 
of United States assessments for 
United Nations peacekeeping oper-
ations in 2005 and 2006. 

S. 2109 
At the request of Mr. ENSIGN, the 

names of the Senator from Michigan 
(Ms. STABENOW) and the Senator from 
South Dakota (Mr. JOHNSON) were 
added as cosponsors of S. 2109, a bill to 
provide national innovation initiative. 

f 

STATEMENTS ON INTRODUCED 
BILLS AND JOINT RESOLUTIONS 

By Mr. FRIST: 
S. 2143. A bill to increase the number 

of students from low-income back-
grounds who are enrolled in studies 
leading to baccalaureate degrees in 
science, mathematics, technology, en-
gineering, and critical foreign lan-
guages, and for other purposes; to the 
Committee on Health, Education, 
Labor, and Pensions. 

Mr. FRIST. Mr. President, I ask 
unanimous consent that the text of the 
bill be printed in the RECORD. 

There being no objection, the bill was 
ordered to be printed in the RECORD, as 
follows: 

S. 2143 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘National 
Science and Mathematics Access to Retain 
Talent Act’’. 
SEC. 2. NATIONAL SMART GRANTS. 

Subpart 1 of part A of title IV of the High-
er Education Act of 1965 (20 U.S.C. 1070a) is 
amended by adding after section 401 the fol-
lowing: 
‘‘SEC. 401A. NATIONAL SMART GRANTS. 

‘‘(a) PURPOSE.—The purpose of this section 
is to increase the number of postsecondary 
students from low-income backgrounds who 
are enrolled in studies leading to bacca-
laureate degrees in physical, life, and com-
puter sciences, mathematics, technology, en-
gineering, and foreign languages critical to 
national security. 

‘‘(b) PROGRAM AUTHORIZED.—The Secretary 
shall award grants, in the amount specified 
in subsection (e), to eligible students to as-
sist the eligible students in paying their col-
lege education expenses. 

‘‘(c) DESIGNATION.—A grant under this sec-
tion shall be known as a ‘National Science 
and Mathematics Access to Retain Talent 
Grant’ or a ‘National SMART Grant’. 

‘‘(d) DEFINITION OF ELIGIBLE STUDENT.—In 
this section, the term ‘eligible student’ 
means a full-time student who, for the aca-
demic year for which the determination of 
eligibility is made— 

‘‘(1) is a citizen of the United States; 
‘‘(2) is eligible for a Federal Pell Grant; 
‘‘(3) is enrolled or accepted for enrollment 

in the third or fourth academic year of a pro-
gram of undergraduate education at a 4-year 
degree-granting institution of higher edu-
cation; 

‘‘(4) is pursuing a major in— 
‘‘(A) the physical, life, or computer 

sciences, mathematics, technology, or engi-
neering (as determined by the Secretary pur-
suant to regulations); or 

‘‘(B) a foreign language that the Secretary, 
in consultation with the Director of National 
Intelligence, determines is critical to the na-
tional security of the United States; and 

‘‘(5) has obtained a cumulative grade point 
average of at least 3.0 (or the equivalent as 
determined under regulations prescribed by 
the Secretary) in the coursework required 
for the major described in paragraph (4). 

‘‘(e) GRANT AWARD.— 
‘‘(1) AMOUNTS.—Subject to paragraphs (2) 

and (3), the Secretary shall award a grant 
under this section to an eligible student in 
the amount of $4,000. 

‘‘(2) SPECIAL RULES.—Notwithstanding 
paragraph (1)— 

‘‘(A) the amount of a grant under this sec-
tion, in combination with the Federal Pell 
Grant assistance and other student financial 
assistance available to the eligible student, 
shall not exceed the student’s cost of attend-
ance; 

‘‘(B) if the amount made available under 
subsection (f) for any fiscal year is less than 
the amount required to provide grants to all 
eligible students in the amounts determined 
under paragraph (1) (subject to subparagraph 
(A)), then the amount of the grant to each 
eligible student shall be ratably reduced; and 

‘‘(C) if additional amounts are appro-
priated for a fiscal year described in subpara-
graph (B), such reduced grant amounts shall 
be increased on the same basis as they were 
reduced. 

‘‘(3) LIMITATIONS.—The Secretary shall not 
award a grant under this section— 

‘‘(A) to any eligible student for an aca-
demic year of a program of undergraduate 
education for which the student received 
credit before the date of enactment of the 
National Science and Mathematics Access to 
Retain Talent Act; or 

‘‘(B) to any eligible student for more than 
2 academic years. 

‘‘(f) FUNDING.— 
‘‘(1) AUTHORIZATION OF APPROPRIATIONS.— 

There is authorized to be appropriated to 
carry out this section such sums as may be 
necessary for fiscal year 2006 and each of the 
succeeding 4 fiscal years. 

‘‘(2) USE OF EXCESS FUNDS.—If, at the end of 
a fiscal year, the funds available for award-
ing grants under this section exceed the 
amount necessary to make such grants in 
the amounts authorized by subsection (e), 
then all of the excess funds shall remain 
available for awarding grants under this sec-
tion during the subsequent fiscal year. 

‘‘(g) SUNSET PROVISION.—The authority to 
make grants under this section shall expire 
at the end of the academic year 2009–2010.’’. 

By Ms. COLLINS (for herself, Mr. 
LIEBERMAN, Mr. COLEMAN, Mr. 
CARPER, and Mr. LEVIN): 

S. 2145. A bill to enhance security 
and protect against terrorist attacks 
at chemical facilities; to the Com-
mittee on Homeland Security and Gov-
ernmental Affairs. 

Ms. COLLINS. Mr. President, I rise 
today, along with my good friend and 
colleague, Senator JOE LIEBERMAN, to 
introduce the Chemical Facility Anti-
terrorism Act of 2005. 

This legislation addresses one of the 
Nation’s greatest vulnerabilities, the 
threat of a terrorist attack against a 
chemical facility. 

My legislation would provide broad 
new authority to the Department of 
Homeland Security to ensure that the 
Nation’s chemical facilities are better 
protected from terrorism. 

This legislation would direct the De-
partment of Homeland Security to es-
tablish criteria for evaluating the vul-
nerability of our Nation’s chemical fa-
cilities to terrorist attack and to es-
tablish risk-based tiers for those facili-
ties deemed in need of protection. 
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These regulations will require des-

ignated facilities to conduct vulner-
ability assessments and to create ap-
propriate site security and emergency 
response plans. In addition, the Depart-
ment would establish an office within 
the Infrastructure Protection Direc-
torate responsible for implementing 
and enforcing the statute. 

The bill also contains robust meas-
ures to ensure both compliance by 
chemical plants and effective imple-
mentation by the Department. 

This legislation is strong medicine, 
and I do not prescribe it lightly. But 
the potential devastation that an at-
tack on a chemical facility could 
cause, the sheer number of these facili-
ties and the current widespread lack of 
security, as well as the clearly stated 
intent of terrorists to cause maximum 
harm to the American people and to 
our economy make these measures nec-
essary. 

The Homeland Security Committee 
has invested substantial effort in ex-
amining this threat and in deciding 
how best to respond to it. Our inves-
tigation included four hearings on this 
topic earlier this year. 

From the horrifying chemical at-
tacks of the First World War, and the 
tragic accident at Bhopal, India, in 
1984, to the numerous and more recent 
accidental releases of hazardous chemi-
cals in this country, we were reminded 
by expert after expert of the potential 
for useful productive chemicals to kill, 
if released accidentally or inten-
tionally. 

We also know that al-Qaida has a 
keen interest in the American chem-
ical industry. Indeed, at our first hear-
ing, Steven Flynn of the Council on 
Foreign Relations testified that the 
chemical industry is ‘‘at the top of the 
list’’ of al-Qaida and other terrorist 
groups. The chemical industry, said 
Commander Flynn, absolutely screams 
at you as essentially a weapon of mass 
destruction. 

We should not wait until there is an 
attack on a chemical facility and then 
act after the fact. So often our security 
measures and our emergency legisla-
tion is passed after something horrible 
has already occurred and after lives 
have already been lost. Let us get 
ahead of this curve. Let us act now to 
address what witness after witness 
identified as being one of the greatest 
threats to our homeland. 

The stakes are high and the vulner-
ability is widespread. The Environ-
mental Protection Agency has cata-
loged some 15,000 facilities in the 
United States that manufacture, use, 
or store large quantities of hazardous 
chemicals for productive, legitimate 
purposes, but in amounts that could 
cause extensive harm if turned against 
us as weapons. And we have seen al- 
Qaida do this before. We have seen al- 
Qaida use commercial aircraft as weap-
ons of mass destruction. 

The Department of Homeland Secu-
rity has identified 3,400 facilities that 
could affect more than 1,000 people if 
attacked. 

According to the Government Ac-
countability Office, tens of millions of 
Americans live close enough to chem-
ical facilities to be at risk in the event 
of a terrorist attack. Yet despite this 
profound threat, only a fraction of our 
Nation’s chemical facilities are regu-
lated for security by the Federal Gov-
ernment under the Maritime Transpor-
tation Security Act of 2002, or sub-
scribe to volunteer security standards. 

While I applaud those companies that 
have taken voluntary measures, an un-
acceptable number have not. Moreover, 
given the severity of the threat, I be-
lieve it is a mistake in this case to rely 
on voluntary measures alone. The over-
whelming majority of experts at our 
hearing testified that additional statu-
tory authority is needed to effectively 
address the threat of terrorism against 
a chemical facility. 

Leading security experts, chemical 
safety professionals, industry rep-
resentatives, labor representatives, en-
vironmental groups, and the adminis-
tration, all have testified that Federal 
legislation in this area is necessary, al-
though obviously they differ consider-
ably on the details. 

The legislation I am introducing 
today provides that critical authority. 
While establishing the need for Federal 
legislation, our hearings stressed the 
importance of getting this right, of 
striking the right balance. 

Chemical shipments in the United 
States approach $.5 trillion annually. 
The chemical industry represents our 
largest export sector, totaling $91.4 bil-
lion in 2003. 

More than 900,000 people work di-
rectly in the American chemical indus-
try with millions more in supplier and 
indirect jobs. 

Chemicals are critical to our food 
and our water supply, our pharma-
ceuticals, our electronics, our clothes; 
in fact, just about everything. 

A consistent theme that sounded 
throughout our hearing was that we 
cannot afford to drive the chemical 
sector out of this country in the name 
of security. And that is why we spent 
so much time in carefully crafting a 
bill that strikes the right balance. 

Our hearings established a consider-
able consensus around two important 
concepts: First, that the legislation 
should be risk based. Our chemical in-
dustry is extremely diverse and any 
legislation must take into account 
that diversity. A small plant using 
chemicals in rural Maine faces very 
different risks than a major chemical 
manufacturing plant in the New York 
City area, and its security response 
should be structured appropriately. Se-
curity measures should be tailored to 
each particular facility, taking into ac-
count its vulnerabilities, its location, 
impact on the population, and other 
risk factors. High-risk facilities should 
undertake the strongest security pre-
cautions while obviously fewer pre-
cautions are necessary at very low-risk 
facilities. 

Second, the legislation should be per-
formance based. What do I mean by 

that? By that I mean our focus should 
be on having the Department establish 
the standards, the results, rather than 
prescribing exactly how a corporation 
should act to meet those standards, 
those results. Facilities should defend 
against particular threats. For exam-
ple, the Secretary might specify that 
facilities should be able to protect 
against a hazardous release resulting 
from a truck bomb. Or the Secretary 
may mandate that every plant have a 
secure perimeter. Now, facilities could 
choose to meet those standards by 
building fences, erecting barriers, mov-
ing the most hazardous chemicals to a 
more secure area, or even switching to 
a less hazardous chemical altogether. 
By specifying the regulations should be 
performance based, facilities will have 
the incentives to identify the most ef-
fective and cost-efficient means of in-
creasing protection. 

The legislation I am introducing 
today meets those fundamental cri-
teria. It is risk based and it is perform-
ance based. This legislation is modeled, 
in part, on the Maritime Transpor-
tation Security Act, consequently re-
ferred to as MTSA. 

During the course of our four hear-
ings, we heard substantial testimony 
from security industry experts, the ad-
ministration and others, that the re-
sults-based cooperative approach of 
MTSA is a major success story. In fact, 
we heard so many positive things about 
the law that we brought in the Coast 
Guard’s director of port security, Ad-
miral Bone, to testify about their expe-
rience with the current law. 

The first step in improving the secu-
rity of our Nation’s chemical facilities 
is to determine which facilities should 
be covered by Federal regulations and 
to what degree. This legislation re-
quires the Department of Homeland Se-
curity to issue within 1 year of enact-
ment regulations establishing criteria 
for evaluating the types of facilities 
that should be covered, as well as regu-
lations establishing risk-based tiers for 
the designated facilities. 

Following the issuance of these regu-
lations, the Department would des-
ignate covered facilities and place 
them into tiers. The designations 
would be based on risk factors includ-
ing potential likelihood of death or ill-
ness, proximity to population centers, 
and the potential impact on national 
security, the economy, and critical in-
frastructure. The tier would have in-
creasingly strict security requirements 
as the risk and consequences of a ter-
rorist attack at a covered facility in-
crease. 

The Department would then set secu-
rity performance standards for each 
tier. Every facility would be required 
to conduct a vulnerability assessment, 
establish and implement a site security 
plan, and create an emergency response 
plan or update an existing plan to in-
clude provisions for an intentional at-
tack. Vulnerability assessments would 
address the threats and consequences 
of a terrorist attack, including 
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vulnerabilities from the use of haz-
ardous chemicals. 

The site security plan would address 
the identified vulnerabilities and meet 
the performance standards set by the 
Department. The site security plan 
would also identify how the facility is 
coordinating with Federal, State, and 
local officials for response to a ter-
rorist attack. The facilities would be 
required to drill their security plans 
and emergency response plans. Covered 
facilities would have 6 months fol-
lowing promulgation of regulations to 
certify compliance and submit their as-
sessments and plans to the Department 
for approval. 

If a facility fails to comply, the legis-
lation I am introducing provides the 
strongest remedy to the Department. 
The bill gives the Secretary of Home-
land Security the authority to shut 
down chemical facilities that are at 
high risk and which the Secretary be-
lieves have not adequately addressed 
the risk of a terrorist attack. For the 
highest risk facilities, the Secretary 
could order an immediate closure. For 
the other lower risk facilities, the De-
partment could order closure but only 
after a process of written notification, 
consultation, and further time for com-
pliance. 

Now, I recognize this shutdown au-
thority concentrates considerable 
power into the Secretary’s hands, but 
the dire consequences of a terrorist at-
tack justify giving the Secretary the 
authority to shut down a chemical fa-
cility that has failed to comply with 
the law. With hundreds of thousands of 
lives at stake, the Secretary must have 
the authority to ensure our chemical 
facilities have adopted security meas-
ures sufficient to reduce the risk of a 
terrorist attack. If a facility cannot, 
will not, or has not done so, it simply 
cannot be allowed to keep operating. 

It was only after very careful consid-
eration that I decided to include this 
power in my bill. I note that the Mari-
time Transportation Security Act pro-
vides similar authority to the Coast 
Guard. Admiral Bone testified since 
2004 the Coast Guard has used this au-
thority to shut down 32 facilities— 
three of which were chemical facilities. 
He testified it was imperative the De-
partment of Homeland Security be 
given that closure authority. 

Before closing, I will comment on a 
couple of very important and con-
troversial issues. One is the issue of in-
herently safer technology which is 
often referred to as IST. My bill allows 
chemical facilities to choose whatever 
security measures best meet the per-
formance standards required by the De-
partment. IST is one of the recognized 
means of meeting a performance stand-
ard. In addition, my legislation re-
quires the vulnerability assessment in-
clude an analysis of security measures, 
including vulnerabilities arising from 
the use, storage, and handling of dan-
gerous chemicals. However, I make 
clear our legislation does not mandate 
IST. Not only would doing so be at 

odds with the performance-based ap-
proach we have endorsed in this bill, I 
also do not believe it is appropriate for 
a bill on security to dictate specific in-
dustrial processes. Such uses are out-
side the scope of the legislation, be-
yond the jurisdiction of this com-
mittee, and are not the only way to ad-
dress security issues. 

I fully expect some facilities will 
adopt inherently safer technologies. I 
certainly encourage them to do so if 
that is the best means for them. How-
ever, that should be their decision. 

This legislation does not tell facili-
ties how high to build their fences or 
what chemicals to use or how they may 
use them. It is the result that matters. 
I believe this bill will result in signifi-
cantly enhanced security for the chem-
ical sector. This is a Homeland Secu-
rity bill. It is not an environmental 
regulation. 

In summary, this legislation requires 
chemical facilities to conduct vulner-
ability assessments, create and imple-
ment security plans, establish emer-
gency response plans, and to submit 
these plans to the Department of 
Homeland Security for approval or dis-
approval. It gives the Department 
broad authority to ensure that chem-
ical facilities are addressing the risks 
of terrorist attacks and giving the De-
partment the authority it needs. The 
legislation is risk based and perform-
ance based, and I am confident it will 
provide long overdue standards that 
will ensure stronger and more con-
sistent security at our chemical facili-
ties. 

Before closing, I once again thank 
my lead cosponsor and the ranking 
member of the Homeland Security 
Committee, Senator LIEBERMAN. We 
have worked very hard with the mem-
bers of our committee, including the 
Presiding Officer, all year long to ex-
plore this through a number of hear-
ings, and we have engaged in many 
months of negotiations. 

I also thank our cosponsors, Senator 
COLEMAN, Senator CARPER, and Senator 
LEVIN, for their hard work on this bill. 

I look forward to adding additional 
cosponsors and working with the com-
mittee to move this vital legislation 
forward. 

Thank you, Mr. President. 
Mr. LIEBERMAN. Mr. President, I 

am pleased to join my colleague, Sen-
ator COLLINS, in introducing the 
‘‘Chemical Facility Anti-Terrorism Act 
of 2005. I am also delighted that Sen-
ators COLEMAN, LEVIN, and CARPER will 
be joining us on this bill. 

This bill is the product of extensive 
work in the Homeland Security and 
Governmental Affairs Committee to 
explore the risks of a possible terrorist 
attack on our chemical facilities, as 
well as the best means to guard against 
those risks. 

Since 9/11 opened our eyes to the 
threats we face on U.S. soil from 
Islamist terrorist groups, we have 
moved to improve security for many of 
the critical elements of our society and 

economy. But somehow we have not 
yet protected one of our greatest 
vulnerabilities the chemical sector. 

Chemicals are vital to many of the 
processes that feed us, heal us, and 
power our economy. Yet the very per-
vasiveness of the chemical sector 
makes it vulnerable to terrorism. 
Thousands of facilities throughout the 
country use or store lethal materials, 
often near large population centers. 

We know that terrorists are inter-
ested in targeting these facilities. The 
Congressional Research Service reports 
that during the 1990s, both inter-
national and domestic terrorists at-
tempted to use explosives to release 
chemicals from manufacturing and 
storage facilities close to population 
centers. The Justice Department in 
2002 described the threat posed by ter-
rorists to chemical facilities as ‘‘both 
real and credible,’’ for the foreseeable 
future. 

Former White House Homeland Secu-
rity Advisor Richard Falkenrath this 
spring told the Homeland Security and 
Governmental Affairs Committee that 
although chemical facilities are a most 
serious homeland security vulner-
ability, the Federal Government has 
done almost nothing to secure them. 
Homeland Security expert Steve Flynn 
likened the Nation’s 15,000 chemical fa-
cilities to ‘‘15,000 weapons of mass de-
struction littered around the United 
States.’’ 

Fortunately, the responsible players 
in the chemical industry have not 
waited for Federal legislation, and 
some of the leading trade groups have 
begun their own security programs or 
participated in some voluntary efforts 
led by DHS. Some chemical facilities 
are also subject to security regulation 
under the Maritime Transportation Se-
curity Act or the Bioterrorism Act of 
2002. Yet these programs do not reach 
the full range of security matters ad-
dressed at the committee’s hearings 
and in this legislation. More signifi-
cant, far too many facilities that use 
extremely hazardous chemicals remain 
entirely outside the patchwork of laws, 
regulations, and self-protection now in 
place. 

For several years, legislation to re-
quire security enhancements at these 
chemical sites has foundered in Con-
gress, bereft of true administration 
support or Congressional consensus. 
But I am hopeful that today marks a 
turning point that will culminate in 
successful passage of a robust chemical 
security bill. 

First, the Homeland Security and 
Governmental Affairs Committee has 
worked on a bipartisan basis to build a 
foundation for this effort: through four 
hearings that explored the issues and 
possible solutions regarding chemical 
site security and through collaboration 
on this legislation that has already 
won strong bipartisan support on our 
Committee. 

Second, DHS has now clearly stat-
ed—in testimony to our committee— 
that the current voluntary efforts are 
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not sufficient and that the Department 
needs new legislative authority to reg-
ulate chemical site security. 

Third, responsible segments of the 
chemical industry—such as the Amer-
ican Chemistry Council—have recog-
nized the need for a comprehensive na-
tional program to ensure adequate se-
curity across the entire chemical sec-
tor and called for Federal legislation. I 
welcome this engagement by industry 
and believe we can work together with 
them, as well as the administration, 
and all who are concerned about secu-
rity, to forge an effective national pro-
gram. 

This legislation is a forceful but 
pragmatic response to the challenge of 
chemical site security. It directs its 
greatest force and focus to those facili-
ties that pose the highest risk in terms 
of potential loss of human life or other 
catastrophic results. 

It authorizes the Department of 
Homeland Security to initiate a thor-
oughgoing security program for thou-
sands of critical chemical sites around 
the country. 

The Secretary would identify which 
facilities pose a meaningful risk due to 
terrorism concerns, and then require 
these facilities to conduct a vulner-
ability assessment and prepare a secu-
rity plan and emergency response plan 
to address the results of this vulner-
ability analysis. 

Facilities within the program would 
submit these assessments and plans to 
DHS for review and approval. DHS 
would then work with the facilities to 
ensure the plans, and implementation, 
are adequate. Under a tiered system of 
requirements, those facilities that pose 
the greatest risk would face the most 
stringent security requirements as well 
as a speedier and more rigorous DHS 
review. The bill includes civil and 
criminal penalties for noncompliance 
and, ultimately, facilities may be or-
dered to shut down if they do not com-
ply with DHS orders. 

This legislation recognizes that fa-
cilities will need flexibility to achieve 
security in the most efficient and effec-
tive manner. The bill also recognizes 
the work of the responsible chemical 
companies within the chemical sector 
and does not force those facilities to 
reinvent the wheel. Instead, the bill en-
sures that so long as an alternative se-
curity program’s assessments and 
plans meet the bill’s core requirements 
for vulnerability assessments and site 
security plans, facilities operating 
under those alternative security pro-
grams can submit these assessments 
and plans under the DHS program. 
However, where the assessments and 
plans do not meet the bill’s core re-
quirements, the Secretary will require 
appropriate modifications. Finally, the 
Secretary will judge all assessments 
and plans against the regulations pro-
mulgated under this bill. 

This legislation also recognizes that 
sometimes the best security will come 
not from adding guards and gates but 
from reexamining the way chemical 

operations are carried out in order to 
reduce the amount of hazardous sub-
stances on site, improve the way they 
are stored or processed or find safer 
substitutes for the chemicals them-
selves. These changes serve to make a 
facility less inviting as a target for ter-
rorists, as well as limiting the loss of 
life or other damage if an attack does 
take place. They also have the added 
benefit of limiting the harm from an 
accidental release. This bill clearly re-
quires facilities to look at the risks 
and consequences related to the dan-
gerous chemicals on site and address 
those specific vulnerabilities in their 
security plan. And it includes these 
process changes among the menu of se-
curity measures that chemical facili-
ties should examine when designing 
their security plans. 

We know that many facilities, and 
many security experts, already look to 
these less dangerous technologies as a 
potent and cost-effective way to im-
prove security against a possible terror 
attack. But we also know that, for 
some facilities, there can be reluctance 
or structural impediments to looking 
at these technological solutions. That 
is why I feel this bill should go further 
and include more explicit requirements 
for chemical facilities to consider less 
dangerous technologies when they 
make the security enhancements re-
quired under this bill. In particular, 
the riskier facilities—some of which 
could endanger tens or hundreds of 
thousands of lives if attacked—should 
have to demonstrate that they have 
looked closely at options that would 
reduce the catastrophic consequences 
of a possible terrorist attack. We had a 
powerful example of such an adjust-
ment close by: after 9/11 focused our at-
tention on potential targets in our 
midst, Washington DC’s water treat-
ment facility ended the use of its po-
tentially deadly liquid chlorine. This is 
not a question of forcing industry to 
conduct its operations off a Govern-
ment-issued playbook. Companies 
would analyze for themselves whether 
there are less dangerous ways to con-
duct their business and would not be 
forced to implement any changes that 
were not feasible. But given the ex-
traordinary risks involved, it makes 
little sense not to require companies to 
at least take a long hard look at some 
of the commonsense solutions that 
have been advocated or already adopt-
ed by others within the industry. 
Therefore, as this bill advances, I will 
seek to strengthen the requirements 
for facilities to carefully consider these 
safer technologies as a means to great-
er security. 

The bill creates structure within 
DHS to oversee this regulatory pro-
gram and a regional network to help 
implement its provisions, particularly 
to help ensure adequate emergency re-
sponse capabilities in the event of an 
attack on a chemical facility. There 
are also provisions to safeguard sen-
sitive information that DHS receives 
from the chemical facilities, while at 

the same time requiring DHS to share 
and disclose information necessary for 
public safety and public account-
ability. The bill does not affect chem-
ical facilities’ obligations to make in-
formation available to the public under 
right-to-know laws or other regulatory 
programs, and it establishes a secure 
channel by which members of the pub-
lic can submit information about po-
tential problems regarding the security 
of chemical facilities. 

This bill also recognizes that Con-
gress is not the only body that can and 
should help ensure the safety and secu-
rity of the Nation’s chemical facilities. 
States and localities have long regu-
lated such facilities for various safety 
and environmental concerns. Since 9/11, 
some States have also moved to require 
security improvements at these facili-
ties. These State and local protections 
are critical adjuncts to our effort at 
the Federal level, and I am pleased 
that this bill states clearly that it does 
not preempt State and local laws or 
regulations regarding the safety and 
security of chemical facilities. States 
and localities are free to enact more 
stringent chemical security legisla-
tion. Only if there is an absolute con-
flict, such that it is impossible for a fa-
cility to comply with both the Federal 
law and a State or local law or regula-
tion on chemical security, would the 
Federal provision take precedence. The 
bill would not disrupt State and local 
safety and environmental law regard-
ing chemical facilities, nor does it dis-
lodge or alter the operation of State 
common law with respect to such fa-
cilities. 

f 

AUTHORITIES FOR COMMITTEES 
TO MEET 

COMMITTEE ON FINANCE 

Mr. SESSIONS. Mr. President, I ask 
unanimous consent that the Com-
mittee on Finance be authorized to 
meet in open Executive Session during 
the session on Monday, December 19, 
2005, immediately following the next 
vote on the Senate Floor, in the Presi-
dent’s Room, S–216 of the Capitol, to 
consider favorably reporting the nomi-
nation of Vincent J. Ventimiglia, Jr., 
to be Assistant Secretary of Health and 
Human Services for Legislation, U.S. 
Department of Health and Human 
Services, Washington, DC. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

ORDERS FOR TUESDAY, 
DECEMBER 20, 2005 

Mr. GREGG. Mr. President, I ask 
unanimous consent that when the Sen-
ate completes its business today, it ad-
journ until 9:45 a.m. on Tuesday, De-
cember 20. I further ask that following 
the prayer and the pledge, the morning 
hour be deemed expired, the Journal of 
proceedings be approved to date, the 
time for the two leaders be reserved, 
the Senate then resume consideration 
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