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(Mr. BIDEN) was added as a cosponsor of 
S. 223, a bill to require Senate can-
didates to file designations, state-
ments, and reports in electronic form. 

S. 233 

At the request of Mr. KENNEDY, the 
name of the Senator from New Jersey 
(Mr. MENENDEZ) was added as a cospon-
sor of S. 233, a bill to prohibit the use 
of funds for an escalation of United 
States military forces in Iraq above the 
numbers existing as of January 9, 2007. 

AMENDMENT NO. 4 

At the request of Ms. KLOBUCHAR, her 
name was added as a cosponsor of 
amendment No. 4 proposed to S. 1, a 
bill to provide greater transparency in 
the legislative process. 
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STATEMENTS ON INTRODUCED 
BILLS AND JOINT RESOLU-
TIONS—JANUARY 4, 2007 

By Mr. SALAZAR (for himself, 
Mr. LEAHY, Mr. REID, Mr. 
MENENDEZ, Mrs. BOXER, and 
Mrs. FEINSTEIN): 

S. 188. A bill to revise the short title 
of the Fannie Lou Hamer, Rosa Parks, 
and Coretta Scott King Voting Rights 
Act Reauthorization and Amendments 
Act of 2006; to the Committee on the 
Judiciary. 

Mr. LEAHY. Mr. President, today I 
join Senator SALAZAR in introducing a 
bill to include Cesar E. Chavez among 
the names of the great civil rights 
leaders we honor in the title of last 
year’s Voting Rights Act Reauthoriza-
tion and Amendments Act of 2006, 
‘‘VRARA’’. I supported taking this ac-
tion last year during the Senate Judi-
ciary Committee’s consideration of the 
VRARA when I offered an amendment 
on behalf of Senator SALAZAR to add 
the Hispanic civil rights leader to 
those for whom the law is named. As 
Senator SALAZAR reminded us, Cesar 
Chavez is an American hero who sac-
rificed his life to empower the most 
vulnerable in America. Like Fannie 
Lou Hamer, Rosa Parks, and Coretta 
Scott King, for whom the VRARA is 
named, he believed strongly in the 
right to vote as a cornerstone of Amer-
ican democracy. I offered the amend-
ment in the Judiciary Committee and 
it was adopted without dissent. 

In order not to complicate final pas-
sage of the Voting Rights Act, the Sen-
ate proceeded to adopt the House- 
passed bill without amendment so that 
it could be signed into law without 
having to be reconsidered by the 
House. At that time, I committed to 
work with Senator SALAZAR to conform 
the law to include recognition of the 
contribution to our civil rights, voting 
rights and American society by Cesar 
Chavez. 

Cesar Chavez’s name should be added 
to the law as important recognition of 
the broad landscape of political inclu-
sion made possible by the Voting 
Rights Act. This bill would not alter 
the bill’s vital remedies for continuing 
discrimination in voting, but is over-

due recognition of the importance of 
the Voting Rights Act to Hispanic- 
Americans. Prior to the VRA, His-
panics, like minorities of all races, 
faced major barriers to participation in 
the political process, through the use 
of such devices as poll taxes, exclu-
sionary primaries, intimidation by vot-
ing officials, language barriers, and 
systematic vote dilution. 

I urge the Senate quickly to take up 
and pass this measure as we convene 
the new Congress and commit our-
selves again to ensuring that the great 
promises of the 14th and 15th amend-
ments are kept for all Americans and 
that the Voting Rights Act Reauthor-
ization and Amendments Act is fully 
implemented to protect the rights of 
all Americans. 
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STATEMENTS ON INTRODUCED 
BILLS AND JOINT RESOLUTIONS 

By Mr. FEINGOLD (for himself, 
Mr. SUNUNU, Mr. LEAHY, and 
Mr. AKAKA): 

S. 236. A bill to require reports to 
Congress on Federal agency use of data 
mining; to the Committee on the Judi-
ciary. 

Mr. FEINGOLD. Mr. President, I am 
pleased today to introduce the Federal 
Agency Data Mining Reporting Act of 
2007. I want to thank Senator SUNUNU 
for once again cosponsoring this bill, 
which we also introduced in the last 
Congress. Senator SUNUNU has consist-
ently been a leader on privacy issues, 
and I am pleased to work with him on 
this effort. I also want to thank Sen-
ators LEAHY, AKAKA, and WYDEN, for 
their continuing support of the bill. 

The controversial data analysis tech-
nology known as data mining is capa-
ble of reviewing millions of both public 
and private records on each and every 
American. The possibility of govern-
ment law enforcement or intelligence 
agencies fishing for patterns of crimi-
nal or terrorist activity in these vast 
quantities of digital data raises serious 
privacy and civil liberties issues—not 
to mention serious questions about the 
effectiveness of these types of searches. 
But four years after Congress first 
learned about and defunded the Defense 
Department’s program called Total In-
formation Awareness, there is still 
much Congress does not know about 
the Federal Government’s work on 
data mining. 

We have made some progress. We 
know from reviews conducted by the 
Government Accountability Office that 
as of May 2004 there were nearly 200 
Federal data mining programs, more 
than one hundred of which relied on 
personal information and 29 of which 
were for the purpose of investigating 
terrorists or criminals. And we have 
learned a few more details on five of 
those programs from a follow-up report 
that GAO issued in August 2005. We 
also have a brief report from the DHS 
Inspector General published in August 
2006, and as a result of my amendment 
to the DHS appropriations bill we have 

a July 2006 report from the Privacy Of-
fice at the Department of Homeland 
Security that provides some inter-
esting policy suggestions relating to 
data mining. 

But this information has come to us 
haphazardly, and lacks detail about the 
precise nature of the data mining pro-
grams being utilized or developed, 
their efficacy, and the consequences 
Americans could face as a result. Fur-
thermore, much of the reporting thus 
far has focused on the Department of 
Homeland Security. It also appears 
there has been little if any govern-
ment-wide consideration of privacy 
policies for these types of programs. In-
deed, public debate on government data 
mining has been generated more by 
press stories than as a result of con-
gressional oversight. 

My bill would require all Federal 
agencies to report to Congress within 
180 days and every year thereafter on 
data mining programs developed or 
used to find a pattern or anomaly indi-
cating terrorist or other criminal ac-
tivity on the part of individuals, and 
how these programs implicate the civil 
liberties and privacy of all Americans. 
If necessary, specific information in 
the various reports could be classified. 

This is information we need to have. 
Congress should not be learning the de-
tails about data mining programs after 
millions of dollars are spent testing or 
using data mining against 
unsuspecting Americans. The possi-
bility of unchecked, secret use of data 
mining technology threatens one of the 
most important values that we are 
fighting for in the war against ter-
rorism—freedom. 

Data mining could rely on a com-
bination of intelligence data and per-
sonal information like individuals’ 
traffic violations, credit card pur-
chases, travel records, medical records, 
and virtually any information con-
tained in commercial or public data-
bases. Congress must conduct oversight 
to make sure that all government 
agencies engaged in fighting terrorism 
and other criminal enterprises—not 
just the Department of Homeland Se-
curity, but also the Department of Jus-
tice, the Department of Defense and 
others—use these types of sensitive 
personal information effectively and 
appropriately. 

Let me clarify what this bill does not 
do. It does not have any effect on the 
government’s use of commercial data 
to conduct individualized searches on 
people who are already suspects, nor 
does it require that the government re-
port on these types of searches. It does 
not end funding for any program, de-
termine the rules for use of data min-
ing technology, or threaten any ongo-
ing investigation that might use data 
mining technology. 

My bill would simply provide Con-
gress with information about the na-
ture of the technology and the data 
that will be used. The Federal Agency 
Data Mining Reporting Act would re-
quire all government agencies to assess 
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